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The following are important factors that could cause our actual operating results to differ materially from those indicated or
suggested by forward- looking statements made in this annual report on Form 10- K or presented elsewhere by management
from time to time. Financial and Operational Risks We-mayfaee-slowing-Slowing revenue growth whieh-eoutd-has in the past
and may continue to ncgatively impact our profitability and stock price. The overall revenue growth we have enjoyed in recent
years may not continue in future periods and could decline, which could negatively impact our profitability and stock price. Our
ability to generate rcvenue depends on the amount of services we deliver, continued growth in demand for our security,
delivery s-and compute and-seentity-solutions and our ability to maintain the prices we charge for them. In-partieutarvarying
levels-ofthe-amount-of- Revenue we generate from our delivery solutions is impacted by pricing pressure due to
competltlon and ﬂuctuatlons in content traffic as eﬁ—eﬂﬁnefweﬁee&n—have—a result of  among other factors, changes

3 P in the popularity of our
customers' content including video dellvery and gamlng For example, revenue hom our delivery solutions increased
significantly in 2020 due in large part to greater consumption of online media and games during the onset of the COVID- 19
pandemic and the associated stay- at- home orders across the globe. In262+-However, as these orders were lifted and 2622

more return- to- work p011c1es were adopted our revenue gfewt-h—trom dell\ ely solutlons dec ined as—sfay-—a’f-—hefﬂe—efdefs

pressures—. W e hd\ e contlnued to expeﬂeﬂeed- xperlence srg&rﬁeaﬂ-t—gfewth—m—le\ enue -ffeﬁa—declmes in our dellvery
solutions and expect this trend to continue in the near future. Our sccurity and-eempute-solutions irreeentyears-currently
generate the largest portion of our revenue . H-we-donot-Our ability to generate revenue in our security business depends
on our ability to increase our industry recognition as a provider of security and-eempute-solutions previder-, develop or
acquire new solutions in a rapidly- changing environment where security threats are constantly evolving er-and ensure that our
solutions operate effectively and are competitive with products offered by others . In addition , etrseeurtty-an increasing
proportion of er-our revenue has been generated by our compute solutions. Our ability to generate revenue -in er-our both
compute business is dependent on our ability to successfully continue building our compute infrastructure . attract a
customer base that has traditionally partnered with more established companies in the compute industry and develop
effective, price competitive and attractive solutions. If we are unable to increase revenues, our profitability and stock
price could suffer. See the risk factor titled," Global conditions have in the past and may deeline-in the future harm our
industry, business and results of operations' below. Global conditions have in the past and may in the future harm our
industry, business and results of operations . We operate globally and as a result, our business, revenues and profitability
are dependent-upon-the-overal-impacted by global macroeconomic conditions. The success of our activities is affected by
general cconomic health-efeureurrent-and market conditions, including, among others, pfespee&ve—eﬁsfemefs-aﬂd—t-he

eeﬂfmﬂed—gfewth—aﬂd-evehmeﬁ—e&nfefm&ﬁeﬂ—mﬂatlon interest

ewthrates , tax rates, economic uncertainty,
political mstablhty, warfare, changes in laws, trade barrlers, the actual or percelved failure or financial difficulties of
financial institutions, reduced consumer confidence and spending and economic and trade sanctions . For example,
approximately 1 % of our 2021 revenue had been generated from traffic into Russia, Belarus and Ukraine, and we experienced a
deglme in revenue in 2022 and 2023 related to the war in Ukrdme due to a deuedse n tlamc in these Counmes [n addition, due

COHD—19-vartants—These-distuptions-erchanges in mtematlonal tax laws we expect ﬂa-t-teﬂa-l—feg-teﬂa-l-aﬂd—}eea-l-eeeﬂemte
eonditions-eotld-adversely-affeet-our effective income tax rate will by ;
-'rﬂ‘rpaet—etu'—feveﬂues.—%&bi-l-i-fy—te-lncrease SHF-OV v




speﬂd-rﬂg—aﬁd—eeeﬁerme—&ﬂd—traée—saﬂeﬁeﬂs— The U S Capltal markets have experlenced and may contlnue to experience
extreme volatility and disruption felewing-the-global-ottbreakof- COVID-—19-in 2626-and-the recent past Russtan-invastorrof

Blkraine-in2022-. Furthermore, inflation rates in the U. S. have recently increased to levels not seen in decades. Such economic
volatility has in the past and could in the future adversely affect our business, financial condition, results of operations and
cash flows yand future market disruptions could negatively impact us. For example, Frese-these unfavorable economic
conditions could increase our operating costs, which could negatively impact our profitability. Geopolitical destabilization and
warfare have impacted and could continue to impact global currency exchange rates, resources from our supphers and our
ability to operate or grow our business. In addition p a 0 v

, we have recently experienced rising energy costs in etongated i 3 d
are-areas delayingpurehases-of ourseolations-in which we operate, partlcularly in Europe Addltlonally, we have ofﬁces and
employees located in regions that historically have and may again experience periods of political instability, warfare, changes in
laws, trade barriers ;-and economic and trade sanctions. Adverse conditions in these countries dﬁeet—l-y—have in the past and may
in the future affect our operations —As-aresuit-, including disruptions o4 : d
may-netbe-able-to funetionrat-full-eapaeity-our workforce, supply chains, networks, ﬁnancral systems and other crrtlcal
infrastructure , which could adversely affect our business, results of operations, financial condition ;and cash flows . For
example, approximately five percent of our global employees are located in Tel Aviv, Israel and some of our employees
have been mobilized as members of the Israeli military reserves. The ongoing war could cause harm to our employees or
otherwise impair their ability to work for extended periods of time . Failure to control expenses could reduce our
profitability, which would negatively 1mpact our stoek prlce Malntalnlng or improving our profltablhty depends both on our
ability to increase our revenue ;ev 0 aHeng d-abov
decisions about expense levels and investments on estimates of our future revenue and future antlclpated rates of growth—
hoewever-and may incur varying levels of expense based on strategic initiatives, including acquisitions and the build out of
our network to support our compute solutions. In addition , many of our expenses are fixed costs for a certain amount of
time which sett-may noetbe-posstbte-impact our ability to reduce costsina tlmely manner or without i 1ncurr1ng fees—te—eaﬂ-t

eertain-obligations-—earlyInaddition-additional -swe-have-seenour—costs 1

will suffer We have 1n the past and may in the future take certain steps to reduce expenses, Je’ctt—however, there are no

assurances that we will be able to effectively reduce our expenses and —H-we-are-required-to-further reduee-expenses—to
maintaitrortmproveprofitability;such actions may negatively affect our ability to invest in our business for innovation, systems
improvements and other initiatives. If we do not develop or acquire new solutions that are attractive to our customers, our

revenue and operating results could be adversely affected. Innovation is important to our future success. In particular, as security
and compute solutions have become, and are expected to continue to be, an #rereasirgly-important part of our business, we must
be particularly adept at developing new security solutions and-eompute-serviees-that meet the constantly- changing threat
landscape and —In-addittonwe-musteontinte-to-develop-compute and compute- to- edge solutions that meet the needs of
professional users and enterprises looking to increase the utility of the internet for their business. The process of developing new
solutions and product enhancements is complex, lengthy and uncertain and has become increasingly complex due to the
sophistication and-the-addresstng-of our customers’ needs. The development tlmetable te—eeﬁ&merera-l—re}ease-ls uncertain and we
mastmay commit s1gn1flcant resources to developlng W ; v
resultin-solutions : A for Wthh a viable market may fer—eur
pfeduets-dees—not ultunately develop F or example Wlth the reeeﬁt—acqulsltlon of Linode, we are foeused-efrinvesting ireur
tte-6 d v ve- Y slgmﬁcam resources 1n teward—mtegra-t—rng—]:r—nede—rrﬁe—our edge-compute

g A , working on expanding the
capacity of these facilities and-, addmg addmonal sites and developmg 1ncreased compute features and functionality .
Success in these efforts is not guaranteed and will largely depend on our ability to create products that are competitive in the
enterprise market, source additional co- location facilities and manage an uncertain supply chain for server related hardware. In
addition, we have also experienced, and may in the future experience, delays in developing and releasing new products and
product enhancements. This could cause our expenses to grow more rapidly than our revenue. Trying to innovate through
acquisition can be costly and with uncertain prospects for success; we may find that attractive acquisition targets are too
expensive for us to pursue which could cause us to pursue more time- consuming internal development. Failure to develop, on a
cost- effective basis, innovative rew-or enhanced solutions that are attractive to customers and profitable to us could have a
material detrimental effect on our business, results of operations, financial condition and cash flows. If we are unable to compete
effectively and adapt to changing market conditions, our business will be adversely affected. We compete in markets that are
intensely competitive and rapidly changing. Our current and potential competitors vary by size, product offerings and
geographic region, and range from start- ups that offer solutions competing with a discrete part of our business to large
technology or telecommunications companies that offer, or may be planning to introduce, products and services that are broadly




competitive with what we do. The primary competitive factors in our market are differentiation of technology, global presence,
quality of solutions, long- term product roadmap, customer service, technical expertise, security, ease- of- use, breadth of
services offered, price and financial strength. Many of our current and potential competitors have substantially greater financial,
technical and marketing resources, larger customer bases, broader product portfolios, longer operating histories, greater brand
recognition and more established relationships in the industry than we do. This is particularly true with respect to our
compute solutions, as a small number of very large competitors have established themselves as leaders in the compute
business. As a result, some ofthese-competitors may be able to: =-develop superior products or services; «leverage better name
recognition, particularly in the security and compute markets; --enter new markets more easily or better manage the impact of
changes in general economic conditions, geopolitical conditions and industry pressures; =-gain greater market acceptance for
their products and services; --enter into long- term contracts with our potential customers; =-increase their points of presence and
proximity to enterprise data centers and end users faster than us; «expand their offerings more efficiently and more rapidly; =
bundle their products that are competitive with ours with other solutions they offer in a way that makes our offerings less
appealing to, or more costly for, current and potential customers; <-more quickly adapt to new or emerging technologies and
changes in customer requirements; --take advantage of acquisition, investment and other opportunities more readily; =-offer
lower prices than ours, including at levels that may not be proﬁtable for us to match ‘—spend more money on the promotron
marketing and sales of their products and services; 0 an v g

offer higher salaries to talented professionals which may 1mpact our abrhty to h1re or retain engmeermg and other personnel
and =-implement shorter sales cycles with customers and prospects. Smaller and more nimble competitors may be able to: =
attract customers by offering less sophisticated versions of products and services than we provrde at lower prrces than those we
charge ‘—develop new business models that are disruptive to us; ; ; ;

to new or emergmg technologres changes in customer requirements and market and industry developments, resulting in superior
offerings. Ultimately, any type of increased competition could result in price and revenue reductions, loss of customers and loss
of market share or inability to penetrate new markets, each of which could materially impact our business, profitability, financial
condition, results of operations and cash flows. We and other companies that compete in this industry and these markets
experience continually shifting business relationships, reputations, commercial focuses and business priorities, all of which
occur in reaction to industry and market forces and the emergence of new opportunities. These shifts have led or could lead to
our customers or partners becoming our competitors; network suppliers no longer seeking to work with us; and technology
companies that previously did not appear to show interest in the markets we seek to address entering into those markets as our
competitors. With this constantly changing environment, we may face operational difficulties in adjusting to the changes or our
core strategies could become obsolete. Any of these or other developments could harm our business. Defects or disruptions in
our products and IT systems could require us to increase spending on upgrading systems, diminish demand for our solutions or
subject us to substantial liability. Our solutions are highly complex and are designed to be deployed in and across numerous
large and complex networks that we do not control. From time to time, we have needed to correct errors and defects in the
proprietary and open- source software that underlies our platform that have given rise to service incidents, outages and
disruptions or otherwise impacted our operations. We could face the loss of customers from these as-aresult-ofreeent-and-any
future-incidents as they seek alternative or supplemental providers. We have also periodically experienced customer
dissatisfaction with the quality of some of our delivery, security, compute and other services, which has led to a loss of business
and could lead to a loss of customers in the future. Furthermore, most of our customer agreements contain service level
commitments. If we fail to meet these contractual commitments, we could be obligated to provide credits for future service, or

face contract termination Wrth refunds of prepard amounts, whrch could harm our busmess %&e—we—have—febus-t—qua-htyeeﬁ&o-l

levefage—th&t—mayadvefsel-ya—ffeet—eiﬁpef&ﬁeﬂs—We may not have in place adequate qualrty assurance procedures to ensure

that we detect errors in our hardware, software and open- source components we use in a timely manner, and we may have
1nsufﬁc1ent resources to efﬁcrently address multrple service incidents happening simultaneously or in rapid succession —We

. If we are unable to efficiently and cost- effectively fix errors or
other problems that we 1dent1fy and i improve the qualrty of our solutions or systems, or if there are unidentified errors that allow
persons to improperly access our services or systems, we could experience litigation, the need to issue credits to customers, loss
of revenue and market share, damage to our reputation, diversion of management attention, increased expenses ane-, reduced
profitability —Amn-inereasing-portion-of-and other negative consequences which could harm our business revenue-is-derived
fremrsates-ofseeuritysohutions-. Defects in our security solutions could lead to negative publicity, loss of business, damages
payments to customers , diminishing customer appeal and other negative consequences which could harm our business . As
our solutions are adopted by an increasing number of enterprises and governments, it is possible that the adversaries behind
advanced malicious actions will specifically focus on finding ways to defeat our products and services. If they are successful,
we could experrence a serious 1mpact on our reputatron and financial condition as a provider of security sefations—A#n

; ; e-solutions. We are devoting significant resources to
develop and deploy our own competmg cloud -—based—computmg offermg The rapid development and SaaSseftware
deployment of new compute infrastructure bears the risk of bugs and unforeseen failures that could affect our reputation
and ability to execute our strategies. The risks of such bugs and unforeseen failures introduced to our compute
infrastructure by our customers who control many aspects of their use of our compute services and experimental
technologles could affect our reputatlon and ablllty to execute our strategies. It While-we-believe-ourexpertise-and

v g is also uncertain whether our strategies to develop and deploy

our own competlng cloud computlng offering will attract the customers or generate the revenue required to be successful.




These costs may reduce the gross and operating margins we have previously achieved. Failure to adequately and rapidly deploy
additional points of presence, increased proximity to enterprise data centers and end users and develop competitive offerings
could result in negative publicity, loss of business, diminishing customer appeal and other negative consequences which could
harm our business. Our business relies on our data systems, traffic measurement systems, billing systems, ordering processes
and other operational and financial reporting and control systems. We also rely on third- party software for certain essential
operational services and a failure or disruption in these services could materially and adversely affect our ability to manage our
business effectively. All of these systems have become increasingly complex due to the complexity of our business, use of third-
party software and services, acquisitions of new businesses with different systems, and increased regulation over controls and
procedures. As a result, these systems have in the past and could in the future generate errors that impact traffic measurement
or invoicing, revenue recognition and financial forecasting or other parts of our business. We will need to continue to upgrade
and improve our data systems, traffic measurement systems, billing systems, ordering processes and other operational and
ﬁnancral systems, procedure% and control% These upgrades and 1mprovement§ may be dlfﬁcult and costly. fraddition;we-eonld

efﬁcrent and cost- effectlve manner to accommodate changing circumstances, our bu@me%% may be adversely affected.
Cybersecurity breaches and attacks on us, our contractors or our third- party vendors, as well as steps we need to take in an
effort to prevent them, can lead to significant costs and disruptions that would harm our business, financial results and
reputation. We regularly face attempts to gain unauthorized access or deliver malicious software to the-Akamai Connected
Cloud and our internal IT systems, with the goal of stealing proprietary information related to our business, products, employees
and customers; disrupting our systems and services or those of our customers or others; or demanding ransom to return control
of such systems and services. These attempts take a variety of forms, including Distributed Denial of Service (DDeoS) attacks,
infrastructure attacks, botnets, malicious file uploads, application abuse, credential abuse, social engineering, ransomware,
bugs, viruses, worms and malicious software programs. Additionally, the use of artificial intelligence by bad actors has
heightened the sophistication and effectiveness of these types of attacks. There have in the past and could in the future be
attempts to infiltrate our systems through our supply chain and contractors. Malicious actors are known to attempt to
fraudulently induce employees and suppliers to disclose sensitive information through illegal electronic spamming, phishing or
other tactics. Other parties may attempt to gain unauthorized physical access to our facilities in order to infiltrate our internal-
use information systems. Furthermore, nation state and hacktivist attacks again%t us or our customers may intensify during
periods of heightened geopohtrcal tensions or armed conﬂrct quch as the ongomg war in Ukraine —Whie-vwe-have-taken-and the
Israel- Hamas War. We e6 0 ; 0 y we-may not be able to
anticipate the techniques used in such attack% as they change frequently and may not be recogmzed unt11 launched. Fo-While
we have, from time to time, experienced threats to and breaches of our and our third- party vendors' data and systems,
to date , to our knowledge , cyber threats and other attacks have not resulted in any material adverse impaet-effect to our
business or operations, but such threats are constantly evolving, increasing the difficulty of detecting and successfully defending
against them. The complexities in managing the security profile of a distributed network with vast scale and geographic reach
that evolves to incorporate new capabilities expose us to both known and unknown vulnerabilities. We have discovered
vulnerabilities in software used in our technology, such as the vulnerability in Apache Log4j 2 referred to as “ Log4Shell
1dent1ﬁed in late 2021 that 1mpacted a large portion of the 1nternet ecosystem, and may have other undiscovered vulnerabilities.
pa : g 6 y W i : tes-Vulnerabilities , resident in
either qoftware or conﬁguratlon% may require significant operatronal efforts to mrtlgate and may persist for extended periods of
time and the effects of any such vulnerability could be exacerbated. Similar security risks exist with respect to acquired
companies, our business partners and the third- party vendors that we rely on for aspects of our information technology support
services and administrative functions. As a result, we are subject to risks that the activities of our business partners and third-
party Vendori may adversely affect our business even if an attack or breach does not drrectly target our %yitemq -See—aw}se—t-he—ﬂs-k

continuously engrneer more secure solutions, enhance security and reliability features, improve the deployment of software
updates to address security vulnerabilities, develop mitigation technologies that help to secure customers from attacks and
maintain the digital security infrastructure that protects the integrity of our network and services. Fhisis-For example, our
ongoing efforts to continually enhance the security and reliability of Akamai Connected Cloud, customer applications
and corporate systems comprise various initiatives and mitigation efforts, including, but not limited to, upgrading access
and configuration controls; improving security instrumentation, monitoring, detection and prevention tools; enhancing
software inventory and tracking and patching systems; upgrading encryption processes and protections; enhancing
authorization methods in applications; enhancing data loss prevention and endpoint security management capabilities;
upgrading vulnerability identification, assessment and remediation processes and technologies; and enhancing the
security of passwords and other credentials, as applicable and appropriate. Our efforts to engineer more secure solutions
are frequently costly, with a negative 1mpact on near- term profltabrhty—‘?vle- and may be unsuccessfulﬁeed—te—tnefease—euf

related-spending-in preventing
network-sccurity 1 y 1nc1dents that may

have we—ea%eustemers—e%etu%htrd—p&ﬁy—s&pphers—s&ffeﬁean» an adverse effect on fesu-}t—rn—d&mage—te-our busmess and




htigation;-and-otheriabilities- For example, With-with the reeent-acquisition of Linode, we are adapting procedures for
mitigating risks that have in the past or may in the future materialize, including any harms that may arise from abuse of our
compute products. If we fail to mitigate these harms or if there is a significant cybersecurity event using our compute products
or our compute products are perceived to be less reliable than our competitors, it could result in loss of customers and
reputational damage. In-addittorrAny actual , alleged or perceived breach of network security in our systems or networks,
or any other actual, alleged or perceived compromise or data security incident we may-ineur-signifieant, our customers or
our third- party suppliers suffer, can result in damage to our reputation; negative publicity; loss of channel partners,
customers and sales; loss of revenue; loss of competitive advantages; increased costs to remedy any problems and

eoperational-eonseguenees-of-otherwise respond to any incident; regulatory investigating-investigations s remediating;
ehminating-and enforcement actions putt-rng—m—p%ae&addrt—teual—tee-ls—and ﬁnes, costly lltlgatlon' devices-designed-to-prevent
aet-&a-l—erpereewed—seeuﬂﬁ—bfeaehes—and othe1 liabilities seeutity v Fwith-anynotifteatt

restlts-. lf we cannot maintain Compat1b111ty with our Customers IT 1nfrast1uctu1e including the1r chosen third- party
applications, our business will be harmed. Our products interoperate with our customers' I'T infrastraetare-infrastructures that
often has-have different specifications, utHizes— utilize diverse technology sand requires— require compatibility with multiple
communication protocols. Therefore, the functionality of our technology often needs to have, and maintain, compatibility with
our customers' technology environment, including their chosen third- party technology. Aspects of our technology' s
compatibility with our Custemers-customers ' technology is dependent on our customers because our customers , and in
particular these-those ehosen-who implement third- party applications within their environments , may change features,
restrict our access to, or alter their applications within their dlscretlon and in a manner that causes incompatibilities or causes
us significant costs to maintain compatibility ;and-as-s 8 G . Such changes could

functionally limit or prevent the compatibility of our products with our customers’ IT 1nfrast1 ucture, which would negatively
affect adoption of our products and harm our business. If we fail to update our products to achieve compatibility with new third-
party applications that our customers use, we may not be able to offer the functionality that our customers need, which would
harm our business. We face risks associated with global operations that could harm our business. A significant portion of our
hiring employee-inereases-, new eustomter-customers adeittons—and revenue growth in recent quarters has been attributable to
our business outside the U. S. Our operations in feretgr-international countries subject us to risks that may increase our costs,
1mpact our hnancul results dlsrupt our operatlons or make our operatlons less efficient and requlre ugnlhe’lnt management

liability for content or services, mCludmg uncertainty as a result of 10C'11 laws and lack of leoal precedent ‘-10% of revenues if
the U. S. or feretga-international governments impose limitations on doing business with significant current or potential
customers; --adjusting-to-difficulty in staffing, training, developing and managing international operations as a result of
dlstance, language, cultural d-l-ffere&t—dlfferences dlfferences in employee / employe1 relatlonshlps ﬁﬂd-di—ffereﬂt—regt&&&eﬁs

‘—dlfflcultleﬂ in enforcmg contracts, Collectlng dccounts and longer payment cycles in certain countries; '—dlfflcultlei in
transferring funds from, or converting currencies in, certain countries; --managing the costs and processes necessary to comply
with export control, sanctions, such as the sanctions imposed in connection with the Russian invasion of Ukraine, anti-
corruption, data protection , eybersecurity and competition laws and regulations or other regulatory or contractual limitations
on our ability to sell or develop our products and services in certain feretgrrinternational markets; --macroeconomic
developments and changes in the labor markets in which we operate; =-geopolitical developments, including any that impact our
or our customers’ ability to operate in or deliver content to a country; «-other circumstances outside of our control such as trade
disputes, political unrest, the-impeosition-ofsanetions;experteentrols;-warfare, military or armed conflict, such as the Russian
invasion of Ukraine and the ongoing Israel- Hamas War , terrorist attacks, public health emergencies sueh-as-the-ongoing
€oVIBb—9-pandemte-, energy crises and natural disasters that could disrupt our ability to provide services or limit customer
purchases of them =relanee-. For example, approximately five percent of our global employees are located in Tel Aviv,
Israel and have been and may continue to be impacted by the Israel- Hamas War. A number of our employees have
been, and more may be, required to report for military duty which could impact our ability to operate and successfully
complete ongoing initiatives particularly with respect to our security offerings and our efforts to move our internal
applications from third- party clouds to Akamai Connected Cloud. In addltlon, further attacks by Hamas or other
groups on one-Israel could further impact er-our workforce, P 0
our influenec-on-operations and our offices located in Tel Aviv. Furthermore, a éay—w1demng of the conﬂnct in the Mlddle
East or further escalation could lead to broader geopolitical destabilization and macro - economic impacts te—day-basis;
and--potentially-adverse-taxeonsequenees-. We-In addition, we are subject to laws and regulations worldwide that differ
among jurisdictions, affecting our operations in areas such as intellectual property ownership and infringement; tax; anti-
corruption; internet and technology regulations; so- called" fair share" or internet content taxes; foreign exchange controls and
cash repatriation; data privacy; cyber security; competition; consumer protection; and employment. Compliance with such
requirements can be onerous and expensive and may otherwise impact our business operations negatively. Although we have
policies, controls and procedures designed to help ensure compliance with applicable laws, there can be no assurance that our
employees, contractors, suppliers , customers or agents will not violate such laws or our policies. Violations of these laws and




regulations can result in fines; additional costs related to governmental investigations; criminal sanctions against us, our
oﬁlcels or our employees pl‘OhlblthHS on the conduct of our business; cmd dam"lge to our reputation —See-alse-the-riskfaetor

h 8 Fy g w-. Our business strategy depends on the
ablhty to source ddequate transmission capacity, co- locatlon f"lClhtles and the equipment we need to operate our network;
failure to have access to those resources could lead to loss of revenue and service disruptions. To operate and grow our network,
we are dependent in part upon transmission capacity provided by third- party telecommunications network providers, the
availability of co- location facilities to house our servers and equipment to support our operations. We may be unable to
purchase the bandwidth and space we need from these providers due to limitations on their resources, increasing energy costs or
other reasons outside of our control. In particular, following our acquisition of Linode, our plans-efforts to increase the size and

scale of our elond-eomputing-compute efferings-witl-solutions have required and may continue to require procuring
ugmhc'lnt dddltlondl spage in co- locatlon f"lClhtles lndblhty to access f"lClhtles where we would like to ll]Sth Servers, or

SOHHE v impedes our ability to expand or maintain capacity. As a result,
there can be no assurance that we are adequately prepcued for unexpected increases in capacity demands by our customers,
particularly those under cyber- attack or impacted by geopolitical conditions , such as the ongoing war in Ukraine or the
Israel- Hamas War . Failure to put in place the capacity we require to operate our business effectively could result in a
reduction in, or disruption of, service to our customers and ultimately a loss of those customers. Fre-Akamai Connected Cloud
relies on hdld\’VdIe equlpment including hundreds of thousands of servers deployed dIOUnd the W011d G}eba-l-Dlsruptlons in
our s ; v
pfeseﬂee—B-is&rpﬁeﬁs—'m—eﬂ%s&pp}y—eham—could prevent us from purchasing needed equipment at attractive prices or at all. For
example, from time to time, it has been, and may continue to be, more difficult to purchase equipment that is manufactured in
areas that face disruptions to operations due to unrest, trade sanctions or other political activity, public health issues {saeh-as-the
engoing-COVID—19-pandemie)-, safety issues, natural disasters or general economic conditions. Failure to have adequate
equipment, including server equipment, could harm the quality of our services, which could lead to the loss of customers and
revenue. Acquisitions and other strategic transactions we-eemptete-could result in operating difficulties, dilution, diversion of
management attention and other harmful consequences that may adversely impact our business and results of operations. We
expect to continue to pursue acquisitions and other types of strategic relationships that involve technology sharing or close
cooperation with other companies. Acquisitions and other complex transactions are accompanied by a number of risks, including
the following: sdifficulty integrating the-technologies, operations and personnel ef-aeqtired-businesses-while maintaining the
quality standards that are consistent with our reputation ; -potential disruptions of our ongoing business and distraction of
management attention ; ~potential-distractionrof management;~-diversion of financial and business resources from core
operations or other attractive investments ; ~financial consequences, such as increased operating expenses, incurrence of
material post- closing liabilities, incurrence of additional debt and other dilutive effects on our earnings, particularly in the
current environment where we have generalty-scen eseatating-relatively high valuations of , and valuation expectations for,

many teLhnology compames dnd mcre'lsmg allocatlon of rlsk to acqulrors ‘—assumpﬁeﬂ-eﬂegal—ﬂsks—fehﬁed-te-eeﬁaphaﬁee—ﬁ&ﬂ&

resultlng hom an acqulsmon or disposition; ~—1=eteﬂt-teﬁ—e-ilthe mablllty to retaln the acqulred company' s key talent ~—exp0sure
to cybersecurity risks and there-- the may ng-cost associated with remediating
those rlsks in connectlon w1th the epef&tmg—d-rfﬁeﬂ-}ﬁes—&ﬂd-e*peﬂd&ufes—‘—acqunnlon of IT systems thatexpose-us-to

dd ; =-increased accounting charges such as impairment of goodwill or
mtan}clble assets, amortlzatlon of 1ntc1n01ble assets acqulred and a reduction in the useful lives of intangible assets acquired; the
need to use substantial portions of available cash or dilutive issuances of securities to finance large transactions; and «
potential unknown liabilities and regulatory requirements associated with an acquired business. The data practices and
technology systems of businesses that we have acquired, or may acquire, and our efforts to integrate our acquisitions
with our existing technologies have in the past and may in the future pose risks, such as cybersecurity vulnerabilities or
past cybersecurity or privacy incidents. Following an acquisition, we work to enhance the security and reliability of our
systems. As such, there is a period of increased cybersecurity risk during the period between closing an acquisition and
the completion of our security upgrades and integration. For example, as part of the integration of the Linode compute
platform into Akamai Connected Cloud and the migration of certain applications and products from third party cloud
providers onto Akamai Connected Cloud, we have been working to enhance the security and reliability of the integrated
systems. While we continue to make progress on these efforts, the mitigation of a number of risks is ongoing and thus
certain underlying vulnerabilities remain that, if exploited, could negatively impact Akamai Connected Cloud and our
customers. Despite our efforts to enhance the security and reliability of our systems, our information technology systems
and those of third parties with whom we do business or communicate may be damaged, disrupted, or shut down due to
attacks by unauthorized access, malicious software, computer viruses, undetected intrusion, hardware failures, or other
events. In addition, our disaster recovery plans may be ineffective or inadequate . Any inability to integrate completed
acqulsmons or combmdtlons in an eff1c1ent and timely manner could have an adverse 1mpdct on our results of operations. lfwe




hardware- baqed or other DIY 1nterna1 qolutlons for content and appllcatlon delivery or security protectlon our business
will be negatively impacted. We are reliant on some of our farge-larger mediaand-ether-customers to direct traffic to our
network for a significant part of our revenues. In the past, some of these-our customers have determined that it is better for them
to employ a “ do- it- yourself ” or “ DIY ” strategy by putting in place equipment, software and other technology solutions for
content and application delivery and security protection within their internal systems instead of using our solutions for some or
all of their needs —Essenttally;-this-is-anether-formoefeompetitionforus-. As the amount of money a customer spends with us
increases, the risk that they will seek alternative solutions such as DIY or a multi- vendor policy likewise increases. H-addittonat
While the number of customers implementing a DIY strategy has decreased in recent years, if multiple large customers
shift to this model, traffic on our network and our contracted revenue commitments would decrease, which would negatively
impact our business, profitability, financial condition, results of operations and cash flows. If we are unable to recruit and retain
key employees and qualified sales, research and development, technical, marketing and support personnel, our ability to
compete could be harmed. Our future success depends upon the services of our executive officers and other key technology,
sales, research and development, marketing and support personnel who have critical industry experience and relationships. Like
other companies in our industry, we have experienced sand-we-expeet-to-eontinte-te-experieneerdifficulty in hiring and
retaining highly skilled employees with appropriate qualifications, and, if we fail to attract new personnel or fail to retain and
motivate our current personnel or effectively train our current employees to support our business needs, our business and future
growth prospects could suffer. For example, none of our officers or key employees is bound by an employment agreement for
any specific term, and members of our senior management have left our company over the years for a variety of reasons. In
addition, effective succession planning is important to our long- term success and our failure to ensure effective transfer of
knowledge and smooth transitions involving our officers and other key personnel could hinder our strategic planning and
execution. In addition, our future success will depend upon our ability to attract, train and retain employees, particularly in our
expected areas of growth such as security and cloud computing. Such efforts will require time, expense and attention by our
employee% as there is qlgnlﬁcant Cornpetmon for talented 1nd1v1dua1§ tn—fhe—fegieﬂs—tn—whteh-etuepmnaﬁeefﬁees—afe—}ee&ted;
. e . o siime Thic
competition results in 1ncrea§ed costs in the form of cash and %tock based compensatlon and can have a dilutive impact on our
stock. In addition, our ability to hire and retain employees may be adversely affected by volatility in the price of our stock
or our ability to obtain shareholder approval to offer additional stock to our employees, because a significant portion of
our compensation is in the form of equity grants. In addition, we are retasking certain efearemployees to work on our
compute solutions which will require the use of our resources and if we are unable to successfully retrain our employees, our
compute business may suffer . Furthermore, geopolitical events may impact our retention efforts. For example, the
ongoing Israel- Hamas War has and could continue to impact our workforce in Tel Aviv, Israel as employees have been
and may continue to be required to report for military service or have other competing priorities . The loss of the services
of a significant number of our employees or any of our key employees or our inability to attract and retain new talent in a timely
fashion may be disruptive to our operations and overall business. Our failure to effeetivelymanage-our-operattons-and-maintain
our Company culture and manage new rlsks as our business evolves and our work practices change could harm us. We Gur
we-believe our culture has been a key
contrlbutor o our success to date A% a result of the dlverqlﬁcatlon of our bu%lne%i personnel growth, iereased-usage-of
alternative-working-arrangements;-ineluding-the designation-deployment of our FlexBase program ever95-%-ofroles-as
flextble-and-able-to-workremetely, acquisitions and international expan@lon in recent years, many of our employee% are now

based outside of our Cambrldge Mai%achu%etti

depth enhance succession plannlng and decentrahze our decision- maklng at a pace commensurate with our actual or desired
growth rates, we may not be able to achieve our financial or operational goals. It is also important to our continued success that
we hire qualified personnel, properly train them and manage e#t-poorly- performing personnel, all while maintaining our
corporate culture and spirit of innovation. If we are not successful in these efforts, our growth and operations could be adversely
affected. We rolled out our FlexBase program in May 2022, which allows the more than 95 % of our workforce designated as
flex1b1e to Chooqe whet-her—t-hey—w&ﬂt—to work from an Akamal ofﬁce their home ofﬁce or a combination of both. This Adthengh

v g y ase-program could, among other things,
negatlvely 1mpact employee morale and producthlty, 1nh1b1t our ablhty to effectlvely hire-and-train new employees and impede
our ability to support customers at the levels they expect. In addition, certain security systems in homes or other remote
workplaces may be less secure than those used in our offices, which may subject us to increased security risks, including
cybersecurity- related events, and expose us to risks of data or financial loss and associated disruptions to our business
operations. Members of our workforce who access company data and systems remotely may not have access to technology that
is as robust as that in our offices, which could cause the networks, information systems, applications and other tools available to
those remote workers to be more limited or less reliable than in our offices. We may also be exposed to risks associated with the
locations of remote Workers including Cornphance with local laws and regulatlonq or exposure to comproml%ed internet
1nfra%tructure v ; y p

Further, 1f employeei fail to 1nf0rm us of Changes in thelr work locatlon we may be exposed to addltlonal rlski Wlthout our
knowledge. If we are unable to effectively maintain transittonte-a hybrid workforce, manage the cybersecurity and other risks
of remote work ;-and maintain our corporate culture and workforce morale, our business could be harmed or otherwise



negatively impacted. Our restructuring and reorganization activities may be disruptive to our operations and harm our business.
Over the past several years, we have implemented internal restructurings and reorganizations designed to reduce the size and
cost of our operations, improve operational efficiencies and reprioritize investments , cnhance our ability to pursue market
opportunities and accelerate our technology development initiatives. In February 2021, we announced a significant
reorganization to create two new business groups linked to our security and edge delivery technologies as well as establishing a
unified global sales force . During the first quarter of 2023, management committed to an action to restructure certain
parts of the company, including reducing headcount, to enable it to prioritize investments in the fastest growing areas of
the business . We may take similar steps in the future as we seek to realize operating synergies, optimize our operations to
achieve our target operating model and profitability objectives, respond to market forces or better reflect changes in the strategic
direction of our business. Disruptions in operations may occur as a result of taking these actions. Taking these actions may also
result in significant expense for us, including with respect to workforce reductions, as well as decreased productivity due to
employee distraction and unanticipated employee turnover. Substantial expense or business disruptions resulting from
restructuring and reorganization activities could adversely affect our operating results. We may have exposure to greater- than-
anticipated tax liabilities. Our future income taxes could be adversely affected by earnings being lower than anticipated in
jurisdictions that have lower statutory tax rates and higher than anticipated in jurisdictions that have higher statutory tax rates, or
changes in tax laws, regulations or accounting principles, as well as certain discrete items such as equity- related compensation.
In particular, #+-Oetober262+-the Organisation for Economic Co- operation and Development (“ OECD ) and
partlclpatmg OECD member countrles contmue to work toward the enactment of a 15 % g-}ebal—eeﬁseiﬁlm—ef—eeﬂﬁtﬁes

ﬂgh-ts—aﬁd—a—s_lobdl minimum corporate tax rate for compames w1th revenue above € 750 mllllon
Deeember2022-, the-calculated on a country- by- country basis. European Union member states Veted—uﬂ&ﬁﬂﬁeus-l-y—have
begun to enact adopt-a-Direetive-implementing-thePtHar2-(global minimum tax yrate rules giving-into domestic law. In
particular, on December 16, 2022, the Swiss parliament approved a constitutional amendment to implement the global
minimum tax rate rules and the amendment was approved by public vote on June 18, 2023. On December 22, 2023, the
Swiss Federal Council declared some of the rules to be in effect beginning in 2024. The global minimum tax is a
significant structural change to the international tax framework, which is expected to affect the tax position of
multinational or large scale domestic enterprise groups that fall under its scope, including us, beginning in 2024.
Although enactment of the global minimum tax has begun, the OECD and participating OECD member countries
continue states-anti-Deeember312623-t0 implement-work towards defining the Direetive-intonational-egislation
underlying rules and administrative procedures . Farther-detatls-regardingtmplementation-of We will continue to monitor
these developments rites-are-expeeted-and Hfimplemented-evaluate the impact of the global minimum tax , suehrefornrmay
which we anticipate will increase our liability for corporate taxes and our effective income tax rate habilities-and
eomptlianee-eosts-and-reduee-ourprofitability-. We have recorded certain tax reserves to address potential exposures involving
our income tax and indirect sales-and-use-tax positions. These potential tax liabilities result from the varying application of
statutes, rules, regulations and interpretations by different jurisdictions. We are currently subject to tax audits in various
jurisdictions. If the ultimate outcome of any tax audits are adverse to us, our reserves may not be adequate to cover our total
actual liability, and we would need to take a financial charge. Although we believe our estimates, our reserves and the positions
we have taken in all jurisdictions are reasonable, the ultimate tax outcome may differ from the amounts recorded in our financial
statements and may materlally affect our fmdncml results in the period or periods for which such determination is made. The On
us o avw-the-Inflation Reduction Act 0of 2022 (“ IRA ) —FheRA-includes a
15 % corporate dltemdtlve minimum tax for compdmes with modified GAAP net income in excess of $ 1 billion, a 1 % excise
tax on certain stock repurchases, and numerous environmental and green energy tax credits. Currently, we are not subject to the

Corpomte altermme minimum tax. The We—are—eﬂrreﬂtl-y—eva-l-u&&ﬁg—t-he—rm-paetsx 1mpact of the excise tax on our stock

o immaterial impact-onrourresults
ef—eper&t-teﬁs—for the year ended December 31,2023 . F lllLtUdthHS n f01e10n currency exchange rates affect our reported

operating results in U. S. dollar terms. Because we conduct a substantial portion of our business outside the United States,
we face exposure to adverse movements in foreign currency exchange rates, which could have a material adverse impact
on our financial results and cash flows. These exposures may change over time as business practices evolve and economic
conditions change. The fluctuations of currencies in which we conduct business can both increase and decrease our
overall revenue and expenses for any given period. This exposure is the result of selling in multiple currencies, headcount
in foreign locations and operating in countries where the functional currency is the local currency. Revenue generated and
expenses incurred by our international subsidiaries are often denominated in the-their local currencies , but many of theJoeat
eountries-our expenses related to our operations in foreign jurisdictions are denominated in U. S. dollars . As a result, our
consolidated U. S. dollar financial statements are subject to fluctuations due to changes in exchange rates as the financial results
of our international subsidiaries are translated from local currencies into U. S. dollars. For example, in 2023, the strength of
the U. S. dollar had a negative impact on our revenue and a positive impact on our operating expenses. [n addition, our
financial results are subject to changes in exchange rates that impact the settlement of transactions in non- functional currencies.
JJbLlﬂ-}e-In addltlon, we ha\ e 1mp+emeﬁ-ted-a—recently experienced increased volatility in foreign currency exchange rates

o , there-is-due to a number of factors, including geopolitical and
economic developments. We may ﬂe-not gu&r&ﬁtee—t-h&t—be able to effectively manage such volatility programwilt-be
effeetive—1f the-aceounting-estimates-we-make-, and the-assumptions-on-whieh-we-relytnpreparing-our financial statements
pfeve—inaeeﬂr&te,—eﬂr—&efual—reperted-rewlts may—have in the past and could in the future be adversely 1mpacted as a—ffeeted—




addition, such volatlllty, even when it increases new o
d-may - our -m—t-he-revenues or decreases our expenses, 1mpacts our ablllty to
accurately predlct our future fh&t—eeu}d—advefsel-y&ffeet—etﬁepeﬁed—ﬁnaﬁeia{-results and earnings . Our sales to government
clients subject us to risks, including early termination, audits, investigations, sanctions and penalties. We have customer
contracts with the U. S. government, as well as foeretgn-international , state and local governments and their respective agencies
, and we may in the future increase sales to government entities. Sales to government entities are subject to a number of risks.
Selling to government entities can be highly competitive, expensive, and time consuming, often requiring significant upfront
time and expense without any assurance that these efforts will generate a sale. Such government entities often have the right to
terminate these contracts at any time, without cause. There is increased pressure for governments and their agencies, both
domestically and internationally, to reduce spending and demand and payment for our services may be impacted by public
sector budgetary cycles and funding authorizations. These factors may combine to potentially limit the revenue we derive from
government contracts in the future. Additionally, government contracts generally have requirements that are more complex than
those found in commercial enterprise agreements and therefore are more costly to comply with. Such contracts are also subject
to audits and investigations that could result in civil and criminal penalties and administrative sanctions, including contract
termination efeentraets-, fee refund-refunds efa-perttenroffeesreeetved-, forfeiture of profits, suspension of payments, fines
and suspensions or debarment from future government business. We utilize third- party technology in our business, and failures
or vulnerabilities, and / or litigation, related to these technologies may adversely affect our business. We utilize third- party
technology software, services, and other technology #rerder-to operate critical functions of our business, including the
integration of certain of these technologies into our network, products and services. If these software, services, or other
technology become unavailable or contain vulnerabilities, our expenses could increase and our ability to operate our network,
provide our products, and our results of operations could be impaired until equivalent software, technology, or services are
purchased or developed or any identified vulnerabilities are remedied. If we are unable to procure the necessary third- party
technology we may need to acquire or develop alternative technology, or we may have to resort to utilizing alternative
technology of lower quality. This could limit and delay our ability to offer new or competitive products and increase our costs of
production. As a result, our business could be significantly harmed. In addition, the use of third- party technology may expose
us to third- party claims of intellectual property infringement which could cause us to incur significant costs in defense or
alternative sourcing. We rely on certain ““ open- source ” software, which may contain security flaws or other deficiencies, and
the use of which could result in our having to distribute our proprietary software, including source code, to third parties on
unfavorable terms, either of which could materially affect our business. Certain of our offerings use software that is subject to
open- source licenses. Open- source code is software that is freely accessible, usable and modifiable; however, certain open-
source code is governed by license agreements, the terms of which could require users of such software to make any derivative
works of the software available to others on unfavorable terms or at no cost. Because we use open- source code, we may be
required to take remedial action in order to protect our proprietary software. Such action could include replacing certain source
code used in our software, discontinuing certain of our products or taking other actions that could be expensive and divert
resources away from our development efforts. In addition, the terms relating to disclosure of derivative works in many open-
source licenses are unclear and have not been interpreted by U. S. courts. If a court interprets one or more such open- source
licenses in a manner that is unfavorable to us, we could be required to make certain of our key software generally available at no
cost. We could also be subject to similar conditions or restrictions should there be any changes in the licensing terms of the
open- source software incorporated into our products. In either event, we could be required to seek licenses from third parties in
order to continue offering our products, to re- engineer our products or to discontinue the sale of our products in the event re-
engineering cannot be accomplished on a timely or successful basis, any of which could adversely affect our business, operating
results and financial condition. Furthermore, open- source software may have security flaws and other deficiencies that could
make our solutions less reliable and damage our business. Legal and Regulatory Risks Evolving privacy regulations could
negatively impact our profitability and business operations. The nature and breadth of Faws-laws and regulations , or
expanded interpretation of these laws and regulations, that apply-relate to privacy on the internet related-te-privaey-and
international data transfer restrictions eewtd-pose-risks-may increase in the future. Accordingly, we are unable to assess the
possible effect of compliance with future requirements our-—- or reventes-whether our compliance efforts will materially
impact our business , inteHeetaal-property-and-eustomer-relationships-results of operations or financial condition , as well as
increase expenses or create other disadvantages to our business. Privacy laws are rapidly proliferating, changing and evolving
globally. Governments, private citizens and privacy advocates with class action attorneys are increasingly scrutinizing how
companies collect, process, use, store, share and transmit personal data. Numerous laws, such as the European Union' s General
Data Protection Regulation (" GDPR"), and the California Consumer Privacy Act of 2018 (" CCPA"), and industry self-
regulatory codes have been enacted, and more laws are being considered that may affect how we use data generated from our




network as well as our ability to reach current and prospective customers, understand how our solutions are being used and
respond to customer requests allowed under the laws. Any perception that our business practices, our data collection activities or
how our solutions operate represent an invasion of privacy or improper practice, whether or not consistent with current
regulations and industry practices, may subject us to public criticism or boycotts, class action lawsuits, reputational harm, or
actions by regulators, or claims by industry groups or other third parties, all of which could disrupt our business and expose us to
liability. Engineering efforts to build new capabilities to facilitate compliance with increasing international data transfer
restrictions and new and changing privacy laws and related customer demands could require us to take on substantial expense
expenses and divert engineering resources from other projects. We might experience reduced demand for our offerings if we are
unable to engineer products that meet our legal duties or help our customers meet their obligations under the GDPR, the CCPA
or other applicable data regulations, or if the changes we implement to comply with such laws and regulations make our
offerings less attractive. Our ability to leverage the data generated by our global networks is important to the value of many of
the solutions we offer, our operational efficiency and future product development opportunities. Our ability to use data in this
way may be constrained by regulatory developments. Compliance with applicable laws and regulations regarding personal data
may require changes in services, business practices or internal systems that result in increased costs, lower revenue, reduced
efficiency or greater difficulty in competing with other firms-companies . Compliance with data regulations might limit our
ability to innovate or offer certain features and functionality in some jurisdictions where we operate. Failure to comply with
existing or new rules may result in significant penalties or orders to stop the alleged non- compllant acthlty, as Well as negative
pubhclty and dlverswn of management t1me and effort. Qur Adth ;
pS—6 aphies;eur-security controls over personal data, our tralnlng of employees and th1rd parties
on privacy, data secunty and other ethlcal data use practices we follow may not prevent the improper disclosure or misuse of
customer or end- user data we process. Improper disclosure or misuse of personal data could harm our reputation, lead to legal
exposure to customers or end users, or subject us to liability under laws that protect personal data, resulting in increased costs or
loss of revenue. Other regulatory developments could negatively impact our business. Eeeat-U. S. and fereign-international
laws and regulations that apply to the internet related to, among other things, content liability, security requirements, law
enforcement access to information, critical infrastructure , net neutrality , so- called" fair share" or internet content taxes,
international data transfer restrictions, sanctions, export controls and restrictions on social media or other content could pose
risks to our revenues, intellectual property and customer relationships as well as increase expenses or create other disadvantages
to our business. Section 230 of the U. S. Communications Decency Act, often referred to as Section 230, gives websites that
host user- generated content broad protection from legal liability for content posted on their sites. Proposals to repeal or amend
Section 230 could expose us to greater legal liability in the conduct of our business. Our Acceptable Use Policy prohibits
customers from using our network to deliver illegal or inappropriate content; if customers violate that policy, we may
nonetheless face reputational damage, enforcement actions or lawsuits related to their content. Regulations have been enacted or
proposed in a number of countries that limit the delivery of certain types of content into those countries. Enactment and
expansion of such laws and regulations would negatively impact our revenues. For example, restrictions were adopted in India
in 2020 prohibiting access to identified Chinese applications , which caused a reduction in revenue to us. In addition, such laws
and regulations could cause internet service providers, or others, to block our products in order to enforce content- blocking
efforts. In addition, efforts to block a single product or domain name may end up blocking a number of other products or domain
names in an overbroad manner that could affect our business. In addition to regulations related to content, enactment and
expansion of laws related to the use of artificial intelligence and machine learning in our operations and increased
regulation of cloud services providers also could increase costs of doing business, subject us to potential liability or
regulatory risk and introduce other disadvantages to our business, including brand or reputational harm. Interpretations
of laws or regulations that would subject us to regulatory enforcement actions, supervision or, in the alternative, require us to
exit a line of business or a country, could 1ead to the loss of 51gn1ﬁcant revenues and have a negative impact on the quality of
our solutions. vaey P v ng-Engineering cfforts to build new capablhtles to facilitate
compliance with law enforcement access requlrements content access restrictions or other regulations could require us to take
on substantial expense-expenses and divert engineering resources from other projects. These circumstances could harm our
profitability. We may need to defend against patent or copyright infringement claims, which would cause us to incur substantial
costs or limit our ability to use certain technologies in the future. As we expand our business and develop new technologies,
products and services, we have become increasingly subject to intellectual property infringement and other claims and related
litigation. We have also agreed to indemnify our customers and channel and strategic partners if our solutions infringe or
misappropriate specified intellectual property rights +as-. As a result, we have been and could again become involved in
litigation or claims brought against customers or channel or strategic partners if our solutions or technology are the subject of
such allegations. Any litigation or claims, whether or not valid, brought against us or pursuant to which we indemnify our
customers or partners could result in substantial costs and diversion of resources and require us to do one or more of the
following: =—cease selling, incorporating or using features, functionalities, products or services that incorporate the challenged
intellectual property; =-pay substantial damages and incur significant litigation expenses; =-obtain a license from the holder of the
infringed intellectual property right, which license may not be available on reasonable terms or at all; or -redesign products or
services. If we are forced to take any of these actions, our business may be seriously harmed. Our business will be adversely
affected if we are unable to protect our intellectual property rights from unauthorized use or infringement by third parties. We
rely on a combination of patent, copyright, trademark and trade secret laws and contractual restrictions on disclosure to protect
our intellectual property rights. These legal protections afford only limited protection, particularly in some regions outside the U.
S. We have previously brought lawsuits against entities that we believed were infringing our intellectual property rights but have
not always prevailed. Such lawsuits can be expensive and require a significant amount of attention from our management and




technical personnel, and the outcomes are unpredictable. Monitoring unauthorized use of our solutions is difficult, and we
cannot be certain that the steps we have taken or will take will prevent unauthorized use of our technology. Furthermore, we
cannot be certain that any pending or future patent applications will be granted, that any future patent will not be challenged,
invalidated or circumvented, or that rights granted under any patent that may be issued will provide competitive advantages to
us. If we are unable to protect our proprietary rights from unauthorized use, the value of our intellectual property assets may be
reduced. Although we have licensed from other parties proprietary technology covered by patents, we cannot be certain that any
such patents will not be challenged, invalidated or circumvented. Such licenses may also be non- exclusive, meaning our
competition may also be able to access such technology. Litigation may adversely impact our business. From time to time, we
are or may become involved in various legal proceedings relating to matters incidental to the ordinary course of our business,
including patent, commercial, product liability, breach of contract, employment, class action, whistleblower and other litigation
and claims jand governmental and other regulatory investigations and proceedings. In addition, under our charter, we could be
required to indemnify and advance expenses to our directors and officers in connection with their involvement in certain actions,
suits, investigations and other proceedings. Such matters can be time- consuming, divert management’ s attention and resources
and cause us to incur significant expenses. Furthermore, because litigation is inherently unpredictable and may not be covered
by insurance, there can be no assurance that the results of any htlgatlon matters W111 not have an adverse 11npact on our busrness
results of operations, financial condrtron or cash flows. faa ; ; an

-rnefeased-onboa-rd-mg—t-rme—fefnew—eﬁstemefs—Global chmate change g other dlsruptlons and related natural resource

conservation regulations could adversely impact our business. The long- term effects of climate change on the global economy
and our industry in particular remain unknown. For example, changes in weather where we operate may increase the costs of
powering and cooling computer hardware we use to develop software and provide cloud- based services. In addition,
catastrophic natural disasters, such as an earthquake, fire, flood or other act of God ;eatastrephie-event-erpandemie;and any
similar disruption, as well as any derivative disruption, such as those to services provided through localized physical
infrastructure, including utility or telecommunication outages, or any to the continuity of our, our partners’, suppliers’ and our
customers’ workforce, could have a material adverse impact on our business and operating results . In addition, pandemics or
other public health crises, as well as any derivative disruptions such as those experienced during the COVID- 19
pandemic, in places where we operate may adversely affect our results of operations . Our global operations are dependent
on our network infrastructure, technology systems and website, including the supply of servers from our third- party partners, as
well as our intellectual property and personnel and any disruption to these dependencies may negatively impact our ability to
respond to customers, provide services and maintain local and global business continuity. Furthermore, some of our products
and business functions are hosted or carried out by third parties that may be vulnerable to these same types of disruptions, the
response to or resolution of which may be beyond our control. Any disruption to our business could cause us to incur significant
costs to repair damages to our facilities, equipment, infrastructure and business relationships. In addition, in response to concerns
about global climate change, governments may adopt new regulations affecting the use of fossil fuels or requiring the use of
alternative fuel sources which could adversely impact our business. Our deployed network of servers consumes significant
energy resources, including those generated by the burning of fossil fuels. While we have invested in projects to support
renewable energy development, our customers, investors and other stakeholders may require us to take more steps to
demonstrate that we are taking ecologically responsible measures in operating our business. The costs and any expenses we may
incur to make our network more energy- efficient and comply with any new regulations could make us less profitable in future
periods. Failure to comply with applicable laws and regulations or other requirements imposed on us could lead to fines, lost
revenue and damage to our reputation. Investment- Related Risks Our stock price has been, and may continue to be, volatile,
and your investment could lose value. The market price of our common stock has historically been volatile. Trading prices for
our common stock may continue to fluctuate in response to a number of events and factors, including the following: =—quarterly
variations in operating results; --announcements by our customers related to their businesses that could be viewed as impacting
their usage of our solutions; --market speculation about whether we are a takeover target or considering a strategic transaction; «
announcements by us regarding acquisitions; announcements by competitors; +-activism by any single large stockholder or
combination of stockholders or rumors about such activity; <-changes in financial estimates and recommendations by securities
analysts; =failure to meet the expectations of securities analysts; <-purchases or sales of our stock by our officers and directors;
general economic conditions and other macroeconomic factors, such as inflationary pressures, foreign currency exchange rate
fluctuations, energy prices, reduced consumer spending, itereasing-elevated interest rates, recessionary economic cycles,
protracted economic slowdowns and overall market volatility; -repurchases of shares of our common stock; the issuance of
additional shares -sueeessful-eyber—attacks-affeeting-our— or networlesecurities convertible into, or exchangeable or
exerclsable eieforsystems— shares of our common stock, 1nclud1ng under our equlty compensatlon plans ; ~changes-inthe
: —s-cntry into, or termination of,

relatronshlps wrth materral customers and partners ‘—and performance by other companles in our 1ndustry —&ﬂd-‘—geopo-l-rt-tea-}

Furthermore, our revenue, partlcularly that portron attributable to usage of our solutrons beyond Customer commrtments can be
difficult to forecast, and, as a result, our quarterly operating results can fluctuate substantially. This concern is particularly acute
with respect to our media and commerce customers. In the future, our customer contracting models may change to move away
from a committed revenue structure to a “ pay- as- you- go ” approach, which could make it easier for customers to reduce the
amount of business they do with us or leave altogether. Changes in billing models and committed revenue requirements could,



therefore, create challenges with our forecasting processes. Because a significant portion of our cost structure is largely fixed in
the short- term, revenue shortfalls tend to have a disproportionately negative impact on our profitability. If we announce revenue
or profitability results that do not meet or exceed our guidance or make changes in our guidance with respect to future operating
results, our stock price may decrease significantly as a result. Any of these events, as well as other circumstances discussed in
these Risk Factors, may cause the price of our common stock to fall. In addition, the stock market in general, and the market
prices of stock of publicly- traded technology companies in particular, have experienced significant volatility that often has been
unrelated to the operating performance of affected companies. These broad stock market fluctuations may adversely affect the
market price of our common stock, regardless of our operating performance. Any failure to meet our debt obligations or obtain
financing would damage our business. As of the date of this report, we had total principal amount of § 1, 150. 0 million of
convertible senior notes outstanding due in 2025, and-we-had-total principal amount of $ 1, 150. 0 million of convertible senior
notes outstanding due in 2027 and total principal amount of $ 1, 265 million of convertible senior notes outstanding due in
2029 . We also entered into a credit facility in November 2022 that provides for an initial $ 500. 0 million revolving credit
facility, and under specified circumstances, the credit facility can be increased to up to $ 1 billion in aggregate principal amount.
As of December 31, 28222023 , there were no outstanding borrowings under the credit facility. Our ability to repay any
amounts we borrow under our credit facility, refinance the notes, make cash payments in connection with conversions of the
notes or repurchase the notes in the event of a fundamental change (as defined in the applicable indenture governing the notes)
will depend on market conditions and our future performance, which is subject to economic, financial, competitive and other
factors beyond our control. We also may not use the cash we have raised through future borrowing under the credit facility or
the issuance of the convertible senior notes in an optimally productive and profitable manner. If we are unable to remain
profitable or if we use more cash than we generate in the future, our level of indebtedness at such time could adversely affect our
operations by increasing our vulnerability to adverse changes in general economic and industry conditions and by limiting or
prohibiting our ability to obtain additional financing for additional capital expenditures, acquisitions and general corporate and
other purposes. If we do not have sufficient cash upon conversion of the notes or to repurchase the notes following a
fundamental change, we would be in default under the terms of the notes, which could seriously harm our business. Although
the terms of our credit facility include certain financial ratios that potentially limit our future indebtedness, the terms of the notes
do not. If we incur significantly more debt, this could intensify the risks described above. In addition, if we are unable to obtain
financing to fund additional capital expenditures, acquisitions ;-and general corporate and other purposes on reasonable terms, or
at all, then our business, operatrons and financial condition may be harmed —¥ y : ;

advefseﬁffeet—ﬂae—maﬂeet—pﬂee—e-ﬁetﬂeeeﬁnﬁeﬁ-steek Because we Currently do not 1ntend to pay drvrdends stockholders W111

benefit from an investment in our common stock only if it appreciates in value. We currently intend to retain our future earnings,
if any, for use in the operation of our business and do not expect to pay any cash dividends in the foreseeable future on our
common stock. As a result, the success of an investment in our common stock will depend upon any future appreciation in its
value. There is no guarantee that our common stock will appreciate in value or even maintain the price at which stockholders
have purchased their shares , and our stock price has been, and may continue to be, volatile, and your investment could
lose value. See the risk factor titled “ Our stock price has been, and may continue to be, volatile, and your investment
could lose value ” above . Provisions of our charter, by- laws and Delaware law may have anti- takeover effects that could
prevent a change in control even if the change in control would be beneficial to our stockholders. Provisions of our charter, by-
laws and Delaware law could make it more difficult for a third party to control or acquire us, even if doing so would be
beneficial to our stockholders. These provisions include: «-our board of directors having the right to elect directors to fill a
vacancy created by the expansion of the board of directors or the resignation, death or removal of a director; =-stockholders
needing to provide advance notice, additional disclosures and representations and warranties to nominate individuals for
election to the board of directors or to propose matters that can be acted upon at a stockholders' meeting; and =the ability of our
board of directors to issue, without stockholder approval, shares of undesignated preferred stock. Further, as a Delaware
corporation, we are also subject to certain Delaware anti- takeover provisions. Under Delaware law, a corporation may not
engage in a business combination with any holder of 15 % or more of its capital stock unless the holder has held the stock for
three years or, among other things, the board of directors has approved the transactron Our board of d1rect0rs could rely on
Delaware law to prevent or delay an acquisition of us. ¥ v ateria ; ;

stgm-ﬁeaﬁt—deﬁetertetes—wrﬁ—net—oeeur—m—the—f&tufe—lf we farl to maintain an effectrve system of 1nterna1 Controls we may not be

able to accurately report our financial results or prevent fraud. As a result, our stockholders could lose confidence in our
financial reporting, which could harm our business and the trading price of our common stock. The Sarbanes- Oxley Act
requires, among other things, that we maintain effective disclosure controls and procedures and internal control over financial
reporting. As previously disclosed trthisForm1H0-Iinthe-eourse-of ouraudit-for fiseal-the year ended December 31, 2022,
we identified a material weakness in the Company’ s internal control over financial reporting as of December 31, 2022 related to
income taxes. Fhe-Although this mater1a1 Weakness was—eaused—by—has been remedlated there am-can be no assurance that
we will not identify additional 1 0 v d
-rneeme—taxes—a-nd—resu-}ted—m—r&nﬁater% materlal weaknesses erte




assufe—yeu—thdt the measu

res we mdy take tn—t-he—to remedlate any such future control deﬁcnenc1es w111 be suffietentto

to continue to enhance and maintain our processes a md systems and adapt them to Chdnﬂes as our business evolves and we
rearrange management responsibilities and reorganize our business. This continuous process of maintaining and adapting our
internal controls and complying with Section 404 is expensive and time- consuming and requires significant management
attention. Furthermore, as our business changes, including by expanding our operations in different markets, increasing
reliance on channel partners and completing acquisitions, our internal controls may become more complex and we may
be required to expend significantly more resources to ensure our internal controls remain effective. Failure to implement
required new or improved controls, or difficulties encountered in their implementation, could harm our operating results
or cause us to fail to meet our reporting obligations. If we or our independent registered public accounting firm identify
additional material weaknesses, the disclosure of that fact, even if quickly remediated, could reduce the market' s
confidence in our financial statements and harm our stock price. We cannot be certain that our internal control measures
will provide #the-fatare-adequate control over our financial processes and reporting and ensure compliance with Section 404.
Any failure to develop or maintain effective controls, or any difficulties encountered in their implementation or improvement,
could harm our operating results, may result in a restatement of our financial statements for prior periods, cause us to fail to
meet our reporting obligations, and could adversely affect the results of periodic management evaluations and annual
independent registered public accounting firm attestation reports regarding the effectiveness of our internal control over
fmdncml repomng, that we are requned to include in the perlodlc repom we will file w1th the Secuntles and Exchanoe




