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An investment in our common stock involves significant risks. You should carefully consider the following risks and all other
information set forth in this Annual Report before deciding to invest in our common stock. If any of the events or developments
described below occurs, our business, financial condition and results of operations may suffer. In that case, the value of our
common stock may decline and you could lose all or part of your investment. You should consider each of the following risk
factors and any other information set forth in this Annual Report and the other reports filed by the Company with the SEC,
including the Company’ s financial statements and related notes, in evaluating the Company’ s business and prospects. The risks
and uncertainties described below are not the only ones that impact on the Company’ s operations and business. Additional risks
and uncertainties not presently known to the Company, or that the Company currently considers immaterial, may also impair its
business or operations. If any of the following risks actually occurs, the Company’ s business and financial condition, results or
prospects could be harmed. Please also read carefully the section entitled “ Cautionary Note About Forward- Looking
Statements ” at the beginning of this Annual Report. 46 Risks Related to Our Company We have an evolving business model,
which increases the complexity of our business. Our business model has evolved in the past and continues to do so. In
prior years we have added additional types of services and product offerings and in some cases, we have modified or
discontinued those offerings. We intend to continue to try to offer additional types of products or services, and we do not
know whether any of them will be successful. From time to time we have also modified aspects of our business model
relating to our product mix. We do not know whether these or any other modifications will be successful. The additions
and modifications to our business have increased the complexity of our business and placed significant strain on our
management, personnel, operations, systems, technical performance, financial resources, and internal financial control
and reporting functions. Future additions to or modifications of our business are likely to have similar effects. Further,
any new business or website we launch that is not favorably received by the market could damage our reputation or our
brand. The occurrence of any of the foregoing could have a material adverse effect on our business. We are heavily
dependent on our senior management, and a loss of a member of our senior management team could cause our stock
price to suffer. If we lose the services of Milton C. Ault, I1I, our Executive Chairman, William B. Horne, our Chief
Executive Officer, Henry Nisser, our President and General Counsel, or Ken Cragun, our Chief Financial Officer and /
or certain key employees, we may not be able to find appropriate replacements on a timely basis, and our business could
be adversely affected. Our existing operations and continued future development depend to a significant extent upon the
performance and active participation of these individuals and certain key employees. Although we have entered into
employment agreements with Messrs. Ault, Horne and Nisser, and we may enter into employment agreements with
additional key employees in the future, we cannot guarantee that we will be successful in retaining the services of these
individuals. If we were to lose any of these individuals, we may not be able to find appropriate replacements on a timely
basis and our financial condition and results of operations could be materially adversely affected. We rely on highly
skilled personnel and the continuing efforts of our executive officers and, if we are unable to retain, motivate or hire
qualified personnel, our business may be severely disrupted. Our performance largely depends on the talents,
knowledge, skills, know- how and efforts of highly skilled individuals and in particular, the expertise held by our
Executive Chairman, Milton C. Ault, I1I. His absence, were it to occur, would materially and adversely impact
development and implementation of our projects and businesses. Our future success depends on our continuing ability to
identify, hire, develop, motivate and retain highly skilled personnel for all areas of our organization. Our continued
ability to compete effectively depends on our ability to attract, among others, new technology developers and to retain
and motivate our existing contractors. If one or more of our executive officers are unable or unwilling to continue in
their present positions, we may not be able to replace them readily, if at all. Therefore, our business may be severely
disrupted, and we may incur additional expenses to recruit and retain new officers. In addition, if any of our executives
joins a competitor or forms a competing company, we may lose some customers. We may not be able to utilize our net
operating loss carryforwards. As of December 31, 2023, we had federal and state net operating loss carryforwards (“
NOL:s ”) for income tax purposes of approximately $ 23. 7 million and $ 104. 2 million, respectively, after application of
the limitations set forth in Section 382 of the Internal Revenue Code. In accordance with Section 382, future utilization
of our NOLs is subject to an annual limitation as a result of ownership changes that occurred previously. We also
maintain NOLs in various foreign jurisdictions. Our corporate structure and intercompany arrangements are subject to
the tax laws of various jurisdictions, and we could face greater than anticipated tax liabilities, which would harm our
results of operations. We are subject to tax laws in the U. S. and certain foreign jurisdictions, including Israel and the U.
K. Our income tax obligations are based in part on our corporate structure and intercompany arrangements. The tax
laws applicable to our business are increasingly complex, are subject to interpretation and their application can be
uncertain. The amount of taxes we pay in the jurisdictions in which we operate could increase substantially as a result of
changes in the applicable tax principles, including increased tax rates, new tax laws or revised interpretations of existing
tax laws and precedents. We are subject to the examination of our income tax returns by the IRS and foreign tax
authorities in the jurisdictions in which we operate, and we may be subject to assessments or audits in the future in any
such jurisdictions. The tax authorities in these jurisdictions may aggressively interpret their laws in an effort to raise
additional tax revenue and may claim that various withholding requirements apply to us or our subsidiaries, challenge



the availability to us or our subsidiaries of certain benefits under tax treaties, and challenge our methodologies for
valuing developed technology or intercompany arrangements or our revenue recognition policies, which could result in
an increase of our worldwide effective tax rate and have a material adverse effect on our financial condition and
operating results. 47 Risks Related to Our Indebtedness and Liquidity We will need to raise additional capital to fund our
operations in furtherance of our business plan. Until we are profitable, we will need to quickly raise additional capital in order to
fund our operations in furtherance of our business plan. The proposed financing may include shares of common stock, shares of
preferred stock, warrants to purchase shares of common stock or preferred stock, debt securities, units consisting of the
foregoing securities, equity investments from strategic development partners or some combination of each. Any additional
equity financings may be financially dilutive to, and will be dilutive from an ownership perspective to, our stockholders, and
such dilution may be significant based upon the size of such financing. Additionally, we cannot assure that such funding will be
available on a timely basis, in needed quamilics. or on terms favorable to us, if at all. If we are unable to comply with the
covenants or restrictions contained in the Loan Agreement with our senior secured lender, the lender could declare all
amounts outstanding under the Loan Agreement to be due and payable and foreclose on its collateral, which could
materially adversely affect our financial condition and operations. As previously announced, on December 14, 2023, we,
along with our wholly owned subsidiaries Sentinum, Third Avenue, ACS, BNI Montana, Ault Lending, Ault Aviation
and AGREE, entered into the Loan Agreement with institutional lenders, pursuant to which Ault & Company borrowed
$ 36 million and issued Secured Notes to the lenders in the aggregate amount of $ 38, 918, 919. Pursuant to the Loan
Agreement, we, and the other Guarantors, agreed to act as guarantors for repayment of the Secured Notes. In addition,
certain Guarantors entered into various agreements as collateral in support of the guarantee of the Secured Notes,
including (i) a security agreement by Sentinum, pursuant to which Sentinum granted to the Lenders a security interest in
(a) the Miners, (b) all of the digital currency mined or otherwise generated from the Miners and (c) the membership
interests of ACS, (ii) a security agreement by the Company, Ault Lending, BNI Montana and AGREE, pursuant to
which those entities granted to the lenders a security interest in substantially all of their assets, as well as a pledge of
equity interests in Ault Aviation, AGREE, Sentinum, Third Avenue, Ault Energy, ADTC, Eco Pack, and Circle 8
Holdco, (iii) 2 mortgage and security agreement by Third Avenue on the Florida Property, (iv) a future advance
mortgage by ACS on the Michigan Property, (v) an aircraft mortgage and security agreement by Ault Aviation on the
Aircraft, and (vi) deposit account control agreements over certain bank accounts held by certain of our subsidiaries. The
Loan Agreement has customary representations, warranties and covenants including restrictions on indebtedness, liens,
restricted payments and dividends, investments, asset sales and similar covenants and contains customary events of
default. The covenants and other restrictions contained in the Loan Agreement and other current or future debt
agreements could, among other things, restrict our ability to dispose of assets, incur additional indebtedness, pay
dividends or make other restricted payments, create liens on assets, make investments, loans or advances, make
acquisitions, engage in mergers or consolidations and engage in certain transactions with affiliates. These restrictions
could limit our ability to plan for or react to market conditions or meet extraordinary capital needs or otherwise restrict
corporate activities. In addition, substantially all of our borrowed money obligations are secured by certain of our assets.
A failure to comply with any restrictions or covenants in the Loan Agreement, or to make payments into the Segregated
Account when due or make other payments we are obligated to make under Loan Agreement, could have serious
consequences to our financial condition or result in a default under the Loan Agreement and under other agreements
containing cross- default provisions. A default would permit lenders to accelerate the maturity of the debt under these
debt agreements and to foreclose upon collateral securing the debt, among other remedies. Furthermore, an event of
default or an acceleration under one of our debt agreements could also cause a cross- default or cross- acceleration of
another debt instrument or contractual obligation, which would adversely impact our liquidity. Under these
circumstances, we mlght not have sufﬁclent funds or other resources to satlsfy all of our obhgatlons We ¢ may not be
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future outstanding shares of preferred stock, could harm our business, financial condition and results of operations. Our
ability to make payments on and to refinance any indebtedness and outstanding preferred stock and to fund working
capital needs and planned capital expenditures will depend on our ability to generate cash in the Commission-future.
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substantlal 1everage in its capital structure which could adversely affect its financial condition. Although Circle 8’ s debt- to-
EBITDA ratio is below the industry median, operational disruptions or economic shocks could hinder Circle 8’ s ability to
service its debt and impact its solvency. Additionally, the industry tends to heavily rely on debt to finance expansionary
initiatives, whether through organic growth or acquisitions. Circle 8 currently has a substantial amount of outstanding debt. As
of December 31, 2622-2023 , it had total outstanding indebtedness of approximately $ 25-22 . 6-5 million, of which § 15. +9
million was borrowed from First Citizens Bank €1+ Northbridge-CredittHEC(“ €FN-FCB ”) in a senior secured asset- based
revolving line of credit and $ +6-4 . 6-8 million consists of outstanding equipment notes with transferred-frem-De Lage Landen
Group, LLC (“ DLL ") and MidCap Equipment Finance (“ MicCap ”) . Circle 8 has the ability to increase the SHIN-FCB
loan by $ 10 million. Circle 8 may further increase its debt balance where permitted by incumbent lenders for growth and
expansionary purposes. Circle 8’ s substantial indebtedness could have important consequences. For example, it may: =
increase Circle 8’ s vulnerability to general adverse economic, industry and competitive conditions; < require management to
dedicate a substantial portion of Circle 8” s cash flow from operations to interest payments and principal repayment, thereby
reducing the availability of cash flow to fund working capital, capital expenditures, acquisitions, dividend payments to its
owners and other general corporate purposes; + limit Circle 8’ s flexibility in planning for, or reacting to, changes in Circle 8’ s
specific business and the industry in which it operates; - place Circle 8 at a competitive disadvantage compared to its
competitors that have less debt; and - limit Circle 8 s ability to obtain additional financing for working capital, capital
expenditures, acquisitions or general corporate purposes. 49 Circle 8 expects to use cash flow from operations and borrowings
under the EFFN-FCB commitment to meet current and future financial obligations, including funding operations, debt service
and capital expenditures. Circle 8’ s ability to make these payments depends on future operational performance, which will be
affected by financial, business, economic and other factors, many of which Circle 8 cannot control. Circle 8 s business may not
generate sufficient cash flow from operations in the future or be able to appropriately adjust operations to suit organic industry
developments, which could result in Circle 8 s inability to service its debt obligations, or to fund other liquidity needs. If Circle
8 has insufficient capital to cover its debt obligations, it may be forced to reduce or delay ongoing or growth activities and
capital expenditures, sell assets, obtain additional debt or dilutive equity capital or restructure or refinance all or a portion of its
debt, including the incumbent € N-and-FCB, DLL and MidCap loans, and any other incremental loans, on or before maturity.
There can be no assurance that Circle 8 will be able to accomplish any of these alternatives on terms acceptable to it or to us, if
at all. In addition, the terms of existing or future indebtedness, including the agreements governing the incumbent loans, may
limit Circle 8’ s ability to pursue any efother alternatives. 4+While Circle 8 has had an industry- leading safety record
throughout its history, it operates in a potentially hazardous industry, and any safety incident could significantly impact its
operations. A blemish on Circle 8 s safety record could lead to direct consequences such as fines, levies, and increased
insurance premiums, as well as indirect consequences such as customers preferring competitors with better safety records. The
lifting solutions business is inherently risky, and accidents can occur due to a variety of factors, including negligence and
unforeseeable events. Despite this, Circle 8 has maintained an industry- leading safety record and has not experienced any
incidents that have significantly impacted its operations. While Circle 8 has a safety program in place, it cannot guarantee
protection against unforeseeable events or “ acts of God. ”” Any safety transgressions can have a material impact on sales and
operating results, leading to fines and levies, and potentially causing customers to prefer competitors with better safety records.
Therefore, Circle 8 places a great emphasis on maintaining its safety program and continually improving its practices to
minimize the risk of incidents occurring. The lifting solutions business is dependent on the domestic oil markets’ activity, oil
pricing, construction and industrial activities, and the overall economic conditions. Any downturn in these areas could adversely
affect the demand for lifting solutions, leading to decreased sales and lower lifting solutions prices, which may result in a
decline in Circle 8’ s revenues, gross margins and operating results. Circle 8 primarily provides lifting solutions for the U. S.
domestic oil market. As such, any downturn in the U. S. domestic oil market or the economy as a whole could result in reduced
demand for its services or lower sales prices. Additionally, its business may face temporary or long- term negative impacts due
to: -+ a reduction in extraction levels by customers due to increased costs and break- even oil price and lower levels of reserves
due to depletion of existing reserves and resources; =+ exploration and drilling are capital intensive and results are uncertain,
which may limit Circle 8’ s current clients” demand for Circle 8’ s services and adversely affect its ability to generate new
clients; -+ until it executes on its expansion program, dependence on a limited number of clients in a niche oil services market
could make Circle 8 vulnerable compared to larger industry incumbents with greater client diversity; < unfavorable credit and
equity markets affecting end- user access to capital or cost of capital, also potentially increasing the all- in cash costs and break-
even oil prices may make operations of its current and future clients no longer economically viable; =+ adverse changes in
federal, state, tribal and local government infrastructure spending; 50 - an increase in the cost of consumables and construction
materials related to oil extraction and infrastructure construction; - adverse weather conditions or natural disasters which may
affect a particular region; - a decrease in the level of exploration, development, production activity and capital spending by oil
and natural gas companies; +- an increase in inflationary pressure on materials and labor; =+ labor issues such as strikes or
worker shortages; = a prolonged shutdown of the U. S. government; =+ an increase in interest rates; =+ supply chain
disruptions; -+ changes in federal and state regulations related to climate change and greenhouse gas emissions may materially
adversely impact Circle 8’ s and / or its clients’ revenues, operating results and profitability; = public health crises and



epidemics ysueh-as-COVID-—19-; or » terrorism or hostilities involving the United States and / or its allies. Weakness or
deterioration in the oil services industry, renewables infrastructure construction, plant turn- around and public and industrial
infrastructure construction sectors caused by the above or other factors could have a material adverse effect on Circle 8 s
financial position, results of operations and cash flows in the future and may also have a material adverse effect on residual
values realized on the disposition of the existing and future rental fleet. 42-Circle 8 s business is highly reliant on the
availability of specialized skilled labor, and this dependency is particularly pronounced given the current scarcity of domestic
U. S. skilled labor. This scarcity is at an all- time high, which is further compounded as labor requirements to operate in Circle 8
* s business becomes even more specialized. The lifting solutions business requires licensed operators to operate safely and
within U. S. domestic regulatory requirements. It takes several months and material funding to be trained to become a licensed
crane operator, making the availability of qualified labor scarce for the lifting solutions industry in general and specifically in
remote locations in which Circle 8’ s client set operates its oil services. Availability of labor may have a significant impact on
Circle 8’ s ability to service its current client set and to be able to execute on its expansion program. Additionally, the training
and licensing requirements for crane operators can vary by state and even by municipality, which can create further challenges
for Circle 8 in sourcing and deploying qualified labor in different geographic locations. Moreover, the competitive labor market
for skilled workers in the oil services industry could potentially drive - up labor costs for Circle 8, which would impact its
profitability and competitiveness. Circle 8’ s business is, directly and indirectly, dependent on a functioning global supply chain
system. The oil and steel markets are global, and many suppliers, vendors, OEM’ s and parts manufacturers for Circle § and its
clients’ industries are offshore. The lifting solutions business success is heavily dependent on the availability and efficient
conversion to elevated utilization rates of the lifting assets. This-These metrics can be fundamentally impacted by the
functionality of the global supply chain, which plays several roles in the lifting solutions business. For example, supply chain
disruptions could delay the delivery of critical parts and components needed for maintenance and repair of lifting assets, leading
to longer downtime periods and reduced utilization rates. In addition, fluctuations in commodity prices could impact the cost of
raw materials needed to manufacture lifting assets, potentially affecting the company’ s profitability. These fluctuations, among
others, could impact the efficiency and profitability of Circle 8 s lifting solutions business and can be impacted by a variety of
factors, including the following: =+ possible geopolitical unrest and conflict may impact ability to receive new parts or new
cranes in a timely manner, if at all, to optimize utilization and ultimately, profitability; =51 - reliance on foreign suppliers for
cranes and exposure to trade embargoes could impede its ability to procure necessary parts and equipment to execute its growth
strategies and maintain its fleet; =+ inflationary pressures resulting from supply chain disruptions and labor shortages could
make it difficult for Circle 8 to repair and replace its crane equipment at regular costs; <+ fuel price escalation could have a
material impact on gross profit since it is typically approximately 7 % of the operating cost structure in recent history; ++ oil
market sanctions and political pressure on domestic production reduction may adversely impact Circle 8 s core clients and its
revenues and profitability; or = steel market sanctions, trade embargoes and other supply chain shocks may adversely impact
public and private infrastructure and renewables new construction and maintenance projects, ultimately slowing Circle 8’ s
strategic transition to diversify its end markets and client base. Furthermore, as Circle 8 expands its operations, it may need to
rely on suppliers and logistics partners in new geographic regions, which could expose the company to additional supply chain
risks. Circle 8’ s reliance on a limited number of equipment manufacturers exposes the company to significant risks, as the
termination or disruption of relationships with any of these manufacturers could adversely impact Circle 8’ s ability to obtain
equipment in a timely or adequate manner, potentially leading to operational disruptions and financial losses. Circle 8 purchases
most of its equipment from a leading, nationally recognized ﬁﬂgtﬂa-l—eqﬁrpmeﬁt—maﬁu-faemfer—(iOEM 2y For the year ended
December 31, 20222023 , the company did not purchase any new eguipatent-cranes as it was in a period of restructuring and
right sizing its fleet. Prior thereto to-that-, it purchased 100 % of its equipment from Manitowoc / Grove, one of the leading
worldwide heavy equipment manufacturers . Utilizing one OEM reduces the number of parts and inventory items kept
on hand resulting in savings, while still allowing for efficient and timely repairs and maintenance of Circle 8 planste-’ s
cranes. Circle 8 may diversify its equipment supplicr base-options going forward to alteviate-this-diversify its fleet
somewhat. Utilizing a new OEM equipment manufacturer creates risk from requiring toseme-extent—The-terminationrof
Hs-existingrelationship-with-any-- an majer-suppher-increase in parts inventory and could have an a-matertat-adverse effect
on the business, financial condition or results of operations if #the new OEM were unable to ebtainequipment-supply Circle 8
in an adequate or timely manner. 43-Circle 8 faces risks related to heightened inflation, recession, financial and credit market
disruptions and other economic conditions. Circle 8 > s financial results, operations and forecasts depend significantly on
worldwide economic and geopolitical conditions, the demand for Circle 8’ s products, and the financial condition of its
customers and suppliers. Economic weakness and geopolitical uncertainty have in the past resulted, and may result in the future,
in reduced demand for lifting solutions resulting in decreased sales, margins and earnings. In 2022 and 2023 , the U. S.
experienced significantly heightened inflationary pressures which have continued into 2623-2024 . It is difficult to fully mitigate
the impact of inflation through price increases passed through to customers that are operating in commodity sector with global
end market pricing mechanisms, productivity initiatives and cost savings, which could have an adverse effect on Circle 8’ s
financial results and position. In addition, if the U. S. economy enters a recession, Circle 8’ s sales may decline, which could
have an adverse effect on its overall business, operating results and financial condition. Similarly, disruptions in financial and /
or credit markets may impact Circle 8 s ability to manage normal commercial relationships with its customers, suppliers and
creditors. Further, in the event of a recession or threat of a recession, Circle 8’ s customers and suppliers may suffer their own
financial and economic challenges and as a result they may demand pricing accommodations, delay payment, or become
insolvent, which could harm Circle 8’ s ability to meet its customer demands or collect revenue or otherwise could harm the
business and its ability to service incumbent loans, ultimately leading to possible insolvency. An economic or credit crisis could
occur and impair credit availability and Circle 8 s ability to raise capital as required for ongoing working capital, maintenance



capital and expansion capex. A disruption in the financial markets could impair Circle 8’ s banking or other business partners,
on whom it relies for access to capital. In addition, changes in tax or interest rates in the U. S. or other nations, whether due to
recession, economic disruptions or other reasons, could have an adverse effect on Circle 8’ s operating results. Economic
weakness and geopolitical uncertainty may also lead to asset impairment, restructuring actions or adjust Circle 8’ s operating
strategy and reduce expenses in response to decreased sales or margins. Circle 8 may not be able to adequately adjust its cost
structure in a timely fashion, which could have an adverse effect on its operating results and financial condition. Uncertainty
about economic conditions may increase foreign currency volatility in markets in which it transacts business, which could have
an adverse effect on Circle 8 * s operating results. 52 The inability to forecast trends accurately may have an adverse impact on
Circle 8’ s business and financial condition. An economic downturn or economic uncertainty makes it difficult to forecast
trends. For example, the economic uncertainty caused by COVID- 19, and its impact on Circle 8 s fatare-operational and
financial performance was highly dependent on the depth and duration of the pandemic, as well as the government- mandated
restrictions on economic activity and government economic stimulus packages passed in response to the economic downturn.
More recently, rising interest rates, higher than expected inflation, and several bank failures also underscore the potential impact
of ongoing economic risks to Circle 8” s operations and financial performance. These factors can lead to increased borrowing
costs, reduced consumer spending, and reduced access to credit, among other potential challenges. This uncertainty makes it
difficult to forecast Circle 8” s future operating performance, cash flows and financial position, which could have an adverse
impact on its business and financial condition. Additionally, uncertainty regarding future oil and natural gas prices have
negatively impacted the exploration, production and construction activity of Circle 8’ s customers in those markets. Uncertainty
regarding future lifting solutions demand could cause Circle 8 to maintain excess equipment inventory and increase its
equipment inventory carrying costs, decrease utilization and cause a technical default in certain covenants. Alternatively,
difficulty forecasting, in addition to labor shortages and supply chain disruptions could cause a shortage incremental rental
equipment that could result in an inability to satisfy demand for Circle 8 service and a loss of market share. Circle 8’ s revenue
and operating results may fluctuate, which could result in a decline in profitability and make it more difficult to grow the
business. Circle 8’ s revenue and operating results have historically varied from month to month and quarter to quarter. Periods
of decline could result in an overall decline in profitability and make it more difficult to adequately service indebtedness and
grow the business using incremental leverage. It can be expected that Circle 8" s quarterly results will continue to fluctuate in
the future due to a number of factors, including the following: =+ general economic conditions in the markets in which the
company operates; * 44-=-the cyclical nature of Circle 8" s customers’ business, particularly Circle 8 s oil services customer and
prospective customers in the construction industry; ++ sales patterns in general in the construction industry, with sales activity
tending to be lower in the winter months, which causes significant volatility in utilization; - changes in the size of Circle 8’ s
fleet due to rapid growth followed by a slow- down and Circle 8’ s ability to service and maintain its fleet in a timely manner; «*
an overcapacity of fleet in the crane services industry; = severe weather and seismic conditions temporarily affecting the
regions in which Circle 8 operates; «+ supply chain or other disruptions that impact its ability to obtain equipment and other
supplies from key suppliers on acceptable terms or at all; =+ changes in corporate spending for plants and facilities or changes in
government spending for infrastructure projects; = changes in interest rates and related changes in Circle 8’ s interest expense
and debt service obligations; or =+ the possible need, from time to time, to record impairment charges or other write- offs or
charges due to a variety of occurrences, such as the impairment of assets, existing location divestitures, dislocation in the equity
and / or credit markets, consolidations or closings, restructurings, or the refinancing of existing indebtedness. 53 Circle 8 is
subject to competition, which may have a material adverse effect on its business by reducing its ability to increase or maintain
revenues or profitability. The full- service crane services and lifting solutions industry is highly competitive and fragmented.
Many of the markets in which Circle 8 operates are served by numerous competitors, ranging from global, national and multi-
regional equipment rental companies to small, independent businesses with a limited number of locations. Circle 8 has
historically competed on the bases-basis of availability, quality, reliability, delivery and price. Some of Circle 8 s competitors
have significantly greater financial, marketing and other resources than it does, and may be able to reduce rates. Circle 8§ may
encounter increased competition from existing competitors or new market entrants in the future, which could have a material
adverse effect on its business, financial condition and results of operations. The cost of new Circle 8 rental fleet units may
increase and therefore may require a larger equity investment equipment. In some cases, it may not be possible to procure
equipment on a timely basis due to supplier constraints, among other reasons. The cost of new equipment from manufacturers of
Circle 8 fleet may increase because of increased raw material costs, including increases in the cost of steel, which is a primary
material used in almost all of the equipment Circle 8 uses, labor shortages, supply chain disruptions or due to increased
regulatory requirements, such as those related to emissions. In addition, in an effort to combat climate change, Circle 8’ s
customers may require Circle 8 s fleet to meet certain standards which may not be able to be met without capital intensive and
time- consuming fleet unit retrofits or ultimately cost prohibitive replacements. If such retrofits or replacements cannot be
achieved in a timely manner, or at all, Circle 8’ s sales, financial results and financial position would be materially adversely
impacted. These increases could materially impact Circle 8 ? s financial condition or results of operations in future periods if
Circle 8 is not able to pass such cost increases through to its customers. Circle 8’ s fleet is subject to residual value risk upon
disposition. The market value of any given piece of equipment could be less than its depreciated value at the time it is sold. The
market value of used rental equipment depends on several factors, including: - ~the-market prieefornew-equipment-ofalike
kind;+wear and tear on the equipment relative to its age; < the time of year that it is sold (prices are generally higher during
the busy season); =+ worldwide and domestic demands for used equipment; = the supply of used equipment on the market; and
- general economic conditions. Circle 8 typically includes in operating income the difference between the sales price and the
depreciated value of an item of equipment sold. Although for the year ended December 31, 2022-2023 , Circle 8 sold used
equipment from Circle 8 rental fleet reducing its fleet from 65-75 to $4-5S cranes at an average selling price above of net orderly



liquidation value, it cannot be assured that used equipment selling prices will not decline. Any significant decline in the selling
prices for used equipment could have a material adverse effect on Circle 8’ s business, financial condition, results of operations
or cash flows. 45-As Circle 8’ s rental fleet ages, its operating costs may increase, it may be unable to pass along such costs to
customers, and earnings may decrease. The costs of new fleet units may increase, requiring Circle 8 to spend more for
replacement equipment or preventing it from procuring equipment on a timely basis. If Circle 8’ s rental equipment ages, the
costs of maintaining such equipment, if not replaced within a certain period of time, will likely increase. The costs of
maintenance may materially increase in the future and could lead to material adverse effects on Circle 8’ s results of operations.
The cost of new equipment for use in Circle 8’ s rental fleet could also increase due to increased material costs for its suppliers
(including tariffs on raw materials) or other factors beyond Circle 8’ s control. Such increases could materially adversely impact
Circle 8’ s financial condition and results of operations in future periods. Furthermore, changes in customer demand could cause
certain of Circle 8’ s existing equipment to become obsolete and require Circle 8 to purchase new equipment at increased costs.
54 Labor disputes could disrupt Circle 8 ? s ability to serve its customers and / or lead to higher labor costs. As of December 31,
2622-2023 , Circle 8 had approximately ++6-143 employees in Texas, Louisiana and Oklahoma, none of whom is unionized.
While Circle 8 has no current plans to unionize any of its locations, it recognizes the possibility of a branch or group of branches
in a state becoming unionized against Circle 8’ s wishes in the future. However, Circle 8 is committed to maintaining positive
and productive relationships with its employees without union influence, prioritizing open communication and collaboration to
address any concerns and ensure a positive work environment. Any Circle 8 —employee’ s union organizing efforts or collective
bargaining negotiations could potentially lead to work stoppages and / or slowdowns or strikes by certain ef-Circle 8 employees,
which could adversely affect its ability to serve its customers. Climate change, climate change regulations and greenhouse
effects may materially adversely impact Circle 8 operations and markets. Climate change and its association with greenhouse
gas emissions is receiving increased attention from the scientific and political communities. The U. S. federal government,
certain U. S. states and certain other countries and regions have adopted or are considering legislation or regulation imposing
overall caps or taxes on greenhouse gas emissions from certain sectors or facility categories. Such new laws or regulations, or
stricter enforcement of existing laws and regulations, could increase the costs of operating Circle 8’ s businesses, reduce the
demand for its products and services and impact the prices charged to customers, any or all of which could adversely affect
Circle 8 s results of operations. Failure to comply with any legislation or regulations could potentially result in substantial fines,
criminal sanctions or operational changes. Moreover, even without such legislation or regulation, the perspectives of Circle 8’ s
customers, employees and other stakeholders regarding climate change are continuing to evolve, and increased awareness of, or
any adverse publicity regarding, the effects of greenhouse gases could harm Circle 8’ s reputation or reduce customer demand
for Circle 8 s products and services. Additionally, as severe weather events become increasingly common, Circle 8’ s and its
customers’ operations may be disrupted, which could result in increased operational costs or reduced demand for its products
and services, which could have an adverse effect on Circle 8’ s results of operations. In addition, climate change may also
reduce the availability or increase the cost of insurance for weather- related events and as-wel-as-may impact the global
economy, including as a result of disruptions to supply chains. Circle 8 anticipates that climate change- related risks will
increase over time. Risks Related to Our Bitcoin Operations Risks Related to Our Bitcoin Operations — General To remain
competitive in our industry, we would need to seck to grow our hash rate to match the growing network hash rate and increasing
network difficulty of the Bitcoin blockchain, and if we are unable to grow our hash rate at pace with the network hash rate, our
chance of earning Bitcoin from our Mining operations would decline. As the adoption of Bitcoin has increased, the price of
Bitcoin has generally appreciated, causing the demand for new Bitcoin rewards for successfully solving blocks on the Bitcoin
blockchain to likewise increase. This has encouraged more miners to attempt to mine Bitcoin, which increases the global
network hash rate deployed in support of the Bitcoin blockchain. 46-Because a miner’ s relative chance of successfully solving a
block and earning a new Bitcoin reward is generally a function of the ratio the miner’ s individual hash rate bears to the global
network hash rate, as the global network hash rate increases, a miner must increase its individual hash rate to maintain its
chances of earning new Bitcoin rewards. Therefore, as new miners enter the industry and as miners deploy greater and greater
numbers of increasingly powerful machines, existing miners must seek to continually increase their hash rate to remain
competitive. Thus, a feedback loop is created: as Bitcoin gains popularity and its relative market price increases, more miners
attempt to mine Bitcoin and the Bitcoin network hash rate is increased; in response, existing miners and new miners devote
more and more hash rate to the Bitcoin blockchain by deploying greater numbers of increasingly powerful machines in an
attempt to ensure their ability to earn additional Bitcoin rewards does not decrease. Compounding this feedback loop, the
network difficulty of the Bitcoin network (i. e., the amount of work (measured in hashes) necessary to solve a block) is
periodically adjusted to maintain the pace of new block additions (with one new block added to the blockchain approximately
every ten minutes), and thereby control the supply of Bitcoin. As miners deploy more hash rate and the Bitcoin network hash
rate is increased, the Bitcoin network difficulty is adjusted upwards by requiring more hash rate to be deployed to solve a block.
Thus, miners are further incentivized to grow their hash rate to maintain their chance of earning new Bitcoin rewards. In theory,
these dual processes should continually replicate themselves until the supply of available Bitcoin is exhausted. In response,
miners have attempted to achieve greater hash rate by deploying increasingly sophisticated miners and expensive miners in ever
greater quantities. This has become the Bitcoin mining industry’ s great “ arms race. ” Moreover, because there are very few
manufacturers of miners capable of producing a sufficient number of miners of adequate quality to meet this need, scarcity
results, leading to higher prices. Compounding this phenomenon, it has been observed that some manufacturers of Bitcoin
miners may increase the prices for new miners as the market price of Bitcoin increases. 55 Accordingly, to maintain our chances
of earning new Bitcoin rewards and remaining competitive in our industry, we must-would need to seck to continually add new
miners to grow our hash rate at pace with the growth in the Bitcoin network hash rate. However , until such time as we have
access to a sufficient amount of power to run all of our existing Bitcoin miners outside of our Michigan Facility, we do



not anticipate purchasing additional miners to grow our hash rate. Further , as demand has increased and scarcity in the
supply of new miners has resulted, the price of new miners has increased sharply, and we expect this process to continue in the
future as demand for Bitcoin increases. Therefore , if and when we do look to purchase additional miners , if the price of
Bitcoin is not sufficiently high to allow us to fund our hash rate growth through new miner acquisitions and if we are otherwise
unable to access additional capital to acquire these miners, our hash rate may further stagnate and we may fall behind our
competitors. If this happens, our chances of earning new Bitcoin rewards would decline and, as such, our results of operations
and financial condition may suffer. Acceptance and / or widespread use of Bitcoin is uncertain. Currently, there is a limited use
of any Bitcoin in the retail and commercial marketplace, thus contributing to price volatility that could adversely affect an
investment in our securities. Banks and other established financial institutions may refuse to process funds for Bitcoin
transactions or process wire transfers to or from Bitcoin exchanges, Bitcoin- related companies or service providers, which we
have experienced, or maintain accounts for persons or entities transacting in Bitcoin. Conversely, a significant portion of Bitcoin
demand is generated by investors seeking a long- term store of value or speculators seeking to profit from the short- or long-
term holding of the asset. Price volatility undermines any-Bitcoin’ s role as a medium of exchange, as retailers are much less
likely to accept it as a form of payment. Market capitalization for a Bitcoin as a medium of exchange and payment method may
always be low. The relative lack of acceptance of Bitcoins in the retail and commercial marketplace, or a reduction of such use,
limits the ability of end users to use them to pay for goods and services. Such lack of acceptance or decline in acceptances could
have a material adverse effect on our ability to continue as a going concern or to pursue our business strategy at all, which could
have a material adverse effect on our business, prospects or operations and potentially the value of Bitcoins we mine or
otherwise acquire or hold for our own account. The development and acceptance of cryptographic and algorithmic protocols
governing the issuance of and transactions in cryptocurrencies is subject to a variety of special economic, geopolitical and
regulatory factors, which could slow the growth of the industry in general and our company as a result. The use of
cryptocurrencies, including Bitcoin, to, among other things, buy and sell goods and services and complete transactions, is part of
a new and rapidly evolving industry that employs cryptocurrency assets based upon a computer- generated mathematical and / or
cryptographic protocol. Large- scale acceptance of cryptocurrencies as a means of payment has not, and may never, occur. The
growth of this industry in general, and the use of Bitcoin in particular, is subject to a high degree of uncertainty, and the slowing
or stopping of the development or acceptance of developing protocols may occur unpredictably. The factors include, but are not
limited to: e the progress of worldwide growth in the adoption and use of Bitcoin and other cryptocurrencies as a medium of
exchange; -+ the experience of businesses in using Bitcoin; * 47-e-the impact from prominent business leaders in criticizing
Bitcoin’ s potential harm to the environment and the effect of announcements critical of Bitcoin, such as those that occurred with
Elon Musk of Tesla; e- governmental and organizational regulation of Bitcoin and other cryptocurrencies and their use, or
restrictions on or regulation of access to and operation of the network or similar cryptocurrency systems (such as the reeent-2021
ban in China); #-56 - changes in consumer demographics and public tastes and preferences, including as may result from
coverage of Bitcoin or other cryptocurrencies by journalists and other sources of information and media; e the maintenance
and development of the open- source software protocol of the network; e+ the increased consolidation of contributors to the
Bitcoin blockchain through mining pools and scaling of mining equipment by well- capitalized market participants; - the
availability and popularity of other forms or methods of buying and selling goods and services, including new means of using
fiat currencies; -+ the use of the networks supporting Bitcoin or other cryptocurrencies for developing smart contracts and
distributed applications; - general economic conditions and the regulatory environment relating to Bitcoin and other
cryptocurrencies; -+ the impact of regulators focusing on cryptocurrencies and the costs, financial and otherwise, associated
with such regulatory oversight; and e+ a decline in the popularity or acceptance of Bitcoin could adversely affect an investment
in us. The outcome of these factors could have negative effects on our ability to continue as a going concern or to pursue our
business strategy, which could have a material adverse effect on our business, prospects or operations as well as potentially
negative effects on the value of any Bitcoin or other Cryptocurrencies we mine or otherwise acquire, which would harm
investors in our securities. If Bitcoin or other Cryptocurrencres we mine do not gain widespread market acceptance or accrete in
value over time, our prospects and your 1nvestment inus Would diminish. Fhere-—-- The has-beemrareeent-distuptiontnthe-erypto
: ; ; he-digital assct eeosystem;-exchanges on which cryptocurrencies,
mcludmg Bltcom, trade are relatlvely new and largely unregulated, and thus may eentinte-oreould-get-worse-be exposed
to fraud and failure. Such failures may result in a reduction in the price of Bitcoin and other cryptocurrencies and can
adversely affect an investment in us . Digital asset exchanges on which cryptocurrencies trade are relatively new and, in most
cases, largely unregulated. Many digital exchanges do not provide the public with significant information regarding their
ownership structure, management teams, corporate practices or regulatory compliance. As a result, the marketplace and
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stability in the digital asset exchange market and the losuu or lunpoldlv shuldo\\ n of dlUllal asset uchan%s due to business
failure, hackers or malware, government- mandated regulation, or fraud, may reduce confidence in digital asset networks and
result in greater volatility in cryptocurrency values. ThLSL potential consequences of a digital asset exchange’ s failure could
adversely affect an investment in us eur-eompany-. \Wec eannot-provide-any-assuranee-that-we-witbmay face several risks due to
dlsruptlons in the digital asset markets, including but not be-materially-impacted-limited to the risk from depreciation in
our stock price, financing risk, risk of increased losses or impairments in our investments or the-other futare-assets, risks
of legal proceedings and government investigations, and risks from price declines or price volatility of digital assets. In
the second half of 2022 and beginning of 2023, some of the well- known digital asset market participants, including
Celsius Network, Voyager Digital Ltd., Three Arrows Capital and Genesis Global Holdco LLC, declared bankruptcy,
resulting in a loss of confidence in participants of the digital asset ecosystem and negative publicity surrounding digital
assets more broadly. In November 2022, FTX, the third- largest digital asset exchange by volume at the time, halted
customer withdrawals, and shortly thereafter, FTX and its subsidiaries filed for bankruptetes-bankruptcy efpatrtieipants-in
. In response to the-these erypto-and other similar events (including significant activity by various regulators regarding
digital asset spaee-activities , such as enforcement actions, against a variety of digital asset entities, including Coinbase
and Binance), the digital asset markets, including the market for Bitcoin specifically, have experienced extreme price
volatility and several the-other reeent-bankraptey-flings-entities in the digital asset industry have been, and may continue
to be, negatively affected, further undermining confidence in the digital asset markets and in Bitcoin. These events have
also negatively impacted the liquidity of the digital asset markets as certain entities affiliated with FTX and platforms
such as Coinbase and Binance have engaged, or may continue to engage, in significant trading activity. If the liquidity of
the digital asset markets contmues to be negatlvely 1mpacted by Ge}srus—Nefwef}ethese events , %y&gei“Btgﬁa-l—dlgltal
asset prices (including - Bloe potenttattig y S 6
providers-and-other—- the eetlﬂ-tefp&ft-res—We-prlce of B1tc01n) may continue to memtefexperlence 51gn1ﬁcant volatlllty and
confidence in the digital assets— asset industry-as-a-whole;theugh-markets may be further undermined. these-These cvents
are continuing to develop and it is not possible to predict at this time te-predietall of the risks stemming-from-these-events-that
they may result-pose to us, our service providers rinelading-eustodians;out— Or on eounterparties;and-the broader-digital asset
industry as a whole. 57 Although At-this-time;-GemintTrast-Company, EEC1s-the-only-eompany-we sse-had no direct

exposure to store-FTX ot or any of the above- mentioned cryptocurrency companies, nor any material assets that may
not be recovered or may otherwise be lost or misappropriated due to the above- mentioned bankruptcies, the failure or
insolvency of large exchanges like FTX or other significant players in the digital asset space may cause the price of
Bitcoin to fall and decrease confidence in the ecosystem, which could adversely affect an investment in us. To date, the
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cryptocurrencies, which could result in a reduction in values of cryptocurrencies such as Bitcoin and adversely affect an



investment in us. Geopolitical crises, in particular major ones such as Russia’ s invasion of Ukraine and the conflict between
Israel and Hamas as well as its supporters , may motivate large- scale purchases of Bitcoin and other cryptocurrencies, which
could increase the price of Bitcoin and other cryptocurrencies rapidly. This may increase the likelihood of a subsequent price
decrease as crisis- driven purchasing behavior dissipates, adversely affecting the value of our Bitcoin following such downward
adjustment. Such risks are similar to the risks of purchasing commodities in general uncertain times, such as the risk of
purchasing, holding or selling gold. Alternatively, as an emerging asset class with limited acceptance as a payment system or
commodity, global crises and general economic downturn may discourage investment in cryptocurrencies as investors focus
their investment on less volatile asset classes as a means of hedging their investment risk. 49-As an alternative to fiat currencies
that are backed by central governments, cryptocurrencies, which are relatively new, are subject to supply and demand forces.
How such supply and demand will be impacted by geopolitical events is largely uncertain but could be harmful to us and
investors in our common stock. Political or economic crises may motivate large- scale acquisitions or sales of cryptocurrencies
either globally or locally. Such events could have a material adverse effect on our ability to continue as a going concern or to
pursue our new strategy at all, which could have a material adverse effect on our business, prospects or operations and
potentially the value of any Bitcoin or any other cryptocurrencies we mine or otherwise acquire or hold for our own account.
Negative media attention and public perception surrounding energy consumption by cryptocurrency mining may adversely
affect our reputation and, consequently, our stock price; particularly in the eyes of some of our investors who may be more
interested in our non- crypto operations as a holding company. Cryptocurrency mining has experienced negative media attention
surrounding its perceived high electricity use and environmental impact, which has adversely influenced public perception of the
industry as a whole. We believe these factors are overstated for the cryptocurrency mining industry because of the informational
disparity between cryptocurrency mining and other energy intensive industries. Cryptocurrency miners (particularly Bitcoin
miners) have freely and publicly disclosed their energy consumption statistics because electricity usage, and the associated
utility fees, is a cost of production. As increasing numbers of publicly traded cryptocurrency miners enter the market, more data,
reliably disclosed in compliance with generally accepted accounting principles in the United States of America (“ GAAP )
, has become available; however, such data has not been made as readily available for competitive payment systems and fiat
currencies. Nevertheless, this negative media attention and public perception may materially and adversely affect our reputation
and, consequently, our stock price, particularly in the eyes of our investors who are more interested in our non- crypto
operations as a holding company. As a single company within the broader cryptocurrency industry, we are likely incapable of
effectively countering this negative media attention and affecting public perception. Therefore, we may not be able to adequately
respond to these external pressures, which may cause a significant decline in the price of our common stock. 58 Banks and
financial institutions may not provide banking services, or may cut off services, to businesses like us that engage in
cryptocurrency- related activities. A number of companies that engage in Bitcoin and / or other cryptocurrency- related activities
have been unable to find banks or financial institutions that are willing to provide them with bank accounts and other services.
Similarly, a number of companies and individuals or businesses associated with cryptocurrencies may have had and may
continue to have their existing bank accounts closed or services discontinued with financial institutions in response to
government action. The difficulty that many businesses that provide Bitcoin and / or derivatives on other cryptocurrency- related
activities have and may continue to have in finding banks and financial institutions willing to provide them services may be
decreasing the usefulness of cryptocurrencies as a payment system and harming public perception of cryptocurrencies, and could
decrease their usefulness and harm their public perception in the future. The usefulness of cryptocurrencies as a payment system
and the public perception of cryptocurrencies could be damaged if banks or financial institutions were to close the accounts of
businesses engaging in Bitcoin and / or other cryptocurrency- related activities. This could occur as a result of compliance risk,
cost, government regulation or public pressure. The risk applies to securities firms, clearance and settlement firms, national
securities exchanges and derivatives on commodities exchanges, the over- the- counter market, and the Depository Trust
Company (“ DTC ), which, if any of such entities adopts or implements similar policies, rules or regulations, could negatively
affect our relationships with financial institutions and impede our ability to convert cryptocurrencies to fiat currencies. Such
factors could have a material adverse effect on our ability to continue as a going concern or to monetize our mining efforts,
which could have a material adverse effect on our business, prospects or operations and harm investors. The price of
cryptocurrencies may be affected by the sale of such cryptocurrencies by other vehicles investing in cryptocurrencies or tracking
cryptocurrency markets. Such events could have a material adverse effect on our business, prospects or operations and
potentially the value of any Bitcoin we mine. The global market for cryptocurrency is characterized by supply constraints that
differ from those present in the markets for commodities or other assets such as gold and silver. The mathematical protocols
under which certain cryptocurrencies are mined permit the creation of a limited, predetermined amount of digital currency,
while others have no limit established on total supply. Increased numbers of miners and deployed mining power globally will
likely continue to increase the available supply of Bitcoin and other cryptocurrencies, which may depress their market price.
Further, large “ block sales ” involving significant numbers of Bitcoin following appreciation in the market price of Bitcoin may
also increase the supply of Bitcoin available on the market, which, without a corresponding increase in customer demand, may
cause its price to fall. Currently, the loss of customer demand is also accentuated by disruptions in the crypto assets market.
Additionally, to the extent that other vehicles investing in cryptocurrencies or tracking cryptocurrency markets form and come
to represent a significant proportion of the customer demand for cryptocurrencies, including the recent approval of Bitcoin
exchange traded funds, large redemptions of the securities of those vehicles and the subsequent sale of cryptocurrencies by
such vehicles could negatively affect cryptocurrency prices and therefore affect the value of the cryptocurrency inventory we
hold. Such events could have a material adverse effect on our business, prospects or operations and potentially the value of any
Bitcoin or other cryptocurrencies we may in the future mine. 560-Fariffs-The nature of our business requires the application
of complex financial accounting rules, and there is limited guidance from accounting standard setting bodies. If financial



accounting standards undergo significant changes, our operating results could be adversely affected. The accounting
rules and regulations that we must comply with are complex and subject to interpretation by the Financial Accounting
Standards Board (“ FASB ”), the SEC, and various bodies formed to promulgate and interpret appropriate accounting
principles. In addition, the accountlng policies of many companies are being subjected to heightened scrutiny by
regulators and the public, and we have nereased-eosts-received comments from the staff of digital-assetmining-equipment;
andnew-the SEC’ s Division of Corporation Finance Office of Crypto Assets (the “ Staff ) during fiscal year 2023
related to the accounting of er-our additienat-tariffs-er-Bitcoin- related operations, among other restrietions-on-things. A
change in the-these principles impert-ofequipmentneeessary-for-- or interpretations digital-asset-mintng-could have a
significant material-adversecffect on our reported financial results, and may even affect the reporting of transactions
completed before the announcement or effectiveness of a change. Recent actions and public comments from the FASB
and the SEC have focused on the integrity of financial reporting and internal controls. In addition, many companies’
accounting policies are being subject to heightened scrutiny by regulators and the public. Further, there have been
limited precedents for the financial accounting of crypto assets and related valuation and revenue recognition. As such,
there remains significant uncertainty on how companies can account for crypto asset transactions, crypto assets, and
related revenue. Uncertainties in or changes to in regulatory or financial accounting standards, particularly as they
relate to the Company, the financial accounting of our Bitcoin- related operations, and the SEC comments we have
received in respect of such matters, could result in the need to changing our accounting methods and restate our
financial statements and impair our ability to provide timely and accurate financial information, which could adversely
affect our financial statements, result in a loss of investor confidence, and more generally impact our business, operating
results, and financial condition . Recent additional FASB and additional guidance may also impact our business, including
our accounting policies and procedures. In addition, receipt of SEC comments as a results-— result of the limited
precedent set for financial accounting of digital assets may impact or delay our ability to register certain securities and
our ability to access capital markets needed to fund our ongoing growth and opcmuons Equipmentneeessary-59 Since
there has been a hmlted precedent set for ﬁnanclal accountlng of dmml asset-assets mﬂﬁﬁg— 1nclud1ng Bltcom, it is

aeee&ntrng—fer—Bﬁeﬁrn—&ﬂd-et-her—dig&tal—a&sets—and related revenue recognition and no official guidance has yet been prov 1dui by
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may in the future be required to account for eryptocurrency digitat-asset-transactions and assets and related revenue
recognition. A change in regulatory or financial accounting standards or interpretations by the SEC, particularly as they
relate to the Company and the financial accountlng of our B1tc01n related operatlons, eould result in changes in our
accounting and the necessity to o e 8
reventes-and-assets-and-restate &ny—our manudl statements pfedtteed—bas-ed-eﬂ— In addltlon, these= the met-he&s—accountlng
policies of many companies are being subjected to heightened scrutiny by regulators and the public, and we have
received comments from the Staff during fiscal year 2023 related to the accounting of our Bitcoin- related operations .
Such arestatement-continued uncertainty with regard to financial accounting matters, particularly as they relate to the
Company, the financial accounting of our bitcoin- related operations and the SEC comments we have received in respect
of such matters, could adverselty-affeetnegatively impact our business, prospects, financial condition and results of operations
and our ability to raise capital. In addition, receipt of SEC comments may impact or delay our ability to register certain
securities and our ability to access capital markets needed to fund our ongoing growth and operations. Risks Related to
Our Bitcoin Operations — Operational and Financial Our results of operations are expected to be impacted by fluctuations in the
price of Bitcoin because a significant portion of our revenue is expected to come from Bitcoin mining production. The price of
Bitcoin has experienced significant fluctuations over its relativ ely shon existence and may continue to ]uelualc &1(*111[1u1mly in
the future. Bitcoin prices ranged from approximately $ pe 6-per-e
Beeember3H2624t0-$-10, 548 per coin as of December 31 2()22 t0 —Wl-t-h—a—hlgh—e—ﬁ% 68—42 —7-99—280 p01 coin as 0fDecember
31, 2023, with a high of $ 44, 705 per coin and a low of § 28-16 , $84-521 per coin during 26242023 , according to Coin
Market Cap. fl"—he—ﬂ-uetua-t-teﬁ—&tmg—Durlng the first three months of %92—2—2024 Bltcom prlces have 1amui between—a—as
low as $ 38, 522 and as high ef-as § 48-73 , 75 W ; ap
2023-2024 | the price of Bitcoin was approximately $ 36-70 , 486-500 . We CX])LL[ our results ()l opcumons to u)ntmue to be
affected by the Bitcoin price as a significant portion of our revenue is expected to come from Bitcoin mining production. Any
future significant reductions in the price of Bitcoin will likely have a material and adverse effect on our results of operations and
financial condition. We cannot assure you that the Bitcoin price will remain high enough to sustain our operations or that the
price of Bitcoin will not decline significantly in the future. Further, fluctuations in the Bileoin price can have an immediate
impact on the trading price of our shares even before our financial performance is affected, if at all. Various factors, mostly




beyond our control, could impact the Bitcoin price. For example, the usage of Bitcoins in the retail and commercial marketplace
is relatively low in comparison with the usage for speculation, which contributes to Bitcoin’ s price volatility. Additionally, the
reward for Bitcoin mining will decline over time, with the most recent halving event having occurred in May 2020 and the next
one expected to occur in April 2024, which may further contribute to Bitcoin price volatility. Risk Related-related to
Feehnotogieal-technological Advaneements-advancements and Obseleseenee-obsolescence of Current-current Biteotr-bitcoin
Mining-mining Equipmentequipment . Our operations are exposed to the risk of rapid technologlcal advancements in the
development and production of Bitcoin mining equipment, which could render our existing mining infrastructure obsolete and
adversely impact our financial performance. 5+The Bitcoin mining industry is characterized by rapid technological change, with
companies continually developing and deploying new mining equipment and techniques to enhance computational efficiency
and reduce energy consumption. These advancements may outpace our ability to adapt, maintain, and upgrade our mining
equipment, thereby negatively affecting our competitive position and operational efficiency. As a result, we may be required to
make significant capital investments to acquire and implement new technology to maintain our competitiveness. 60 If we are
unable to anticipate or adapt to such advancements, or if we fail to allocate our resources efficiently, we may be forced to rely
on outdated equipment that becomes increasingly inefficient and expensive to maintain. Moreover, the emergence of more
advanced mining technologies could lead to an increase in the overall mining difficulty, further reducing the effectiveness of our
existing equipment and diminishing our mining rewards. Additionally, there is a risk that our competitors, who may have greater
financial resources and flexibility, will be better positioned to adopt emerging technologies and gain a competitive advantage.
This could result in a decline in our market share, revenue, and profitability. Inability to manage these risks could have a
material adverse effect on our business, financial condition, and operating results. Because of our focus on Bitcoin mining, the
trading price of shares of our common stock may increase or decrease with the trading price of Bitcoin, which subjects investors
to pricing risks, including “ bubble ” type risks, and volatility. The trading prices of our common stock may at times be tied to
the trading prices of Bitcoin. Specifically, we may experience adverse effects on our stock price when the value of Bitcoin
drops. Furthermore, if the market for Bitcoin mine operators’ shares or the stock market in general experiences a loss of investor
confidence, the trading price of our stock could decline for reasons unrelated to our business, operating results or financial
condition. The trading price of our common stock could be subject to arbitrary pricing factors that are not necessarily associated
with traditional factors that influence stock prices or the value of non- cryptocurrency assets such as revenue, cash flows,
profitability, growth prospects or business activity since the value and price, as determined by the investing public, may be
influenced by uncertain contingencies such as future anticipated adoption or appreciation in value of cryptocurrencies or
blockchains generally, and other factors over which we have little or no influence or control. Bitcoin and other cryptocurrency
market prices, which have historically been volatile and are impacted by a variety of factors, are determined primarily using
data from various exchanges, over- the- counter markets and derivative platforms. Furthermore, such prices may be subject to
factors such as those that impact commodities, more so than business activities, which could be affected by additional influence
from fraudulent or illegitimate actors, real or perceived scarcity, and political, economic, regulatory or other conditions. Pricing
may be the result of, and may continue to result in, speculation regarding future appreciation in the value of cryptocurrencies, or
our share price, making their market prices more volatile or creating ““ bubble ™ type risks for the trading price of Bitcoin. The
price of Bitcoin has experienced significant fluctuations over its relatively short existence and may continue to fluctuate
significantly in the future. For example, the price of Bitcoin priees-ranged from approximately $ 29-17 , 862-pereoin-000 to
approx1mately $ 44 000 during 2023 and was approx1mately $ 70, 500 as of BeeeﬂabeH-I—Apnl 10, %929—2024 a-nd—$—46—

48—98—746—&—%0%—15—68—3— accordlng to C01n Market Cap There can be no assurance that s1m11ar fluctuatlons in the tradlng
price of Bitcoin will not occur in 2023-2024 and in the future. Accordingly, since our revenue will depend in part on the price of
Bitcoin, and the trading price of our securities may therefore at times be connected to the trading price of Bitcoin, if the trading
price of Bitcoin again experiences a significant decline, we could experience a similar decline in revenue and / or in the trading
price for shares of our common stock. If this occurs, you may lose some or all of your investment. 52-Our future success will
depend in farge-part upon the value of Bitcoin. The value of Bitcoin may be subject to pricing risk and has historically been
subject to wide swings. Our operating results from this sector will depend in Jarge-part upon the value of Bitcoin because it is
the sole digital asset we currently mine. Specifically, our revenues from our Bitcoin mining operations are principally based
upon two factors: the number of Bitcoin rewards we successfully mine and the value of Bitcoin. We also receive transaction
fees pald in Bitcoin by partlclpants who initiated transactlons ass001ated w1th new blocks that we mine. I-ﬁ—add-rt—teﬁ—euf

et-her—assets—Our strategy currently focuses prlmarlly on Bltcom (as opposed to other digital assets) Further, our miners are
principally utilized for mining Bitcoin and cannot mine other digital assets ;saeh-asEFH;-that are not mined utilizing the

SHA- 256 algorithm. ” If other digital assets were to achieve acceptance at the expense of Bitcoin, causing the value of Bitcoin
to decline, or if Bitcoin were to switch its proof of work algorithm from SHA- 256 to another algorithm for which our miners are
not specialized, or the value of Bitcoin were to decline for other reasons, particularly if such decline were significant or over an
extended period of time, our operating results would be adversely affected, and there could be a material adverse effect on our
ability to continue as a going concern or to pursue our business strategy at all, which could have a material adverse effect on our
business, prospects or operations, and harm investors. 61 Bitcoin and other cryptocurrency market prices, which have



historically been volatile and are impacted by a variety of factors are determined primarily using data from various exchanges,
over- the- counter markets and derivative platforms. Such prices may be subject to factors such as those that impact
commodities, more so than business activities, which could be subject to additional influence from fraudulent or illegitimate
actors, real or perceived scarcity, and political, economic, regulatory or other conditions. Pricing may be the result of, and may
continue to result in, speculation regarding future appreciation in the value of digital assets, or our share price, inflating and
maklng thelr malket prlcei more Volatlle or creating “ bubble ” type risks f01 both Bitcoin and our shares of common Stock We

y y 5 y We-may be unable to raise addmonal Capltal
needed to grow our Bitcoin mining bu%lnei% We have operated and expect to continue to operate at a loss as we continue to
establish our business model and as Bitcoin prices continue to experience significant volatility betow-or-deetine-further-. [n
addition, we expect to need to raise additional capital to fund our working capital requirements, expand our operations, pursue
our growth strategy and to respond to competitive pressures or working capital requirements. We may not be able to obtain
additional debt or equity financing on favorable terms, if at all, which could impair our growth and adversely affect our existing
operations. The global economy, including credit and financial markets, has recently experienced extreme volatility and
disruptions, including diminished credit availability, rising interest and inflation rates, declines in consumer confidence, declines
in economic growth, increases in unemployment rates and uncertainty about economic stability. Such macroeconomic
conditions could also make it more difficult for us to incur additional debt or obtain equity financing. If we raise additional
equity financing, our stockholders may experience significant dilution of their ownership interests, and the per share value of our
common stock could decline. Further, if we engage in additional debt financing, the holders of debt likely would have priority
over the holders of our common stock on order of payment preference. We may be required to accept terms that restrict our
ability to incur additional indebtedness, take other actions including accepting terms that require us to maintain specified
liquidity or other ratios that could otherwise not be in the interests of our stockholders. Further, the crypto assets industry has
been negatively impacted by recent events such as the bankruptcies of Celsius Network, Voyager Digital, BlockFi, FTX and
Genesis Global. In response to these events, the digital asset markets, including the market for Bitcoin specifically, have
experienced extreme price volatility and several other entities in the digital asset industry have been, and may continue to be,
negatively affected, further undermining confidence in the digital assets markets and in Bitcoin. Increased credit pressures on
the cryptocurrency industry, such as banks, investors and other companies reducing or eliminating their exposure to the
cryptocurrency industry through lending, have had and may continue to have a material impact on our business. In light of
conditions impacting our industry, it may be more difficult for us to obtain equity or debt financing in the future. The emergence
of competing blockchain platforms or technologies may harm our business as presently conducted by preventing us from
realizing the anticipated profits from our investments and forcing us to expend additional capital in an effort to adapt. If
blockchain platforms or technologies which compete with Bitcoin and its blockchain, including competing cryptocurrencies
which our miners may not be able to mine, such as cryptocurrencies being developed or that may be developed by popular
social media platforms, online retailers, or government sponsored cryptocurrencies, consumers may use such alternative
platforms or technologies. If that were to occur, we would face difficulty adapting to such emergent digital ledgers, blockchains,



or alternative platforms, cryptocurrencies or other digital assets. This may adversely affect us by preventing us from realizing the
anticipated profits from our investments and forcing us to expend additional capital in an effort to adapt. Further, to the extent
we cannot adapt, be it due to our specialized miners or otherwise, we could be forced to cease our mining or other
cryptocurrency- related operations. Such circumstances would have a material adverse effect on our business, and in turn your
investment in our securities. There is a risk that some or all of the Bitcoin we hold could be lost or stolen. There is a risk that
some or all of the Bitcoin we hold could be lost or stolen. In general, cryptocurrencies are stored in cryptocurrency sites
commonly referred to as *“ wallets ”” by holders of cryptocurrencies which may be accessed to exchange a holder’ s
cryptocurrency assets. Access to our Bitcoin could also be restricted by cybercrime (such as a denial of service attack). While we
have planto-take-taken steps to attempt to secure the Bitcoin we hold, there can be no assurance our efforts to protect our
cryptocurrencies will be successful. Hackers or malicious actors may launch attacks to steal, compromise or secure
cryptocurrencies, such as by attacking the cryptocurrency network source code, exchange miners, third- party platforms, cold
and hot storage locations or software, or by other means. Any of these events may adversely affect our operations and,
consequently, our ability to generate revenue and become profitable. The loss or destruction of a private key required to access
our digital wallets may be irreversible and we may be denied access for all time to our Bitcoin holdings. Our loss of access to
our private keys or our experience of a data loss relating to our digital wallets could adversely affect our business. 54-62
Cryptocurrencies are controllable only by the possessor of both the unique public and private keys relating to the local or online
digital wallet in which they are held, which wallet’ s public key or address is reflected in the network’ s public blockchain. We
will be required to publish the public key relating to digital wallets in use when we verify the receipt of transfers and disseminate
such information into the network, but we will need to safeguard the private keys relating to such digital wallets. To the extent
such private keys are lost, destroyed or otherwise compromised, we will be unable to access our Bitcoin rewards and such
private keys may not be capable of being restored by any network. Any loss of private keys relating to digital wallets used to
store our mined Bitcoin could have a material adverse effect on our results of operations and ability to continue as a going
concern, which could have a material adverse effect on our business, prospects or operations and potentially the value of any
Bitcoin we mine. For example, the New York Times reported in January 2021 that about 20 % of existing Bitcoin appears to be
“lost ” due to password issues. We rely on one or more third parties for depositing, storing and withdrawing the Bitcoin we
receive, which could result in a loss of assets, disputes and other liabilities or risks which could adversely impact our business.
We currently use a custodial wallet to store the Bitcoin we receive. In order to own, transfer and use Bitcoin on the blockchain
network, we must have a private and public key pair associated with a network address, commonly referred to as a *“ wallet.
Each wallet is associated with a unique “ public key ” and “ private key ” pair, each of which is a string of alphanumerical
characters. To deposit Bitcoin into our digital wallet, we must direct the transaction to the public key of a wallet that our Gemini
custodial account controls and provides to us, and broadcast the deposit transaction onto the underlying blockchain network. To
withdraw Bitcoin from our custodial account, an assigned account representative must initiate the transaction from our custodial
account, then an approver must approve the transaction. Once the custodian has verified that the request is valid and who the
recipient is through Know Your Customer / Anti- Money Laundering protocols, the custodian then “ signs ” a transaction
authorizing the transfer. In addition, some cryptocurrency networks require additional information to be provided in connection
with any transfer of cryptocurrency such as Bitcoin. A number of errors or other adverse events can occur in the process of
depositing, storing or withdrawing Bitcoin into or from our custodial account, such as typos, mistakes or the failure to include
the information required by the blockchain network. For instance, a user may incorrectly enter our wallet’ s public key or the
desired recipient’ s public key when depositing and withdrawing Bitcoin. Additionally, our reliance on third parties such as
Gemini and the maintenance of keys to access and utilize our digital wallet will expose us to enhanced cybersecurity risks from
unauthorized third parties employing illicit operations such as hacking, phishing and social engineering, notwithstanding the
security systems and safeguards employed by us and others. Cyberattacks upon systems across a variety of industries, including
the cryptocurrency industry, are increasing in frequency, persistence and sophistication and, in many cases, are being conducted
by sophisticated, well- funded, and organized groups and individuals. For example, attacks may be designed to deceive
employees and service providers into releasing control of the systems on which we depend to a hacker, while others may aim to
introduce computer viruses or malware into such systems with a view to stealing confidential or proprietary data. These attacks
may occur on our digital wallet or the systems of our third- party service providers or partners, which could result in asset losses
and other adverse consequences. Insurance held by third parties may not cover related losses. Alternatively, we may
inadvertently transfer Bitcoin to a wallet address that we do not own, control or hold the private keys to. In addition, a Bitcoin
wallet address can only be used to send and receive Bitcoin, and if the Bitcoin is inadvertently sent to an Ethereum or other
cryptocurrency wallet address, or if any of the foregoing errors occur, all of the Bitcoin will be permanently and irretrievably
lost with no means of recovery. Such incidents could result in asset loss or disputes, any of which could materially and adversely
affect our business. If a malicious actor or botnet obtains control of more than 50 % of the processing power on a cryptocurrency
network, such actor or botnet could manipulate blockchains to adversely affect us, which would adversely affect an investment
in our company and our ability to operate. If a malicious actor or botnet (a volunteer or hacked collection of computers
controlled by networked software coordinating the actions of the computers) obtains a majority of the processing power
dedicated to mining a cryptocurrency, it may be able to alter blockchains on which transactions of cryptocurrency reside and rely
by constructing fraudulent blocks or preventing certain transactions from completing in a timely manner, or at all. The malicious
actor or botnet could control, exclude or modify the ordering of transactions, though it could not generate new units or
transactions using such control. The malicious actor could ““ double- spend ” its own cryptocurrency (i. e., spend the same
Bitcoin in more than one transaction) and prevent the confirmation of other users’ transactions for as long as it maintained
control. To the extent that such malicious actor or botnet does not yield its control of the processing power on the network or the
cryptocurrency community does not reject the fraudulent blocks as malicious, reversing any changes made to blockchains may



not be possible. The foregoing description is not the only means by which the entirety of blockchains or cryptocurrencies may
be compromised but is only an example. $5-63 Although we are unaware of any reports of malicious activity or control of
blockchains achieved through controlling over 50 % of the processing power on the network, it is believed that certain mining
pools may have exceeded the 50 % threshold in Bitcoin. The possible crossing of the 50 % threshold indicates a greater risk that
a single mining pool could exert authority over the validation of Bitcoin transactions. To the extent that the Bitcoin community,
and the administrators of mining pools, do not act to ensure greater decentralization of Bitcoin mining processing power, the
feasibility of a botnet or malicious actor obtaining control of the blockchain’ s processing power will increase, because such
botnet or malicious actor could more readily infiltrate and seize control over the blockchain by compromising a single mining
pool, if the mining pool compromises more than 50 % of the mining power on the blockchain, than it could if the mining pool
had a smaller share of the blockchain’ s total hashing power. Conversely, if the blockchain remains decentralized it is inherently
more difficult for the botnet or malicious actor to aggregate enough processing power to gain control of the blockchain. If this
were to occur, the public may lose confidence in the Bitcoin blockchain, and blockchain technology more generally. This would
likely have a material and adverse effect on the price of Bitcoin, which could have a material adverse effect on our business,
financial results and operations, and harm investors. Qur reliance on a third- party mining pool service provider for our
mining revenue payouts may have a negative impact on our operations such as a result of cyber- attacks against the
mining pool operator and / or our limited recourse against the mining pool operator with respect to rewards paid to us.
We receive crypto asset mining rewards from our mining activity through a third- party mining pool operator. Mining
pools allow miners to combine their processing power, increasing their chances of solving a block and getting paid by the
network. The rewards are distributed by the pool operator, proportionally to our contribution to the pool’ s overall
mining power, used to generate each block. Should the pool operator’ s system suffer downtime due to a cyber- attack,
software malfunction or other similar issues, it will negatively impact our ability to mine and receive revenue.
Furthermore, we are dependent on the accuracy of the mining pool operator’ s record keeping to accurately record the
total processing power provided to the pool for a given Bitcoin mining application in order to assess the proportion of
that total processing power we provided. While we have internal methods of tracking both our power provided and the
total used by the pool, the mining pool operator uses its own recordkeeping to determine our proportion of a given
reward. We have little means of recourse against the mining pool operator if we determine the proportion of the reward
paid out to us by the mining pool operator is incorrect, other than leaving the pool. If we are unable to consistently
obtain accurate proportionate rewards from our mining pool operators, we may experience reduced reward for our
efforts, which would have an adverse effect on our business and operations. Crypto assets may have concentrated
ownership and large sales or distributions by holders of such crypto assets could have an adverse effect on the market
price of such crypto asset. As of December 31, 2023, the largest 111 and 2, 103 Bitcoin wallets held approximately 15 %
and 44 %, respectively, of the Bitcoin in circulation. Moreover, it is possible that other persons or entities control
multiple wallets that collectively hold a significant number of Bitcoins, even if they individually only hold a small
amount, and it is possible that some of these wallets are controlled by the same person or entity. Similar or more
concentrated levels of concentrated ownership may exist for other crypto assets as well. As a result of this concentration
of ownership, large sales or distributions by such holders could have an adverse effect on the market price of Bitcoin and
other crypto assets. Risks Related to Our Bitcoin Operations — Legal and Regulatory We are subject to a highly evolving
regulatory landscape and any adverse changes to, or our failure to comply with, any laws and regulations could adversely affect
our business, prospects or operations. Our business is subject to extensive laws, rules, regulations, policies and legal and
regulatory guidance, including those governing securities, commodities, crypto asset custody, exchange and transfer, data
governance, data protection, cybersecurity and tax. Many of these legal and regulatory regimes were adopted prior to the advent
of the Internet, mobile technologies, crypto assets and related technologies. As a result, they do not contemplate or address
unique issues associated with the crypto economy, are subject to significant uncertainty, and vary widely across U. S. federal,
state and local and international jurisdictions. These legal and regulatory regimes, including the laws, rules and regulations
thereunder, evolve frequently and may be modified, interpreted and applied in an inconsistent manner from one jurisdiction to
another, and may conflict with one another. Moreover, the complexity and evolving nature of our business and the significant
uncertainty surrounding the regulation of the crypto economy requires us to exercise our judgement as to whether certain laws,
rules and regulations apply to us, and it is possible that governmental bodies and regulators may disagree with our conclusions.
To the extent we have not complied with such laws, rules and regulations, we could be subject to significant fines and other
regulatory consequences, which could adversely affect our business, prospects or operations. As Bitcoin has grown in popularity
and in market size, the Federal Reserve Board, U. S. Congress and certain U. S. agencies (e. g., the CFTC, SEC, the-Finanetal
Erimes-Enforeement Network(~FinCEN 2and the FBI Federal Bureanofdnvestigation-) have begun to examine the
operations of the Bitcoin network, Bitcoin users and the Bitcoin exchange market. Regulatory developments and / or our
business activities may require us to comply with certain regulatory regimes. For example, to the extent that our activities cause
us to be deemed a money service business under the regulations promulgated by FinCEN under the authority of the BSA -5
BanlSeereeyAet, we may be required to comply with FinCEN regulations, including those that would mandate us to
implement certain anti- money laundering programs, make certain reports to FinCEN and maintain certain records. 64 On
November 23, 2022, the governor of New York signed into law a two = year moratorium on new or renewed permits for certain
electricity- generating facilities that use fossil fuel and provide energy for proof- of- work digital asset mining operations. While
this action does not directly impact our current operations, as our power generation plans are currently located in Michigan and
we have no plans to establish any facilities in New York, it may be the beginning of a new wave of climate change regulations
aimed at preventing or reducing the growth of Bitcoin mining in jurisdictions in the United States, including potentially
jurisdictions in which we now operate or may in the future operate. The above- described developments could also demonstrate



the beginning of a regional or global regulatory trend in response to environmental and energy preservation or other concerns
surrounding crypto assets, and similar action in a jurisdiction in which we operate or in general could have a devastating effect
on our operations. If further regulation follows, it is possible that the Bitcoin mining industry may not be able to adjust to a
sudden and dramatic overhaul to our ability to deploy energy towards the operation of mining equipment. We are not currently
aware of any legislation in Michigan being a near- term possibility. If further regulatory action is taken by various governmental
entities, our business may suffer and investors in our securities may lose part or all of their investment. We cannot quantify the
effects of this regulatory action on our industry as a whole. If further regulation follows, it is possible that our industry may not
be able to cope with the sudden and extreme loss of mining power. Because we are unable to influence or predict future
regulatory actions taken by governments in China, the United States, or elsewhere, we may have little opportunity or ability to
respond to rapidly evolving regulatory positions which may have a materially adverse effect on our industry and, therefore, our
business and results of operations. 56-Ongoing and future regulatory actions may impact our ability to continue to operate, and
such actions could affect our ability to continue as a going concern or to pursue our strategy at all, which could have a material
adverse effect on our business, prospects or operations. The crypto economy is novel and has little to no access to policymakers
or lobbying organizations, which may harm our ability to effectively react to proposed legislation and regulation of crypto assets
or crypto asset platforms adverse to our business. As crypto assets have grown in both popularity and market size, various U. S.
federal, state and local and foreign governmental organizations, consumer agencies and public advocacy groups have been
examining the operations of crypto networks, users and platforms, with a focus on how crypto assets can be used to launder the
proceeds of illegal activities, fund criminal or terrorist enterprises, and the safety and soundness of platforms and other service
providers that hold crypto assets for users. Many of these entities have called for heightened regulatory oversight, and have
issued consumer advisories describing the risks posed by crypto assets to users and investors. For instance, in July 2019, then-
U. S. Treasury Secretary Steven Mnuchin stated that he had *“ very serious concerns ” about crypto assets. In recent months,
members of Congress have made inquiries into the regulation of crypto assets, and Gary Gensler, Chair of the Commission-SEC
, has made public statements regarding increased regulatory oversight of crypto assets. Outside the United States, several
jurisdictions have banned so- called initial coin offerings, such as China and South Korea, while Canada, Singapore, Hong
Kong, have opined that token offerings may constitute securities offerings subject to local securities regulations. In July 2019,
the United Kingdom’ s Financial Conduct Authority proposed rules to address harm to retail customers arising from the sale of
derivatives and exchange- traded notes that reference certain types of crypto assets, contending that they are “ ill- suited ” to
retail investors due to extreme volatility, valuation challenges and association with financial crimes. In May 2021, the Chinese
government called for a crackdown on Bitcoin mining and trading, and in September 2021, Chinese regulators instituted a
blanket ban on all crypto mining and transactions, including overseas crypto exchange services taking place in China, effectively
making all crypto- related activities illegal in China. In January 2022, the Central Bank of Russia called for a ban on
cryptocurrency activities ranging from mining to trading, and on March 8, 2022, President Biden announced an executive order
on cryptocurrencies which seeks to establish a unified federal regulatory regime for currencies. The crypto economy is novel
and has little to no access to policymakers and lobbying organizations in many jurisdictions. Competitors from other, more
established industries, including traditional financial services, may have greater access to lobbyists or governmental officials,
and regulators that are concerned about the potential for crypto assets for illicit usage may affect statutory and regulatory
changes with minimal or discounted inputs from the crypto economy. As a result, new laws and regulations may be proposed
and adopted in the United States and internationally, or existing laws and regulations may be interpreted in new ways, that harm
the crypto economy or crypto asset platforms, which could adversely impact our business. 65 Pending regulation related to
electricity consumption by mining companies may impact our resaitresults of eperatiorroperations . On September 16, 2022,
the U. S. Department of the Treasury (“ Treasury ), the Department of Justice (the “ DOJ ), and other U. S. government
agencies released eight reports (the *“ Reports ), including Action Plan to Address Illicit Financial Risks of Digital Assets issued
by Treasury, Crypto- Assets: Implications for Consumers, Investors and Businesses issued by Treasury, The Future of Money
and Payments issued by Treasury, Climate and Energy Implications of Crypto- Assets in the United States issued by the White
House, Policy Objectives for a U. S. Central Bank Digital Currency System issued by the White House, Technical Evaluation
for a U. S. Central Bank Digital Currency System issued by the White House, The Role of Law Enforcement in Directing,
Investigating, and Prosecuting Criminal Activity Related to Digital Assets issued by the DOJ, and Responsible Advancement of
US Competitiveness in Digital Assets issued by the U. S. Department of Commerce. The Reports were issued in response to
White House Executive Order 14067 on Ensuring Responsible Development of Digital Assets, which calls for a whole- of-
government alignment of the federal government’ s approach to digital assets. In December 2022, Senator Edward J. Markey,
Chair of the Senate Environment and Public Works Subcommittee on Clean Air, Climate, and Nuclear Safety, and
Representative Jared Huffman Senate introduced the Crypto- Asset Environmental Transparency Act. The legislation would
require the Environmental Protection Agency to conduct a comprehensive impact study of U. S. crypto mining activity and
require the reporting of greenhouse gas emissions from crypto mining operations that consume more than 5 megawatts of
power. If the bill is passed by both the Senate and the House and signed into law, mining facilities may be required to report
greenhouse gas emissions and to obtain permits and the price to rent mining facilities may increase. If the price iterease
increases significantly and if we are not able to find alternative facilities with reasonable prtee-prices acceptable to us, our
operation will be disrupted and our results of operation will be negatively impaetimpacted . 57-A particular digital asset” s
status as a “ security ” in any relevant Jurlsdlctlon is subject toa hlgh degree Of uncertalnty and lf a regulator disagrees with
our characterization of a digital asset, we didn 0P et s-we-may beeome-be
subject to regulatory scrutiny, investigations, fines, and et-her—penaltles Wthh may adversely affect our busmess operating
results and financial condition. A-Furthermore, a determmatlon that Bitcoin or any other digital asset that we own or mine
is a “ security ” may adversely affect the value of Bitcoin and our business. The SEC and its staff have taken the position that




certain digital assets fall within the definition of a *“ security ” under the U. S. federal securities laws. The legal test for
determining whether any given digital asset is a security , as described below, is a highly complex, fact- driven analysis that
may evolve over time, and the outcome is difficult to predict . Our determination that the digital assets we hold are not
securities is a risk- based assessment and not a legal standard or one binding on regulators. The SEC generally does not provide
advance guidance or confirmation on the status of any particular digital asset as a security. Furthermore, the SEC’ s views in
this area have evolved over time and it is difficult to predict the direction or timing of any continuing evolution. It is also
possible that a change in the governing administration or the appointment of new SEC commissioners could substantially
impact the views of the SEC and its staff. Public statements made by senior officials at the SEC indicate that the SEC does not
intend to take the posmon that Bltcom isa secunty (as currently offered and sold +—in-this-eontext-it-should-benoted-that-we

y a gs-). However, such statements are not official policy statements by the
SE( and reflect only the speakels views, which are not binding on the SEC or any other agency or court and cannot be
generalized to any other digital asset. As of Aprit——20623-the date of this Annual Report , with the exception of certain
centrally issued digital assets that have received “ no- action ” letters from the SEC staff, Bitcoin and Ethereum s-ether-are the
only digital assets which senior officials at the SEC have publicly stated are unlikely to be considered securities. As a Bitcoin
mining company, we do not believe we are an issuer of any “ securities ” as defined under the B—S—federal securities laws. Our
internal process for determining whether the digital assets we hold or plan to hold is based upon the public statements of the
SEC and existing case law. Adtheugh-The digital assets we hold or plan to hold, the-other than Bitcoin, may have been
created by an issuer as an investment contract under the Howey test, SEC >s-Strategie-Hub-v. Howey Co., 328 U. S. 293
(1946), and may be deemed to be securities by the SEC. However, the Company was not the issuer that created these
digital assets and is holding them on an interim basis until liquidated. Should the SEC state that Bitcoin, or other digital
assets we hold should be deemed to be securltles, we may no longer be able to hold any of these digital assets. It will then
likely become difficult or impossible for Ianov ptib amework-such digital asset to be
traded, cleared for-—- or aﬂa-}yzmg—whet-heeaﬂﬂyhgwe&custodled in the Unlted States through the same channels used by
non- security digital assets, which in addition to materially and adversely affecting the trading value of the digital asset is
aseeurity-tn-Apri-26+9-likely to cause substantial volatility and significantly impact its liquidity and market participants’
ability to convert the digital asset into U. S. dollars. Our inability to exchange Bitcoin for fiat or other digital assets (and
vice versa) to administer our treasury management objectives may decrease our earnings potential and have an adverse
impact on our business and financial condition. 66 Under the Investment Company Act , thisframework-a company may
fall within the definition of an investment company under section 3 (c) (1) (A) thereof if it is or holds itself out as being
engaged primarily, or proposes to engage primarily in the business of investing, reinvesting or trading in securities, or
under section 3 (a) (1) (C) thereof if it is engaged or proposes to engage in business of investing, reinvesting, owning,
holding, or trading in securities, and owns or proposes to acquire *“ investment securities ” (as defined therein) having a
value exceeding 40 % of its total assets (exclusive of government securities and cash items) on an unconsolidated basis.
There is no authoritative law, rule or binding guidance published by the SEC regarding the status of digital assets as «
securities ” or “ investment securities ” under the Investment Company Act. Although we believe that we are not
engaged in the business arule;regulationorstatementof investing, reinvesting, or trading in investment securities, and we
do not hold ourselves out as being primarily engaged, or proposing to engage primarily, in the business of investing,
reinvesting or trading in securities, to the extent the digital assets which we mine, own, or otherwise acquire may be
deemed “ securities ” or “ investment securities ” by the SEC or a court of competent jurisdiction, we may meet the
definition of and-- an investment company. If we fall within the definition of an investment company under the
Investment Company Act, we would be required to register with the SEC. If an investment company fails to register, it
likely would have to stop doing almost all business, and is-its contracts would become voidable. Generally speaking, non-
U. S. issuers may not binding-on-the-register as an investment company without an SEC order . The classification of a
digital asset as a security under applicable law has wide- ranging implications for the regulatory obligations that flow from the
offer-mining , sale s-and trading and-elearing-of such assets. For example, a digital asset that is a security in the United States
may generally only be offered or sold in the United States pursuant to a registration statement filed with the SEC or in an
offering that qualifies for an exemption from registration. Persons that eﬁeet transaetlons in digital assets that are securities in
the Unlted States may be subjeet to leustratlon with the SE( as a “ broker ” or “ dealer.”’ -P-}at-fefms—t-ha-t—bﬂﬁg—tegethef

characterize any given dlUltal asset asa seumty or non- security for purposes of detelmmnm > which digital assets to mine, hold
and trade, or that the SEC, or a court, if the question was presented to it, would agree with our assessment. We could be subject
to judicial or administrative sanctions for failing to offer or sell digital assets in compliance with the registration requirements, or
for acting as a broker or dealer without appropriate registration. Such an action could result in injunctions, cease and desist
orders, as well as civil monetary penalties, fines, and disgorgement, criminal liability, and reputational harm. For instance, all



transactions in such supported digital asset would have to be registered with the SEC, or conducted in accordance with an
exemption from registration, which could severely limit its liquidity, usability and transactability. Further, it could draw
negative publicity and a decline in the general acceptance of the digital asset. Also, it may make it difficult for such digital asset
to be traded, cleared , and custodied as compared to other digital assets that are not considered to be securities . If the SEC or
another regulatory body considers Bitcoin to be a security under U. S. securities laws, we may be required to comply
with significant SEC registration and / or other requirements. In general, novel or unique assets such as Bitcoin and
other digital assets may be classified as securities if they meet the definition of investment contracts under U. S. law. In
recent years, the offer and sale of digital assets other than Bitcoin, most notably Kik Interactive Inc.’ s Kin tokens and
Telegram Group Inc.” s TON tokens, have been deemed to be investment contracts by the SEC. While we believe that
Bitcoin is unlikely to be considered an investment contract, and thus a security under the investment contract definition,
we cannot provide any assurances that digital assets that we mine or otherwise acquire or hold for our own account,
including Bitcoin, will never be classified as securities under U. S. law. This would obligate us to comply with registration
and other requirements by the SEC and, therefore, cause us to incur significant, non- recurring expenses, thereby
materially and adversely impacting an investment in the Company . Several foreign jurisdictions have taken a broad- based
approach to classifying crypto assets as “ securities, ” while other foreign jurisdictions, such as Switzerland, Malta, and
Singapore, have adopted a narrower approach. As a result, certain crypto assets may be deemed to be a *“ security ” under the
laws of some jurisdictions but not others. Various foreign jurisdictions may, in the future, adopt additional laws, regulations, or
directives that affect the characterization of crypto assets as “ securities. ” If Bitcoin or any other supported crypto asset is
deemed to be a security under any U. S. federal, state, or foreign jurisdiction, or in a proceeding in a court of law or otherwise, it
may have adverse consequences for such supported crypto asset. For instance, all transactions in such supported crypto asset
would have to be registered with the SEC or other foreign authority, or conducted in accordance with an exemption from
registration, which could severely limit its liquidity, usability and transactability. Moreover, the networks on which such
supported crypto assets are utilized may be required to be regulated as securities intermediaries, and subject to applicable rules,
which could effectively render the network impracticable for its existing purposes. 58-Further, it could draw negative
publicity and a decline in the general acceptance of the crypto asset. Also, it may make it difficult for such supported
crypto asset to be traded, cleared, and custodied as compared to other crypto assets that are not considered to be
securities. 67 Current interpretations require the regulation of Bitcoin under the Commodity Exchange Act by the Commodity
Futures Trading Commission, and we may be required to register and comply with such regulations. Any disruption of our
operations in response to the changed regulatory circumstances may be at a time that is disadvantageous to our investors.
Current and future legislation, regulation by the Commodity Futures Trading Commission (the “ CFTC ) and other regulatory
developments, including interpretations released by a regulatory authority, may impact the manner in which Bitcoin and other
cryptocurrencies are treated for classification and clearing purposes. In particular, derivatives on these assets are not excluded
from the definition of “ commodity future ” by the CFTC. We cannot be certain as to how future regulatory developments will
impact the treatment of Bitcoin and other cryptocurrencies under the law. Bitcoin has been deemed to fall within the definition
of a commodity and, we may be required to register and comply with additional regulation under the Commodity Exchange Act,
including additional periodic report and disclosure standards and requirements. Moreover, we may be required to register as a
commodity pool operator and to register as a commodity pool with the CFTC through the National Futures Association. Such
additional registrations may result in extraordinary, non- recurring expenses, thereby materially and adversely impacting an
investment in us. If we determine not to comply with such additional regulatory and registration requirements, we may seek to
cease certain of our operations. Any such action may adversely affect an investment in us. Additionally, governments may
develop and deploy their own blockchain- based digital assets, which may have a material adverse impact on Bitcoin’ s price
and utility. Governmental action against digital assets and Bitcoin mining may have a materially adverse effect on the industry,
and could affect us if widely adopted. We and the cryptocurrencies on which our operations will depend are and could become
subject to bans and other regulations aimed at preventing what are perceived as some of the negative attributes of Bitcoin and
Bitcoin mining. For example, on September 24, 2021, China declared all transactions in and mining of cryptocurrencies,
including Bitcoin, illegal. While the ultimate long- term effect of this ban remains uncertain, it could significantly hinder our
prospects by limiting a large market for cryptocurrencies within a growing economy. In the hours following China’ s
announcement of the ban, the price of Bitcoin, which is tied to some extent to public perception of its future value as a form of
currency, dropped by nearly $ 4, 000. The ban followed piecemeal regulatory action within China against cryptocurrencies,
which was due in part to concerns about the potential for manipulative practices and excessive energy consumption. This could
demonstrate the beginning of a regional or global regulatory trend in response to these or other concerns surrounding
cryptocurrencies, and similar action in a jurisdiction in which we operate or in general could have devastating effects to our
operations. If further regulation follows, it is possible that our industry may not be able to adjust to a sudden and dramatic
overhaul to our ability to deploy energy towards the operation of mining equipment. Because we are unable to influence or
predict future regulatory actions taken by governments, we may face difficulty monitoring and responding to rapid regulatory
developments affecting Bitcoin mining, which may have a materially adverse effect on our industry and, therefore, our business
and results of operations. If further regulatory action is taken by governments in the U. S., our business may be materially
harmed, and you could lose some or all of your investment. The markets for Bitcoin and other cryptocurrencies and the existing
markets may be under- regulated and, as a result, the market price of Bitcoin may be subject to significant volatility or
manipulation, which could decrease consumer confidence in cryptocurrencies and have a materially adverse effect on our
business and results of operations. Cryptocurrencies that are represented and trade on a ledger- based platform and those who
hold them may not enjoy the same benefits as traditional securities available on trading markets and their investors. Stock
exchanges have listing requirements and vet issuers, requiring them to be subjected to rigorous listing standards and rules, and



monitor investors transacting on such platform for fraud and other improprieties. These conditions may not necessarily be
replicated on a distributed ledger platform, depending on the platform’ s controls and other policies. The more lax a distributed
ledger platform is about vetting issuers of cryptocurrency assets or users that transact on the platform, the higher the potential
risk for fraud or the manipulation of the ledger due to a control event. We believe that Bitcoin is not a security under federal and
state law. $9-Bitcoin and other cryptocurrency market prices have historically been volatile, are impacted by a variety of factors,
and are determined primarily using data from various exchanges, over- the- counter markets and derivative platforms.
Furthermore, such prices may be subject to factors such as those that impact commodities, more so than business activities,
which could be subjected to additional influence from fraudulent or illegitimate actors, real or perceived scarcity, and political,
economic, regulatory or other conditions. Pricing may be the result of, and may continue to result in, speculation regarding
future appreciation in the value of cryptocurrencies, or our share price, making their market prices more volatile or creating
bubble ” type risks for both Bitcoin and shares of our common stock. 68 These factors may inhibit consumer trust in and market
acceptance of cryptocurrencies as a means of exchange which could have a material adverse effect on our business, prospects, or
operations and potentially the value of any Bitcoin or other cryptocurrencies we mine or otherwise acquire. We are subject to
risks associated with our need for significant electrical power. Government regulators may potentially restrict the ability of
electricity suppliers to provide electricity to mining operations, such as ours. The operation of a Bitcoin er-etherBiteoin-mine
mining center, as well as AI hyperscale data centers, can require massive amounts of electrical power. We presently have
access to 28-megawatt-approximately 30 MWs of capacity at our Michigan Facility, bat-which we plan to dedicate to our Al
hyperscale data center operations, and 10 MWs of capacity at our Montana Facilities for our mining operations.
However, we require an-additional 37-megawatt-capacity to operate the-all of our miners thatwe-expeet-outside the Michigan
Facility and Montana Facilities and to reeetve-fromBitmain-during2022-support the growing power demands of our Al
hyperscale data centers . Our mining operations can only be successful and ultimately profitable if the costs, including
electrical power costs, associated with mining a Bitcoin are lower than the price of a Bitcoin. Similarly, our AI hyperscale
data centers require a reliable and cost- effective power supply to ensure optimal performance and profitability. As a
result, any mine-facilities we establish can only be successful if we can obtain sufficient electrical power for-thatmine-on a
cost- effective basis . The and-eur-establishment of new mines-mining and AI hyperscale data centers requires us to find
locations where that-this is the case. There may be significant competition for suitable mine-locations -for both mining
operations and AI hyperscale data centers. governmentGovernment regulators may potentially restrict the ability of
electricity suppliers to provide electricity to mining-these operations in times of electricity shortage or may otherwise potentially
restrict or prohibit the provision er-of electricity to mintng-such operations. Any shortage of electricity supply or increase in
electricity cost in a jurisdiction may negatively impact the viability and the expected economic return for our Bitcoin mining
activities and Al hyperscale data center operations in that jurisdiction. Our interactions with a blockchain may expose us to
specially designated nationals or blocked persons or cause us to violate provisions of law that did not contemplate distributed
ledger technology. The Office of Financial Assets Control of the U. S. Department of Treasury (“ OFAC ”) requires us to
comply with its sanction program and not conduct business with persons named on its specially designated nationals (“ SDN )
list. However, because of the pseudonymous nature of blockchain transactions, we may inadvertently and without our
knowledge engage in transactions with persons named on OFAC’ s SDN list. Our internal policies prohibit any transactions with
such SDN individuals, but we may not be adequately capable of determining the ultimate identity of the individual with whom
we transact with respect to selling digital assets. In addition, in the future OFAC or another regulator may require us to screen
transactions for OFAC addresses or other bad actors before including such transactions in a block, which may increase our
compliance costs, decrease our anticipated transaction fees and lead to decreased traffic on our network. Any of these factors,
consequently, could have a material adverse effect on our business, prospects, financial condition, and operating results.
Moreover, federal law prohibits any U. S. person from knowingly or unknowingly possessing any visual depiction commonly
known as child pornography. Recent media reports have suggested that persons have imbedded such depictions on one or more
blockchains. Because our business requires us to download and retain one or more blockchains to effectuate our ongoing
business, it is possible that such digital ledgers contain prohibited depictions without our knowledge or consent. To the extent
government enforcement authorities literally enforce these and other laws and regulations that are impacted by decentralized
distributed ledger technology, we may be subject to investigation, administrative or court proceedings, and civil or criminal
monetary fines and penalties, all of which could harm our reputation and could have a material adverse effect on our business,
prospects, financial condition, and operating results. Risks Related to Our Bitcoin Operations — Technological Cryptocurrencies
face significant scaling obstacles that can lead to high fees or slow transaction settlement times and attempts to increase the
volume of transactions may not be effective, which could adversely affect an investment in our securities. Cryptocurrencies face
significant scaling obstacles that can lead to high fees or slow transaction settlement times and attempts to increase the volume
of transactions may not be effective. Scaling cryptocurrencies is essential to the widespread acceptance of cryptocurrencies as a
means of payment, which widespread acceptance is necessary to the continued growth and development of our business. Many
Bitcoin networks face significant scaling challenges. For example, cryptocurrencies are limited with respect to how many
transactions can occur per second. Participants in the Bitcoin ecosystem debate potential approaches to increasing the average
number of transactions per second that the network can handle and have implemented mechanisms or are researching ways to
increase scale, such as increasing the allowable sizes of blocks, and therefore the number of transactions per block, and sharding
(a horizontal partition of data in a database or search engine), which would not require every single transaction to be included in
every single miner’ s or validator’ s block. However, there is no guarantee that any of the mechanisms in place or being
explored for increasing the scale of settlement of Bitcoin transactions will be effective, or how long they will take to become
effective, which could adversely affect an investment in our securities. 66-69 There is a possibility of Bitcoin mining algorithms
transitioning to proof of stake validation and other mining related risks, which could make us less competitive and ultimately



adversely affect our business and the value of our shares. The protocol pursuant to which transactions are confirmed
automatically on the Bitcoin blockchain through mining is known as proof of work. Proof of stake is an alternative method in
validating digital asset transactions. Should the Bitcoin algorithm shift from a proof of work validation method to a proof of
stake method, mining would require less energy and may render any company that maintains advantages in the current climate
(for example, from lower priced electricity, processing, real estate, or hosting) less competitive . For example, in September
2022, the Ethereum network transitioned from a proof of work to a proof of stake method . We, as a result of our efforts to
optimize and improve the efficiency of our Bitcoin mining operations, may be exposed to the risk in the future of losing the
benefit of our capital investments and the competitive advantage we hope to gain from this as a result, and may be negatively
impacted if a switch to proof of stake validation were to occur. This may additionally have an impact on other various
investments of ours. Such events could have a material adverse effect on our ability to continue as a going concern or to pursue
our business strategy at all, which could have a material adverse effect on our business, prospects or operations and potentially
the value of any Bitcoin or other digital assets we mine or otherwise acquire or hold for our own account. Bitcoin is subject to
halving, meaning that the Bitcoin rewarded for solving a block will be reduced in the future and its value may not
commensurately adjust to compensate us for such reductions, and the overall supply of Bitcoin is finite. Bitcoin is subject to
halving, ” which is the process by which the Bitcoin reward for solving a block is reduced by 50 % for every 210, 000 blocks
that are solved. This means that the amount of Bitcoin we (or any other mining company) are rewarded for solving a block in
the blockchain is permanently cut in half. For example, the latest halving having is expected to eeeurred—-- occur in May-April
2626-2024 , with a revised payout of 6-3 . 25-125 Bitcoin per block solved, down from the previens-current reward rate of +2-6
. 5-25 Bitcoin per block solved. There can be no assurance that the price of Bitcoin will sufficiently increase to justify the
increasingly high costs of mining for Bitcoin given the halving feature. If a corresponding and proportionate increase in the
trading price of these cryptocurrencies does not follow these anticipated halving events, the revenue we earn from our mining
operations would see a corresponding decrease, which would have a material adverse effect on our business and operations. To
illustrate, even if the price of Bitcoin remains at its current price, all other factors being equal (including the same number of
miners and a stable hash rate), our revenue would decrease substantially upon the next halving. Further, due to the halving
process, unless the underlying code of the Bitcoin blockchain is altered (which may be unlikely given its decentralized nature),
the supply of Bitcoin is finite. Once 21 million Bitcoin have been generated by virtue of solving blocks in the blockchain, the
network will stop producing more which is anticipated to occur in approximately 2140. Currently, there are approximately 19 .7
million Bitcoin in circulation representing about 38-93. 6 % of the total supply of Bitcoin under the current source code. For the
foregoing reasons, the halving feature exposes us to inherent uncertainty and reliance upon the historically volatile price of
Bitcoin, rendering an investment in us particularly speculative, especially in the long- term. If the price of Bitcoin does not
significantly increase in value, your investment in our common stock could decline significantly. Bitcoin has forked multiple
times and additional forks may occur in the future which may affect the value of Bitcoin that we hold or mine. To the extent that
a significant majority of users and mining companies on a cryptocurrency network install software that changes the
cryptocurrency network or properties of a cryptocurrency, including the irreversibility of transactions and limitations on the
mining of new cryptocurrency, the cryptocurrency network would be subject to new protocols and software. However, if less
than a significant majority of users and mining companies on the cryptocurrency network consent to the proposed modification,
and the modification is not compatible with the software prior to its modification, the consequence would be what is known as a
“ fork ” of the network, with one prong running the pre- modified software and the other running the modified software. The
effect of such a fork would be the existence of two versions of the cryptocurrency running in parallel yet lacking
interchangeability and necessitating exchange- type transaction to convert currencies between the two forks. Additionally, it
may be unclear following a fork which fork represents the original cryptocurrency and which is the new cryptocurrency.
Different metrics adopted by industry participants to determine which is the original asset include: referring to the wishes of the
core developers of a cryptocurrency, blockchains with the greatest amount of hashing power contributed by miners or validators;
or blockchains with the longest chain. A fork in the network of a particular cryptocurrency could adversely affect an investment
in our securities or our ability to operate. 6+70 Since August 1, 2017, Bitcoin’ s blockchain was forked multiple times creating
alternative versions of the cryptocurrency such as Bitcoin Cash, Bitcoin Gold and Bitcoin SV. The forks resulted in a new
blockchain being created with a shared history, and a new path forward. The value of the newly created versions including
Bitcoin Cash, Bitcoin Gold and Bitcoin SV may or may not have value in the long run and may affect the price of Bitcoin if
interest is shifted away from Bitcoin to the newly created cryptocurrencies. The value of Bitcoin after the creation of a fork is
subject to many factors including the value of the fork product, market reaction to the creation of the fork product, and the
occurrence of forks in the future. As such, the value of Bitcoin could be materially reduced if existing and future forks have a
negative effect on Bitcoin’ s value. The characteristics of crypto assets have been, and may in the future continue to be,
exploited to facilitate illegal activity such as fraud, money laundering, tax evasion and ransomware scams; if any of our
customers do so or are alleged to have done so, it could adversely affect us. Digital currencies and the digital currency industry
are relatively new and, in many cases, lightly regulated or largely unregulated. Some types of digital currency have
characteristics, such as the speed with which digital currency transactions can be conducted, the ability to conduct transactions
without the involvement of regulated intermediaries, the ability to engage in transactions across multiple jurisdictions, the
irreversible nature of certain digital currency transactions and encryption technology that anonymizes these transactions, that
make digital currency particularly susceptible to use in illegal activity such as fraud, money laundering, tax evasion and
ransomware scams. Two prominent examples of marketplaces that accepted digital currency payments for illegal activities
include Silk Road, an online marketplace on the dark web that, among other things, facilitated the sale of illegal drugs and
forged legal documents using digital currencies and AlphaBay, another darknet market that utilized digital currencies to hide the
locations of its servers and identities of its users. Both of these marketplaces were investigated and closed by U. S. law



enforcement authorities. U. S. regulators, including the SEC, CFTC and Federal Trade Commission, as well as non- U. S.
regulators, have taken legal action against persons alleged to be engaged in Ponzi schemes and other fraudulent schemes
involving digital currencies. In addition, the FBI has noted the increasing use of digital currency in various ransomware scams.
While our board and management believe that our risk management processes and policies in light of current crypto asset market
conditions, which include thorough reviews we conduct as part of our due diligence process, is reasonably designed to detect
any such illicit activities conducted by our potential or existing counterparties, we cannot ensure that we will be able to detect
any such illegal activity in all instances. Because the speed, irreversibility and anonymity of certain digital currency transactions
make them more difficult to track, fraudulent transactions may be more likely to occur. We or our potential banking
counterparties may be specifically targeted by individuals seeking to conduct fraudulent transfers, and it may be difficult or
impossible for us to detect and avoid such transactions in certain circumstances. If one of our customers (or in the case of digital
currency exchanges, their customers) were to engage in or be accused of engaging in illegal activities using digital currency, we
could be subject to various fines and sanctions, including limitations on our activities, which could also cause reputational
damage and adversely affect our business, financial condition and results of operations. Incorrect or fraudulent cryptocurrency
transactions may be irreversible and it is possible that, through computer or human error, or through theft or criminal action, our
cryptocurrency rewards could be transferred in incorrect amounts or to unauthorized third parties. Cryptocurrency transactions
are irrevocable and stolen or incorrectly transferred cryptocurrencies may be irretrievable. As a result, any incorrectly executed
or fraudulent cryptocurrency transactions, such as a result of a cybersecurity breach against our Bitcoin holdings, could
adversely affect our investments and assets. This is because cryptocurrency transactions are not, from an administrative
perspective, reversible without the consent and active participation of the recipient of the cryptocurrencies from the transaction.
Once a transaction has been verified and recorded in a block that is added to a blockchain, an incorrect transfer of a
cryptocurrency or a theft thereof generally will not be reversible and we may not have sufficient recourse to recover our losses
from any such transfer or theft. Further, it is possible that, through computer or human error, or through theft or criminal action,
our cryptocurrency rewards could be transferred in incorrect amounts or to unauthorized third parties, or to uncontrolled
accounts. If an errant or fraudulent transaction in our Bitcoin were to occur, we would have very limited means of seeking to
reverse the transaction or seek recourse. To the extent that we are unable to recover our losses from such action, error or theft,
such events could have a material adverse effect on our business. 62-71 Because many of our digital assets may in the future be
held by digital asset exchanges, we could face heightened risks from cybersecurity attacks and financial stability of digital asset
exchanges. We may transfer our digital assets from our wallet to digital asset exchanges prior to selling them. Digital assets not
held in our wallet are subject to the risks encountered by digital asset exchanges including a DDoS Attack or other malicious
hacking, a sale of the digital asset exchange, loss of the digital assets by the digital asset exchange and other risks similar to
those described herein. We do not expect to maintain a custodian agreement with any of the digital asset exchanges that may in
the future hold our digital assets. These digital asset exchanges do not provide insurance and may lack the resources to protect
against hacking and theft. If this were to occur, we may be materially and adversely affected . Cryptocurrencies, including
those maintained by or for us, may be exposed to cybersecurity threats and hacks. As with any computer code generally,
flaws in crypto asset codes, including Bitcoin codes, may be exposed by malicious actors. Several errors and defects have
been found previously, including those that disabled some functionality for users and exposed users’ information.
Exploitation of flaws in the source code that allow malicious actors to take or create money have previously occurred.
Additionally, as Al capabilities improve and are increasingly adopted, we may see cyberattacks created through Al.
These attacks could be crafted with an Al tool to directly attack information systems with increased speed and / or
efficiency than a human threat actor or create more effective phishing emails. Despite our efforts and processes to
prevent breaches, our devices, as well as our miners, computer systems and those of third parties that we use in our
operations, are vulnerable to cyber security risks, including cyber- attacks such as viruses and worms, phishing attacks,
denial- of- service attacks, physical or electronic break- ins, employee theft or misuse, and similar disruptions from
unauthorized tampering with our miners and computer systems or those of third parties that we use in our operations.
As technological change occurs, the security threats to our cryptocurrencies will likely change and previously unknown
threats may emerge. Human error and the constantly evolving state of cybercrime and hacking techniques may render
present security protocols and procedures ineffective in ways which we cannot predict. Such events could have a
material adverse effect on our ability to continue as a going concern or to pursue our strategy at all, which could have a
material adverse effect on our business, prospects or operations and potentially the value of any Bitcoin we mine or
otherwise acquire or hold for our own account . Our use of third- party mining pools exposes us to additional risks. We
receive Bitcoin rewards from our mining activity through third- party mining pool operators. Mining pools allow miners to
combine their processing power, increasing their chances of solving a block and getting paid by the network. The rewards are
distributed by the pool operator, proportionally to our contribution to the pool’ s overall mining power, used to solve a block on
the Bitcoin blockchain. Should the pool operator’ s system suffer downtime due to a cyber- attack, software malfunction or other
issue, it will negatively impact our ability to mine and receive revenue. Furthermore, we are dependent on the accuracy of the
mining pool operator’ s record keeping to accurately record the total processing power provided to the pool for a given Bitcoin
mining application in order to assess the proportion of that total processing power we provided. While we have internal methods
of tracking both the hash rate we provide and the total used by the pool, the mining pool operator uses its own record- keeping to
determine our proportion of a given reward, which may not match our own. If we are unable to consistently obtain accurate
proportionate rewards from our mining pool operators, we may experience reduced reward for our efforts, which would have an
adverse effect on our business and operations. Risks Related to Our Status as a Holding Company Our inability to successfully
integrate new acquisitions could adversely affect our combined business; our operations are widely disbursed. Our growth
strategy through acquisitions is fraught with risk. Since ©aFune25-2017, we acquired a majority interest in Microphase, all of



oirMay23;260+8-we-aeguired-Encrtec, all of enNovember36;,2620-we-aequired-Relec, en—}anuafy—Z-Q—%Q—l—we—aequﬁed-the
Michigan Facility inviehigan-, on-Deeember16;2024-we-aequired-a majority interest in IMHC, enr-Deeember22,262+-we
aeguired-the four hotel Properties-properties in and around Madison, Wisconsin en-Deeember36-, 202+;-we-aeguired-certain
real property located in St. Petersburg, Florida and-ndune2022-, we-aeqtired-a majority interest in SMC —On-Deeember19-,
2022we-aequired-substantially all the assets and certain specified liabilities of Circle 8 Crane Service and a position in ROI
with which we consolidate as a VIE . Our strategy and busmess plan are dependent on our ablhty to successfully integrate
Mierophase™s; Enertee’s-and-our-other-acquisitions 0 ; wet-. [n addition,
while we are based in Las Vegas, NV, our finance and legal depaﬁmeﬂt—departments is-are located elsewhere in Newport
-Beaeh—the U S.., GA—M-tefephase-and certain subs1d1ary s operatlons are located across tn—Shel-ten—Geﬁﬁeet-tetrt—Eneftee—s

er—ﬂear—Wtseeﬁsm—aﬂd-the -St—U S and mternatlonally Petembufg—pfepeﬁy—ls—leeated—m—F-leﬂda— These dlstant locat1ons and
others that we may become involved with in the future will stretch our resources and management time. Further, failure to
quickly and adequately integrate all of these operations and personnel could adversely affect our combined business and our
ability to achieve our objectives and strategy. No assurance can be given that we will realize synergies in the areas we currently
operate. 72 If we make any additional acqu151t10ns they may disrupt or have a negatlve 1mpact on our busmess We have plans
to eventually make additional acquisitions beye :
-St—Peters-bt&g—pfepefty—SM@aﬂd—Gﬁele—S—Graﬂe—Seﬁ‘tees- Whenever we make acqu151t10ns we could have d1fﬁculty
integrating the acquired companies’ personnel and operations with our own. In addition, the key personnel of the acquired
business may not be willing to work for us. We cannot predict the effect expansion may have on our core business. Regardless
of whether we are successful in making an acquisition, the negotiations could disrupt our ongoing business, distract our
management and employees and increase our expenses. In addition to the risks described above, acquisitions are accompanied
by a number of inherent risks, including, without limitation, the following: -+ If senior management and / or management of
future acquired companies terminate their employment prior to our completion of integration; e+ difficulty of integrating
acquired products, services or operations; -+ integration of new employees and management into our culture while maintaining
focus on operating efficiently and providing consistent, high- quality goods and services; : 63-e-potential disruption of the
ongoing businesses and distraction of our management and the management of acquired companies; -+ unanticipated issues
with transferring customer relationships; -+ complexity associated with managing our combined company; -+ difficulty of
incorporating acquired rights or products into our existing business; - difficulties in disposing of the excess or idle facilities of
an acquired company or business and expenses in maintaining such facilities; #-+ difficulties in maintaining uniform standards,
controls, procedures and policies; ®- potential impairment of relationships with employees and customers as a result of any
integration of new management personnel; - potential inability or failure to achieve additional sales and enhance our customer
base through cross- marketing of the products to new and existing customers; - effect of any government regulations which
relate to the business acquired; and -e-: potential unknown liabilities associated with acquired businesses or product lines, or the
need to spend significant amounts to retool, reposition or modify the marketing and sales of acquired products or the defense of
any litigation, whether or not successful, resulting from actions of the acquired company prior to our acquisition. Our business
could be severely impaired if and to the extent that we are unable to succeed in addressing any of these risks or other problems
encountered in connection with these acquisitions, many of which cannot be presently identified, these risks and problems could
disrupt our ongoing business, distract our management and employees, increase our expenses and adversely affect our results of
operations. We may not be able to successfully identify suitable acquisition targets and complete acquisitions to meet our
growth strategy, and even if we are able to do so, we may not realize the full anticipated benefits of such acquisitions, and our
business, financial conditions and results of operations may suffer. Increasing revenues through acquisitions is one of the key
components of our growth strategy. Identifying suitable acquisition candidates can be difficult, time- consuming and costly, and
we may not be able to identify suitable candidates or complete acquisitions in a timely manner, on a cost- effective basis or at
all. 73 We will have to pay cash, incur debt, or issue equity as consideration in any future acquisitions, each of which could
adversely affect our financial condition or the market price of our common stock. The sale of equity or issuance of equity- linked
debt to finance any future acquisitions could result in dilution to our stockholders. The incurrence of indebtedness would result
in increased fixed obligations and could limit our flexibility in managing our business due to covenants or other restrictions
contained in debt instruments. Further, we may not be able to realize the anticipated benefits of completed acquisitions. Some
acquisition targets may not have a developed business or are experiencing inefficiencies and incur losses. Additionally, small
defense contractors which we consider suitable acquisition targets may be uniquely dependent on their prior owners and the loss
of such owners’ services following the completion of acquisitions may adversely affect their business. Therefore, we may lose
our investment in the event that the acquired businesses do not develop as planned, we cannot retain key employees or that we
are unable to achieve the anticipated cost efficiencies or reduction of losses. Additionally, our acquisitions have previously
required, and any similar future transactions may also require, significant management efforts and expenditures. Regardless of
whether we are successful in making an acquisition, the negotiations could disrupt our ongoing business, divert the attention of
our management and key employees and increase our expenses. We face risks with respect to the evaluation and management of
future platform or add- on acquisitions. A component of our strategy is to continue to acquire additional add- on businesses for
our existing businesses. Generally, because such acquisition targets are held privately, we may experience difficulty in
evaluating potential target businesses as the information concerning these businesses is not publicly available. In addition, we
and our subsidiary companies may have difficulty effectively managing or integrating acquisitions. We may experience greater
than expected costs or difficulties relating to such acquisition, in which case we might not achieve the anticipated returns from
any particular acquisition, which may have a material adverse effect on our financial condition, business and results of
operations. 64-We may not be able to successfully fund future acquisitions of new businesses due to the lack of availability of




debt or equity financing at the parent company level on acceptable terms, which could impede the implementation of our
acquisition strategy and materially adversely impact our financial condition, business and results of operations. In order to make
future acquisitions, we intend to raise capital primarily through debt financing, additional equity offerings, the sale of stock or
assets of our businesses, or by undertaking a combination of any of the above. Since the timing and size of acquisitions cannot
be readily predicted, we may need to be able to obtain funding on short notice to benefit fully from attractive acquisition
opportunities. Such funding may not be available on acceptable terms, if at all. In addition, the level of our indebtedness that we
may incur may impact our ability to borrow. Another source of capital for us may be the sale of additional shares, subject to
market conditions and investor demand for the shares at prices that we consider to be in the interests of our stockholders. These
risks may materially adversely affect our ab111ty to pur%ue our acqulsmon %trategy successfully and materlally adversely affect
our ﬁnan01a1 condmon business ane y d d ; ; Ve

operatlonq Becau%e we face significant competmon for acqulmlon and business opportunltlei including from numerous
companies with a business plan similar to ours, it may be difficult for us to fully execute our business strategy. Additionally, our
subsidiaries also operate in highly competitive industries, limiting their ability to gain or maintain their positions in their
respective industries. We expect to encounter intense competition for acquisition and business opportunities from both strategic
investors and other entities having a business objective similar to ours, such as private investors (which may be individuals or
investment partnerships), blank check companies including special purpose acquisition companies, and other entities, domestic
and international, competing for the type of businesses that we may acquire. Many of these competitors possess greater
technical, human and other resources, or more local industry knowledge, or greater access to capital, than we do, and our
financial resources may be relatively limited when contrasted with those of many of these competitors. These factors may place
us at a competitive disadvantage in successfully completing future acquisitions and investments. In addition, while we believe
that there are numerous target businesses that we could potentially acquire or invest in, our ability to compete with respect to the
acquisition of certain target businesses that are sizable will be limited by our available financial resources. We may need to
obtain additional financing in order to consummate future acquisitions and investment opportunities and cannot assure you that
any additional financing will be available to us on acceptable terms, or at all, or that the terms of our existing financing
arrangements will not limit our ability to do so. This inherent competitive limitation gives others an advantage in pursuing
acquisition and investment opportunities. 65-74 Furthermore, our subsidiaries also face competition from both traditional and
new market entrants that may adversely affect them as well, as discussed elsewhere in these risk factors. We may be required to
expend substantial sums in order to bring the companies we have acquired or may acquire in the future, into compliance with the
various reporting requirements applicable to public companies and / or to prepare required financial statements, and such efforts
may harm our operating results or be unsuccessful altogether. The Sarbanes- Oxley Act requires our management to assess the
effectiveness of the internal control over financial reporting for the companies we acquire and our external auditor to audit these
companies. In order to comply with the Sarbanes- Oxley Act, we will need to implement or enhance internal control over
financial reporting at acquired companies and evaluate the internal controls. We do not conduct a formal evaluation of
companies’ internal control over financial reporting prior to an acquisition. We may be required to hire additional staff and incur
substantial costs to implement the necessary new internal controls at the companies we acquire. Any failure to implement
required internal controls, or difficulties encountered in their implementation, could harm our operating results or increase the
risk of material weaknesses in internal controls, which could, if not remediated, adversely affect our ability to report our
financial condition and results of operations in a timely and accurate manner. Future acquisitions or business opportunities could
involve unknown risks that could harm our business and adversely affect our financial condition and results of operations. We
are a diversified holding company that owns interests in a number of different businesses across several industries. We have in
the past, and intend in the future, to acquire businesses or make investments, directly or indirectly through our subsidiaries, that
involve unknown risks, some of which will be particular to the industry in which the investment or acquisition targets operate,



including risks in industries with which we are not familiar or experienced. There can be no assurance our due diligence
investigations will identify every matter that could have a material adverse effect on us or the entities that we may acquire. We
may be unable to adequately address the financial, legal and operational risks raised by such investments or acquisitions,
especially if we are unfamiliar with the relevant industry, which can lead to significant losses on material investments. The
realization of any unknown risks could expose us to unanticipated costs and liabilities and prevent or limit us from realizing the
projected benefits of the investments or acquisitions, which could adversely affect our financial condition and liquidity. In
addition, our financial condition, results of operations and the ability to service our debt may be adversely impacted depending
on the specific risks applicable to any business we invest in or acquire and our ability to address those risks. We face certain
risks associated with the acquisition or disposition of businesses and lack of control over certain of our investments. In pursuing
our corporate strategy, we may acquire, dispose of or exit businesses or reorganize existing investments. The success of this
strategy is dependent upon our ability to identify appropriate opportunities, negotiate transactions on favorable terms and
ultimately complete such transactions. In the course of our acquisitions, we may not acquire 100 % ownership of certain of our
operating subsidiaries or we may face delays in completing certain acquisitions, including in acquiring full ownership of certain
of our operating companies. Once we complete acquisitions or reorganizations there can be no assurance that we will realize the
anticipated benefits of any transaction, including revenue growth, operational efficiencies or expected synergies. If we fail to
recognize some or all of the strategic benefits and synergies expected from a transaction, goodwill and intangible assets may be
impaired in future periods. The negotiations associated with the acquisition and disposition of businesses could also disrupt our
ongoing business, distract management and employees or increase our expenses. In addition, we may not be able to integrate
acquisitions successfully and we could incur or assume unknown or unanticipated liabilities or contingencies, which may impact
our results of operations. If we dispose of or otherwise exit certain businesses, there can be no assurance that we will not incur
certain disposition related charges, or that we will be able to reduce overhead related to the divested assets. 66-75 In the ordinary
course of our business, we evaluate the potential disposition of assets and businesses that may no longer help us meet our
objectives or that no longer fit with our broader strategy 5 A plann W v . When we
decide to sell assets or a business, we may encounter difficulty in finding buyers or ¢ alternative exit strategies on acceptable
terms in a timely manner, which could delay the accomplishment of our strategic objectives, or we may dispose of a business at
a price or on terms which are less than we had anticipated. In addition, there is a risk that we sell a business whose subsequent
performance exceeds our expectations, in which case our decision would have potentially sacrificed enterprise value. Our
development stage companies may never produce revenues or income. We have made investments in and own stakes, either
majority or minority, in a certain development stage companies. Each of these companies is at an early stage of development and
is subject to all business risks associated with a new enterprise, including constraints on their financial and personnel resources,
lack of established credit, the need to establish meaningful and beneficial vendor and customer relationships and uncertainties
regarding product development and future revenues. We anticipate that many of these companies will continue to incur
substantial additional operating losses for at least the next several years and expect their losses to increase as research and
development efforts expand. There can be no assurance as to when or whether any of these companies will be able to develop
significant sources of revenue or that any of their respective operations will become profitable, even if any of them is able to
commercialize any products. As a result, we may not realize any returns on our investments in these companies for a significant
period of time, if at all, which could adversely affect our business, results of operations, financial condition or liquidity.
Divestitures and contingent liabilities from divested businesses could adversely affect our business and financial results. We
continually evaluate the performance and strategic fit of all of our businesses and may sell businesses or product lines.
Divestitures involve risks, including difficulties in the separation of operations, services, products and personnel, the diversion
of management &’ s attention from other business concerns, the disruption of our business, the potential loss of key employees
and the retention of uncertain contingent liabilities, including environmental liabilities, related to the divested business. When
we decide to sell assets or a business, we may encounter difficulty in finding buyers or alternative exit strategies on acceptable
terms in a timely manner, which could delay the achievement of our strategic objectives. We may also dispose of a business at a
price or on terms that are less desirable than we had anticipated, which could result in significant asset impairment charges,
including those related to goodwill and other intangible assets, that could have a material adverse effect on our financial
condition and results of operations. In addition, we may experience greater dis- synergies than expected, the impact of the
divestiture on our revenue growth may be larger than projected, and some divestitures may be dilutive to earnings. There can be
no assurance whether the strategic benefits and expected financial impact of the divestiture will be achieved. We cannot assure
you that we will be successful in managing these or any other significant risks that we encounter in divesting a business or
product line, and any divestiture we undertake could materially and adversely affect our business, financial condition, results of
operations and cash flows. Risks Related to Related Party Transactions There may be conflicts of interest between our company
and certain of our related parties and their respective directors and officers which might not be resolved in our favor. More
importantly, there may be conflicts between certain of our related parties and their respective directors and officers which might
not be resolved in our favor. These risks are set forth below appurtenant to the relevant related party. Awut-&Company-Our
relationship with Ault & Company may enhance the difficulty inherent in obtaining financing for us as well as expose us to
certain conflicts of interest. As of April +#15, 2623-2024 , Ault & Company, of which Milton C. (Todd) Ault, III is the chief
executive officer, beneficially owned 52452 , 443 666;882-shares of our common stock, consisting of (i) 229 +,-658;9+6-shares
of common stock owned —and (i1) 452, 214 Wa-ﬁanfs—te-pufehase—94—shares of common stock lssuable upon converswn -t-h&t—a-l‘e
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Apr11 -1—7—15 %92—3—2024 Ault & Company benehcldlly oW ned -1—2—1 6—5 % of our common stock Ault & Company owned
additional shares of Series C Convertible Preferred Stock and warrants to purchase shares of common stock that cannot
be converted and / or exercised in accordance with the rules and regulations of the NYSE American, LLC unless we first
obtain stockholder approval . 67If stockholder approval was obtained and there were no restrictions on the conversion
and / or exercise of the Series C Convertible Preferred Stock and warrants owned by Ault & Company as of April 15,
2024, then Ault & Company would beneficially own 82. 2 % of our common stock. In addition, pursuant to the
November 2023 SPA, as amended in March 2024, Ault & Company has the right to purchase up to an additional $ 31. 5
million of Series C Convertible Preferred Stock and Series C Warrants, which would further increase their beneficial
ownership. Given the close relationship between Ault & Company, on the one hand, and our company, on the other, it is not
inconceivable that we could further amend the November 2023 SPA or enter into additional securities purchase agreements
with Ault & Company 76 Although we have relied on Ault & Company Philew-which-ne-longerbenefieiallyownsa

3 to finance us in the past, we cannot assure you that eitherPhitow-or-Ault &
Company w 111 assist us in the futule We w ould far prefer to rely on these-entities-Ault & Company ’ s assistance compared to
other sources of financing as the terms they provide us are in general more favorable to us than we could obtain elsewhere.
However, Messrs. Ault, Horne and Nisser could face a conflict of interest in that they serve on the board of directors of each of
Ault & Company and our company. If they determine that an investment in our company is not in Ault & Company’ s best
interest, we could be forced to seek financing from other sources that would not necessarily be likely to provide us with equally
favorable terms. Other conflicts of interest between us, on the one hand, and Ault & Company, on the other hand, may arise
relating to commercial or strategic opportunities or initiatives. Mr. Ault, as the controlling stockholder of Ault & Company, may
not resolve such conflicts in our favor. For example, we cannot assure you that Ault & Company would not pursue opportunities
to provide financing to other entities whether or not it currently has a relationship with such other entities. Furthermore, our
ability to explore alternative sources of financing other than Ault & Company may be constrained due to Mr. Ault’ s vision for
us and he may not wish for us to receive any financing at all other than from entities that he controls. Alzamend Our relationship
with Alzamend mdy expose us to certain c011f11ds of interest. I-ﬂ—A—ugus{—As oprrll 15 %9%9—2024 , We beneficnally A—lzaﬂieﬂd-

G 58 et e d-otrown 2, 092, 427 the-eonvertible-promissorynote-was
eeﬁveﬁer:e—mte—shares of Alzamend’ s common stock ﬁ't—$- representmg approximately 25. 5 %, consisting of (i) | , 111 56
pershare-shares underlying currently exercisable warrants we own, (ii) 768, 365 shares held by Ault Lending and (iii) 1,
322, 951 shares issuable upon conversion of series B convertible preferred stock of Alzamend (the “ ALZN Series B
Preferred ”) held by Ault Lending . The-In addition, Ault Lending owns additional shares of ALZN Series B Preferred
and warrants to purchase shares of common stock that cannot be converted and / or exercised in accordance with the
rules and regulations of the Nasdaq Stock Market unless Alzamend first obtains stockholder approval. In addition, the
warrants are either not currently exercisable, as the initial cxcrcise priee-ef-dates are six months after issuance, while the
other svarrant-warrants is-5-3-contain beneficial ownership blockers . 80-per-shareIn-DeeemberIf stockholder approval
was obtained and there were no restrictions on the conversion and / or exercise of the ALZN Series B Preferred and
warrants owned by Ault Lendlng as of Aprll 15 %9%9—2024 then we pfeﬂded—A&z&meﬂd%—e-would beneficnally own 43 8

te—pﬂfehase—$—1-9—ﬁn-1-heﬂ—wm4h—ef—shafes-of Alzamend’ s common stock We—paid—fefln addltlon, pursuant to the -}ast—tfa-nehe
of-January 2024 SPA, Ault Lending has the right to purchase up to an additional $ 4 . 0 million enAprit26;2022-
Consequently;-as-of the-date-of this-annaatreport ALZN Series B Preferred and warrants , which would further increase
our beneficial ownership. Beyond the securities we have-funded-beneficially own, Mr. Ault, our Chief Executive Officer,
beneficially owns an aggregate-additional 1, 168, 560 shares of $1+8-millienpurstant-common stock, consisting of (i) 166,
865 shares held by Mr. Ault, (ii) 996, 197 shares held by Ault Life Sciences, Inc. (“ ALSI ”) and (iii) 5, 498 shares held by
Ault Life Sciences Fund, LLC (“ ALSF ”). Mr. Ault has sole voting and investment power with respect to the securities
held purehase-agreement-and-have-thus-aequired-at-of record the-shares-and-warrants-issuable-by ALSI and ALSF Alzamend
to-usunderthe-agreement- Messrs. Ault, Horne and Nisser could face a conflict of interest in that they serve on the board of
directors of each of Alzamend and our company. Avalanche We have lent a substantial amount of funds to Avalanche, a related
party, whose ability to repay us is subject to significant doubt; in addition, we currently beneficially own a significant percentage
of Avalanche’ s issued and outstanding shares of common stock, for which there is presently no market. On September 6, 2017,
we entered into a Loan and Security Agreement with Avalanche (as amended, the “ AVLP Loan Agreement ) with an effective
date of August 21, 2017 pursuant to which we provided Avalanche a non- revolving credit facility. The AVLP Loan Agreement
was 1nc1edsed to up to $ 2() () million in June of 2()21 dnd extended to December 31, 2023. Untitreeently-we-held-aeconvertible

: v —While Avalanche received funds from a
third party in the amount of ‘{> 2. 75 million in early Apr11 0of 2019 in conﬂderatlon for its issuance of a convertible promissory
note to such third party (the “ Third Party Note ™), $ 2. 7 million was used to pay an outstanding receivable due us and no
amount was used to repay the debt Avalanche owes us pursuant to the AVLP Loan Agreement. On October 12, 2021, Ault
Alpha LP (* Ault Alpha ) , an entity that was an affiliate of ours at that time , repaid the Third Party Note in full and also
acquired a warrant to purchase 1. 6 million shares of AVLP common stock. In consideration therefor, AVLP issued Ault Alpha
a term note in the principal amount of § 3. 6 million, which term note had a maturity date of June 30, 2022. 68-77 On June 27,




2022, AVLP exchanged the term note it had issued to Ault Alpha for a 10 % senior secured convertible note in the principal
face amount of $ 3. 8 million due June 15, 2024 (the “ Ault Alpha Note ). The Ault Alpha Note is convertible, subject to
adjustment, at $ 0. 50 per share. AVLP also issued Ault Alpha a warrant to purchase an aggregate of 1, 617, 647 shares of
Avalanche common stock at an exercise price of $ 0. 50. Pursuant to a security agreement entered into by Avalanche and Ault
Alpha, as amended by an intercreditor agreement entered into by and among the foregoing parties, our company and certain
other persons, Ault Alpha kas-was granted a second priority interest in AVLP’ s assets securing the repayment of the Ault
Alpha Note . In connection with the liquidation of Ault Alpha in December 2023, Ault Lending assumed the Ault Alpha
Note, the warrants to purchase Avalanche common stock and the secured party rights . On July 11,2022, AVLP issued us
a 10 % senior secured convertible note in the principal face amount of § 3. 0 million due July 10, 2024 (the “ AVLP Note 7).
The AVLP Note is convertible, subject to adjustment, at $ 0. 50 per share. AVLP also issued us warrants to purchase an
aggregate of 41. 0 million shares of Avalanche common stock at an exercise price of § 0. 50. Pursuant to a security agreement
entered into by Avalanche and Ault Alpha, as amended by an intercreditor agreement entered into by and among the foregoing
parties, our company and certain other persons, we have a first priority interest in AVLP’ s assets securing the repayment of the
AVLP Note. We previously held a convertible note issued to us by AVLP in the amount of $ 20. 0 million, referred to as
the AVLP Loan Agreement. On June 1, 2022, we converted the entire principal and accrued interest on the Prier-AVLP Nete
Loan Agreement into an aggregate of 51. 9 million shares of common stock of Avalanche, representing approximately 90. 2 %
of Avalanche’ s issued and outstanding shares of common stock. There is currently no liquid market for the Avalanche common
stock. Consequently, even if we were inclined to sell such shares of common stock on the open market, our ability to do so
would be severely limited. Avalanche is not current in its filings with the €ommisstorrSEC and is not required to register the
shares of its common stock underlying the Prior-AVLP Nete-Loan Agreement or any other loan arrangement we have made
with Avalanche described above. There is seme-doubt as to whether Avalanche will ever have the ability to repay its debt to us,
as well as our ability to sell the shares we beneficially own since at present there is no market for these shares. If we are unable
to recoup our investment in Avalanche in the foreseeable future or at all, such failure would have a materially adverse effect on
our financial condition and future prospects. Milton C. Ault, III and William B. Horne, our Executive Chairman and Chief
Executive Officer, respectively, and two of our directors are directors of Avalanche. Milton C. Ault, III and William B. Horne,
our Executive Chairman and Chief Executive Officer, respectively, and two of our directors, are also directors of Avalanche.
Certain conflicts of interest between us, on the one hand, and Avalanche, on the other hand, may arise relating to commercial or
strategic opportunities or initiatives, in addition to the conflicts related to the debt that Avalanche owes us. For example, Messrs.
Ault and Horne may find it difficult to determine how to meet their fiduciary duties to us as well as Avalanche, which could
result in a less favorable result for us than would be the case if they were solely directors of our company. Further, even if
Messrs. Ault and Horne were able to successfully meet their fiduciary obligations to us and Avalanche, the fact that they are
members of the board of directors of both companies could attenuate their ability to focus on our business and best interests,
possibly to the detriment of both companies. Qur relationship RisksRelated-toBNERisksRelated-te-the-transaetton-with ROI

BitNHe-Metaverse-BitiNte-Metaverse-may expose ﬁet—ebt&rn—&ppfeva-l—e-ﬂrts—share}m}éefs—mﬁue—us the-to certain conflicts of
interest. As of Aprll 15 2024, we beneficnally own 1 701 969 shares - 5 5 5

e*eh&ﬁge—fer—ﬂ%e—feﬂeﬁ&ng—(l) 8—745 63—7—244 shares held by Ault Lendlng, (11) 293 358 shares 1ssuable upon the
conversion of outstanding shares of Series A Convertible Redeemable Preferred Stock (“ ROI Series A Preferred ) we
own, and (iii) 663, 367 shares issuable upon the conversion of outstanding shares of ROI Series D Preferred we own .
While as of April 15, 2024, we beneficially owned approximately 5 . 1 % of ROI’ s common stock, we own shares of newly

designated-Scries B Convertible Preferred Stock ef BMWH-te-be-issued-to-onreompany-( the-" ROI Series B Preferred ) ;-and
additional (i+-362—5-shares of ROI newly-designated-Scrics D €-Convertible-Preferred that cannot SteekofBMito-be

converted unless we first obtain tssued-to-the-to-the-Minerity-Shareholders— shareholder -approval, in addition to

beneficial ownership blockers and other restrictions. If shareholder approval was obtained and there were no
restrlctlons on the conversmn of the securltles we own, as of Aprll 15, 2024 the-then we would beneficially own 58 LSeﬂes
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successfully develop its business, the shares that we own as well as those we are entitled to may have very little value, if any.
We sold BNC to BMEROI under the assumption that BNC is worth § 100 million, of which we would receive shares of Series
B Preferred valued at $ 86 million, assuming BMEFROI obtains Shareholder Approval, as discussed above. However, if BNC
does not successfully develop its business within the foreseeable future, #-ROI could be required to seek additional capital,
which could result in a decrease in the value of our shares of Series B Preferred, whether due to dilution or the terms of such
financing. There can be no assurance that BMEROI would be able to raise the requisite financing to maintain or develop its
business on reasonably favorable terms, whether to it or to us, if at all. Further, whether or not BNC seeks or receives additional
financing, if its business never develops, then our shares of Series B Preferred will in all likelihood have no value at all. Risks
Related to BNC’ s Product Offerings If BNC fails to retain existing users or add new users, or if BNC” s users decrease their
level of engagement with BNC’ s products, BNC’ s revenue, financial results, and business may be significantly harmed. The
size of BNC” s user base and BNC’ s users’ level of engagement across BNC’ s products are critical to BNC” s success. BNC” s
financial performance will be significantly determined by BNC” s success in adding, retaining, and engaging active users of
BNC’ s products that deliver ad impressions. User growth and engagement are also impacted by a number of other factors,
including competitive products and services, such as TikTok, that could reduce some users’ engagement with BNC’ s products
and services, as well as global and regional business, macroeconomic, and geopolitical conditions. Any future declines in the
size of BNC’ s active user base, which to date is minimal, may adversely impact BNC’ s ability to deliver ad impressions and, in
turn, BNC’ s financial performance. If people do not perceive BNC’ s products to be useful, reliable, and trustworthy, BNC may
not be able to attract or retain users or otherwise maintain or increase the frequency and duration of their engagement. A number
of other social networking companies that achieved early popularity have since seen their active user bases or levels of
engagement decline, in some cases precipitously. There is no guarantee that BNC will not experience a similar inability to
generate a significant used baser or, if achieved, subsequent erosion of BNC’ s active user base or engagement levels. User
engagement can be difficult to measure, particularly as BNC introduces new and different products and services. Any number of
factors can negatively affect user retention, growth, and engagement, including if: =+ users increasingly engage with other
competitive products or services; =+ BNC fails to introduce new features, products, or services that users find engaging or if
BNC introduces new products or services, or makes changes to existing products and services, that are not favorably received; «
- users feel that their experience is diminished as a result of the decisions BNC makes with respect to the frequency,
prominence, format, size, and quality of ads that BNC displays; =+ users have difficulty installing, updating, or otherwise
accessing BNC’ s products on mobile devices as a result of actions by BNC or third parties that BNC relies on to distribute
BNC’ s products and deliver BNC’ s services; == BNC is unable to develop products for mobile devices that users find
engaging, that work with a variety of mobile operating systems and networks, and that achieve a high level of market
acceptance; =+ there are decreases in user sentiment due to questions about the quality or usefulness of BNC’ s products or
BNC’ s user data practices, concerns about the nature of content made available on BNC’ s products, or concerns related to
privacy, safety, security, well- being, or other factors; =79 + BNC is unable to manage and prioritize information to ensure users
are presented with content that is appropriate, interesting, useful, and relevant to them; ==+ BNC is unable to obtain or attract
engaging third- party content; =+ BNC is unable to successfully maintain or grow usage of and engagement with applications
that integrate with BNC’ s products; - #8--users adopt new technologies where BNC’ s products may be displaced in favor of
other products or services, or may not be featured or otherwise available; = there are changes mandated by legislation,
government and regulatory authorities, or litigation that adversely affect BNC’ s products or users; <+ BNC is unable to offer a
number of BNC’ s products and services in Europe, or are otherwise limited in BNC” s business operations, as a result of
European regulators, courts, or legislative bodies determining that BNC’ s reliance on Standard Contractual Clauses or other
legal bases-basis BNC may rely upon to transfer user data from the European Union to the United States is invalid; = there is
decreased engagement with BNC’ s products, or failure to accept BNC” s terms of service, as part of privacy- focused changes
that BNC has implemented or may implement in the future, whether voluntarily, in connection with the General Data Protection
Regulation (* GDPR ”), the European Union’ s ePrivacy Directive, the California Privacy Rights Act (“ CPRA ”), or other laws,
regulations, or regulatory actions, or otherwise; = technical or other problems prevent BNC from delivering its products in a
rapid and reliable manner or otherwise affect the user experience, such as security breaches or failure to prevent or limit spam or
similar content, or users feel their experience is diminished as a result of BNC’ s efforts to protect the security and integrity of
the Platform; =+ BNC adopts terms, policies, or procedures related to areas such as sharing, content, user data, or advertising, or
BNC takes, or fails to take, actions to enforce BNC’ s policies, that are perceived negatively by BNC’ s users or the general
public; = BNC elects to focus its product decisions on longer- term initiatives that do not prioritize near- term user growth and
engagement; -+ BNC makes changes in its user account login or registration processes or changes in how BNC promotes
different products and services across its family of products; <+ initiatives designed to attract and retain users and engagement,
including the use of new technologies such as artificial intelligence, are unsuccessful, whether as a result of actions by BNC, its
competitors, or other third parties, or otherwise; -+ there is decreased engagement with BNC’ s products as a result of taxes
imposed on the use of social media or other mobile applications in certain countries, internet shutdowns, or other actions by
governments that affect the accessibility of BNC’ s products in their countries; -+ BNC fails to provide adequate customer
service to users, marketers, developers, or other partners; or -+ BNC, developers whose products are integrated with BNC’ s
products, or other partners and companies in BNC’ s industry are the subject of adverse media reports or other negative
publicity, including as a result of BNC’ s or its user data practices. 80 From time to time, certain of these factors have negatively
affected user retention, growth, and engagement to varying degrees. If BNC are unable to maintain or increase BNC’ s user base
and user engagement, particularly for BNC’ s significant revenue- generating products like Facebook and Instagram, BNC’ s
revenue and financial results may be adversely affected. Any significant decrease in user retention, growth, or engagement could
render BNC’ s products less attractive to users, marketers, and developers, which is likely to have a material and adverse impact



on BNC’ s ability to deliver ad impressions and, accordingly, BNC’ s revenue, business, financial condition, and results of
operations. As the size of BNC’ s active user base fluctuates in one or more markets from time to time, BNC will become
increasingly dependent on BNC’ s ability to maintain or increase levels of user engagement and monetization in order to grow
revenue. BNC’ s user growth, engagement, and monetization on mobile devices depend upon effective operation with mobile
operating systems, networks, technologies, products, and standards that BNC does not control. The substantial majority of BNC’
s revenue is expected to be generated from advertising on mobile devices. There is no guarantee that popular mobile devices will
feature BNC’ s products, or that mobile device users will ever use BNC”’ s products rather than competing products. BNC is
dependent on the interoperability of BNC’ s products with popular mobile operating systems, networks, technologies, products,
and standards that BNC does not control, such as the Android and iOS operating systems and mobile browsers. Changes, bugs,
or technical issues in such systems, or changes in BNC’ s relationships with mobile operating system partners, handset
manufacturers, browser developers, or mobile carriers, or in the content or application of their terms of service or policies that
degrade BNC’ s products’ functionality, reduce or eliminate BNC’ s ability to update or distribute BNC’ s products, give
preferential treatment to competitive products, limit BNC” s ability to deliver, target, or measure the effectiveness of ads, or
charge fees related to the distribution of BNC’ s products or BNC’ s delivery of ads have in the past adversely affected, and
could in the future adversely affect, the usage of BNC’ s products and monetization on mobile devices. H-BNC’ s products and
changes to such products could fail to attract or retain users or generate revenue and profits, or otherwise adversely affect BNC’
s business. BNC” s ability to retain, increase, and engage its user base and to increase BNC’ s revenue depends heavily on BNC’
s ability to continue to evolve BNC’ s existing products and to create successful new products, both independently and in
conjunction with developers or other third parties. BNC may introduce significant changes to BNC’ s products or acquire or
introduce new and unproven products, including using technologies with which BNC has little or no prior development or
operating experience. For example, BNC does not have significant experience with consumer hardware products or virtual or
augmented reality technology, which may adversely affect BNC’ s ability to successfully develop and market these products and
technologies. BNC will incur substantial costs, and BNC may not be successful in generating profits, in connection with these
efforts. These efforts, including the introduction of new products or changes to existing products, may result in new or enhanced
governmental or regulatory scrutiny, litigation, ethical concerns, or other complications that could adversely affect BNC’ s
business, reputation, or financial results. [f BNC’ s new products or changes to existing products fail to engage users, marketers,
or developers, or if BNC’ s business plans are unsuccessful, BNC may fail to attract or retain users or to generate sufficient
revenue, operating margin, or other value to justify BNC’ s investments, and BNC’ s business may be adversely affected. BNC
may not be successful in its metaverse strategy and investments, which could adversely affect BNC’ s business, reputation, or
financial results. BNC believes that the metaverse, an embodied internet where people have immersive experiences beyond two-
dimensional screens, is the next evolution in social technology. BNC intends to focus on helping to bring the metaverse to life.
BNC expects this will be a complex, evolving, and long- term initiative that will involve the development of new and emerging
technologies, require significant investment in infrastructure as well as privacy, safety, and security efforts, and collaboration
with other companies, developers, partners, and other participants. However, the metaverse may not develop in accordance with
BNC’ s expectations, and market acceptance of features, products, or services BNC may build for the metaverse is uncertain.
BNC intends to regularly evaluate BNC’ s product roadmaps and make significant changes as BNC’ s understanding of the
technological challenges and market landscape and BNC’ s product ideas and designs evolve. In addition, BNC has virtually no
experience with consumer hardware products and virtual and augmented reality technology, which may enable other companies
to compete more effectively than it can. BNC may be unsuccessful in BNC’ s future research and product development efforts,
including if BNC is unable to develop relationships with key participants in the metaverse or develop products that operate
effectively with metaverse technologies, products, systems, networks, or standards. BNC hopes to make investments in virtual
and augmented reality and other technologies to support these efforts, and BNC’ s ability to support these efforts is dependent
on generating sufficient profits from BNC’ s business. In addition, as BNC’ s metaverse efforts evolve, BNC may be subject to a
variety of existing or new laws and regulations in the United States and international jurisdictions, including in the areas of
privacy, safety, competition, content regulation, consumer protection, and e- commerce, which may delay or impede the
development of BNC’ s products and services, increase BNC’ s operating costs, require significant management time and
attention, or otherwise harm BNC” s business. As a result of these or other factors, BNC’ s metaverse strategy and investments
may not be successful in the foreseeable future, or at all, which could adversely affect BNC” s business, reputation, or financial
results. 81 BNC may not be able to successfully grow usage of and engagement with applications that integrate with BNC’ s
products. BNC hopes to make investments to enable developers to build, grow, and monetize applications that integrate with
BNC’ s products. Such existing and prospective developers may not be successful in building, growing, or monetizing
applications that create and maintain user engagement. Additionally, developers may choose to build on other platforms,
including platforms controlled by third parties, rather than building products that integrate with BNC” s products. BNC is
continuously seeking to balance the distribution objectives of BNC’ s developers with BNC’ s desire to provide an optimal user
experience, and BNC may not be successful in achieving a balance that attracts or retains such developers. In addition, as part of
BNC’ s efforts related to privacy, safety, and security, BNC intends to conduct investigations and audits of platform applications
from time to time. In some instances, these actions will adversely affect BNC’ s relationships with developers. If BNC is not
successful in BNC’ s efforts to grow the number of developers that choose to build products that integrate with BNC’ s products
or if BNC is unable to continue to build and maintain good relations with such developers, BNC” s user growth and user
engagement as well as its financial results may be adversely affected. #2-Risks Related to BNC’ s Business Operations and
Financial Results Our business is highly competitive. Competition presents an ongoing threat to the success of BNC’ s business.
BNC expects to compete with companies providing connection, sharing, discovery, and communication products and services to
users online, as well as companies that sell advertising to businesses looking to reach consumers and / or develop tools and



systems for managing and optimizing advertising campaigns. BNC faces significant competition in every aspect of BNC’ s
business, including, but not limited to, companies that facilitate the ability of users to create, share, communicate, and discover
content and information online or enable marketers to reach their existing or prospective audiences. BNC expects to compete to
attract, engage, and retain people who use BNC’ s products, to attract and retain businesses that use BNC’ s free or paid business
and advertising services, and to attract and retain developers who build compelling applications that integrate with BNC’ s
products. BNC also expects to compete with companies that develop and deliver virtual and augmented reality products and
services. As BNC introduces or acquires new products, or as other companies introduce new products and services, including as
part of efforts to develop the metaverse or innovate through the application of new technologies such as artificial intelligence,
BNC may become subject to additional competition. Virtually all BNC’ s current and potential competitors have greater
resources, experience, or stronger competitive positions in the product segments, geographic regions, or user demographics in
which BNC intends to operate than BNC does. For example, some of BNC” s competitors may be domiciled in different
countries and subject to political, legal, and regulatory regimes that enable them to compete more effectively than BNC could.
These factors may allow BNC’ s competitors to respond more effectively than BNC to new or emerging technologies and
changes in market conditions. In the event that users engage with other products and services, BNC may never see any growth in
use and engagement in key user demographics or more broadly, in which case BNC’ s business would be harmed. BNC’ s
competitors may develop products, features, or services that are similar to its own or that achieve greater acceptance, may
undertake more far- reaching and successful product development efforts or marketing campaigns, or may adopt more
aggressive pricing policies. Some competitors may gain a competitive advantage against BNC, including: by making
acquisitions; by limiting BNC” s ability to deliver, target, or measure the effectiveness of ads; by imposing fees or other charges
related to BNC’ s delivery of ads; by making access to BNC’ s products more difficult or impossible; by making it more difficult
to communicate with BNC” s users; or by integrating competing platforms, applications, or features into products they control
such as mobile device operating systems, search engines, browsers, or e- commerce platforms. BNC’ s competitors may, and in
some cases will, acquire and engage users or generate advertising or other revenue at the expense of BNC’ s own efforts, which
would negatively affect BNC’ s business and financial results. In addition, from time to time, BNC may take actions in response
to competitive threats, but BNC cannot assure you that these actions will be successful or that they will not negatively affect
BNC’ s business and financial results. Real or perceived inaccuracies in BNC’ s community and other metrics may harm BNC”’ s
reputation and negatively affect BNC’ s business. The numbers for BNC’ s key metrics are calculated using internal company
data based on the activity of user accounts, at times augmented by other sources. While these numbers are based on what BNC
believes to be reasonable estimates of BNC” s user base for the applicable period of measurement, there are inherent challenges
in measuring usage of BNC’ s products across online and mobile populations around the world. The methodologies used to
measure these metrics require significant judgment and are also susceptible to algorithm or other technical errors. In addition,
BNC is seeking to establish mechanisms to improve its estimates of its user base, and such estimates may change due to
improvements or changes in BNC” s methodology. BNC intends to regularly review BNC’ s processes for calculating these
metrics, and from time to time BNC expects to discover inaccuracies in these metrics or make adjustments to improve their
accuracy. 82 The lack of comprehensive encryption for communications on the Platform may increase the impact of a data
security incident. Communications on the Platform are not comprehensively encrypted at this time. As such, any data security
incident that involves unauthorized access, acquisition, disclosure, or use may be highly impactful to BNC’ s business. BNC
may experience considerable incident response forensics, data recovery, legal fees, and costs of notification related to any such
potential incident, and BNC may face an increased risk of reputational harm, regulatory enforcement, and consumer litigation,
which could further harm BNC’ s business, financial condition, results of operations, and future business opportunities. #3-Risks
Related to Government Regulation and Enforcement Regarding BNC Actions by governments that restrict access to BNC’ s
products in their countries, censor or moderate content on BNC’ s products in their countries, or otherwise impair BNC’ s ability
to sell advertising in their countries, could substantially harm BNC’ s business and financial results. BNC expects that
governments will from time to time seek to censor or moderate content available on BNC’ s products, should such products ever
be developed, distributed and used by customers, in their country, restrict access to BNC” s products from their country partially
or entirely, or impose other restrictions that may affect the accessibility of BNC’ s products in their country for an extended
period of time or indefinitely. In addition, government authorities may seek to restrict user access to BNC’ s products if they
consider us to be in violation of their laws or a threat to public safety or for other reasons. It is also possible that government
authorities could take action that impairs BNC’ s ability to sell advertising, including in countries where access to BNC’ s
consumer- facing products may be blocked or restricted. In the event that content shown on BNC’ s products is subject to
censorship, access to BNC” s products is restricted, in whole or in part, in one or more countries, BNC would be required to or
could elect to make changes to BNC’ s future operations, or other restrictions are imposed on BNC” s products, or BNC’ s
competitors are able to successfully penetrate new geographic markets or capture a greater share of existing geographic markets
that BNC cannot access or where BNC face other restrictions, BNC’ s ability to increase BNC’ s user base, user engagement, or
the level of advertising by marketers may be adversely affected, and BNC may not be able to grow BNC’ s revenue as
anticipated, and BNC’ s financial results could be adversely affected. Our business is subject to complex and evolving U. S. and
foreign laws and regulations regarding privacy, data use and data protection, content, competition, safety and consumer
protection, e- commerce, and other matters. Many of these laws and regulations are subject to change and uncertain
interpretation, and could result in claims, changes to BNC’ s products and business practices, monetary penalties, increased cost
of operations, or declines in user growth or engagement, or otherwise harm BNC” s business. BNC is subject to a variety of laws
and regulations in the United States and abroad that will involve matters central to BNC” s business, including privacy, data use,
data protection and personal information, biometrics, encryption, rights of publicity, content, integrity, intellectual property,
advertising, marketing, distribution, data security, data retention and deletion, data localization and storage, data disclosure,



artificial intelligence and machine learning, electronic contracts and other communications, competition, protection of minors,
consumer protection, civil rights, accessibility, telecommunications, product liability, e- commerce, taxation, economic or other
trade controls including sanctions, anti- corruption and political law compliance, securities law compliance, and online payment
services. The introduction of new products, expansion of BNC’ s activities in certain jurisdictions, or other actions that BNC
may take may subject it to additional laws, regulations, or other government scrutiny. In addition, foreign data protection,
privacy, content, competition, consumer protection, and other laws and regulations can impose different obligations or be more
restrictive than those in the United States. These U. S. federal, state, and foreign laws and regulations, which in some cases can
be enforced by private parties in addition to government entities, are constantly evolving and can be subject to significant
change. As a result, the application, interpretation, and enforcement of these laws and regulations are often uncertain,
particularly in the new and rapidly evolving industry in which BNC operates, and may be interpreted and applied inconsistently
from jurisdiction to jurisdiction and inconsistently with BNC’ s current policies and practices. For example, regulatory or
legislative actions or litigation affecting the manner in which BNC displays content to BNC’ s users, moderate content, or obtain
consent to various practices could adversely affect user growth and engagement. Such actions could affect the manner in which
BNC provides its services or adversely affect BNC’ s financial results. 83 As its business develops, BNC expects to become
subject to significant legislative and regulatory developments, and proposed or new legislation and regulations could
significantly affect BNC’ s business in the future. For example, BNC intends to implement certain product changes and controls
as a result of requirements under the European General Data Protection Regulation (“ GDPR ”), and may implement additional
changes in the future. The interpretation of the GDPR is still evolving and draft decisions in investigations are subject to review
by several European privacy regulators as part of the GDPR’ s consistency mechanism, which may lead to significant changes in
the final outcome of such investigations. As a result, the interpretation and enforcement of the GDPR, as well as the imposition
and amount of penalties for non- compliance, are subject to significant uncertainty. The California Consumer Privacy Act (“
CCPA ”), as amended by the California Privacy Rights Act (“ CPRA ™), also establishes certain transparency rules and creates
new data privacy rights for users, including limitations on BNC’ s use of certain sensitive personal information and more ability
for users to control the purposes for which their data is shared with third parties. Other states have proposed or enacted similar
comprehensive privacy laws that afford users with similar data privacy rights and controls. These laws and regulations are
evolving and subject to interpretation, and resulting limitations on BNC”’ s advertising services, or reductions of advertising by
marketers, could adversely affect BNC’ s advertising business. These laws and regulations, as well as any associated claims,
inquiries, or investigations or any other government actions, have in the past led to, and may in the future lead to, unfavorable
outcomes including increased compliance costs, loss of revenue, delays or impediments in the development of new products,
negative publicity and reputational harm, increased operating costs, diversion of management time and attention, and remedies
that harm BNC” s business, including fines or demands or orders that BNC modify or cease existing business practices. 74
Changes in laws affecting gaming and gambling or the public perception of gaming and gambling may adversely impact etr-or
BNC’ s business. BNC offers a number of products and services, which may include a selection of gaming options, including
games, sweepstakes, gambling, and social gaming experiences. Social gaming experiences have recently been the subject of civil
lawsuits, and some jurisdictions have taken an adverse position to interactive social gaming, including “ social casinos ” and
sweepstakes- based gaming. This could lead to states adopting legislation or imposing a regulatory framework to govern
interactive social gaming or social casino or sweepstakes- based gaming specifically. These could also result in a prohibition on
interactive social gaming or social casino or sweepstakes- based gaming altogether, restrict BNC’ s ability to advertise its games,
or substantially increase BNC or our costs to comply with these regulations, all of which could have an adverse effect on our or
BNC’ s results of operations, cash flows and financial condition. It is not possible to predict the likelihood, timing, scope, or
terms of any such legislation or regulation or the extent to which they may affect our or BNC’ s business. Regulators in the
future may pass additional rules and regulations that could adversely affect our or BNC” s business. In May 2019, the World
Health Organization adopted a new edition of its International Classification of Diseases, which lists gaming addiction as a
disorder. The American Psychiatric Association (“ APA ) and U. S. regulators have yet to decide whether gaming addiction
should be considered a behavioral disorder, but the APA has noted that research and the debate on its classification are ongoing.
Certain countries, including China and South Korea, have enacted regulations, such as imposing both gaming curfews and
spending limits for minors, and established treatment programs aimed at addressing gaming addiction. It is not possible to
predict the likelihood, timing, scope, or terms of any similar regulations in any of the markets in which BNC operates, or the
extent to which implementation of such regulations may adversely affect our or BNC’ s reputation and business. Consumer
protection and health concerns regarding games and gambling such as BNC’ s have been raised in the past and may again be
raised in the future. Such concerns could lead to increased scrutiny over the manner in which BNC’ s games are designed,
developed, distributed, and presented. We and BNC cannot predict the likelihood, timing or scope of any concern reaching a
level that will impact its business, or whether it would suffer any adverse impacts to our or BNC’ s results of operations, cash
flows and financial condition. Our reputation may be harmed due to unfamiliarity or negative press associated with activities
BNC is undertaking, including the online metaverse landscape, virtual markets, real world goods marketplaces, gaming, social
activities, sweepstakes, gambling, and digital assets. BNC is focused on the development of the online metaverse landscape and
is focused on immersive digital experiences, including virtual markets, real world goods marketplaces, gaming, social activities,
sweepstakes, gambling, and more. The activities BNC is undertaking are based on technology that is relatively new. Many
companies operating in similar industries are unlicensed, unregulated and / or operate without supervision by any governmental
authorities. As a result, users and the general public may lose confidence in BNC” s products and services. Companies like BNC
that deal in digital assets are appealing targets for hackers and malware and may also be more likely to be targets of regulatory
enforcement actions. Negative perception, a lack of stability and standardized regulation in the industries in which BNC
operates and the failure of similar companies due to fraud, business failure, hackers or malware, or government mandated



regulation, may reduce confidence in our or BNC’ s business. Any of these events could have a material and adverse impact on
our or BNC”’ s reputation and business. 84 We may be subject to regulatory and other government investigations, enforcement
actions, settlements, and other inquiries in the future, which could cause us to incur substantial costs or require us or BNC to
change its business practices in a manner materially adverse to its business. Should BNC’ s business ever expand to a significant
degree, we and BNC’ s management expects to receive formal and informal inquiries from government authorities and
regulators regarding BNC” s compliance with laws and regulations, many of which are evolving and subject to interpretation. In
such a scenario, we and BNC expect to be the subject of investigations, inquiries, data requests, requests for information,
actions, and audits in the United States, particularly in the areas of privacy and data protection, including with respect to minors,
law enforcement, consumer protection, civil rights, content moderation, blockchain technologies, sweepstakes, promotions,
gaming, gambling, and competition. In addition, we or BNC may in the future be subject to regulatory orders or consent decrees.
#5-We or BNC may also become subject to various litigation and formal and informal inquiries and investigations by
competition authorities in the United States, which may relate to many aspects of BNC’ s future business, including with respect
to users and advertisers, as well as BNC” s industry. Such inquiries, investigations, and lawsuits concern, among other things,
BNC’ s business practices in the areas of social networking or social media services, digital advertising, gambling, and
sweepstakes activities and / or mobile or online applications. Orders issued by, or inquiries or enforcement actions initiated by,
government or regulatory authorities could cause us or BNC to incur substantial costs, expose us to civil and criminal liability
(including liability for personnel) or penalties (including substantial monetary remedies), interrupt or require us or BNC to
change its business practices in a manner materially adverse to our or BNC’ s business (including changes products or user data
practices), result in negative publicity and reputational harm, divert resources and the time and attention of management from
our or BNC”’ s business, or subject us or BNC to other structural or behavioral remedies that adversely affect our or BNC’ s
business. BNC expects, should its business ever develop, to be subject to regulatory and other government investigations,
enforcement actions, settlements and other inquiries in the future, which could cause us BNC incur substantial costs or require
BNC to change its business practices in a manner materially adverse to its business. Should BNC’ s business ever expand and to
a significant degree, its management expects it to receive formal and informal inquiries from government authorities and
regulators regarding BNC” s compliance with laws and regulations, many of which are evolving and subject to interpretation. In
such a scenario, BNC expects to be the subject of investigations, inquiries, data requests, requests for information, actions, and
audits in the United States, Europe, and around the world, particularly in the areas of privacy and data protection, including with
respect to minors, law enforcement, consumer protection, civil rights, content moderation, and competition. In addition, BNC
may in the future be subject to regulatory orders or consent decrees. BNC may also become subject to various litigation and
formal and informal inquiries and investigations by competition authorities in the United States, Europe, and other jurisdictions,
which may relate to many aspects of BNC” s future business, including with respect to users and advertisers, as well as BNC’ s
industry. Such inquiries, investigations, and lawsuits concern, among other things, BNC’ s business practices in the areas of
social networking or social media services, digital advertising, and / or mobile or online applications. Orders issued by, or
inquiries or enforcement actions initiated by, government or regulatory authorities could cause BNC to incur substantial costs,
expose us to civil and criminal liability (including liability for BNC’ s personnel) or penalties (including substantial monetary
remedies), interrupt or require BNC to change its business practices in a manner materially adverse to BNC” s business
(including changes to BNC’ s products or user data practices), result in negative publicity and reputational harm, divert
resources and the time and attention of management from BNC’ s business, or subject it to other structural or behavioral
remedies that adversely affect BNC’ s business. 85 Payment transactions may subject us to additional regulatory requirements
and other risks that could be costly and difficult to comply with or that could harm BNC” s business. Several of BNC’ s future
products may offer payments functionality, including enabling BNC’ s users to purchase tangible, virtual, and digital goods
from merchants and developers that offer applications using BNC” s payment infrastructure, send money to other users, and
make donations to certain charitable organizations, among other activities. BNC is or may become subject to a variety of laws
and regulations in the United States, Europe and elsewhere, including those governing anti- money laundering and counter-
terrorist financing, money transmission, stored value, gift cards and other prepaid access instruments, electronic funds transfer,
virtual currency, consumer protection, charitable fundraising, trade sanctions, and import and export restrictions. Depending on
how BNC’ s payment products evolve, BNC may also be subject to other laws and regulations including those governing
gambling, banking, and lending. In some jurisdictions, the application or interpretation of these laws and regulations is not clear.
BNC’ s efforts to comply with these laws and regulations could be costly and result in diversion of management time and effort
and may still not guarantee compliance. In the event that BNC is found to be in violation of any such legal or regulatory
requirements, BNC may be subject to monetary fines or other penalties such as a cease and desist order, or BNC may be
required to make product changes, any of which could have an adverse effect on BNC” s business and financial results. #6-Risks
Related to Data, Security, and Intellectual Property Security breaches, improper access to or disclosure of BNC’ s data or user
data, other hacking and phishing attacks on BNC’ s systems, or other cyber incidents could harm BNC’ s reputation and
adversely affect BNC’ s business. BNC’ s industry is prone to cyber- attacks by third parties seeking unauthorized access to
BNC’ s data or users’ data or to disrupt BNC’ s ability to provide service. BNC’ s products and services involve the collection,
storage, processing, and transmission of a large amount of data. Any failure to prevent or mitigate security breaches and
improper access to or disclosure of BNC’ s data or user data, including personal information, content, or payment information
from users, or information from marketers, could result in the loss, modification, disclosure, destruction, or other misuse of such
data, which could harm BNC’ s business and reputation and diminish BNC’ s competitive position. In addition, computer
malware, viruses, social engineering (such as spear phishing attacks), scraping, and general hacking continue to be prevalent in
BNC’ s industry and are expected to occur on BNC’ s systems in the future. BNC expects to regularly encounter attempts to
create false or undesirable user accounts, purchase ads, or take other actions on BNC’ s platform for purposes such as



spamming, spreading misinformation, or other objectionable ends. Such attacks may cause interruptions to the services BNC
intends to provide, degrade the user experience, cause users or marketers to lose confidence and trust in BNC’ s products, impair
BNC’ s internal systems, or result in financial harm to BNC. BNC’ s efforts to protect its data or the information BNC receives,
and to disable undesirable activities on BNC’ s platform, may also be unsuccessful due to software bugs or other technical
malfunctions; employee, contractor, or vendor error or malfeasance, including defects or vulnerabilities in BNC” s vendors’
information technology systems or offerings; government surveillance; breaches of physical security of BNC’ s facilities or
technical infrastructure; or other threats that evolve. In addition, third parties may attempt to fraudulently induce employees or
users to disclose information in order to gain access to BNC’ s data or BNC” s users’ data. Cyber- attacks continue to evolve in
sophistication and volume, and inherently may be difficult to detect for long periods of time. Although BNC intends to try to
develop systems and processes that are designed to protect BNC’ s data and user data, to prevent data loss, to disable
undesirable accounts and activities on BNC’ s platform, and to prevent or detect security breaches, BNC cannot assure you that
such measures, if implemented, will provide adequate security, that BNC will be able to react in a timely manner, or that BNC’ s
remediation efforts will be successful. The changes in BNC’ s work environment as a result of certain personnel working
remotely could also impact the security of BNC’ s systems, as well as BNC’ s ability to protect against attacks and detect and
respond to them quickly. In addition, some of BNC’ s developers or other partners, such as those that help us measure the
effectiveness of ads, may receive or store information provided by us or by BNC’ s users through mobile or web applications
integrated with BNC” s products. BNC provide limited information to such third parties based on the scope of services provided
to us. However, if these third parties or developers fail to adopt or adhere to adequate data security practices, or in the event of a
breach of their networks, BNC” s data or BNC” s users’ data may be improperly accessed, used, or disclosed. To date, BNC has
not, to its knowledge, experienced a cyber- attack or other security incident, however, it does expeets— expect to
experience such cyber- attacks and other security incidents of varying degrees from time to time, and BNC expects to incur
significant costs in protecting against or remediating such incidents. In addition, BNC is subject to a variety of laws and
regulations in the United States and abroad relating to cybersecurity and data protection. As a result, affected users or
government authorities could initiate legal or regulatory actions against BNC in connection with any actual or perceived security
breaches or improper access to or disclosure of data, which has occurred in the past and which could cause BNC to incur
significant expense and liability or result in orders or consent decrees forcing BNC to modify its business practices. Such
incidents or BNC’ s efforts to remediate such incidents may also result in a decline in BNC” s active user base or engagement
levels. Any of these events could have a material and adverse effect on BNC’ s business, reputation, or financial results. 86 We
anticipate that BNC’ s efforts related to privacy, safety, security, and content review will identify additional instances of misuse
of user data or other undesirable activity by third parties on BNC’ s platform. In addition to BNC’ s efforts to mitigate
cybersecurity risks, BNC intends to make investments in privacy, safety, security, and content review efforts to combat misuse
of BNC’ s services and user data by third parties, including investigations and audits of platform applications, as well as other
enforcement efforts. As a result of these efforts BNC anticipates that BNC will discover and announce additional incidents of
misuse of user data or other undesirable activity by third parties. BNC may not discover all such incidents or activity, whether as
aresult of BNC’ s data or technical limitations, including BNC” s lack of visibility over BNC’ s encrypted services, the
allocation of resources to other projects, or other factors, and BNC may be notified of such incidents or activity by the FTC, the
media or other third parties. Such incidents and activities may in the future include the use of user data or BNC’ s systems in a
manner inconsistent with BNC” s terms, contracts or policies, the existence of false or undesirable user accounts, improper
advertising practices, activities that threaten people’ s safety on or offline, or instances of spamming, scraping, data harvesting,
unsecured datasets, or spreading misinformation. BNC may also be unsuccessful in its efforts to enforce BNC’ s policies or
otherwise remediate any such incidents. Consequences of any of the foregoing developments include negative effects on user
trust and engagement, harm to BNC’ s reputation, changes to BNC’ s business practices in a manner adverse to BNC’ s business,
and adverse effects on BNC’ s business and financial results. Any such developments may also subject BNC to additional
litigation and regulatory inquiries, which could subject BNC to monetary penalties and damages, divert management’ s time and
attention, and lead to enhanced regulatory oversight. 7-BNC’ s products and internal systems rely on software and hardware
that is highly technical, and any errors, bugs, or vulnerabilities in these systems, or failures to address or mitigate technical
limitations in BNC” s systems, could adversely affect BNC’ s business. BNC’ s products and internal systems rely on software
and hardware, including software and hardware developed or maintained internally and / or by third parties, that is highly
technical and complex. In addition, BNC’ s products and internal systems depend on the ability of such software and hardware
to store, retrieve, process, and manage considerable amounts of data. The software and hardware on which BNC relies is
expected to contain, errors, bugs, or vulnerabilities, and BNC’ s systems are subject to certain technical limitations that may
compromise BNC’ s ability to meet BNC’ s objectives. Some errors, bugs, or vulnerabilities inherently may be difficult to detect
and may only be discovered after the code has been released for external or internal use. Errors, bugs, vulnerabilities, design
defects, or technical limitations within the software and hardware on which BNC relies, or human error in using such systems,
may in the future lead to outcomes including a negative experience for users and marketers who use BNC’ s products,
compromised ability of BNC” s products to perform in a manner consistent with BNC” s terms, contracts, or policies, delayed
product introductions or enhancements, targeting, measurement, or billing errors, compromised ability to protect the data of
BNC’ s users and / or BNC’ s intellectual property or other data, or reductions in BNC’ s ability to provide some or all of BNC’
s services. In addition, any errors, bugs, vulnerabilities, or defects in BNC’ s systems or the software and hardware on which
BNC relies, failures to properly address or mitigate the technical limitations in BNC’ s systems, or associated degradations or
interruptions of service or failures to fulfill BNC’ s commitments to BNC’ s users, are expected to lead to outcomes including
damage to BNC’ s reputation, loss of users, loss of marketers, prevention of its ability to generate revenue, regulatory inquiries,
litigation, or liability for fines, damages, or other remedies, any of which could adversely affect BNC’ s business and financial



results. If BNC is unable to protect BNC’ s intellectual property, the value of its brands and other intangible assets may be
diminished, and its business may be adversely affected. BNC relies, and expects to continue to rely on a combination of
confidentiality, assignment, and license agreements with BNC” s employees, consultants, and third parties with whom BNC has
relationships, as well as intellectual property laws, to protect BNC’ s proprietary rights. In the United States and internationally,
BNC expects to file various applications for protection of certain aspects of BNC’ s intellectual property. Third parties may
knowingly or unknowingly infringe BNC”’ s proprietary rights, third parties may challenge proprietary rights held by BNC in the
future, and future trademark and patent applications may not be approved. In addition, effective intellectual property protection
may not be available in every country in which BNC operates or intends to operate. In any or all of these cases, BNC may be
required to expend significant time and expense in order to prevent infringement or to enforce BNC” s rights. Although BNC
expects to take measures to protect BNC’ s proprietary rights, there can be no assurance that others will not offer products or
concepts that are substantially similar to BNC” s and compete with BNC” s business. If the protection of BNC’ s proprietary
rights is inadequate to prevent unauthorized use or appropriation by third parties, the value of BNC’ s brands and other
intangible assets may be diminished and competitors may be able to more effectively mimic BNC’ s products, services and
methods of operations. Any of these events could have an adverse effect on BNC’ s business and financial results. 87 BNC
expects to be party to patent lawsuits and other intellectual property rights claims that are expensive and time consuming and, if
resolved adversely, could have a significant impact on BNC’ s business, financial condition, or results of operations. Companies,
in particular established ones, in the internet, technology, and media industries typically own large numbers of patents,
copyrights, trademarks, and trade secrets, and frequently enter into litigation based on allegations of infringement,
misappropriation, or other violations of intellectual property or other rights. In the event that BNC ever develops a significant
intellectual property portfolio, it would face similar challenges that established companies do. In addition, various ** non-
practicing entities - that own patents and other intellectual property rights often attempt to aggressively assert their rights in
order to extract value from technology companies. Furthermore, from time to time BNC may introduce or acquire new products,
which could increase BNC’ s exposure to patent and other intellectual property claims from competitors and non- practicing
entities. From time to time, BNC may receive notices from patent holders and other parties alleging that certain of BNC’ s
products and services, or user content, infringe their intellectual property rights. BNC expects, should its business ever develop,
to be involved in a number of intellectual property lawsuits. Defending patent and other intellectual property litigation is costly
and can impose a significant burden on management and employees, and there can be no assurances that favorable final
outcomes will be obtained in all or even most cases. In addition, plaintiffs may seek, and BNC may become subject to,
preliminary or provisional rulings in the course of any such litigation, including potential preliminary injunctions requiring us to
cease some or all of BNC’ s anticipated operations. BNC may seek, if possible, to settle such lawsuits and disputes on terms that
are unfavorable to it. Similarly, if any litigation to which BNC is a party is resolved adversely, BNC may be subject to an
unfavorable judgment that may not be reversed upon appeal, if appealed. The terms of such a settlement or judgment may
require us to cease some or all of BNC’ s operations or require us pay substantial amounts to the other party, which we may not
be able to afford. In addition, BNC may have to seek a license to continue practices found to be in violation of a third party’ s
rights, which may not be available on reasonable terms, or at all, and may significantly increase BNC’ s operating costs and
expenses. As a result, BNC may also be required to develop alternative non- infringing technology or practices or discontinue
the practices. The development of alternative non- infringing technology or practices could require significant effort and
expense, could result in less effective technology or practices or otherwise negatively affect the user experience, or may not be
feasible. BNC’ s business, financial condition, and results of operations could be adversely affected as a result of an unfavorable
resolution of the disputes and litigation referred to above #8-. Risks Related to ©ur-askROI askROI is heavily dependent
upon on an exclusive licensing agreement. askROI is heavily dependent upon one single exclusive licensing agreement
(the “ License Agreement ”’), which involves a number of risks, not all of which may be adequately summarized in this
section. Primarily, however, they consist of the following: (i) reliance on a single licensing agreement for core technology
could lead to significant disruptions if the License Agreement is terminated, not renewed, or does not provide the benefits
that askROI presently expects to derive from it; and (ii) the exclusive nature of the licensing agreement may restrict
askROI’ s ability to expand its operations beyond North America, potentially limiting growth opportunities. If askROI’
s rights benefits under the License Agreement do not materialize in the way it presently expects, its Business-business and
future prospects could be materially and adversely affected. askROI is heavily dependent on its LLM provider. askROI
is heavily dependent on its Large Language Model (“ LLM ”) provider, which presents a number of risks, which are
related to the risks outlined immediately above and include the following: (i) askROI’ s platform heavily relies on the
LLM technology provided by its development partner, or licensor of the License Agreement (the “ Licensor ), which
means that any issues with the LLM’ s performance, reliability, or adaptability could directly and adversely impact
askROI’ s product quality and customer satisfaction; (ii) any disputes or disagreements over intellectual property rights
related to the LLM technology or jointly developed components could lead to legal challenges and operational
disruptions, and (iii) any divergence in strategic objectives, priorities, or values between askROI and the Licensor, which
is the same entity that provides services to RiskOn with respect to BNC, could strain the relationship and hinder
effective collaboration. Further, any negative publicity, security breaches, or ethical controversies associated with the
Licensor could indirectly impact askROI’ s reputation and customer trust. In addition, the Licensor’ s financial
instability or a change in ownership of the Licensor could disrupt the partnership and force askROI to seek alternative
providers, which it may or may not be able to do, whether on a timely basis or at all. 88 Moreover, any unfavorable
changes in the Licensor’ s pricing model or license fees could increase askROI’ s operational costs and reduce its profit
margins, if any, and any uncertainty around the renewal terms of the licensing agreement or partnership contract could
create long- term planning challenges for askROL. If any of the foregoing risks were to materialize, askROI’ s business



and future prospects could be materially and adversely affected. askROI faces risks commonly associated with start- up
companies. askROI faces risks commonly associated with start- up companies. As a start- up company, askROI may face
difficulties in validating market demand for its AI- powered insights platform, which could adversely impact its ability to
attract and acquire customers. Further, enterprise sales cycles can be lengthy, particularly for a start- up company
without and-- an established track record. Prolonged sales cycles could strain askROI’ s cash flow and hinder growth,
and (iii) reliance on a few large customers could make askROI vulnerable to revenue volatility and adversely impact its
bargaining power. If any of the foregoing risks were to materialize, askROI’ s business and future prospects could be
materially and adversely affected. askROI faces adoption and integration and other challenges. askROI faces adoption
and integration challenges. Complex onboarding processes or steep learning curves could slow customer adoption and
time- to- value realization. Further, its software could be difficult to integrate with a customer’ s legacy systems, leading
to challenges with customers’ legacy systems and tools. Any difficulties associated with integration of different systems
could limit askROI’ s market penetration and customer satisfaction. In addition, the Licensor’ s development team may
have limited capacity to support askROI’ s platform development needs, particularly if askROI were to begin seeing
significant growth and require more rapid iterations and customizations. Also, the LLM technology may not be
optimized for the scale and performance requirements of askROI’ s growing user base, leading to performance
bottlenecks and customer dissatisfaction. Additionally, as a new entrant in the market, askROI may struggle to establish
brand awareness and credibility, making it harder to attract customers and partners. Similarly, any negative publicity
or customer complaints could disproportionately impact askROI’ s reputation as a startup, hindering its growth and
ability to compete against established players. If any of the foregoing risks were to materialize, askROI’ s business and
future prospects could be materially and adversely affected. Customer retention risks could pose a challenge for askROI.
askROI may experience difficulties in retaining customers. Any failure on its part to achieve strong product- market fit
could lead to high customer churn rates, as businesses may not perceive sufficient value in askROI’ s offerings. Further,
as a newly formed entity, askROI may struggle to provide the level of customer support expected by enterprise clients,
which could have a materially adverse impact on customer satisfaction and retention. Finally, low barriers to entry and
minimal switching costs in the AI and analytics market could make it easier for customers to move to competitors,
thereby increasing askROI’ s customer retention risks. If any of these developments were to occur, askROI’ s business
and future prospects could be materially and adversely affected. Ethical AI concerns. The Al Industr-industry —Hetet
Properties-We-is commonly associated with ethical concerns, whether real or perceived, which askROI must overcome in
order to successfully develop its business. Such concerns include the risk that unintended biases in askROI’ s AI models
could lead to discriminatory or unfair outcomes, damaging the entity’ s reputation and exposing it to legal risks, and that
difficulty in providing clear explanations for AI- generated insights could erode customer trust and hinder adoption of
askROI’ s product offerings. If askROI cannot substantially mitigate or prevent such concerns from arising, its business
and future prospects could be materially and adversely affected. 89 Risks Related to GuyCare GuyCare’ s limited
operating history and evolving business model make it difficult to evaluate GuyCare’ s future prospects and may
increase the risk of your investment. As a newly launched subsidiary in 2023, GuyCare faces significant challenges in
establishing its brand presence, attracting and retaining customers, and achieving profitability in a competitive market.
GuyCare’ s limited operating history makes it difficult for investors, analysts, and other stakeholders to evaluate its
business model, financial performance, and future prospects accurately, all the more so as GuyCare is merely one
subsidiary of RiskOn, which has other subsidiaries. GuyCare may encounter unexpected obstacles, such as market
resistance to its offerings, difficulties in scaling its operations, or unforeseen regulatory hurdles, which could hinder its
ability to execute its business plan effectively. Additionally, as a new entrant, GuyCare may need to invest heavily in
marketing, technology infrastructure, and talent acquisition to gain market share and compete with established players,
which could strain its and its parent RiskOn’ s financial resources and delay profitability. GuyCare operate-operates
highly regulated industry with complex and evolving healthcare laws and regulations, which could adversely affect
GuyCare’ s business, financial condition, and results of operations. GuyCare operates in the highly regulated healthcare
industry, which is subject to a complex web of laws and regulations at both the state and federal levels. These regulations
cover various aspects of GuyCare’ s business, including telehealth services, data privacy, healthcare marketing, and the
practice of medicine. As a new entrant, GuyCare may face a steep learning curve in ensuring compliance with all
applicable regulations, which could divert management’ s attention and resources from other critical business functions.
Failure to comply with these regulations could result in significant penalties, legal liabilities, and reputational damage.
Moreover, the regulatory landscape for telehealth and men’ s health is constantly evolving, with new laws, regulations,
and enforcement priorities emerging in response to technological advancements and public health concerns. GuyCare
must proactively monitor these changes and adapt its business practices accordingly to mitigate compliance risks and
maintain its competitive edge. This may require significant investments in legal and compliance resources, which could
impact GuyCare’ s financial performance. The rapidly evolving telehealth industry presents unique challenges and risks
for GuyCare as a new entrant in the market. GuyCare’ s business model is heavily reliant on telehealth services, which
have gained significant traction in recent years due to advancements in technology and the COVID- 19 pandemic.
However, the telehealth industry is still relatively new and evolving rapidly, which presents several risks for GuyCare as
a new entrant. First, GuyCare may face challenges in ensuring the quality, reliability, and security of its telehealth
platform, which could impact customer satisfaction and loyalty. Second, GuyCare may encounter resistance from
traditional healthcare providers or regulatory bodies who are skeptical of telehealth’ s efficacy or concerned about its
potential risks. Third, the telehealth market is becoming increasingly crowded, with numerous players vying for market
share and customer attention. GuyCare must differentiate its offerings and value proposition to stand out in this



competitive landscape. Finally, the long- term sustainability of telehealth as a primary mode of healthcare delivery is still
uncertain, as it may be impacted by factors such as changes in reimbursement policies, technological disruptions, or
shifts in consumer preferences. GuyCare must navigate these risks and uncertainties to establish a strong foothold in the
telehealth industry and drive long- term growth. GuyCare’ s hybrid business model, which includes brick- and- mortar
clinics, exposes GuyCare to additional operational risks and challenges. While GuyCare will focus primarily on
telehealth services, GuyCare’ s hybrid model also includes operating brick- and- mortar clinics, which presents a unique
set of risks and challenges. As a new entrant, GuyCare may face significant upfront costs in acquiring or leasing clinic
space, purchasing equipment and supplies and hiring clinical staff. These investments may strain GuyCare’ s and
thereby RiskOn’ s financial resources and divert management’ s attention from other critical business functions.
Additionally, operating physical clinics exposes GuyCare to various operational risks, such as property maintenance,
staffing challenges, and potential liability for on- site accidents or medical malpractice. GuyCare must also ensure
compliance with a wide range of regulations governing the operation of healthcare facilities, including safety standards,
accessibility requirements, and waste management protocols. Any lapses in compliance or negative incidents at
GuyCare’ s clinics could result in legal liabilities, regulatory penalties and reputational damage. 90 GuyCare faces
intense competition from established players in the men’ s health market, which could hinder GuyCare’ s ability to gain
market share and achieve profitability. The men’ s health market is becoming increasingly crowded, with numerous
established players and new entrants vying for market share. As a new company in the men’ s health market, GuyCare
faces intense competition from various sources, including traditional healthcare providers, telehealth platforms, direct-
to- consumer health brands, and retail pharmacies. Many of these competitors have significant advantages over
GuyCare, such as greater brand recognition, larger customer bases, more extensive provider networks, and vastly
greater financial resources. To survive in this competitive landscape, GuyCare must differentiate itself through
innovative offerings, personalized customer experiences, and compelling marketing campaigns. GuyCare must also
continuously monitor and adapt to changes in competitor strategies, pricing, and market positioning to avoid being
outmaneuvered. However, as a new entrant, GuyCare may lack the market intelligence, customer insights, and agility to
respond quickly to competitive threats, which could hinder its ability to gain market share and achieve profitability.
Additionally, intense competition may lead to price wars, margin erosion, and customer churn, which could further
strain GuyCare’ s financial performance. As a healthcare company collecting sensitive customer information, GuyCare
faces significant cybersecurity and data privacy risks that could expose GuyCare to legal liabilities, regulatory penalties,
and reputational damage. As a healthcare company that collects, stores, and processes sensitive customer information,
including personal health data, GuyCare is a prime target for cybersecurity threats and data breaches. A successful
cyber- attack or data breach could result in the unauthorized access, disclosure, or theft of customer data, which could
lead to significant legal liabilities, regulatory penalties, and reputational damage. For example, under state and federal
consumer privacy laws, such as the California Consumer Privacy Act, companies that collect personal data must provide
customers with certain rights and protections, such as the right to access, delete, or opt out of the sale of their data.
Violations of these laws could lead to significant penalties and class- action lawsuits. As a new entrant, GuyCare may
lack the robust cybersecurity infrastructure and data privacy controls needed to safeguard customer data effectively.
GuyCare must invest heavily in building a secure, compliant data management system and training its employees in data
privacy best practices. GuyCare must also regularly monitor and adapt to changes in cybersecurity threats and
regulatory requirements to stay ahead of potential risks. GuyCare’ s reliance on third- party suppliers, manufacturers,
and partners exposes GuyCare to various operational and financial risks. GuyCare’ s business model depends heavily on
third- party suppliers, manufacturers, and partners for various aspects of its operations, including pharmaceutical
products, medical supplies, technology infrastructure and marketing services. As a new entrant, GuyCare may lack the
bargaining power and established relationships needed to secure favorable terms and reliable service from these third
parties. Any disruptions or quality issues in GuyCare’ s supply chain or partner network could significantly impact
GuyCare’ s ability to serve its customers and maintain business continuity. For example, if a key supplier experiences
production delays or quality control issues, GuyCare may face shortages of critical products or be forced to recall
defective items, which could lead to customer dissatisfaction, legal liabilities, and financial losses. Similarly, if a
technology partner experiences a service outage or data breach, GuyCare’ s telehealth platform may become unavailable
or compromised, leading to lost revenue and reputational damage. As a new business, GuyCare faces significant
challenges in developing, protecting, and commercializing its proprietary technology and other intellectual property
assets. GuyCare’ s success depends on its ability to develop, protect, and commercialize its proprietary technology, trade
secrets, and other intellectual property (“ IP ) assets. As a new entrant in the industry-men’ s health
market, GuyCare may face significant challenges in securing and enforcing its IP rights. For example, GuyCare may
lack the financial resources and legal expertise needed to file and prosecute patent applications effectively, or to defend
against IP infringement claims by competitors. Additionally, GuyCare’ s IP may be vulnerable to reverse engineering,
unauthorized disclosure, or independent development by third parties, particularly if GuyCare fails to implement
adequate safeguards and confidentiality agreements. Any loss or compromise of GuyCare’ s IP could significantly
undermine its competitive position and ability to differentiate itself in the market. 91 Relying on contracted medical
groups or hired doctors in certain states introduces additional legal, operational, and quality control risks for GuyCare.
In states where GuyCare cannot directly provide telemedicine services through the use of a nurse practitioner, GuyCare
will need to rely on contracted medical groups or hired doctors. These relationships may introduce additional legal,
operational, and quality control risks, as GuyCare will have less direct oversight over the care provided to its clients in
these states. GuyCare may face increased exposure to malpractice claims or other legal issues arising from the actions of



contracted or hired healthcare providers. While these providers should carry their own malpractice insurance, GuyCare
could still be named in lawsuits or face reputational damage if the quality of care provided does not meet GuyCare’ s
standards. Furthermore, GuyCare may have limited ability to enforce its own quality control measures and clinical
guidelines when working with external providers. Inconsistencies in the quality of care, adherence to best practices, or
bedside manner of contracted or hired providers could undermine GuyCare' s brand reputation and customer loyalty.
GuyCare' s ambitious multi- state expansion plan may face unforeseen challenges, potentially impacting its financial
performance and growth prospects. GuyCare plans to rapidly expand its telemedicine services to all 41 states that all
nurse practitioners to provide its services, which is anticipated to occur within the next five months, is ambitious and
may face unforeseen challenges. Delays in obtaining licenses, recruiting providers, or setting up necessary infrastructure
could impact GuyCare’ s ability to meet its expansion targets and may negatively affect its financial performance and
growth prospects . The ledgingindustry-loss of key management or healthcare professionals could significantly disrupt
GuyCare’ s operations and hinder GuyCare’ s ability to achieve its growth objectives. As a new subsidiary, GuyCare’ s
success is heavily dependent on the skills, experience, and leadership of its key management and healthcare
professionals. These individuals play a critical role in setting GuyCare’ s strategic direction, building its organizational
culture, and executing its business plan. The loss of one or more key personnel, whether due to resignation, illness, or
other reasons, could significantly disrupt GuyCare’ s operations and hinder its ability to achieve its growth objectives.
As a provider of healthcare products and services, GuyCare faces inherent risks related to product liability claims and
lawsuits, which could result in significant legal expenses, damages, and reputational harm. As a provider of healthcare
products and services, GuyCare faces inherent risks related to product liability claims and lawsuits. If a customer
experiences an adverse event or injury while using one of GuyCare’ s products or services, they may take legal action
against GuyCare for damages. Product liability claims can be costly to defend and settle, even if they are ultimately
found to be without merit. Additionally, negative publicity surrounding a product liability lawsuit could significantly
damage GuyCare’ s brand reputation and customer trust, particularly as a new entrant in the market. Economic
downturns or uncertainties could lead to reduced demand for GuyCare’ s products and services, negatively impacting
GuyCare’ s revenue and growth prospects. As a new business operating in the discretionary healthcare market,
GuyCare is particularly vulnerable to economic downturns and uncertainties. During times of economic stress,
consumers may cut back on non- essential health and wellness spending, such as elective procedures, preventive care and
premium products. This could lead to reduced demand for GuyCare’ s offerings, lower revenue, and increased customer
churn. Additionally, economic uncertainties may make it harder for GuyCare to secure funding from investors or
lenders, particularly as a new entrant with a limited track record of financial performance. This could hinder GuyCare’
s ability to invest in growth initiatives, such as new product development, market expansion, and talent acquisition.
Negative publicity or customer feedback could significantly damage GuyCare’ s brand reputation and customer trust,
hindering GuyCare’ s ability to attract and retain customers. As a new entrant in the highly competitive —Our-prineipat
eompetitors-are-other-owners-men’ s health market, GuyCare’ s success depends heavily on its ability to build and
maintain a strong and-brand tnvestorsin-fall—serviee-hotels-reputation. A positive brand image can help GuyCare attract
and retain customers, partners, and employees, as well as major-hospitatity-ehains-differentiate itself from competitors.
However, building and maintaining a strong brand is a complex and ongoing process that requires significant
investments in marketing, customer experience, and product quality. As a new business, GuyCare may face challenges in
establishing brand awareness and credibility, particularly in a market where established players have a strong presence.
Additionally, any negative publicity or customer feedback, whether justified or not, can quickly erode brand trust and
loyalty. 92 GuyCare faces significant risks and challenges in executing its marketing and advertising strategy effectively
and compliantly in the highly regulated healthcare industry. As a new entrant in the men’ s health market, GuyCare
must invest heavily in marketing and advertising to build brand awareness, generate demand, and attract new
customers. However, GuyCare faces significant risks and challenges in executing its marketing strategy effectively and
compliantly. For example, the healthcare industry is subject to strict regulations around marketing and advertising,
particularly with welt-respect to product claims, testimonials, and disclosures. Failure to comply with these regulations
could result in legal penalties, reputational damage, and loss of customer trust. Additionally, the digital advertising
landscape is becoming increasingly complex and competitive, with numerous players vying for consumer attention and
data. This can make it difficult for GuyCare to achieve its desired return on investment and to differentiate itself from
competitors. GuyCare may face intellectual property infringement claims from competitors or other third parties, which
could result in costly legal battles and damage to GuyCare’ s reputation and financial performance. As GuyCare
develops and commercializes its proprietary products and technologies, it may face the risk of intellectual property
mfrmgement clalms from competltors, patent trolls, or other thlrd partles These clalms can be costly and time -
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GuyCare’ s digital- first approach to men’ s health relies heavily on its technology infrastructure, including its telehealth
platform, mobile apps, and data management systems. Any disruptions, outages, our—- or future-security breaches in these
systems could significantly impact GuyCare’ s ability to deliver its products and services, and to maintain customer trust
and loyalty. For example, if GuyCare’ s telehealth platform experiences a prolonged outage or a data breach, customers
may be unable to access care or may have their personal health information compromised. This could result in lost
revenue, regulatory penalties, and reputational damage. Additionally, as a new entrant, GuyCare may face challenges in
building and maintaining a scalable and resilient technology infrastructure that can keep pace with its growth and
evolving customer needs . The-Pursuing strategic acquisitions or investments could introduce significant risks and
challenges for GuyCare, particularly as a new entrant with limited experience in mergers and acquisitions. As GuyCare
grows and expands its business, it may pursue strategic acquisitions or investments to accelerate its growth , enter new
markets, or acquire new capabilities. However, these transactions can also introduce significant risks and challenges,
particularly for a new entrant with limited experience in mergers and acquisitions. For example, GuyCare may face
difficulties in integrating the acquired company’ s technology, products, and personnel into its own operations, leading
to culture clashes, redundancies, or loss of key talent. Additionally, the acquisition may not deliver the expected synergies
or financial returns, leading to a loss of RiskOn’ s shareholder value and confidence. As a new business, GuyCare may
face challenges in securing the necessary financing to fund its growth and expansion plans, which could hinder GuyCare’
s ability to achieve its strategic objectives As a new business operating in a highly competitive and rapidly evolving
market, GuyCare may require significant capital to fund its growth and expansion plans. However, securing financing
can be challenging for a new entrant, particularly if it has a limited track record of revenue and profitability.
Additionally, the terms of any financing, such as internet- interest reservation-ehannels-rates, covenants, and dilution, can
have a significant impact on GuyCare’ s financial flexibility and long- term value creation. 93 GuyCare’ s dependence on
key suppliers and vendors for critical products and services could expose GuyCare to significant operational and
financial risks. GuyCare’ s ability to deliver high- quality products and services to its customers depends heavily on its
relationships with key suppliers and vendors, such as manufacturers, distributors, and technology providers. However,
as a new entrant, GuyCare may have limited bargaining power and may be vulnerable to supply chain disruptions, price
increases, or quality issues. Additionally, if GuyCare becomes overly dependent on a single supplier or vendor, it may be
exposed to significant risks if that relationship is terminated or becomes strained. GuyCare’ s success heavily depends on
its ability to attract, retain, and motivate a skilled and diverse workforce in a highly competitive and regulated industry.
As a new business in a highly regulated and customer- facing industry, GuyCare’ s success depends heavily on its ability
to attract, retain, and motivate a skilled and diverse workforce. However, GuyCare may face significant challenges in
competing for talent, particularly in a tight labor market or in high- cost locations. Additionally, any allegations of
discrimination, harassment, or anether—- other souree-ofcompetition-that-employment- related issues could expose
GuyCare to legal and reputational risks and impact its ability to attract and retain employees. Expanding into
prescription medications and other regulated substances could expose GuyCare to increased regulatory scrutiny, legal
liabilities, and reputational risks. As GuyCare expands its product offerings to include prescription medications and
other regulated substances, it may face increased risks and complexities related to pharmaceutical regulations and
safety. For example, GuyCare may be subject to strict licensing, manufacturing, labeling, and distribution requirements,
as well as ongoing monitoring and reporting obligations. Additionally, any adverse events or safety issues related to
GuyCare’ s products could expose GuyCare to legal and reputational risks and impact its ability to operate in certain
markets. As a new entrant in the highly regulated and litigious healthcare industry, GuyCare may face a heightened risk
of litigation and regulatory investigations related to its products, services, or business practices. As a new entrant in the
highly regulated and litigious healthcare industry, GuyCare may face a heightened risk of litigation and regulatory
investigations related to its products, services, or business practices. These legal and regulatory challenges can be costly,
time- consuming, and distracting for GuyCare, and may impact its reputation, financial performance, and ability to
operate in certain markets. Additionally, GuyCare may be subject to regulatory investigations or enforcement actions
related to its compliance with healthcare laws and regulations. Risks Related to RiskOn Our dependence on key speakers
and attendees may adversely affect our business-conference’ s impact and overall success . A-The success of RiskOn 360’ s
annual conference heavily relies on the participation of high- profile speakers and the attendance of key industry
professionals. If RlskOn 360 falls to secure the mvolvement 0f mfluentlal speakers or experlences a swm[mml declme in
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fixed-hotel-eosts-and financial losses. Organizing large- scale conferences involves significant logistical and operational
challenges, such as greund-rent-venue selection , insuranee-expenses-event management , preperty-taxes-and technology
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affecting their ablhty to eu-lkpfepeﬁ-res—attract future speakers, attendees, and clients . Risks Related to GIGA Risks
Related to Our Business and Industry- Overview If we fail to anticipate and adequately respond to rapid technological changes
in our industry, including evolving industry- wide standards, in a timely and cost- effective manner, our business, financial
condition and results of operations would be materially and adversely affected. The markets in which we operate are
characterized by technological changes. Such changes, including evolving industry standards, changes in customer requirements
and new product introductions and enhancements, could render our products obsolete. Accordingly, we are required to
constantly monitor and anticipate technological changes in our industry and develop new product offerings and technologies or
adapt or modify our existing offerings and technologies to keep pace with technological advances in our industry and remain
competitive. Our ability to implement our business strategy and continue to grow our revenues will depend on a number of
factors, including our continuing ability to: e+ identify emerging technological trends in our current and target markets; o
identify additional uses for our existing technology to address customer needs in our current and future markets; -+ enhance our
offerings by adding innovative features that differentiate our offerings from those of our competitors; and -+ design, develop,
manufacture, assemble, test, market and support new products and enhancements in a timely and cost- effective manner. 8+We
believe that, to remain competitive in the future, we will need to continue to invest significant financial resources in developing
new offerings and technologies or to adapt or modify our existing offerings and technologies, including through internal
research and development, strategic acquisitions and joint ventures or other arrangements. However, these efforts may be more
costly than we anticipate and there can be no assurance that they will be successful. 95 If we are unable to identify, attract, train
and retain qualified personnel, especially our design and technical personnel, our business and results of operations would be
materially and adversely affected and we may not be able to effectively execute our business strategy. Our performance and
future success largely depends on our continuing ability to identify, attract, train, retain and motivate qualified personnel,



including our management, sales and marketing, finance and in particular our engineering, design and technical personnel. For
example, we currently have limited number of qualified personnel for the assembling and testing processes. We do not know
whether we will be able to retain all these personnel as we continue to pursue our business strategy. Our engineering, design and
technical personnel represent a significant asset. The competition for qualified personnel in our industries is intense and
constrains our ability to attract qualified personnel. The loss of the services of one or more of our key employees, especially of
our key engineering, design and technical personnel, or our inability to attract, retain and motivate qualified personnel could
have a material adverse effect on our business, financial condition and operating results. Our future results will depend on our
ability to maintain and expand our existing sales channels and to build out marketing, business development and sales functions
for the operating subsidiaries. To grow our legacy businesses, we must add new customers for our products in addition to
retaining and increasing sales to our current customers. Currently, only Relec, the operating subsidiary that we acquired in
November 2020, has an effective sales force focused on establishing relationships with customers that we expect to endure over
time. In other subsidiaries, we have historically relied on key executives to drive growth through return business with existing
customers. Building out marketing, business development and sales functions in all operating subsidiaries is critical to drive
significant growth in line with our strategic plans. While we perform certain of these activities ourselves, we may contract for
marketing services to improve our websites, manage public relations and optimize our social media presence. Failure to recruit
and retain the business development and sale personnel to execute on outreach and capture of new business, or the failure of
those new hires or marketing services to perform as expected, will limit our ability to achieve our growth targets. We are
dependent upon our ability, and our contract manufacturers’ ability, to timely procure electronic components. Because of the
global economy, many raw material vendors have reduced capacities, closed production lines and, in some cases, even
discontinued their operations. As a result, there is a global shortage of certain electronic or mineral components, which may
extend our production lead- time and our production costs. Some materials are no longer available to support some of our
products, thereby requiring us to search for cross materials or, even worse, redesign some of our products to support currently
available materials. Such redesign efforts may require certain regulatory and safety agency re- submittals, which may cause
further production delays. While we have initiated actions that we believe will limit our exposure to such problems, the dynamic
business conditions in many of our markets may challenge the solutions that have been put in place, and issues may recur in the
future. In addition, some of our products are manufactured, assembled and tested by third party subcontractors and contract
manufacturers located in Asia. While we have had relationships with many of these third parties in the past, we cannot predict
how or whether these relationships will continue in the future. In addition, changes in management, financial viability,
manufacturing demand or capacity, or other factors, at these third parties could hurt our ability to manufacture our products. We
depend upon a few major customers for a majority of our revenues, and the loss of any of these customers, or the substantial
reduction in the quantity of products that they purchase from us, would significantly reduce our revenues and net income. We
currently depend upon a few major OEMs and other customers for a significant portion of our revenues. If our major OEM
customers will reduce or cancel their orders scaling back some of their activities, our revenues and net income would be
significantly reduced. Furthermore, diversions in the capital spending of certain of these customers to new network elements
have and could continue to lead to their reduced demand for our products, which could, in turn, have a material adverse effect on
our business and results of operations. If the financial condition of one or more of our major customers should deteriorate, or if
they have difficulty acquiring investment capital due to any of these or other factors, a substantial decrease in our revenues
would likely result. We are dependent on the electronic equipment industry, and accordingly will be affected by the impact on
that industry of current economic conditions. $2-Substantially all of our existing customers are in the electronic equipment
industry, and they manufacture products that are subject to rapid technological change, obsolescence, and large fluctuations in
demand. This industry is further characterized by intense competition and volatility. The OEMs serving this industry are
pressured for increased product performance and lower product prices. OEMs, in turn, make similar demands on their suppliers,
such as us, for increased product performance and lower prices. Such demands may adversely affect our ability to successfully
compete in certain markets or our ability to sustain our gross margins. 96 Our reliance on subcontract manufacturers to
manufacture certain aspects of our products involves risks, including delays in product shipments and reduced control over
product quality. Since we do not own significant manufacturing facilities, we must rely on, and will continue to rely on, a
limited number of subcontract manufacturers to manufacture our power supply products. Our reliance upon such subcontract
manufacturers involves several risks, including reduced control over manufacturing costs, delivery times, reliability and quality
of components, unfavorable currency exchange fluctuations, and continued inflationary pressures on many of the raw materials
used in the manufacturing of our power supply products. If we were to encounter a shortage of key manufacturing components
from limited sources of supply, or experience manufacturing delays caused by reduced manufacturing capacity, inability of our
subcontract manufacturers to procure raw materials, the loss of key assembly subcontractors, difficulties associated with the
transition to our new subcontract manufacturers or other factors, we could experience lost revenues, increased costs, and delays
in, or cancellations or rescheduling of, orders or shipments, any of which would materially harm our business. We outsource,
and are dependent upon developer partners for, the development of some of our custom design products. We made an
operational decision to outsource some of our custom design products to numerous developer partners. This business structure
will remain in place until the custom design volume justifies expanding our in house capabilities. Incomplete product designs
that do not fully comply with the customer specifications and requirements might affect our ability to transition to a volume
production stage of the custom designed product where the revenue goals are dependent on the high volume of custom product
production. Furthermore, we rely on the design partners’ ability to provide high quality prototypes of the designed product for
our customer approval as a critical stage to approve production. We face intense industry competition, price erosion and product
obsolescence, which, in turn, could reduce our profitability. We operate in an industry that is generally characterized by intense
competition. We believe that the principal bases of competition in our markets are breadth of product line, quality of products,



stability, reliability and reputation of the provider, along with cost. Quantity discounts, price erosion, and rapid product
obsolescence due to technological improvements are therefore common in our industry as competitors strive to retain or expand
market share. Product obsolescence can lead to increases in unsaleable inventory that may need to be written off and, therefore,
could reduce our profitability. Similarly, price erosion can reduce our profitability by decreasing our revenues and our gross
margins. In fact, we have seen price erosion over the last several years on most of the products we sell, and we expect additional
price erosion in the future. Our future results are dependent on our ability to establish, maintain and expand our manufacturers’
representative OEM relationships and our other relationships. We market and sell our products through domestic and
international OEM relationships and other distribution channels, such as manufacturers’ representatives and distributors. Our
future results are dependent on our ability to establish, maintain and expand our relationships with OEMs as well as with
manufacturers’ representatives and distributors to sell our products. If, however, the third parties with whom we have entered
into such OEM and other arrangements should fail to meet their contractual obligations, cease doing, or reduce the amount of
their, business with us or otherwise fail to meet their own performance objectives, customer demand for our products could be
adversely affected, which would have an adverse effect on our revenues. §3-We may not be able to procure necessary key
components for our products, or we may purchase too much inventory or the wrong inventory. The power supply industry, and
the electronics industry as a whole, can be subject to business cycles. During periods of growth and high demand for our
products, we may not have adequate supplies of inventory on hand to satisfy our customers -’ needs. Furthermore, during these
periods of growth, our suppliers may also experience high demand and, therefore, may not have adequate levels of the
components and other materials that we require to build products so that we can meet our customers - needs. Our inability to
secure sufficient components to build products for our customers could negatively impact our sales and operating results. We
may choose to mitigate this risk by increasing the levels of inventory for certain key components. Increased inventory levels can
increase the potential risk for excess and obsolescence should our forecasts fail to materialize or if there are negative factors
impacting our customers’ end markets. If we purchase too much inventory or the wrong inventory, we may have to record
additional inventory reserves or write- off the inventory, which could have a material adverse effect on our gross margins and on
our results of operations. 97 Although we depend on sales of our legacy products for a meaningful portion of our revenues, these
products are mature and their sales will decline. A relatively large portion of our sales have historically been attributable to our
legacy products. However, these sales are declining. Although we are unable to predict future prices for our legacy products, we
expect that prices for these products will continue to be subject to significant downward pressure in certain markets for the
reasons described above. Accordingly, our ability to maintain or increase revenues will be dependent on our ability to expand
our customer base, to increase unit sales volumes of these products and to successfully, develop, introduce and sell new products
such as custom design and value- added products. We cannot assure you that we will be able to expand our customer base,
increase unit sales volumes of existing products or develop, introduce and / or sell new products. Failure of our information
technology infrastructure to operate effectively could adversely affect our business. We depend heavily on information
technology infrastructure to achieve our business objectives. If a problem occurs that impairs this infrastructure, the resulting
disruption could impede our ability to record or process orders, manufacture and ship in a timely manner, or otherwise carry on
business in the normal course. Any such events could cause us to lose customers or revenue and could require us to incur
significant expense to remediate. We are subject to certain governmental regulatory restrictions relating to our international
sales. Some of our products are subject to International Traffic In Arms Regulation (“ ITAR ”), which are interpreted, enforced
and administered by the U. S. Department of State. ITAR regulation controls not only the export, import and trade of certain
products specifically designed, modified, configured or adapted for military systems, but also the export of related technical
data and defense services as well as foreign production. Any delays in obtaining the required export, import or trade licenses for
products subject to ITAR regulation and rules could have a material adverse effect on our business, financial condition, and / or
operating results. In addition, changes in U. S. export and import laws that require us to obtain additional export and import
licenses or delays in obtaining export or import licenses currently being sought could cause significant shipment delays and, if
such delays are too great, could result in the cancellation of orders. Any future restrictions or charges imposed by the U. S. or
any other country on our international sales or foreign subsidiary could have a materially adverse effect on our business,
financial condition, and / or operating results. In addition, from time to time, we have entered into contracts with the Israeli
Ministry of Defense which were governed by the U. S. Foreign Military Financing program (“ FMF ). Any such future sales
would be subject to these regulations. Failure to comply with ITAR or FMF rules could have a material adverse effect on our
financial condition, and / or operating results. We depend on international operations for a substantial majority of our
components and products. We purchase a substantial majority of our components from foreign manufacturers and have a
substantial majority of our commercial products assembled, packaged, and tested by subcontractors located outside the U. S.
These activities are subject to the uncertainties associated with international business operations, including trade barriers and
other restrictions, changes in trade policies, governmental regulations, currency exchange fluctuations, reduced protection for
intellectual property, war and other military activities, terrorism, changes in social, political, or economic conditions, and other
disruptions or delays in production or shipments, any of which could have a materially adverse effect on our business, financial
condition, and / or operating results. 84-We depend on international sales for a portion of our revenues. Sales to customers
outside of North America accounted for 19 % and 37 % of net revenues for the years ended December 31, 2023 and 2022 and
262+, respectively, and we expect that international sales will continue to represent a material portion of our total revenues.
International sales are subject to the risks of international business operations as described above, as well as generally longer
payment cycles, greater difficulty collecting accounts receivable, and currency restrictions. In addition, GIGA supports our
European and other international customers, distributors, and sales representatives, and therefore is also subject to local
regulation. International sales are also subject to the export laws and regulations of the U. S. and other countries. 98 Because a
significant portion of our revenues and expenses is denominated in foreign currencies, fluctuations in exchange rates could have



a material adverse effect on our operating results. We face foreign exchange risks because a significant portion of our revenue
and expenses is denominated in foreign currencies. Further, some suppliers to Enertec and Relec require payment in U. S.
dollars, which exposes us to risk. Generally, U. S. dollar strength adversely impacts the translation of the portion of our revenue
that is generated in foreign currencies into the U. S. dollar. For the years ended December 31, 2023 and 2022 and-262+-,
approximately 16. 9 % and 35. 9 % of our revenue, respectively, was denominated in currencies other than U. S. dollars. Our
results of operations could also be negatively impacted by a strengthening of the U. S. dollar as a large portion of our costs are
U. S. dollar denominated. We also have foreign exchange risk exposure with respect to certain of our assets, that are
denominated in currencies other than the functional currency of our subsidiaries, and our financial results are affected by the re-
measurement and translation of these non- U. S. currencies into U. S. dollars, which is reflected in the effect of exchange rate
changes on cash, cash equivalents, and restricted cash on the consolidated statements of cash flows. For the years ended
December 31, 2023 and 2022 and-262+, the effects of exchange rates on our cash, cash equivalents, and restricted cash totaled (
$ 0. 9-8) million and $ 0. 3-9 million, respectively, due to fluctuations in exchange rates and the strengthening of the U. S. dollar.
While we may choose to enter into transactions to hedge portions of our foreign currency translation and balance sheet exposure
in the future, it is impossible to predict or eliminate the effects of foreign exchange rate exposure. Strengthening of the U. S.
dollar could materially adversely affect our results of operations and financial condition. Our insurance coverage and indemnity
may be insufficient to cover potential liabilities we may face due to the risks inherent in the products and services we provide.
We are exposed to liabilities that are unique to the products and services we provide. A significant portion of our business
relates to designing, developing and manufacturing ;-components, integrated assemblies and subsystems for advanced defense,
medical, transportation, industrial, technology and communications systems and products. New technologies associated with
these systems and products may be untested or unproven. Components of certain of the defense systems and products we
develop are inherently dangerous. Failures of satellites, missile systems, air traffic control systems, homeland security
applications and aircraft have the potential to cause loss of life and extensive property damage. In most circumstances, we may
receive indemnification from the government end users of our defense offerings in the U. S., the U. K. and Israel. In addition,
failures of products and systems that we manufacture or distribute for medical devices, transportation controls or industrial
systems also have the potential to result in loss of life, personal injury and / or extensive property damage. While we maintain
insurance for certain risks, the amount of our insurance coverage may not be adequate to cover all claims or liabilities, and we
may be forced to bear substantial costs from an accident or incident. It also is not possible for us to obtain insurance to protect
against all operational risks and liabilities. Substantial claims resulting from an incident in excess of government indemnity and
our insurance coverage would harm our financial condition, results of operations and cash flows. Moreover, any accident or
incident for which we are liable, even if fully insured, could negatively affect our standing with our customers and the public,
thereby making it more difficult for us to compete effectively, and could significantly impact the cost and availability of
adequate insurance in the future. If we are unable to satisfy our customers’ specific product quality, certification or network
requirements, our business could be disrupted and our financial condition could be harmed. Our customers demand that our
products meet stringent quality, performance and reliability standards. We have, from time to time, experienced problems in
satisfying such standards. Defects or failures have occurred in the past, and may in the future occur, relating to our product
quality, performance and reliability. From time to time, our customers also require us to implement specific changes to our
products to allow these products to operate within their specific network configurations. If we are unable to remedy these
failures or defects or if we cannot effect such required product modifications, we could experience lost revenues, increased
costs, including inventory write- offs, warranty expense and costs associated with customer support, delays in, or cancellations
or rescheduling of, orders or shipments and product returns or discounts, any of which would harm our business. $5-Some of our
business is subject to U. S. Government procurement laws and regulations. We must comply with certain laws and regulations
relating to the formation, administration and performance of federal government contracts. These laws and regulations affect
how we conduct business with our federal government contracts, including the business that we do as a subcontractor. In
complying with these laws and regulations, we may incur additional costs, and non- compliance may lead to the assessment of
fines and penalties, including contractual damages, or the loss of business. 99 Failure to comply with anti- bribery, anti-
corruption, anti- money laundering laws, and similar laws, or allegations of such failure, could have a material adverse effect on
our business, financial condition and operating results. We are subject to various anti- bribery, anti- corruption, anti- money
laundering laws, including the U. S. Foreign Corrupt Practices Act of 1977, as amended (the “ FCPA ), the U. S. Travel Act,
the USA PATRIOT Act, the United Kingdom Bribery Act 2010, the Proceeds of Crime Act 2002, Chapter 9 (sub- chapter 5) of
the Israeli Penal Law, 1977, the Israeli Prohibition on Money Laundering Law — 2000, and possibly other similar laws in
countries outside of the U. S. in which we conduct our business. Anti- corruption and anti- bribery laws have been enforced
aggressively in recent years and are interpreted broadly to generally prohibit companies, their employees, agents,
representatives, business partners, and third- party intermediaries from authorizing, offering, or providing, directly or indirectly,
improper payments or benefits to recipients in the public or private sector. We, our employees, agents, representatives, business
partners and third- party intermediaries may have direct or indirect interactions with officials and employees of government
agencies or state- owned or affiliated entities and may be held liable for the corrupt or other illegal activities of these employees,
agents, representatives, business partners or third- party intermediaries even if we do not explicitly authorize such activities.
These laws also require that we keep accurate records and maintain internal controls and compliance procedures designed to
prevent any such actions. While we have policies and procedures to address compliance with such laws, we cannot assure you
that none of our employees, agents, representatives, business partners or third- party intermediaries will take actions in violation
of our policies and applicable law, for which we may be ultimately held responsible. In addition, we may be held liable for
violations committed of the FCPA or similar foreign laws by companies that we acquire. Any alleged or actual violation of the
FCPA or other applicable anti- bribery, anti- corruption laws, and anti- money laundering laws could result in whistleblower



complaints, investigations, enforcement actions, fines and other criminal or civil sanctions, adverse media coverage, loss of
export privileges, or suspension or termination of government contracts. Responding to any investigation or enforcement action
would require significant attention of our management and resources, including significant defense costs and other professional
fees. Failure to comply with anti- bribery, anti- corruption, anti- money laundering laws, and similar laws, or allegations of such
failure, could therefore have a material adverse effect on our business, results of operations, financial condition and future
prospects. Compliance with the regulations, standards, and contractual obligations promulgated by the European Union related
to privacy, data protection, and data security, may cause Gresham Power and Relec to incur additional expenses and failure to
comply with such obligations could harm our business and future results of operations. The European Union General Data
Protection Regulation (“ GDPR ”) contains robust obligations on data “ controllers ” and data ““ processors ” with heavy
documentation requirements for data protection compliance programs that apply to both Gresham Power and Relec. Among
other requirements, the GDPR regulates the transfer of personal data subject to the GDPR to third countries that have not been
found to provide adequate protection to such personal data, including the U. S. In the U. K., the GDPR requires informed
consent for disclosure of names, transfer of email addresses, the use of cookies and direct electronic marketing. The GDPR also
imposes conditions on obtaining valid consent to transfer of any personal data that Gresham Power or Relec collect or process.
Failure to comply with the GDPR could result in penalties for noncompliance (including possible fines of up to the greater of £
8. 7 million and 2 % of our global annual revenue for the preceding financial year for the violations, as well as the right to
compensation for financial or non- financial damages claimed by individuals under Article 82 of the GDPR). The U. K. has
enacted a Data Protection Act substantially implementing the GDPR, effective in May 2018, which was further amended to
align more substantially with the GDPR following Brexit. The latest revisions of the GDPR in the U. K. post- Brexit have
resulted in even more stringent restrictions on the transfer of data about a person. Data considered in the public domain in the U.
S. now falls within the protections of GDPR, which complicates documenting business, marketing, sales outreach, securing
infrastructure, audit and business management. $6-Compliance with the regulations, standards, and contractual obligations
promulgated by the U. K. related to privacy, data protection, and data security, may cause Gresham Power and Relec to incur
additional expenses and failure to comply with such obligations could harm our business and future results of operations. 100
Risks Related to Our Business and Industry- Microphase Microphase has a history of losses and our future profitability on a
quarterly or annual basis is uncertain, which could have a harmful effect on our business and the value of our company.
Microphase has incurred losses from operations during 2019. These losses are attributable to lower volumes of its products sold
to major defense contractors partially as a result of the overall reduction in defense spending and sequestration by the U. S.
Congress. While Microphase has been profitable, to a certain extent, during 2021 and 2022, there is always the possibility that
its results of operations could worsen in the future, whether as a result of new outbreaks of COVID- 19, supply chain issues or
any of a number of other factors. Since the financial crisis of 2008, Microphase has been significantly short of capital needed to
acquire parts for production of its products to complete orders for such products. At times, Microphase has not had the cash
available to make advance payments for the purchase of parts, and then, as a consequence, Microphase would not receive the
parts from its vendors required to finish a customer order. This would then delay the delivery of products to customers, and
would also delay recognition of the resulting revenues and the receipt of cash from the customer. Sometimes after experiencing
a delay in delivery of an order from Microphase, the customer would not place its next order with Microphase, resulting in a loss
of business. Microphase’ s future profitability depends upon many factors, including several that are beyond its control. These
factors include, without limitation: -®-- economic dislocation, supply chain disruption or mandated shutdowns attributable to the
COVID- 19 pandemic; e+ changes in the demand for its products and services; ®-- loss of key customers or contracts; e+ the
introduction of competitive products; e+ the failure to gain market acceptance of its new and existing products; and -e-- the
failure to successfully and cost effectively develop, introduce and market new products, services and product enhancements in a
timely manner. A large percentage of Microphase’ s current revenue is derived from prime defense contractors to the U. S.
Government and its allies, and the loss of these relationships, a reduction in U. S. Government funding or a change in U. S.
Government spending priorities or bidding processes could have an adverse impact on its business, financial condition, results
of operations and cash flows. Microphase ts-highly-dependent-onsalesto-major-defense—e ofttractors-of the- H—S—mthtary-and
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subject to export regulations, and comphance with these regulatlons may be co%tly Mlcropha%e is required to obtain export
licenses before filling foreign orders for many of its products that have military or other governmental applications. U. S. Export
Administration regulations control technology exports like its products for reasons of national security and compliance with
foreign policy, to guarantee domestic reserves of products in short supply and, under certain circumstances, for the security of a
destination country. Thus, any foreign sales of its products requiring export licenses must comply with these general policies.
Compliance with these regulations is costly, and these regulations are subject to change, and any such change may require
Microphase to improve its technologies, incur expenses or both in order to comply with such regulations. Microphase depends
on U. S. Government contracts issued to major defense contractors, which often are only partially funded, subject to immediate
termination, and heavily regulated and audited. The termination or failure to fund, or negative audit findings for, one or more of
these contracts could have an adverse impact on Microphase’ s business. Over its lifetime, a U. S. Government program
awarded to a major defense contractor may be implemented by the award of many different individual contracts and
subcontracts. The funding of U. S. Government programs is subject to Congressional appropriations. Although multi- year
contracts may be authorized and appropriated in connection with major procurements, Congress generally appropriates funds on
a fiscal year basis. Procurement funds are typically made available for obligations over the course of one to three years.
Consequently, programs often receive only partial funding initially, and additional funds are designated only as Congress
authorizes further appropriations. The termination of funding for a U. S. Government program with respect to major defense
contractors for which Microphase is a subcontractor would result in a loss of anticipated future revenue attributable to that
program, which could have an adverse impact on its operations. In addition, the termination of, or failure to commit additional
funds to, a program for which Microphase is a subcontractor could result in lost revenue and increase its overall costs of doing
business. 88-Generally, U. S. Government contracts are subject to oversight audits by U. S. Government representatives. Such
audits could result in adjustments to Microphase’ s contract costs. Any costs found to be improperly allocated to a specific
contract will not be reimbursed, and such costs already reimbursed must be refunded. Microphase has recorded contract
revenues based on costs Microphase expect to realize upon final audit. However, Microphase does not know the outcome of any
future audits and adjustments, and Microphase may be required to materially reduce its revenues or profits upon completion and
final negotiation of audits. Negative audit findings could also result in termination of a contract, forfeiture of profits, suspension
of payments, fines and suspension or debarment from U. S. Government contracting or subcontracting for a period of time. In
addition, U. S. Government contracts generally contain provisions permitting termination, in whole or in part, without prior
notice at the U. S. Government’ s convenience upon the payment only for work done and commitments made at the time of
termination. Microphase can give no assurance that one or more of the U. S. Government contracts with a major defense
contractor under which Microphase provides component products will not be terminated under these circumstances. Also,
Microphase can give no assurance that it will be able to procure new contracts to offset the revenue or backlog lost as a result of
any termination of its U. S. Government contracts. Because a significant portion of Microphase’ s revenue is dependent on its
performance and payment under its U. S. Government contracts, the loss of one or more large contracts could have a material
adverse impact on its business, financial condition, results of operations and cash flows. Microphase’ s government business is
also #8-subject to specific procurement regulations and other requirements. These requirements, though customary in U. S.
Government contracts, increase its performance and compliance costs. In addition, these costs might increase in the future,
thereby reducing Microphase’ s margins, which could have an adverse effect on its business, financial condition, results of



operations and cash flows. Failure to comply with these regulations and requirements could lead to fines, penalties, repayments,
or compensatory or treble damages, or suspension or debarment from U. S. Government contracting or subcontracting for a
period of time. Among the causes for debarment are violations of various laws, including those related to procurement integrity,
export control, U. S. Government security regulations, employment practices, protection of the environment, accuracy of
records, proper recording of costs and foreign corruption. The termination of a U. S. Government contract or relationship as a
result of any of these acts would have an adverse impact on Microphase’ s operations and could have an adverse effect on its
standing and eligibility for future U. S. Government contracts. Microphase’ s business could be negatively impacted by
cybersecurity threats and other security threats and disruptions. As a U. S. Government defense contractor, Microphase faces
certain security threats, including threats to its information technology infrastructure, attempts to gain access to its proprietary or
classified information, threats to physical security, and domestic terrorism events. Microphase’ s information technology
networks and related systems are critical to the operation of its business and essential to its ability to successfully perform day-
to- day operations. Microphase is also involved with information technology systems for certain customers and other third
parties, which generally face similar security threats. Cybersecurity threats, in particular, are persistent, evolve quickly and
include, but are not limited to, computer viruses, attempts to access information, denial of service and other electronic security
breaches. Microphase believes that it has implemented appropriate measures and controls and has invested in skilled information
technology resources to appropriately identify threats and mitigate potential risks, but there can be no assurance that such actions
will be sufficient to prevent disruptions to mission critical systems, the unauthorized release of confidential information or
corruption of data. A security breach or other significant disruption involving these types of information and information
technology networks and related systems could: -+ disrupt the proper functioning of these networks and systems and therefore
its operations and / or those of certain of its customers; -102 - result in the unauthorized access to, and destruction, loss, theft,
misappropriation or release of, proprietary, confidential, sensitive or otherwise valuable information of Microphase or its
customers, including trade secrets, which others could use to compete against Microphase or for disruptive, destructive or
otherwise harmful purposes and outcomes; #-- compromise national security and other sensitive government functions; -
require significant management attention and resources to remedy the damages that result; ®-+ subject Microphase to claims for
breach of contract, damages, credits, penalties or termination; and -e-+ damage Microphase’ s reputation with its customers
(particularly agencies of the U. S. Government) and the public generally. Any or all of the foregoing could have a negative
impact on its business, financial condition, results of operations and cash flows. Compliance with Defense Department
requirements for information security require Microphase to invest significant resources to implement and maintain cyber
defenses against compromise of information technology architecture, malicious attacks and data breaches. 89-Microphase enters
into fixed- price contracts that could subject it to losses in the event of cost overruns or a significant increase in inflation.
Microphase has a number of fixed- price contracts which allow it to benefit from cost savings but subject it to the risk of
potential cost overruns, particularly for firm fixed- price contracts, because Microphase assumes the entire cost burden. If its
initial estimates are incorrect, Microphase can lose money on these contracts. U. S. Government contracts can expose
Microphase to potentially large losses because the U. S. Government can hold Microphase responsible for completing a project
or, in certain circumstances, paying the entire cost of its replacement by another provider regardless of the size or foreseeability
of any cost overruns that occur over the life of the contract. Because many of these contracts involve new technologies and
applications, unforeseen events such as technological difficulties, fluctuations in the price of raw materials, problems with its
suppliers and cost overruns, can result in the contractual price becoming less favorable or even unprofitable to Microphase. The
U. S. and other countries also may experience a significant increase in inflation. A significant increase in inflation rates could
have a significant adverse impact on the profitability of these contracts. Furthermore, if Microphase does not meet contract
deadlines or specifications, Microphase may need to renegotiate contracts on less favorable terms, be forced to pay penalties or
liquidated damages or suffer major losses if the customer exercises its right to terminate. In addition, some of its contracts have
provisions relating to cost controls and audit rights, and if Microphase fails to meet the terms specified in those contracts
Microphase may not realize their full benefits. Microphase’ s results of operations are dependent on its ability to maximize its
earnings from its contracts. Cost overruns could have an adverse impact on its financial results. Compliance with the
regulations, standards, and contractual obligations related to privacy, data protection, and data security, may cause us to incur
additional expenses and failure to comply with such obligations could harm our business and future results of operations. We
expect that the regulatory framework for privacy, data protection and data security will continue to evolve, which may result in
additional operating costs for internal compliance and risks to our business. Nearly all of Microphase’ s current contracts include
provisions that require compliance with detailed cyber security standards laid out in NIST 800- 171, which mandates
implementation of security controls to protect Microphase’ s information systems from compromise, malicious attacks and / or
data breaches. Microphase must maintain a System Security Plan with a Plan of Action & Milestones for any controls not yet
implemented. To continue doing business with the DoD or major prime contractors working with DoD, Microphase must
ultimately achieve Cybersecurity Model Maturity Certification not later than 2026. In addition, Microphase maintains a certified
restricted area and must obtain and maintain authority to operate equipment to perform work on classified projects. Compliance
with all of these mandates will require Microphase to invest substantial resources to implement, maintain and monitor
information systems security controls, facility clearances, personnel clearance and authorities to operate classified systems,
which adds to the costs of operating the business. 103 Risks Related to Our Business and Industry- Enertec Potential political,
economic and military instability in Israel could adversely affect our operations. A significant portion of our business is
conducted through Enertec, our Israeli subsidiary. Accordingly, political, economic and military conditions in Israel and the
surrounding region may directly affect our Israeli operations. In recent years, Israel has been involved in sporadic armed
conflicts with Hamas, an Islamist terrorist group that controls the Gaza Strip, with Hezbollah, an Islamist terrorist group that
controls large portions of Southern Lebanon, and with Iranian- backed military forces in Syria. Some of these hostilities were



accompanied by missile strikes from the Gaza Strip against civilian targets in various parts of Israel, including areas in which
our facilities are located, and negatively affected business conditions in Israel. The change in the U. S. Presidency may continue
to change the dynamics in the Middle East as forces hostile to the existence of Israel seek to reverse the recent stability and
commercial opportunities created by the Abraham Accords. For example, there have been increasing concerns related to a
potential attack by Iran. The tension between Israel and Iran and / or these groups may escalate in the future and turn even more
violent, which could affect the Israeli economy in general and us in particular. A deterioration in the political and security
situation in Israel (for example, the significant instability with regards to changes promoted by the Israeli government in the
judiciary branch) may have a negative effect on Israel’ s economic situation and on Enertec’ s ability to execute new projects, to
raise funding for its operations and plans. Our commercial insurance does not cover losses that may occur as a result of events
associated with war and terrorism. Although the Israeli government currently covers the reinstatement value of direct damages
that are caused by terrorist attacks or acts of war, we cannot assure you that this government coverage will be maintained or that
it will sufficiently cover our potential damages. Any losses or damages-— damage incurred by us could have a material adverse
effect on our business. 96-In addition, Israel- based companies and companies doing business with Israel have been the subject of
an economic boycott by members of the Arab League and certain other predominantly Muslim countries since Israel’ s
establishment. Although Israel has entered into various agreements with certain Arab countries and the Palestinian Authority,
and various declarations have been signed in connection with efforts to resolve some of the economic and political problems in
the Middle East, we cannot predict whether or in what manner these problems will be resolved. Wars and acts of terrorism have
resulted in significant damage to the Israeli economy, including reducing the level of foreign and local investment. Many of our
Enertec employees are obligated to perform military reserve duty in Israel, which could have a disruptive impact on our
business. Generally, Israeli adult male and certain female citizens and permanent residents are obligated to perform annual
military reserve duty in the Israel Defense Forces up to a specified age. They also may be called to active military duty at any
time under emergency circumstances. These military service obligations could have a disruptive impact on our business, if
hostilities develop in the future. Enertec may become subject to claims for remuneration or royalties for assigned service
invention rights by its employees, which could result in litigation and harm our business. A significant portion of the intellectual
property covered by Enertec’ s products has been developed by Enertec’ s employees in the course of their employment for
Enertec. Under the Israeli Patent Law, 5727- 1967, or the Patent Law, and recent decisions by the Israeli Supreme Court and the
Israeli Compensation and Royalties Committee, a body constituted under the Patent Law, Israeli employees may be entitled to
remuneration for intellectual property that they develop for us unless they explicitly waive any such rights. To the extent that
Enertec is unable to enter into agreements with its future employees pursuant to which they agree that any inventions created in
the scope of their employment or engagement are owned exclusively by Enertec (as it has done in the past), Enertec may face
claims demanding remuneration. As a consequence of such claims, Enertec could be required to pay additional remuneration or
royalties to its current and former employees, or be forced to litigate such claims, which could negatively affect its business.
Risks Related to Our Business and Industry — Relec The third parties on which we rely to supply certain products are located
outside the United States. Relec distributes products from foreign manufacturers located in Europe, Asia and North America.
Our future operating results will depend, among other things, on our ability to continue to rely on these arrangements. If we are
no longer able to rely on these or other similar arrangements for the supply of certain products, or if our cost of relying on such
arrangements materially increases, as the result of the imposition of or changes in customs, tariffs, quotas, trade barriers, or
other trade protection measures, or otherwise, it could have a materially adverse effect on our business, financial condition, and
operating results. 104 Our strategic focus on our custom power supply and display solution competencies and concurrent cost
reduction plans may be ineffective or may limit our ability to compete. As a result of our strategic focus on custom power
supply solutions, we will continue to devote significant resources to developing and manufacturing custom power supply
solutions for a large number of customers, where each product represents a uniquely tailored solution for a specific customer’ s
requirements. Failure to meet these customer product requirements or a failure to meet production schedules and / or product
quality standards may put us at risk with one or more of these customers. Moreover, changes in market conditions and strategic
changes at the direction of our customers may affect their decision to continue to purchase from us. The loss of one or more of
our significant custom power supply solution customers could have a material adverse impact on our revenues, business or
financial condition. We have also implemented a series of initiatives designed to increase efficiency and reduce costs. While we
believe that these actions will reduce costs, they may not be sufficient to achieve the required operational efficiencies that will
enable us to respond more quickly to changes in the market or result in the improvements in our business that we anticipate. In
such event, we may be forced to take additional cost- reducing initiatives, including those involving our personnel, which may
negatively impact quarterly earnings and profitability as we account for severance and other related costs. In addition, there is
the risk that such measures could have long- term adverse effects on our business by reducing our pool of talent, decreasing or
slowing improvements in our products or services, making it more difficult for us to respond to customers, limiting our ability to
increase production quickly if and when the demand for our solutions increases and limiting our ability to hire and retain key
personnel. These circumstances could cause our earnings to be lower than they otherwise might be. 94+Risks Related to
Ownership of Our Common Stock and Future Offerings If we do not continue to satisfy the NYSE American continued listing
requirements, our common stock could be delisted from NYSE American. The listing of our common stock on the NYSE
American is contingent on our compliance with the NYSE American’ s conditions for continued listing. While we are presently
in compliance with all such conditions, it is possible that we will fail to meet one or more of these conditions in the future. If we
were to fail to meet a NYSE American listing requirement, we may be subject to delisting by the NYSE American. In the event
our common stock is no longer listed for trading on the NYSE American, our trading volume and share price may decrease and
we may experience further difficulties in raising capital which could materially affect our operations and financial results.
Further, delisting from the NYSE American could also have other negative effects, including potential loss of confidence by



partners, lenders, suppliers and employees and could also trigger various defaults under our lending agreements and other
outstanding agreements. Finally, delisting could make it harder for us to raise capital and sell securities. You may experience
future dilution as a result of future equity offerings. In order to raise additional capital, we may in the future offer additional
shares of our common stock or other securities convertible into or exchangeable for our common stock at prices that may not be
the same as the price per share in this offering. We may sell shares or other securities in any other offering at a price per share
that is less than the price per share paid by investors in this offering, and investors purchasing shares or other securities in the
future could have rights superior to existing stockholders. The price per share at which we sell additional shares of our common
stock, or securities convertible or exchangeable into common stock, in future transactions may be higher or lower than the price
per share paid by investors in this offering. You may experience future dilution as a result of future equity offerings. In order to
raise additional capital, we may in the future offer additional shares of our common stock or other securities convertible into or
exchangeable for our common stock at prices that may not be the same as the price per share in this offering. We may sell
shares or other securities in any other offering at a price per share that is less than the price per share paid by investors in this
offering, and investors purchasing shares or other securities in the future could have rights superior to existing stockholders. The
price per share at which we sell additional shares of our common stock, or securities convertible or exchangeable into common
stock, in future transactions may be higher or lower than the price per share paid by investors in this offering. 105 Our common
stock price is volatile. Our common stock is listed on the NYSE American. In the past, our trading price has fluctuated widely,
depending on many factors that may have little to do with our operations or business prospects. During the past 52- week period
(through Marehk—April 15 , 2623-2024 ), our stock closed at prices between $ 4775 . 34-83 per share and $ 0. 892779 per
share, as reported on Nasdaq. com. On April 34-15 , 2023-2024 , the price of our common stock closed at $ 0. $85-2779 per
share. Stock markets, in general, have experienced, and continue to experience, significant price and volume volatility, and the
market price of our common stock may continue to be subject to similar market fluctuations unrelated to our operating
performance or prospects. This increased volatility, coupled with depressed economic conditions, could continue to have a
depressive effect on the market price of our common stock. The following factors, many of which are beyond our control, may
influence our stock price: - the status of our growth strategy including the development of new products with any proceeds we
may be able to raise in the future; - announcements of technological or competitive developments; - announcements or
expectations of additional financing efforts; - our ability to market new and enhanced products on a timely basis; - changes in
laws and regulations affecting our business; - commencement of, or involvement in, litigation involving us; - regulatory
developments affecting us, our customers or our competitors; - announcements regarding patent or other intellectual property
litigation or the issuance of patents to us or our competitors or updates with respect to the enforceability of patents or other
intellectual property rights generally in the US or internationally; - actual or anticipated fluctuations in our quarterly financial
results or the quarterly financial results of companies perceived to be similar to us; 92-- changes in the market’ s expectations
about our operating results; - our operating results failing to meet the expectations of securities analysts or investors in a
particular period; - changes in the economic performance or market valuations of our competitors; - additions or departures of
our executive officers; - sales or perceived sales of our common stock by us, our insiders or our other stockholders; - share price
and volume fluctuations attributable to inconsistent trading volume levels of our shares; and - general economic, industry,
political and market conditions and overall fluctuations in the financial markets in the United States and abroad ;inelading-asa
restit-ofongoing-COVID-—9pandemie-. In addition, the securities markets have, from time to time, experienced significant
price and volume fluctuations that are not related to the operating performance of particular companies. Any of these factors
could result in large and sudden changes in the volume and trading price of our common stock and could cause our stockholders
to incur substantial losses. In the past, following periods of volatility in the market price of a company’ s securities, stockholders
have often instituted securities class action litigation against that company. If we were involved in a class action suit or other
securities litigation, it would divert the attention of our senior management, require us to incur significant expense and, whether
or not adversely determined, have a material adverse effect on our business, financial condition, results of operations and
prospects. 106 Volatility in our common stock price may subject us to securities litigation. Stock markets, in general, have
experienced, and continue to experience, significant price and volume volatility, and the market price of our common stock may
continue to be subject to similar market fluctuations unrelated to our operating performance or prospects. This increased
volatility, coupled with depressed economic conditions, could have a depressing effect on the market price of our common
stock. We have a substantial number of convertible notes, warrants, options and preferred stock outstanding that could affect our
price. Due to a number of financings, we have a substantial number of shares that are subject to issuance pursuant to outstanding
convertible debt, warrants and options. As of the date of this annual report, the number of shares of common stock subject to
convertible notes, warrants, options ane-, Series B-A Convertible Preferred Stock , Series C Convertible Preferred Stock and
Series D Preferred Stock were +65-6 , 606-108 , +5-816 . 525-14 , 581769 , 5-824 , 810-779 , 7 844-and2-, 232-040, 43, 500
and 323, 835 respectively. We had outstanding options to purchase an aggregate of 779 5:-8+8;-844-shares of Common Stock,
with a weighted average exercise price of § 2-48-17, 423 per share, exercisable at prices ranging from $ +-79-13, 425 to $ +19,
352-628 per share and warrants to purchase up to +5-14 , $25-769 , 584824 shares of common stock, with a weighted average
exercise price of $ 1. 99-83 per share, at exercise prices ranging from $ 0. 48-35 to $ 490 , 840-000 per share. The issuance of
common stock pursuant to convertible notes, warrants, options and preferred stock at conversion or exercise prices less than
market prices may have the effect of limiting an increase in market price of our common stock until all of these underling shares
have been issued. A possible “ short squeeze  due to a sudden increase in demand of our common stock that largely exceeds
supply may lead to price volatility in our common stock. Investors may purchase our common stock to hedge existing exposure
in our common stock or to speculate on the price of our common stock. Speculation on the price of our common stock may
involve long and short exposures. To the extent aggregate short exposure exceeds the number of shares of our common stock
available for purchase in the open market, investors with short exposure may have to pay a premium to repurchase our common



stock for delivery to lenders of our common stock. Those repurchases may in turn, dramatically increase the price of our
common stock until investors with short exposure are able to purchase additional common shares to cover their short position.
This is often referred to as a “ short squeeze. ” A short squeeze could lead to volatile price movements in our common stock that
are not directly correlated to the performance or prospects of our company and once investors purchase the shares of common
stock necessary to cover their short position the price of our common stock may decline. 93-The issuance of shares of our Class
B common stock to our management or others could provide such persons with voting control leaving our other stockholders
unable to elect our directors and the holders of our shares of common stock will have little influence over our management.
Although there are currently no shares of our Class B common stock issued and outstanding, our certificate of incorporation
authorizes the issuance of 25 million shares of Class B common stock. Each share of Class B common stock provides the holder
thereof with ten votes on all matters submitted to a stockholder vote. Our certificate of incorporation does not provide for
cumulative voting for the election of directors. Any person or group who controls or can obtain more than 50 % of the votes
cast for the election of each director will control the election of directors and the other stockholders will not be able to elect any
directors or exert any influence over management decisions. As a result of the super- voting rights of our shares of Class B
common stock, the issuance of such shares to our management or others could provide such persons with voting control and our
other stockholders will not be able to elect our directors and will have little influence over our management. While we are listed
on the NYSE American or any other national securities exchange it is highly unlikely that we would issue any shares of Class B
common stock as doing so would jeopardize our continued listing on any such exchange. However, if were to be delisted for
some other reason and our shares of Class A common stock trade on an over- the- counter market, then we would face no
restriction on issuing shares of Class B common stock. 107 General Risk Factors Our limited operating history makes it difficult
to evaluate our future business prospects and to make decisions based on our historical performance. Although our executive
officers have been engaged in the industries in which we operate for varying degrees of time, we did not begin operations of our
current business until recently. We have a very limited operating history in our current form, which makes it difficult to evaluate
our business on the basis of historical operations. As a consequence, it is difficult, if not impossible, to forecast our future results
based upon our historical data. Reliance on our historical results may not be representative of the results we will achieve, and for
certain areas in which we operate, principally those unrelated to defense contracting, will not be indicative at all. Because of the
uncertainties related to our lack of historical operations, we may be hindered in our ability to anticipate and timely adapt to
increases or decreases in sales, product costs or expenses. If we make poor budgetary decisions as a result of unreliable
historical data, we could be less profitable or incur losses, which may result in a decline in our stock price. Deterioration of
global economic conditions could adversely affect our business. The global economy and capital and credit markets have
experienced exceptional turmoil and upheaval over the past several years. Ongoing concerns about the systemic impact of
potential long- term and widespread recession and potentially prolonged economic recovery, volatile energy costs, fluctuating
commodity prices and interest rates, volatile exchange rates, geopolitical issues, including the reeent-outbreakofarmed-eonfhiet
conflicts in-between Russia and Ukraine and between Israel and Hamas , natural disasters and pandemic illness, instability in
credit markets, cost and terms of credit, consumer and business confidence and demand, a changing financial, regulatory and
political environment, and substantially increased unemployment rates have all contributed to increased market volatility and
diminished expectations for many established and emerging economies, including those in which we operate. Furthermore,
austerity measures that certain countries may agree to as part of any debt crisis or disruptions to major financial trading markets
may adversely affect world economic conditions and have an adverse impact on our business. These general economic
conditions could have a material adverse effect on our cash flow from operations, results of operations and overall financial
condition. The availability, cost and terms of credit also have been and may continue to be adversely affected by illiquid markets
and wider credit spreads. Concern about the stability of the markets generally, and the strength of counterparties specifically,
has led many lenders and institutional investors to reduce credit to businesses and consumers. These factors have led to a
decrease in spending by businesses and consumers over the past several years, and a corresponding slowdown in global
infrastructure spending. 94-Continued uncertainty in the U. S. and international markets and economies and prolonged
stagnation in business and consumer spending may adversely affect our liquidity and financial condition, and the liquidity and
financial condition of our customers, including our ability to access capital markets and obtain capital lease financing to meet
liquidity needs. No assurance of successful expansion of operations. Our significant increase in the scope and the scale of our
operations, including the hiring of additional personnel, has resulted in significantly higher operating expenses. We anticipate
that our operating expenses will continue to increase. Expansion of our operations may also make significant demands on our
management, finances and other resources. Our ability to manage the anticipated future growth, should it occur, will depend
upon a significant expansion of our accounting and other internal management systems and the implementation and subsequent
improvement of a variety of systems, procedures and controls. We cannot assure you that significant problems in these areas
will not occur. Failure to expand these areas and implement and improve such systems, procedures and controls in an efficient
manner at a pace consistent with our business could have a material adverse effect on our business, financial condition and
results of operations. We cannot assure that attempts to expand our marketing, sales, manufacturing and customer support
efforts will succeed or generate additional sales or profits in any future period. As a result of the expansion of our operations and
the anticipated increase in our operating expenses, along with the difficulty in forecasting revenue levels, we expect to continue
to experience significant fluctuations in its results of operations. 108 If we fail to establish and maintain an effective system of
internal control over financial reporting, we may not be able to report our financial results accurately or prevent fraud. Any
inability to report and file our financial results accurately and timely could harm our reputation and adversely impact the trading
price of our common stock. Effective internal control over financial reporting is necessary for us to provide reliable financial
reports and prevent fraud. If we cannot provide reliable financial reports or prevent fraud, we may not be able to manage our
business as effectively as we would if an effective control environment existed, and our business and reputation with investors



may be harmed. As a result, our small size and any current internal control deficiencies may adversely affect our financial
condition, results of operations and access to capital. We have carried out an evaluation under the supervision and with the
participation of our management, including our principal executive officer and principal financial officer, of the effectiveness of
the design and operation of our disclosure controls and procedures as of the end of the most recent period covered by this report.
Based on the foregoing, our principal executive officer and principal financial officer concluded that our disclosure controls and
procedures were not effective at the reasonable assurance level due to the material weakness described below. A material
weakness is a deficiency, or a combination of deficiencies, within the meaning of Public Company Accounting Oversight Board
(“PCAOB ”) Audit Standard No. 5, in internal control over financial reporting, such that there is a reasonable possibility that a
material misstatement of our annual or interim financial statements will not be prevented or detected on a timely basis.
Management has identified the following material weakness which has caused management to conclude that as of December 31,
2622-2023 , our internal control over financial reporting (“ ICFR *’) was not effective at the reasonable assurance level. We do
not have sufficient resources in our accounting function, which restricts our ability to gather, analyze and properly review
information related to financial reporting, including fair value estimates, in a timely manner. In addition, due to our size and
nature, segregation of all conflicting duties may not always be possible and may not be economically feasible. However, to the
extent possible, the initiation of transactions, the custody of assets and the recording of transactions should be performed by
separate individuals. Management evaluated the impact of our failure to have segregation of duties during our assessment of our
disclosure controls and procedures and concluded that the resulting control deficiency represented a material weakness. We are
currently working to improve and simplify our internal processes and implement enhanced controls to address the material
weakness in our internal control over financial reporting and to remedy the ineffectiveness of our disclosure controls and
procedures. This material weakness will not be considered to be remediated until the applicable remediated controls are
operating for a sufficient period of time and management has concluded, through testing, that these controls are operating
effectively. If our accounting controls and procedures are circumvented or otherwise fail to achieve their intended purposes, our
business could be seriously harmed. We evaluate our disclosure controls and procedures as of the end of each fiscal quarter, and
annually review and evaluate our internal control over financial reporting in order to comply with the €emmissien-SEC ’ s rules
relating to internal control over financial reporting adopted pursuant to the Sarbanes- Oxley Act of 2002. Because of its inherent
limitations, internal control over financial reporting may not prevent or detect misstatements. Also, projections of any evaluation
of effectiveness to future periods are subject to the risk that controls may become inadequate because of changes in conditions,
or that the degree of compliance with the policies or procedures may deteriorate. If we fail to maintain effective internal control
over financial reporting or our management does not timely assess the adequacy of such internal control, we may be subject to
regulatory sanctions, and our reputation may decline. 95-Our internal computer systems may fail or suffer security breaches,
which could result in a material disruption of our operations. Like any other business, we rely on e- mail and other digital
communications methods as part of our normal operations. As such, our internal computer systems and servers could fail or
suffer security breaches, possibly resulting in a material disruption to our operations. The secure operation of our IT networks
and systems as well as the secure processing and maintenance of information is critical to our operations and business strategy.
Notwithstanding these priorities, we have experienced attempts at cybercrime such as phishing and other electronic fraud,
including efforts to misdirect payments to imposter vendors and service providers. After experiencing a financial loss due to e-
mail fraud in November 2021, we have instituted greater internal controls and procedures, both electronic and non- electronic, to
combat such fraudulent conduct. We also maintain an insurance policy to cover any losses or injuries suffered from cybercrime
of this nature; however, it may not be sufficient to cover all damages. Despite our efforts, attempts at fraud such as spoofed e-
mails, requests for payment and similar deceptions have become commonplace in the world of e- commerce and are expected to
continue. If we are unable to prevent such security breaches in the future, these events or circumstances could materially and
adversely affect our operations, financial condition and operating results and impair our ability to execute our business strategy.
109 We face significant competition, including changes in pricing. The markets for our products are both competitive and price
sensitive. Many competitors have significant financial, operations, sales and marketing resources, plus experience in research
and development, and compete with us by offering lower prices. Competitors could develop new technologies that compete with
our products to achieve a lower unit price. If a competitor develops lower cost and / or superior technology or cost- effective
alternatives to our products and services, our business could be seriously harmed. The markets for some of our products are also
subject to specific competitive risks because these markets are highly price sensitive. Our competitors have competed in the past
by lowering prices on certain products. If they do so again, we may be forced to respond by lowering our prices. This would
reduce sales revenues and increase losses. Failure to anticipate and respond to price competition may also impact sales and
aggravate losses. Many of our competitors are larger and have greater financial and other resources than we do. Our products
compete and will compete with similar if not identical products produced by our competitors. These competitive products could
be marketed by well- established, successful companies that possess greater financial, marketing, distribution personnel, and
other resources than we do. Using said resources, these companies can implement extensive advertising and promotional
campaigns, both generally and in response to specific marketing efforts by competitors. They can introduce new products to new
markets more rapidly. In certain instances, competitors with greater financial resources may be able to enter a market in direct
competition with us, offering attractive marketing tools to encourage the sale of products that compete with our products or
present cost features that consumers may find attractive. Our growth strategy is subject to a significant degree of risk. Our
growth strategy through acquisitions involves a significant degree of risk. Some of the companies that we have identified as
acquisition targets or made a significant investment in may not have a developed business or are experiencing inefficiencies and
incur losses. Therefore, we may lose our investment in the event that these companies’ businesses do not develop as planned or
that they are unable to achieve the anticipated cost efficiencies or reduction of losses. Further, in order to implement our growth
plan, we have hired additional staff and consultants to review potential investments and implement our plan. As a result, we



have substantially increased our infrastructure and costs. If we fail to quickly find new companies that provide revenue to offset
our costs, we will continue to experience losses. No assurance can be given that our product development and 1nvestments will
produce sufﬁcrent revenues to offset these i increases in expendrtures S sHres are—g RE-Fap

v ab growth-an ter—Our operating results may vary from
quarter to quarter. Our operatlng results have in the past been subject to quarter to- quarter fluctuations, and we expect that
these fluctuations will continue, and may increase in magnitude, in future periods. Demand for our products is driven by many
factors, including the availability of funding for our products in our customers’ capital budgets. There is a trend for some of our
customers to place large orders near the end of a quarter or fiscal year, in part to spend remaining available capital budget funds.
Seasonal fluctuations in customer demand for our products driven by budgetary and other concerns can create corresponding
fluctuations in period- to- period revenues, and we therefore cannot assure you that our results in one period are necessarily
indicative of our revenues in any future period. In addition, the number and timing of large individual sales and the ability to
obtain acceptances of those sales, where applicable, have been difficult for us to predict, and large individual sales have, in some
cases, occurred in quarters subsequent to those we anticipated, or have not occurred at all. The loss or deferral of one or more
significant sales in a quarter could harm our operating results for such quarter. It is possible that, in some quarters, our operating
results will be below the expectations of public market analysts or investors. In such events, or in the event adverse conditions
prevail, the market price of our common stock may decline significantly. Changes in the U. S. tax and other laws and
regulations may adversely affect our business. The U. S. Government may revise tax laws, regulations or official interpretations
in ways that could have a significant adverse effect on our business, including modifications that could reduce the profits that
we can effectively realize from our international operations, or that could require costly changes to those operations, or the way
in which they are structured. For example, the effective tax rates for most U. S. companies reflect the fact that income earned
and reinvested outside the U. S. is generally taxed at local rates, which may be much lower than U. S. tax rates. If we expand
abroad and there are changes in tax laws, regulations or interpretations that significantly increase the tax rates on non- U. S.
income, our effective tax rate could increase and our profits could be reduced. If such increases resulted from our status as a U.
S. company, those changes could place us at a disadvantage to our non- U. S. competitors if those competitors remain subject to
lower local tax rates. 110 Our sales and profitability may be affected by changes in economic, business and industry conditions.
If the economic climate in the U. S. or abroad deteriorates, customers or potential customers could reduce or delay their
technology investments. Reduced or delayed technology and entertainment investments could decrease our sales and
profitability. In this environment, our customers may experience financial difficulty, cease operations and fail to budget or
reduce budgets for the purchase of our products and professional services. This may lead to longer sales cycles, delays in
purchase decisions, payment and collection, and can also result in downward price pressures, causing our sales and profitability
to decline. In addition, general economic uncertainty and general declines in capital spending in the information technology
sector make it difficult to predict changes in the purchasing requirements of our customers and the markets we serve. There are
many other factors which could affect our business, including: - The introduction and market acceptance of new technologies,
products and services; - New competitors and new forms of competition; - The size and timing of customer orders (for retail
distributed physical product); - The size and timing of capital expenditures by our customers; - Adverse changes in the credit
quality of our customers and suppliers; - Changes in the pricing policies of, or the introduction of, new products and services by
us or our competitors; - Changes in the terms of our contracts with our customers or suppliers; - The availability of products
from our suppliers; and - Variations in product costs and the mix of products sold. 9FThese trends and factors could adversely
affect our business, profitability and financial condition and diminish our ability to achieve our strategic objectives. The sale of
our products is dependent upon our ability to satisfy the proprietary requirements of our customers. We depend upon a relatively
narrow range of products for the majority of our revenue. Our success in marketing our products is dependent upon their
continued acceptance by our customers. In some cases, our customers require that our products meet their own proprietary
requirements. If we are unable to satisfy such requirements, or forecast and adapt to changes in such requirements, our business
could be materially harmed. The sale of our products is dependent on our ability to respond to rapid technological change,
including evolving industry- wide standards, and may be adversely affected by the development, and acceptance by our
customers, of new technologies which may compete with, or reduce the demand for, our products. Rapid technological change,
including evolving industry standards, could render our products obsolete. To the extent our customers adopt such new
technology in place of our products, the sales of our products may be adversely affected. Such competition may also increase
pricing pressure for our products and adversely affect the revenues from such products. 111 Our limited ability to protect our
proprietary information and technology may adversely affect our ability to compete, and our products could infringe upon the
intellectual property rights of others, resulting in claims against us, the results of which could be costly. Many of our products
consist entirely or partly of proprietary technology owned by us. Although we seek to protect our technology through a
combination of copyrights, trade secret laws and contractual obligations, these protections may not be sufficient to prevent the
wrongful appropriation of our intellectual property, nor will they prevent our competitors from independently developing
technologies that are substantially equivalent or superior to our proprietary technology. In addition, the laws of some foreign
countries do not protect our proprietary rights to the same extent as the laws of the U. S. In order to defend our proprietary rights
in the technology utilized in our products from third party infringement, we may be required to institute legal proceedings,



which would be costly and would divert our resources from the development of our business. If we are unable to successfully
assert and defend our proprietary rights in the technology utilized in our products, our future results could be adversely affected.
Although we attempt to avoid infringing known proprietary rights of third parties in our product development efforts, we may
become subject to legal proceedings and claims for alleged infringement from time to time in the ordinary course of business.
Any claims relating to the infringement of third- party proprietary rights, even if not meritorious, could result in costly
litigation, divert management’ s attention and resources, require us to reengineer or cease sales of our products or require us to
enter into royalty or license agreements which are not advantageous to us. In addition, parties making claims may be able to
obtain an injunction, which could prevent us from selling our products in the U. S. or abroad. If we ship products that contain
defects, the market acceptance of our products and our reputation will be harmed and our customers could seek to recover their
damages from us. Our products are complex, and despite extensive testing, may contain defects or undetected errors or failures
that may become apparent only after our products have been shipped to our customers and installed in their network or after
product features or new versions are released. Any such defect, error or failure could result in failure of market acceptance of
our products or damage to our reputation or relations with our customers, resulting in substantial costs for us and our customers
as well as the cancellation of orders, warranty costs and product returns. In addition, any defects, errors, misuse of our products
or other potential problems within or out of our control that may arise from the use of our products could result in financial or
other damages to our customers. Our customers could seek to have us pay for these losses. Although we maintain product
liability insurance, it may not be adequate. The rights of the holders of common stock may be impaired by the potential issuance
of preferred stock. Our certificate of incorporation gives our Board the right to create new series of preferred stock. As a result,
the Board may, without stockholder approval, issue preferred stock with voting, dividend, conversion, liquidation or other rights
which could adversely affect the voting power and equity interest of the holders of common stock. Preferred stock, which could
be issued with the right to more than one vote per share, could be utilized as a method of discouraging, delaying or preventing a
change of control. The possible impact on takeover attempts could adversely affect the price of our common stock. We may
issue shares of preferred stock in the future. 38-The requirements of being a public company may strain our resources, divert
management’ s attention and affect our ability to attract and retain qualified board members. We are a public company and
subject to the reporting requirements of the Exchange Act, and the Sarbanes- Oxley Act of 2002. The Exchange Act requires,
among other things, that we file annual, quarterly and current reports with respect to our business and financial condition. The
Sarbanes- Oxley Act requires, among other things, that we maintain effective disclosure controls and procedures and internal
controls for financial reporting. For example, Section 404 of the Sarbanes- Oxley Act requires that our management report on
the effectiveness of our internal controls structure and procedures for financial reporting. Section 404 compliance may divert
internal resources and will take a significant amount of time and effort to complete. If we fail to maintain compliance under
Section 404, or if our internal control over financial reporting continues to not be effective as defined under Section 404, we
could be subject to sanctions or investigations by the NYSE American, the Commission-SEC , or other regulatory authorities.
Furthermore, investor perceptions of our company may suffer, and this could cause a decline in the market price of our common
stock. Any failure of our internal controls could have a material adverse effect on our stated results of operations and harm our
reputation. If we are unable to implement these changes effectively or efficiently, it could harm our operations, financial
reporting or financial results and could result in an adverse opinion on internal controls from our independent auditors. We may
need to hire a number of additional employees with public accounting and disclosure experience in order to meet our ongoing
obligations as a public company, particularly if we become fully subject to Section 404 and its auditor attestation requirements,
which will increase costs. Our management team and other personnel will need to devote a substantial amount of time to new
compliance initiatives and to meeting the obligations that are associated with being a public company, which may divert
attention from other business concerns, which could have a material adverse effect on our business, financial condition and
results of operations. 112 We have identified material weaknesses in our internal control over financial reporting and may
identify additional material weaknesses in the future or otherwise fail to maintain an effective system of internal controls, which
may result in material misstatements of our financial statements or cause us to fail to meet our periodic reporting obligations. We
are required to comply with certain provisions of Section 404 of the Sarbanes- Oxley Act of 2002 (““ Sarbanes- Oxley Act ™).
Section 404 requires that we document and test our internal control over financial reporting and issue management’ s assessment
of our internal control over financial reporting. Management assessed the effectiveness of our internal control over financial
reporting as of December 31, 2824-2023 . In making this assessment, we used the criteria set forth by the Committee of
Sponsoring Organizations of the Treadway Commission (COSO) in Internal Control — Integrated Framework. A material
weakness is a deficiency, or a combination of deficiencies, in internal control over financial reporting, such that there is a
reasonable possibility that a material misstatement of our annual or interim financial statements will not be prevented or detected
on a timely basis. Based on our assessment, as of December 31, 2024-2023 , we concluded that our internal control over
financial reporting contained material weaknesses. The weakness will not be considered remediated, however, until the
applicable controls operate for a sufficient period of time and our management has concluded, through testing, that these
controls are operating effectively. If we fail to comply with the requirements of Section 404 of the Sarbanes- Oxley Act, the
accuracy and timeliness of the filing of our annual and quarterly reports may be materially adversely affected and could cause
investors to lose confidence in our reported financial information, which could have a negative effect on the trading price of our
common stock. In addition, a material weakness in the effectiveness of our internal control over financial reporting could result
in an increased chance of fraud and the loss of customers, reduce our ability to obtain financing and require additional
expenditures to comply with these requirements, each of which could have a material adverse effect on our business, results of
operations and financial condition. If we fail to comply with the rules under the Sarbanes- Oxley Act of 2002 related to
accounting controls and procedures, or if we discover material weaknesses and deficiencies in our internal control and
accounting procedures, our stock price could decline significantly and raising capital could be more difficult. If we fail to



comply with the rules under the Sarbanes- Oxley Act of 2002 related to disclosure controls and procedures, or, if we discover
material weaknesses and other deficiencies in our internal control and accounting procedures, our stock price could decline
significantly and raising capital could be more difficult. Section 404 of the Sarbanes- Oxley Act requires annual management
assessments of the effectiveness of our internal control over financial reporting. If material weaknesses or significant
deficiencies are discovered or if we otherwise fail to achieve and maintain the adequacy of our internal control, we may not be
able to ensure that we can conclude on an ongoing basis that we have effective internal controls over financial reporting in
accordance with Section 404 of the Sarbanes- Oxley Act. Moreover, effective internal controls are necessary for us to produce
reliable financial reports and are important to helping prevent financial fraud. If we cannot provide reliable financial reports or
prevent fraud, our business and operating results could be harmed, investors could lose confidence in our reported financial
information, and the trading price of our common stock could drop significantly. 99-If securities or industry analysts do not
publish research or reports about our business, or if they change their recommendations regarding our stock adversely, our stock
price and trading volume could decline. The trading market for our common stock will be influenced by the research and reports
that industry or securities analysts publish about us or our business. Our research coverage by industry and financial analysts is
currently limited. Even if our analyst coverage increases, if one or more of the analysts who cover us downgrade our stock, our
stock price would likely decline. If one or more of these analysts cease coverage of our company or fail to regularly publish
reports on us, we could lose visibility in the financial markets, which in turn could cause our stock price or trading volume to
decline. The elimination of monetary liability against our directors, officers and employees under law and the existence of
indemnification rights for or obligations to our directors, officers and employees may result in substantial expenditures by us and
may discourage lawsuits against our directors, officers and employees. Our certificate of incorporation contains a provision
permitting us to eliminate the personal liability of our directors to us and our stockholders for damages for the breach of a
fiduciary duty as a director or officer to the extent provided by Delaware law. We may also have contractual indemnification
obligations under any future employment agreements with our officers. The foregoing indemnification obligations could result
in us incurring substantial expenditures to cover the cost of settlement or damage awards against directors and officers, which
we may be unable to recoup. These provisions and the resulting costs may also discourage us from bringing a lawsuit against
directors and officers for breaches of their fiduciary duties, and may similarly discourage the filing of derivative litigation by
our stockholders against our directors and officers even though such actions, if successful, might otherwise benefit us and our
stockholders. We do not anticipate paying eash dividends on our common stock and, accordingly, stockholders must rely on
stock appreciation for any return on their investment. We have never declared or paid cash dividends on our common stock and
do not expect to do so in the foreseeable future. The declaration of dividends is subject to the discretion of our Board and will
depend on various factors, including our operating results, financial condition, future prospects and any other factors deemed
relevant by our Board. You should not rely on an investment in our company if you require dividend income from your
investment in our company. The success of your investment will likely depend entirely upon any future appreciation of the
market price of our common stock, which is uncertain and unpredictable. There is no guarantee that our common stock will
appreciate in value. 113 ITEM 1B. UNRESOLVED STAFF COMMENTS



