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Certain	factors	may	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations.	You	should
carefully	consider	the	risks	and	uncertainties	described	below,	together	with	all	of	the	other	information	in	this	Annual	Report
on	Form	10-	K,	including	the	section	titled	“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of
Operations	”	and	our	consolidated	financial	statements	and	the	accompanying	notes,	included	elsewhere	in	this	Annual	Report
on	Form	10-	K.	Our	business,	financial	condition,	results	of	operations,	or	prospects	could	also	be	harmed	by	risks	and
uncertainties	not	currently	known	to	us	or	that	we	currently	do	not	believe	are	material.	If	any	of	these	risks	actually	occur,	it
may	materially	harm	our	business,	financial	condition,	liquidity,	results	of	operations,	and	the	market	price	of	our	Class	A
Common	Stock.	Risk	Factors	Summary	Below	is	a	summary	of	the	principal	factors	that	make	an	investment	in	our	Class	A
common	stock	speculative	or	risky.	Importantly,	this	summary	does	not	address	all	of	the	risks	that	we	face.	Our	ability	to
execute	our	business	strategy	is	subject	to	numerous	risks,	as	more	fully	described	in	the	section	titled	“	Risk	Factors	”
immediately	following	this	summary.	These	risks	include,	among	others:	•	We	have	a	history	of	cumulative	losses,	and	we	do
not	expect	to	be	profitable	for	the	foreseeable	future.	•	The	markets	in	which	we	participate	are	intensely	competitive,	and	if	we
do	not	compete	effectively,	our	operating	results	would	be	harmed.	•	Any	significant	disruption	in	our	service	or	loss,	or	delay	in
availability,	of	our	customers’	data,	could	damage	our	reputation	and	harm	our	business	and	operating	results.	•	If	we	are	unable
to	maintain	our	brand	and	reputation,	our	business,	results	of	operations,	and	financial	condition	may	be	adversely	affected.	•	If
our	information	technology	systems,	including	the	data	of	our	customers	stored	in	our	systems,	are	breached	or	subject	to
cybersecurity	attacks,	our	reputation	and	business	may	be	harmed.	•	If	we	are	unable	to	attract	and	retain	customers	on	a	cost-
effective	basis,	our	revenue	and	operating	results	would	be	adversely	affected.	•	If	we	are	unable	to	provide	successful
enhancements,	new	features,	and	modifications	to	our	cloud	services,	our	business	could	be	adversely	affected.	•	Material
defects	or	errors	in	our	software	could	negatively	impact	our	business,	harm	our	reputation,	result	in	significant	costs	to	us,	and
negatively	impact	our	ability	to	sell	our	cloud	services.	•	We	rely	on	third-	party	vendors	and	suppliers,	including	data	center
and	hard	drive	providers,	which	may	have	limited	sources	of	supply,	and	this	reliance	exposes	us	to	potential	supply	and	service
disruptions	that	could	harm	our	business.	•	Our	business	depends,	in	part,	on	the	success	of	our	strategic	relationships	with	third
parties.	•	We	have	identified	material	weaknesses	in	our	internal	controls	over	financial	reporting,	and	the	failure	to	achieve	and
maintain	effective	internal	controls	over	financial	reporting	could	harm	our	business	and	negatively	impact	the	value	of	our
Class	A	common	stock.	•	The	dual	class	structure	of	our	common	stock	has	the	effect	of	concentrating	voting	control	with	those
stockholders	who	held	our	capital	stock	prior	to	the	completion	of	our	IPO,	including	our	executive	officers,	employees,	and
directors	and	their	affiliates,	which	limits	your	ability	to	influence	the	outcome	of	important	transactions,	including	a	change	in
control.	Risks	Related	to	Our	Business	and	Our	Industry	We	incurred	net	losses	of	$	59.	7	million	and	$	51.	4	million	and	$	21.
7	million	for	the	years	ended	December	31,	2023	and	2022	and	2021	,	respectively.	As	Over	our	15	years	of	operations
December	31,	2023	,	we	had	an	accumulated	deficit	of	$	87	147	.	7	5	million	as	of	December	31,	2022	.	We	cannot	guarantee
that	net	losses	in	future	periods	will	be	similar	to	those	from	prior	periods.	We	intend	to	continue	scaling	our	business	to	increase
our	customer	base	and	to	meet	the	increasingly	complex	needs	of	our	customers.	We	have	invested,	and	expect	to	continue	to
invest,	in	our	sales	and	marketing	organization	to	sell	our	cloud	services	around	the	world	and	in	our	development	organization
to	deliver	additional	features	and	capabilities	of	our	cloud	services	to	address	our	customers’	evolving	needs.	We	also	expect	to
continue	to	make	significant	investments	in	our	data	center	infrastructure	and	technical	operations	organization	as	we	further
scale	our	business.	As	a	result	of	our	continuing	investments	to	scale	our	business	in	each	of	these	areas,	we	do	not	expect	to	be
profitable	for	the	foreseeable	future.	We	cannot	assure	you	that	we	will	achieve	profitability	in	the	future	or	that,	if	we	do
become	profitable,	we	will	sustain	profitability.	The	markets	in	which	we	operate	are	highly	competitive,	with	relatively	low
barriers	to	entry	for	certain	applications	and	services.	Some	of	our	competitors	include	cloud-	based	services	such	as	those
offered	by	Amazon.	com,	Inc.	through	Amazon	Web	Services,	Alphabet	Inc.	through	Google	Cloud	Platform,	and	Microsoft
Corporation	through	Azure,	and	on-	premises	offerings	such	as	those	offered	by	EMC	/	Dell	and	NetApp.	Many	of	our
competitors	and	potential	competitors	are	larger	and	have	greater	name	and	brand	recognition;	much	longer	operating	histories;
larger	marketing	budgets	for	the	development,	promotion	and	sale	of	their	products	or	services;	broader	service	offerings	and
capabilities;	and	significantly	greater	resources	than	we	do.	In	addition,	many	of	our	competitors	have	established	marketing	and
distribution	relationships	with	channel	partners,	consultants,	system	integrators,	and	resellers.	Our	competitors	may	also	be	able
to	respond	more	quickly	and	effectively	to	new	or	changing	opportunities,	technologies,	standards,	or	customer	requirements	,
including	offering	multiple	types	of	storage	solutions	with	various	price	points,	feature	sets	and	performance	levels	.
Competition	may	intensify	in	the	future	and	may	also	include	new	market	entrants,	including	storage	offerings	by	some	of	our
partners.	Our	competitors	could	offer	their	products	or	services	at	a	lower	price	or	in	some	combination	with	other	services	or
applications	that	we	do	not	offer,	which	could	result	in	pricing	pressures	on	our	business	.	In	the	third	quarter	of	2023,	we	also
announced	price	increases	to	our	Computer	Backup	and	B2	Cloud	Storage	offerings,	which	took	effect	in	the	fourth
quarter	of	2023.	While	there	was	some	incremental	decline	in	the	rate	at	which	customers	increase	storage	with	us
during	the	fourth	quarter	of	2023,	we	did	not	experience	any	material	impact	on	customer	retention	as	of	December	31,
2023.	However,	we	may	have	not	yet	realized	the	full	impact	of	the	price	increases,	which	could	cause	us	to	lose	existing
customers	who	do	not	wish	to	renew	their	subscriptions	at	the	higher	prices,	reduce	the	number	of	new	customers	that
buy	our	products,	or	decrease	the	amount	of	data	that	customers	store	with	us	or	subscriptions	they	purchase	from	us	.



Increased	competition	generally	could	result	in	reduced	sales,	increased	customer	churn,	lower	margins,	losses,	or	the	failure	of
our	cloud	services	to	achieve	or	maintain	widespread	market	acceptance,	any	of	which	could	harm	our	business.	Any	significant
disruption	in	our	service	or	loss,	or	delay	in	availability	of	our	customers’	data,	could	damage	our	reputation	and	harm	our
business	and	operating	results.	Our	brand,	reputation,	and	ability	to	manage	our	systems;	attract,	retain,	and	serve	our	customers;
and	interface	with	our	partners,	are	dependent	upon	the	reliable	performance	of	our	platform,	including	our	underlying	technical
infrastructure,	as	well	as	the	systems	and	infrastructure	of	various	third	parties,	including	third-	party	hosted	data	centers	that	we
use	and	internet	access	and	infrastructure	used	by	us	and	our	customers	and	partners.	Our	customers	rely	on	our	platform	to	store
and	access	their	data,	including	financial	records,	business	information,	personal	information,	documents,	media,	and	other
important	content.	There	are	various	reasons	that	our	platform,	or	the	systems	that	are	used	to	access	or	support	our	platform,
could	experience	a	disruption	in	service,	some	of	which	are	entirely	outside	of	our	control.	For	example,	our	facilities	as	well	as
the	data	centers	that	we	use	are	vulnerable	to	damage	or	interruption	from	human	error,	intentional	bad	acts,	extreme	weather,
earthquakes,	floods,	fires,	war	or	other	military	conflict,	including	the	conflict	conflicts	between	Russia	and	-	Ukraine	and
Israel-	Hamas,	which	may	further	escalate	and	could	directly	or	indirectly	involve	other	countries,	including	the	United
States	,	terrorist	attacks,	cybersecurity	attacks	or	the	risk	of	potential	cybersecurity	attacks,	power	losses,	hardware	failures,
systems	failures,	telecommunications	failures,	and	similar	events,	any	of	which	could	disrupt	our	service,	destroy	user	content,
or	prevent	us	from	being	able	to	continuously	back	up	or	record	changes	in	our	users’	content.	For	example,	a	third	party	vendor
that	operated	one	of	our	multiple	data	center	locations,	filed	for	bankruptcy	under	Chapter	11	of	the	United	States	Bankruptcy
Code	in	2022.	This	bankruptcy	matter	was	resolved	without	disruption	to	our	normal	operations,	but	future	bankruptcies	or
similar	events	affecting	our	third-	party	hosted	data	center	providers	could	result	in	disruptions	to	our	Company,	access	to
customer	data	may	become	unavailable	or	customer	data	could	be	lost,	and	it	may	take	a	significant	period	of	time	to	achieve
full	resumption	of	our	cloud	services.	Also,	in	response	to	the	Russian	attack	on	Ukraine	that	began	in	February	2022,	the
United	States	and	many	other	countries	began	imposing	sanctions	on	Russia	and	certain	parts	of	Ukraine,	including	restrictions
on	the	import	and	export	of	goods	and	services	to	those	regions.	These	restrictions	have	also	been	expanded	to	other	countries,
including	Belarus.	Although	we	do	not	have	a	significant	number	of	customers	located	in	those	regions,	such	actions	will	have
had	some	immaterial	impact	on	our	business.	It	is	difficult	to	predict	how	long	the	conflict	may	last,	how	the	conflict	could
escalate,	and	how	the	sanctions	may	evolve,	which	could	cause	a	greater	adverse	impact	on	our	business	and	operations.	Our
While	we	maintain	incident	response	plans	that	include	defined	processes,	roles,	communications,	responsibilities	and
procedures	for	responding	to	cybersecurity	incidents	and	other	events	that	impact	our	operations,	and	such	plans	are
tested	and	evaluated	on	a	regular	basis,	our	disaster	recovery	planning	cannot	account	for	all	eventualities	and	even	if	we
anticipate	an	incident,	our	disaster	recovery	plans	may	not	be	sufficient	to	timely	and	effectively	address	the	issue.	Moreover,
our	platform	and	technical	infrastructure	may	not	be	adequately	designed	with	sufficient	reliability	and	redundancy	to	avoid
delays	or	outages	or	other	issues	that	could	be	harmful	to	our	business.	If	our	platform	is	unavailable	when	users	attempt	to
access	it,	or	if	it	does	not	load	perform	as	quickly	as	they	expect,	or	if	data	is	lost,	users	may	not	use	our	platform	as	often	in	the
future,	or	at	all.	The	successful	promotion	of	our	brand	and	our	ability	to	maintain	our	reputation	will	depend	on	a	number	of
factors,	including	our	performance	and	the	reliability	of	our	cloud	services;	our	advertising	and	marketing	efforts,	including	our
blog	and	social	media	presence,	which	have	been	important	to	building	and	maintaining	our	brand	and	reputation;	our	ability	to
continue	to	develop	high-	quality	features	and	cloud	services;	and	our	ability	to	successfully	differentiate	our	cloud	services
from	competitive	products	and	services.	Our	brand	promotion	activities	may	not	be	successful	or	yield	increased	revenue.	The
promotion	of	our	brand	may	require	us	to	make	substantial	expenditures,	particularly	as	if	our	markets	become	more	competitive
and	we	expand	into	new	markets	or	offer	new	products	or	services,	or	additional	features.	Expenditures	intended	to	maintain
and	enhance	our	brand	may	not	be	cost-	effective	or	effective	at	all.	If	we	do	not	successfully	maintain	and	enhance	our	brand,
we	may	have	reduced	pricing	power	relative	to	our	competitors,	we	could	lose	customers,	we	could	fail	to	attract	potential	new
customers	or	retain	our	existing	customers,	or	our	blog	and	thought	leadership	in	our	industry	may	decline	in	popularity,	all	of
which	could	materially	and	adversely	affect	our	business.	Our	customers	rely	on	our	solutions	to	store	their	files,	which	may
include	confidential	or	personally	identifiable	information,	critical	business	information,	photos,	and	other	meaningful	content.
To	manage	and	maintain	such	data,	we	are	highly	dependent	on	internal	and	external	information	technology	systems	and
infrastructure,	including	the	internet,	to	securely	process,	transmit,	and	store	critical	information.	Although	we	take	measures	to
protect	our	systems	and	sensitive	information	from	unauthorized	access	or	disclosure,	third	parties	may	be	able	to	circumvent
our	security	by	deploying	viruses,	worms,	and	other	malicious	software	programs	that	are	designed	to	attack	or	attempt	to
infiltrate	our	systems	and	networks,	including	distributed	denial	of	service	(DDoS)	or	phishing	attacks,	that	can	undermine	the
availability	and	performance	of	our	systems	and	cloud	services	,	resulting	in	the	blocking	of	our	services	by	ISPs	or
governments	,	fraudulently	steal	data,	or	otherwise	cause	damage	to	our	reputation.	For	example,	in	December	2021,	an
industry-	wide	zero-	day	vulnerability	was	discovered	in	the	Apache	Log4j	logging	library	commonly	used	by	many	companies
throughout	the	world	that	could	enable	permit	attackers	to	take	control	of	vulnerable	servers.	Although	we	were	not	aware	of
any	unauthorized	access	to	our	systems	due	to	the	Log4j	vulnerability,	out	of	an	abundance	of	caution	and	because	Log4j	was
leveraged	widely	in	our	environment,	we	decided	it	was	in	our	customers’	best	interest	to	take	our	systems	offline	for	a	short
period	of	time	until	we	could	apply	the	security	patch.	In	addition,	we	regularly	encounter	attempts	to	create	false	or
undesirable	user	accounts,	which	can	disrupt	our	systems,	impair	system	performance	and	impact	analytics.	Moreover,
cybersecurity	attacks	evolve	rapidly	and	are	expected	to	continue	to	accelerate	in	both	frequency	and	sophistication,	and
bad	actors	may	utilize	new	methods	not	recognized	because	they	are	designed	to	circumvent	controls,	avoid	detection,	and
remove	or	obfuscate	forensic	evidence	.	We	may	be	unable	Although	we	have	taken,	and	continue	to	take,	various	actions
to	prevent	and	mitigate	potential	cybersecurity	attacks,	it	is	very	difficult	to	successfully	identify,	stop,	or	resolve	such
attacks,	or	implement	adequate	preventative	measures	and	we	will	continue	to	incur	costs	in	our	efforts	to	protect	against



and	respond	to	cyber-	attacks	and	potential	cyber-	attacks	.	Also,	due	to	the	use	of	generative	artificial	intelligence,	or	the
other	societal	or	political	developments	resulting	in	periods	of	uncertainty	involving	Russia	and	Ukraine,	there	is	an
increased	political	likelihood	that	escalation	of	tensions	and	military	conflicts,	could	result	in	a	greater	likelihood	of
cybersecurity	incidents	that	could	either	directly	or	indirectly	impact	our	operations.	In	addition,	employee	or	consultant	error,
malfeasance,	or	other	errors	in	the	storage,	use,	or	transmission	of	customer	data	could	result	in	a	breach.	For	example,	in	late
March	2021,	it	was	discovered	that	a	Backblaze	marketing	campaign	leveraging	the	Facebook	ad	network,	which	had	been
launched	two	weeks	earlier,	had	been	incorrectly	configured	to	run	on	all	Backblaze	platform	pages	instead	of	only	the
Backblaze	marketing	pages	as	intended.	Once	we	became	aware	of	the	issue,	it	was	promptly	resolved.	Although	we	believe
that	less	than	2	%	of	Backblaze	customers	may	have	been	affected,	and	no	actual	customer	files,	file	contents,	or	user	account
information	were	shared	at	any	time,	certain	file	metadata	may	have	been	inadvertently	shared	with	Facebook.	Even	if	a	breach
is	detected,	the	full	extent	of	the	breach	may	not	be	determined	immediately,	or	at	all.	While	we	maintain	insurance	coverage	to
mitigate	the	potential	financial	impact	of	these	risks,	our	insurance	may	not	cover	all	such	events	or	may	be	insufficient	to
compensate	us	for	potentially	significant	losses,	including	the	potential	damage	to	the	future	growth	of	our	business,	that	may
result	from	any	such	breach.	In	addition,	our	business	utilizes	information	technology	systems	of	our	partners	and	vendors,	who
are	also	subject	to	similar	cybersecurity	risks	that	could	adversely	impact	the	security	of	our	systems	and	business.	We
Although	we	take	steps	to	secure	customer	information	that	is	provided	to	or	accessible	by	our	partners	and	vendors,
such	measures	may	not	always	be	effective	and	we	may	have	little	limited	or	no	control	over	how	cybersecurity	attacks	on
our	partners	or	vendors	are	addressed.	An	actual	or	perceived	breach	of	our	network	security	and	systems	or	other	cybersecurity-
related	events	that	cause	the	loss,	theft	or	unauthorized	disclosure	of	our	customers’	information,	including	any	delay	in
determining	the	full	extent	of	a	potential	breach,	could	have	a	material	adverse	impact	on	our	business,	results	of	operations,	and
financial	condition,	including	harm	to	our	reputation	and	brand,	reduced	demand	for	our	solutions,	time-	consuming	and
expensive	litigation,	fines,	penalties,	and	other	damages.	We	generate	substantially	all	of	our	revenue	from	the	sale	of	our	cloud
services	either	on	a	consumption	or	subscription	model.	To	grow,	we	must	continue	to	attract	a	large	number	of	customers	on	a
cost-	effective	basis.	While	there	was	no	material	impact	on	customer	retention	as	of	December	31,	2023,	our	recent	price
increase	for	Computer	Backup	and	B2	Cloud	Storage	could	make	it	more	difficult	to	attract	new	customers	and	retain
existing	customers,	or	cause	existing	customers	to	reduce	the	amount	of	data	that	they	store	with	us	or	subscriptions	they
purchase	from	us,	thus	negatively	impacting	our	revenue	and	business.	We	have	historically	used,	and	plan	to	increase	our
use	of,	a	variety	of	advertising	and	marketing	programs	to	promote	our	cloud	services.	Our	For	example,	as	part	of	our	press
release	and	earnings	announcement	for	the	fiscal	quarter	and	year	ended	December	31,	2021,	we	announced	that	we	planned	to
make	additional	sales	and	marketing	investments	intended	to	accelerate	the	scaling	of	our	business	.	These	programs,	including
any	expansion	of	existing	programs	and	new	programs	to	promote	our	cloud	services,	may	not	be	successful	or	provide	a
reasonable	return	on	investment	within	a	desired	timeframe.	Significant	increases	in	the	pricing	of	one	or	more	of	our
advertising	channels	would	increase	our	advertising	and	marketing	costs	or	cause	us	to	choose	less	expensive	and	perhaps	less
effective	channels.	We	may	also	need	to	expand	into	channels	with	significantly	higher	costs,	which	could	adversely	affect	our
operating	results.	We	may	also	incur	advertising	and	marketing	expenses	significantly	in	advance	of	the	time	we	anticipate
recognizing	any	revenue	generated	by	such	expenses,	and	we	may	only	at	a	later	date,	or	never,	experience	an	increase	in
revenue	or	brand	awareness	as	a	result	of	such	expenditures.	If	we	are	unable	to	maintain	effective	advertising	and	marketing
programs,	our	ability	to	attract	new	customers	could	be	adversely	affected,	our	advertising	and	marketing	expenses	could
increase	substantially,	and	our	operating	results	may	suffer.	A	portion	of	our	potential	customers	locate	our	website	through
search	engines,	such	as	Google,	Bing,	and	Yahoo!	.	In	2023	we	modernized	our	website	to	help	improve	the	user	experience
and	increase	traffic	through	search	engine	optimization	to	accelerate	lead	generation,	although	such	efforts	may	not	be	as
successful	as	anticipated	to	increase	web	traffic	and	improve	the	user	experience	.	Our	ability	to	maintain	the	number	of
visitors	directed	to	our	website	is	not	entirely	within	our	control.	If	search	engine	companies	modify	their	search	algorithms	in	a
manner	that	reduces	the	prominence	of	our	listing,	or	if	our	competitors’	search	engine	optimization	efforts	are	more	successful
than	ours,	fewer	potential	customers	may	click	through	to	our	website.	In	addition,	the	cost	of	purchased	listings	has	increased	in
the	past	and	may	increase	in	the	future.	A	decrease	in	website	traffic	or	an	increase	in	promoted	search	result	costs	could
adversely	affect	our	customer	acquisition	efforts	and	our	operating	results.	In	addition,	we	also	rely	on	our	blog	and	word	of
mouth	to	drive	additional	customers.	To	the	extent	our	blog	does	not	continue	to	attract	readers	or	if	our	reputation	is	harmed,
these	additional	means	of	attracting	customers	may	no	longer	provide	significant	numbers	of	customers	in	the	future.	In
addition,	because	we	offer	our	Computer	Backup	cloud	service	at	a	fixed	price,	the	amount	of	data	our	customers	back	up
affects	our	costs	and	gross	margins.	Subject	to	certain	limitations,	we	also	offer	free	egress	for	our	B2	Cloud	Storage
customers.	To	the	extent	current	or	future	customers	back	up	unusually	large	amounts	of	data,	use	an	excessive	amount	of
egress	or	growth	in	the	amount	of	data	backed	up	per	customer	outpaces	decreases	in	storage	costs,	our	costs	and	gross	margins
and	infrastructure	could	be	adversely	affected.	Our	industry	is	marked	by	rapid	technological	developments	and	new	and
enhanced	applications	and	cloud	services.	If	we	are	unable	to	provide	enhancements	and	new	features	for	our	existing	services
or	new	services	that	achieve	market	acceptance	or	that	keep	pace	with	rapid	technological	developments,	our	business	could	be
adversely	affected.	In	addition,	because	our	cloud	services	are	designed	to	operate	on	a	variety	of	systems,	we	will	need	to
continuously	modify	and	enhance	our	cloud	services	to	keep	pace	with	changes	in	internet-	related	hardware,	operating	systems,
and	other	software,	communication,	browser,	and	database	technologies,	including	the	systems	of	our	partners,	vendors,	and
competitors.	We	also	have	limited	internal	resources	and	thus	need	to	selectively	prioritize	features	and	other
development	and	infrastructure	projects,	and	de-	prioritize	other	such	projects.	Although	we	seek	to	prioritize	the
projects	that	we	believe	are	the	most	important	and	de-	prioritize	projects	of	lesser	importance	based	on	the	information
available	to	us	at	any	given	time,	there	is	no	guarantee	that	our	prioritization	efforts	will	achieve	the	desired	market



adoption	or	infrastructure	improvements	and	we	may	not	be	successful	in	either	developing	these	modifications	and
enhancements	or	in	bringing	them	to	market	in	a	timely	fashion.	In	For	example,	our	cloud	replication	offering,	which	was
recently	launched,	may	not	achieve	the	desired	level	of	market	adoption	addition	,	any	on	a	timely	basis.	Any	failure	of	our
cloud	services	to	operate	effectively	and	on	a	timely	basis	with	network	platforms	and	technologies	could	reduce	the	demand	for
our	cloud	services,	result	in	customer	dissatisfaction	and	adversely	affect	our	business.	Furthermore,	future	enhancements	,
features	or	offerings	may	increase	our	research	and	development	expenses	and	infrastructure	costs,	which	could	adversely
impact	our	pricing	advantage,	undermine	our	ease	of	use,	make	it	more	difficult	to	attract	and	retain	customers,	and	harm	our
results	of	operations	.	Material	defects	or	errors	in	our	software	or	hardware	failures	could	negatively	impact	our
business,	harm	our	reputation,	result	in	significant	costs	to	us,	and	negatively	impact	our	ability	to	sell	our	cloud	services
.	The	software	underlying	our	cloud	services	is	inherently	complex	and	may	contain	material	defects	or	errors,	particularly	when
first	introduced	or	when	new	versions	or	enhancements	are	released.	We	have	from	time	to	time	found	defects	or	errors	in	our
cloud	services,	and	new	defects	or	errors	in	our	existing	solutions	may	be	detected	in	the	future	by	us,	our	customers	or	partners,
or	other	third	parties.	The	costs	incurred	in	correcting	such	defects	or	errors	may	be	substantial	and	could	negatively	impact	our
business.	Backblaze	employees	could	also	introduce	defects	or	errors	through	incompetence,	malfeasance,	or	a	mistake	that
would	lead	to	data	loss.	For	example,	to	the	extent	that	the	encryption	keys	for	encrypted	customer	data	stored	by	Backblaze
were	to	be	deleted	or	corrupted,	the	data	could	become	unrecoverable.	In	addition,	we	rely	on	hardware	purchased	or	leased	and
software	licensed	from	third	parties	to	offer	our	cloud	services.	Hardware	is	susceptible	to	failures	over	time	and	may
require	increased	maintenance	effort	and	costs.	Any	defects	in,	or	unavailability	of,	our	software	or	hardware	failures	that
cause	interruptions	to	the	availability	of	our	cloud	services	or	that	otherwise	impact	our	business	could,	among	other	things:	•
require	us	to	issue	refunds	or	credits	to	our	customers	or	expose	us	to	claims	for	damages,	•	cause	us	to	lose	existing	customers
and	make	it	more	difficult	to	attract	new	customers,	•	divert	our	development	resources	or	require	us	to	make	extensive	changes
to	our	cloud	services	or	software,	•	harm	our	reputation	and	brand,	and	•	negatively	impact	our	results	of	operations.	If	we	fail	to
effectively	manage	our	growth,	our	business	would	be	harmed.	We	have	recently	experienced,	and	continue	to	experience,	a
period	of	rapid	growth.	For	example,	our	headcount	grew	from	188	employees	as	of	December	31,	2020,	to	270	381	employees
as	of	December	31,	2021	2023	and	to	393	employees	as	of	December	31,	2022	.	Also,	in	just	the	last	two	years	the	amount	of
storage	deployed	by	us	has	increased	significantly.	The	number	of	customers	and	customer	requests	on	our	network	has	also
increased	rapidly	in	recent	years.	While	Our	growth	may	not	be	sustainable.	In	2023,	we	initiated	measures	to	reduce
headcount	to	pursue	greater	cost	efficiency	and	align	strategic	initiatives.	These	measures	were	completed	during	the
first	nine	months	of	2023.	Nevertheless,	in	the	long	term,	we	expect	to	continue	to	expand	our	operations	and	to	increase	our
headcount,	network,	and	product	offerings	significantly	in	the	future,	our	growth	may	not	be	sustainable	.	Our	growth	has
placed,	and	future	growth	will	continue	to	place,	a	significant	strain	on	our	management,	corporate	culture,	quality	of	our	cloud
services,	and	administrative,	operational,	security,	and	financial	infrastructure.	Our	headcount	needs	may	also	fluctuate	on	a
quarterly	and	annual	basis	and	we	may	seek	,	and	have	sought	by	way	of	the	recent	restructuring	measures,	to	“	right	size	”
our	workforce	from	time	to	time	due	to	changing	business	needs	and	other	conditions,	and	it	may	be	difficult	to	effectively
manage	our	workforce	on	a	timely	basis	in	response	to	such	changes.	It	is	also	important	that	we	successfully	leverage	our
existing	employee	base	and	any	headcount	growth,	particularly	as	our	business	grows	and	the	corresponding	demands	on	our
business	increase.	Our	success	will	depend	in	part	on	our	ability	to	manage	this	growth	effectively,	which	will	require	that	we,
among	other	things,	continue	to	improve	our	administrative,	operational,	financial,	and	management	systems	and	controls	.	If
we	fail	to	manage	our	growth,	the	quality	of	our	services	may	suffer,	which	could	negatively	affect	our	brand	and
reputation	and	harm	our	ability	to	retain	and	attract	customers	and	employees.	Our	business	could	be	materially
harmed	to	the	extent	that	we	do	not	effectively	manage	our	data	center	capacity	and	the	costs	associated	with	our	data
centers.	We	must	continue	to	effectively	manage	our	data	center	capacity,	servers	and	equipment,	and	locations.	The
costs	of	building	out	and	maintaining	our	data	centers,	including	the	purchase	and	leasing	of	equipment,	constitute	a
significant	portion	of	our	capital	and	operating	expenses.	To	manage	our	data	center	capacity	and	the	associated	capital
expenditures,	we	continuously	evaluate	our	short	and	long-	term	data	center	capacity	requirements.	However,	because
our	customer	retention	and	the	amount	of	data	that	they	store	with	us	may	increase,	decline	or	fluctuate	as	a	result	of	a
number	of	factors,	it	is	difficult	to	accurately	predict	our	capacity	needs	over	time.	If	we	underestimate	the	data	center
capacity	needed	to	address	increases	in	volume	usage,	or	there	is	not	enough	capacity	at	the	data	centers	at	commercially
acceptable	rates,	or	at	all,	we	may	be	unable	to	increase	our	data	center	capacity	in	an	expedient	and	cost-	effective
manner,	which	could	result	in	materially	adverse	effects	on	our	business	and	our	results	of	operations.	For	example,	if
we	are	not	able	to	obtain	data	center	capacity	on	a	timely	basis,	the	ability	for	customers	to	upload	or	download	data
could	be	negatively	impacted.	As	a	result,	we	might	be	unable	to	attract	new	customers	or	retain	existing	customers	and
could	cause	existing	customers	to	reduce	the	amount	of	data	that	they	store	with	us.	In	such	a	scenario,	we	may	also	be
required	to	enter	into	leases	or	other	agreements	for	data	centers,	servers	and	other	equipment	that	are	more	expensive
than	they	otherwise	would	be.	It	can	also	take	time	to	add	data	center	capacity,	whether	at	existing	data	center	locations
or	new	locations,	and	therefore,	we	may	also	not	be	able	to	expand	our	data	center	capacity	to	address	customer	needs
on	a	timely	basis.	In	addition,	many	of	our	data	center	sites	are	subject	to	multi-	year	leases.	If	our	capacity	needs	are
reduced,	or	if	we	decide	to	close	a	data	center,	we	may	nonetheless	be	committed	to	perform	our	obligations	under	the
applicable	leases	including,	among	other	things,	paying	the	base	rent	for	the	balance	of	the	lease	term	and	continuing	to
pay	for	any	servers	or	other	equipment.	If	we	overestimate	our	data	center	capacity	requirements,	and	therefore	secure
excess	data	center	capacity	and	servers	or	other	equipment,	then	our	capital	expenditures	could	be	materially	increased
and	our	operating	margins	could	be	materially	reduced	.	Our	business	depends	on	our	ability	to	retain	and	increase	revenue
from	customers,	and	if	we	are	unable	to	do	so,	our	revenue	and	operating	results	would	be	adversely	affected.	It	is	important	for



our	business	that	our	customers	continue	to	use,	and	even	increase	their	use	of,	our	cloud	services.	Many	of	our	customers	can
terminate	their	use	of	our	cloud	services	at	will	with	little-	to-	no	advance	notice.	Even	though	some	of	our	customers	enter	into
longer-	term	multi-	year	agreements	of	up	to	two	years	,	they	generally	have	no	obligation	to	renew	their	subscriptions	or
increase	usage.	Due	to	our	varied	customer	base	and	lack	of	long-	term	customer	and	usage	commitments,	it	can	be	difficult	to
accurately	predict	our	customer	retention	rate	on	a	quarterly	basis	or	long-	term	basis.	Our	customer	retention	and	the	amount	of
data	that	they	store	with	us	may	decline	or	fluctuate	as	a	result	of	a	number	of	factors,	including	potential	customer
dissatisfaction	with	our	cloud	services	and	offerings;	pricing	plans;	our	customers’	own	business	conditions;	customer	decisions
to	delete	unneeded	or	redundant	data;	the	perception,	whether	or	not	accurate,	that	competitive	products	provide	better	options;
changes	in	our	brand	or	reputation;	and	overall	general	economic	conditions.	Our	recent	price	increase	for	Computer	Backup
and	B2	Cloud	Storage	could	make	it	more	difficult	to	attract	new	customers	and	retain	existing	customers,	or	cause
existing	customers	to	reduce	the	amount	of	data	that	they	store	with	us	or	subscriptions	they	purchase	from	us.	Our
future	financial	performance	also	depends	in	part	on	our	ability	to	continue	to	increase	revenue	from	our	customers	through
additional	paid	products,	such	as	Enterprise	Control	Extended	Version	History	and	multi-	region	selection.	Our	customers’
decision	whether	to	opt	for	additional	paid	products	is	driven	by	a	number	of	factors.	If	our	customers	do	not	perceive	the	value
in	such	additional	paid	offerings,	we	may	not	realize	the	anticipated	benefits	of	our	investments	in	such	additional	features,	and
our	financial	results	could	be	harmed.	If	we	cannot	successfully	retain	our	existing	customers	and	add	new	customers	consistent
with	historical	rates,	including	maintaining	or	growing	the	amount	of	data	that	our	customers	store	with	us,	our	revenue	and
ability	to	grow	may	be	adversely	affected.	To	the	extent	we	target	different	types	of	customers,	we	may	face	increased	demands
and	challenges	that	adversely	impact	our	business	and	operations.	Historically,	most	of	our	customers	consisted	of	small-	to-
medium	sized	businesses	and	individuals.	Our	growth	strategy	is	in	part	dependent	upon	attracting	and	retaining
customers	that	are	larger	businesses	and	organizations.	To	the	extent	we	target	other	types	of	customers	or	customers	with
different	or	specific	needs,	we	may	face	greater	demand	for	certain	service	enhancements	or	features	that	we	do	not	currently
offer,	or	additional	performance,	availability,	durability,	and	security	requirements	.	We	may	face	increased	competition	from
some	of	our	competitors	that	typically	target	larger	businesses	and	organizations	and	that	may	have	pre-	existing
relationships	or	purchase	commitments,	that	may	have	more	experienced	sales	personnel	or	greater	budgetary	resources
available	to	target	larger	customers,	or	that	may	be	able	to	bundle	other	services	with	an	offering	that	is	competitive	with
ours	.	Certain	types	of	customers	may	also	have	longer	sales	cycles,	less	predictability	or	higher	volatility	in	the	amount	of	data
they	store	with	us,	increased	pricing	or	negotiation	leverage,	and	increased	customer	education	and	overall	customer	engagement
needs.	In	addition,	some	customers	may	demand	more	customization,	integration,	and	support	services.	Any	of	these	factors
could	require	us	to	devote	greater	sales,	engineering,	marketing,	operations,	and	support	services	as	well	as	make	significant
infrastructure	changes,	which	could	increase	our	costs,	divert	key	resources	from	other	current	and	prospective	customers,	and
otherwise	adversely	affect	our	business	and	operating	results.	These	increased	demands	and	challenges	may	also	be	for	the
benefit	of	a	limited	number	of	customers.	Moreover,	we	cannot	assure	you	that	any	such	efforts	will	be	successful	or	justify	the
additional	investments	in	a	timely	manner,	or	at	all.	The	material	stored	using	our	cloud	services	may	subject	us	to	negative
publicity,	legal	liability,	and	harm	our	business.	We	are	not	aware	of	the	contents	of	the	data	that	customers	store	using	our
cloud	services.	While	we	do	have	a	detailed	process	to	address	any	third-	party	complaint	regarding	illegal	or	other
inappropriate	use	of	our	cloud	services	by	a	customer	that	would	violate	our	terms	of	service,	for	security	and	privacy	reasons
we	do	not	actively	monitor	the	content	of	data	that	is	being	stored	with	us.	To	the	extent	that	sensitive,	personally	identifiable,
illegal,	or	controversial	data	is	stored	in	our	servers	and	that	becomes	known	publicly,	particularly	given	the	highly	volatile
nature	of	the	political	landscape	throughout	the	world	and	immediate	access	by	individuals	to	social	media	platforms	with	a
broad	outreach,	it	may	create	negative	publicity	and	adversely	impact	our	reputation	and	harm	our	business.	Our	quarterly
results	may	fluctuate	significantly	and	may	not	fully	reflect	the	underlying	performance	of	our	business.	Our	quarterly	results	of
operations	may	vary	significantly	in	the	future.	Accordingly,	the	results	of	any	one	quarter	should	not	be	relied	upon	as	an
indication	of	future	performance.	Our	quarterly	results	of	operations	may	fluctuate	as	a	result	of	a	variety	of	factors,	many	of
which	are	outside	of	our	control,	and	as	a	result	may	not	fully	reflect	the	underlying	performance	of	our	business.	Fluctuation	in
quarterly	results	may	negatively	impact	the	trading	price	of	our	Class	A	common	stock.	Factors	that	may	cause	fluctuations	in
our	quarterly	results	of	operations	include,	without	limitation:	•	our	ability	to	attract	new	customers;	•	the	amount	of	customer
churn;	•	fluctuations	in	the	amount	of	data	customers	store	with	us;	•	the	amount	and	timing	of	operating	expenses	and
equipment	purchases	related	to	the	maintenance	and	expansion	of	our	business;	•	interruptions	or	loss	of	service	of	our	offerings;
•	the	timing	and	success	of	new	product	feature	and	service	introductions	by	us	or	our	competitors;	•	our	ability	to	retain	and
increase	revenue	from	customers;	•	changes	in	deferred	revenue	balances;	•	changes	in	or	timing	of	cash	flows;	•	changes	in
the	competitive	dynamics	of	our	industry,	including	consolidation	among	competitors;	•	security	breaches	of	our	systems;	•	our
involvement	in	litigation,	or	the	threat	thereof;	•	the	length	of	the	sales	cycle;	•	outbreaks	of	war	or	other	hostilities,	such	as	the
Russia-	Ukraine	and	Israel-	Hamas	hostilities;	•	inflation	in	the	United	States,	which	has	recently	hit	a	four	decade	high,	and
other	regions;	•	the	impact	of	COVID-	19	or	other	pandemics	on	our	business	or	that	of	our	customers	and	partners;	•	the	timing
of	expenses	and	receipt	of	perceived	benefits	related	to	any	acquisitions;	•	changes	in	laws	and	regulations	that	impact	our
business;	and	•	general	economic	and	market	conditions.	For	example,	in	addition	to	the	risks	from	sanctions	and	other
restrictions	discussed	elsewhere	in	these	Risk	Factors	in	connection	with	the	Russian	attack	on	Ukraine	that	began	in	February
2022,	in	order	to	help	the	people	of	Ukraine	facing	a	humanitarian	crisis,	while	it	is	subject	to	change,	we	are	currently	waiving
charges	for	our	services	for	customers	based	in	Ukraine.	We	are	also	unable	to	receive	payments	from	customers	in	certain
regions	that	are	subject	to	banking	or	other	credit	card	payment	restrictions,	including	Russia	and	Belarus.	Although	we	do	not
have	a	significant	amount	of	customers	located	in	these	regions,	such	actions	will	have	some	impact	on	our	business.	The
Russian-	Ukraine	conflict	has	also	caused	oil	prices	to	rise	and	increased	the	risk	of	disruption	to	the	supply	chain	for	oil,	and



the	Israel-	Hamas	conflict	may	cause	similar	effects,	particularly	if	those	tensions	escalate	into	a	wider	Middle	East
conflict,	which	could	result	in	higher	energy	costs	for	our	business	and	data	centers,	which	could	negatively	impact	our	results
of	operations	.	The	hostilities	in	various	places	around	the	world	could	also	escalate	further	and	directly	or	indirectly
involve	other	countries,	including	the	United	States,	which	could	cause	a	greater	impact	on	us	and	our	customers,
partners	and	supplies	.	Further,	as	we	continue	to	grow	and	scale	our	business	to	meet	the	needs	of	our	customers,	we	may
overestimate	or	underestimate	our	infrastructure	capacity	requirements,	which	could	adversely	affect	our	results	of	operations.
The	costs	associated	with	leasing	and	maintaining	our	custom-	built	infrastructure	in	co-	location	facilities	and	third-	party	data
centers	already	constitute	a	significant	portion	of	our	capital	and	operating	expenses.	We	continuously	evaluate	our	short	and
long-	term	infrastructure	capacity	requirements	and	seek	to	ensure	adequate	capacity	for	new	and	existing	users	while
minimizing	unnecessary	excess	capacity	costs.	However,	we	may	not	be	able	to	sufficiently	predict	future	demand,	or	the
availability	of	hardware	or	infrastructure	necessary	to	support	increased	demand	on	a	timely	basis.	If	we	overestimate	the
demand	for	our	platform	and	therefore	secure	excess	infrastructure	capacity	or	equipment,	our	gross	margins	could	be	reduced.
If	we	underestimate	our	infrastructure	capacity	requirements	or	availability	of	necessary	hardware	or	infrastructure,	we	may	not
be	able	to	service	the	needs	of	new	and	existing	customers;	durability,	reliability,	and	performance	could	suffer;	our	costs	could
rise;	and	our	business	could	be	harmed.	We	rely	on	the	performance	of	key	personnel,	including	our	management	and	other	key
employees,	and	the	loss	of	one	or	more	of	such	personnel,	or	of	a	significant	number	of	our	team	members,	could	harm	our
business.	We	believe	our	success	has	depended,	and	continues	to	depend,	on	the	efforts	and	talents	of	senior	management	and
other	key	personnel.	All	Substantially	all	of	our	employees,	including	our	senior	management,	are	employed	on	an	at-	will
basis.	We	cannot	ensure	that	we	will	be	able	to	retain	the	services	of	any	member	of	our	senior	management	or	other	key
employees,	particularly	given	that	some	of	these	employees	may	hold	equity	of	the	Company	that	is	largely	vested,	or	that	we
would	be	able	to	timely	replace	members	of	our	senior	management	or	other	key	employees	should	any	of	them	depart.	The	loss
of	one	or	more	members	of	our	senior	management	or	other	key	employees	could	harm	our	business.	The	failure	to	attract	and
retain	additional	qualified	personnel	could	prevent	us	from	executing	our	business	strategy.	To	execute	our	business	strategy,	we
must	attract	and	retain	highly	qualified	personnel.	Competition	for	executive	officers,	software	developers,	sales	personnel,
operational	personnel,	and	other	key	employees	in	our	industry	is	intense.	In	particular,	we	compete	with	many	other	companies
for	software	developers	with	high	levels	of	experience	in	designing,	developing,	and	managing	cloud-	based	software,	as	well	as
for	skilled	sales	and	operations	professionals.	In	addition,	we	believe	that	the	success	of	our	business	and	corporate	culture
depends	on	employing	a	diverse	workforce,	and	the	competition	for	such	personnel	is	significant.	The	market	for	such	talented
personnel	is	particularly	competitive	in	the	San	Francisco	Bay	Area,	where	our	headquarters	is	located.	Many	of	the	companies
with	which	we	compete	for	experienced	personnel	have	greater	resources	than	we	do	and	can	frequently	offer	such	personnel
substantially	greater	compensation	than	we	can	offer.	In	addition,	in	2024	we	implemented	a	new	commission	structure	for
our	sales	team.	If	our	new	sales	commission	program	does	not	effectively	incentivize	our	sales	team	at	appropriate
compensation	levels,	we	may	not	be	successful	in	retaining	or	hiring	qualified	sales	personnel,	obtaining	new	customers,
increasing	sales	to	our	existing	customer	base,	or	effectively	managing	compensation	levels.	In	addition,	we	may	be
unsuccessful	at	retaining	our	key	employees,	and	it	may	take	significant	time	for	new	employees	to	achieve	full
productivity,	either	of	which	would	adversely	impact	our	business,	results	of	operations,	and	financial	condition.	If	we
fail	to	attract	new	personnel,	including	accomplished	executive	talent,	or	if	we	fail	to	retain	and	motivate	our	current	personnel,
our	business	would	be	harmed.	In	addition,	if	we	are	unable	to	hire	new	employees	on	a	timely	basis	or	reach	productive	levels
in	a	short	time	frame,	new	growth	initiatives	and	other	projects	may	be	delayed	or	otherwise	disrupted,	which	could	cause	us	to
miss	our	performance	goals	and	negatively	impact	our	business.	Our	corporate	culture	has	contributed	to	our	success,	and	if	we
cannot	maintain	this	culture	as	we	grow,	we	could	lose	the	innovation,	creativity,	and	teamwork	fostered	by	our	culture,	and	our
business	may	be	harmed.	We	have	a	culture	that	encourages	employees	to	be	open,	collaborate,	strive	to	do	the	right	thing,	and
develop	and	launch	new	and	innovative	solutions,	which	we	believe	is	essential	to	attracting	customers	and	partners	and	serving
the	best,	long-	term	interests	of	our	company.	As	our	business	grows	and	becomes	more	complex,	and	now	that	we	are	a	public
company,	it	may	become	more	difficult	to	maintain	this	cultural	emphasis.	Any	failure	to	preserve	our	culture	could	negatively
affect	our	ability	to	retain	and	recruit	personnel,	which	is	critical	to	our	growth,	and	to	effectively	focus	on	and	pursue	our
strategies.	If	we	fail	to	maintain	our	company	culture,	our	business	and	competitive	position	may	be	harmed.	As	we	expand	our
operations	outside	the	United	States,	we	may	be	subject	to	increased	business,	regulatory	and	economic	risks	that	could	impact
our	results	of	operations.	In	2022	2023	,	we	derived	approximately	28	%	of	our	total	revenue	from	customers	outside	of	the
United	States.	We	may	also	expand	our	international	operations,	which	may	include	the	establishment	of	foreign	subsidiaries,
the	opening	and	expansion	of	data	centers,	hiring	employees,	building	out	technical	infrastructure,	and	opening	offices	in
foreign	jurisdictions.	Any	new	markets	or	countries	into	which	we	attempt	to	market	and	sell	our	cloud	services	may	not	be
receptive.	For	example,	we	may	be	unable	to	expand	further	in	some	markets	if	we	are	unable	to	satisfy	various	government-
and	region-	specific	requirements.	In	addition,	our	ability	to	manage	our	business	and	conduct	our	operations	internationally
requires	considerable	management	attention	and	resources	and	is	subject	to	the	particular	challenges	and	complexities	of
deploying	infrastructure	internationally	and	supporting	a	rapidly	growing	business	in	an	environment	of	multiple	languages,
cultures,	customs,	legal	and	regulatory	systems,	alternative	dispute	systems,	and	commercial	markets.	International	expansion
has	required,	and	will	continue	to	require,	investment	of	significant	funds	and	other	resources.	Growth	in	our	international
operations	will	subject	us	to	new	risks	and	may	increase	risks	that	we	currently	face,	including	risks	associated	with:	•	higher
costs	of	doing	business	internationally,	including	increased	energy,	infrastructure,	accounting,	travel,	and	legal	compliance
costs;	•	providing	our	platform,	building	out	the	necessary	infrastructure	and	operating	our	business	across	a	significant	distance,
in	different	languages	and	among	different	cultures,	including	the	potential	need	to	modify	our	platform	and	features	to	ensure
that	they	are	culturally	appropriate	and	relevant	in	different	countries;	•	compliance	with	applicable	international	laws	and



regulations,	including	laws	and	regulations	with	respect	to	privacy,	data	protection,	consumer	protection,	and	unsolicited	email,
and	the	risk	of	penalties	to	our	users	and	individual	members	of	management	or	employees	if	our	practices	are	deemed	to	be	out
of	compliance,	and	additional	laws	and	regulations	in	the	United	States	that	are	applicable	to	international	operations;	•
recruiting	and	retaining	talented	and	capable	employees	outside	the	United	States,	and	maintaining	our	company	culture	across
all	of	our	offices;	•	management	of	an	employee	base	in	jurisdictions	that	may	not	give	us	the	same	employment	and	retention
flexibility	as	does	the	United	States;	•	operating	in	jurisdictions	that	do	not	protect	intellectual	property	rights	to	the	same	extent
as	does	the	United	States;	•	compliance	by	us	and	our	business	partners	with	anti-	corruption	laws,	anti-	bribery,	anti-	money
laundering,	and	similar	laws;	import	and	export	control	laws;	tariffs	and	trade	barriers;	economic	sanctions;	and	other	regulatory
limitations	on	our	ability	to	provide	our	cloud	services	in	international	markets;	•	foreign	exchange	controls	that	might	require
significant	lead	time	in	setting	up	operations	in	certain	geographic	territories;	•	restrictions	that	might	prevent	us	from
repatriating	cash	earned	outside	the	United	States;	•	increased	tax	complexity,	including	being	subject	to	regular	review	and
audit	by	both	United	States	federal	and	state	and	foreign	tax	authorities;	•	taxing	authorities	of	the	United	States	or
foreign	jurisdictions	in	which	we	operate	may	challenge	our	methodologies	for	valuing	intercompany	arrangements;	•
double	taxation	of	our	international	earnings	and	potentially	adverse	tax	consequences	due	to	changes	in	the	income	and	other
tax	laws	of	the	United	States	or	the	international	jurisdictions	in	which	we	operate;	and	•	political	and	economic	instability	in
various	jurisdictions.	Expanding	our	international	operations	and	complying	with	applicable	laws	and	regulations	may
substantially	increase	our	cost	of	doing	business	in	international	jurisdictions.	We	may	also	be	unable	to	keep	current	with
changes	in	laws	and	regulations	as	they	develop,	and	we	or	our	employees,	contractors,	partners,	and	agents	may	fail	to	maintain
compliance	with	applicable	laws	and	regulations.	Any	violations	could	result	in	enforcement	actions,	fines,	civil	and	criminal
penalties,	damages,	injunctions,	or	reputational	harm.	If	we	are	unable	to	comply	with	these	laws	and	regulations	or	manage	the
complexity	of	our	global	operations	successfully,	our	business,	results	of	operations,	and	financial	condition	could	be	adversely
affected.	We	store	personal	information	and	other	customer	data,	which	subjects	us	to	various	data	privacy	laws,	governmental
regulations,	and	other	related	legal	obligations,	and	any	actual	or	perceived	failure	to	comply	with	such	requirements	could	harm
our	business.	We	store	personal	information	and	other	customer	data,	as	well	as	use	certain	cookies	on	our	website,	that	are
subject	to	numerous	federal,	state,	local,	and	foreign	laws	regarding	privacy	and	the	storing	and	protection	of	personal
information	and	other	customer	data,	and	disclosure	requirements	regarding	the	use	and	certain	breaches	of	such	laws.	For
example,	we	are	subject	to	the	General	Data	Protection	Regulation	(GDPR),	the	California	Consumer	Privacy	Act	(CCPA)	and
the	California	Privacy	Rights	Act	of	2020	(CPRA),	among	other	laws	and	regulations	around	the	world.	Other	comprehensive
data	privacy	or	data	protection	laws	or	regulations	requiring	local	data	residency	and	/	or	restricting	the	international	transfer	of
data	have	been	passed	or	are	under	consideration	in	other	jurisdictions.	In	addition,	some	industries	have	industry-	specific
requirements	relating	to	compliance	with	certain	security	and	regulatory	standards,	such	as	those	required	by	the	Health
Insurance	Portability	and	Accountability	Act	(HIPAA).	For	example,	HIPAA	imposes	privacy,	security,	and	breach	reporting
obligations	with	respect	to	individually	identifiable	health	information	upon	“	covered	entities	”	(e.	g.,	health	plans,	health	care
clearinghouses,	and	certain	health	care	providers),	and	their	respective	business	associates,	individuals,	or	entities	that	create,
receive,	maintain	or	transmit	protected	health	information	in	connection	with	providing	a	service	for	or	on	behalf	of	a	covered
entity.	Such	laws	give	rise	to	an	increasingly	complex	set	of	compliance	obligations	on	us	regarding	our	ability	to	gather,	use,
and	store	customer	data	and	customer	account	data.	These	privacy	and	data	protection	laws	are	subject	to	rapid	change	,	and
differing	interpretations	,	may	require	limited	timeframes	to	implement	changes	,	and	can	be	inconsistent	among	regulatory
frameworks	or	conflict	with	other	rules	or	our	business	practices.	We	strive	to	comply	with	all	applicable	laws,	policies,	legal
obligations,	and	industry	codes	of	conduct	relating	to	privacy	and	data	protection	to	the	extent	possible.	Our	efforts	to	comply
with	the	complex	matrix	of	data	privacy	laws	around	the	world	subjects	us	to	increasing	costs	to	review	and	comply	with	such
laws,	including	updating	our	policies,	procedures,	and	business	practices	to	address	such	evolving	privacy	laws.	We	also	make
public	statements	and	commitments	regarding	our	use	and	disclosure	of	personal	information	through	our	privacy	policy,
information	provided	on	our	website,	and	data	processing	agreements	with	customers	and	other	third	parties.	Because	the
interpretation	and	application	of	data	protection	laws,	regulations,	standards,	and	other	obligations	are	often	uncertain	and	in
flux,	and	sometimes	contradictory,	it	is	possible	that	the	scope	and	requirements	of	these	laws	and	other	obligations	may	be
interpreted	and	applied	in	a	manner	that	is	inconsistent	with	our	practices,	and	our	efforts	to	comply	with	rapidly	evolving	data
protection	laws	and	obligations	may	be	unsuccessful.	For	example,	we	previously	relied	on	the	EU-	US	Privacy	Shield
framework,	which	was	invalidated	by	a	European	court	in	July	2020.	As	a	result	of	such	a	decision,	we	have	had	to	take
additional	steps	to	comply	with	applicable	EU	data	protection	requirements,	including	implementation	of	standard	contractual
clauses.	Any	failure,	or	perceived	failure,	by	us	to	comply	with	applicable	privacy	and	security	laws,	policies,	or	related
contractual	obligations,	or	any	compromise	of	security	that	results	in	unauthorized	access,	or	the	use	or	transmission	of	personal
information	or	other	customer	data,	could	result	in	a	variety	of	claims	against	us,	including	governmental	enforcement	actions
and	investigations,	audits,	inquiries,	whistleblower	complaints,	class	action	privacy	litigation	in	certain	jurisdictions,	and
proceedings	by	data	protection	authorities.	For	example,	under	the	GDPR	we	may	be	subject	to	fines	of	up	to	€	20	million	or	up
to	4	%	of	the	total	worldwide	annual	group	turnover	of	the	preceding	financial	year,	as	well	as	potentially	face	claims	from
individuals.	The	CCPA	provides	for	civil	penalties	for	violations,	as	well	as	a	private	right	of	action	for	certain	data	breaches
that	result	in	the	loss	of	personal	information.	This	private	right	of	action	may	increase	the	likelihood	of,	and	risks	associated
with,	data	breach	litigation.	The	CPRA	added	new	requirements	and	consumer	privacy	rights	as	well	as	the	creation	of	the
California	Privacy	Protection	Agency	as	a	dedicated	agency	to	implement	and	enforce	California	state	privacy	laws,	investigate
violations	and	assess	penalties.	Any	new	or	currently	applicable	privacy	and	security	laws,	policies,	or	related	contractual
obligations	may	be	enacted,	adopted,	or	modified,	the	result	of	which	may	impact	our	compliance	efforts,	especially	when
certain	emerging	privacy	laws	are	still	subject	to	a	high	degree	of	uncertainty	as	to	their	interpretation,	application	and	impact.



Any	non-	compliance	with	data	privacy	requirements	could	subject	us	to	significant	fines	and	penalties,	adverse	media	coverage,
reputational	damage,	the	loss	of	current	and	potential	customers,	loss	of	export	privileges,	or	criminal	or	other	civil	sanctions,
any	of	which	could	materially	adversely	affect	our	business	and	financial	condition.	Our	business	is	substantially	dependent	on
mid-	market	organizations,	which	may	be	more	vulnerable	to	market	fluctuations	and	other	economic	factors,	and	their
vulnerability	to	such	factors	could	negatively	impact	our	business.	If	we	are	unable	to	successfully	market	and	sell	our	cloud
services	to	mid-	market	organizations,	our	ability	to	grow	our	revenue	and	achieve	profitability	will	be	harmed.	We	expect	it	will
be	more	difficult	and	expensive	to	attract	and	retain	mid-	market	organization	customers	than	other	customers	because	mid-
market	organizations	are	more	frequently	forced	to	curtail	or	cease	operations	due	to	the	sale	or	failure	of	their	business;	can	be
more	difficult	to	identify	and	may	require	more	expensive,	targeted	sales	campaigns;	and	generally	have	lesser	amounts	of	data
to	store	than	larger	organizations,	thus	requiring	us	to	successfully	sell	to	and	support	more	mid-	market	organizations	for
meaningful	revenue	impact.	In	addition,	mid-	market	organizations	frequently	have	limited	budgets	and	are	more	likely	to	be
significantly	affected	by	economic	downturns	than	larger,	more	established	companies.	For	example,	recent	high	inflation	and
recession	concerns	in	the	United	States	could	have	a	greater	adverse	impact	on	mid-	market	organizations.	As	a	result,	mid-
market	organizations	may	choose	to	spend	funds	on	items	other	than	our	cloud	services,	particularly	during	difficult	economic
times.	If	we	do	not	achieve	continued	success	among	mid-	market	organizations,	our	business,	operating	results,	and	future
growth	would	be	adversely	affected.	We	are	dependent	on	a	small	number	of	service	offerings,	and	any	reduced	market	adoption
of	these	offerings	would	result	in	lower	revenue	and	harm	our	business.	As	a	specialized	cloud	vendor,	we	are	dependent	on	a
small	number	of	offerings	focused	on	cloud	storage	and	computer	backup,	and	a	limited	number	of	corresponding	use	cases.
Our	B2	Cloud	Storage	and	Computer	Backup	offerings	have	accounted	for	substantially	all	of	our	total	revenue	to	date	and	we
anticipate	that	they	will	continue	to	do	so	for	the	foreseeable	future.	As	a	result,	our	revenue	could	be	reduced	as	a	result	of	any
general	or	industry	decline	in	demand	for	cloud-	based	storage	solutions,	particularly	given	that	we	would	not	have	meaningful
revenue	from	other	market	sectors	to	offset	any	temporary	or	longer-	term	downturn	in	demand	for	cloud-	based	storage
solutions.	Adverse	economic	conditions	may	adversely	impact	our	revenue	and	profitability.	Our	operations	and	financial
performance	depend	in	part	on	worldwide	economic	conditions	and	the	impact	these	conditions	have	on	levels	of	spending	on
cloud	storage	solutions.	Our	business	depends	on	the	overall	demand	for	these	products	and	on	the	economic	health	and	general
willingness	of	our	current	and	prospective	customers	to	purchase	our	cloud	services.	Some	of	our	paying	customers	may	view
use	of	cloud	storage	services	as	a	discretionary	purchase	and	may	reduce	their	discretionary	spending	on	our	cloud	services
during	an	economic	downturn.	Weak	economic	conditions,	whether	due	to	COVID-	19	the	banking	and	financial	crises,	a
return	of	pandemic	conditions	,	inflation,	uncertainty	relating	to	the	hostilities	with	Russian	-	Russia-	acts	in	Ukraine	and
Israel-	Hamas,	and	the	potential	escalation	of	geopolitical	tensions	in	the	region	that	could	also	directly	or	indirectly	involve
other	factors	countries,	including	the	United	States	,	could	cause	a	reduction	in	spending	on	products	and	solutions	storage.
Inflation	recently	experienced	has	increased	significantly	over	levels	from	the	last	few	years	highest	rate	in	four	decades	in
the	United	States	amid	a	slowing	economy	and	there	are	numerous	indicators	suggesting	a	potential	economic	recession	in	the
United	States	and	other	regions	of	the	world.	Any	such	conditions	,	could	reduce	sales,	lengthen	sales	cycles,	increase	customer
churn,	and	lower	demand	for	our	cloud	services,	which	could	adversely	affect	our	business,	results	of	operations,	and	financial
condition	.	We	also	have	been,	and	may	in	the	future	be,	subject	to	increased	energy	costs,	particularly	with	respect	to
our	data	center	operations	in	Europe	and	elsewhere,	which	could	adversely	affect	our	expenses	and	business	.	Our	ability
to	maintain	customer	adoption	and	satisfaction	depends	in	part	on	the	ease	of	use	of	our	cloud	services,	and	any	such	failure
could	have	an	adverse	effect	on	our	business.	Our	success	in	retaining	existing	customers	and	obtaining	new	customers	is
dependent	in	part	on	the	ease	of	use	of	our	cloud	services.	If	our	platform	and	cloud	services,	including	new	service	offerings
and	features	as	they	become	available,	become	more	complicated	and	less	easy-	to-	use,	customers	could	experience	increased
difficulties	or	disruption	with	storing	or	accessing	their	data,	and	we	may	lose	existing	customers	or	experience	increased
challenges	obtaining	new	customers	or	existing	customers	may	not	choose	to	use	additional	features	of	our	cloud	services.	In
addition,	our	customers	sometimes	depend	on	our	technical	support	services	to	resolve	issues	relating	to	our	platform.	If	we	do
not	succeed	in	helping	our	customers	quickly	resolve	issues	or	provide	effective	ongoing	education	related	to	our	platform,	our
reputation	and	business	may	be	harmed.	Future	acquisitions	and	investments	could	disrupt	our	business	and	harm	our	financial
condition	and	operating	results.	Our	success	will	depend,	in	part,	on	our	ability	to	grow	our	business	in	response	to	changing
technologies,	customer	demands,	and	competitive	pressures.	In	some	circumstances,	we	may	choose	to	do	so	through	the
acquisition	of	complementary	businesses	and	technologies	rather	than	through	internal	development.	The	identification	of
suitable	acquisition	candidates	can	be	difficult,	time-	consuming,	and	costly,	and	we	may	be	unable	to	successfully	complete
proposed	acquisitions.	The	risks	we	face	in	connection	with	acquisitions	include:	•	diversion	of	management	time	and	focus
from	operating	our	business	to	addressing	acquisition	integration	challenges;	•	coordination	of	research	and	development,
operational,	and	sales	and	marketing	functions;	•	retention	of	key	employees	from	the	acquired	company;	•	cultural	challenges
associated	with	integrating	employees	from	the	acquired	company	into	our	organization;	•	integration	of	the	acquired	company’
s	accounting,	management	information,	human	resources,	and	other	administrative	systems;	•	the	need	to	implement	or	improve
controls,	procedures,	and	policies	at	a	business	that	prior	to	the	acquisition	may	have	lacked	effective	controls,	procedures,	and
policies;	•	liability	for	activities	of	the	acquired	company	prior	to	our	acquisition	of	them,	including	intellectual	property
infringement	claims,	violations	of	laws,	commercial	disputes,	tax	liabilities,	and	other	known	and	unknown	liabilities;	•
unanticipated	write-	offs	or	charges;	and	•	litigation	or	other	claims	in	connection	with	the	acquired	company,	including	claims
from	terminated	employees,	customers,	former	stockholders,	or	other	third	parties.	Future	acquisitions	could	also	result	in
dilutive	issuances	of	our	equity	securities,	the	incurrence	of	debt,	contingent	liabilities,	amortization	expenses,	incremental
operating	expenses,	or	the	write-	off	of	goodwill,	any	of	which	could	harm	our	financial	condition	or	operating	results.	We	may
require	additional	capital	to	support	our	operations	or	the	growth	of	our	business,	and	we	cannot	be	certain	that	this	capital	will



be	available	on	reasonable	terms	when	required,	or	at	all.	We	may	need	additional	financing	to	operate	or	grow	our	business.
Our	ability	to	obtain	additional	financing,	if	and	when	required,	will	depend	on	investor	and	lender	demand,	our	operating
performance,	the	condition	of	the	capital	markets,	and	other	factors.	For	example,	we	often	use	leases	to	finance	the	equipment
we	use	to	provide	our	cloud-	based	services,	and	we	have	a	revolving	credit	agreement	with	City	National	Bank.	In	addition,	the
stock	market	has	recently	experienced	significant	volatility	disruption	and	elements	of	a	bear	market	,	including	with	respect	to
technology	stocks,	due	to	high	inflation,	various	economic	headwinds	and	other	factors.	Also	In	the	event	of	a	failure	of	any
financial	institutions	where	we	maintain	deposits	,	although	we	may	lose	timely	access	to	our	funds	at	such	institutions
and	incur	significant	losses	to	the	extent	our	funds	exceed	the	$	250,	000	limit	insured	by	the	Federal	Deposit	Insurance
Corporation.	In	addition,	we	use	City	National	Bank,	a	subsidiary	of	Royal	Bank	of	Canada	(	RBC	)	,	for	our	banking	needs	,	.
While	we	and	do	our	bank	have	not	use	Silicon	Valley	Bank	in	any	capacity	been	directly	affected	by	the	failures	of	certain
banks	,	the	banking	industry	overall	has	experienced	disruption	and	,	greater	uncertainty	in	connection	with	the	recent	sudden
closure	of	Silicon	Valley	Bank	in	March	2023.	In	the	event	of	a	failure	of	any	financial	institutions	where	we	maintain	deposits	,
we	may	lose	timely	access	to	our	funds	at	such	institutions	and	tightened	lending	standards	incur	significant	losses	to	the
extent	our	funds	exceed	the	$	250,	000	limit	insured	by	the	Federal	Deposit	Insurance	Corporation	.	This	In	addition,	the
disruption	and	uncertainty	impacting	the	banking	industry	may	result	in	reduced	access	to	capital,	increased	costs	of	capital,	and
reduced	opportunities	to	invest	with	investment	grade	securities,	which	could	also	lower	investment	yields	and	investment
income.	Any	such	impact	could	have	a	material	adverse	effect	upon	our	liquidity	and	business.	Without	additional	access	to	this
kind	of	capital	on	commercially	reasonable	terms,	or	at	all,	we	may	not	be	able	to	respond	to	increased	demand	for	our	cloud
services	on	a	timely	or	cost-	effective	basis.	We	cannot	guarantee	that	additional	financing	will	be	available	to	us	on	favorable
terms	when	required,	or	at	all.	If	we	raise	additional	funds	through	the	issuance	of	equity,	equity-	linked,	or	debt	securities,
those	securities	may	have	rights,	preferences,	or	privileges	senior	to	the	rights	of	our	Class	A	common	stock,	and	our	existing
stockholders	may	experience	dilution.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on	terms	satisfactory	to	us
when	we	require	it,	our	ability	to	continue	to	support	the	operation	or	growth	of	our	business	could	be	significantly	impaired	and
our	operating	results	may	be	harmed.	We	are	an	emerging	growth	company,	and	any	decision	on	our	part	to	comply	only	with
certain	reduced	reporting	and	disclosure	requirements	applicable	to	emerging	growth	companies	could	make	our	Class	A
common	stock	less	attractive	to	investors.	We	are	an	emerging	growth	company,	and	for	as	long	as	we	continue	to	be	an
emerging	growth	company,	we	may	choose	to	take	advantage	of	exemptions	from	various	reporting	requirements	applicable	to
other	public	companies	but	not	to	“	emerging	growth	companies,	”	including:	not	being	required	to	have	our	independent
registered	public	accounting	firm	audit	our	internal	control	over	financial	reporting	under	Section	404	of	the	Sarbanes-	Oxley
Act	of	2002,	as	amended	(the	Sarbanes	Oxley	Act),	reduced	disclosure	obligations	regarding	executive	compensation	in	our
periodic	reports	and	proxy	statements,	and	exemptions	from	the	requirements	of	holding	a	non-	binding	advisory	vote	on
executive	compensation	and	stockholder	approval	of	any	golden	parachute	payments	not	previously	approved.	Under	the	JOBS
Act,	emerging	growth	companies	can	also	delay	adopting	new	or	revised	accounting	standards	until	such	time	as	those	standards
apply	to	private	companies.	We	have	elected	to	avail	ourselves	of	this	accommodation	allowing	for	delayed	adoption	of	new	or
revised	accounting	standards,	and	therefore,	we	will	not	be	subject	to	the	same	new	or	revised	accounting	standards	as	other
public	companies	that	are	not	emerging	growth	companies.	We	could	be	an	emerging	growth	company	for	up	to	five	years
following	the	completion	of	our	IPO	or	until	we	reach	certain	thresholds.	Investors	may	find	our	Class	A	common	stock	less
attractive	due	to	our	election	to	rely	on	these	exemptions	and	there	may	be	a	less	active	trading	market	for	our	Class	A	common
stock	and	the	market	price	of	our	Class	A	common	stock	may	be	more	volatile.	We	are	exposed	to	fluctuations	in	currency
exchange	rates,	which	could	negatively	affect	our	results	of	operations.	All	of	our	sales	contracts,	and	substantially	all	of	our
operations	and	related	financial	arrangements,	are	currently	denominated	in	U.	S.	dollars	and	therefore,	our	revenue	and
business	operations	are	not	directly	subject	to	significant	foreign	currency	risk.	However,	a	strengthening	of	the	U.	S.	dollar
could	increase	the	real	cost	of	our	cloud	services	to	our	customers	outside	of	the	United	States,	which	could	reduce	demand	for
our	cloud	services	and	adversely	affect	our	financial	condition	and	results	of	operations.	In	addition,	as	we	expand	our
international	operations,	we	may	become	more	exposed	to	foreign	currency	risk	and	may	have	some	of	our	sales	and	other
operations	denominated	in	one	or	more	currencies	other	than	the	U.	S.	dollar.	If	we	become	more	exposed	to	currency
fluctuations	and	are	unable	to	successfully	hedge	against	the	risks	associated	with	currency	fluctuations,	our	results	of	operations
could	be	materially	and	adversely	affected.	Certain	of	our	market	opportunity	estimates,	growth	forecasts,	and	other	metrics
included	in	this	Annual	Report	on	Form	10-	K	could	prove	to	be	inaccurate,	and	any	real	or	perceived	inaccuracies	may	harm
our	reputation	and	negatively	affect	our	business.	Certain	estimates	and	information	contained	in	this	Annual	Report	on	Form
10-	K,	including	general	expectations	concerning	our	industry	and	the	market	in	which	we	operate,	market	opportunity,	and
market	size,	are	subject	to	significant	uncertainty	and	are	based	on	assumptions	and	estimates	that	may	not	prove	to	be	accurate.
Moreover,	much	of	this	information	is	based	on	information	provided	by	third-	party	providers.	Although	we	believe	the
information	from	such	third-	party	sources	is	reliable,	we	have	not	independently	verified	the	accuracy	or	completeness	of	the
data	contained	in	such	third-	party	sources	or	the	methodologies	for	collecting	such	data,	and	such	information	may	also	not
prove	to	be	accurate.	If	there	are	any	limitations	or	errors	with	respect	to	such	data	or	methodologies,	our	business	opportunities
may	be	limited,	which	could	negatively	affect	our	shares	of	Class	A	common	stock.	Even	if	the	markets	in	which	we	compete
meet	the	size	estimates	and	growth	forecasted	in	this	Annual	Report	on	Form	10-	K,	our	business	could	fail	to	grow	at	similar
rates,	if	at	all.	Any	future	litigation	against	us	could	be	costly	and	time-	consuming	to	defend.	We	may	become	subject	to	legal
proceedings,	investigations,	and	claims	that	arise	in	the	ordinary	course	of	business.	For	example,	we	may	be	subject	to	claims
brought	by	customers,	vendors	or	other	third	parties	in	connection	with	various	types	of	disputes,	including	relating	to
commercial	or	contract	matters,	violation	of	securities	laws,	intellectual	property	laws	or	other	laws,	or	privacy	or	other	data
breaches,	or	employment	claims	made	by	our	current	or	former	employees.	Litigation	can	often	be	expensive,	even	when	there



is	a	successful	outcome,	and	can	divert	management’	s	attention	and	resources,	which	could	harm	our	business	and	financial
condition.	Any	adverse	outcome	could	also	result	in	significant	monetary	damages	or	other	types	of	unfavorable	relief,	which
could	harm	our	business	as	well	as	our	reputation.	Although	we	may	have	various	insurance	policies,	insurance	might	not	cover
such	claims	or	provide	sufficient	payments	to	cover	all	the	costs	to	resolve	one	or	more	such	claims,	and	might	not	continue	to
be	available	on	terms	acceptable	to	us,	including	premium	increases	or	the	imposition	of	large	deductible	or	co-	insurance
requirements.	In	addition,	we	may	also	be	subject	to	subpoena	requests	from	third	parties	as	well	as	governmental	agencies	from
time	to	time	that	require	us	to	provide	certain	information	relating	to	matters	targeted	against	other	third	parties,	which	can	be
time	consuming.	The	COVID-	19	pandemic	has	impacted	how	we,	our	customers,	and	our	partners	are	operating,	and	any	re-
emergence	of	the	pandemic	could	result	in	a	material	adverse	effect	on	our	business.	The	COVID-	19	pandemic,	and	measures
taken	to	control	its	spread	such	as	travel	restrictions,	shelter-	in-	place	orders,	and	business	shutdowns,	have	affected	all	of	the
regions	in	which	we	conduct	business	and	in	which	our	customers,	partners,	and	suppliers	are	located;	have	adversely	impacted
global	economic	activity;	and	have	contributed	to	volatility	in	financial	markets.	The	pandemic	has	resulted	in	various	changes
to	customer	business	dynamics	and	may	have	impacted	the	storage	needs	of	our	customers	and	prospective	customers	as	well	as
additional	costs	and	other	adverse	business	conditions	affecting	our	company	and	our	customers	and	partners,	which	may	occur
again	if	pandemic	conditions	return.	In	addition,	work	from	home	and	related	business	practice	modifications	present	significant
challenges	to	maintaining	our	corporate	culture,	including	employee	engagement	and	productivity,	as	we	make	additional
adjustments	following	the	pandemic.	Risks	Related	to	Reliance	on	Infrastructure	and	Third	Parties	We	depend	on	a	limited
number	of	third-	party	data	centers	and	other	providers	to	safely	house	our	equipment	and	provide	sufficient	power,	bandwidth,
and	other	infrastructure	needs	to	support	our	operations	and	cloud	services	.	To	support	our	anticipated	growth	and	as	we
develop	and	implement	new	product	features	we	may	require	more	computing	infrastructure,	which	may	include	the
opening	and	expansion	of	data	centers.	The	risks	we	face	in	connection	with	the	opening	and	expansion	of	data	centers
include:	•	we	may	not	be	able	to	find	suitable	third-	party	data	center	locations	with	sufficient	power,	or	bandwidth,	or
such	data	center	locations	may	not	be	available	on	commercially	reasonable	terms;	•	we	will	be	required	to	commit
substantial	operational	and	financial	resources	to	open	new	data	centers,	and	we	may	not	have	sufficient	customer
demand	in	those	markets	to	support	the	new	data	centers;	•	unanticipated	delays	in	the	completion	of	such	projects	or
availability	of	components	may	lead	to	increased	project	costs,	operational	inefficiencies,	or	interruptions	in	the	delivery
or	degradation	of	quality	of	our	service;	•	issues	that	are	not	identified	during	the	testing	phases	of	design	and
implementation,	which	may	only	become	evident	after	we	have	started	to	fully	utilize	the	underlying	equipment,	could
disrupt	the	delivery	of	our	cloud	services	to	customers	or	increase	our	costs;	and	•	unanticipated	technological	changes
could	affect	customer	requirements	for	data	centers,	and	we	may	not	have	built	such	requirements	into	our	new	data
centers	.	We	also	rely	on	key	components	for	our	platform,	including	hard	drives	and	semiconductors,	which	come	from	limited
sources	of	supply.	For	example,	the	2011	Thailand	floods	decreased	hard	drive	supply	globally	due	to	related	manufacturing
stoppages.	A	similar	decrease	in	hard	drive	availability	could	negatively	impact	our	operations.	The	COVID-	19	Various
events,	including	a	pandemic	or	as	well	as	fluctuating	demands	in	the	cryptocurrency	mining	markets	also	have	impacted,	and
could	continue	to	impact	in	the	future	,	our	ability	to	source	components	in	a	timely	and	cost-	effective	manner	from	third-
party	suppliers.	For	example,	for	a	limited	period	of	time	starting	in	April	2020,	we	began	to	acquire	acquired	additional	hard
drives	and	related	infrastructure	through	finance	lease	agreements	in	order	to	minimize	the	impact	of	potential	supply	chain
disruptions	due	to	the	COVID-	19	pandemic.	The	additional	leased	hard	drives	resulted	in	a	higher	balance	of	capital	equipment
and	related	lease	liability,	an	increase	in	cash	used	in	financing	activities	from	principal	payments,	as	well	as	a	higher	ongoing
interest	and	depreciation	expense	related	to	these	lease	agreements.	The	semiconductor	industry	also	experienced	a	global	chip
shortage	due	to	the	COVID-	19	pandemic	and	various	other	factors.	Current	or	future	supply	chain	interruptions	that	could	be
exacerbated	by	global	political	tensions,	such	as	the	Russia-	Ukraine	war	and	Israel-	Hamas	hostilities	,	or	tensions	between
Taiwan	and	China,	particularly	if	those	tensions	escalate	into	an	armed	conflict	or	directly	or	indirectly	involve	other
countries,	including	the	United	States	,	that	could	disrupt	the	global	supply	chain	and	result	in	the	implementation	of	trade
barriers,	including	boycotts	or	the	use	of	economic	sanctions	and	export	control	restrictions,	any	of	which	could	negatively
impact	our	ability	to	acquire	hard	drives	and	semiconductors	.	In	addition,	our	business	could	be	harmed	in	the	event	of	any
industry	consolidations,	acquisitions	or	other	restructuring	events.	For	example,	in	September	2023,	Toshiba	Corp.,	one
of	our	hard	drive	suppliers,	announced	the	completion	of	a	buy-	out	by	various	private	equity	firms	and	others.	Also,	in
October	2023,	Western	Digital,	another	one	of	our	hard	drive	suppliers,	announced	that	it	would	spin-	out	its	hard	drive
and	other	selected	businesses	into	a	separate	company.	Although	the	Toshiba	buyout	and	Western	Digital	spin-	out	have
not	resulted	in	any	material	impact	to	our	business	to	date,	such	industry	consolidations,	acquisitions	or	other
restructuring	events	of	third	party	vendors	or	partners	may	increase	the	likelihood	of	changes	at	such	vendors	and
partners	that	could	adversely	affect	our	business	.	Any	shortage	of	key	components,	including	hard	drives,	could	materially
and	adversely	affect	our	ability	to	provide	our	cloud	services,	as	well	as	negatively	impact	our	financial	results	by	increasing	our
costs,	lease	liabilities,	interest	and	depreciation	expenses,	and	inventory	levels.	Shortages	or	pricing	fluctuations	could	be
material	in	the	future.	In	the	event	of	a	shortage,	supply	interruption,	or	material	pricing	change	from	or	other	significant
events	involving	one	of	our	suppliers,	we	may	be	unable	to	develop	alternate	sources	in	a	timely	manner	or	at	all.	For	example,
a	third	party	vendor	that	operated	one	of	our	multiple	data	center	locations	,	filed	for	bankruptcy	under	Chapter	11	under	the
United	States	Bankruptcy	Code	in	2022.	This	bankruptcy	matter	was	resolved	without	disruption	to	normal	operations,	but
future	bankruptcies	or	similar	actions	affecting	our	third-	party	hosted	data	center	providers	could	result	in	disruptions	to	the
company,	and	access	to	customer	data	may	become	unavailable	or	customer	data	could	be	lost,	and	it	may	take	a	significant
period	of	time	to	achieve	full	resumption	of	our	cloud	services.	Developing	alternate	sources	of	supply	for	these	infrastructure
needs,	and	transitioning	our	customers’	data	from	one	provider	to	another,	may	result	in	loss	of	availability	of	our	services	for	a



period	of	time,	be	time-	consuming,	costly,	difficult,	and	increase	the	risk	of	damage	and	loss.	We	may	also	be	unable	to	source
them	on	terms	that	are	acceptable	to	us,	or	at	all,	which	may	undermine	our	ability	to	operate	or	scale	our	platform	and	harm	our
business.	To	maintain	and	grow	our	business,	we	anticipate	that	we	will	continue	to	depend	on	relationships	with	third	parties,
such	as	channel	partners	and	integrators	,	which	are	becoming	an	increasingly	important	part	of	our	business	and	our	sales
and	marketing	strategy	.	Identifying	partners	and	negotiating	and	building	relationships	with	them	requires	significant	time
and	resources.	Our	competitors	may	be	effective	in	providing	incentives	to	third	parties	to	favor	their	services	over	us.	In
addition,	any	industry	consolidation	of	such	partners	or	integrators	by	our	competitors	or	others	could	result	in	a	decrease	in	the
number	of	our	current	and	potential	customers,	as	these	partners	or	integrators	may	no	longer	facilitate	the	adoption	of	our
applications	by	potential	customers.	Interoperability	between	our	platform	and	other	third-	party	platforms	is	also	important	to
our	business.	Further,	some	of	our	partners	or	integrators	are	or	may	become	competitive	with	certain	aspects	of	our	cloud
services	and	may	elect	to	no	longer	integrate	with,	or	support,	our	platform	and	cloud	services.	If	we	are	unsuccessful	in
establishing	or	maintaining	our	relationships	with	such	third	parties	and	maintaining	interoperability,	our	ability	to	compete	in
the	marketplace	or	to	grow	our	revenue	could	be	impaired,	and	our	business	may	suffer.	Even	if	we	are	successful,	we	cannot
assure	you	that	these	relationships	will	result	in	increased	customer	usage	of	our	cloud	services	or	increased	revenue.	Our
business	is	exposed	to	risks	associated	with	online	payment	processing	methods.	Many	of	our	customers	pay	for	our	cloud
services	and	products	using	credit	cards.	We	rely	on	internal	systems	as	well	as	those	of	third	parties,	including	Stripe,	to
process	payments.	Acceptance	and	processing	of	these	payment	methods	are	subject	to	certain	rules	and	regulations	and	require
payment	of	interchange	and	other	fees.	To	the	extent	there	are	increases	in	payment	processing	fees,	material	changes	in	the
payment	ecosystem,	such	as	large	re-	issuances	of	payment	cards,	delays	in	receiving	payments	from	payment	processors,
changes	to	rules	or	regulations	concerning	payment	processing,	loss	of	payment	partners,	and	/	or	disruptions	or	failures	in	our
payment	processing	systems	or	payment	products,	including	products	we	use	to	update	payment	information,	our	revenue,
operating	expenses,	and	results	of	operation	could	be	adversely	impacted.	For	example,	in	response	to	the	Russian	attack	on
Ukraine	that	began	in	February	2022,	the	United	States	and	many	other	countries	began	imposing	sanctions	on	Russia	and
certain	other	regions,	including	goods	and	services	imported	and	exported	to	Russia	and	certain	other	regions.	In	addition,
various	banking	institutions	and	companies,	including	Stripe	and	credit	card	companies,	began	prohibiting	any	payments	from
persons	located	in	Russia,	which	impacts	our	ability	to	receive	payments	from,	and	transact	certain	types	of	business	operations
with,	our	customers,	and	potential	new	customers,	that	are	located	in	those	regions.	Although	we	do	not	have	a	significant
number	of	customers	located	in	those	regions,	such	actions	will	have	some	impact	on	our	business.	It	is	also	difficult	to	predict
how	long	the	conflict	may	last,	how	the	conflict	could	escalate,	and	how	the	sanctions	may	evolve,	which	could	cause	a	greater
adverse	impact	on	our	business	and	operations	than	we	expect.	We	rely	on	third-	party	software	for	certain	essential	financial
and	operational	services,	and	a	failure	or	disruption	in	these	services	could	materially	and	adversely	affect	our	ability	to	manage
our	business	effectively.	We	rely	on	third-	party	software	to	provide	many	essential	financial	and	operational	services	to	support
our	business,	including	HubSpot,	NetSuite,	PagerDuty,	and	Zendesk.	Some	of	these	vendors	are	less	established	and	have
shorter	operating	histories	than	traditional	software	vendors.	Moreover,	many	of	these	vendors	provide	their	services	to	us	via	a
cloud-	based	model	instead	of	software	that	is	installed	on	our	premises.	As	a	result,	we	depend	upon	these	vendors	to	provide
us	with	services	that	are	always	available	and	are	free	of	errors	or	defects	that	could	cause	disruptions	in	our	business	processes.
Any	failure	by	these	vendors	to	do	so,	or	any	disruption	in	our	ability	to	access	the	internet,	would	materially	and	adversely
affect	our	ability	to	manage	our	operations,	disrupt	the	delivery	of	our	cloud	services	to	customers,	and	affect	other	areas	such	as
our	ability	to	timely	provide	required	financial	reporting.	We	are	a	smaller	reporting	company,	and	any	decision	on	our	part
to	comply	only	with	reduced	reporting	and	disclosure	requirements	applicable	to	such	companies	could	make	our
ordinary	shares	less	attractive	to	investors.	As	of	June	30,	2023,	we	qualified	as	a	“	smaller	reporting	company,	”	as
defined	in	the	Exchange	Act.	For	as	long	as	we	continue	to	be	a	smaller	reporting	company,	we	may	choose	to	take
advantage	of	exemptions	from	various	reporting	requirements	applicable	to	other	public	companies	that	are	not	smaller
reporting	companies,	including,	but	not	limited	to,	reduced	disclosure	obligations	regarding	executive	compensation	in
our	periodic	reports	and	proxy	statements	and	only	being	required	to	provide	two	years	of	audited	financial	statements
in	annual	reports.	We	will	remain	a	smaller	reporting	company	so	long	as,	as	of	June	30	of	the	preceding	year,	(i)	the
market	value	of	our	ordinary	shares	held	by	non-	affiliates,	or	our	public	float,	is	less	than	$	250.	0	million;	or	(ii)	we
have	annual	revenues	less	than	$	100.	0	million	and	either	we	have	no	public	float	or	our	public	float	is	less	than	$	700.	0
million.	If	we	take	advantage	of	some	or	all	of	the	reduced	disclosure	requirements	available	to	smaller	reporting
companies,	investors	may	find	our	Class	A	common	stock	less	attractive,	which	may	result	in	a	less	active	trading
market	for	our	Class	A	common	stock	and	greater	stock	price	volatility.	For	example,	for	so	long	as	we	are	a	smaller
reporting	company	and	not	classified	as	an	“	accelerated	filer	”	or	“	large	accelerated	filer	”	pursuant	to	SEC	rules,	we
will	be	exempt	from	the	auditor	attestation	requirements	of	Section	404	(b)	of	the	Sarbanes-	Oxley	Act.	Risks	Related	to
Accounting	and	Tax	Matters	We	have	identified	material	weaknesses	in	our	internal	controls	over	financial	reporting,	and	the
failure	to	achieve	and	maintain	effective	internal	controls	over	financial	reporting	could	harm	our	business	and	negatively
impact	the	value	of	our	Class	A	common	stock.	We	have	identified	material	weaknesses	in	our	internal	controls	over	financial
reporting,	and	if	we	are	not	able	to	effectively	remediate	our	outstanding	material	weaknesses	or	are	otherwise	unable	to
maintain	an	effective	system	of	internal	controls	over	financial	reporting,	we	may	not	be	able	to	accurately	report	our	financial
results	or	timely	file	our	periodic	reports.	As	a	result,	investors	may	lose	confidence	in	the	accuracy	and	completeness	of	our
financial	reports,	and	the	market	price	of	our	Class	A	common	stock	may	be	materially	impacted.	As	Our	management
determined	that	as	of	December	31,	2023	2019	we	did	not	maintain	effective	internal	controls	over	financial	reporting	,	and
identified	four	we	had	three	unremediated	material	weaknesses,	specifically	related	to	control	activities,	of	which	three	had
been	remediated	as	of	December	31,	2022.	Additionally,	as	of	December	31,	2021,	we	determined	a	material	weakness	existed



relating	to	ineffective	information	technology	general	controls	in	the	areas	of	user	access	and	segregation	of	duties	related	to
certain	information	technology	systems	that	support	our	financial	reporting	process	specifically	related	to	expenditures,	and	this
material	weakness	had	been	remediated	as	of	December	31,	2022.	As	of	December	31,	2022,	two	material	weaknesses	remained
as	follows	.	:	i.	Our	our	controls	were	not	operating	effectively	to	allow	sufficient	and	timely	review	of	significant	accounting
transactions	and	,	account	reconciliations	and	presentation	of	the	statement	of	.	These	deficiencies	resulted	in	errors	in	cash
flows	and	cash	equivalents,	prepaid	expenses	and	other	current	assets,	property	and	equipment,	capitalized	internal-	use
software,	capital	lease	liability	and	sale	leaseback	transactions,	accrued	compensation	and	income	tax	;	and	ii.	our	controls	over
certain	equity	transactions	were	not	operating	effectively	to	allow	management	to	timely	identify	errors	related	to	the	recording
of	those	transactions;	specifically,	we	did	not	have	sufficient	technical	resources	to	appropriately	identify	errors	in	the
accounting	for	equity	awards	and	preferred	stock	transactions	,	resulting	in	misstatements	relating	to	completeness	and	accuracy
of	stock-	based	compensation	;	and	classification	iii.	our	controls	were	not	adequately	designed	and	operating	effectively	to
allow	sufficient	and	timely	review	of	equity	instrument	the	key	assumptions	and	mathematical	accuracy	of	our	going
concern	assessment	.	We	have	dedicated	significant	effort	and	resources	towards	measures	to	remediate	the	identified	material
weaknesses.	We	are	in	the	process	of	designing	and	implementing	internal	controls	intended	to	address	our	remaining	material
weaknesses,	and	are	also	testing	the	operating	effectiveness	of	these	controls.	The	remaining	material	weaknesses	cannot	be
considered	fully	remediated	until	the	applicable	controls	operate	for	a	sufficient	period	of	time	and	management	has	concluded,
through	testing,	that	these	controls	are	operating	effectively.	We	cannot	assure	you	that	the	measures	we	have	taken	to	date	will
be	sufficient	to	remediate	the	remaining	material	weaknesses	we	identified	or	prevent	additional	material	weaknesses	in	the
future.	Although	we	plan	to	complete	this	remediation,	if	the	steps	we	take	do	not	remediate	these	material	weaknesses	in	a
timely	or	sufficient	manner,	there	could	continue	to	be	a	reasonable	possibility	that	these	control	deficiencies	could	result	in	a
material	misstatement	of	our	annual	or	interim	financial	statements	that	would	not	be	prevented	or	detected	on	a	timely	basis.
Our	independent	registered	public	accounting	firm	is	not	required	to	formally	attest	to	the	effectiveness	of	our	internal	controls
over	financial	reporting	until	after	we	are	no	longer	an	“	emerging	growth	company	”	as	defined	in	the	JOBS	Act.	At	such	time,
our	independent	registered	public	accounting	firm	may	issue	a	report	that	is	adverse	in	the	event	it	is	not	satisfied	with	the	level
at	which	our	internal	controls	over	financial	reporting	is	documented,	designed,	or	operating.	Any	failure	to	maintain	effective
disclosure	controls	and	internal	controls	over	financial	reporting	could	materially	and	adversely	affect	our	business,	results	of
operations,	and	financial	condition	and	could	cause	a	decline	in	the	trading	price	of	our	Class	A	common	stock.	If	we	fail	to
maintain	an	effective	system	of	disclosure	controls	and	internal	control	over	financial	reporting,	we	may	be	unable	to	produce
timely	and	accurate	financial	statements	or	comply	with	applicable	regulations,	which	could	negatively	impact	the	price	of	our
Class	A	common	stock.	As	a	public	company,	we	are	subject	to	the	reporting	requirements	of	the	Securities	Exchange	Act	of
1934,	as	amended	(the	Exchange	Act),	the	Sarbanes-	Oxley	Act,	and	the	rules	and	regulations	of	the	NASDAQ	Nasdaq	Global
Market.	We	expect	that	the	requirements	of	these	rules	and	regulations	will	continue	to	increase	our	legal,	accounting,	and
financial	compliance	costs,	make	some	activities	more	difficult,	time-	consuming,	and	costly,	and	place	significant	strain	on	our
personnel,	systems,	and	resources.	The	Sarbanes-	Oxley	Act	requires,	among	other	things,	that	we	maintain	effective	disclosure
controls	and	procedures	and	internal	controls	over	financial	reporting.	We	are	continuing	to	develop	and	refine	our	disclosure
controls	and	other	procedures	and	internal	controls	over	financial	reporting	and	expect	that	we	will	need	to	continue	to	expend
significant	resources,	including	accounting-	related	costs,	and	significant	management	oversight,	to	meet	such	requirements.
However,	our	current	controls	and	any	new	controls	that	we	develop	may	not	be	adequate,	and	weaknesses	in	our	disclosure
controls	may	be	discovered	in	the	future.	Additionally,	we	have	identified	material	weaknesses	in	our	internal	controls	over
financial	reporting,	and	additional	such	weaknesses	may	be	discovered	in	the	future.	See	“	—	We	have	identified	material
weaknesses	in	our	internal	controls	over	financial	reporting,	and	the	failure	to	achieve	and	maintain	effective	internal	controls
over	financial	reporting	could	harm	our	business	and	negatively	impact	the	value	of	our	Class	A	common	stock.	”	Any	failure	to
develop	or	maintain	effective	controls	or	any	difficulties	encountered	in	their	implementation	or	improvement	could	harm	our
results	of	operations	or	cause	us	to	fail	to	meet	our	reporting	obligations	and	may	result	in	a	restatement	of	our	financial
statements	for	prior	periods.	Any	failure	to	implement	and	maintain	effective	internal	controls	over	financial	reporting	also
could	adversely	affect	the	results	of	periodic	management	evaluations	and	annual	independent	registered	public	accounting	firm
attestation	reports	regarding	the	effectiveness	of	our	internal	controls	over	financial	reporting	that	we	will	eventually	be	required
to	include	in	our	periodic	reports	that	will	be	filed	with	the	SEC.	Ineffective	disclosure	controls	and	procedures	and	internal
controls	over	financial	reporting	could	also	cause	investors	to	lose	confidence	in	our	reported	financial	and	other	information,
which	would	likely	have	a	negative	effect	on	the	trading	price	of	our	Class	A	common	stock.	Because	we	recognize	revenue
from	our	subscription	services	over	the	term	of	the	subscription,	downturns	or	upturns	in	new	business	may	not	be	immediately
reflected	in	our	operating	results.	We	generally	recognize	revenue	from	customers	of	our	subscription	agreements	related	to	data
backup	services	ratably	over	the	terms	of	their	subscription	agreements,	a	majority	of	which	are	one	or	two-	year	agreements.
Accordingly,	the	corresponding	revenue	we	report	in	each	quarter	from	such	arrangements	is	the	result	of	subscription
agreements	entered	into	during	previous	quarters.	Consequently,	a	decline	in	new	or	renewed	subscriptions	in	any	one	quarter
may	only	be	partially	reflected	in	our	revenue	results	for	that	quarter.	However,	any	such	decline	will	negatively	affect	our
revenue	in	future	quarters.	Accordingly,	the	effect	of	significant	downturns	in	sales	and	market	acceptance	of	our	cloud	services,
and	potential	changes	in	our	retention	rate	may	not	be	fully	reflected	in	our	operating	results	until	future	periods.	This
subscription	model	also	makes	it	difficult	for	us	to	rapidly	increase	our	revenue	through	additional	subscription	sales	in	any
period	as	part	of	new	growth	initiatives	or	otherwise,	as	revenue	from	new	customers	must	be	recognized	over	the	applicable
subscription	term.	Our	operating	results	may	be	harmed	if	we	are	required	to	collect	sales	or	other	related	taxes	for	our	cloud
services	in	jurisdictions	where	we	have	not	historically	done	so.	We	collect	sales	and	value-	added	tax	in	connection	with	our
cloud	services	in	a	number	of	jurisdictions.	One	or	more	states	or	countries	may	seek	to	impose	incremental	or	new	sales,	use,	or



other	tax	collection	obligations	on	us,	including	for	past	sales	by	us	or	our	resellers	and	other	partners.	Online	sellers	can	be
required	to	collect	sales	and	use	tax	despite	not	having	a	physical	presence	in	the	buyer’	s	state.	A	successful	assertion	by	a	state,
country,	or	other	jurisdiction	that	we	should	have	been	or	should	be	collecting	additional	sales,	use,	or	other	taxes	on	our	cloud
services	could,	among	other	things,	result	in	substantial	tax	liabilities	for	past	sales,	create	significant	administrative	burdens	for
us,	discourage	users	from	purchasing	our	platform,	or	otherwise	harm	our	business,	results	of	operations,	and	financial
condition.	Our	ability	to	use	our	net	operating	loss	carryforwards	and	certain	other	tax	attributes	may	be	limited.	As	of
December	31,	2022	2023	we	had	net	operating	loss	carryforwards	for	U.	S.	federal	income	tax	purposes	of	$	63	91	.	4	million
available	to	offset	future	U.	S.	federal	taxable	income.	Also,	as	of	December	31,	2022	2023	,	we	had	net	operating	loss
carryforwards	for	state	income	tax	purposes	of	$	33	66	.	5	0	million	available	to	offset	future	state	taxable	income.	If	not
utilized,	both	the	federal	and	state	tax	credit	carryforwards	will	begin	to	expire	in	2034	2027	.	Utilization	of	our	net	operating
loss	carryforwards	and	other	tax	attributes,	such	as	research	and	development	tax	credits,	may	be	subject	to	annual	limitations,
or	could	be	subject	to	other	limitations	on	utilization	or	benefit	due	to	the	ownership	change	limitations	provided	by	Sections
382	and	383	of	the	Internal	Revenue	Code	of	1986,	as	amended	(the	Code),	and	other	similar	provisions.	Under	Sections	382
and	383	of	the	Code,	if	a	corporation	undergoes	an	“	ownership	change,	”	our	ability	to	use	pre-	change	net	operating	loss
carryforwards	and	other	pre-	change	attributes,	such	as	research	tax	credits,	to	offset	post-	change	income	may	be	limited.
Similar	rules	may	apply	under	state	tax	laws.	We	have	performed	a	Section	382	analysis	through	December	31,	2022.	At	this
time,	we	have	not	completed	finalized	a	study	through	December	31,	2023	to	assess	whether	such	an	ownership	change	has
occurred,	or	whether	there	have	been	multiple	ownership	changes	since	our	formation.	We	may	experience	ownership	changes
in	the	future	as	a	result	of	subsequent	changes	in	our	stock	ownership,	some	of	which	may	be	outside	our	control.	Accordingly,
our	ability	to	utilize	the	aforementioned	carryforwards	may	be	limited.	Changes	in	tax	laws	could	materially	affect	our	financial
condition,	results	of	operations	and	cash	flows.	On	August	16,	2022,	the	Inflation	Reduction	Act	of	2022	(the	IRA)	was	signed
into	law.	The	IRA	contains	certain	tax	measures,	including	a	corporate	alternative	minimum	tax	of	15	%	on	global	adjusted
financial	statement	income,	effective	for	tax	years	beginning	after	December	31,	2022,	and	a	1	%	excise	tax	on	certain	share
repurchases,	occurring	after	December	31,	2022.	We	do	not	currently	expect	that	the	IRA	will	have	a	material	impact	on	our
income	tax	liability.	We	are	unable	to	predict	what	changes	to	the	tax	laws	of	the	U.	S.	and	other	jurisdictions	may	be	proposed
or	enacted	in	the	future	or	what	effect	such	changes	would	have	on	our	business.	Any	significant	increase	in	our	future	effective
tax	rate	could	have	a	material	adverse	impact	on	our	business,	financial	condition,	results	of	operations,	or	cash	flows.	The	rules
dealing	with	U.	S.	federal,	state	and	local	income	taxation	are	constantly	under	review	by	persons	involved	in	the	legislative
process	and	by	the	Internal	Revenue	Service	and	the	U.	S.	Treasury	Department.	Changes	to	tax	laws	(which	changes	may	have
retroactive	application)	could	adversely	affect	us	or	holders	of	our	common	stock.	For	example,	under	Section	174	of	the	Code,
in	taxable	years	beginning	after	December	31,	2021,	expenses	that	are	incurred	for	research	and	development	in	the	U.	S.	will
be	capitalized	and	amortized,	which	may	have	an	adverse	effect	on	our	cash	flow.	In	recent	years,	many	such	changes	have	been
made,	and	changes	are	likely	to	continue	to	occur	in	the	future.	It	cannot	be	predicted	whether,	when,	in	what	form	or	with	what
effective	dates	tax	laws,	regulations	and	rulings	may	be	enacted,	promulgated	or	issued,	which	could	result	in	an	increase	in	our
or	our	shareholders’	tax	liability	or	require	changes	in	the	manner	in	which	we	operate	in	order	to	minimize	or	mitigate	any
adverse	effects	of	changes	in	tax	law.	If	our	estimates	or	judgments	relating	to	our	critical	accounting	policies	prove	to	be
incorrect,	our	results	of	operations	could	be	adversely	affected.	The	preparation	of	consolidated	financial	statements	in
conformity	with	United	States	Generally	Accepted	Accounting	Principles	(GAAP)	requires	management	to	make	estimates	and
assumptions	that	affect	the	amounts	reported	in	our	consolidated	financial	statements	and	accompanying	notes	appearing
elsewhere	in	this	Annual	Report	on	Form	10-	K.	We	base	our	estimates	on	historical	experience	and	on	various	other
assumptions	that	we	believe	to	be	reasonable	under	the	circumstances,	as	provided	in	the	section	titled	“	Management’	s
Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	—	Critical	Accounting	Policies	and	Estimates.	”	The
results	of	these	estimates	form	the	basis	for	making	judgments	about	the	carrying	values	of	assets,	liabilities,	and	equity,	and	the
amount	of	revenue	and	expenses	that	are	not	readily	apparent	from	other	sources.	Significant	estimates	and	judgments
assumptions	involve	those	related	to	costs	to	be	capitalized	as	internal-	use	software	,	which	include	determining	whether
projects	will	result	in	new	and	their	useful	life;	the	useful	lives	of	other	long-	lived	assets;	impairment	considerations	for	-	or
additional	functionality	and	long-	lived	assets;	expected	lease	term	for	finance	leases;	calculation	of	the	those	sales	reserve;
related	to	the	valuation	of	our	common	Employee	stock	Stock	Purchase	Plan	(“	ESPP	”)	expense	and	stock	options	and
accounting	for	taxes,	including	estimates	for	sales	tax	and	value-	added	tax	liability;	deferred	tax	assets;	valuation	allowance;
and	uncertain	tax	positions	among	others	.	Our	results	of	operations	may	be	adversely	affected	if	our	assumptions	change	or	if
actual	circumstances	differ	from	those	in	our	assumptions.	Risks	Related	to	Intellectual	Property	Assertions	by	a	third	party	that
our	cloud	services	infringe,	misappropriate,	or	otherwise	violate	their	intellectual	property	could	subject	us	to	costly	and	time-
consuming	litigation	and	adversely	impact	our	business.	There	is	frequent	litigation	in	the	software	and	technology	industries
based	on	allegations	of	infringement,	misappropriation,	or	other	violations	of	intellectual	property	rights.	Some	software	and
technology	companies,	including	some	of	our	competitors,	as	well	as	non-	practicing	entities,	own	patents,	trademarks,
copyrights	and	other	intellectual	property	rights	that	they	may	use	to	assert	claims	against	us.	In	our	case,	third	parties	have
asserted,	and	may	in	the	future	assert,	that	we	have	infringed,	misappropriated,	or	otherwise	violated	their	patents	or	other
intellectual	property	rights.	For	example,	we	have	faced	patent	infringement	claims	from	other	non-	practicing	entities	in	the
past.	There	may	be	intellectual	property	rights	held	by	others,	including	issued	or	pending	patents,	that	cover	significant	aspects
of	our	technologies	or	solutions,	and	we	cannot	assure	you	that	we	are	not	infringing,	misappropriating,	or	violating,	and	have
not	infringed,	misappropriated,	or	violated,	any	third-	party	intellectual	property	rights	or	that	we	will	not	be	held	to	have	done
so	or	be	accused	of	doing	so	in	the	future.	In	addition,	as	we	face	increasing	competition	and	become	increasingly	visible	as	a
publicly-	traded	company,	or	if	we	become	more	successful,	the	possibility	of	new	third-	party	claims	may	increase.	Any	claim



that	we	have	violated	intellectual	property	or	other	proprietary	rights	of	third	parties,	with	or	without	merit,	could	be	time-
consuming	and	costly	to	address	and	resolve,	could	divert	the	time	and	attention	of	management	and	technical	personnel	from
our	business,	could	place	limitations	on	our	ability	to	use	our	current	websites	and	technologies,	and	could	result	in	an	inability
to	market	or	provide	all	or	a	portion	of	our	cloud	services.	Furthermore,	we	could	be	required	to	pay	substantial	monetary
damages,	including	treble	damages	and	attorneys’	fees	if	we	are	found	to	have	willfully	infringed	a	party’	s	intellectual	property
rights.	We	may	also	be	required	to	enter	into	a	royalty	or	licensing	agreement	that	could	include	significant	upfront	and	future
licensing	fees	or	expend	significant	resources	to	redesign	our	technologies	or	solutions,	which	efforts	may	not	be	timely	or	prove
successful	at	all	and	require	us	to	indemnify	customers	or	other	third	parties.	Royalty	or	licensing	agreements	may	be
unavailable	on	terms	acceptable	to	us,	or	at	all.	If	we	cannot	develop	or	license	technology	for	any	allegedly	infringing	aspect	of
our	business,	we	could	be	forced	to	limit	our	cloud	services	and	may	be	unable	to	compete	effectively.	Any	of	these	events
could	have	a	material	adverse	effect	on	our	business.	If	we	are	unable	to	adequately	establish,	maintain,	protect,	and	enforce	our
intellectual	property	and	proprietary	rights,	our	reputation	may	be	harmed,	we	may	be	subject	to	litigation,	and	our	business	may
be	adversely	affected.	Our	future	success	and	competitive	position	depend	in	large	part	on	our	ability	to	establish,	maintain,
protect,	and	enforce	our	intellectual	property	and	proprietary	rights.	We	do	not	own	any	issued	patents	and	rely	on	a	combination
of	trademark,	copyright,	and	trade	secret	laws,	as	well	as	confidentiality	procedures	and	contractual	restrictions,	to	establish	and
protect	our	proprietary	rights,	all	of	which	provide	only	limited	protection	and	may	not	now	or	in	the	future	provide	us	with	a
competitive	advantage.	The	steps	we	have	taken	and	will	take	may	not	prevent	unauthorized	use,	reverse	engineering,	or
misappropriation	of	our	technologies	and	we	may	be	unable	to	detect	any	of	the	foregoing.	Furthermore,	effective	trademark,
copyright,	and	trade	secret	protection	may	not	be	available	in	every	country	in	which	our	cloud	services	are	available.	Our	lack
of	patent	protection	may	restrict	our	ability	to	protect	our	technologies	and	processes	from	competition.	Defending	and	enforcing
our	intellectual	property	rights	may	result	in	litigation,	which	can	be	costly	and	divert	management	attention	and	resources.	If
our	efforts	to	protect	our	technologies	and	intellectual	property	are	inadequate,	the	value	of	our	brand	and	other	intangible	assets
may	be	diminished	and	competitors	may	be	able	to	mimic	our	cloud	services.	Any	of	these	events	could	have	a	material	adverse
effect	on	our	business.	With	respect	to	our	technology	platform,	we	consider	trade	secrets	and	know-	how	to	be	one	of	our
primary	sources	of	intellectual	property.	However,	trade	secrets	and	know-	how	can	be	difficult	to	protect.	The	use	of
generative	artificial	intelligence	tools	could	also	expose	us	to	inadvertently	disclosing	trade	secrets	or	other	confidential
information	or	inadvertently	cause	us	to	violate	third	party	intellectual	property	rights.	We	seek	to	protect	these	trade
secrets	and	other	proprietary	technology,	in	part,	by	internal	controls	and	policies	as	well	as	entering	into	non-	disclosure	and
confidentiality	agreements	with	parties	who	have	access	to	them,	such	as	our	employees,	outside	contractors,	consultants,
advisors,	and	other	third	parties.	We	also	enter	into	confidentiality	and	invention	assignment	agreements	with	our	employees	and
consultants.	The	confidentiality	agreements	are	designed	to	protect	our	proprietary	information	and,	in	the	case	of	agreements	or
clauses	containing	invention	assignment,	to	grant	us	ownership	of	technologies	that	are	developed	through	a	relationship	with
employees	or	third	parties.	We	cannot	guarantee	that	we	have	entered	into	such	agreements	with	each	party	that	may	have	or	has
had	access	to	our	trade	secrets	or	proprietary	information,	including	our	technology	and	processes.	Despite	these	efforts,	no
assurance	can	be	given	that	the	confidentiality	agreements	we	enter	into	or	our	other	internal	controls	and	policies	will	be
effective	in	controlling	access	to	such	proprietary	information	and	trade	secrets.	The	confidentiality	agreements	on	which	we
rely	to	protect	certain	technologies	may	be	breached,	and	these	and	other	actions	that	we	take	may	not	be	adequate	to	protect
our	confidential	information,	trade	secrets,	and	proprietary	technologies	and	may	not	provide	an	adequate	remedy	in	the	event	of
unauthorized	use	or	disclosure	of	our	confidential	information,	trade	secrets	or	proprietary	technology.	Further,	these	agreements
actions	do	not	prevent	our	competitors	or	others	from	independently	developing	the	same	or	similar	technologies	and	processes,
which	may	allow	them	to	provide	a	service	similar	or	superior	to	ours,	which	could	harm	our	competitive	position.	Our	use	of	“
open-	source	”	software	could	negatively	affect	our	ability	to	sell	our	cloud	services	and	subject	us	to	possible	litigation.	A
portion	of	the	technologies	used	by	us	incorporates	“	open-	source	”	software,	and	we	may	incorporate	open-	source	software	in
the	future.	Such	open-	source	software	is	generally	licensed	by	its	authors	or	other	third	parties	under	open-	source	licenses.
Companies	that	incorporate	open-	source	software	into	their	solutions	have,	from	time	to	time,	faced	claims	challenging	the	use
of	open-	source	software	and	compliance	with	open-	source	license	terms.	These	licenses	may	subject	us	to	certain	unfavorable
conditions,	including	requirements	that	we	offer	all	or	parts	of	our	technology	or	services	that	incorporate	the	open-	source
software	at	no	cost,	that	we	make	publicly	available	source	code	for	modifications	or	derivative	works	we	create	based	upon,
incorporating,	or	using	the	open-	source	software,	and	/	or	that	we	license	such	modifications	or	derivative	works	under	the
terms	of	the	particular	open-	source	licensor	other	license	granting	third	parties	certain	rights	of	further	use.	Although	we
monitor	our	use	of	open-	source	software,	we	cannot	assure	you	that	all	open-	source	software	is	reviewed	prior	to	use	in	our
cloud	services,	that	our	developers	have	not	incorporated	open-	source	software	into	our	technology	platform	or	services,	or	that
they	will	not	do	so	in	the	future.	In	the	event	that	we	become	subject	to	such	claims,	we	could	be	subject	to	significant	damages,
enjoined	from	the	sale	of	our	solutions	that	contained	the	open-	source	software,	and	required	to	comply	with	onerous
conditions.	In	addition,	the	terms	of	open-	source	software	licenses	may	require	us	to	provide	software	that	we	develop	using
such	open-	source	software	to	others	on	unfavorable	license	terms.	As	a	result	of	our	current	or	future	use	of	open-	source
software,	we	may	face	claims	or	litigation,	be	required	to	release	our	proprietary	source	code,	pay	damages	for	breach	of
contract,	re-	engineer	our	solutions,	discontinue	making	our	solutions	available	in	the	event	re-	engineering	cannot	be
accomplished	on	a	timely	basis	or	take	other	remedial	action.	Any	such	re-	engineering	or	other	remediation	efforts	could
require	significant	additional	research	and	development	resources,	and	we	may	not	be	able	to	successfully	complete	any	such	re-
engineering	or	other	remediation	efforts	on	a	timely	basis,	or	at	all.	Any	of	these	risks	could	be	difficult	to	eliminate	or	manage,
and,	if	not	addressed,	could	disrupt	the	distribution	and	sale	of	our	solutions	and	have	a	material	adverse	effect	on	our	business
and	operating	results.	Risks	Related	to	Ownership	of	Our	Class	A	Common	Stock	The	dual	class	structure	of	our	common	stock



has	the	effect	of	concentrating	voting	control	with	those	stockholders	who	held	our	capital	stock	prior	to	the	completion	of	our
IPO,	including	our	executive	officers,	employees,	and	directors	and	their	affiliates,	which	will	limit	your	ability	to	influence	the
outcome	of	important	transactions,	including	a	change	in	control.	Our	Class	B	common	stock	has	10	votes	per	share,	and	our
Class	A	common	stock	has	one	vote	per	share.	As	of	the	completion	of	our	initial	public	offering,	stockholders	who	hold	shares
of	our	Class	B	common	stock,	including	our	executive	officers,	employees,	and	directors	and	their	affiliates,	collectively	held
approximately	96	%	of	the	voting	power	of	our	outstanding	capital	stock.	Because	of	the	ten-	to-	one	voting	ratio	between	our
Class	B	common	stock	and	Class	A	common	stock,	the	holders	of	our	Class	B	common	stock	collectively	control	a	majority	of
the	combined	voting	power	of	our	capital	stock	and	therefore	are	able	to	control	all	matters	submitted	to	our	stockholders	for
approval	so	long	as	the	shares	of	our	Class	B	common	stock	represent	at	least	10	%	of	all	outstanding	shares	of	our	Class	A
common	stock	and	Class	B	common	stock.	This	concentrated	control	may	have	the	effect	of	delaying,	preventing,	or	deterring	a
change	in	control	of	our	company,	could	deprive	our	stockholders	of	an	opportunity	to	receive	a	premium	for	their	capital	stock
as	part	of	a	sale	of	our	company	and	might	ultimately	affect	the	market	price	of	our	Class	A	common	stock.	Future	transfers	by
holders	of	our	Class	B	common	stock	will	generally	result	in	those	shares	converting	into	shares	of	our	Class	A	common	stock,
subject	to	limited	exceptions,	such	as	certain	transfers	effected	for	estate	planning	or	charitable	purposes.	The	conversion	of
shares	of	our	Class	B	common	stock	into	shares	of	our	Class	A	common	stock	will	have	the	effect,	over	time,	of	increasing	the
relative	voting	power	of	those	holders	of	Class	B	common	stock	who	retain	their	shares	in	the	long	term.	If,	for	example,	any	of
our	founders	or	other	large	existing	stockholders	that	hold	significant	shares	of	Class	B	common	stock	retain	a	significant
portion	of	their	holdings	of	our	Class	B	common	stock	for	an	extended	period	of	time,	they	could	control	a	significant	portion	of
the	voting	power	of	our	capital	stock	for	the	foreseeable	future.	For	a	description	of	the	dual	class	structure,	see	the	section	titled
“	Description	of	Capital	Stock	”	within	Exhibit	4.	1	attached	to	this	Annual	Report	on	Form	10-	K.	We	cannot	predict	the	impact
our	dual	class	structure	may	have	on	the	market	price	of	our	Class	A	common	stock.	We	cannot	predict	whether	our	dual	class
structure,	combined	with	the	concentrated	control	of	our	stockholders	who	hold	our	Class	B	common	stock,	including	our
executive	officers,	employees,	and	directors	and	their	affiliates,	will	result	in	a	lower	or	more	volatile	market	price	of	our	Class
A	common	stock	or	in	adverse	publicity	or	other	adverse	consequences.	For	example,	certain	index	providers	have	announced
restrictions	on	including	companies	with	multiple	class	share	structures	in	certain	of	their	indices.	In	July	2017,	FTSE	Russell
and	Standard	&	Poor’	s	announced	that	they	would	cease	to	allow	most	newly	public	companies	utilizing	dual	or	multi-	class
capital	structures	to	be	included	in	their	indices.	Under	the	announced	policies,	our	dual	class	capital	structure	would	make	us
ineligible	for	inclusion	in	any	of	these	indices.	Given	the	sustained	flow	of	investment	funds	into	passive	strategies	that	seek	to
track	certain	indexes,	exclusion	from	stock	indexes	would	likely	preclude	investment	by	many	of	these	funds	and	could	make
our	Class	A	common	stock	less	attractive	to	other	investors.	As	a	result,	the	market	price	of	our	Class	A	common	stock	could	be
adversely	affected.	Anti-	takeover	provisions	contained	in	our	Amended	and	Restated	Certificate	of	Incorporation	and	Amended
and	Restated	Bylaws,	as	well	as	provisions	of	Delaware	law,	could	impair	a	takeover	attempt.	Our	Amended	and	Restated
Certificate	of	Incorporation,	Amended	and	Restated	Bylaws,	and	Delaware	law	contain	provisions	which	could	have	the	effect
of	rendering	more	difficult,	delaying,	or	preventing	an	acquisition	deemed	undesirable	by	our	Board	of	Directors.	Among	other
things,	our	Amended	and	Restated	Certificate	of	Incorporation	and	Amended	and	Restated	Bylaws	include	provisions:	•	creating
a	classified	Board	of	Directors	whose	members	serve	staggered	three-	year	terms;	•	authorizing	“	blank	check	”	preferred	stock,
which	could	be	issued	by	our	Board	of	Directors	without	stockholder	approval	and	may	contain	voting,	liquidation,	dividend,
and	other	rights	superior	to	our	common	stock;	•	limiting	the	liability	of,	and	providing	indemnification	to,	our	directors	and
officers;	•	limiting	the	ability	of	our	stockholders	to	call	and	bring	business	before	special	meetings;	•	requiring	advance	notice
of	stockholder	proposals	for	business	to	be	conducted	at	meetings	of	our	stockholders	and	for	nominations	of	candidates	for
election	to	our	Board	of	Directors;	and	•	controlling	the	procedures	for	the	conduct	and	scheduling	of	Board	of	Directors	and
stockholder	meetings	;	and	•	authorizing	two	classes	of	common	stock,	as	discussed	above	.	These	provisions,	alone	or	together,
could	delay	or	prevent	hostile	takeovers	and	changes	in	control	or	changes	in	our	management.	As	a	Delaware	corporation,	we
are	also	subject	to	provisions	of	Delaware	law,	including	Section	203	of	the	Delaware	General	Corporation	law,	which	prevents
certain	stockholders	holding	more	than	15	%	of	our	outstanding	capital	stock	from	engaging	in	certain	business	combinations
without	approval	of	the	holders	of	at	least	two-	thirds	of	our	outstanding	common	stock	not	held	by	such	stockholder.	Any
provision	of	our	Amended	and	Restated	Certificate	of	Incorporation,	Amended	and	Restated	Bylaws,	or	Delaware	law	that	has
the	effect	of	delaying,	preventing,	or	deterring	a	change	in	control	could	limit	the	opportunity	for	our	stockholders	to	receive	a
premium	for	their	shares	of	our	capital	stock,	and	could	also	affect	the	price	that	some	investors	are	willing	to	pay	for	our	Class
A	common	stock.	The	market	price	of	our	Class	A	common	stock	has	been,	and	will	likely	continue	to	be,	volatile,	and	you
could	lose	all	or	part	of	your	investment.	Prior	to	the	listing	of	our	Class	A	common	stock,	there	was	no	public	market	for	shares
of	our	Class	A	common	stock.	Since	our	IPO,	the	stock	price	of	our	Class	A	common	stock	has	experienced	very	high	volatility
and	the	market	prices	of	securities	of	other	newly	public	companies	have	historically	been	highly	volatile.	The	market	price	of
our	Class	A	common	stock	could	be	subject	to	wide	fluctuations	in	response	to	various	factors,	including	those	listed	in	this
Annual	Report	on	Form	10-	K,	some	of	which	are	beyond	our	control	and	may	not	be	related	to	our	operating	performance.
Fluctuations	in	the	price	of	our	Class	A	common	stock	could	cause	you	to	lose	all	or	part	of	your	investment	because	you	may
be	unable	to	sell	your	shares	at	or	above	the	price	you	paid.	Factors	that	could	cause	fluctuations	in	the	market	price	of	our	Class
A	common	stock	include	the	following:	•	price	and	volume	fluctuations	in	the	overall	stock	market	from	time	to	time;	•
volatility	in	the	market	prices	and	trading	volumes	of	technology	stocks;	•	changes	in	operating	performance	and	stock	market
valuations	of	other	technology	companies	generally	or	those	in	our	industry	in	particular;	•	sales	of	shares	of	our	Class	A
common	stock	by	us	or	our	stockholders;	•	failure	of	securities	analysts	to	maintain	coverage	of	us,	changes	in	financial
estimates	by	securities	analysts	who	follow	us,	or	our	failure	to	meet	these	estimates	or	the	expectations	of	investors;	•	the
financial	projections	we	may	provide	to	the	public,	any	changes	in	those	projections	or	our	failure	to	meet	those	projections;	•



announcements	by	us	or	our	competitors	of	new	products	or	services;	•	the	public’	s	reaction	to	our	press	releases,	other	public
announcements,	and	filings	with	the	SEC;	•	rumors	and	market	speculation	involving	us	or	other	companies	in	our	industry;	•
actual	or	anticipated	changes	in	our	operating	results	or	fluctuations	in	our	operating	results;	•	actual	or	anticipated	developments
in	our	business,	our	competitors’	businesses,	or	the	competitive	landscape	generally;	•	litigation	involving	us,	our	industry,	or
both,	or	investigations	by	regulators	into	our	operations	or	those	of	our	competitors;	•	developments	or	disputes	concerning	our
intellectual	property	or	other	proprietary	rights;	•	announced	or	completed	acquisitions	of	businesses	or	technologies	by	us	or
our	competitors;	•	new	laws	or	regulations	or	new	interpretations	of	existing	laws	or	regulations	applicable	to	our	business;	•
changes	in	accounting	standards,	policies,	guidelines,	interpretations,	or	principles;	•	outbreaks	of	war	or	other	hostilities;	•	any
significant	change	in	our	management;	•	the	impact	a	return	of	the	COVID-	19	or	similar	pandemic	conditions	;	and	•	general
economic	conditions	and	slow	or	negative	growth	of	our	markets.	We	may	fail	to	meet	our	publicly	announced	guidance	or	other
expectations	about	our	business,	which	could	cause	our	stock	price	to	decline.	We	may	provide	from	time	to	time	guidance
regarding	our	expected	financial	and	business	performance,	which	may	include	projections	regarding	sales	and	production,	as
well	as	anticipated	future	revenues,	gross	margins,	profitability,	and	cash	flows.	Correctly	identifying	key	factors	affecting
business	conditions	and	predicting	future	events	is	inherently	an	uncertain	process,	and	our	guidance	may	not	ultimately	be
accurate	and	has	in	the	past	been	inaccurate	in	certain	respects,	such	as	the	timing	of	new	products.	Our	guidance	is	based	on
certain	assumptions	such	as	those	relating	to	anticipated	production	and	sales,	average	sales	prices,	supplier	and	commodity
costs,	and	planned	cost	reductions.	If	our	guidance	is	not	accurate	or	varies	from	actual	results	due	to	our	inability	to	meet	our
assumptions	or	the	impact	on	our	financial	performance	that	could	occur	as	a	result	of	various	risks	and	uncertainties,	the
market	value	of	our	Class	A	common	stock	could	decline	significantly.	Sales	of	a	substantial	number	of	our	Class	A	common
stock	in	the	public	market	could	cause	our	share	price	to	fall.	The	market	price	of	our	Class	A	common	stock	could	decline	as	a
result	of	sales	of	a	large	number	of	shares	of	our	Class	A	common	stock	in	the	market,	and	the	perception	that	these	sales	could
occur	may	also	depress	the	market	price	of	our	Class	A	common	stock.	In	addition,	our	daily	trading	volume	may	be	limited	and
significantly	less	than	the	amount	of	shares	available	for	sale.	In	the	event	that	the	number	of	our	Class	A	common	stock	shares
offered	for	sale	on	any	given	day	exceeds	the	existing	demand	for	our	shares,	it	may	cause	our	stock	price	to	fall.	We	may	also
issue	additional	shares	of	our	Class	A	common	stock,	convertible	securities	or	other	equity,	including	pursuant	to	our	equity
compensation	plans.	Such	issuances	could	be	dilutive	to	investors	and	could	cause	the	price	of	shares	of	our	Class	A	common
stock	to	decline.	New	investors	in	such	issuances	could	also	receive	rights	senior	to	those	of	holders	of	shares	of	our	Class	A
common	stock.	The	above	factors	may	make	it	more	difficult	for	us	to	sell	equity	securities	in	the	future	at	a	time	and	at	a	price
that	we	deem	appropriate.	Any	such	sales	also	could	cause	the	market	price	of	our	Class	A	common	stock	to	fall	and	make	it
more	difficult	for	you	to	sell	shares	of	our	Class	A	common	stock.	If	securities	or	industry	analysts	do	not	publish	or	cease
publishing	research	or	reports	about	us,	our	business,	our	market,	or	our	competitors,	or	if	they	adversely	change	their
recommendations	regarding	our	Class	A	common	stock,	the	market	price	of	our	Class	A	common	stock	and	trading	volume
could	decline.	The	trading	market	for	our	Class	A	common	stock	will	be	influenced	by	the	research	and	reports	that	securities	or
industry	analysts	may	publish	about	us,	our	business,	our	market,	or	our	competitors.	If	any	of	the	analysts	who	may	cover	us
adversely	change	their	recommendations	regarding	our	Class	A	common	stock	or	provide	more	favorable	recommendations
about	our	competitors,	the	market	price	of	our	Class	A	common	stock	would	likely	decline.	If	any	of	the	analysts	who	may
cover	us	were	to	cease	coverage	of	our	company	or	fail	to	regularly	publish	reports	on	us,	we	could	lose	visibility	in	the
financial	markets,	which	in	turn	could	cause	the	market	price	of	our	Class	A	common	stock	or	trading	volume	to	decline.	We	do
not	expect	to	declare	any	dividends	in	the	foreseeable	future.	We	do	not	anticipate	declaring	any	cash	dividends	to	holders	of	our
Class	A	common	stock	in	the	foreseeable	future.	Consequently,	investors	may	need	to	rely	on	sales	of	our	Class	A	common
stock	after	price	appreciation,	which	may	never	occur,	as	the	only	way	to	realize	any	future	gains	on	their	investment.	Investors
seeking	cash	dividends	should	not	purchase	shares	of	our	Class	A	common	stock.	Our	Amended	and	Restated	Certificate	of
Incorporation	provides	that	the	Court	of	Chancery	of	the	State	of	Delaware	and	the	federal	district	courts	of	the	United	States	of
America	are	the	exclusive	forums	for	substantially	all	disputes	between	us	and	our	stockholders,	which	could	limit	our
stockholders’	ability	to	obtain	a	favorable	judicial	forum	for	disputes	with	us	or	our	directors,	officers,	or	employees.	Our
Amended	and	Restated	Certificate	of	Incorporation	provides	that	the	Court	of	Chancery	of	the	State	of	Delaware	and	the	federal
district	courts	of	the	United	States	of	America	are	the	exclusive	forum	for	substantially	all	disputes	between	us	and	our
stockholders,	which	could	limit	our	stockholders’	ability	to	obtain	a	favorable	judicial	forum	for	disputes	with	us	or	our
directors,	officers,	or	employees.	Specifically,	our	Amended	and	Restated	Certificate	of	Incorporation	provides	that	the	Court	of
Chancery	of	the	State	of	Delaware	is	the	exclusive	forum	provision	for:	(i)	any	derivative	action	or	proceeding	brought	on	behalf
of	us;	(ii)	any	action	asserting	a	claim	of	breach	of	a	fiduciary	duty;	(iii)	any	action	arising	pursuant	to	any	provision	of	the
DGCL,	our	Amended	and	Restated	Certificate	of	Incorporation	or	Amended	and	Restated	Bylaws	(as	either	may	be	amended
from	time	to	time);	(iv)	any	action	to	interpret,	apply,	enforce,	or	determine	the	validity	of	our	Amended	and	Restated	Certificate
of	Incorporation	or	our	Amended	and	Restated	Bylaws;	(v)	any	action	asserting	a	claim	against	us	that	is	governed	by	the
internal	affairs	doctrine;	or	(vi)	any	action	asserting	an	“	internal	corporate	claim	”	as	defined	in	the	DGCL.	These	exclusive
forum	provisions	would	not	apply	to	suits	brought	to	enforce	a	duty	or	liability	created	by	the	Exchange	Act.	Furthermore,
Section	22	of	the	Securities	Act	creates	concurrent	jurisdiction	for	federal	and	state	courts	over	all	such	Securities	Act	actions.
Accordingly,	both	state	and	federal	courts	have	jurisdiction	to	entertain	such	claims.	To	prevent	having	to	litigate	claims	in
multiple	jurisdictions	and	the	threat	of	inconsistent	or	contrary	rulings	by	different	courts,	among	other	considerations,	our
Amended	and	Restated	Certificate	of	Incorporation	further	provides	that	the	U.	S.	federal	district	courts	are	the	exclusive	forum
for	resolving	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act.	While	the	Delaware	courts	have
determined	that	such	choice	of	forum	provisions	are	facially	valid,	a	stockholder	may	nevertheless	seek	to	bring	a	claim	in	a
venue	other	than	those	designated	in	the	exclusive	forum	provisions.	In	such	instance,	we	would	expect	to	vigorously	assert	the



validity	and	enforceability	of	the	exclusive	forum	provisions	of	our	Amended	and	Restated	Certificate	of	Incorporation.	This
may	require	significant	additional	costs	associated	with	resolving	such	action	in	other	jurisdictions	and	there	can	be	no	assurance
that	the	provisions	will	be	enforced	by	a	court	in	those	other	jurisdictions.	These	exclusive-	forum	provisions	may	limit	a
stockholder’	s	ability	to	bring	a	claim	in	a	judicial	forum	that	it	finds	favorable	for	disputes	with	us	or	our	directors,	officers,	or
other	employees.	If	a	court	were	to	find	any	of	the	exclusive	forum	provisions	of	our	Amended	and	Restated	Certificate	of
Incorporation	to	be	inapplicable	to	or	unenforceable	in	an	action,	we	may	incur	further	significant	additional	costs	associated
with	resolving	the	dispute	in	other	jurisdictions,	all	of	which	could	seriously	harm	our	business.	The	requirements	of	being	a
public	company,	particularly	after	we	are	no	longer	an	“	emerging	growth	company	”,	may	strain	our	resources,	require	us	to
incur	substantial	costs	and	will	require	substantial	management	attention.	As	a	public	company,	and	particularly	after	we	cease
to	be	an	“	emerging	growth	company	”,	we	have	incurred	and	will	continue	to	incur	substantial	legal,	accounting,	and	other
expenses	that	we	did	not	incur	as	a	private	company.	For	example,	we	are	subject	to	the	reporting	requirements	of	the	Exchange
Act,	the	applicable	requirements	of	the	Sarbanes-	Oxley	Act,	the	Dodd-	Frank	Wall	Street	Reform	and	Consumer	Protection
Act,	the	rules	and	regulations	of	the	SEC,	and	the	listing	standards	of	the	NASDAQ	Nasdaq	Global	Market.	For	example,	the
Exchange	Act	requires,	among	other	things,	we	file	annual,	quarterly,	and	current	reports	with	respect	to	our	business,	financial
condition,	and	results	of	operations.	Compliance	with	these	rules	and	regulations	has	increased	and	will	continue	to	increase	our
legal	and	financial	compliance	costs,	and	increase	demand	on	our	systems,	particularly	after	we	are	no	longer	an	emerging
growth	company.	In	addition,	as	a	public	company,	we	may	be	subject	to	stockholder	activism,	which	can	lead	to	additional
substantial	costs,	distract	management,	and	impact	the	manner	in	which	we	operate	our	business	in	ways	we	cannot	currently
anticipate.	As	a	result	of	disclosure	of	information	in	filings	required	of	a	public	company,	our	business	and	financial	condition
has	become	more	visible,	which	may	result	in	threatened	or	actual	litigation,	including	by	competitors.	Some	members	of	our
management	team	also	have	limited	experience	managing	a	publicly	traded	company,	interacting	with	public	company
investors,	and	complying	with	the	increasingly	complex	laws	pertaining	to	public	companies.	Our	management	team	may	not
successfully	or	efficiently	manage	our	transition	to	being	a	public	company	subject	to	significant	regulatory	oversight	and
reporting	obligations	under	the	federal	securities	laws	and	the	continuous	scrutiny	of	securities	analysts	and	investors.	These
new	obligations	and	constituents	will	require	significant	attention	from	our	senior	management	and	could	divert	their	attention
away	from	the	day-	to-	day	management	of	our	business,	which	could	adversely	affect	our	business,	financial	condition,	and
results	of	operations.	Our	failure	to	timely	and	effectively	implement	controls	and	procedures	required	by	Section	404	(a)	of	the
Sarbanes-	Oxley	Act	could	have	a	material	adverse	effect	on	our	business.	As	a	public	company,	we	are	required	to	provide
management’	s	assessment	regarding	internal	control	over	financial	reporting	as	early	as	in	our	second	Annual	Report	on	Form
10-	K.	Even	though	we	are	working	towards	implementing	controls	and	procedures,	the	standards	required	for	a	public
company	under	Section	404	(a)	of	the	Sarbanes-	Oxley	Act	are	significantly	more	stringent	than	those	required	of	us	as	a	private
company.	Management	may	not	be	able	to	effectively	and	timely	implement	controls	and	procedures	that	adequately	respond	to
the	increased	regulatory	compliance	and	reporting	requirements	that	became	applicable	after	transitioning	from	a	private
company.	If	we	are	not	able	to	implement	the	additional	requirements	of	Section	404	(a)	in	a	timely	manner	or	with	adequate
compliance,	we	may	not	be	able	to	assess	whether	our	internal	controls	over	financial	reporting	are	effective,	which	may	subject
us	to	adverse	regulatory	consequences	and	could	harm	investor	confidence	and	the	market	price	of	our	securities.


