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Investing	in	our	securities	involves	a	high	degree	of	risk.	You	should	carefully	consider	the	risks	and	uncertainties	described
below,	together	with	all	of	the	other	information	in	this	Annual	Report	on	Form	10-	K,	including	in	the	section	titled	“
Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	”	and	our	consolidated	financial
statements	and	related	notes,	before	making	a	decision	to	invest	in	our	securities.	If	any	of	the	risks	actually	occur,	our	business,
financial	condition,	operating	results	and	prospects	could	be	materially	and	adversely	affected.	In	that	event,	the	market	price	of
our	Class	A	common	stock	could	decline,	and	you	could	lose	part	or	all	of	your	investment.	Risk	Factors	Summary	Our	business
is	subject	to	a	number	of	risks	and	uncertainties,	including	those	risks	discussed	at	length	below.	These	risks	include,	among
others,	the	following:	•	If	we	do	not	compete	effectively,	our	customers	do	not	renew	their	subscriptions	or	expand	their	use	of
our	services,	we	are	unable	to	attract	new	customers	at	rates	that	are	consistent	with	our	expectations,	or	if	the	market	for	cloud-
based	enterprise	services	declines	or	develops	more	slowly	than	we	expect,	our	business	could	be	adversely	affected.	•	Because
we	recognize	revenue	from	subscriptions	for	our	services	over	the	term	of	the	subscription,	downturns	or	upturns	in	new
business	may	not	be	immediately	reflected	in	our	operating	results.	•	Adverse	economic	conditions	could	have	in	the	past	and
may	in	the	future	result	in	reduced	sales,	longer	sales	cycles,	reduced	renewal	rates,	slower	adoption	of	new	technologies	and
increased	price	competition,	any	of	which	may	could	negatively	impact	our	business.	•	As	a	substantial	portion	of	our	sales
efforts	are	increasingly	focused	on	cloud	content	management	use	cases	and	are	targeted	at	enterprise	and	highly-	regulated
customers,	our	sales	cycles	may	become	longer	and	more	expensive	,	and	we	may	encounter	greater	pricing	pressure	and
implementation	and	customization	challenges,	and	we	may	have	to	delay	revenue	recognition	for	more	complicated
transactions,	all	of	which	could	harm	our	business	and	operating	results.	•	Issues	relating	to	the	use	of	artificial	intelligence
and	machine	learning	could	adversely	affect	our	business	and	operating	results.	•	If	we	fail	to	meet	the	service	level
commitments	we	provide	under	our	subscription	agreements,	we	could	be	obligated	to	provide	credits	or	refunds	for	prepaid
amounts	related	to	unused	subscription	services	or	face	subscription	terminations,	which	could	adversely	affect	our	revenue.
Furthermore,	any	failure	in	our	delivery	of	high-	quality	customer	support	services	may	adversely	affect	our	relationships	with
our	customers	and	our	financial	results.	•	Our	international	operations	expose	us	to	significant	risks,	including	the	impact	of
fluctuations	in	currency	exchange	rates.	•	Actual	or	perceived	security	vulnerabilities	in	our	services	or	any	breaches	of	our
security	controls	and	unauthorized	access	to	our	or	a	customer’	s	data	could	harm	our	business	and	operating	results.	•	Privacy
concerns	and	laws	or	other	domestic	or	foreign	regulations	may	reduce	the	effectiveness	of	our	services	and	harm	our	business,
and	we	may	not	be	able	to	satisfy	data	protection,	security,	privacy,	and	other	government-	and	industry-	specific	requirements,
which	may	harm	our	growth.	•	Our	platform	must	integrate	with	a	variety	of	operating	systems	and	,	software	applications	and
technologies	that	are	developed	by	others,	and	if	we	are	unable	to	ensure	that	our	solutions	interoperate	with	such	systems	and	,
applications	and	technologies	,	our	service	may	become	less	competitive,	and	our	operating	results	may	be	harmed.	•	If	we	fail
to	effectively	manage	our	technical	operations	infrastructure	or	suffer	from	interruptions	or	delays	in	service	from	our	third-
party	providers,	the	delivery	of	our	services	may	be	harmed,	which	may	adversely	affect	our	business.	•	Our	services	are
becoming	increasingly	mission-	critical	for	our	customers	and	if	these	services	fail	to	perform	properly	or	if	we	are	unable	to
scale	our	services	to	meet	the	needs	of	our	customers,	our	reputation	could	be	adversely	affected,	our	market	share	could	decline
and	we	could	be	subject	to	liability	claims.	•	Our	growth	depends	in	part	on	the	success	of	our	strategic	relationships	with	third
parties.	•	We	depend	on	our	key	employees	and	other	highly	skilled	personnel	to	grow	and	operate	our	business,	and	if	we	are
unable	to	hire,	retain	and	motivate	our	personnel,	including	expanding	and	optimizing	our	direct	sales	force,	we	may	not	be	able
to	grow	effectively.	•	We	may	be	sued	by	third	parties	for	alleged	infringement	of	their	proprietary	rights.	•	Any	failure	to
protect	our	intellectual	property	rights	could	impair	our	ability	to	protect	our	proprietary	technology	and	brand.	•	Our	Series	A
Convertible	Preferred	Stock	has	rights,	preferences	and	privileges	that	are	not	held	by,	and	are	preferential	to	the	rights	of,	our
Class	A	common	stockholders,	which	could	adversely	affect	our	liquidity	and	financial	condition.	Risks	Related	to	Our
Business	and	Our	Industry	The	market	in	which	we	participate	is	intensely	competitive,	and	if	we	do	not	compete	effectively,
our	operating	results	could	be	harmed.	The	market	for	cloud	content	management	services	is	fragmented,	rapidly	evolving	and
highly	competitive,	with	relatively	low	barriers	to	entry	for	certain	applications	and	services.	Many	of	our	competitors	and
potential	competitors	are	larger	and	have	greater	brand	recognition,	longer	operating	histories,	and	significantly	greater	resources
than	we	do.	Our	primary	competitors	in	the	cloud	content	management	market	include	Microsoft	(SharePoint)	and	OpenText
(Documentum).	In	the	enterprise	file	sync	and	share	market,	our	primary	competitors	include	Microsoft	(OneDrive),	Google
(Drive)	and,	to	a	lesser	extent,	Dropbox.	We	As	we	expand	our	product	offerings	and	use	cases,	we	also	compete	with
companies	in	the	e-	signature,	content	collaboration,	workflow	automation,	and	security	and	governance	markets.	With	the
introduction	of	new	technologies	and	market	entrants,	we	expect	competition	to	intensify	in	the	future	.	For	example,
disruptive	technologies	such	as	generative	AI	may	fundamentally	alter	the	market	for	our	services	in	unpredictable
ways,	including	reduced	customer	demand	and	increased	costs	of	doing	business	.	If	we	fail	to	compete	effectively,	our
business	will	be	harmed.	Some	of	our	competitors	offer	their	products	or	services	at	lower	prices	or	for	free	as	part	of	a	broader
bundled	product	sale	or	enterprise	license	arrangement,	which	has	placed	pricing	pressure	on	our	business.	If	we	are	unable	to
achieve	our	target	pricing	levels,	our	operating	results	will	be	negatively	impacted.	For	us	to	compete	effectively,	we	need	to
introduce	new	products	and	services	in	a	timely	and	cost-	effective	manner,	meet	customer	expectations	and	needs	at	prices	that
customers	are	willing	to	pay,	and	continue	to	enhance	the	features	and	functionalities	of	our	cloud	content	management



platform.	In	addition,	pricing	pressures	and	increased	competition	could	result	in	reduced	sales,	lower	margins,	losses	or	the
failure	of	our	services	to	achieve	or	maintain	widespread	market	acceptance,	any	of	which	could	harm	our	business.	Many	of	our
competitors	are	able	to	devote	greater	resources	to	the	development,	promotion	and	sale	of	their	products	or	services.	In
addition,	many	of	our	competitors	have	established	marketing	relationships	and	major	distribution	agreements	with	channel
partners,	consultants,	system	integrators	and	resellers.	Competitors	may	offer	products	or	services	at	lower	prices	or	with	greater
depth	than	our	services.	Our	competitors	may	be	able	to	respond	more	quickly	and	effectively	to	new	or	changing	opportunities,
technologies,	standards	or	customer	requirements.	Furthermore,	some	potential	customers,	particularly	large	enterprises,	may
elect	to	develop	their	own	internal	solutions.	For	any	of	these	reasons,	we	may	not	be	able	to	compete	successfully	against	our
competitors.	Our	business	depends	substantially	on	customers	renewing	their	subscriptions	with	us	and	expanding	their	use	of
our	services.	Any	decline	in	our	customer	renewals	or	failure	to	convince	our	customers	to	broaden	their	use	of	our	services
would	harm	our	future	operating	results.	To	improve	our	operating	results,	it	is	important	that	our	customers	renew	their
subscriptions	with	us	when	their	existing	subscription	term	expires.	We	cannot	assure	you	that	customers	will	renew	their
subscriptions	upon	expiration	at	the	same	or	higher	level	of	service,	for	the	same	number	of	seats	or	for	the	same	duration	of
time,	if	at	all.	Our	net	retention	rate	has	fluctuated	from	period	to	period	and	it	may	decrease	again	in	the	future	if	our	customers
do	not	renew	their	subscriptions	with	us	or	decrease	their	use	of	our	services.	Our	net	retention	rate	was	approximately	101	%
and	108	%	and	111	%	as	of	January	31,	2024	and	2023	and	2022	,	respectively.	Our	net	retention	rate	may	decline	or	fluctuate
as	a	result	of	a	number	of	factors,	including	our	customers’	satisfaction	with	our	services,	the	effectiveness	of	our	customer
support	services,	the	performance	of	our	partners	and	resellers,	our	pricing,	the	prices	of	competing	products	or	services,
mergers	and	acquisitions	affecting	our	customer	base,	our	ability	to	successfully	integrate	new	or	acquired	technology	into	our
products,	our	ability	to	execute	on	our	product	roadmap,	our	customers’	budgets	and	spending	levels,	and	the	effects	of
global	economic	conditions,	such	as	those	arising	from	the	COVID-	19	pandemic,	or	reductions	in	our	customers’	spending
levels,	especially	if	adverse	challenging	macroeconomic	trends	conditions	continue.	If	our	customers	do	not	renew	their
subscriptions,	renew	them	on	less	favorable	terms,	purchase	fewer	seats,	or	fail	to	purchase	new	product	offerings,	our	revenue
may	decline,	and	we	may	not	realize	improved	operating	results	from	our	customer	base.	In	addition,	our	business	growth
depends	in	part	on	our	customers	expanding	their	use	of	our	services.	The	use	of	our	cloud	content	management	platform	often
expands	within	an	organization	as	new	users	are	added	or	as	additional	services	are	purchased	by	or	for	other	departments
within	an	organization.	Further,	as	we	have	introduced	new	services	throughout	our	operating	history,	our	existing	customers
have	constituted	a	significant	portion	of	the	users	of	such	services.	If	our	customers	do	not	expand	their	use	of	our	services,	our
operating	results	may	be	adversely	affected.	If	the	market	for	cloud-	based	enterprise	services	declines	or	develops	more	slowly
than	we	expect,	our	business	could	be	adversely	affected.	The	market	for	cloud-	based	enterprise	services	is	not	as	mature	as	the
on-	premise	enterprise	software	market.	Because	we	derive,	and	expect	to	continue	to	derive,	substantially	all	of	our	revenue	and
cash	flows	from	sales	of	our	cloud	content	management	solutions,	our	success	will	depend	to	a	substantial	extent	on	the
widespread	adoption	of	cloud	computing	in	general	and	of	cloud-	based	content	management	services	in	particular.	Many
organizations	have	invested	substantial	personnel	and	financial	resources	to	integrate	traditional	enterprise	software	into	their
organizations	and	may	be	reluctant	or	unwilling	to	migrate	to	a	cloud-	based	model	for	managing	their	content.	It	is	difficult	to
predict	customer	adoption	rates	and	demand	for	our	services,	the	future	growth	rate	and	size	of	the	cloud	computing	market	or
the	entry	of	competitive	services.	The	expansion	of	the	cloud	content	management	market	depends	on	a	number	of	factors,
including	the	cost,	performance	and	perceived	value	associated	with	cloud	computing,	as	well	as	the	ability	of	companies	that
provide	cloud-	based	services	to	address	security	and	privacy	concerns.	If	there	is	a	reduction	in	demand	for	cloud-	based
services,	it	could	result	in	decreased	revenue,	harm	our	growth	rates,	and	adversely	affect	our	business	and	operating	results.	We
generally	recognize	revenue	from	customers	ratably	over	the	terms	of	their	subscription	agreements,	which	range	from	one
month	to	three	years	or	more.	As	a	result,	most	of	the	revenue	we	report	in	each	quarter	is	the	result	of	subscription	agreements
entered	into	during	prior	quarters.	Consequently,	a	decline	in	new	or	renewed	subscriptions	in	any	one	quarter	may	not	be
reflected	in	our	revenue	results	for	that	quarter.	However,	any	such	decline	will	negatively	affect	our	revenue	in	future	quarters.
Accordingly,	the	effect	of	significant	downturns	in	sales,	our	failure	to	achieve	our	internal	sales	targets,	a	decline	in	the	market
acceptance	of	our	services,	or	a	decrease	in	our	net	retention	rate	may	not	be	fully	reflected	in	our	operating	results	until	future
periods.	Our	subscription	model	also	makes	it	difficult	for	us	to	rapidly	increase	our	revenue	through	additional	sales	in	any
period,	as	revenue	from	additional	sales	must	be	recognized	over	the	applicable	subscription	term.	If	we	are	unable	to	attract
new	customers	at	rates	that	are	consistent	with	our	expectations,	our	future	revenue	and	operating	results	could	be	adversely
impacted.	To	improve	our	operating	results	and	continue	growing	our	business,	it	is	important	that	we	continue	to	attract	new
customers	and	expand	deployment	of	our	solutions	and	products	with	existing	customers.	To	the	extent	we	are	successful	in
increasing	our	customer	base,	we	could	incur	increased	losses	because	costs	associated	with	new	customers	are	generally
incurred	up	front,	while	revenue	is	recognized	ratably	over	the	term	of	our	subscription	services.	Alternatively,	to	the	extent	we
are	unsuccessful	in	increasing	our	customer	base,	we	could	also	incur	increased	losses	as	costs	associated	with	marketing
programs	and	new	products	intended	to	attract	new	customers	would	not	be	offset	by	incremental	revenue	and	cash	flow.
Changes	in	economic	conditions	may	financially	impact	our	existing	and	prospective	customers	and	cause	them	to	delay	or
reduce	their	technology	spending,	which	may	adversely	affect	our	ability	to	attract	new	customers.	For	example,	our	business
has	been	impacted	by	pressure	from	customers’	lower	headcount	growth	and	greater	budget	scrutiny	on	IT	decisions	since	the
second	half	of	fiscal	year	2023.	All	of	these	factors	could	negatively	impact	our	future	revenue	and	operating	results.	Our
business	depends	on	the	overall	demand	for	cloud	content	management	services	and	on	the	economic	health	of	our	current	and
prospective	customers.	The	United	States	and	other	key	international	economies	have	experienced	cyclical	downturns	from	time
to	time	that	have	resulted	in	a	significant	weakening	of	the	economy,	more	limited	availability	of	credit,	a	reduction	in	business
confidence	and	activity,	and	other	difficulties	that	may	affect	the	industries	to	which	we	sell	our	services.	An	economic



downturn,	recession,	or	uncertainty	about	economic	conditions,	including	volatility	in	the	credit,	equity	and	foreign	exchange
markets,	inflation,	rising	interest	rates,	potential	United	States	(	U.	S.	)	sovereign	default,	bank	failures	and	financial
instability	,	ongoing	supply	chain	disruptions,	and	unemployment	trends,	the	adverse	effects	of	COVID	pandemics	and
geopolitical	issues,	such	as	the	Hamas	-	19	Israel	and	the	Russian	-	Russia-	invasion	of	Ukraine	conflicts	,	could	cause
customers	to	delay	or	reduce	their	information	technology	spending.	This	could	has	in	the	past	and	may	in	the	future	result	in
reduced	sales,	longer	sales	cycles,	reduced	renewal	rates,	slower	adoption	of	new	technologies,	and	increased	price	competition.
Any	of	these	events	would	likely	have	an	adverse	effect	on	our	business,	operating	results	and	financial	position.	During	Since
the	second	half	of	our	fiscal	year	2023,	we	have	began	to	see	seen	an	impact	from	additional	customer	scrutiny	being	placed	on
deals	due	to	the	economic	environment.	In	addition,	there	can	be	no	assurance	that	cloud	content	management	and	collaboration
spending	levels	will	increase	following	any	recovery.	If	we	are	not	able	to	successfully	launch	new	products	and	services	or
provide	enhancements	or	new	features	to	our	existing	products	and	services,	our	business	could	be	adversely	affected.	Our
industry	is	marked	by	rapid	technological	developments	and	new	and	enhanced	applications	and	services.	If	we	are	unable	to
enhance	our	existing	services	or	offer	new	services	such	as	our	electronic	signature	offering,	Box	Sign,	or	our	recently	launched
beta	version	of	our	virtual	whiteboarding	offering,	Box	Canvas,	that	achieve	market	acceptance	or	keep	pace	with	rapid
technological	developments,	our	business	could	be	adversely	affected.	The	success	of	any	new	services	or	enhancements	to	our
existing	services	,	such	as	Box	AI	and	Box	Hubs,	depends	on	several	factors,	including	their	timely	completion,	introduction
and	market	acceptance.	We	also	may	experience	business	or	economic	disruptions	that	could	adversely	affect	the	productivity	of
our	employees	and	result	in	delays	in	our	product	development	process.	We	For	example,	we	have	re-	opened	our	offices
globally	and	maintain	a	hybrid	workforce	(with	a	mix	of	employees	working	from	offices	and	others	working	remotely)	.	This	,
which	may	lead	to	disruptions	and	decreased	productivity	that	could	result	in	delays	in	our	product	development	process.
Failure	in	this	regard	may	significantly	impair	our	revenue	growth	and	our	future	financial	results.	Our	product	development
efforts	could	also	be	impacted	by	our	workforce	location	strategy	as	we	hire	an	increasing	number	of	our	engineers	employees
in	regions	countries	such	as	Poland	and	the	Netherlands.	In	addition,	because	our	services	are	designed	to	operate	on	a	variety	of
systems,	we	must	continuously	modify	and	enhance	our	services	to	keep	pace	with	changes	in	internet-	related	hardware,	mobile
operating	systems,	and	other	software,	communication,	browser	and	database	technologies.	We	may	not	be	successful	in
developing	these	modifications	and	enhancements	or	bringing	them	to	market	in	a	timely	fashion,	which	may	negatively	impact
our	customer	renewal	rates,	limit	the	market	for	our	solutions,	or	impair	our	ability	to	attract	new	customers.	Furthermore,
modifications	to	existing	platforms	or	technologies	will	increase	our	research	and	development	expenses.	Any	failure	of	our
services	to	operate	effectively	with	existing	or	future	network	platforms	and	technologies	could	reduce	the	demand	for	our
services,	result	in	customer	dissatisfaction	and	adversely	affect	our	business	.	Issues	relating	to	the	use	of	new	and	evolving
technologies	such	as	generative	AI	powered	by	large	language	models	and	machine	learning	that	we	integrate	into	our
product	offerings	may	cause	us	to	experience	brand	or	reputational	harm,	competitive	harm,	legal	liability,	new	or
enhanced	governmental	or	regulatory	scrutiny,	and	to	incur	additional	costs	to	resolve	such	issues.	As	with	many
innovations,	AI	presents	risks	and	challenges	that	could	undermine	or	slow	its	adoption,	and	therefore	harm	our
business.	For	example,	perceived	or	actual	technical,	legal,	compliance,	privacy,	security,	ethical	or	other	issues	relating
to	the	use	of	AI	may	cause	public	confidence	in	AI	to	be	undermined,	which	could	slow	our	customers’	adoption	of	our
products	and	services	that	use	AI.	In	addition,	litigation	or	government	regulation	related	to	the	use	of	AI	may	also
adversely	impact	our	and	others’	abilities	to	develop	and	offer	products	that	use	AI,	as	well	as	increase	the	cost	and
complexity	of	doing	so.	Developing,	testing	and	deploying	third-	party	AI	systems	may	also	increase	the	cost	profile	of
our	product	offerings	due	to	the	nature	of	the	computing	costs	involved	in	such	systems,	which	could	impact	our	margins
and	adversely	affect	our	business	and	operating	results.	Our	business	may	be	disrupted	if	any	of	the	third-	party	AI
services	we	use	become	unavailable	due	to	extended	outages	or	interruptions	or	because	they	are	no	longer	available	on
commercially	reasonable	terms	or	prices.	Further,	market	demand	and	acceptance	of	AI	technologies	are	uncertain,	and
we	may	be	unsuccessful	in	our	product	development	efforts	.	Our	sales	to	government	entities	are	subject	to	a	number	of
additional	challenges	and	risks.	We	sell	to	government	customers,	which	can	be	highly	competitive,	often	requiring	significant
upfront	time	and	expense	without	any	assurance	that	these	efforts	will	generate	a	sale.	Government	certification	requirements
may	change,	or	we	may	lose	one	or	more	government	certifications,	and	in	doing	so	restrict	our	ability	to	sell	into	the
government	sector	or	maintain	existing	government	customers	until	we	attain	revised	certifications.	Government	demand	and
payment	for	our	products	and	services	are	affected	by	public	sector	budgetary	cycles	and	funding	authorizations,	with	funding
reductions	or	delays	adversely	affecting	public	sector	demand	for	our	solutions.	Moreover,	an	extended	federal	government
shutdown	resulting	from	budgetary	decisions,	a	prolonged	continuing	resolution,	breach	of	the	federal	debt	ceiling,	or	potential
U.	S.	sovereign	default	may	limit	or	delay	federal	government	spending	on	our	solutions	and	adversely	affect	our	revenue.
Government	entities	may	also	have	statutory,	contractual	or	other	legal	rights	to	terminate	contracts	with	us	for	convenience	or
due	to	a	default,	and	any	such	termination	may	adversely	affect	our	future	operating	results.	As	our	sales	efforts	are	increasingly
focused	on	cloud	content	management	use	cases	and	are	targeted	at	enterprise	and	highly-	regulated	customers,	our	sales	cycles
may	become	longer	and	more	expensive,	and	we	may	encounter	greater	pricing	pressure	and	implementation	and	customization
challenges,	all	of	which	could	harm	our	business	and	operating	results.	As	our	sales	efforts	are	increasingly	focused	on	cloud
content	management	use	cases	and	are	targeted	at	enterprise	and	highly-	regulated	customers,	we	face	greater	costs,	longer	sales
cycles	and	less	predictability	in	the	completion	of	some	of	our	sales.	In	this	market	segment,	a	customer’	s	decision	to	use	our
services	may	be	an	enterprise-	wide	decision.	These	types	of	sales	opportunities	require	us	to	provide	greater	levels	of	customer
education	regarding	the	uses	and	benefits	of	our	services,	as	well	as	education	regarding	security,	privacy,	and	data	protection
laws	and	regulations,	especially	for	customers	in	more	heavily	regulated	industries	or	with	significant	international	operations.
In	addition,	larger	enterprises	may	demand	more	customization,	integration,	support	services,	and	features.	These	factors	could



increase	our	costs,	lengthen	our	sales	cycles	and	leave	fewer	sales	support	and	professional	services	resources	for	other
customers.	Professional	services	may	also	be	performed	by	a	third	party	or	a	combination	of	our	own	staff	and	a	third	party.	Our
strategy	is	to	work	with	third	parties	to	increase	the	breadth	of	capability	and	depth	of	capacity	for	delivery	of	these	services	to
our	customers.	If	a	customer	is	not	satisfied	with	the	quality	or	interoperability	of	our	services	with	their	own	IT	environment,
we	could	incur	additional	costs	to	address	the	situation,	which	could	adversely	affect	our	margins.	Moreover,	any	customer
dissatisfaction	with	our	services	could	damage	our	ability	to	encourage	broader	adoption	of	our	services	by	that	customer.	In
addition,	any	negative	publicity	resulting	from	such	situations,	regardless	of	its	accuracy,	may	further	damage	our	business	by
affecting	our	ability	to	compete	for	new	business	with	current	and	prospective	customers.	Our	customer	subscription	agreements
provide	service	level	commitments.	If	we	are	unable	to	meet	our	service	level	commitments	or	suffer	periods	of	downtime	that
exceed	the	periods	allowed	under	our	customer	subscription	agreements,	we	may	be	obligated	to	provide	customers	with
service	credits,	which	could	significantly	impact	our	revenue	in	the	period	in	which	the	downtime	occurs	and	the	credits	could
be	due	.	We	have	experienced,	and	may	in	the	future	experience,	disruptions,	outages,	and	other	performance	or	quality
problems	with	our	platform	and	with	the	public	cloud	and	internet	infrastructure	on	which	our	platform	relies	.	We	have
encountered	issues	in	the	past	that	have	caused	Box	services	to	be	temporarily	unavailable	that	resulted	in	our	issuing	service
credits	to	some	of	our	customers	,	and	we	cannot	assure	you	that	we	will	not	experience	interruptions	or	delays	in	our	service
in	the	future.	We	could	also	face	subscription	terminations,	which	could	significantly	impact	our	current	and	future	revenue.
Any	extended	or	frequent	service	outages	could	also	adversely	affect	our	reputation,	which	would	also	impact	our	future
revenue	and	operating	results.	Our	customers	depend	on	us	to	resolve	technical	issues	relating	to	our	services.	We	may	be
unable	to	respond	quickly	enough	to	accommodate	short-	term	increases	in	customer	demand	for	support	services.	Increased
customer	demand	for	these	services,	without	corresponding	revenue,	could	increase	costs	and	adversely	affect	our	operating
results.	In	addition,	our	sales	process	is	highly	dependent	on	the	ease	of	use	of	our	services,	our	reputation	and	positive
recommendations	from	our	existing	customers.	Any	failure	to	maintain,	or	a	market	perception	that	we	do	not	maintain,	high-
quality	customer	support	could	adversely	affect	our	reputation	and	our	ability	to	sell	our	services	to	existing	and	prospective
customers.	We	are	in	the	process	of	expanding	our	international	operations,	which	exposes	us	to	significant	risks.	A	key	element
of	our	growth	strategy	is	to	expand	our	international	operations	and	develop	a	worldwide	customer	base.	In	addition,	we	have
opened,	and	may	continue	to	open,	international	offices	and	hire	employees	to	work	at	these	offices	in	order	to	gain	access	to
additional	talent.	For	example,	in	2020,	we	established	an	office	in	Warsaw,	Poland	and,	in	2021,	we	acquired	SignRequest	B.
V.,	a	company	located	in	the	Netherlands.	We	have	continued	to	increase	our	headcount	in	these	regions	countries	as	we
migrate	a	larger	portion	of	our	development	to	lower	cost	regions	.	We	are	currently	committed	to	our	presence	in	these
countries	and	have	entered	into	a	long-	term	operating	lease	in	Poland	to	support	our	growth	.	Operating	in	international
markets	requires	significant	resources	and	management	attention	and	will	subject	us	to	regulatory,	economic,	geographic,	social,
and	political	risks	that	differ	from	those	in	the	United	States.	Because	of	our	limited	experience	with	international	operations	and
significant	differences	between	international	and	U.	S.	markets,	we	may	not	succeed	in	creating	demand	for	our	services	outside
of	the	United	States	or	in	effectively	selling	our	services	in	all	of	the	international	markets	we	enter.	In	addition,	we	will	face
challenges	in	doing	business	internationally	that	could	adversely	affect	our	business,	including:	•	the	need	to	localize	and	adapt
our	services	for	specific	countries,	including	translation	into	foreign	languages	and	associated	expenses;	•	laws	(and	changes	to
such	laws)	relating	to	privacy,	data	protection	and	data	transfer	that,	among	other	things,	could	require	that	customer	data	be
stored	and	processed	in	a	designated	territory;	•	difficulties	in	staffing	and	managing	foreign	operations	especially	in	new
markets	with	diverse	cultures,	languages,	customs	and	legal	systems;	•	different	pricing	environments,	longer	sales	cycles	and
longer	accounts	receivable	payment	cycles	and	collections	issues;	•	differing	labor	regulations,	especially	in	Europe,	where
labor	laws	are	generally	more	advantageous	to	employees	as	compared	to	the	United	States;	•	new	and	different	sources	of
competition;	•	weaker	protection	for	intellectual	property	and	other	legal	rights	than	in	the	United	States	and	practical
difficulties	in	enforcing	intellectual	property	and	other	rights	outside	of	the	United	States;	•	laws	and	business	practices	favoring
local	competitors,	including	economic	tariffs;	•	changes	in	the	geopolitical	environment,	the	perception	of	doing	business	with
U.	S.	based	companies,	and	changes	in	regulatory	requirements	that	impact	our	operating	strategies,	access	to	global	markets	or
hiring;	•	compliance	challenges	related	to	the	complexity	of	multiple,	conflicting	and	changing	governmental	laws	and
regulations,	including	employment,	tax	,	AI	,	privacy	and	data	protection	laws	and	regulations;	•	increased	financial	accounting
and	reporting	burdens	and	complexities;	•	currency	exchange	rate	fluctuations;	•	restrictions	on	the	transfer	of	funds;	•	reliance
on	third-	party	resellers	and	other	parties;	•	adverse	tax	consequences;	and	•	unstable	regional,	economic,	social	and	political
conditions,	such	as	the	Hamas-	Israel	and	Russian	-	Russia-	invasion	of	Ukraine	conflicts	.	In	addition,	the	United	Kingdom’	s
(UK)	withdrawal	from	the	European	Union	(EU),	or	Brexit,	became	effective	on	January	31,	2020.	The	UK	and	EU
subsequently	signed	an	EU-	UK	Trade	and	Cooperation	Agreement.	This	agreement	provides	details	on	how	some	aspects	of
the	UK	and	EU’	s	relationship	will	operate	going	forward,	however	there	continues	to	be	uncertainty	over	the	practical
consequences	of	Brexit.	The	impact	of	Brexit	depends	on	the	implementation	of	this	agreement,	as	well	as	the	terms	of	the	UK’
s	future	trade	agreements	with	other	countries,	and	such	impact	may	not	be	fully	realized	for	several	years	or	more.	This	lack	of
clarity	could	lead	to	economic	and	legal	uncertainty,	including	significant	volatility	in	global	stock	markets	and	currency
exchange	rates,	among	other	things.	Any	of	these	effects	of	Brexit,	among	others,	could	adversely	affect	our	operations,
especially	in	the	United	Kingdom	where	we	have	a	significant	employee	and	customer	base,	and	our	financial	results	.	We	are
exposed	to	fluctuations	in	currency	exchange	rates,	which	could	adversely	affect	our	operating	results	or	financial	position.	We
sell	our	services	and	incur	operating	expenses	in	various	currencies.	Therefore,	fluctuations	in	the	relative	value	of	the	U.	S.
dollar	and	foreign	currencies,	particularly	the	Japanese	Yen,	and	to	a	lesser	extent,	the	British	pound	and	the	Euro,	may	impact
our	operating	results.	For	example,	the	Japanese	Yen,	the	British	pound	and	the	Euro	have	all	recently	experienced	declines	in
value	vis-	à-	vis	the	U.	S.	dollar,	which	negatively	affected	our	results	of	operations	during	the	year	ended	January	31,	2023



2024	and	could	continue	to	negatively	impact	our	results	of	operations	in	future	periods.	We	currently	primarily	manage	our
exchange	rate	risk	by	maintaining	offsetting	foreign	currency	assets	and	liabilities	and	by	minimizing	non-	U.	S.	dollar	cash
balances,	but	and	we	plan	to	implement	do	not	have	any	other	hedging	programs	in	place	fiscal	year	2025	to	limit	further
mitigate	the	risk	of	exchange	rate	fluctuation	fluctuations	.	In	the	future,	we	may	elect	to	deploy	normal	and	customary
hedging	practices	designed	to	more	proactively	mitigate	such	exposure	.	Such	practices	may	not	ultimately	be	available	and	/	or
effective	at	mitigating	the	foreign	currency	risk	to	which	we	are	exposed.	If	we	are	unsuccessful	in	detecting	material	exposures
in	a	timely	manner,	any	hedging	strategies	we	deploy	are	not	effective,	or	there	are	no	hedging	strategies	available	for	certain
exposures	that	are	prudent	given	the	associated	risks	and	the	potential	mitigation	of	the	underlying	exposure	achieved,	our
operating	results	or	financial	position	could	be	negatively	affected	in	the	future	.	The	continuing	impacts	of	the	COVID-	19
pandemic	may	have	an	adverse	effect	on	our	business,	operations	and	future	financial	performance.	The	COVID-	19	pandemic
and	virus	containment	measures	taken	by	federal,	state	and	county	governments	have	resulted	in,	and	may	continue	to	result	in,
business	disruptions	or	shutdowns,	weakened	economic	conditions,	economic	uncertainty,	and	volatility	in	the	financial
markets,	both	regionally	and	worldwide.	The	extent	to	which	the	COVID-	19	pandemic	and	resultant	economic	impact	affects
our	business,	results	of	operations	and	financial	condition	in	future	periods	will	depend	on	multiple	factors	that	cannot	be
accurately	predicted	at	this	time,	such	as	the	duration	and	scope	of	the	pandemic,	future	spikes	of	COVID-	19	infections
(including	the	spread	of	variants	or	mutant	strains,	and	the	degree	of	transmissibility	and	severity	thereof),	the	extent	and
effectiveness	of	containment	actions,	the	disruption	caused	by	such	actions,	and	the	impact	of	these	and	other	factors	on	our
employees,	customers,	partners	and	vendors.	In	addition,	supply	chain	disruption	and	resulting	inflationary	pressures,	a
competitive	labor	market	or	labor	shortage,	the	ebb	and	flow	of	COVID-	19,	including	in	specific	geographies,	and	changes	in
economic	policy	could	impact	our	outlook.	If	we	are	not	able	to	respond	to	and	manage	the	impact	of	such	events	effectively,
our	business	will	be	harmed	.	If	we	are	unable	to	maintain	and	promote	our	brand,	our	business	and	operating	results	may	be
harmed.	We	believe	that	maintaining	and	promoting	our	brand	is	critical	to	expanding	our	customer	base.	Maintaining	and
promoting	our	brand	will	depend	largely	on	our	ability	to	continue	to	provide	useful,	reliable	and	innovative	services,	which	we
may	not	do	successfully.	We	may	introduce	new	features,	products,	services	or	terms	of	service	that	our	customers	do	not	like,
which	may	negatively	affect	our	brand	and	reputation.	Additionally,	the	actions	of	third	parties	may	affect	our	brand	and
reputation	if	customers	do	not	have	a	positive	experience	using	third-	party	apps	or	other	services	that	are	integrated	with	Box.
Maintaining	and	enhancing	our	brand	may	require	us	to	make	substantial	investments,	and	these	investments	may	not	achieve
the	desired	goals.	If	we	fail	to	successfully	promote	and	maintain	our	brand	or	if	we	incur	excessive	expenses	in	this	effort,	our
business	and	operating	results	could	be	adversely	affected.	We	have	a	history	of	cumulative	losses,	and	we	may	not	be	able	to
sustain	achieve	or	maintain	profitability	-	profitable	growth	.	We	generated	net	income	of	$	129.	0	million	and	$	26.	8
million	during	the	years	ended	January	31,	2024	and	2023,	respectively,	and	incurred	a	net	income	loss	of	$	26	41	.	8	5
million	during	the	year	ended	January	31,	2023	2022	and	incurred	net	losses	of	$	41	.	As	of	5	million	and	$	43.	4	million	during
the	years	ended	January	31,	2022	2024	and	2021	respectively.	As	of	January	31,	2023	,	we	had	an	accumulated	deficit	of	$	1.	3
2	billion.	These	--	The	losses	--	loss	in	fiscal	years	-	year	2022	and	2021	and	related	accumulated	deficit	reflect	the	substantial
investments	we	made	to	acquire	new	customers	and	develop	our	services.	We	intend	to	continue	scaling	our	business	to	increase
our	number	of	users	and	paying	organizations	and	to	meet	the	increasingly	complex	needs	of	our	customers	and	may	incur
additional	expenses	as	we	make	investments	to	scale	our	business.	Further,	it	is	difficult	to	predict	the	size	and	growth	rate	of
our	market,	customer	demand	for	our	platform	and	for	any	new	features	or	products	we	develop,	and	the	success	of	competitive
products	or	services.	As	a	result,	we	may	not	sustain	achieve	or	maintain	profitability	-	profitable	growth	in	future	periods.
Our	quarterly	results	may	fluctuate	significantly	and	may	not	fully	reflect	the	underlying	performance	of	our	business.	Our
quarterly	operating	results	may	vary	significantly	in	the	future,	and	period-	to-	period	comparisons	of	our	operating	results	may
not	be	meaningful.	Accordingly,	the	results	of	any	one	quarter	should	not	be	relied	upon	as	an	indication	of	future	performance.
Our	quarterly	financial	results	may	fluctuate	as	a	result	of	a	variety	of	factors,	and	as	a	result,	may	not	fully	reflect	the
underlying	performance	of	our	business.	Factors	that	may	cause	fluctuations	in	our	quarterly	financial	results	include,	but	are	not
limited	to:	•	our	ability	to	attract	and	retain	new	customers;	•	our	ability	to	convert	users	of	our	limited	free	version	to	paying
customers;	•	the	addition	or	loss	of	large	customers,	including	through	acquisitions	or	consolidations;	•	changes	in	our	net
retention	rate;	•	the	timing	of	revenue	recognition;	•	the	timing	and	amount	of	contract	renewals;	•	the	impact	on	billings	of
customer	shifts	between	payment	frequencies;	•	the	timing	of	cash	collections	and	payments	and	its	impact	on	cash	flows;	•	the
amount	and	timing	of	operating	expenses	related	to	the	maintenance	and	expansion	of	our	business,	operations	and
infrastructure;	•	network	or	service	outages,	internet	disruptions,	disruptions	to	the	availability	of	our	service,	or	actual	or
perceived	security	breaches,	incidents	and	vulnerabilities;	•	general	economic,	industry	and	market	conditions,	including	those
caused	by	the	COVID	Hamas	-	Israel	19	pandemic	and	the	Russian	-	Russia-	invasion	of	Ukraine	conflicts,	and	as	a	result	of
inflation,	rising	interest	rates,	or	bank	failures	and	financial	instability	;	•	changes	in	our	go-	to-	market	strategies	and	/	or
pricing	policies	and	/	or	those	of	our	competitors;	•	seasonal	variations	in	our	billings	results	and	sales	of	our	services,	which
have	historically	been	highest	in	the	fourth	quarter	of	our	fiscal	year;	•	the	timing	and	success	of	new	services	and	product
introductions	by	us	and	our	competitors	or	any	other	change	in	the	competitive	dynamics	of	our	industry,	including	consolidation
or	new	entrants	among	competitors,	customers	or	strategic	partners;	•	changes	in	usage	or	adoption	rates	of	content	management
services;	•	the	success	of	our	strategic	partnerships,	including	the	performance	of	our	resellers;	and	•	the	timing	of	expenses
related	to	the	development	or	acquisition	of	technologies	or	businesses	and	potential	future	charges	for	impairment	of	goodwill
from	acquired	companies.	Risks	Related	to	Data	Privacy	and	Data	Security	The	services	we	offer	involve	the	storage	of	large
amounts	of	our	and	our	customers’	sensitive	and	proprietary	information,	some	of	which	may	be	considered	personally
identifiable.	Cyberattacks	and	other	malicious	internet-	based	activity,	including	ransomware,	malware	and	viruses,	continue	to
increase	in	frequency	and	magnitude	and	we	face	security	threats	from	malicious	third	parties	that	could	obtain	unauthorized



access	to,	or	disrupt,	our	systems,	infrastructure	and	networks.	These	threats	may	come	from	a	variety	of	sources	including
nation-	state	sponsored	espionage	and	hacking	activities,	industrial	espionage,	organized	crime,	sophisticated	organizations,
hacking	groups	and	individuals	and	insider	threats.	These	sources	can	also	implement	social	engineering	techniques,	such	as	“
phishing,	”	“	smishing	”	or	"	“	vishing	"	”	attacks,	to	induce	our	partners,	users,	employees	or	customers	to	disclose	passwords
or	other	sensitive	information	or	take	other	actions	to	gain	access	to	our	data	or	our	users’	data.	Hackers	that	acquire	user
account	information	at	other	companies	can	attempt	to	use	that	information	to	compromise	the	accounts	of	our	personnel,	or	our
users’	accounts	if	an	account	shares	the	same	sensitive	information	such	as	passwords.	As	we	increase	our	customer	base,	our
brand	becomes	more	widely	known	and	recognized,	and	our	service	is	used	in	more	heavily	regulated	industries	where	there
may	be	a	greater	concentration	of	sensitive	and	protected	data,	such	as	healthcare,	government,	life	sciences,	and	financial
services,	we	have	become	more	of	a	target	for	these	malicious	third	parties.	In	addition,	because	Box	is	configured	by
administrators	and	users	to	select	their	default	settings,	the	third-	party	integrations	they	enable,	and	their	privacy	and
permissions	settings,	an	administrator	or	user	could	intentionally	or	inadvertently	configure	settings	to	share	their	sensitive	data.
For	example,	a	Box	user	can	choose	to	share	the	content	they	store	in	Box	with	third	parties	by	creating	a	link	that	can	be
customized	to	be	accessible	by	anyone	with	the	link.	While	this	feature	is	designed	to	be	used	for	a	variety	of	legitimate	use
cases	in	which	a	user	wishes	to	share	non-	sensitive	content	with	a	broad	or	public	audience,	if	a	user	were	to	intentionally	or
inadvertently	configure	a	setting	that	allowed	public	access	to	their	sensitive	data,	that	data	could	be	discovered	and	accessed	by
an	unintended	third	party.	We	have	also	incorporated	AI	technologies	into	certain	product	offerings,	and	may	continue	to
incorporate	additional	AI	technologies	into	our	product	offerings,	and	to	otherwise	use	AI	technologies	within	our
business,	in	the	future.	Our	use	of	AI	technologies	may	create	additional	cybersecurity	risks	or	increase	cybersecurity
risks,	including	risks	of	security	breaches	and	incidents.	Further,	AI	technologies	may	be	used	in	connection	with	certain
cybersecurity	attacks,	resulting	in	heightened	risks	of	security	breaches	and	incidents.	We	cannot	guarantee	that	any
security	measures	that	we	or	third	parties	on	which	we	rely	have	implemented	will	be	completely	effective	against	current	or
future	security	threats,	or	that	our	systems	and	networks	or	those	of	such	third	parties	have	not	been	breached	or	otherwise
compromised,	or	that	they	and	any	software	in	our	or	their	supply	chains	do	not	contain	bugs,	vulnerabilities,	or	compromised
code	that	could	result	in	a	breach	of	or	disruption	to	our	systems	and	networks	or	the	systems	and	networks	of	third	parties	that
support	us	or	our	products	or	services.	Given	that	our	customers	manage	significant	amounts	of	sensitive	and	proprietary
information	on	our	platform,	and	many	of	our	customers	are	in	heavily	regulated	industries	where	there	may	be	a	greater
concentration	of	sensitive	and	proprietary	data,	our	reputation	and	market	position	are	particularly	sensitive	to	impacts	from
actual	or	perceived	security	breaches	or	incidents,	security	vulnerabilities,	or	concerns	regarding	security.	If	our	security
measures	or	those	of	third	parties	on	which	we	rely	are	or	are	believed	to	be	inadequate	or	breached	or	otherwise	compromised
as	a	result	of	third-	party	action,	employee	negligence,	error	or	malfeasance,	product	defects,	social	engineering	techniques,
improper	user	configuration	or	otherwise,	and	this	results	in,	or	is	believed	to	result	in,	unauthorized	access	to	or	disclosure,
modification,	misuse,	loss,	corruption,	unavailability,	or	destruction	of	our	data	or	our	customers’	data,	or	any	other	disruption
of	the	confidentiality,	integrity	or	availability	of	our	data	or	our	customers’	data,	we	could	incur	significant	liability	to	various
parties,	including	our	customers	and	individuals	or	organizations	whose	information	is	stored	by	our	customers,	and	our
business,	reputation	or	competitive	position	may	be	harmed.	Techniques	used	to	obtain	unauthorized	access	to,	or	to	sabotage,
systems	or	networks,	are	constantly	evolving	and	generally	are	not	recognized	until	launched	against	a	target.	Therefore,	we
may	be	unable	to	anticipate	these	techniques,	react	in	a	timely	manner,	or	implement	adequate	preventive	measures,	and	we	may
face	delays	in	our	detection	or	remediation	of,	or	other	responses	to,	security	breaches	and	other	security-	related	incidents	or
vulnerabilities.	We	have	observed	increased	level	of	sophistication	in	the	types	of	techniques,	including	social	engineering
techniques,	that	malicious	third	parties	may	use	in	an	attempt	to	gain	access	to	our	or	our	users’	data.	Due	to	political	uncertainty
the	Hamas-	Israel	and	military	actions	associated	with	Russia	-	’	s	invasion	of	Ukraine	conflicts,	or	other	areas	of	geopolitical
tension	around	the	world	,	we	and	the	third	parties	on	which	we	rely	are	vulnerable	to	a	heightened	risk	of	cybersecurity
attacks,	social	engineering	attacks,	viruses,	malware,	ransomware,	hacking	or	similar	breaches	and	incidents	from	nation-	state
and	affiliated	actors,	including	attacks	that	could	materially	disrupt	our	supply	chain	and	our	systems,	operations	and	platform.
Additionally,	many	of	our	personnel	and	personnel	of	the	third	parties	on	which	we	rely	work	remotely	at	least	part	of	the	time,
which	imposes	additional	risks	to	our	business,	including	increased	risk	of	industrial	espionage,	theft	of	assets,	phishing,	and
other	cybersecurity	attacks,	and	inadvertent	or	unauthorized	access	to	or	dissemination	of	sensitive,	proprietary,	or	confidential
information.	We	also	expect	to	incur	significant	costs	in	our	ongoing	efforts	to	detect	and	prevent	security	breaches	and	other
security-	related	incidents,	and	in	the	event	of	actual	or	perceived	security	breaches	or	other	security-	related	incidents.
Additionally,	our	service	providers	and	other	third	parties	on	which	we	rely	may	suffer,	or	be	perceived	to	suffer,	data	security
breaches	or	other	incidents	that	may	compromise	data	stored	or	processed	for	us	that	may	give	rise	to	any	of	the	foregoing.	Our
customer	contracts	often	include	(i)	specific	obligations	that	we	maintain	the	availability	of	the	customer’	s	data	through	our
service	and	that	we	secure	customer	content	against	unauthorized	access	or	loss,	and	(ii)	provisions	whereby	we	indemnify	our
customers	for	third-	party	claims	asserted	against	them	that	result	from	our	failure	to	maintain	the	availability	of	their	content	or
securing	the	same	from	unauthorized	access	or	loss.	While	our	customer	contracts	generally	contain	limitations	on	our	liability
in	connection	with	these	obligations	and	indemnities,	if	an	actual	or	perceived	security	breach	or	incident	occurs,	the	market
perception	of	the	effectiveness	of	our	security	measures	could	be	harmed,	we	could	be	subject	to	indemnity	or	damage	claims	in
certain	customer	contracts,	and	we	could	lose	future	sales	and	customers,	any	of	which	could	harm	our	business	and	operating
results.	Furthermore,	while	our	errors	and	omissions	insurance	policies	include	liability	coverage	for	certain	of	these	matters,	if
we	experience	a	security	breach	or	other	incident,	we	could	be	subject	to	indemnity	claims	or	other	damages	that	exceed	our
insurance	coverage.	We	also	cannot	be	certain	that	our	insurance	coverage	will	be	adequate	for	data	handling	or	data	security
liabilities	actually	incurred,	that	insurance	will	continue	to	be	available	to	us	on	economically	reasonable	terms,	or	at	all,	or	that



any	insurer	will	not	deny	coverage	as	to	any	future	claim.	The	successful	assertion	of	one	or	more	large	claims	against	us	that
exceed	available	insurance	coverage,	or	the	occurrence	of	changes	in	our	insurance	policies,	including	premium	increases	or	the
imposition	of	large	deductible	or	co-	insurance	requirements,	could	have	a	material	adverse	effect	on	our	business,	including	our
financial	condition,	operating	results,	and	reputation.	Privacy	concerns	and	laws	or	other	regulations	may	reduce	the
effectiveness	of	our	services	and	harm	our	business.	Users	can	use	our	services	to	store	identifying	information	or	information
that	otherwise	is	considered	personal	information.	Federal,	state	and	foreign	government	bodies	and	agencies	have	adopted	or
are	considering	adopting	laws	and	regulations	regarding	the	collection,	use	and	disclosure	of	personal	information	obtained	from
consumers,	businesses	and	other	individuals	and	entities.	Data	protection,	privacy,	consumer	protection,	cybersecurity	and	other
laws	and	regulations,	particularly	in	Europe,	are	often	more	restrictive	than	those	in	the	United	States.	The	costs	of	compliance
with,	and	other	burdens	imposed	by,	such	laws,	policies	and	regulations	that	apply	to	our	business	or	our	customers’	businesses
may	limit	the	use	and	adoption	of	our	services	and	reduce	overall	demand	for	them.	These	laws	and	regulations,	which	may	be
enforceable	by	private	parties	and	/	or	governmental	entities,	are	constantly	evolving	and	can	be	subject	to	significant	change.	A
number	of	new	laws	coming	into	effect	and	/	or	proposals	pending	before	federal,	state	and	foreign	legislative	and	regulatory
bodies	could	affect	our	business.	For	example,	the	European	Commission	enacted	the	Union’	s	General	Data	Protection
Regulation	(GDPR),	which	imposed	imposes	significant	obligations	on	companies	regarding	the	handling	of	personal	data	and
penalties	for	noncompliance	of	up	to	the	greater	of	20	million	Euros	or	four	percent	of	a	company’	s	global	revenue.	Further,
local	data	protection	authorities	in	Europe	may	adopt	regulations	and	/	or	guidance	more	stringent	than	the	GDPR,	which	may
impose	additional	compliance	costs	or	other	burdens	that	impact	our	business.	In	2020,	the	Court	of	Justice	of	the	European
Union	(CJEU)	invalidated	the	EU-	US	U.	S.	Privacy	Shield	framework,	and	imposed	additional	obligations	on	companies	when
relying	on	model	contractual	clauses	approved	by	the	European	Commission	(EC)	to	transfer	personal	data	from	the	EU	to	the
U.	S.	On	September	8,	2020,	the	Swiss	Federal	Data	Protection	and	Information	Commissioner	invalidated	the	Swiss-	U.	S.
Privacy	Shield	in	light	of	the	CJEU’	s	decision.	These	developments	or	other	developments	relating	to	cross-	border	data
transfer	may	result	in	the	EC,	European	Data	Protection	board	Board	and	/	or	other	regulators	applying	differing	standards	for,
and	requiring	ad	hoc	verification	of,	transfers	of	personal	data	from	the	European	Economic	Area	(EEA),	Switzerland,	or	the
United	Kingdom	(UK)	to	the	U.	S.	For	example,	on	June	4,	2021,	the	EC	published	new	standard	contractual	clauses	(SCCs)
that	were	required	to	be	implemented	by	companies	relying	on	the	SCCs	as	a	basis	for	cross-	border	transfers	of	personal	data	by
December	27,	2022.	These	or	other	developments	relating	to	cross-	border	data	transfer	required	us	to	issue	additional	policies,
update	our	data	transfer	agreements	with	applicable	customers	and	third	-	party	service	providers	and	assess	our	practices.	This
CJEU	decision	that	invalidated	the	EU-	US	U.	S.	Privacy	Shield	framework	and	/	or	other	legal	challenges	relating	to	cross-
border	data	transfers	may	serve	as	a	basis	for	challenges	to	our	personal	data	handling	practices,	or	those	of	our	customers,	and
may	otherwise	adversely	impact	our	business,	financial	condition	and	operating	results.	Moreover,	while	Executive	Order	14086
on	European	governments	and	the	U.	S.	government	have	cooperated	to	adopt	the	EU-	US	U.	S.	Data	Privacy	Framework
issued	on	October	7	,	2022	UK-	U.	S.	Data	Bridge	and	Swiss-	U.	S.	Framework	(together,	the	“	Data	Privacy	Framework
”)	replacing	the	EU-	U.	S.	Privacy	Shield	Framework.	While	the	Data	Privacy	Framework	could	benefit	the	industry	as	a
whole	and	our	company	directly	,	it	and	we	presently	maintain	self-	certification	under	the	Data	Privacy	Framework,
maintaining	compliance	with	the	Data	Privacy	Framework	could	also	result	in	additional	costs	to	ensure	compliance	with	.
The	EU-	U.	S.	Data	Privacy	Framework	also	already	has	faced	legal	challenges,	and	more	generally,	the	new	agreement
should	the	EC	approve	its	adoption	Data	Privacy	Framework	may	be	subject	to	future	reviews,	and	subject	to	suspension,
amendment,	repeal,	or	limitations	.	Brexit	has	created	uncertainty	around	data	protection	issues	and	could	lead	to	further
legislative	and	regulatory	changes.	For	example,	the	UK	Data	Protection	Act	of	2018	substantially	mirrors	the	EU	GDPR	in	the
UK	and	was	the	subject	of	statutory	amendments	that	further	aligned	it	with	the	GDPR	in	2019.	In	June	2021,	the	EC	announced
a	decision	that	the	UK	is	an	“	adequate	country	”	to	which	personal	data	could	be	exported	from	the	EEA,	but	this	decision	must
be	renewed	and	may	face	challenges	in	the	future,	creating	uncertainty	regarding	transfers	of	personal	data	to	the	UK	from	the
EEA.	It	remains	unclear	how	UK	data	protection	laws	or	regulations	will	develop,	and	how	data	transfers	to	and	from	the	UK
United	Kingdom	will	be	regulated,	over	time.	In	2022,	the	Information	Commissioner’	s	Office	(ICO)	issued	the	UK	SCCs	as	a
valid	data	transfer	mechanism	for	cross	border	data	transfers	from	the	UK	to	third	countries	that	are	required	to	be	.	While	the
ICO	adopted	a	transition	period	for	implementing	implemented	by	companies	relying	on	the	UK	SCCs	and	we	have	updated
our	as	a	basis	for	cross-	border	transfers	of	personal	data	transfer	agreements	accordingly	by	March	21	,	2024.	additional
Additional	or	modified	guidance	regarding,	or	changes	to	,	UK	cross	border	data	transfers	and	/	or	overall	UK	data	protection
laws	and	/	or	guidance	could	occur,	which	may	require	us	to	change	our	policies,	practices	and	engage	in	additional	contractual
negotiations.	Such	legislative	and	regulatory	changes	may	result	in	increased	costs	of	compliance	and	limitations	on	our
customers	and	us.	In	2018,	the	State	of	California	enacted	the	California	Consumer	Privacy	Act	(CCPA),	which	became
operative	on	January	1,	2020.	The	CCPA	requires	covered	companies	to,	among	other	things,	provide	new	disclosures	to
California	consumers	and	afford	such	consumers	new	abilities	to	opt-	out	of	certain	sales	of	personal	information.	Additionally,
the	California	Privacy	Rights	Act	(CPRA)	was	approved	by	California	voters	in	November	2020	and	amended	and	expanded
the	CCPA.	The	CPRA’	s	substantive	provisions	became	effective	on	January	1,	2023,	and	the	newly	formed	California	Privacy
Protection	Agency	began	its	rulemaking	process	to	adopt	proposed	regulations	.	,	With	with	a	July	those	regulations	adopted
on	March	29,	2023	.	Our	CPRA	compliance	enforcement	date	and	pending	finalized	regulations,	our	readiness	efforts	are
subject	to	change	and	may	result	in	continued	uncertainty	and	require	additional	costs	and	expenses	to	ensure	readiness,
compliance	and	decrease	risks.	Further,	other	states	have	been	considering,	and	in	some	cases	enacting,	laws	relating	to
privacy	and	cybersecurity,	many	of	which	are	comprehensive	privacy	statutes	imposing	obligations	similar	to	the	CCPA
and	CPRA.	For	example,	Virginia,	Colorado,	Connecticut,	and	Utah	enacted	such	legislation	that	became	effective	in
2023,	and	Delaware,	Tennessee,	Iowa,	Indiana,	Montana,	Florida,	Oregon,	Texas,	New	Hampshire,	and	New	Jersey	have



enacted	privacy	laws	that	become	effective	between	2024	have	been	enacted	in	Virginia,	Colorado,	Connecticut	and	2026.	In
addition	Utah	and	finalized	guidance	is	pending	,	which	Pennsylvania,	Massachusetts,	and	North	Carolina,	amongst	other
U.	S.	states,	are	anticipated	to	follow	suit.	Efforts	to	comply	with	these	laws	and	related	fluctuations	in	laws	relating	to
privacy	and	cybersecurity	at	the	federal,	state	and	local	levels	may	impact	readiness	and	compliance,	along	with	the
potential	to	incur	additional	costs.	We	cannot	fully	predict	the	impact	of	these	laws	and	other	proposed	federal	and	state	laws
relating	to	privacy	laws	and	cybersecurity	on	our	business	or	operations,	but	they	may	require	us	to	modify	our	data
processing	practices	and	policies	and	incur	substantial	costs	and	expenses	in	an	effort	to	comply.	In	addition,	some	countries	,
such	as	member	states	of	the	European	Economic	Area	(	EEA	)	are	considering	or	have	enacted	legislation	requiring	storage
localization	and	/	or	the	processing	of	more	regulated	types	of	data	in	region,	along	with	other	limitations	that	could	impact	U.
S.	technology	companies	(e.	g.,	cloud	service	providers)	and	more	specifically,	Box.	If	we	are	unable	to	develop	and	offer
services	that	meet	these	obligations	or	help	our	customers	meet	their	requirements	under	the	laws,	regulations,	case	law	or
guidance	issued	relating	to	privacy,	data	protection,	or	information	security,	we	may	become	unable	to	provide	services	in	these
regions	and	/	or	be	subject	to	significant	fines	and	penalties,	which	would	harm	our	business.	We	also	expect	laws,	regulations,
industry	standards	and	other	obligations	worldwide	relating	to	privacy,	data	protection,	ransomware	and	cybersecurity	to
continue	to	evolve,	and	that	there	will	continue	to	be	new,	modified,	and	re-	interpreted	laws,	regulations,	standards,	and	other
obligations	in	these	areas.	We	cannot	yet	determine	the	impact	such	future	laws,	regulations	and	standards,	or	amendments	to	or
re-	interpretations	of,	existing	laws	and	regulations,	industry	standards,	or	other	obligations	may	have	on	us	or	our	business.
Moreover,	these	existing	and	proposed	laws,	regulations,	standards,	and	other	actual	or	asserted	obligations	can	be	difficult	and
costly	to	comply	with,	delay	or	impede	the	development	or	adoption	of	our	products	and	services,	reduce	the	overall	demand	for
our	products	and	services,	increase	our	operating	costs,	require	modifications	to	our	policies,	practices,	or	products	or	services,
require	significant	management	time	and	attention,	and	slow	the	pace	at	which	we	close	(or	prevent	us	from	closing)	sales
transactions.	Additionally,	any	actual	or	alleged	noncompliance	with	these	laws,	regulations,	standards,	or	other	actual	or
asserted	obligations	could	result	in	negative	publicity	and	subject	us	to	investigations	and	other	proceedings	by	regulatory
authorities,	claims,	demands,	and	litigation	by	private	entities,	or	other	requested	remedies	or	demands,	including	demands	that
we	modify	or	cease	existing	business	practices,	and	expose	us	to	significant	fines,	penalties	and	other	damages	and	liabilities.	In
addition	to	the	possibility	of	fines,	proceedings,	demands,	claims,	and	litigation,	we	may	find	it	necessary	or	appropriate	to
fundamentally	change	our	business	activities	and	practices,	including	the	establishment	of	in-	region	data	storage	or	other	data
processing	operations,	or	modify	or	cease	offering	certain	products	or	services,	any	of	which	could	have	an	adverse	effect	on	our
business.	We	may	be	unable	to	make	such	changes	and	modifications	in	a	commercially	reasonable	manner	or	at	all,	and	our
ability	to	develop	new	offerings	and	features	could	be	limited.	Furthermore,	government	agencies	may	seek	to	access	sensitive
information	that	our	users	upload	to	Box,	or	restrict	users’	access	to	Box.	Laws	and	regulations	relating	to	government	access
and	restrictions	are	evolving,	and	compliance	with	such	laws	and	regulations	could	limit	adoption	of	our	services	by	users	and
create	burdens	on	our	business.	Moreover,	regulatory	investigations	into,	or	other	proceedings	by	regulators	or	private	entities
involving,	our	compliance	with	privacy-	related	laws	and	regulations	could	increase	our	costs	and	divert	management	attention.
If	we	are	not	able	to	satisfy	data	protection,	security,	privacy,	and	other	government-	and	industry-	specific	requirements,	our
growth	could	be	significantly	harmed.	There	are	a	number	of	data	protection,	security,	privacy	and	other	government-	and
industry-	specific	requirements,	including	those	that	require	companies	to	notify	individuals	of	data	security	incidents	involving
certain	types	of	personal	data.	Security	compromises	experienced	by	our	competitors,	by	our	customers	or	by	us	may	lead	to
public	disclosures,	which	could	harm	our	reputation,	erode	customer	confidence	in	the	effectiveness	of	our	security	measures,
negatively	impact	our	ability	to	attract	new	customers,	or	cause	existing	customers	to	elect	not	to	renew	their	agreements	with
us.	Our	customers	also	expect,	and	in	some	instances	require,	us	to	meet	voluntary	certifications	or	adhere	to	guidelines	or
standards	established	by	third	parties,	to	offer	particular	controls,	or	otherwise	support	customer-	specific	requirements.
Although	we	currently	have	certain	certifications	such	as	AICPA	SOC	1,	2	and	3	reports,	and	ISO	/	IEC	27001,	27017,	27018,
and	27701	we	may	not	be	successful	in	continuing	to	maintain	these	certifications	or	in	obtaining	other	certifications	or
otherwise	being	able	to	adhere	to	or	comply	with	all	customer	requirements.	In	addition,	some	of	the	industries	and	/	or	regions
that	we	serve	have	specific	requirements	relating	to	security	and	regulatory	standards,	such	as	GxP,	FedRAMP	and	StateRAMP,
and	those	required	by	HIPAA,	FINRA,	HITECH	Act,	the	Data	Privacy	Framework	and	Asia-	Pacific	Economic	Cooperation
Privacy	Recognition	for	Processors	and	Cross	Border	Privacy	Rules.	As	we	expand	into	new	industries	and	regions,	we	will
likely	need	to	comply	with	these	and	other	new	requirements	to	compete	effectively.	We	may	not	always	be	able	to	support	or
comply	with	all	of	these	customer	requirements.	If	we	cannot	adequately	comply	with	these	requirements,	our	growth	could	be
adversely	impacted,	we	may	face	a	loss	of	customers	or	difficulty	attracting	new	customers	in	impacted	industries,	and	we	could
incur	significant	liability	and	our	reputation	and	business	could	be	significantly	harmed	.	In	addition,	as	regulations	in	the	EU
and	the	UK	continue	to	shift,	it	could	impact	our	ability	to	comply	with	and	maintain	EU	and	UK	Processor	and
Controller	Binding	Corporate	Rules	.	Risks	Related	to	Our	Technical	Operations	Infrastructure	and	Dependence	on	Third
Parties	If	we	are	unable	to	ensure	that	our	solutions	interoperate	with	operating	systems	and	,	software	applications	and
technologies	developed	by	others,	our	service	may	become	less	competitive,	and	our	operating	results	may	be	harmed.	We	offer
our	services	across	a	variety	of	operating	systems	and	through	the	internet.	We	are	dependent	on	the	interoperability	of	our
platform	with	third-	party	mobile	devices,	tablets,	desktop	and	mobile	operating	systems,	as	well	as	web	browsers	that	we	do	not
control.	Any	changes	in	such	systems,	devices	or	web	browsers	that	degrade	the	functionality	of	our	services	or	give	preferential
treatment	to	competitive	services	could	adversely	affect	usage	of	our	services	and	our	ability	to	deliver	high	quality	services.	We
may	not	succeed	in	developing	relationships	with	key	participants	in	the	mobile	industry	or	in	developing	services	that	operate
effectively	with	these	operating	systems,	networks,	infrastructure,	devices,	web	browsers	and	standards.	In	the	event	that	our
users	experience	difficulty	accessing	and	using	our	services,	our	user	growth	may	be	harmed,	and	our	business	and	operating



results	could	be	adversely	affected.	If	we	fail	to	effectively	manage	our	technical	operations	infrastructure,	our	customers	may
experience	service	outages	and	delays	in	the	deployment	of	our	services,	which	may	adversely	affect	our	business.	We	have
experienced	significant	growth	in	the	number	of	users	and	the	amount	of	data	that	our	operations	infrastructure	supports.	We
seek	to	maintain	sufficient	excess	capacity	in	our	operations	infrastructure	to	meet	our	customers’	needs.	We	also	seek	to
maintain	excess	capacity	to	facilitate	the	rapid	provisioning	of	new	customer	deployments	and	the	expansion	of	existing
customer	deployments.	In	addition,	we	need	to	properly	manage	our	technological	operations	infrastructure	in	order	to	support
version	control,	changes	in	hardware	and	software	parameters	and	the	evolution	of	our	services.	However,	the	provision	of	new
hosting	infrastructure	requires	significant	lead-	time.	We	have	experienced,	and	may	in	the	future	experience,	website
disruptions,	incidents	of	data	corruption	and	loss,	service	outages	and	other	performance	problems.	These	problems	may	be
caused	by	a	variety	of	factors,	including	infrastructure	changes,	changes	to	our	core	services	architecture,	changes	to	our
infrastructure	necessitated	by	legal	and	compliance	requirements	governing	the	storage	and	transmission	of	data,	human	or
software	errors,	viruses,	security	attacks,	fraud,	spikes	in	customer	usage,	primary	and	redundant	hardware	or	connectivity
failures,	dependent	data	center	and	other	service	provider	failures	and	denial	of	service	issues.	Additionally,	our	ability	to
properly	manage	our	technical	operations	infrastructure	depends	on	the	reliability	of	the	global	supply	chain	for	hardware,
network,	and	platform	infrastructure	equipment.	Significant	and	unforeseen	disruptions	to	the	supply	chain	may	impede	our
ability	to	meet	our	infrastructure	capacity	requirements.	In	some	instances,	we	may	not	be	able	to	identify	the	cause	or	causes	of
these	performance	problems	within	an	acceptable	period	of	time,	which	may	harm	our	reputation	and	operating	results.
Furthermore,	if	we	encounter	any	of	these	problems	in	the	future,	our	customers	may	lose	access	to	important	data	or	experience
data	corruption	or	service	outages	that	may	subject	us	to	financial	penalties,	other	liabilities	and	customer	losses.	If	our
operations	infrastructure	fails	to	keep	pace	with	increased	sales,	customers	may	experience	delays	as	we	seek	to	obtain
additional	capacity,	which	could	adversely	affect	our	reputation	and	our	business.	Further,	as	we	decommission	on-	premise
infrastructure	hosted	in	data	centers,	our	sale	of	data	center	equipment	could	occur	over	a	period	longer	than	planned
and	result	in	lower	than	expected	sale	proceeds.	Interruptions	or	delays	in	service	from	our	third-	party	data	center	hosting
facilities	and	cloud	computing	and	hosting	providers	could	impair	the	delivery	of	our	services	and	harm	our	business.	We
currently	store	and	process	our	customers’	information	within	multiple	third-	party	data	center	hosting	facilities	located	in
Nevada	and,	increasingly,	in	third-	party	cloud	computing	and	hosting	providers	could	impair	the	delivery	of	our	services
and	harm	our	business.	We	currently	store	and	process	our	customers’	information	in	third-	party	cloud	computing	and
hosting	facilities	inside	and	outside	of	the	United	States.	As	we	continue	to	have	recently	migrate	migrated	more	of	our
storage	and	processing	operations	to	cloud	computing	and	hosting	facilities	operated	by	third	parties,	our	service	will	has
become	more	susceptible	to	interruptions	or	delays	that	are	out	of	our	direct	control.	These	third	parties	are	vulnerable	to
operational	and	technological	disruptions,	including	from	cyber-	attacks	and	security	breaches	and	incidents,	which	may
negatively	impact	our	ability	to	provide	services	to	our	customers	and	operate	our	business.	Similarly,	as	part	of	our	disaster
recovery	arrangements,	our	production	environment	and	metadata	related	to	our	customers’	data	is	currently	replicated	in	near
real	time	in	facilities	located	in	Nevada.	In	addition,	all	of	our	customers’	data	is	typically	replicated	on	third-	party	storage
platforms	located	inside	and	outside	of	the	United	States.	These	facilities	may	be	located	in	areas	prone	to	natural	disasters	and
may	experience	events	such	as	earthquakes,	floods,	fires,	power	loss,	telecommunications	failures	and	similar	events.	They	may
also	be	subject	to	break-	ins,	sabotage,	intentional	acts	of	vandalism,	cyber-	attacks	and	similar	misconduct,	including	by	state-
sponsored	or	otherwise	well-	funded	actors.	Any	damage	to,	or	failure	of,	our	systems	generally,	or	those	of	the	third-	party
cloud	computing	and	hosting	providers,	could	result	in	interruptions	in	our	service,	which	may	reduce	our	revenue,	cause	us	to
issue	credits	or	pay	penalties,	cause	customers	to	terminate	their	subscriptions	and	adversely	affect	our	renewal	rate	and	our
ability	to	attract	new	customers.	We	may	only	have	limited	remedies	against	third-	party	providers	in	the	event	of	any	service
disruptions.	In	addition,	we	may	not	have	adequate	insurance	coverage	to	compensate	for	losses	from	a	major	interruption.	Our
business	will	also	be	harmed	if	our	customers	and	potential	customers	believe	our	service	is	unreliable.	Despite	precautions
taken	at	our	by	these	third-	party	providers	data	center	hosting	facilities	,	the	occurrence	of	disasters,	security	issues	(including
an	act	of	terrorism	or	an	armed	conflict),	certain	geopolitical	events,	labor	or	trade	disputes,	or	pandemics	(such	as	COVID-	19)	,
could	lead	to	a	decision	to	close	the	facilities	without	adequate	notice	or	other	unanticipated	problems	that	result	in	lengthy
interruptions	in	our	service	or	cause	us	to	not	comply	with	certification	requirements.	Even	with	the	disaster	recovery
arrangements,	we	have	never	performed	a	full	live	failover	of	our	services	and,	in	an	actual	disaster,	we	could	learn	our	recovery
arrangements	are	not	sufficient	to	address	all	possible	scenarios	and	our	service	could	be	interrupted	for	a	longer	period	than
expected.	We	have	encountered	issues	in	the	past	that	have	caused	Box	services	to	be	temporarily	unavailable	that	resulted	in
our	issuing	service	credits	to	some	of	our	customers	,	and	we	cannot	assure	you	that	we	will	not	experience	interruptions	or
delays	in	our	service	in	the	future.	If	third	parties	are	unable	to	perform	services	for	us	because	of	service	interruptions	or
extended	outages,	or	because	those	services	are	no	longer	available	on	commercially	reasonable	terms,	our	expenses	could
increase	and	our	customers’	use	of	our	products	could	be	impaired	until	equivalent	services,	if	available,	are	identified,	obtained
and	implemented,	all	of	which	could	adversely	affect	our	business	.	Moreover,	we	are	currently	executing	on	a	long-	term
strategy	to	transition	to	third-	party	cloud	computing	and	hosting	providers	and	decommission	on-	premise	infrastructure	hosted
in	data	centers.	As	we	migrate	from	data	centers	we	currently	operate	to	third-	party	cloud	computing	and	hosting	providers,	we
are	moving	and	transferring	our	data	and	our	customers'	data.	Despite	precautions	taken	during	any	of	these	data	center	moves
and	data	transfers,	any	unsuccessful	data	transfers	may	impair	the	delivery	of	our	service	and	materially	and	adversely	disrupt
our	operations	and	our	service	delivery	to	our	customers,	which	could	result	in	contractual	penalties	or	damage	claims	from
customers.	In	addition,	changes	to	our	data	center	infrastructure	could	occur	over	a	period	longer	than	planned,	require	greater
than	expected	investment	and	other	internal	and	external	resources,	and	cause	us	to	incur	increased	costs	as	we	operate	multiple
data	center	facilities	while	we	increase	our	third-	party	cloud	computing	capacity.	For	example,	we	expect	our	cost	of	revenue	to



increase	in	absolute	dollars	and	as	a	percentage	of	revenue	in	the	first	half	of	fiscal	year	2024	due	to	redundant	public	cloud	and
data	center	expenses	as	we	execute	on	our	migration	to	the	pubic	cloud	from	colocated	data	centers.	It	may	also	take	longer	than
expected	to	realize	the	intended	benefits	from	any	data	center	infrastructure	migrations	and	improvements,	and	disruptions	or
unexpected	costs	may	continue	to	occur	while	we	enhance	our	data	center	infrastructure	.	Our	services	are	becoming
increasingly	mission-	critical	for	our	customers	and	if	these	services	fail	to	perform	properly	or	if	we	are	unable	to	scale	our
services	to	meet	our	customers’	needs,	our	reputation	could	be	adversely	affected,	our	market	share	could	decline	and	we	could
be	subject	to	liability	claims.	Our	services	are	becoming	increasingly	mission-	critical	to	our	customers’	business	operations,	as
well	as	their	ability	to	comply	with	legal	requirements,	regulations,	and	standards	such	as	GxP,	FINRA,	HIPAA,	FedRAMP	and
StateRAMP.	These	services	and	offerings	are	inherently	complex	and	may	contain	material	defects	or	errors	that	could	cause
interruptions	in	the	availability	of	our	services,	as	well	as	user	error,	which	could	result	in	loss	or	delayed	market	acceptance	and
sales,	breach	of	contract	or	warranty	claims,	issuance	of	sales	credits	or	refunds	for	prepaid	amounts	related	to	unused
subscription	services,	loss	of	customers,	diversion	of	development	and	customer	service	resources,	and	harm	to	our	reputation.
The	costs	incurred	in	correcting	any	material	defects	or	errors	might	be	substantial	and	could	adversely	affect	our	operating
results.	Further,	our	errors	and	omissions	insurance	may	be	inadequate	or	may	not	be	available	in	the	future	on	acceptable	terms,
or	at	all.	In	addition,	our	insurance	may	not	cover	all	claims	made	against	us	and	defending	a	lawsuit,	regardless	of	its	merit,
could	be	costly	and	divert	management’	s	attention.	Because	of	the	large	amount	of	data	that	we	collect	and	manage,	it	is
possible	that	hardware	failures,	software	errors,	errors	in	our	systems,	or	by	third-	party	service	providers,	user	errors,	or	internet
outages	could	result	in	significant	data	loss	or	corruption.	Furthermore,	the	availability	or	performance	of	our	services	could	be
adversely	affected	by	a	number	of	factors,	including	customers’	inability	to	access	the	internet,	the	failure	of	our	network	or
software	systems,	security	breaches	or	variability	in	customer	traffic	for	our	services.	We	have	been,	and	in	the	future	may	be,
required	to	issue	credits	or	refunds	for	prepaid	amounts	related	to	unused	services	or	otherwise	be	liable	to	our	customers	for
damages	they	may	incur	resulting	from	some	of	these	events.	Furthermore,	we	will	need	to	ensure	that	our	services	can	scale	to
meet	the	needs	of	our	customers,	particularly	as	we	continue	to	focus	on	larger	enterprise	customers.	If	we	are	not	able	to
provide	our	services	at	the	scale	required	by	our	customers,	potential	customers	may	not	adopt	our	solution	and	existing
customers	may	not	renew	their	agreements	with	us.	We	rely	on	third	parties	for	certain	financial	and	operational	services
essential	to	our	ability	to	manage	our	business.	A	failure	or	disruption	in	these	services	could	materially	and	adversely	affect	our
ability	to	manage	our	business	effectively.	We	rely	on	third	parties	for	certain	essential	financial	and	operational	services.	We
receive	many	of	these	services	on	a	subscription	basis	from	various	software-	as-	a-	service	companies	that	are	smaller	and	have
shorter	operating	histories	than	traditional	software	vendors.	Moreover,	these	vendors	provide	their	services	to	us	via	a	cloud-
based	model	instead	of	software	that	is	installed	on	our	premises.	We	depend	upon	these	vendors	to	provide	us	with	services	that
are	always	available	and	are	free	of	errors	or	defects	that	could	cause	disruptions	in	our	business	processes,	and	any	failure	by
these	vendors	to	do	so,	or	any	disruptions	in	networks	or	the	availability	of	the	internet,	would	adversely	affect	our	ability	to
operate	and	manage	our	operations.	We	employ	third-	party	software	for	use	in	or	with	our	services,	and	the	inability	to	maintain
licenses	to	this	software,	or	errors	in	the	software,	could	result	in	increased	costs,	or	reduced	service	levels,	which	would
adversely	affect	our	business.	Our	services	incorporate	certain	third-	party	software	obtained	under	open	source	licenses	or
licenses	from	other	companies.	We	anticipate	that	we	will	continue	to	rely	on	such	third-	party	software	and	development	tools
in	the	future.	Although	we	believe	that	there	are	commercially	reasonable	alternatives	to	the	third-	party	software	we	currently
license,	this	may	not	always	be	the	case,	or	it	may	be	difficult	or	costly	to	replace.	In	addition,	integration	of	the	software	used	in
our	services	with	new	third-	party	software	may	require	significant	work	and	require	substantial	investment	of	our	time	and
resources.	Also,	to	the	extent	that	our	services	depend	upon	the	successful	operation	of	third-	party	software	in	conjunction	with
our	software,	any	undetected	errors	or	defects	in	this	third-	party	software	could	prevent	the	deployment	or	impair	the
functionality	of	our	services,	delay	the	introduction	of	new	services,	result	in	a	failure	of	our	services,	and	injure	our	reputation.
Our	use	of	additional	or	alternative	third-	party	software	would	require	us	to	enter	into	additional	license	agreements	with	third
parties.	If	we	are	unable	to	maintain	licenses	to	software	necessary	to	operate	our	business,	or	if	third-	party	software	that	we
use	contains	errors	or	defects,	our	costs	may	increase,	or	the	services	we	provide	may	be	harmed,	which	would	adversely	affect
our	business.	In	order	to	grow	our	business,	we	anticipate	that	we	will	continue	to	depend	on	our	relationships	with	third	parties,
such	as	alliance	partners,	resellers,	distributors,	system	integrators	and	developers.	For	example,	we	have	entered	into
agreements	with	partners	such	as	Adobe,	Apple,	Cisco,	Cloudfare	Cloudflare	,	Google,	IBM,	Macnica	Networks,	Microsoft,
Mitsui	Knowledge	Industry,	Okta,	Oracle-	Netsuite,	Palo	Alto	Networks,	Salesforce,	ServiceNow,	Slack	,	USDM	and	Zoom	to
market,	resell,	integrate	with	or	endorse	our	services.	Identifying	partners	and	resellers,	and	negotiating	and	documenting
relationships	with	them,	requires	significant	time	and	resources.	We	also	depend	on	our	ecosystem	of	system	integrators,
partners	and	developers	to	create	applications	that	will	integrate	with	our	platform	or	permit	us	to	integrate	with	their	product
offerings.	This	presents	certain	risks	to	our	business,	including:	•	we	cannot	provide	any	assurance	that	these	third-	party
applications	and	products	meet	the	same	quality	standards	that	we	apply	to	our	own	development	efforts,	and	to	the	extent	that
they	contain	bugs	or	defects	or	otherwise	fail	to	perform	as	expected,	they	may	create	disruptions	in	our	customers’	use	of	our
services	or	negatively	affect	our	brand	and	reputation;	•	we	do	not	currently	provide	support	for	software	applications	developed
by	our	partner	ecosystem,	and	users	may	be	left	without	support	and	potentially	cease	using	our	services	if	these	system
integrators	and	developers	do	not	provide	adequate	support	for	their	applications;	•	we	cannot	provide	any	assurance	that	we
will	be	able	to	successfully	integrate	our	services	with	our	partners’	products	or	that	our	partners	will	continue	to	provide	us	the
right	to	do	so;	and	•	these	system	integrators,	partners	and	developers	may	not	possess	the	appropriate	intellectual	property
rights	to	develop	and	share	their	applications.	In	addition,	our	competitors	may	be	effective	in	providing	incentives	to	third
parties	to	favor	their	products	or	services,	or	to	prevent	or	reduce	subscriptions	to	our	services.	In	some	cases,	we	also	compete
directly	with	our	partners’	product	offerings,	and	if	these	partners	stop	reselling	or	endorsing	our	services	or	impede	our	ability



to	integrate	our	services	with	their	products,	our	business	and	operating	results	could	be	adversely	affected.	Moreover,
competitor	acquisitions	of	our	partners	could	result	in	a	decrease	in	the	number	of	current	and	potential	customers,	as	our
partners	may	no	longer	facilitate	the	adoption	of	our	services	by	potential	customers.	If	we	are	unsuccessful	in	establishing	or
maintaining	our	relationships	with	third	parties,	or	realizing	the	anticipated	benefits	from	such	partnerships,	our	ability	to
compete	in	the	marketplace	or	to	grow	our	revenue	could	be	impaired	and	our	operating	results	may	suffer.	Even	if	we	are
successful,	we	cannot	assure	you	that	these	relationships	will	result	in	increased	customer	usage	of	our	services	or	increased
revenue.	Our	business	is	subject	to	the	risks	of	natural	disasters,	pandemics	and	other	catastrophic	events	that	could	disrupt	our
business	operations	and	our	business	continuity	and	disaster	recovery	plans	may	not	adequately	protect	us	from	a	serious
disaster.	The	occurrence	of	any	catastrophic	event,	including	a	pandemic	(such	as	COVID-	19)	,	earthquake,	fire,	flood,	tsunami,
or	other	weather	event,	power	loss,	telecommunications	failure,	software	or	hardware	malfunctions,	cyber-	attack,	war,	or
terrorist	attack,	could	result	in	lengthy	interruptions	in	our	service.	Our	corporate	headquarters	is	located	in	the	San	Francisco
Bay	Area,	a	region	known	for	seismic	activity.	Our	insurance	coverage	may	not	compensate	us	for	losses	that	may	occur	in	the
event	of	an	earthquake	or	other	significant	natural	disaster.	In	addition,	pandemics,	acts	of	terrorism	or	war	could	cause
disruptions	to	the	internet	or	the	economy	as	a	whole,	which	could	have	a	significant	impact	on	our	business	and	operating
results.	If	our	or	our	partners’	business	continuity	and	disaster	recovery	arrangements	prove	to	be	inadequate,	our	services	could
be	interrupted.	Our	partners,	suppliers,	and	customers	are	also	subject	to	the	risk	of	catastrophic	events.	In	those	events,	our
ability	to	deliver	our	services	in	a	timely	manner,	as	well	as	the	demand	for	our	services,	may	be	adversely	impacted	by	factors
outside	our	control.	If	our	systems	were	to	fail	or	be	negatively	impacted	as	a	result	of	a	natural	disaster,	pandemic	or	other
catastrophic	event,	our	ability	to	deliver	our	services	to	our	customers	would	be	impaired,	we	could	lose	critical	data,	our
reputation	could	suffer	and	we	could	be	subject	to	contractual	penalties.	In	addition,	while	the	long-	term	effects	of	climate
change	on	the	global	economy	and	the	technology	industry	in	particular	are	unclear,	we	recognize	that	there	are	inherent	climate
related	risks	wherever	business	is	conducted.	Any	of	our	primary	locations	may	be	vulnerable	to	the	adverse	effects	of	climate
change.	For	example,	our	California	corporate	offices	have	historically	experienced,	and	are	projected	to	continue	to	experience,
physical	climate	change	risks,	including	drought	and	water	scarcity,	warmer	temperatures,	rising	sea	levels,	wildfires	and	air
quality	impacts	and	power	shut-	offs	associated	with	wildfire	prevention.	Climate-	related	events,	including	the	increasing
frequency	of	extreme	weather	events	and	their	impact	on	critical	infrastructure	in	the	United	States	and	elsewhere,	have	the
potential	to	disrupt	our	business,	our	third-	party	suppliers,	and	/	or	the	business	of	our	customers,	and	may	cause	us	to
experience	higher	attrition,	losses	and	additional	costs	to	maintain	and	resume	operations.	Transitional	climate	change	risks	may
subject	us	to	increased	regulations,	reporting	requirements,	standards,	or	expectations	regarding	the	environmental	impacts	of
our	business	and	untimely	or	inaccurate	disclosure	could	adversely	affect	our	reputation,	business	or	financial	performance.	If
we	overestimate	or	underestimate	our	data	center	cloud-	based	server	capacity	requirements,	our	operating	results	could	be
adversely	affected.	We	continuously	evaluate	our	short-	and	long-	term	data	center	cloud-	based	server	capacity	requirements
to	ensure	adequate	capacity	for	new	and	existing	customers	while	minimizing	unnecessary	excess	capacity	costs.	If	we
overestimate	the	demand	for	our	cloud	content	management	services	and	therefore	secure	excess	data	center	cloud-	based
server	capacity,	our	operating	margins	could	be	reduced.	If	we	underestimate	our	data	center	cloud-	based	server	capacity
requirements	or	if	we	are	unable	to	meet	our	contractual	minimum	commitments,	we	may	not	be	able	to	service	the	expanding
needs	of	customers	and	may	be	required	to	limit	new	customer	acquisition	or	provide	credits	or	refunds	to	existing	customers,
which	would	impair	our	revenue	growth	and	harm	our	operating	results.	We	outsource	a	substantial	majority	of	our	cloud
hosting	to	Google	Cloud	Platform	(GCP),	which	hosts	our	products	and	platform.	To	the	extent	we	do	not	effectively
address	capacity	constraints,	either	through	GCP	or	alternative	providers	of	cloud	hosting,	or	other	risks	are	realized
that	may	result	in	interruptions,	delays	and	outages	in	service	and	availability	of	our	products	and	/	or	services,	our
business	and	operating	results	may	be	adversely	affected.	Furthermore,	regardless	of	our	ability	to	appropriately	manage	our
data	center	cloud-	based	server	capacity	requirements,	only	a	small	percentage	of	our	customers	currently	use	Box	to	organize
all	of	their	internal	files,	and	an	increase	in	the	number	of	organizations,	in	particular	large	businesses	and	enterprises,	that	use
our	service	as	a	larger	component	of	their	content	storage	requirements,	could	result	in	lower	gross	and	operating	margins	or
otherwise	have	an	adverse	impact	on	our	financial	condition	and	operating	results.	Changes	in	laws	and	regulations	related	to	the
internet	or	changes	in	the	internet	infrastructure	itself,	or	disruption	in	access	to	the	internet	or	critical	services	on	which	the
internet	depends,	may	diminish	the	demand	for	our	services,	and	could	have	a	negative	impact	on	our	business.	The	future
success	of	our	business	depends	upon	the	continued	use	and	availability	of	the	internet	as	a	primary	medium	for	commerce,
communication	and	business	services.	Federal,	state	or	foreign	government	bodies	or	agencies	have	in	the	past	adopted,	and	may
in	the	future	adopt,	laws	or	regulations	affecting	the	use	of	the	internet	as	a	commercial	medium.	The	adoption	of	any	laws	or
regulations	that	adversely	affect	the	growth,	popularity	or	use	of	the	internet,	including	laws	or	practices	limiting	internet
neutrality,	could	decrease	the	demand	for,	or	the	usage	of,	our	services,	increase	our	cost	of	doing	business,	adversely	affect	our
operating	results,	and	require	us	to	modify	our	services	in	order	to	comply	with	these	changes.	In	addition,	government	agencies
or	private	organizations	may	begin	to	impose	taxes,	fees	or	other	charges	for	accessing	the	internet	or	commerce	conducted	via
the	internet.	These	laws	or	charges	could	limit	the	growth	of	internet-	related	commerce	or	communications	generally,	or	result
in	reductions	in	the	demand	for	internet-	based	services	such	as	ours.	In	addition,	the	use	of	the	internet	and,	in	particular,	the
cloud	as	a	business	tool	could	be	adversely	affected	due	to	delays	in	the	development	or	adoption	of	new	standards	and
protocols	to	handle	increased	demands	of	internet	activity,	security,	reliability,	cost,	ease	of	use,	accessibility,	and	quality	of
service.	The	performance	of	the	internet	and	its	acceptance	as	a	business	tool	have	been	adversely	affected	by	“	viruses,	”	“
worms,	”	“	denial	of	service	attacks	”	and	similar	malicious	activity.	The	internet	has	also	experienced	a	variety	of	outages,
disruptions	and	other	delays	as	a	result	of	this	malicious	activity	targeted	at	critical	internet	infrastructure.	These	service
disruptions	could	diminish	the	overall	attractiveness	to	existing	and	potential	customers	of	services	that	depend	on	the	internet



and	could	cause	demand	for	our	services	to	suffer.	Risks	Related	to	Employees	and	Managing	Our	Growth	We	depend	on	our
key	employees	and	other	highly	skilled	personnel	to	grow	and	operate	our	business,	and	if	we	are	unable	to	hire,	retain	and
motivate	our	personnel,	we	may	not	be	able	to	grow	effectively.	Our	future	success	depends	upon	our	continued	ability	to
identify,	hire,	develop,	motivate	and	retain	highly	skilled	personnel,	representing	diverse	backgrounds,	experiences,	and	skill
sets,	including	senior	management,	engineers,	designers,	product	managers,	sales	representatives,	and	customer	support
representatives.	Identifying,	recruiting,	training	and	integrating	qualified	individuals	will	require	significant	time,	expense	and
attention.	In	addition	to	hiring	new	employees,	we	must	continue	to	focus	on	retaining	our	best	employees,	and	fostering	a
diverse	and	inclusive	work	environment	that	enables	all	of	our	employees	to	prosper.	Competition	for	highly	skilled	personnel	is
intense,	particularly	in	the	San	Francisco	Bay	Area,	where	our	headquarters	is	located.	We	may	need	to	invest	significant
amounts	of	cash	and	equity	to	attract	new	employees	and	retain	existing	employees,	and	we	may	never	realize	returns	on	these
investments.	Moreover,	our	ability	to	attract	and	hire	personnel	may	be	materially	adversely	affected	by	changes	to	immigration
laws	or	the	availability	of	work	visas.	Furthermore,	as	some	of	our	employees	work	remotely	from	geographic	areas	across	the
globe	and	more	of	our	employees	work	remotely	on	a	permanent	basis,	we	may	need	to	reallocate	our	investment	of	resources
and	closely	monitor	a	variety	of	local	regulations	and	requirements,	and	we	may	experience	unpredictability	in	our	expenses	and
employee	work	culture.	If	we	are	not	able	to	effectively	add	and	retain	employees,	or	if	our	employees	do	not	perform	to	the
standards	we	expect	of	them,	our	ability	to	achieve	our	strategic	objectives	will	be	adversely	impacted,	and	our	business	will	be
harmed.	Our	success	is	also	dependent	upon	contributions	from	our	executive	officers	and	other	key	employees	and,	in
particular,	Aaron	Levie,	our	co-	founder	and	Chief	Executive	Officer.	In	addition,	occasionally,	There	there	may	be	changes	in
our	senior	management	team	that	could	disrupt	our	business.	For	example,	in	November	2023,	Olivia	Nottebohm	joined	us	as
our	Chief	Operating	Officer.	The	loss	of	one	or	more	of	our	executive	officers	or	key	employees,	or	the	failure	of	our	senior
management	team	to	work	together	effectively	and	execute	our	plans	and	strategies,	could	harm	our	business.	Failure	to
adequately	expand	and	optimize	our	direct	sales	force	and	successfully	maintain	our	online	sales	experience	could	impede	our
growth.	We	will	need	to	continue	to	optimize	our	sales	infrastructure	in	order	to	grow	our	customer	base	and	business.	As	a
result	of	weakened	economic	conditions	and	the	COVID-	19	pandemic	,	we	have	significantly	curtailed	our	employees’
business-	related	travel,	which	may	negatively	impact	our	ability	to	recruit	and	train	our	sales	force.	Our	business	may	be
adversely	affected	if	our	efforts	to	expand	and	train	our	direct	sales	force	do	not	generate	a	corresponding	increase	in	revenue.	If
we	are	unable	to	hire,	develop	and	retain	talented	sales	personnel	or	if	new	direct	sales	personnel	are	unable	to	achieve	desired
productivity	levels	in	a	reasonable	period	of	time,	we	may	not	realize	the	intended	benefits	of	this	investment	or	increase	our
revenue.	We	maintain	our	Box	website	to	efficiently	service	our	high	volume,	low	dollar	customer	transactions	and	certain
customer	inquiries.	Our	goal	is	to	continue	to	evolve	this	online	experience	so	it	effectively	serves	the	increasing	and	changing
needs	of	our	growing	customer	base.	If	we	are	unable	to	maintain	an	effective	online	solution	to	meet	the	future	needs	of	our
online	customers	and	to	eliminate	fraudulent	transactions	occurring	in	this	channel,	we	could	see	reduced	online	sales	volumes
as	well	as	a	decrease	in	our	sales	efficiency,	which	could	adversely	affect	our	results	of	operations.	Any	acquisitions	and
investments	we	make	could	disrupt	our	business	and	harm	our	financial	condition	and	operating	results.	We	have	acquired,	and
may	in	the	future	acquire,	other	companies,	employee	teams,	or	technologies	to	complement	or	expand	our	services	and	grow
our	business.	For	example,	in	December	2023,	we	acquired	Crooze	Corporation,	a	provider	of	no-	code	enterprise	content
management	applications	built	on	the	Box	platform.	We	may	not	be	able	to	successfully	complete	or	integrate	identified
acquisitions.	Moreover,	we	may	not	successfully	evaluate	or	utilize	the	acquired	technology	or	personnel,	or	accurately	forecast
the	financial	impact	of	an	acquisition.	The	risks	we	face	in	connection	with	acquisitions	include:	•	diversion	of	management
time	and	focus	from	operating	our	business	to	addressing	acquisition	integration	challenges;	•	coordination	of	research	and
development	and	sales	and	marketing	functions;	•	retention	of	key	employees	from	the	acquired	company;	•	cultural	challenges
associated	with	integrating	employees	from	the	acquired	company	into	our	organization;	•	integration	of	the	acquired	company’
s	technology	and	products	into	our	business,	particularly	if	the	acquired	company’	s	software	and	services	are	not	easily	adapted
to	work	with	our	products;	•	integration	of	the	acquired	company’	s	accounting,	management	information,	human	resources	and
other	administrative	systems,	as	well	as	the	acquired	operations,	and	any	unanticipated	expenses	related	to	such	integration;	•
the	need	to	implement	or	improve	controls,	procedures,	and	policies	at	a	business	that	prior	to	the	acquisition	may	have	lacked
effective	controls,	procedures	and	policies;	•	liability	for	activities	of	the	acquired	company	before	the	acquisition,	including
intellectual	property	infringement	claims,	violations	of	laws,	commercial	disputes,	tax	liabilities	and	other	known	and	unknown
liabilities;	•	completing	the	transaction	and	achieving	the	anticipated	benefits	of	the	acquisition	within	the	expected	timeframe
or	at	all;	•	unanticipated	write-	offs,	expenses,	charges	or	risks	associated	with	the	transaction;	•	litigation	or	other	claims	in
connection	with	the	acquired	company,	including	claims	from	terminated	employees,	customers,	former	stockholders	or	other
third	parties,	which	may	differ	from	or	be	more	significant	than	the	risks	our	business	faces;	and	•	acquisitions	could	result	in
dilutive	issuances	of	equity	securities	or	the	incurrence	of	debt.	Our	failure	to	address	these	risks	or	other	problems	encountered
in	connection	with	our	past	or	future	acquisitions	and	investments	could	cause	us	to	fail	to	realize	the	anticipated	benefits	of
these	acquisitions	or	investments,	cause	us	to	incur	unanticipated	liabilities,	and	harm	our	business	generally.	Future	acquisitions
could	also	result	in	dilutive	issuances	of	our	equity	securities,	the	incurrence	of	debt,	contingent	liabilities,	amortization
expenses,	incremental	operating	expenses	or	the	write-	off	of	goodwill,	any	of	which	could	harm	our	financial	condition	or
operating	results.	Our	company	culture	has	contributed	to	our	success,	and	if	we	cannot	maintain	this	culture,	we	could	lose	the
innovation,	creativity	and	teamwork	fostered	by	our	culture,	and	our	business	may	be	harmed.	We	believe	that	our	culture	has
been	and	will	continue	to	be	a	key	contributor	to	our	success.	We	expect	to	continue	to	hire	additional	employees	as	we	expand
our	business.	As	our	organization	expands	globally	and	as	employees’	workplace	expectations	develop,	we	may	find	it
increasingly	difficult	to	maintain	the	beneficial	aspects	of	our	corporate	culture	globally.	These	difficulties	may	be	further
amplified	by	our	decision	to	maintain	a	hybrid	workforce.	If	we	do	not	continue	to	develop	our	company	culture	or	maintain	our



core	values	as	we	grow	and	evolve	both	in	the	United	States	and	abroad,	we	may	be	unable	to	foster	the	innovation,	creativity
and	teamwork	we	believe	we	need	to	support	our	growth.	Risks	Related	to	Our	Intellectual	Property	There	is	considerable	patent
and	other	intellectual	property	development	activity	in	our	industry.	Our	success	depends	on	developing	or	licensing	our	own
intellectual	property	and	not	infringing	upon	the	valid	intellectual	property	rights	of	others.	Our	competitors,	as	well	as	a	number
of	other	entities,	including	non-	practicing	entities,	and	individuals,	may	own	or	claim	to	own	intellectual	property	relating	to
our	industry.	From	time	to	time,	third	parties	have	claimed,	and	in	the	future	may	claim,	that	we	are	infringing	upon	their
intellectual	property	rights,	and	we	may	be	found	to	be	infringing	upon	such	rights.	We	may	be	unaware	of	the	intellectual
property	rights	that	others	may	claim	cover	some	or	all	of	our	technology	or	services	.	Additionally,	the	intellectual	property
rights	surrounding	AI	technologies	have	not	been	fully	addressed	by	U.	S.	courts	or	other	federal	or	state	laws	or
regulations,	and	the	use	or	adoption	of	AI	technologies	in	our	products	and	services	may	expose	us	to	copyright
infringement	or	other	intellectual	property	misappropriation	claims	.	Any	claims	or	litigation	could	cause	us	to	incur
significant	expenses	and,	if	successfully	asserted	against	us,	could	require	that	we	pay	substantial	damages	or	ongoing	royalty
payments,	prevent	us	from	offering	our	services,	or	require	that	we	comply	with	other	unfavorable	terms.	We	may	also	be
obligated	to	indemnify	our	customers	or	business	partners	or	pay	substantial	settlement	costs,	including	royalty	payments,	in
connection	with	any	such	claim	or	litigation	and	to	obtain	licenses,	modify	services,	or	refund	fees,	which	could	be	costly.	Even
if	we	were	to	prevail	in	such	a	dispute,	any	litigation	regarding	our	intellectual	property	could	be	costly	and	time	consuming	and
divert	the	attention	of	our	management	and	key	personnel	from	our	business	operations.	During	the	course	of	any	litigation,	we
may	make	announcements	regarding	the	results	of	hearings	and	motions,	and	other	interim	developments.	If	securities	analysts
or	investors	regard	these	announcements	as	negative,	the	market	price	of	our	Class	A	common	stock	may	decline.	Our	success
and	ability	to	compete	depend	in	part	on	our	intellectual	property.	We	primarily	rely	on	copyright,	patent,	trade	secret	and
trademark	laws,	trade	secret	protection	and	confidentiality	or	license	agreements	with	our	employees,	customers,	partners	and
others	to	protect	our	intellectual	property	rights.	However,	the	steps	we	take	to	protect	our	intellectual	property	rights	may	be
inadequate.	We	may	not	be	able	to	obtain	any	further	patents,	and	our	pending	applications	may	not	lead	to	the	issuance	of
patents.	We	may	also	have	to	expend	significant	resources	to	obtain	additional	patents	as	we	expand	our	international	operations.
In	order	to	protect	our	intellectual	property	rights,	we	may	spend	significant	resources	to	monitor	and	protect	these	rights.
Litigation	brought	to	protect	and	enforce	our	intellectual	property	rights	could	be	costly,	time-	consuming	and	distracting	to
management	and	may	result	in	the	impairment	or	loss	of	portions	of	our	intellectual	property.	Furthermore,	our	efforts	to	enforce
our	intellectual	property	rights	may	be	met	with	defenses,	counterclaims	and	countersuits	attacking	the	validity	and
enforceability	of	our	intellectual	property	rights.	Accordingly,	we	may	not	be	able	to	prevent	third	parties	from	infringing	upon
or	misappropriating	our	intellectual	property.	Our	failure	to	secure,	protect	and	enforce	our	intellectual	property	rights	could
materially	adversely	affect	our	brand	and	adversely	impact	our	business.	Our	services	contain	open	source	software,	and	we
license	some	of	our	software	through	open	source	projects,	which	may	pose	particular	risks	to	our	proprietary	software,
products,	and	services	in	a	manner	that	could	have	a	negative	impact	on	our	business.	We	use	open	source	software	in	our
services	and	will	use	open	source	software	in	the	future.	In	addition,	we	regularly	contribute	software	source	code	to	open
source	projects	under	open	source	licenses	or	release	internal	software	projects	under	open	source	licenses,	and	anticipate	doing
so	in	the	future.	The	terms	of	many	open	source	licenses	to	which	we	are	subject	have	not	been	interpreted	by	U.	S.	or	foreign
courts,	and	there	is	a	risk	that	open	source	software	licenses	could	be	construed	in	a	manner	that	imposes	unanticipated
conditions	or	restrictions	on	our	ability	to	provide	or	distribute	our	services.	Additionally,	from	time	to	time	third	parties	may
claim	ownership	of,	or	demand	release	of,	the	open	source	software	or	derivative	works	that	we	developed	using	such	software,
which	could	include	our	proprietary	source	code,	or	otherwise	seek	to	enforce	the	terms	of	the	applicable	open	source	license.
These	claims	could	result	in	litigation	and	could	require	us	to	make	our	software	source	code	freely	available,	purchase	a	costly
license	or	cease	offering	the	implicated	services	unless	and	until	we	can	re-	engineer	them	to	avoid	infringement.	This	re-
engineering	process	could	require	significant	additional	research	and	development	resources,	and	we	may	not	be	able	to
complete	it	successfully.	In	addition	to	risks	related	to	license	requirements,	use	of	certain	open	source	software	can	lead	to
greater	risks	than	use	of	third-	party	commercial	software,	as	open	source	code	may	contain	bugs	or	other	defects	and	open
source	licensors	generally	do	not	provide	warranties	or	controls	on	the	functionality	or	origin	of	software.	Additionally,	because
any	software	source	code	we	contribute	to	open	source	projects	is	publicly	available,	our	ability	to	protect	our	intellectual
property	rights	with	respect	to	such	software	source	code	may	be	limited	or	lost	entirely,	and	we	cannot	prevent	our	competitors
or	others	from	using	such	contributed	software	source	code.	Any	of	these	risks	could	be	difficult	to	eliminate	or	manage	and
could	have	a	negative	effect	on	our	business,	financial	condition	and	operating	results.	Risks	Related	to	Our	Financial	Position
and	Need	for	Additional	Capital	We	may	require	additional	capital	to	support	our	liabilities,	operations	or	the	growth	of	our
business,	and	we	cannot	be	certain	that	this	capital	will	be	available	on	reasonable	terms	when	required,	or	at	all.	On	occasion,
we	may	need	additional	financing	for	a	variety	of	reasons,	including	servicing	our	liabilities,	operating	or	growing	our	business,
responding	to	business	opportunities,	undertaking	acquisitions,	funding	stock	repurchases,	satisfying	our	dividend	or	share
redemption	obligations	of	our	Series	A	Convertible	Preferred	Stock,	or	repaying	our	0.	00	%	Convertible	convertible
Senior	senior	Notes	notes	due	January	15,	2026	(the	“	Convertible	Notes	”).	For	example,	in	January	2021,	we	issued	$	345.	0
million	aggregate	principal	amount	of	Convertible	Notes,	which	we	have	irrevocably	elected	to	settle	in	cash	upon	maturity.
Additionally,	in	May	2021,	we	issued	and	sold	500,	000	shares	of	our	Series	A	Convertible	Preferred	Stock	for	an	aggregate
purchase	price	of	$	500	million.	Our	ability	to	refinance	or	obtain	additional	financing,	if	and	when	required,	will	depend	on
investor	and	lender	demand,	our	operating	performance,	the	condition	of	the	capital	markets	and	other	factors.	We	cannot
guarantee	that	additional	financing	will	be	available	to	us	on	favorable	terms	when	required,	or	at	all.	If	we	raise	additional
funds	through	the	issuance	of	equity,	equity-	linked	or	debt	securities,	those	securities	may	have	rights,	preferences	or	privileges
senior	to	the	rights	of	our	Class	A	common	stock,	and	our	existing	stockholders	may	experience	dilution.	If	we	are	unable	to



obtain	adequate	financing	or	financing	on	terms	satisfactory	to	us	when	we	require	it,	our	ability	to	continue	to	support	the
operation	or	growth	of	our	business	could	be	significantly	impaired	and	our	operating	results	may	be	harmed.	Rising	interest
rates	may	reduce	our	access	to	equity-	linked	or	debt	capital	and	increase	our	cost	of	borrowings,	which	could	adversely	impact
our	business,	operating	results	and	financial	position.	Financing	agreements	we	are	party	to	or	may	become	party	to	may	contain
operating	and	financial	covenants	that	restrict	our	business	and	financing	activities.	Our	senior	credit	facility	contains	certain
operating	and	financial	restrictions	and	covenants	that	may	restrict	our	and	our	subsidiaries’	ability	to,	among	other	things,	incur
indebtedness,	grant	liens	on	our	assets,	make	loans	or	investments,	consummate	certain	merger	and	consolidation	transactions,
dispose	of	assets,	incur	contractual	obligations	and	commitments	and	enter	into	affiliate	transactions,	subject	in	each	case	to
customary	exceptions.	We	are	also	required	to	comply	with	a	maximum	senior	secured	leverage	ratio,	a	maximum	total	leverage
ratio	and	a	minimum	interest	coverage	ratio.	These	restrictions	and	covenants,	as	well	as	those	contained	in	any	future	financing
agreements	that	we	may	enter	into,	may	restrict	our	ability	to	finance	our	operations,	engage	in,	expand	or	otherwise	pursue	our
business	activities	and	strategies.	Our	ability	to	comply	with	these	covenants	may	be	affected	by	events	beyond	our	control,	and
breaches	of	these	covenants	could	result	in	a	default	under	the	senior	credit	facility	and	any	future	financial	agreements	that	we
may	enter	into	and	under	other	arrangements	containing	cross-	default	provisions.	If	not	waived,	defaults	could	cause	our
outstanding	indebtedness	under	our	senior	credit	facility	and	any	future	financing	agreements	that	we	may	enter	into	to	become
immediately	due	and	payable,	and	permit	our	lenders	to	terminate	their	lending	commitments	and	to	foreclose	upon	any
collateral	securing	such	indebtedness.	Risks	Related	to	Financial,	Accounting,	Tax	and	Other	Legal	Matters	If	we	fail	to
maintain	an	effective	system	of	disclosure	controls	and	internal	control	over	financial	reporting,	our	ability	to	produce	timely
and	accurate	financial	statements	or	comply	with	applicable	regulations	could	be	impaired.	As	a	public	company,	we	are	subject
to	the	reporting	requirements	of	the	Securities	Exchange	Act	of	1934,	the	Sarbanes-	Oxley	Act	and	the	listing	standards	of	the
New	York	Stock	Exchange	(NYSE).	We	have	expended,	and	anticipate	that	we	will	continue	to	expend,	significant	resources	to
comply	with	these	rules	and	regulations.	The	Sarbanes-	Oxley	Act	requires,	among	other	things,	that	we	maintain	effective
disclosure	controls	and	procedures,	and	internal	control	over	financial	reporting.	Our	current	controls	and	any	new	controls	that
we	develop	may	become	inadequate	because	of	changes	in	conditions	in	our	business,	including	increased	complexity	resulting
from	our	international	expansion.	Further,	weaknesses	in	our	disclosure	controls	or	our	internal	control	over	financial	reporting
may	be	discovered	in	the	future.	Additionally,	to	the	extent	that	we	acquire	other	businesses,	the	acquired	company	may	not
have	a	sufficiently	robust	system	of	internal	controls	and	we	may	uncover	new	deficiencies.	Any	failure	to	develop	or	maintain
effective	controls,	or	any	difficulties	encountered	in	their	implementation	or	improvement,	could	harm	our	operating	results	or
cause	us	to	fail	to	meet	our	reporting	obligations	and	may	result	in	a	restatement	of	our	financial	statements	for	prior	periods.
Any	failure	to	implement	and	maintain	effective	internal	control	over	financial	reporting	could	also	adversely	affect	the	results
of	management	reports	and	independent	registered	public	accounting	firm	audits	of	our	internal	control	over	financial	reporting
that	we	are	required	to	include	in	our	periodic	reports	that	we	file	with	the	SEC.	Ineffective	disclosure	controls	and	procedures,
and	internal	control	over	financial	reporting	could	also	cause	investors	to	lose	confidence	in	our	reported	financial	and	other
information,	which	would	likely	have	a	negative	effect	on	the	market	price	of	our	Class	A	common	stock.	In	addition,	if	we	are
unable	to	continue	to	meet	these	requirements,	we	may	not	be	able	to	remain	listed	on	the	NYSE.	Any	failure	to	maintain
effective	disclosure	controls	and	internal	control	over	financial	reporting	could	have	a	material	and	adverse	effect	on	our
business	and	operating	results,	and	cause	a	decline	in	the	market	price	of	our	Class	A	common	stock.	Our	reported	financial
results	may	be	adversely	affected	by	changes	in	accounting	principles	generally	accepted	in	the	United	States.	Generally
accepted	accounting	principles	in	the	United	States	are	subject	to	interpretation	by	the	Financial	Accounting	Standards	Board
(	FASB	)	,	the	SEC	and	various	bodies	formed	to	promulgate	and	interpret	appropriate	accounting	principles.	A	change	in	these
principles	or	interpretations	could	have	a	significant	effect	on	our	reported	financial	results,	and	could	affect	the	reporting	of
transactions	completed	before	the	announcement	of	a	change.	These	or	other	changes	in	accounting	principles	could	adversely
affect	our	financial	results.	Any	difficulties	in	implementing	these	pronouncements	could	cause	us	to	fail	to	meet	our	financial
reporting	obligations,	which	could	result	in	regulatory	discipline	and	harm	investors’	confidence	in	us.	Tax	laws	or	regulations
could	be	enacted	or	changed	and	existing	tax	laws	or	regulations	could	be	applied	to	us	or	to	our	customers	in	a	manner	that
could	increase	the	costs	of	our	services	and	adversely	impact	our	business.	The	application	of	federal,	state,	local	and
international	tax	laws	to	services	provided	electronically	is	unclear	complex	and	continuously	evolving.	Income,	sales,	use,
value	added	or	other	tax	laws,	statutes,	rules,	regulations	or	ordinances	could	be	enacted	or	amended	at	any	time,	possibly	with
retroactive	effect,	and	could	be	applied	solely	or	disproportionately	to	services	provided	over	the	internet.	These	enactments	or
amendments	could	adversely	affect	our	sales	activity	due	to	the	inherent	cost	increase	the	taxes	would	represent	and	ultimately
result	in	a	negative	impact	on	our	operating	results	and	cash	flows.	Our	future	effective	tax	rates	and	results	from
operations	could	be	unfavorably	affected	by	changes	in	the	tax	rates	in	jurisdictions	where	our	income	is	earned,	by
changes	to	limitations	on	our	utilization	of	net	operating	losses,	or	by	changes	in	the	tax	rules	and	regulations	in	the
jurisdictions	in	which	we	do	business.	For	example,	the	Tax	Cuts	and	Jobs	Act	of	2017	eliminated	the	option	to	deduct
research	and	development	expenditures	currently	and	instead	required	taxpayers	to	capitalize	and	amortize	them	over
five	or	fifteen	years	beginning	in	our	fiscal	year	2023.	The	Inflation	Reduction	Act	of	2022	also	imposed	a	1	%	excise	tax
on	certain	repurchases	of	stock	and	a	15	%	alternative	minimum	tax	on	adjusted	financial	statement	income.	Further,	in
2021,	the	Organization	for	Economic	Cooperation	and	Development	(OECD)	introduced	a	framework,	referred	to	as
Pillar	Two,	which	contemplates	a	global	minimum	effective	tax	rate	of	15	%.	In	December	31,	2023,	Pillar	Two	was
implemented	by	the	Council	of	the	European	Union	and	its	member	states.	Similar	directives	under	Pillar	Two	are
already	adopted	or	expected	to	be	adopted	by	taxing	authorities	in	other	countries	where	we	do	business,	including	the
UK.	The	OECD	continues	to	release	more	guidance	on	these	rules	and	framework	and	we	are	evaluating	the	impact	to
our	financial	position.	These	enactments	or	amendments	could	adversely	affect	our	tax	rate	and	ultimately	result	in	a



negative	impact	on	our	operating	results	and	cash	flows.	In	addition,	existing	tax	laws,	statutes,	rules,	regulations	or	ordinances
could	be	interpreted	or	applied	adversely	to	us,	possibly	with	retroactive	effect,	which	could	require	us	or	our	customers	to	pay
additional	tax	amounts,	as	well	as	require	us	or	our	customers	to	pay	fines	or	penalties,	as	well	as	interest	for	past	amounts.	For
example,	we	are	subject	to	examination	regarding	our	interpretation	of	tax	laws	by	domestic	and	foreign	tax	authorities.	If	the
taxing	authorities	do	not	agree	with	our	interpretations,	or	if	we	become	subject	to	an	adverse	tax	assessment,	we	may	incur
significant	liabilities	and	/	or	be	required	to	change	our	practices	going	forward.	Further,	to	the	extent	it	is	determined	that	our
customers	should	have	paid	certain	taxes,	and	if	we	are	unsuccessful	in	collecting	such	taxes	due	from	our	customers,	we	could
be	held	liable	for	such	costs	and	/	or	interest	and	penalties,	thereby	adversely	impacting	our	operating	results	and	cash	flows.	We
may	be	subject	to	additional	tax	liabilities	resulting	from	changes	in	our	provision	for	income	taxes	or	an	adverse	tax	ruling.
Judgment	is	required	in	determining	our	worldwide	provision	for	income	taxes.	These	determinations	are	highly	complex	and
require	detailed	analysis	of	the	available	information	and	applicable	statutes	and	regulatory	materials.	In	the	ordinary	course	of
our	business,	there	are	many	transactions	and	calculations	where	the	ultimate	tax	determination	is	uncertain.	Although	we
believe	our	tax	estimates	are	reasonable,	the	final	determination	of	tax	audits	and	any	related	litigation	could	be	materially
different	from	our	historical	tax	practices,	provisions	and	accruals.	If	we	receive	an	adverse	ruling	as	a	result	of	an	audit,	or	we
unilaterally	determine	that	we	have	misinterpreted	provisions	of	the	tax	regulations	to	which	we	are	subject,	there	could	be	a
material	effect	on	our	tax	provision,	net	loss	or	cash	flows	in	the	period	or	periods	for	which	that	determination	is	made.	In
addition,	liabilities	associated	with	taxes	are	often	subject	to	an	extended	or	indefinite	statute	of	limitations	period.	Therefore,
we	may	be	subject	to	additional	tax	liability	(including	penalties	and	interest)	for	a	particular	year	for	extended	periods	of	time.
Our	ability	to	use	our	net	operating	loss	carryforwards	and	certain	other	tax	attributes	may	be	limited.	As	of	January	31,	2023
2024	,	we	had	U.	S.	federal	net	operating	loss	carryforwards	of	approximately	$	587	400	.	8	9	million,	state	net	operating	loss
carryforwards	of	approximately	$	557	520	.	1	7	million,	and	foreign	net	operating	loss	carryforwards	of	approximately	$	304
298	.	8	1	million.	Under	Sections	382	and	383	of	the	Internal	Revenue	Code	of	1986,	as	amended	(the	"	“	Code	"	”	),	if	a
corporation	undergoes	an	“	ownership	change,	”	the	corporation’	s	ability	to	use	its	pre-	change	net	operating	loss	carryforwards
and	other	pre-	change	tax	attributes,	such	as	research	tax	credits,	to	offset	its	post-	change	income	and	taxes	may	be	limited.	In
general,	an	“	ownership	change	”	occurs	if	there	is	a	cumulative	change	in	our	ownership	by	“	5	%	shareholders	”	that	exceeds
50	percentage	points	over	a	rolling	three-	year	period.	Similar	rules	may	apply	under	state	tax	laws.	If	we	experience	ownership
changes	as	a	result	of	future	transactions	in	our	stock,	then	we	may	be	further	limited	in	our	ability	to	use	our	net	operating	loss
carryforwards	and	other	tax	assets	to	reduce	taxes	owed	on	the	net	taxable	income	that	we	earn.	Any	such	limitations	on	the
ability	to	use	our	net	operating	loss	carryforwards	and	other	tax	assets	could	adversely	impact	our	business,	financial	condition
and	operating	results.	We	are	subject	to	governmental	export	controls	that	could	impair	our	ability	to	compete	in	international
markets	due	to	licensing	requirements	and	economic	sanctions	programs	that	subject	us	to	liability	if	we	are	not	in	full
compliance	with	applicable	laws.	Certain	of	our	services	are	subject	to	export	controls,	including	the	U.	S.	Department	of
Commerce’	s	Export	Administration	Regulations	and	various	economic	and	trade	sanction	regulations	administered	by	the	U.	S.
Treasury	Department’	s	Office	of	Foreign	Assets	Controls.	The	provision	of	our	products	and	services	must	comply	with	these
laws.	The	U.	S.	export	control	laws	and	U.	S.	economic	sanctions	laws	include	prohibitions	on	the	sale	or	supply	of	certain
products	and	services	to	U.	S.	embargoed	or	sanctioned	countries,	governments,	persons	and	entities	and	also	require
authorization	for	the	export	of	encryption	items.	In	addition,	various	countries	regulate	the	import	of	certain	encryption
technology,	including	through	import	permitting	and	licensing	requirements,	and	have	enacted	laws	that	could	limit	our	ability
to	distribute	our	services	or	could	limit	our	customers’	ability	to	implement	our	services	in	those	countries.	Although	we	take
precautions	to	prevent	our	services	from	being	provided	in	violation	of	such	laws,	our	solutions	may	have	been	in	the	past,	and
could	in	the	future	be,	provided	inadvertently	in	violation	of	such	laws,	despite	the	precautions	we	take.	If	we	fail	to	comply
with	these	laws,	we	and	our	employees	could	be	subject	to	civil	or	criminal	penalties,	including	the	possible	loss	of	export
privileges,	monetary	penalties,	and,	in	extreme	cases,	imprisonment	of	responsible	employees	for	knowing	and	willful	violations
of	these	laws.	We	may	also	be	adversely	affected	through	penalties,	reputational	harm,	loss	of	access	to	certain	markets,	or
otherwise.	Changes	in	tariffs,	sanctions,	international	treaties,	export	/	import	laws	and	other	trade	restrictions	or	trade	disputes
may	delay	the	introduction	and	sale	of	our	services	in	international	markets,	prevent	our	customers	with	international	operations
from	deploying	our	services	or,	in	some	cases,	prevent	the	export	or	import	of	our	services	to	certain	countries,	governments,
persons	or	entities	altogether.	Any	change	in	export	or	import	regulations,	economic	sanctions	or	related	laws,	shift	in	the
enforcement	or	scope	of	existing	regulations,	or	change	in	the	countries,	governments,	persons	or	technologies	targeted	by	such
regulations,	could	result	in	decreased	use	of	our	services,	or	in	our	decreased	ability	to	export	or	sell	our	services	to	existing	or
potential	customers	with	international	operations.	Any	decrease	in	the	use	of	our	services	or	limitation	on	our	ability	to	export	or
sell	our	services	would	likely	adversely	affect	our	business,	financial	condition	and	operating	results.	Failure	to	comply	with
anti-	bribery,	anti-	corruption,	and	anti-	money	laundering	laws	could	subject	us	to	penalties	and	other	adverse	consequences.
We	are	subject	to	the	Foreign	Corrupt	Practices	Act	(FCPA),	the	U.	K.	Bribery	Act	and	other	anti-	corruption,	anti-	bribery	and
anti-	money	laundering	laws	in	various	jurisdictions	both	domestic	and	abroad.	In	addition	to	our	own	sales	force,	we	also
leverage	third	parties	to	sell	our	products	and	services	and	conduct	our	business	abroad.	We	and	our	third-	party	intermediaries
may	have	direct	or	indirect	interactions	with	officials	and	employees	of	government	agencies	or	state-	owned	or	affiliated
entities	and	may	be	held	liable	for	the	corrupt	or	other	illegal	activities	of	these	third-	party	business	partners	and	intermediaries,
our	employees,	representatives,	contractors,	channel	partners,	and	agents,	even	if	we	do	not	explicitly	authorize	such	activities.
While	we	have	policies	and	procedures	to	address	compliance	with	such	laws,	we	cannot	assure	you	that	our	employees	and
agents	will	not	take	actions	in	violation	of	our	policies	or	applicable	law,	for	which	we	may	be	ultimately	held	responsible.	Any
violation	of	the	FCPA	or	other	applicable	anti-	bribery,	anti-	corruption,	and	anti-	money	laundering	laws	could	result	in
whistleblower	complaints,	adverse	media	coverage,	investigations,	loss	of	export	privileges,	severe	criminal	or	civil	sanctions,



or	suspension	or	debarment	from	U.	S.	government	contracts,	all	of	which	may	have	an	adverse	effect	on	our	reputation,
business,	operating	results	and	prospects.	Risks	Related	to	Ownership	of	Our	Class	A	Common	Stock	Anti-	takeover	provisions
contained	in	our	amended	and	restated	certificate	of	incorporation	and	amended	and	restated	bylaws,	as	well	as	provisions	of
Delaware	law,	could	impair	a	takeover	attempt.	Our	amended	and	restated	certificate	of	incorporation,	amended	and	restated
bylaws	and	Delaware	law	contain	provisions	which	could	have	the	effect	of	rendering	more	difficult,	delaying	or	preventing	an
acquisition	deemed	undesirable	by	our	board	Board	of	directors	Directors	.	Among	other	things,	our	amended	and	restated
certificate	of	incorporation	and	amended	and	restated	bylaws	include	provisions:	•	authorizing	a	classified	board	of	directors
whose	members	serve	staggered	three-	year	terms;	•	authorizing	“	blank	check	”	preferred	stock,	which	could	be	issued	by	our
board	Board	of	directors	Directors	without	stockholder	approval	and	may	contain	voting,	liquidation,	dividend	and	other	rights
superior	to	our	Class	A	common	stock;	•	limiting	the	liability	of,	and	providing	indemnification	to,	our	directors	and	officers;	•
limiting	the	ability	of	our	stockholders	to	call	and	bring	business	before	special	meetings;	•	requiring	advance	notice	of
stockholder	proposals	for	business	to	be	conducted	at	meetings	of	our	stockholders	and	for	nominations	of	candidates	for
election	to	our	board	Board	of	directors	Directors	;	and	•	controlling	the	procedures	for	the	conduct	and	scheduling	of	board
directors	and	stockholder	meetings.	These	provisions,	alone	or	together,	could	delay	or	prevent	hostile	takeovers	and	changes	in
control	or	changes	in	our	management.	As	a	Delaware	corporation,	we	are	also	subject	to	provisions	of	Delaware	law,	including
Section	203	of	the	Delaware	General	Corporation	Law,	which	prevents	certain	stockholders	holding	more	than	15	%	of	the
voting	power	of	our	outstanding	capital	stock	from	engaging	in	certain	business	combinations	without	approval	of	the	holders	of
at	least	two-	thirds	of	the	voting	power	of	our	outstanding	capital	stock	not	held	by	such	stockholder.	Any	provision	of	our
amended	and	restated	certificate	of	incorporation,	amended	and	restated	bylaws	or	Delaware	law	that	has	the	effect	of	delaying,
preventing	or	deterring	a	change	in	control	could	limit	the	opportunity	for	our	stockholders	to	receive	a	premium	for	their	shares
of	our	capital	stock,	and	could	also	affect	the	price	that	some	investors	are	willing	to	pay	for	our	Class	A	common	stock.	Our
bylaws	designate	a	state	or	federal	court	located	within	the	State	of	Delaware	as	the	exclusive	forum	for	substantially	all	disputes
between	us	and	our	stockholders	and	also	provide	that	the	federal	district	courts	will	be	the	exclusive	forum	for	resolving	any
complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act	of	1933,	as	amended,	each	of	which	could	limit	our
stockholders’	ability	to	choose	the	judicial	forum	for	disputes	with	us	or	our	directors,	officers,	stockholders	or	employees.	Our
bylaws	provide	that,	unless	we	consent	in	writing	to	the	selection	of	an	alternative	forum,	the	sole	and	exclusive	forum	for	(1)
any	derivative	action	or	proceeding	brought	on	our	behalf,	(2)	any	action	asserting	a	claim	of	breach	of	a	fiduciary	duty	owed	by
any	of	our	directors,	stockholders,	officers	or	other	employees	to	us	or	our	stockholders,	(3)	any	action	arising	pursuant	to	any
provision	of	the	Delaware	General	Corporation	Law,	our	certificate	of	incorporation	or	our	bylaws	or	(4)	any	other	action
asserting	a	claim	that	is	governed	by	the	internal	affairs	doctrine	shall	be	the	Court	of	Chancery	of	the	State	of	Delaware	(or,	if
the	Court	of	Chancery	does	not	have	jurisdiction,	another	State	court	in	Delaware	or	the	federal	district	court	for	the	District	of
Delaware),	except	for	any	claim	as	to	which	such	court	determines	that	there	is	an	indispensable	party	not	subject	to	the
jurisdiction	of	such	court	(and	the	indispensable	party	does	not	consent	to	the	personal	jurisdiction	of	such	court	within	ten	days
following	such	determination),	which	is	vested	in	the	exclusive	jurisdiction	of	a	court	or	forum	other	than	such	court	or	for
which	such	court	does	not	have	subject	matter	jurisdiction.	This	provision	would	not	apply	to	any	action	brought	to	enforce	a
duty	or	liability	created	by	the	Securities	Exchange	Act	of	1934,	as	amended,	and	the	rules	and	regulations	thereunder.	Section
22	of	the	Securities	Act	of	1933	establishes	concurrent	jurisdiction	for	federal	and	state	courts	over	Securities	Act	claims.
Accordingly,	both	state	and	federal	courts	have	jurisdiction	to	hear	such	claims.	To	prevent	having	to	litigate	claims	in	multiple
jurisdictions	and	the	threat	of	inconsistent	or	contrary	rulings	by	different	courts,	among	other	considerations,	our	bylaws	also
provide	that,	unless	we	consent	in	writing	to	the	selection	of	an	alternative	forum,	the	federal	district	courts	of	the	United	States
will	be	the	sole	and	exclusive	forum	for	resolving	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act
against	any	person	in	connection	with	an	offering	of	our	securities.	Any	person	or	entity	purchasing	or	otherwise	acquiring	or
holding	or	owning	(or	continuing	to	hold	or	own)	any	interest	in	any	of	our	securities	shall	be	deemed	to	have	notice	of	and
consented	to	the	foregoing	bylaw	provisions.	Although	we	believe	these	exclusive	forum	provisions	benefit	us	by	providing
increased	consistency	in	the	application	of	Delaware	law	and	federal	securities	laws	in	the	types	of	lawsuits	to	which	each
applies,	the	exclusive	forum	provisions	may	limit	a	stockholder’	s	ability	to	bring	a	claim	in	a	judicial	forum	of	its	choosing	for
disputes	with	us	or	our	current	or	former	directors,	officers,	stockholders	or	other	employees,	which	may	discourage	such
lawsuits	against	us	and	our	current	and	former	directors,	officers,	stockholders	and	other	employees.	Our	stockholders	will	not
be	deemed	to	have	waived	our	compliance	with	the	federal	securities	laws	and	the	rules	and	regulations	thereunder	as	a	result	of
our	exclusive	forum	provisions.	Further,	the	enforceability	of	similar	exclusive	forum	provisions	in	other	companies’
organizational	documents	have	been	challenged	in	legal	proceedings,	and	it	is	possible	that	a	court	of	law	could	rule	that	these
types	of	provisions	are	inapplicable	or	unenforceable	if	they	are	challenged	in	a	proceeding	or	otherwise.	If	a	court	were	to	find
either	exclusive	forum	provision	contained	in	our	bylaws	to	be	inapplicable	or	unenforceable	in	an	action,	we	may	incur
significant	additional	costs	associated	with	resolving	such	action	in	other	jurisdictions,	all	of	which	could	harm	our	results	of
operations.	We	cannot	guarantee	that	our	stock	repurchase	program	will	be	fully	implemented	or	that	it	will	enhance	long-	term
stockholder	value.	We	repurchase	shares	of	our	Class	A	common	stock	in	open	market	transactions	from	time	to	time	pursuant
to	publicly	announced	stock	repurchase	program	approved	by	our	board	Board	of	directors	Directors	.	During	fiscal	year	2024,
we	repurchased	6.	6	million	shares	for	a	total	amount	of	$	177.	0	million	and	during	fiscal	year	2023,	we	repurchased	10.	2
million	shares	for	a	total	amount	of	$	266.	7	million	and	during	fiscal	year	2022,	we	repurchased	13.	3	million	shares	for	a	total
amount	of	$	328.	5	million.	Any	share	repurchases	remain	subject	to	the	circumstances	in	place	at	that	time,	including	prevailing
market	prices,	and	we	are	not	obligated	to	repurchase	a	specified	number	or	dollar	value	of	shares.	As	a	result,	there	can	be	no
guarantee	around	the	timing	or	volume	of	our	share	repurchases.	In	addition,	as	part	of	the	Inflation	Reduction	Act	signed	into
law	in	August	2022,	the	United	States	implemented	a	1	%	excise	tax	on	the	value	of	certain	stock	repurchase	repurchases	by



publicly	traded	companies.	This	tax	could	increase	the	costs	to	us	of	any	share	repurchases.	The	stock	repurchase	program	could
affect	the	price	of	our	Class	A	common	stock,	increase	volatility	and	diminish	our	cash	reserves.	Our	repurchase	program	may
be	suspended	or	terminated	at	any	time	and,	even	if	fully	implemented,	may	not	enhance	long-	term	stockholder	value.	The
market	price	of	our	Class	A	common	stock	has	been	and	may	continue	to	be	volatile,	and	you	could	lose	all	or	part	of	your
investment.	The	market	price	of	our	Class	A	common	stock	has	been	and	may	continue	to	be	subject	to	wide	fluctuations	in
response	to	various	factors,	some	of	which	are	beyond	our	control	and	may	not	be	related	to	our	operating	performance.	In
addition	to	the	factors	discussed	in	this	“	Risk	Factors	”	section	and	elsewhere	in	this	Annual	Report	on	Form	10-	K,	factors	that
could	cause	fluctuations	in	the	market	price	of	our	Class	A	common	stock	include	the	following:	•	price	and	volume	fluctuations
in	the	overall	stock	market	from	time	to	time;	•	volatility	in	the	market	prices	and	trading	volumes	of	technology	or	other	public
company	stocks;	•	changes	in	operating	performance	and	stock	market	valuations	of	other	technology	companies	generally	or
those	in	our	industry	in	particular;	•	general	economic	conditions	and	slow	or	negative	growth	of	our	markets;	•	purchases	and
sales	of	shares	of	our	Class	A	common	stock	by	us	or	our	stockholders;	•	whether	our	results	of	operations	meet	the	expectations
of	securities	analysts	or	investors	and	changes	in	actual	or	future	expectations	of	investors	or	securities	analysts;	•	the	financial
projections	we	may	provide	to	the	public,	any	changes	in	those	projections	or	our	failure	to	meet	those	projections;	•
announcements	by	us	or	our	competitors	of	new	products	or	services;	•	the	public’	s	reaction	to	our	press	releases,	other	public
announcements	and	filings	with	the	SEC;	•	rumors	and	market	speculation	involving	us	or	other	companies	in	our	industry;	•
actual	or	anticipated	changes	in	our	operating	results	or	fluctuations	in	our	operating	results;	•	actual	or	anticipated	developments
in	our	business,	our	competitors’	businesses	or	the	competitive	landscape	generally;	•	litigation	involving	us,	our	industry	or
both,	or	investigations	by	regulators	into	our	operations	or	those	of	our	competitors;	•	developments	or	disputes	concerning	our
intellectual	property	or	other	proprietary	rights;	•	announced	or	completed	acquisitions	of	businesses	or	technologies	by	us	or
our	competitors;	•	new	laws	or	regulations	or	new	interpretations	of	existing	laws	or	regulations	applicable	to	our	business;	•
network	or	service	outages,	internet	disruptions,	the	availability	of	our	service,	security	breaches	or	perceived	security	breaches
and	vulnerabilities;	•	changes	in	accounting	standards,	policies,	guidelines,	interpretations	or	principles;	•	actions	instituted	by
activist	shareholders	or	others,	and	our	response	to	such	actions;	•	any	significant	change	in	our	management;	•	fluctuations	in
foreign	currency	exchange	rates;	and	•	catastrophic	events,	including	pandemics,	earthquakes,	fires,	floods,	tsunamis	or	other
weather	events,	power	loss,	telecommunications	failures,	software	or	hardware	malfunctions,	cyber-	attacks,	wars,	or	terrorist
attacks.	In	addition,	in	the	past,	following	periods	of	volatility	in	the	overall	market	and	the	market	price	of	a	particular
company’	s	securities,	securities	class	action	litigation	has	often	been	instituted	against	these	companies.	Any	future	securities
litigation	could	result	in	substantial	costs	and	a	diversion	of	our	management’	s	attention	and	resources.	Servicing	our	existing
and	future	debt	may	require	a	significant	amount	of	cash,	and	we	may	not	have	sufficient	cash	flow	from	our	business	to	settle
conversions	of	our	Convertible	Notes	in	cash,	repay	the	Convertible	Notes	at	maturity,	or	repurchase	the	Convertible	Notes	as
required	following	a	fundamental	change.	In	January	2021,	we	issued	$	345.	0	million	aggregate	principal	amount	of
Convertible	Notes.	Prior	to	October	15,	2025,	the	Convertible	Notes	are	convertible	at	the	option	of	the	holders	only	under
certain	conditions	or	upon	occurrence	of	certain	events	as	described	in	Note	10	9	,	Part	II,	Item	8	of	this	our	Annual	Report	on
Form	10-	K.	We	have	made	an	irrevocable	election	to	settle	the	principal	of	the	Convertible	Notes	in	cash	upon	any	conversion
of	the	Convertible	Notes.	As	a	result,	if	holders	of	the	Convertible	Notes	elect	to	convert	their	Convertible	Notes,	we	will	be
required	to	make	cash	payments	in	respect	of	the	Convertible	Notes	being	converted.	Holders	of	the	Convertible	Notes	also
have	the	right	to	require	us	to	repurchase	all	or	a	portion	of	their	Convertible	Notes	upon	the	occurrence	of	a	fundamental
change	(as	defined	in	the	indenture	governing	the	Convertible	Notes)	at	a	repurchase	price	equal	to	100	%	of	the	principal
amount	of	the	Convertible	Notes	to	be	repurchased,	plus	accrued	and	unpaid	special	interest,	if	any.	If	the	Convertible	Notes
have	not	previously	been	converted	or	repurchased,	we	will	be	required	to	repay	the	outstanding	principal	amount	of	the
Convertible	Notes,	plus	accrued	and	unpaid	special	interest,	if	any,	in	cash	at	maturity.	The	Convertible	Notes	are	scheduled	to
mature	on	January	15,	2026.	Our	ability	to	make	required	cash	payments	in	connection	with	conversions	of	the	Convertible
Notes,	repurchase	the	Convertible	Notes	in	the	event	of	a	fundamental	change,	or	to	repay	or	refinance	the	Convertible	Notes
at	maturity	will	depend	on	market	conditions	and	our	past	and	expected	future	performance,	which	is	subject	to	economic,
financial,	competitive,	and	other	factors	beyond	our	control.	We	also	may	not	use	the	cash	proceeds	we	raised	through	the
issuance	of	the	Convertible	Notes	in	an	optimally	productive	and	profitable	manner.	Since	inception,	our	business	has	generated
net	losses,	and	while	we	were	profitable	in	fiscal	year	2023	2024	,	we	may	continue	to	incur	significant	losses	in	the	future.	As	a
result,	we	may	not	have	enough	available	cash	or	be	able	to	obtain	financing,	or	financing	at	acceptable	terms,	at	the	time	we	are
required	to	repurchase	or	repay	the	Convertible	Notes	or	pay	cash	with	respect	to	Convertible	Notes	being	converted.	In
addition,	our	ability	to	repurchase	or	pay	cash	upon	conversion	or	at	maturity	of	the	Convertible	Notes	may	be	limited	by	law	or
regulatory	authority.	Our	failure	to	repurchase	Convertible	Notes	following	a	fundamental	change	or	to	pay	cash	upon
conversion	or	at	maturity	of	the	Convertible	Notes	as	required	by	the	indenture	would	constitute	a	default	under	such	indenture.
A	default	under	the	indenture	or	the	fundamental	change	itself	could	also	lead	to	a	default	under	our	senior	credit	facility,	our
other	outstanding	indebtedness,	or	agreements	governing	our	future	indebtedness	and	could	have	a	material	adverse	effect	on
our	business,	results	of	operations,	and	financial	condition.	If	the	payment	of	the	related	indebtedness	were	to	be	accelerated
after	any	applicable	notice	or	grace	periods,	we	may	not	have	sufficient	funds	to	repay	the	indebtedness	and	repurchase	the
Convertible	Notes	or	to	pay	cash	upon	conversion	or	at	maturity	of	the	Convertible	Notes.	Furthermore,	if	any	of	the
conditions	to	the	convertibility	of	the	Convertible	Notes	are	satisfied,	then	we	may	be	required	under	applicable	accounting
standards	to	reclassify	the	carrying	value	of	the	Convertible	Notes	to	current,	rather	than	long-	term.	This	reclassification	could
materially	reduce	our	reported	working	capital.	The	capped	call	transactions	we	entered	into	in	connection	with	the	issuance	of
the	Convertible	Notes	may	affect	the	value	of	our	Class	A	common	stock.	In	connection	with	the	issuance	of	the	Convertible
Notes,	we	entered	into	capped	call	transactions	with	various	counterparties	(the	“	Capped	Calls	”).	The	Capped	Calls	cover,



subject	to	customary	adjustments,	the	number	of	shares	of	our	Class	A	common	stock	initially	underlying	the	Convertible
Notes.	The	Capped	Calls	are	expected	generally	to	reduce	or	offset	the	potential	dilution	to	our	Class	A	common	stock	upon	any
conversion	of	the	Convertible	Notes	with	such	reduction	or	offset,	as	the	case	may	be,	subject	to	a	cap	based	on	the	cap	price.
From	time	to	time,	the	counterparties	to	the	Capped	Calls	or	their	respective	affiliates	may	modify	their	hedge	positions	by
entering	into	or	unwinding	various	derivatives	with	respect	to	our	Class	A	common	stock	and	/	or	purchasing	or	selling	our	Class
A	common	stock	or	other	securities	of	ours	in	secondary	market	transactions	prior	to	the	maturity	of	the	Convertible	Notes.
This	activity	could	also	cause	or	prevent	an	increase	or	a	decrease	in	the	market	price	of	our	Class	A	common	stock	or	the
Convertible	Notes.	We	are	subject	to	counterparty	risk	with	respect	to	the	Capped	Calls.	The	counterparties	to	the	Capped	Calls
that	we	entered	into	are	financial	institutions,	and	we	will	be	subject	to	the	risk	that	one	or	more	of	the	counterparties	may
default	or	otherwise	fail	to	perform,	or	may	exercise	certain	rights	to	terminate,	their	obligations	under	the	Capped	Calls.	Our
exposure	to	the	credit	risk	of	the	counterparties	will	not	be	secured	by	any	collateral.	Global	economic	conditions	have	in	the
past	resulted	in	the	actual	or	perceived	failure	or	financial	difficulties	of	many	financial	institutions.	If	a	counterparty	to	one	or
more	Capped	Calls	becomes	subject	to	insolvency	proceedings,	we	will	become	an	unsecured	creditor	in	those	proceedings	with
a	claim	equal	to	our	exposure	at	the	time	under	such	transaction.	Our	exposure	will	depend	on	many	factors	but,	generally,	our
exposure	will	increase	if	the	market	price	or	the	volatility	of	our	Class	A	common	stock	increases.	In	addition,	upon	a	default	or
other	failure	to	perform,	or	a	termination	of	obligations,	by	a	counterparty,	the	counterparty	may	fail	to	deliver	the	consideration
required	to	be	delivered	to	us	under	the	Capped	Calls	and	we	may	experience	more	dilution	than	we	currently	anticipate	with
respect	to	our	Class	A	common	stock.	We	can	provide	no	assurances	as	to	the	financial	stability	or	viability	of	the
counterparties.	Our	business	could	be	negatively	affected	as......	as	a	result	of	shareholder	activism.	The	holders	of	Series	A
Convertible	Preferred	Stock	are	entitled	to	vote	on	an	as-	converted	to	Class	A	common	stock	basis	and	have	rights	to	approve
certain	actions.	Additionally,	KKR	may	exercise	influence	over	us	through	their	ability	to	designate	a	member	of	our	board
Board	of	directors	Directors	.	In	May	2021,	we	issued	500,	000	shares	of	our	Series	A	Convertible	Preferred	Stock	to	a	group
of	investors	led	by	KKR	&	Co.	Inc.	(“	KKR,	”	and	such	group	of	investors,	the	“	Investors	”).	The	holders	of	our	Series	A
Convertible	Preferred	Stock	are	generally	entitled	to	vote	with	the	holders	of	our	Class	A	common	stock	on	all	matters
submitted	for	a	vote	of	holders	of	shares	of	Class	A	common	stock	(voting	together	with	the	holders	of	shares	of	Class	A
common	stock	as	one	class)	on	an	as-	converted	basis.	Pursuant	to	that	certain	Investment	Agreement	dated	April	7,	2021,	by
and	among	Box,	Inc.	and	Powell	Investors	III	L.	P.,	KKR-	Milton	Credit	Holdings	L.	P.,	KKR-	NYC	Credit	C	L.	P.,	Tailored
Opportunistic	Credit	Fund,	and	CPS	Holdings	(US)	L.	P.	(the	“	Investment	Agreement	”),	KKR	has	the	right	to	designate	one
candidate	for	nomination	for	election	to	our	board	of	directors	for	so	long	as	KKR	and	its	permitted	transferees	maintain
minimum	aggregate	holdings	of	our	stock	as	described	in	further	detail	in	the	Investment	Agreement.	Notwithstanding	the	fact
that	all	directors	are	subject	to	fiduciary	duties	to	us	and	to	applicable	law,	the	interests	of	the	KKR	director	designee	may	differ
from	the	interests	of	our	security	holders	as	a	whole	or	of	our	other	directors.	Additionally,	the	consent	of	the	holders	of	a
majority	of	the	outstanding	shares	of	Series	A	Convertible	Preferred	Stock	is	required	in	order	for	us	to	take	certain	actions,
including	issuances	of	securities	that	are	senior	to,	or	equal	in	priority	with,	the	Series	A	Convertible	Preferred	Stock,	and
payments	of	special	dividends	in	excess	of	an	agreed	upon	amount.	As	a	result,	the	holders	of	Series	A	Convertible	Preferred
Stock	may	in	the	future	have	the	ability	to	influence	the	outcome	of	certain	matters	affecting	our	governance	and	capitalization.
The	issuance	of	shares	of	our	Series	A	Convertible	Preferred	Stock	reduces	the	relative	voting	power	of	holders	of	our	Class	A
common	stock,	and	the	conversion	of	those	shares	into	shares	of	our	Class	A	common	stock	would	dilute	the	ownership	of
Class	A	common	stockholders	and	may	adversely	affect	the	market	price	of	our	Class	A	common	stock.	The	holders	of	our
Series	A	Convertible	Preferred	Stock	are	entitled	to	vote,	on	an	as-	converted	basis,	together	with	holders	of	our	Class	A
common	stock	on	all	matters	submitted	to	a	vote	of	the	holders	of	our	Class	A	common	stock,	which	reduces	the	relative	voting
power	of	the	holders	of	our	Class	A	common	stock.	In	addition,	the	conversion	of	our	Series	A	Convertible	Preferred	Stock	into
Class	A	common	stock	would	dilute	the	ownership	interest	of	existing	holders	of	our	Class	A	common	stock,	and	any
conversion	of	the	Series	A	Convertible	Preferred	Stock	would	increase	the	number	of	shares	of	our	Class	A	common	stock
available	for	public	trading,	which	could	adversely	affect	prevailing	market	prices	of	our	Class	A	common	stock.	The	holders	of
our	Series	A	Convertible	Preferred	Stock	have	the	right	to	receive	a	payment	on	account	of	the	distribution	of	assets	on	any
voluntary	or	involuntary	liquidation,	dissolution	or	winding	up	of	our	business	before	any	payment	may	be	made	to	holders	of
any	other	class	or	series	of	capital	stock.	In	addition,	dividends	on	the	Series	A	Convertible	Preferred	Stock	accrue	and	are
cumulative	at	the	rate	of	3.	0	%	per	annum,	compounding	quarterly,	and	paid-	in-	kind	or	paid	in	cash,	at	our	election.	The
holders	of	our	Series	A	Convertible	Preferred	Stock	also	have	certain	redemption	rights,	including	the	right	to	require	us	to
repurchase	all	or	any	portion	of	the	Series	A	Convertible	Preferred	Stock	at	any	time	following	the	seventh	anniversary	of	the
original	issuance	date,	at	100	%	of	the	liquidation	preference	thereof	plus	all	accrued	but	unpaid	dividends.	In	addition,	upon
prior	written	notice	of	certain	change	of	control	events,	the	shares	of	the	Series	A	Convertible	Preferred	Stock	will	automatically
be	redeemed	by	us	for	a	repurchase	price	equal	to	the	greater	of	(i)	the	value	of	the	shares	of	Series	A	Convertible	Preferred
Stock	as	converted	into	Class	A	common	stock	at	the	then-	current	conversion	price	and	(ii)	an	amount	in	cash	equal	to	100	%
of	the	then-	current	liquidation	preference	thereof	plus	all	accrued	but	unpaid	dividends.	In	the	case	of	clause	(ii)	above,	we	will
also	be	required	to	pay	the	holders	of	our	Series	A	Convertible	Preferred	Stock	a	“	make-	whole	”	premium	consisting	of
dividends	that	would	have	otherwise	accrued	from	the	effective	date	of	such	change	of	control	through	the	fifth	anniversary	of
the	original	issuance	date.	These	dividend	and	share	repurchase	obligations	could	impact	our	liquidity	and	reduce	the	amount	of
cash	flows	available	for	working	capital,	capital	expenditures,	growth	opportunities,	acquisitions,	and	other	general	corporate
purposes.	Our	obligations	to	the	holders	of	our	Series	A	Convertible	Preferred	Stock	could	also	limit	our	ability	to	obtain
additional	financing,	which	could	have	an	adverse	effect	on	our	financial	condition.	The	preferential	rights	could	also	result	in
divergent	interests	between	the	holders	of	our	Series	A	Convertible	Preferred	Stock	and	holders	of	our	Class	A	common	stock.



Our	business	could	be	negatively	affected	as	a	result	of	actions	of	activist	shareholders.We	value	constructive	input	from
investors	and	regularly	engage	in	dialogue	with	our	shareholders	regarding	strategy	and	performance.Our	Board	board	of
Directors	directors	and	management	team	are	committed	to	acting	in	the	best	interests	of	all	of	our	shareholders.Responding	to
actions	by	activist	shareholders	could	be	costly	and	time-	consuming,disrupt	our	operations	and	divert	the	attention	of
management	and	our	employees.For	example,in	2021,we	were	engaged	in	a	proxy	contest	with	an	activist	shareholder	that	was
very	costly	and	diverted	a	significant	amount	of	time	from	our	Board	board	of	Directors	directors	and
management.Additionally,perceived	uncertainties	as	to	our	future	direction	as	a	result	of	shareholder	activism	or	changes	to	the
composition	of	our	Board	board	of	Directors	directors	may	lead	to	the	perception	of	a	change	in	the	direction	of	our	business	or
other	instability,which	may	be	exploited	by	our	competitors	and	/	or	other	activist	shareholders	and	cause	concern	to	our	current
or	potential	customers,employees,investors,strategic	partners	and	other	constituencies,which	could	result	in	lost	sales	and	the
loss	of	business	opportunities	and	make	it	more	difficult	to	attract	and	retain	qualified	personnel	and	business	partners.If
customers	choose	to	delay,defer	or	reduce	transactions	with	us	or	do	business	with	our	competitors	instead	of	us,then	our
business,financial	condition	and	operating	results	would	be	adversely	affected.In	addition,our	share	price	could	experience
periods	of	increased	volatility	as	a	result	of	shareholder	activism.	If	securities	or	industry	analysts	do	not	publish	or	cease
publishing	research	or	reports	about	us,	our	business,	our	market	or	our	competitors,	or	if	they	adversely	change	their
recommendations	regarding	our	Class	A	common	stock,	the	market	price	of	our	Class	A	common	stock	and	trading	volume
could	decline.	The	trading	market	for	our	Class	A	common	stock	is	influenced,	to	some	extent,	by	the	research	and	reports	that
securities	or	industry	analysts	publish	about	us,	our	business,	our	market	or	our	competitors.	If	any	of	the	analysts	who	cover	us
adversely	change	their	recommendations	regarding	our	Class	A	common	stock	or	provide	more	favorable	recommendations
about	our	competitors,	the	market	price	of	our	Class	A	common	stock	would	likely	decline.	If	any	of	the	analysts	who	cover	us
cease	coverage	of	our	company	or	fail	to	regularly	publish	reports	on	us,	we	could	lose	visibility	in	the	financial	markets,	which
in	turn	could	cause	the	market	price	of	our	Class	A	common	stock	or	trading	volume	to	decline.	We	do	not	expect	to	declare	any
dividends	to	holders	of	our	Class	A	common	stock	in	the	foreseeable	future.	We	do	not	anticipate	declaring	any	cash	dividends
to	holders	of	our	Class	A	common	stock	in	the	foreseeable	future.	Consequently,	investors	may	need	to	rely	on	sales	of	our
Class	A	common	stock	after	price	appreciation,	which	may	never	occur,	as	the	only	way	to	realize	any	future	gains	on	their
investment.	Investors	seeking	cash	dividends	should	not	purchase	shares	of	our	Class	A	common	stock.


