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The risks described below are not the only risks we face. If any of the events described in the following risk factors actually
occurs, or if additional risks and uncertainties later materialize ythat are not presently known to us or that we currently deem
immaterial, then our business, prospects, results of operations and financial condition could be materially adversely affected. In
that event, the trading price of our common stock could decline, and you may lose all or part of your investment in our shares.
The risks discussed below include forward- looking statements, and our actual results may differ substantially from those
discussed in these forward- looking statements. Risk Factors Summary Below is a summary of the principal factors that make an
investment in our common stock speculative or risky. This summary does not address all of the risks that-we face. Additional
discussion of the risks summarized in this risk factor summary, and other risks that we face, can be found below and should be
carefully considered, together with other information included in this Annual Report on Form 10- K . Risks Related to Our
Busmess * our dependence on the pnce of bitcoin to achleve profitability, which has hlstorlcally been Volatlle * our limited

ﬁfdeiayed—bi—teem—pfe&ueﬁen— . Volatlle and unpredlctable cycles in the emerglng and evolving industries in Wthh we operate;
competition in the markets in which we operate; ¢ our reliance on and ability to manage our construction contractors and
suppliers to meet our expansion efforts in keeping with planned timelines and cost estimates; ¢ our reliance on our management
team, and any failure by management to properly manage growth; ¢ future strategic acquisitions and other arrangements that we
engage in, which could disrupt our business, cause dilution to our stockholders, reduce our financial resources and harm our
operating results; ¢ our ability to timely complete our future strategic growth initiatives or within our anticipated cost; ¢ increased
compliance costs as a result of our strategic acquisitions; ¢ our need for financing in the future to sustain and expand our
operations and any inability to obtain such financing on acceptable terms, or at all; « we maintain our cash at financial
institutions, whteh-at-times;-often in balances that cxceed federally insured limits; * the uncertain impact of geopolitical and
economic events on the demand for bitcoin; ¢ our exposure to pricing risk and volatility associated with the value of bitcoin
because we do not hedge our investment in bitcoin; ¢ the development and acceptance of competing blockchain platforms or
technologies; * the reward for successfully solving a block will halve in the future , and its value may not adjust to compensate
us for the reduction in the rewards we receive from our mining efforts; * our reliance on a third- party mining pool service
provider for our mining revenue payouts; * forks in the bitcoin network; ¢ the open- source structure of the bitcoin network
protocol and any failure to properly monitor and upgrade the protocol; ¢ the possibility that banks and financial institutions may
not provide services to businesses that engage in cryptocurrency- related activities; ¢ the lack of limitations of FDIC or SIPC
protections for the bitcoin we hold; ¢ bitcoins we mine or hold for our own account may be subject to loss, theft, or restriction
on access; ¢ potential actions of malicious actors or botnets; ¢ the loss or destruction of private keys required to access our
bitcoins and potential data loss relating to our bitcoins; * potential failures of digital asset exchanges and custodians; * risks due
to disruptions in the digital asset markets, including, but not limited to, the risk from depreciation in our stock price,
financing risk, risk of increased losses or impairments in our investments or other assets, risks of legal proceedings and
government investigations, and risks from price declines or price volatility of digital assets; ¢ inadequate sources of
recovery if our digital-assets-bitcoin holdings are lost, stolen or destroyed ; « our ability to adopt technology in response to
changing security needs or trends and reliance on a third party, Coinbase, for custody of our bitcoin holdings; * security
threats to us; * a loss of confidence in our security systems, or a breach of our security systems ; * the irreversibility of
incorrect or fraudulent bitcoin transactions; ¢ potential Internet disruptions; ¢ the limited rights of legal recourse available to us
following any loss of our bitcoins; ¢ the sale of our bitcoins to pay for expenses a time of low bitcoin prices; ¢ the possibility that
a cryptocurrency other than bitcoin could be more desirable to the digital asset user base; ¢ the possibility that our mining costs
may exceed our mining revenues; ¢ damage eofto the properties included in our mining operation and potential inability to get
adequate insurance coverage for same; * our need for significant electrical power to support our mining operations; * increased
scrutiny and changing expectations from stakeholders with respect to ESG practices and the impacts of climate change; * our
operations and profitability may be adversely affected by competition from other methods of investing in cryptocurrencies; ¢ the
possibility that large holders of bitcoin may sell bitcoin into the market in large amounts all at once, thereby impacting the
growth of the price of bitcoin; * the potential that, in the event of a bankruptcy filing by a custodian, bitcoin held in custody
could be determined to be property of a bankruptcy estate and we could be considered a general unsecured creditor thereof;
risks related to technological obsolescence, the vulnerability of the global supply chain for cryptocurrency hardware disruption 5
and difficulty in obtaining new hardware; ¢ the limited precedent for financial accounting of digital assets, and the possibility of
future accounting requirements for transactions involving digital assets; ¢ the possibility of eur failure to grow our hashrate; *
risks arising from pandemics, epidemics or an outbreak of diseases, such as the-reeent-eutbrealofthe COVID- 19 pandemic; *
global economic conditions, including continuing or worsening inflationary issues and associated changes in monetary policy
and potential economic recession, and geopolitical events such as the Russia- Ukraine conflict ;-and the subsequent imposition
of sanctions as a result of the Russia- Ukraine conflict , and the Israeli- Palestinian conflict, could adversely affect our
business, financial condition and results of operations; ¢ potential product defect or liability suits, or any recall of our products,
particularly those in the discontinued operations; and ¢ our limited insurance protection exposes us and our stockholders to
the risk of loss of our bitcoin for which no person is liable. Risks Related to Governmental Regulation and Enforcement



Operations ¢ potential changes in laws and regulations applicable to mining bitcoin, bitcoin itself ;-or interpretations thereof,
including, without limitation, banking regulations and securities regulations and regulations governing mining activities, both in
the U. S. and in other countries; * we may incur additional compliance costs if deemed subject to the Commodity Exchange Act;
* the risk that the SEC or another regulatory body considers bitcoin or any other cryptocurrency to be a security; ¢ changing
environmental regulation and public energy policy; ¢ future developments regarding the treatment of digital assets for U. S.
federal income and applicable state, local and non- U. S. tax purposes; and * potential exposure to specifically designated
nationals or blocked persons as a result of our interactions with the bitcoin network . Risks Related to Our Securities * the price
of our common stock may be volatile and could fluctuate widely in price; ¢ any future issuance of preferred stock may adversely
affect holders of our common stock, as shares of preferred stock may have additional rights, preferences and privileges as
compared to he-our common stock; ¢ we are currently the subject of a shareholder class action, and may be subject to
shareholder litigation in the future; our costs of defending such litigation, arbitration and other proceedings and any adverse
outcome of such litigation, arbitration or other proceeding may have a material adverse effect on our business and the results of
our operations; ¢ we have financed our strategic growth primarily by issuing new shares of our common stock, which dilutes the
ownership interests of current stockholders; * we have not, and do not presently intend to, pay dividends on shares of our
common stock; ¢ if securities or industry analysts do not publish or do not continue to publish research or reports about our
business, or if they issue an adverse or misleading opinion regarding our stock, our stock price and trading volume could
decline; ¢ our indebtedness could adversely affect our financial health and prevent us from fulfilling our debt obligations; *
significant costs and demands upon management as a result of complying with the laws and regulations affecting public
companies, and the possible failure to comply with internal control over financial reporting requirements under Section 404 of
the Sarbanes- Oxley Act of 2002; « our management has identified a material weakness in its internal control over
financial reporting and may identify additional material weaknesses in the future; ¢ we guatify-are an accelerated filer
and may no longer provide scaled disclosures as a smaller reporting company beginning with our Quarterly Report on
Form 10- Q for the quarter ending December 31, 2023, which will increase our costs and demands on management are
subjeet-to-sealed-diselosure-requirements-; and * provisions in the Nevada Revised Statutes and our Bytaws-bylaws could make
it very difficult for an investor to bring any legal actions against our directors or officers for violations of their fiduciary duties
or could require us to pay any amounts incurred by our directors or officers in any such actions. Our ability to achieve
profitability is dependent on the price of bitcoin, which has historically been volatile. Our primary focus on our bitcoin mining
operations and our associated expansion efforts is largely based on our assumptions regarding the future value of bitcoin, which
has been subject to significant historical volatility and may be subject to influence from malicious actors, real or perceived
scarcity, political, economic, and regulatory conditions, and speculation making its price more volatile. It is difficult to
accurately predict the future market price of bitcoin are-, which may afse-inhibit consumer trust in and market acceptance of
bitcoin as a means of exchange, whieh-eould-thereby potentially Himitlimiting the future adoption of bitcoin and ;as-a-resutt
resulting ;-in our assumptions eetdd-preve-proving to be incorrect. If our assumptions prove incorrect and the future price of
bitcoin is not sufficiently high, our income from our bitcoin mining operations may not exceed our costs, and our operations may
never achieve profitability. We have a limited operating history and a history of operating losses and negative cash flow, and we
may never achieve consistent profitability. Our limited operating history, in particular our recent entry into the bitcoin mining
business, makes it difficult to evaluate our business and predict our future results of operations. Although we have achieved
profitable quarters in the past, to date, we have not maintained consistent profitability from period to period, and no assurances
can be made that we will achieve consistent profitability in the near future, if ever. From the Company’ s inception through
September 30, 20222023 , we sustained $ 496-332 , 643 953;-944-in cumulative net losses, and we had a net loss from our
continuing operations for the fiscal year ended September 30, 2022-2023 of $ 48-132 , 160 889,393~ We have generated these
losses as we execute our business plan and expand on our bitcoin mining activities as bitcoin prices are-have at times been in a
bear market. We-The extent to which we W111 Contlnue to recognlze loqsei in our Contlnulng opel atlon% urless-and-anti-s
dependent on bltcom prlcei eeoV z :

dlfﬁcult to predlct becauqe we operate in emerging and evolvmg 1nduqtrle§ that are %ubject to Volatlle and unpredlctable Cycles
The bitcoin mining and related industries are emerging and evolving, which may lead to period- to- period variability in our
operating results and may make it difficult to evaluate our future prospects. If we are not able to timely and appropriately adapt
to changes in our business environment or to accurately assess where we are positioned within a business cycle, our business,
financial condition s-or results of operations may be materially and adversely affected. The markets in which we participate are
highly competitive, and we may be unable to successfully compete. We compete in the highly competitive market for certain



operational aspects of our bitcoin mining business, including, but not limited to, the acquisition of new miners, obtaining the
lowest cost of electricity, obtaining clean energy sources, obtaining access to energy sites with reliable sources of power ;-and
evaluating new technology developments in the industry. Evolving industry standards, rapid price changes and product
obsolescence impact the market and its various participants, including us. Our competitors include many domestic and foreign
companies, many of which have substantially greater financial, marketing, personnel and other resources than we do, which may
cause us to be at a competitive disadvantage. The success of our bitcoin mining business will be dependent upon our ability to
purchase additional miners, adapt to changes in technology in the industry, and to obtain sufficient energy at reasonable prices,
amongst other things. A significant part of our success will depend on our reliance on and ability to manage our construction
contractors and suppliers, including mining equipment suppliers, in order to meet our expansion efforts in keeping with planned
timelines and cost estimates, and any failure to do so could materially and adversely affect our results of operations and relations
with our customers. We rely on a limited number of suppliers for the purchase and delivery of our miners to support our bitcoin
mining operations. There can be no assurance that such key suppliers and manufacturers will provide components, products or
miners in a timely and cost- efficient manner or otherwise meet our needs and expectations. Any disruption in the operations of
such key suppliers 2or manufacturers could delay our ability to expand our bitcoin mining operations. Our ability to manage
such relationships and timely replace suppliers and manufacturers, if necessary, is critical to our success. Our failure to timely
replace our manufacturers and suppliers, should that become necessary, could materially and adversely affect our results of
operations. For example, we depend on Bitmain, MicroBT ane-, Canaan Crypt Solutions and Sunnyside Digital for our
mining rigs and any change in their ability to manufacture or distribute and deliver these products could have a significant
impact on our results of operations. Aedditionatty-Supply chain disruptions resulting from factors such as inflation , swe
labor supply and shipping container shortages and the COVID- 19 pandemic have impacted, and may continue to
impact, us and our third- party manufacturers and suppliers. We are reliant on third parties for our expansion efforts,
including construction contractors and suppliers of infrastructure, to provide accurate estimates and timelines. If those parties
experience delays, cannot access adequate capital, or are exposed to inflation pressures or supply chain disruptions, our
expansion efforts will be similarly impacted. We rely heavily on our management team, whose continued service and
performance is critical to our future success. Any failure by management to properly manage growth, including hiring and
retaining competent and skilled management and other personnel, could have a material adverse effect on our business,
operating results ;-and financial condition. We currently have feur-three executive officers — our Chief Executive Officer and
President, Zachary Bradford, our Chief Financial Officer, Gary Vecchiarelli, eur-Chief-Communieations-Offteer; IsaaeHolyoalk;
and S. Matthew Sehwtz-Schultz , our Executive Chairman — who are responsible for our management functions and are
responsible for strateglc development ﬁnancmg and other ermcal functlons ;

v G ; - ur future success depends 51gn1ﬁcantly on the
contlnued service and performance of our existing management team. The departure, death, disability or other extended loss of
services of any member of our management team, particularly with little or no notice, could cause delays on projects, frustrate
our growth prospects and could have an adverse impact on our industry relationships, our project exploration and development
programs, other aspects of our business and our financial condition, results of operations, cash flow and prospects. Our success,
growth prospects s-and ability to capitalize on market opportunities also depend to a significant extent on our ability to identify,
hire, motivate and retain qualified managerial personnel, including additional senior members of management. Our growth may
be constrained by resource limitations as competitors and customers compete for increasingly scarce human capital resources.
The demand for professionals familiar with bitcoin mining and other skilled workers is currently high. Our competitors may be
able to offer a work environment with higher compensation or more opportunities than we can. Any new personnel we hire may
not be or become as productive as we expect, as we may face challenges in adequately or appropriately integrating them into our
workforce and culture. If we are unable to attract and retain a sufficient number of skilled personnel, our ability to successfully
implement our business plan, grow our company and maintain or expand our mining operations may be adversely affected, and
the costs of doing so may increase, which may adversely impact our business, financial condition and results of operations. Our
planned expansion could also place significant demands on our management, operations, systems, accounting, internal controls
and financial resources. If we experience difficulties in any of these areas, we may not be able to expand our business
successfully or effectively manage our growth. Any failure by management to manage growth and to respond to changes in our
business could have a material adverse effect on our business, financial condition and results of operations. We have engaged in,
and in the future may engage in, strategic acquisitions and other arrangements that could disrupt our business, cause dilution to
our stockholders, reduce our financial resources and harm our operating results. We have previously engaged in strategic
transactions, including acquisitions of companies, technologies and personnel, such as our recent asset and business
acquisitions related to our Dalton ofthe-MavwsenAssets-in-Oetober2022-, GA %H&and—S-P—RE—As&ets—rn—August—ZGQ%—
ATEinDeeember2626-Sandersville, GA and Washmgton, GA facilities , and, as part of our growth strategy, in the future,
we may seek additional opportunities to grow our mining operations, 1nclud1ng through purchases of miners and facilities from
other operating companies, including companies in financial distress. Our ability to grow through future acquisitions will depend
on the availability of, and our ability to identify, suitable acquisition and investment opportunities at an acceptable cost, our
ability to compete effectively to attract those opportunities and the availability of financing to complete acquisitions. Future
acquisitions may require us to issue common stock that would dilute our current stockholders’ percentage ownership, assume or
otherwise be subject to liabilities of an acquired company, record goodwill and non- amortizable intangible assets that will be
subject to impairment testing on a regular basis and potential periodic impairment charges, incur amortization expenses related



to certain intangible assets, incur large acquisition and integration costs, immediate write- offs, and restructuring and other
related expenses yand become subject to litigation. The benefits of an acquisition may also take considerable time to develop,
and we cannot be certain that any particular acquisition will produce the intended benefits in a timely manner or to the extent
anticipated or at all. We may experience difficulties integrating the operations, technologies yand personnel of an acquired
company or be subjected to liability for the target’ s pre- acquisition activities or operations as a successor in interest. Such
integration may divert management’ s attention from normal daily operations of our business. Future acquisitions may also
expose us to potential risks, including risks associated with entering markets in which we have no or limited prior experience,
especially when competitors in such markets have stronger market positions, the possibility of insufficient revenues to offset the
expenses we incur in connection with an acquisition and the potential loss of, or harm to, our relationships with employees and
suppliers as a result of integration of new businesses. We may not be able to timely complete our future strategic growth
initiatives or within our anticipated cost estimates, if at all. As part of our efforts to grow our hashrate and remain competitive in
the market, we have acquired facilities, entered into new and re- negotiated purchased power agreements and invested in
additional new and used mining equipment. We are also reliant on third parties for our expansion efforts, including construction
contractors and providers of infrastructure equipment, who may be burdened by delays in manufacturing, supply chain
problems, less access to capital due to macro - economic —conditions, or inflation. This could increase our costs and / or delay
our expansion and acquisition efforts. If we are unable to complete our planned expansions or acquisitions on schedule and
within our anticipated cost estimates, our deployment of newly purchased miners may be delayed, which could affect our
competitiveness and our results of operation, which could have a material adverse effect on our financial condition and the
market prlce for our securmes We may experlence increased compliance costs as a result of eu-lefuture strateglc acqu1smons

-F&ﬁher—ﬁﬁ&fe—Future strategic acqulsmons could carry substantial compliance burdens which may limit our ability to reahze
the anticipated benefits of such acquisitions, and which may require our management and personnel to shift their focus to such
compliance burdens and away from their other functions. Such increased costs and compliance burdens could affect our ability
to realize the anticipated benefits of such strategic acquisitions, and our business, results of operations ;-and financial condition
may suffer as a result. In the future, we may require additional financing to sustain and expand our operations, and we may not
be able to obtain financing on acceptable terms, or at all, which would have a material adverse effect on our business, financial
condition, results of operations, cash flow and prospects. Our ability to operate profitably and to grow our business is dependent
upon, among other things, generating sufficient revenue from our operations and, when and if needed, obtaining financing. If we
are unable to generate sufficient revenues to operate and / or expand our business, we will be required to raise additional capital
to fund operating deficits (if applicable) and the growth of our business, pursue our business plans and to finance our operating
activities, including through equity or debt financings, which may not be available to us on favorable terms, or at all. Our ability
to obtain capital through sales of bitcoin weutd-may also be impacted by deehines-the volatility in the price of bitcoin. We have
previously raised capital to finance our strategic growth of our business through public offerings of our common stock,
including through our at- the- market offering program, and we expect to need to raise additional capital through similar public
offerings to finance the completion of current and future expansion initiatives. Utilizing those sources may be more challenging
in the current financial market conditions, in particular where trading volume is diminished. We may not be able to obtain
additional debt or equity financing on favorable terms, if at all, which could impair our growth and adversely impact our
existing operations. To the extent that we raise additional capital through the sale of equity or convertible debt securities,
stockholder ownership interest in the Company may be diluted, and the terms of these securities may include liquidation or
other preferences that adversely affect rights as a stockholder. Debt and equity financings, if available, may involve agreements
that include covenants limiting or restricting our ability to take specific actions, such as redeeming our shares of common stock,
making investments, incurring additional debt, making capital expenditures or declaring dividends. We maintain our cash at
financial institutions, whieh-at-times;-often in balances that cxceed federally insured limits. Fhe-We maintain our cash at
financial institutions, often in balances that exceed federally insured limits. We maintain the majority of our cash is-held
and cash equlvalents in accounts at {—J—S—bankmg 1nst1tut10ns m the United States that we believe are of high quality. Cash
held in these eperating-accounts may-often cxceed the Federal Deposit Insurance
Corporation (* FDIC ”) insurance 11m1ts If such banklng institutions were to fail, we could lose all or a portion of these--- the
amounts held in excess of such insurance limitations . The FDIC recently took control of three such banking institutions,
Silicon Valley Bank on March 10, 2023, Signature Bank on March 12, 2023 and First Republic Bank on May 1, 2023.
While we did not have an account at any of these three banks, in the event of the failure of any of the financial
institutions where we maintain our cash and cash equivalents, there can be no assurance that we would be able to access
uninsured funds in a timely manner or at all. Any inability to access or delay in accessing these funds could adversely
affect our business and financial position. Our ability to open accounts at certain financial institutions is limited by the
policies of such financial institutions to not accept clients that are in the digital asset industry . The impact of geopolitical
and economic events on the demand for bitcoin is uncertain. Geopolitical crises may trigger large- scale purchases of bitcoin,
which could rapidly increase their—- the ptiees— price of bitcoin . This may, however, also increase the likelihood of a
subsequent price swing in the opposite direction as crisis- driven purchasing behavior dissipates, ultimately decreasing the value
of biteoins—- bitcoin or any other digital asset in our possession. Such risks are similar to the risks of purchasing commodities in
generally uncertain times, such as the risk of purchasing, holding or selling gold. Alternatively, global crises and economic
downturns may discourage investment in bitcoin and digital assets in general as investors shift their investments towards less
volatile asset classes. Such events could have a material adverse effect on our business, prospects or operations and potentially
the value of bitcoin we mine or otherwise acquire or hold for our own account. The value of bitcoin has historically been subject




to wide swings. Because we do not currently hedge our investment in bitcoin and do not intend to for the foreseeable future, we
are directly exposed to bitcoin’ s price volatility and surrounding risks. The market price of one bitcoin in our principal
market ranged from approximately $ 15, 460 to $ 31, 862 during the fiscal year ended September 30, 2023 and ranged
from approximately $ 17, 567 to $ 69, 000 during the fiscal year ended September 30, 2022. While bitcoin prices are
determined primarily using data from various exchanges, over- the- counter markets and derivative platforms, they have
historically been volatile and are impacted by a variety of factors. Such factors include, but are not limited to, the worldwide
growth in the adoption and use of biteeins— bitcoin , the maintenance and development of the software protocol of the bitcoin
network, changes in consumer demographics and public tastes, fraudulent or illegitimate actors, real or perceived scarcity, and
political, economic, regulatory or other conditions. Furthermore, pricing may be the result of, and may continue to result in,
speculation regarding future appreciation in the value of bitcoin, or our share price, making prices more volatile. Currently, we
do not use a formula or specific methodology to determine whether or when we will sell bitcoin that we hold, or the number of
bitcoins we will sell. Rather, decisions to hold or sell bitcoins are currently determined by management by analyzing forecasts
and monitoring the market in real time. Such decisions, however well- informed, may result in untimely sales and even losses,
adversely affecting an investment in us. At this time, we do not anticipate engaging in any hedging activities related to our
holding of bitcoin; this would expose us to substantial decreases in the price of bitcoin. The development and acceptance of
competing blockchain platforms or technologies may cause consumers to use alternative distributed ledgers or other alternatives.
The development and acceptance of competing blockchain platforms or technologies may cause consumers to abandon bitcoin.
As we exclusively mine bitcoin , and expect to exclusively mine bitcoin in the future , we could face difficulty adapting to
emergent digital ledgers, blockchains sor alternatives thereto. This could prevent us from realizing the anticipated profits from
our investments. Such circumstances could have a material adverse effect on our business, prospects or operations and
potentially the value of any bitcoin we mine or otherwise acquire or hold for our own account and therefore harm investors.
Bitcoin is subject to halving; the reward for successfully solving a block will halve several times in the future and its value may
not adjust to compensate us for the reduction in the rewards we receive from our mining efforts. Halving is a process designed to
control the overall supply and reduce the risk of inflation in cryptocurrencies using a Proof- of- Work consensus algorithm. In
an event referred to as bitcoin “ halving, ” the bitcoin reward for mining any block is cut in half. For example, the mining reward
for bitcoin declined from 12. 5 to 6. 25 bitcoin on May 11, 2020. This process is scheduled to occur once every 210, 000 blocks 5
orroughty-. It is estimated that bitcoin will next halve in April 2024 and then approximately every four yecars -thereafter
until the total amount of bitcoin rewards issued reaches 21 million, which is expected to occur around 2140. Once 21 million
bitcoin are generated, the network will stop producing more. Currently, there are more than 19 million bitcoin in circulation.
While bitcoin prices have had a history of price fluctuations around halving events, there is no guarantee that the-any such price
change will be favorable or would compensate for the reduction in mining reward. If a corresponding and proportionate increase
in the price of bitcoin does not follow these anticipated halving events, the revenue from our mining operations would decrease,
and we may not have an adequate incentive to continue mining and may cease mining operations altogether, which may
adversely affect an investment in us. Furthermore, such reductions in bitcoin rewards for uncovering blocks may result in a
reduction in the aggregate hashrate of the bitcoin network as the incentive for miners decreases. Miners ceasing operations
would reduce the collective processing power on the network, which would adversely affect the confirmation process for
transactions and make the bitcoin network more vulnerable to malicious actors or botnets obtaining control in excess of 50 % of
the processing power active on the blockchain. Such events may adversely affect our activities and an investment in us. Our
reliance on a third- party mining pool service provider for our mining revenue payouts may adversely affect an investment in us.
We currently rely on Foundry Digital” s €peet>;-open access mining pool ("' poel") that sappett-supports bitcoin --to receive
our mining rewards and fees from the network. Our pool has the sole discretion to modify the terms of our agreement at any
time, and, therefore, our future rights and relationship with our pool may change. In general, mining pools allow miners to
combine their computing and processing power, increasing their chances of solving a block and getting rewarded by the bitcoin
network. The rewards, distributed proportionally to our contribution to the pool’ s overall mining power, are distributed by the
pool operator. Should our peels— peel ' s operator systems suffer downtime due to a cyber- attack, software malfunction or
other similar issues, #wittnegativelytmpaet-our ability to mine and receive revenue will be negatively impacted .
Furthermore, while we receive daily reports from our peets— pool detailing the total processing power provided to the peets—-
pool and the proportion of that total processing power 7we provided to determine the distribution of rewards to us, we are
dependent on the accuracy of our pool’ s record keeping. Therefore, we have little means of recourse against our peets— pool '
s eperators— operator if we determine the proportion of the reward paid out to us by the mining pool operator is incorrect, other
than leaving the pools. If we are unable to consistently obtain accurate proportionate rewards from our peets— pool , we may
experience reduced rewards for our efforts, which would have an adverse effect on our business and operations. Forks in the
bitcoin network may occur in the future, which may affect the value of bitcoins held by us. A small group of contributors can
propose refinements or improvements to the bitcoin network’ s source code that alter the protocols and software that govern the
bitcoin network and the properties of bitcoin, including the irreversibility of transactions and limitations on the mining of new
bitcoin. This is known as a *“ fork. ” In the event a developer or group of developers proposes modifications to the bitcoin
network that are not accepted by a majority of miners and users, but that +s-are nonetheless accepted by a substantial plurality of
miners and users, two or more competing and incompatible blockchain implementations could result. This is known as a “ hard
fork. ” The value of bitcoin after the creation of a fork is subject to many factors, including, but not limited to, the value of the
fork product, market reaction to the creation of the fork product ;and the occurrence of forks in the future. As such, existing
forks, such as Bitcoin Cash and Bitcoin Gold, and future forks may have a negative effect on bitcoin’ s value and may adversely
affect an investment in us. The open- source structure of the bitcoin network protocol means that the contributors to the protocol
are generally not directly compensated for their contributions in maintaining and developing the protocol. A failure to properly



monitor and upgrade the protocol could damage the bitcoin network and an investment in us. As an open- source project, bitcoin
does not generate revenues for its contributors, and contributors are generally not compensated for maintaining and updating the
bitcoin network protocol. The lack of guaranteed financial incentives for contributors to maintain or develop the bitcoin network
and the lack of guaranteed resources to adequately address emerging issues with the bitcoin network may reduce incentives to
address the issues adequately or in a timely manner. To the extent that contributors may fail to adequately update and maintain
the bitcoin network protocol, #eeultd-have-there may be a material adverse effect on our business, prospects, or operations and
potentially the value of any bitcoin or other cryptocurrencies we mine or otherwise acquire or hold for our own account. Banks
and financial institutions may not provide banking services, or may cut off services, to businesses that engage in cryptocurrency-
related activities. A number of companies that engage in bitcoin and / or other cryptocurrency- related activities have been
unable to find banks or financial institutions that are willing to provide them with bank accounts and other services. Similarly, a
number of companies and individuals or businesses associated with cryptocurrencies may have had and may continue to have
their existing bank accounts closed or services discontinued with financial institutions. To the extent that such events may
happen to us, they could have a material adverse effect on our business, prospects or operations and potentially the value of any
bitcoin or other cryptocurrencies we mine or otherwise acquire or hold for our own account. Bitcoins held by us are not subject
to FDIC or SIPC protections. We do not hold our bitcoins with a banking institution or a member of the Federal-Depeosit
Insuranee-Corporation{=—F DIC 2-or the Securities Investor Protection Corporation (“ SIPC ), and, therefore, our bitcoins are
not subject to the protections enjoyed by depositors with FDIC or SIPC member institutions. As a result, we may suffer a loss
with respect to our bitcoins that 1s-are not covered by insurance, and we may not be able to recover any of our carried value in
these bitcoins if they are lost or stolen or suffer significant and sustained reduction in conversion spot price. If we are not
otherwise able to recover damages frem-a-malietous-aetor-in connection with these losses, our business and results of operations
may suffer, which may have a material negative impact on our stock price. Bitcoins we mine or hold for our own account may
be subject to loss, theft or restriction on access. There is a risk that some or all of our bitcoins could be lost or stolen. Bitcoins
are stored in and accessed by cryptocurrency sites commonly referred to as “ wallets. ” A hot wallet refers to any cryptocurrency
wallet that is connected to the Internet. Generally, hot wallets are easier to set up and access than wallets in cold storage, but
they are also more susceptible to hackers and other technical vulnerabilities. Cold storage refers to any cryptocurrency wallet
that is not connected to the Internet. Cold storage is generally more secure than hot storage, but is not ideal for quick or regular
transactions. When we keep our bitcoin in cold storage, we may experience lag time in our ability to respond to market
fluctuations in the price of our cryptocurrency assets. We currently mine bitcoin by contributing to and beneﬁting from our peels
- pool ’ s processing power. Our share of bitcoins mined from our peels— pool are-is initially received by us in wallets we
control, which are maintained by Coinbase I-ne—a—U—S—based—d-rgtta-l—assets—e*ehaﬂge— We currently sell the majority of the
bitcoin we mine and utilize hot wallets to hold this bitcoin 1mmed1ately prior to selling for working capital purposes. We hold
any remainder of our bitcoin in cold storage. Bitcoins we mine or hold for our own account may be subject to loss, theft or
restriction on access. Hackers or malicious actors may launch attacks to steal, compromise or secure bitcoins, such as by
attacking the bitcoin network source code, exchange miners, third- party platforms (including Coinbase), cold and hot storage
locations or software, or by other means. We may be in control and possession of substantial holdings of bitcoin, and as we
increase in size, we may become a more appealing target of hackers, malware, cyber- attacks or other security threats. Any of
these events may adversely affect our operations and, consequently, our investments and profitability. If a malicious actor or
botnet obtains control of more than 50 % of the processing power on the bitcoin network, such actor or botnet could manipulate
the network to adversely affect us, which would adversely affect an investment in us. If a malicious actor or botnet, a collection
of computers controlled by networked software coordinating the actions of the computers, obtains over 50 % of the processing
power dedicated to mining bitcoin, such actor or botnet may be able to construct fraudulent blocks or prevent certain
transactions from completing in a timely manner, or at all. The malicious actor or botnet could control, exclude or modify the
order of transactions, though it could not generate new units or transactions using such control. The malicious actor er botnet
could also ““ double- spend, ™ or spend the same bitcoin in more than one transaction, or it could prevent transactions from being
validated. In certain instances, reversing any fraudulent or malicious changes made to the bitcoin blockchain may not be
possible. Although there are no known reports of malicious activity or control of blockchains achieved through controlling over
50 % of the processing power on the bitcoin network, it is believed that certain mining pools may have exceeded, and could
exceed, the 50 % threshold on the bitcoin network. This possibility creates a greater risk that a single mining pool could exert
authority over the validation of bitcoin transactions. To the extent that the bitcoin ecosystem, and the administrators of mining
pools, do not have adequate controls and responses in place, the risk of a malicious actor obtaining control of the processing
power may increase. If such an event were to occur, it could have a material adverse effect on our business, prospects or
operations and potentially the value of any bitcoin we mine or otherwise acquire or hold for our own account and harm
investors. The loss or destruction of private keys required to access our bitcoins may be irreversible. Our loss of access to our
private keys or our experience of a data loss relating to our bitcoins could adversely affect an investment in us. Bitcoins may
only be controlled by the possessor of both the unique public and private keys relating to the local or online digital wallet in
which they are held. We publish the public key relating to digital wallets in use when we verify the receipt or transfers of
bitcoins to and from our wallets and disseminate such information into the network on an anonymous basis, but we safeguard
the private keys relating to such digital wallets. Digital asset exchanges, such as Coinbase, where we hold our bitcoin, engage in
similar practices. To the extent such private keys are lost, destroyed or otherwise compromised, we will be unable to access our
bitcoins and such private keys may not be capable of being restored by any network. Any loss of private keys relating to digital
wallets used to store our bitcoins whether by us or digital asset exchanges where we hold our bitcoin, could have a material
adverse effect on our business, prospects or operations and potentially the value of any bitcoin we mine or otherwise acquire or
hold for our own account. The digital asset exchanges on which cryptocurrencies, including bitcoin, trade are relatively new and



largely unregulated, and thus may be exposed to fraud and failure. Such failures may result in a reduction in the price of bitcoin
and other cryptocurrencies and can adversely affect an investment in us. Digital asset exchanges on which cryptocurrencies trade
are relatively new and, in most cases, largely unregulated. Many digital exchanges do not provide the public with significant
information regarding their ownership structure, management teams, corporate practices or regulatory compliance. As a result,
the marketplace may lose confidence in, or may experience problems relating to, cryptocurrency exchanges, including
prominent exchanges handling a significant portion of the volume of digital asset trading . For example, in the first...... the
digital asset industry as a whole . A perceived lack of stability in the digital asset exchange market and the closure or temporary
shutdown of digital asset exchanges due to business failure, hackers or malware, government- mandated regulation, or fraud,
may reduce confidence in digital asset networks and result in greater volatility in cryptocurrency values. These potential
consequences of a digital asset exchange’ s failure could adversely affect an investment in us. We may .For example,in the first
half of 2022,each of Celsius Network,Voyager Digital Ltd.,and Three Arrows Capital declared bankruptcy,resulting in a
loss of confidence in participants of the digital asset ecosystem and negative publicity surrounding digital assets more broadly.In
November 2022,FTX,the third —largest digital asset exchange by volume at the time,halted customer withdrawals ;-and shortly
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experienced extreme price volatility and several other entities in the digital asset industry have been,and may continue to
be,negatively affected,further undermining confidence in the digital asset-assets markets and in bitcoin.These events have also
negatively 1mpacted the liquidity of the digital asset-assets markets as certain entities affiliated with FTX and-platferms-suaehas
Cotnbase-and-Binanee-have-cngaged sor-may-eontinue-te-engage;-in significant trading activity.If the liquidity of the digital asset
assets markets continues to be negatively impacted by these events,digital asset prices (including the price of bitcoin) may
continue to experience significant volatility and confidence in the digital asset markets may be further undermined.These events
are continuing to develop and it is not possible to predict at this time all of the risks that they may pose to us,our service
providers or on the digital asset industry as a whole not have adequate sources of recovery if our digttal-assets-bitcoin
holdings are lost, stolen or destroyed. We rely on Coinbase to facilitate the custody of our bitcoins. If our biteeinrs— bitcoin
holdings are lost, stolen or destroyed under circumstances rendering a party, including Coinbase, liable to us, the responsible
party may not have the financial resources sufficient to satisty our claim. For example, as to a particular event of loss, the only
source of recovery for us might be limited, to the extent identifiable, to other responsible third parties (e. g., a thief or terrorist),
any of which may not have the financial resources (including liability insurance coverage) to satisfy a v dlld claim of ours.
Ineorreet-orfraudulent biteotn-transaetions-may-While Coinbase maintains insurance coverage of such types and amounts
as Coinbase asserts to be irreversible-commercially reasonable for its custodial services provided under the Company’ s
custody agreement with Coinbase, including certain commercial crime insurance of limited aggregate principal amount
which covers losses stemming from fraud, security breach, hack and asset theft, such insurance coverage may be
insufficient to protect the Company against all losses of its bitcoin holdings held in custody with Coinbase, whether or not
stemming from security breaches, cyberattacks or other types of unlawful activity. See “ — Our limited insurance
protection exposes us and our stockholders to the risk of loss of our bitcoin for which no person is liable. ” Our ability to
adopt technology in response to changing security needs or trends and reliance on a third party, Coinbase, for custody
pose a challenge to the safekeeping of our bitcoin holdings. The history of digital asset exchanges has shown that
exchanges and large holders of digital assets must adapt to technological change in order to secure and safeguard their
digital assets. All of the bitcoin we hold is held in either cold or hot storage by Coinbase. We rely on Coinbase’ s security
systems, derived from established, industry- best practices, to safeguard our bitcoin holdings from theft, loss, destruction
or other issues relating to hackers and technological attack. We believe that we may become a more appealing target of
security threats as the size of our bitcoin holdings grow. To the extent that either Coinbase or we are unable to identify
and mitigate or stop new security threats, our bitcoin holdings may be subject to theft, loss, destruction or other attack,
which could adversely affect an investment in us. To the extent that Coinbase is no longer able to safeguard our assets,
we would be at risk of loss if safeguarding protocols fail. Security threats to us could result in a loss of our bitcoin
holdings or damage to our reputation and brand, each of which could adversely affect an investment in us. Security
breaches, computer malware and computer hacking attacks have been a prevalent concern in the digital asset exchange
markets, for example since the launch of the bitcoin network. Any security breach caused by hacking, which involves
efforts to gain unauthorized access to information or systems, or to cause intentional malfunctions or loss or corruption
of data, software, hardware or other computer equipment, and the inadvertent transmission of computer viruses, could
harm our business operations or result in loss of our bitcoin holdings. Any breach of our infrastructure could result in
damage to our reputation, which could adversely affect an investment in us. Furthermore, we believe that, as our assets
grow, we may become a more appealing target for security threats such as hackers and malware. We rely on Coinbase’ s
security systems, derived from established, industry- best practices, to safeguard our bitcoin holdings from theft, loss,
destruction or other issues relating to hackers and technological attack. Nevertheless, Coinbase’ s security systems may
not be impenetrable and may not be free from defect or immune to acts of God, and any loss due to a security breach,
software defect or act of God may be borne by us. Our security system and operational infrastructure may be breached
due to the actions of outside parties, error or malfeasance of an employee of ours, or otherwise, and, as a result, an
unauthorized party may obtain access to our private keys, data or bitcoin. Additionally, outside parties may attempt to
fraudulently induce employees of ours to disclose sensitive information in order to gain access to our infrastructure. As
the techniques used to obtain unauthorized access, disable or degrade service, or sabotage systems change frequently, or
may be designed to remain dormant until a predetermined event and often are not recognized until launched against a




target, we may be unable to anticipate these techniques or implement adequate preventative measures. If an actual or
perceived breach of our security systems occurs, the market perception of the effectiveness of our security systems could
be harmed, which could adversely affect an investment in us. In the event of a security breach, we may be forced to cease
operations, or suffer a reduction in assets, the occurrence of each of which could adversely affect an investment in us. A
loss of confidence in our security systems, or a breach of our security systems, may adversely affect us and the value of an
investment in us. We will take measures to protect us and our bitcoin from unauthorized access, damage or theft;
however, it is possible that our security systems may not prevent the improper access to, or damage or theft of, our
bitcoin holdings. A security breach could harm our reputation or result in the loss of some or all of our bitcoin. A
resulting perception that our measures do not adequately protect our bitcoin holdings could result in a loss of current or
potential stockholders, reducing demand for our common stock and causing our shares to decrease in value . Bitcoin
transactions are rreverstble-irrevocable and stolen or incorrectly transferred biteotns— bitcoin may thus-be irretrievable. As a
result, any incorrectly executed digital asset transactions could adversely affect an investment in us. Bitcoin transactions
are not, from an administrative perspective, reversible without the consent and active participation of the recipient of the
transaction or, in theory, control or consent of a majority of the processing power on the bitcoin network. Once a
transaction has been verified and recorded in a block that is added to the blockchain, an incorrect transfer of bitcoin or a
theft of bitcoin generally will not be reversible, and we may not be capable of seeking compensation for any such transfer
or theft. While we exchange our biteetrrs— bitcoin directly for U. S. dollars on Coinbase and do not presently use, or expect to
use, our biteeits—- bitcoin for any other transactions other than limited payroll - related payments, any-it is possible that,
through computer or human error, or through theft or criminal action, our bitcoin could be transferred from us in
incorrect amounts or to unauthorized third parties. To the extent that we are unable to seek a corrective transaction
with such third party or are incapable of identifying the third party which has received our bitcoin through error or
theft, we will be unable to revert or otherwise recover incorrectly exeetted-transferred bitcoin. To the extent that we are
unable to seek redress or-for fraudulentbiteoin-transaetions-may-stitbsuch error or theft, such loss could adversely affect eur
an investments— investment and-assets-in us . We may face risks of Internet disruptions, which could have an adverse effect on
not only the price of bitcoin but also our ability to mine bitcoin. A disruption of the Internet may adversely affect the mining and
use of cryptocurrencies, including bitcoin. Generally, cryptocurrencies and our business of mining bitcoin s-are dependent upon
the Internet. A significant disruption in Internet connectivity could disrupt bitcoin’ s network operations until the disruption is
resolved and have an adverse effect on the price of bitcoin and our ability to mine bitcoin. The limited rights of legal recourse
available to us expose us and our investors to the risk of loss of our bitcoins for which no person is liable. At this time, there is
no specifically enumerated U. S. or foreign governmental, regulatory, investigative or prosecutorial authority or mechanism
through which to bring an action or complaint regarding missing or stolen cryptocurrency; though law enforcement agencies like
the FBI have recovered stolen bitcoin, that recovery has required significant amounts of time. To the extent that we are unable to
recover our losses from such action, error or theft, such events could have a material adverse effect on our business, prospects or
operations efand potentially the value of any bitcoin we mine or otherwise acquire or hold for our own account. The sale of our
bitcoins to pay for expenses at a time of low bitcoin prices could adversely affect an investment in us. We sell our bitcoins to pay
for operating expenses and growth on an as- needed basis. Consequently, we may sell our bitcoins at a time when bitcoin prices
are low, which could adversely affect an investment in us. At this time, we do not engage in contractual or financial hedging
activities related to our bitcoin holdings to mitigate potential decreases in the price of bitcoin. See the above risk factor entitled,
The value of bitcoin has historically been subject to wide swings. Because we do not currently hedge our investment in bitcoin
and do not intend to for the foreseeable future, we are directly exposed to bitcoin’ s price volatility and surrounding risks."
Demand for bitcoin is driven, in part, by its status as a prominent and secure cryptocurrency. It is possible that a cryptocurrency
other than bitcoin could have features that make it more desirable to a material portion of the digital asset user base, resulting in
a reduction in demand for biteetnrs— bitcoin . Bitcoin holds a “ first- to- market ” advantage over other cryptocurrencies. This
first- to- market advantage is driven in large part by having the largest user base and, more importantly, the largest combined
mining power in use. Nonetheless, another form of cryptocurrency could become materially popular due to either a perceived or
exposed shortcoming of the bitcoin network or a perceived advantage of another form of digital currency. If another form of
digital currency obtains significant market share, this could reduce the interest in, and value of, bitcoin and the profitability of
our bitcoin operations. Our mining costs may be in excess of our mining revenues, which could seriously harm our business and
adversely impact an investment in us. Mining operations are costly and our expenses may increase in the future. Increases in
mining expenses may not be offset by corresponding increases in revenue (i. €. , the value of bitcoin mined). Our expenses may
become greater than we anticipate, and our investments to make our business more cost- efficient may not succeed. Further,

even if our expenses remain the same or decline, our revenues may not exceed our expenses to the extent the price of bitcoin
eontintes-to-deerease-decreases without a corresponding decrease in bitcoin network difficulty. Increases in our costs without
corresponding increases in our revenue would adversely affect our profitability and could seriously harm our business and an
investment in us. The properties included in our mining eperatter-operations may experience damages, including damages that
may not be covered by insurance. Our current mining locations and any future sites we establish will be subject to a variety of
risks relating to physical condition and operation, including but not limited to: ¢ construction or repair defects or other structural
or building damage; ® any noncompliance with or liabilities under applicable environmental, health or safety regulations or
requirements or building permit requirements; ¢ any damage resulting from natural disasters and climate change, such as
hurricanes, earthquakes, fires, floods and windstorms; and ¢ claims by employees and others for injuries sustained at our
properties. Although our mining sites are equipped with standard security measures normally associated with a traditional data
center, and insured by tier one insurance providers, our mining sites could still be rendered inoperable, temporarily or
permanently, as a result of a fire or other natural disaster or by a terrorist or other events outside of our control. For a summary



of our insurance coverage, see “ Business — Insurance. ” The measures we have taken, and may take in the future, to
prevent and insure against these risks may prove to not be sufficient or effective. We are subject to risks associated with our
need for significant electrical power. The operation of a bitcoin mining facility requires significant amounts of electrical power.
Any mining site we currently operate or establish in the future can only be successful if we can continue to obtain sufficient
electrical power for that site on a cost- effective basis. We currently have fewr-five fully- owned campuses and operate
additional miners under twe-one active hosting agreements— agreement , cach of which have unique power agreements.
Geopohtlcal events 1nclud1ng the war in Ukraine and inflationary impacts have caused power prices to increase worldwide; if
power prices continue to increase while bitcoin prices decrease, #-weoatdimpaet-our ablhty to profitability mine bitcoin would
be negatively impacted . We may curtail the energy used by our mining operations in times of heightened energy prices or in
the case of a grid- wide electricity shortage either voluntarily or by agreement with utility providers. We may also encounter
other situations where utilities or government entities restrict or prohibit the provision of electricity to mining operations. In
these cases, our ability to produce bitcoin may be negatively affected. Because we also expect to expand to additional sites, there
may be significant competition for suitable locations with access to affordable power. Additionally, our facilities could be
adversely affected by a power outage. Although we maintain limited backup power at certain sites, it would not be feasible to
run miners on back- up power generators in the event of a government restriction on electricity or a power outage. To the extent
we are unable to receive adequate power supply and are forced to reduce or cease our operations due to the availability or cost
of electrical power, our business would be adversely affected. Further, one of our key strategies is to use sustainable and
environmentally friendly sources of energy, including nuclear energy sources. To the extent we are unable to obtain sustainable
sources of energy on a cost- effective basis and execute on this strategy, our business could be adversely affected. Increased
scrutiny and changing expectations from stakeholders with respect to our ESG practices and the impacts of climate change may
result in additional costs or risks. Companies across many industries are facing increasing scrutiny related to their
environmental, social s-and governance (“ ESG ”) practices. Investor advocacy groups, certain institutional investors, investment
funds and other influential investors are also increasingly focused on ESG practices and in recent years have placed increasing
importance on the non- financial impacts of their investments. In May 2021, the SEC proposed rule changes that would require
public companies to include certain climate- related disclosures in their periodic reports, including information about climate-
related risks that are reasonably likely to have a material impact on their business, results of operations, or financial condition,
and certain climate- related financial statement metrics in a note to their audited financial statements. The SEC noted that such
rule changes were proposed in response to investor demands for consistent and comparable data on climate change.
Furthermore, increased public awareness and concern regarding environmental risks, including global climate change, may
result in increased public scrutiny of our business and our industry, and our management team may divert significant time and
energy away from our operations and towards responding to such scrutiny and reassuring our employees. In addition, the
physical risks of climate change may impact the availability and cost of materials and natural resources, sources and suppty
supplies of energy, and demand for bitcoin and other cryptocurrencies, and could increase our insurance and other operating
costs, including, potentially, to repair damage incurred as a result of extreme weather events or to renovate or retrofit facilities to
better withstand extreme weather events. If environmental laws or regulations or industry standards are either changed or
adopted and impose significant operational restrictions and compliance requirements on our operations, or if our operations are
disrupted due to physical impacts of climate change, our business, capital expenditures, results of operations, financial condition
and competitive position could be negatively impacted. Our operations and profitability may be adversely affected by
competition from other methods of investing in cryptocurrencies. We compete with other users and / or companies that are
mining erypteenrrenetes-bitcoin and other potential financial vehicles, including securities backed by or linked to
eryptoetrrenetes-bitcoin . Market and financial conditions, and other conditions beyond our control, may make it more
attractive to invest in other financial vehicles, or to invest in cryptocurrencies directly, which could limit the market for our
shares and reduce their liquidity. The emergence of other financial vehicles and exchange- traded funds have increased scrutiny
on cryptocurrencies, and such scrutiny could be applicable to us and impact our ability to successfully establish or maintain a
public market for our securities. Such circumstances could have a material adverse effect on our business, prospects or
operations and potentially the value of any bitcoin we mine or otherwise acquire or hold for our own account, and harm
investors. From time to time, as market conditions change, large holders of bitcoin may sell large amounts all at once into the
market, thereby constraining the growth of the price of bitcoin. There are very large holders of bitcoin, including other miners,
that may choose or be forced to sell large quantities of bitcoin all at once or over a short period of time. Such an increase in
selling volume could create downward pressure on the market price of bitcoin. Potential that, in the event of a bankruptcy filing
by a custodian, bitcoin held in custody could be determined to be property of a bankruptcy estate and we could be considered a
general unsecured creditor thereof . All of the bitcoin we hold is held in either cold or hot storage by Coinbase . The
treatment of bitcoins held by custodians that file for bankruptcy protection is uncharted territory in U. S. Bankruptcy law. We
cannot say with certainty whether our bitcoin held in custody by a-Coinbase, should it declare bankrapt-bankruptcy eustodian
, would be treated as property of athe bankruptcy estate and, accordingly, whether we the-ewner-ofthatbiteoin-would be treated
as a general unsecured creditor with respect of our bitcoin held in custody by Coinbase. If we are treated as a general
unsecured creditor, we may not be able to recover our bitcoin in the event of a Coinbase bankruptcy or a bankruptcy of
any other custodian we may use in the future . There are risks related to technological obsolescence, the vulnerability of the
global supply chain for cryptocurrency hardware disruption s-and difficulty in obtaining new hardware which may have a
negative effect on our business. As our mining faetlity-facilities eperates— operate , our miners experience ordinary wear and
tear ;-and may alse-face more significant malfunctions caused by a number of extraneous factors beyond our control. The
degradation of our miners will also require us te-, over time, to repair or replace miners which are no longer functional.
Additionally, as technology evolves, we may be required to acquire newer models of miners to remain competitive in the



market. This upgrading process requires substantial capital investment, and we may face challenges in doing so on a timely and
cost- effective basis. Further, the global supply of miners is unpredictable and presently heavily dependent on manufacturers
headquartered in China, with manufacturing in Asia, which was severely affected by the emergence of the COVID- 19
eorenavirusglobal-pandemic. We currently utilize several types of ASIC miners as part of our mining operation, including
Bitmain Antminers, Canaan Avalon miners and MicroBT WhatsMiners, all of which are produced in China, Malaysia,
Indonesia and-or Thailand. Geopolitical matters, including the relationship of the U. S. relattonship-with China, may impact
our ability to import ASIC miners. As a result, we may not be able to obtain adequate replacement parts for our existing miners
or obtain additional miners from manufacturers on a timely basis. Such events could have a material adverse effect on our
business, prospects or operations and potentially the value of any bitcoin we mine or otherwise acquire or hold for our own
account, and harm investors. Since there has been limited precedent set for financial accounting of digital assets, including
bitcoin, it is unclear how we w ill be quuned to account for transactions involving digital assets Bee&use—t-hefe—has—beeﬂ—l-nﬁrted






















