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You	should	carefully	consider	each	of	the	following	risk	factors,	as	well	as	other	information	contained	in	this	Form	10-	K,
including	“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	”	and	our	audited
consolidated	financial	statements	and	related	notes.	The	occurrence	of	any	of	the	following	risks	could	have	a	material	adverse
effect	on	our	business,	financial	condition	and	results	of	operations,	in	which	case	the	trading	price	of	our	Class	A	Common
Stock	could	decline	and	you	could	lose	all	or	part	of	your	investment.	Additional	risks	and	uncertainties	that	we	are	unaware	of,
or	that	we	currently	believe	are	not	material,	may	also	become	important	factors	that	adversely	affect	our	business.	Risks
Related	to	Our	Business	and	Industry	We	generate	substantially	all	of	our	revenue	and	cash	flows	from	sales	of	subscriptions	to
our	platform	and	any	decline	in	demand	for	our	platform	and	the	data	we	offer	could	have	a	material	adverse	effect	on	our
business,	financial	condition	and	results	of	operations.	For	the	year	ended	December	31,	2022	2023	,	we	derived	97	%	of	our
revenue	and	cash	flows	from	subscription	services,	and	we	expect	to	continue	to	generate	substantially	all	of	our	revenue	from
the	sale	of	subscriptions	to	our	platform.	As	a	result,	the	continued	use	of	healthcare	provider	data,	sales	intelligence	and
healthcare	market	analytics	by	the	healthcare	ecosystem	is	critical	to	our	future	growth	and	success.	If	the	healthcare	data
market	fails	to	grow,	or	grows	more	slowly	than	we	currently	anticipate,	or	if	there	is	a	decrease	in	the	use	of	healthcare
commercial	intelligence,	demand	for	our	platform	would	be	negatively	affected.	For	example,	worsening	difficult
macroeconomic	conditions	have	impacted	our	existing	and	prospective	customers,	which	has	in	some	cases	resulted	in	longer
deal	cycles,	more	stringent	approval	processes	and	deferred	purchasing	decisions,	and	we	expect	this	to	continue	until
macroeconomic	conditions	improve.	Changes	in	preferences	for	healthcare	commercial	intelligence	may	have	a
disproportionately	greater	impact	on	us	than	if	we	offered	diversified	solutions.	Demand	for	healthcare	data	in	general,	and	our
platform	in	particular,	is	affected	by	a	number	of	factors,	many	of	which	are	beyond	our	control.	Some	of	these	factors	include:	•
awareness	and	acceptance	of	the	healthcare	commercial	intelligence	platform	category	generally,	and	the	growth	and	evolution
of	the	category	and	our	addressable	market;	•	availability	of	products	and	services	that	compete	with	our	platform;	•	brand
recognition;	•	pricing;	•	ease	of	adoption	and	use;	•	performance,	features	and	user	experience,	and	the	development	and
acceptance	of	new	features,	integrations	and	capabilities;	•	ability	to	consistently	procure	high-	quality	and	useful	data;	•	the
level	of	customer	support	we	provide;	•	accessibility	across	several	operating	system	and	applications;	•	integration	with
workflow	insights	and	technologies;	and	•	macroeconomic	factors	and	their	impacts	on	users	of	healthcare	data.	The	market	in
which	we	operate	is	subject	to	rapidly	changing	user	demand	and	preference	trends.	Failure	to	successfully	predict	and	address
these	trends,	meet	user	demands	or	achieve	more	widespread	market	acceptance	of	our	platform	could	have	a	material	adverse
effect	on	our	business,	financial	condition	and	results	of	operations.	The	market	in	which	we	operate	is	highly	competitive,	such
that	if	we	do	not	compete	effectively,	it	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of
operations.	The	market	in	which	we	operate	is	becoming	increasingly	competitive	as	large,	well-	funded	organizations	in	the
healthcare	ecosystem,	including	life	sciences	companies,	healthcare	providers	and	HCIT	companies,	among	others,	develop
internal	technologies	to	create	healthcare	commercial	intelligence.	Demand	for	our	platform	is	also	price	sensitive.	Many
factors,	including	our	marketing,	customer	acquisition	and	technology	costs,	and	the	pricing	and	marketing	strategies	of	our
competitors,	can	significantly	affect	our	pricing	strategies.	Such	competition	may	result	in	pricing	pressures,	reduced	profit
margins	or	lost	market	share,	or	a	failure	to	grow	or	maintain	our	market	share,	any	of	which	could	have	a	material	adverse
effect	on	our	business,	financial	condition	and	results	of	operations.	Our	competitors	may	expand	their	operations	to	internally
analyze	data	relating	to	the	healthcare	ecosystem.	Many	of	our	competitors	have	significant	competitive	advantages	over	us,
including	longer	operating	histories,	internal	datasets	and	greater	financial,	sales	and	marketing,	research	and	development	and
other	resources.	In	addition,	some	of	our	competitors	may	make	acquisitions	or	enter	into	strategic	relationships	to	offer	a	more
comprehensive	or	affordable	range	of	solutions	and	platform	than	we	do.	We	also	expect	that	there	will	be	significant
competition	as	we	continue	to	expand	our	intelligence	modules	and	enter	new	verticals.	Our	inability	to	compete	successfully
against	our	competitors	and	maintain	our	gross	margin	could	have	a	material	adverse	effect	on	our	business,	financial	condition
and	results	of	operations.	If	we	fail	to	respond	to	advances	in	healthcare	commercial	intelligence,	competitors	could	surpass	the
depth,	breadth	or	accuracy	of	our	platform.	Current	or	future	competitors	may	seek	to	develop	new	solutions	for	more	efficiently
transforming,	cleansing	and	linking	data	and	creating	healthcare	commercial	intelligence.	Such	actions	may	enable	a	competitor
to	create	a	platform	that	is	comparable	or	superior	to	ours,	that	takes	substantial	market	share	from	us,	or	that	creates	or
maintains	healthcare	commercial	intelligence	at	a	lower	cost	than	we	currently	provide.	We	expect	continuous	improvements	in
computer	hardware,	network	operating	systems,	programming	tools,	programming	languages,	operating	systems,	data	matching,
data	filtering,	data	predicting	and	other	database	technologies	and	the	use	of	the	Internet.	These	improvements,	as	well	as
changes	in	customer	preferences	or	regulatory	requirements,	may	require	changes	in	the	technology	used	to	process	and	analyze
data.	Our	future	success	will	depend,	in	part,	upon	our	ability	to	internally	develop	and	implement	new	and	competitive
intelligence	modules	and	features,	use	third-	party	technologies	to	source	data	effectively,	and	respond	to	advances	in	healthcare
commercial	intelligence	and	technology.	If	we	fail	to	respond	to	changes	in	healthcare	commercial	intelligence	or	technology,
our	competitors	may	be	able	to	develop	solutions	that	will	take	market	share	from	us,	and	the	demand	for	our	platform,	the
delivery	of	our	solutions	or	our	market	reputation	could	be	adversely	impacted,	which	could	have	a	material	adverse	effect	on
our	business,	financial	condition	and	results	of	operations.	If	we	are	not	able	to	obtain	and	maintain	accurate,	comprehensive	or
reliable	data,	we	could	experience	reduced	demand	for	our	platform.	The	healthcare	landscape	is	complex,	opaque	and



constantly	evolving	and	our	success	depends	in	large	part	on	our	customers’	confidence	in	the	depth,	breadth	and	accuracy	of
our	data	and	analytics.	The	task	of	providing	a	comprehensive	view	of	the	healthcare	ecosystem,	including	information	on
healthcare	providers,	physicians	and	how	they	are	affiliated	and	interconnected,	how	they	refer	patients	to	each	other,	the
quality	of	care	they	provide	and	procedure	and	diagnosis	volumes,	is	challenging	and	expensive.	Many	of	our	contracts	with	our
customers	include	a	contractual	right	pursuant	to	which	our	customers	may	unilaterally	terminate	their	subscription	with	us	and
we	could	be	obligated	to	reimburse	certain	payments	if	customers	experience	any	issues	with	the	availability	of	the	platform.
Unavailability	of	our	platform	for	routine	scheduled	maintenance	does	not	trigger	the	termination	right.	If	the	data	we	obtain
from	third	parties	and	our	own	first	party	research	cannot	be	obtained	on	a	timely	basis,	or	at	all,	or	maintained,	customers	may
be	dissatisfied	with	our	platform	reducing	the	likelihood	of	customers	to	renew	or	upgrade	their	subscriptions.	In	addition,	if	we
are	no	longer	able	to	maintain	accuracy	in	our	data	and	analytics,	we	may	face	legal	claims	by	our	customers,	which	could	have
a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	We	have	experienced	rapid	growth	in
recent	periods,	and	our	recent	growth	rates	may	not	be	indicative	of	our	future	growth.	We	have	experienced	rapid	organic	and
acquisition-	driven	growth	in	recent	periods.	For	the	year	ended	December	31,	2022	2023	,	our	revenue	was	$	222	251	.	7	4
million,	an	increase	of	34	12	.	0	9	%	as	compared	to	our	revenue	of	$	166	222	.	2	7	million	for	the	year	ended	December	31,
2021	2022	.	We	cannot	guarantee	that	we	will	sustain	our	recent	revenue	growth	rate	in	future	periods.	Further,	as	we	operate	in
a	new	and	rapidly	changing	market,	widespread	acceptance	and	use	of	our	platform	is	critical	to	our	future	growth	and	success.
Our	revenue	growth	may	slow	or	our	revenue	may	decline	for	a	number	of	other	reasons,	including	reduced	demand	for	our
platform,	increased	competition,	a	decrease	in	the	growth	or	reduction	in	size	of	our	overall	market,	failure	to	capitalize	on
growth	opportunities,	and	the	impacts	to	our	business	from	macroeconomic	factors	such	as	the	Russia-	Ukraine	war,	the
evolving	conflict	in	Israel	and	surrounding	areas,	global	geopolitical	tension,	and	more	recently,	rising	inflation	and	high
interest	rates,	volatility	in	the	capital	markets	and	related	market	uncertainty.	Our	current	and	prospective	customers	are
impacted	by	worsening	difficult	macroeconomic	conditions	to	varying	degrees	and	as	a	result,	in	some	cases	we	are	observing
deal	cycles	lengthen	for	new	and	existing	customers,	as	well	as	more	stringent	approval	processes	and	deferred	purchasing
decisions,	which	we	expect	will	impact	our	growth	unless	macroeconomic	conditions	improve.	We	expect	our	operating
expenses	to	increase	in	future	periods,	and	if	our	revenue	growth	does	not	increase	to	offset	these	anticipated	increases	in	our
operating	expenses,	it	will	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations	and	we
may	not	be	able	to	achieve	or	maintain	profitability.	Further,	our	rapid	growth	may	make	it	difficult	to	evaluate	our	future
prospects.	Our	ability	to	forecast	our	future	results	of	operations	is	subject	to	a	number	of	uncertainties,	including	our	ability	to
effectively	plan	for	and	model	future	growth.	If	we	fail	to	achieve	the	necessary	level	of	efficiency	in	our	organization	as	it
grows,	or	if	we	are	not	able	to	accurately	forecast	future	growth,	it	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	We	may	not	achieve	or	sustain	profitability	in	the	future	compared	to	historical
levels	as	we	increase	investments	in	our	business.	We	have	incurred	operating	losses	in	the	past	and	may	continue	to	incur	net
losses	in	the	future.	For	the	year	ended	December	31,	2022	2023	,	we	had	a	net	loss	of	$	22	289	.	3	6	million,	compared	to	a	net
loss	of	$	61	24	.	3	2	million	for	the	year	ended	December	31,	2021	2022	.	We	expect	our	operating	expenses	to	increase	in	the
future	as	we	invest	capital	to	make	acquisitions,	develop	new	features,	add	to	our	existing	intelligence	modules	and	invest	in
new	products	and	data	sources.	Further,	our	administrative	costs	have	significantly	increased	relative	to	prior	periods	due	to	the
incremental	costs	associated	with	operating	as	a	public	company,	including	corporate	insurance	costs,	additional	accounting	and
legal	expenses,	and	additional	resources	associated	with	controls,	reporting,	and	disclosure.	While	in	light	of	macroeconomic
conditions	we	have	made	efforts	to	contain	our	operating	expenses,	including	implementation	of	a	restructuring	plan	plans	(the"
Plan	Plans	")	in	the	first	and	third	quarters	of	2023	and	in	the	first	quarter	of	2023	2024	,	such	efforts	may	not	achieve	the
cost	savings	that	we	initially	expect.	Our	efforts	to	grow	our	business	may	be	more	costly	than	we	expect	and	we	may	not	be
able	to	increase	our	revenue	enough	to	offset	higher	operating	expenses.	We	may	not	be	able	to	achieve	or	sustain	profitability	in
subsequent	periods	and	we	may	incur	significant	losses	in	the	future	for	a	number	of	reasons,	including	the	foregoing	as	well	as
unforeseen	expenses,	difficulties,	complications	and	delays,	the	other	risks	described	in	this	Annual	Report	and	other	unknown
events.	The	amount	of	any	future	net	losses	will	depend,	in	part,	on	the	growth	of	our	future	expenses	and	our	ability	to	generate
revenue.	If	we	incur	losses	in	the	future,	any	such	future	losses	will	have	an	adverse	effect	on	our	stockholders’	equity	and
working	capital.	If	we	are	unable	to	achieve	or	sustain	profitability,	the	market	price	of	our	Class	A	Common	Stock	may
significantly	decrease	and	our	ability	to	raise	capital,	expand	our	business	or	continue	our	operations	may	be	impaired.	A	decline
in	the	price	of	our	Class	A	Common	Stock	may	cause	you	to	lose	all	or	part	of	your	investment.	We	could	lose	our	access	to	our
data	providers,	which	could	negatively	impact	our	platform	and	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	Our	platform	depends	extensively	upon	continued	access	to	and	receipt	of	data	from	external
sources,	including	real-	time	claims	data,	as	well	as	data	received	from	customers,	strategic	partners	and	various	government	and
public	records	repositories.	In	some	cases,	we	compete	with	our	data	providers.	Our	data	providers	could	stop	providing	data,
provide	outdated	data	or	inaccurate	data	or	increase	the	costs	for	their	data	for	a	variety	of	reasons,	including	a	perception	that
our	systems	are	insecure	as	a	result	of	a	data	security	breach,	budgetary	constraints,	a	desire	to	generate	additional	revenue	or
for	regulatory	or	competitive	reasons.	We	could	also	become	subject	to	increased	legislative,	regulatory	or	judicial	restrictions
or	mandates	on	the	collection,	disclosure	or	use	of	such	data,	in	particular	if	such	data	is	not	collected	by	our	data	providers	in	a
way	that	allows	us	to	legally	use	the	data.	If	we	were	to	lose	access	to	this	external	data,	either	temporarily	or	permanently,	or	if
our	access	or	use	were	restricted	or	were	to	become	less	economical	or	desirable,	our	ability	to	provide	the	full	breadth	of	our
healthcare	commercial	intelligence	on	our	platform	could	be	negatively	impacted,	which	could	have	a	material	adverse	effect	on
our	business,	financial	condition	and	results	of	operations	.	If	our	competitors	are	able	to	purchase	similar	external	data	on
better	terms,	our	ability	to	compete	would	be	harmed	.	We	cannot	provide	assurance	that	we	will	be	successful	in
maintaining	our	relationships	with	these	external	data	providers	or	that	we	will	be	able	to	continue	to	obtain	data	from	them	on



acceptable	terms	or	at	all.	Further,	we	cannot	provide	assurance	that	we	will	be	able	to	obtain	adequate	data	on	commercially
acceptable	terms	from	alternative	sources	if	our	current	sources	become	unavailable.	Our	ability	to	introduce	new	features,
intelligence	modules,	updates,	integrations,	capabilities	and	enhancements	to	our	existing	platform	is	dependent	on	innovation
and	our	research	and	product	development	resources.	If	our	investments	in	innovation	do	not	translate	into	material
enhancements	to	our	platform	or	if	those	investments	are	more	costly	than	we	expect,	we	may	not	be	able	to	effectively
compete,	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Our	ability	to
compete	effectively	and	to	attract	new	customers	and	increase	revenue	from	existing	customers	depends	in	large	part	on	our
ability	to	continually	enhance	and	improve	our	platform	and	the	features,	intelligence	modules	and	capabilities	we	offer.	It	also
requires	the	introduction	of	compelling	new	features,	intelligence	modules	and	capabilities	that	reflect	the	changing	nature	of
our	market	to	maintain	and	improve	the	quality	and	value	of	our	platform,	which	depends	on	our	ability	to	continue	investing	in
innovation	and	our	successful	execution	and	our	efforts	to	improve	and	enhance	our	platform.	The	success	of	any	enhancement
to	our	platform	depends	on	several	factors,	including	availability,	frequent	updates,	analytics	reflecting	current	healthcare
commercial	intelligence,	competitive	pricing,	adequate	quality	testing,	integration	with	existing	technologies	and	overall	market
acceptance.	Any	new	features,	integrations	or	capabilities	that	we	develop	may	not	be	introduced	in	a	timely	or	cost-	effective
manner,	may	contain	errors,	failures,	vulnerabilities	or	bugs	or	may	not	achieve	the	market	acceptance	necessary	to	generate
significant	revenue.	Maintaining	adequate	research	and	product	development	resources,	such	as	the	appropriate	personnel	and
development	technology,	to	meet	the	demands	of	the	market	is	essential.	Moreover,	innovation	can	be	technically	challenging
and	expensive.	If	we	are	unable	to	successfully	develop	new	features,	integrations	and	capabilities	to	enhance	our	platform	to
meet	the	requirements	of	current	and	prospective	customers	or	otherwise	gain	widespread	market	acceptance,	it	could	have	a
material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Further,	our	competitors	may	expend	more
resources	on	their	respective	innovation	programs	or	may	be	acquired	by	larger	companies	that	would	allocate	greater	resources
to	our	competitors’	innovation	programs	or	our	competitors	may	be	more	efficient	and	/	or	successful	in	their	innovation
activities.	Our	failure	to	continue	to	innovate	or	to	effectively	compete	with	the	innovation	programs	of	larger,	better-	funded
companies	would	give	an	advantage	to	such	competitors	and	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	If	we	are	unable	to	attract	new	customers	and	expand	subscriptions	of	current	customers,	our
revenue	growth	and	financial	performance	will	be	negatively	impacted.	To	increase	our	revenue	and	achieve	profitability,	we
must	retain	and	grow	the	subscriptions	of	existing	customers	and	attract	new	customers.	We	price	our	services	on	a	tiered
subscription-	based	model	that	allows	our	customers	to	choose	a	core	plan	based	on	their	needs	and	the	customers	subscribe	to
the	platform	on	a	per	user	per	month	basis.	Customers	can	then	add	users	and	intelligence	modules	for	additional	monthly	rates
depending	on	their	individual	needs.	We	seek	to	expand	existing	customer	subscriptions	by	adding	new	customers	and
intelligence	modules,	including	through	expanding	the	adoption	of	our	platform	into	other	departments	within	existing
customers.	We	do	not	know	whether	we	will	continue	to	achieve	similar	customer	acquisition,	retention	and	subscription	growth
rates	in	future	periods	as	we	have	in	the	past,	including	in	light	of	recently	worsening	difficult	macroeconomic	conditions,
which	we	have	seen	result	in	lengthening	deal	cycles	that	we	expect	will	continue	until	macroeconomic	conditions	improve.
Despite	our	ability	to	expand	our	customer	basis	in	2022	notwithstanding	macroeconomic	challenges,	similar	or	worsening
macroeconomic	challenges	may	negatively	impact	expansion	in	the	future.	Numerous	other	factors	may	also	impede	our	ability
to	add	new	customers	and	retain	and	expand	existing	customer	subscriptions,	including	failure	to	hire	effective	sales	personnel,
adequately	train	new	sales	personnel,	provide	a	high-	quality	customer	experience	and	ensure	the	effectiveness	of	our	go-	to-
market	programs	that	drive	customer	referrals.	Additionally,	increasing	our	sales	to	enterprise	organizations	(	including	both
existing	and	prospective	customers	generating	more	than	$	100,	000	in	ARR,	which	we	refer	to	as	“	Enterprise	Customers	”)
requires	increasingly	sophisticated	and	costly	sales	and	account	management	efforts	targeted	at	senior	management	and	other
personnel	and	generally	involve	longer	sales	cycles.	If	our	efforts	to	sell	to	Enterprise	Customers	are	not	successful	or	do	not
generate	additional	revenue,	our	growth	will	suffer,	which	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	Moreover,	our	business	is	subscription-	based,	and	therefore	our	customers	are	not	obligated
to	and	may	not	renew	their	subscriptions	after	their	existing	subscriptions	expire	or	may	renew	at	a	lower	price,	including	if	such
customers	choose	to	reduce	the	intelligence	modules	to	which	they	have	access	or	reduce	their	number	of	users.	Most	of	our
subscriptions	are	sold	for	multi-	year	terms,	though	some	organizations	purchase	a	one-	year	subscription	plan.	While	our
subscription	agreements	typically	provide	for	automatic	renewal,	our	customers	may	opt-	out	of	automatic	renewal	and
customers	have	no	obligation	to	renew	a	subscription	after	the	expiration	of	the	term.	Our	customers	may	or	may	not	renew	their
subscriptions	as	a	result	of	a	number	of	factors,	including	their	satisfaction	or	dissatisfaction	with	our	platform,	decreases	in	the
number	of	users	at	the	organization,	our	pricing	or	pricing	structure,	the	pricing	or	capabilities	of	the	products	and	services
offered	by	our	competitors,	the	effects	of	economic	conditions	(including	as	a	result	of	general	economic	downturns	and
difficult	recently	worsening	macroeconomic	conditions)	or	reductions	in	our	paying	customers’	spending	levels.	Our	contracts
typically	require	advance	notice	to	terminate	a	contract	in	the	absence	of	a	default	by	the	Company.	In	addition,	our	customers
may	renew	for	shorter	contract	lengths	if	they	were	previously	on	multi-	year	contracts	or	switch	to	lower	cost	offerings	of	our
platform.	Our	attrition	rates	may	increase	or	fluctuate	as	a	result	of	a	number	of	factors,	including	customer	dissatisfaction	with
our	services,	customers’	spending	levels,	mix	of	customer	base,	decreases	in	the	number	of	users	at	our	customers,	competition,
pricing	increases	or	changing	or	deteriorating	general	economic	conditions.	If	customers	do	not	renew	their	subscriptions	or
renew	on	less	favorable	terms,	we	fail	to	add	more	users,	or	if	we	fail	to	expand	subscriptions	of	existing	customers,	our	revenue
may	decline	or	grow	less	quickly	than	anticipated	and	we	may	not	be	able	to	achieve	our	anticipated	LTV	from	our	customer
relationships,	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.
Perceived	issues	arising	from	the	use	of	A.	I.	(including	M.	L.)	in	our	platforms	may	result	in	reputational	harm	or
liability.	We	leverage	the	use	of	A.	I.	in	the	provision	of	our	solutions.	As	with	many	developing	technologies,	A.	I.



presents	risks	and	challenges	that	could	affect	its	further	development,	adoption,	and	use,	and	therefore	our	business.	A.
I.	algorithms	may	be	flawed.	Datasets	may	be	insufficient,	of	poor	quality,	or	contain	biased	information.	If	the
recommendations,	forecasts,	or	analyses	that	A.	I.	applications	assist	in	producing	are	deficient	or	inaccurate,	we	could
be	subjected	to	competitive	harm,	potential	legal	liability,	and	brand	or	reputational	harm.	Some	A.	I.	scenarios	present
ethical	issues.	Though	our	business	practices	are	designed	to	mitigate	many	of	these	risks,	if	we	enable	or	offer	A.	I.
solutions	that	are	controversial	because	of	their	purported	or	real	impact	on	human	rights,	privacy,	employment,	or
other	social	issues,	we	may	experience	brand	or	reputational	harm.	We	may	fail	to	offer	the	optimal	pricing	and	packaging
of	our	solutions,	which	could	negatively	impact	our	growth	strategy	and	ability	to	effectively	compete	in	the	market.	We	may
make	changes	to	our	pricing	model	from	time	to	time.	Demand	for	our	solutions	is	sensitive	to	price,	and	depends	substantially
on	levels	of	expenditures	by	our	customers	and	their	ability	to	access	capital.	Sustained	market	uncertainty	can	also	result	in
lower	demand	and	pricing	for	our	products	and	services.	Current	or	prospective	customers	may	choose	not	to	subscribe	or	renew
their	subscriptions	due	to	costs.	Further,	certain	of	our	competitors	may	in	the	future	offer	lower-	priced	or	free	services	that
compete	with	our	platform	or	may	bundle	functionality	compatible	with	our	platform	and	/	or	offer	a	broader	range	of	solutions.
Similarly,	certain	competitors	may	use	marketing	strategies	that	enable	them	to	acquire	customers	more	rapidly	and	/	or	at	a
lower	cost	than	us.	In	addition,	if	our	mix	of	features	and	capabilities	on	our	platform	changes	or	if	we	develop	additional
intelligence	modules	for	specific	use	cases	or	additional	premium	versions,	then	we	may	need	or	choose	to	revise	our	pricing.	In
deploying	our	solutions,	we	rely	upon	third-	party	providers	of	cloud-	based	infrastructure	(“	Cloud	Providers	”)	to
provide	our	services.	Any	disruption	in	the	operations	of	Cloud	Providers	or	interference	with	our	use	of	Cloud
Providers	would	adversely	affect	our	business,	results	of	operations	and	financial	condition.	We	outsource	infrastructure
relating	to	our	cloud	offerings	to	Cloud	Providers.	Customers	of	our	cloud-	based	solutions	need	to	be	able	to	access	our
platform	at	any	time,	without	interruption	or	degradation	of	performance.	Our	cloud-	based	solutions	depend	on
protecting	the	virtual	cloud	infrastructure	hosted	by	Cloud	Providers	by	maintaining	its	configuration,	architecture,
features	and	interconnection	specifications,	as	well	as	the	information	stored	in	these	virtual	data	centers	and	which
third-	party	internet	service	providers	transmit.	Any	incident	affecting	our	Cloud	Providers’	infrastructure	that	may	be
caused	by	fire,	flood,	severe	storm,	earthquake	or	other	natural	disasters,	cyber-	attacks	and	other	cybersecurity	threats,
computer	viruses,	power	failure,	terrorist	or	other	attacks,	and	other	similar	events	beyond	our	control	could	negatively
affect	our	cloud-	based	solutions.	A	prolonged	service	disruption	affecting	our	cloud-	based	offerings	for	any	of	the
foregoing	reasons	would	negatively	impact	our	ability	to	serve	our	customers	and	could	damage	our	reputation	with
current	and	potential	customers,	expose	us	to	liability,	cause	us	to	lose	customers	or	otherwise	harm	our	business.	We
may	also	incur	significant	costs	for	using	alternative	equipment	or	taking	other	actions	in	preparation	for,	or	in	reaction
to,	events	that	damage	the	Cloud	Provider	services	we	use.	In	the	event	that	our	service	agreements	with	our	Cloud
Providers	are	terminated,	or	there	is	a	lapse	of	service,	elimination	of	services	or	features	that	we	utilize,	interruption	of
internet	service	provider	connectivity	or	damage	to	such	facilities,	we	could	experience	interruptions	in	access	to	our
platform	as	well	as	significant	delays	and	additional	expense	in	arranging	or	creating	new	facilities	and	services	and	/	or
re-	architecting	our	cloud	offering	for	deployment	on	a	different	cloud	infrastructure	service	provider,	which	may
adversely	affect	our	business,	operating	results	and	financial	condition.	As	more	of	our	sales	efforts	target	larger	Enterprise
Customers,	our	sales	cycle	may	become	longer	and	more	expensive,	and	we	may	encounter	pricing	pressure	and	implementation
and	configuration	challenges	that	may	require	us	to	delay	revenue	recognition	for	some	complex	transactions,	all	of	which	could
have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Enterprise	Customers	are	a	key
focus	of	our	go-	to-	market	programs.	As	we	target	more	of	our	sales	efforts	at	larger	Enterprise	Customers,	we	may	face	longer
sales	cycles,	greater	competition,	more	complex	customer	due	diligence,	less	favorable	contractual	terms	and	less	predictability
in	completing	some	of	our	sales.	Consequently,	a	target	customer’	s	decision	to	use	our	solutions	may	be	an	enterprise-	wide
decision	and,	if	so,	these	types	of	sales	would	require	us	to	provide	greater	levels	of	education	regarding	the	use	and	benefits	of
our	platform,	as	well	as	education	regarding	data	privacy	and	security	obligations	data	protection	laws	and	regulations	to
prospective	customers.	In	addition,	larger	Enterprise	Customers	and	governmental	entities	may	demand	more	configuration	and
integration	services	and	features.	As	a	result	of	these	factors,	these	sales	opportunities	may	require	us	to	devote	greater	sales
support	and	professional	services	resources	to	smaller	Enterprise	Customers,	which	could	increase	the	costs	and	time	required	to
complete	sales	and	diverting	resources	to	a	smaller	number	of	larger	transactions,	while	potentially	requiring	us	to	delay	revenue
recognition	on	some	of	these	transactions	until	the	technical	or	implementation	requirements	have	been	met	.	In	addition,	our
ability	to	improve	our	sales	of	products	to	large	Enterprise	Customers	is	partially	dependent	on	us	continuing	to	attract
and	retain	sales	personnel	with	experience	in	selling	to	large	organizations.	Also,	because	security	breaches	with	respect
to	larger,	high-	profile	Enterprise	Customers	are	likely	to	be	heavily	publicized,	there	is	increased	reputational	risk
associated	with	serving	such	customers.	If	we	are	unable	to	continue	to	increase	sales	of	our	products	to	large	Enterprise
Customers	while	mitigating	the	risks	associated	with	serving	such	customers,	our	business,	financial	position,	and	results
of	operations	may	suffer	.	If	we	fail	to	offer	high-	quality	customer	experience,	our	business	and	reputation	will	suffer.
Numerous	factors	may	impact	a	customer’	s	experience	which	may	in	turn	impact	the	likelihood	of	such	customer	renewing	its
subscription.	Those	factors	include	the	usability	of	the	platform,	the	depth,	breadth	and	accuracy	of	the	data,	the	adequacy	of
our	data	synthesis,	and	the	quality	of	our	onboarding,	training,	account	management	and	customer	technical	and	support
functions.	Our	number	of	customers	has	grown	rapidly,	and	the	continued	growth	that	we	anticipate	will	put	additional	pressure
on	our	customer	experience	programs.	It	may	be	difficult	for	us	to	identify,	recruit,	train	and	manage	enough	employees	with
sufficient	skill	and	talent	in	each	area	of	the	customer	experience	to	adequately	scale	those	functions	to	match	the	growth	of	our
customer	base.	In	addition,	larger	Enterprise	Customers	and	customers	with	larger	subscriptions	are	more	demanding	of	our
customer	experience	programs.	If	and	as	we	add	additional	large	Enterprise	Customers	and	increase	the	annual	contract	value	of



existing	subscriptions,	we	may	need	to	devote	even	more	resources	to	such	programs,	and	we	may	find	it	difficult	to	effectively
scale	those	programs.	If	we	do	not	adequately	scale	our	customer	experience	operations	to	meet	the	demands	of	our	growing
customer	base,	an	increase	in	large	Enterprise	Customers	and	large	customer	subscriptions,	or	if	we	otherwise	fail	to	provide	an
overall	high-	quality	customer	experience,	fewer	customers	could	renew	or	upgrade	their	subscriptions,	and	our	reputation	could
suffer,	negatively	impacting	our	ability	to	acquire	new	customers,	which	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	In	addition,	from	time	to	time	customers	rely	upon	our	support	teams	to	resolve
technical	issues	relating	to	our	platform.	We	may	be	unable	to	respond	quickly	enough	to	accommodate	short-	term	increases	in
customer	demand	for	support	services.	Increased	customer	demand	for	these	services,	without	corresponding	revenue,	could
increase	costs	and	adversely	affect	our	reputation	and	results	of	operations.	Our	customers	or	unauthorized	parties	could	use	our
platform	in	a	manner	that	is	contrary	to	our	values	or	applicable	law,	which	could	harm	our	relationships	with	customers	or
employees,	or	expose	us	to	litigation	or	harm	our	reputation.	Because	our	platform	includes	health	information	about	millions	of
individuals	and	businesses,	some	of	which	we	source	ourselves	and	some	of	which	is	provided	by	third-	party	data	providers
and	de-	identified,	our	platform	and	data	could	be	misused	by	customers	or	by	parties	who	have	obtained	access	to	our	platform
without	authorization	to	access	individuals’	health	information	for	purposes	that	we	would	not	permit,	including	to	perpetrate
scams.	Our	customers	could	use	our	platform	for	purposes	beyond	the	scope	of	their	contractual	terms	or	applicable	laws	or
regulations.	For	example,	our	customers	are	subject	to	broad	healthcare	fraud	and	abuse	laws	that	may	limit	their
appropriate	use	of	our	platform	and	information	obtained	therein.	In	addition,	third	parties	could	gain	access	to	our
platform	through	our	customers	or	through	malfeasance	or	cyber-	attacks	and	use	our	platform	for	purposes	other	than	its
intended	purpose	or	to	create	products	that	compete	with	our	platform.	Our	customers’	or	third	parties’	misuse	of	our	platform,
inconsistent	with	its	permitted	use,	could	result	in	reputational	damage,	adversely	affect	our	ability	to	attract	new	customers,
expose	us	to	potential	litigation	and	cause	existing	customers	to	reduce	or	discontinue	the	use	of	our	platform,	any	of	which
could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Our	brand	may	be	negatively
affected	by	the	actions	of	persons	using	our	platform	that	are	hostile	or	inappropriate,	by	the	actions	of	individuals	acting	under
false	or	inauthentic	identities,	by	the	use	of	our	platform	to	disseminate	information	that	is	misleading	(or	intended	to	manipulate
opinions),	by	perceived	or	actual	efforts	by	governments	to	obtain	access	to	user	information	for	security-	related	purposes	or	to
censor	certain	content	on	our	platform,	or	by	the	use	of	our	platform	for	illicit,	objectionable	or	illegal	ends.	Further,	we	may	fail
to	respond	expeditiously	or	appropriately	to	the	inappropriate	use	of	our	platform	outside	of	the	terms	of	a	customers’
subscription,	which	could	erode	confidence	in	our	business.	As	we	acquire	and	invest	in	companies	or	technologies,	we	may	not
realize	expected	business	or	financial	benefits	and	the	acquisitions	or	investments	could	prove	difficult	to	integrate,	disrupt	our
business,	dilute	stockholder	value	and	adversely	affect	our	business,	financial	condition	and	results	of	operations.	As	part	of	our
business	strategy,	we	make	investments	in,	or	acquisitions	of,	complementary	businesses,	solutions,	databases	and	technologies,
and	we	expect	that	we	will	continue	to	make	such	investments	and	acquisitions	in	the	future	to	further	grow	our	business	and	our
platform.	For	example,	in	February	July	2022	2023	,	we	completed	our	acquisition	of	Populi	Analytical	Wizards	(“	AW	”)	,	a
provider-	focused	data	and	analytics	company	that	works	with	healthcare	organizations	to	optimize	physician
relationships,	reduce	network	leakage,	specializes	in	automating	complex	analytic	models	using	tools	that	expedite	efficient
big	data	mining	through	A.	I.	and	M.	L.	expand	market	share,	and	are	in	the	process	of	integrating	AW	Populi	'	s	business
with	ours.	Our	strategy	to	make	selective	acquisitions	to	complement	our	platform	depends	on	our	ability	to	identify,	and	the
availability	of,	suitable	acquisition	candidates.	We	may	not	be	able	to	find	suitable	acquisition	candidates	in	the	future	and	we
may	not	be	able	to	complete	acquisitions	on	favorable	terms,	if	at	all.	Acquired	assets,	data	or	businesses	may	not	be
successfully	integrated	into	our	operations,	costs	in	connection	with	acquisitions	and	integrations	may	be	higher	than	expected
and	we	may	also	incur	unanticipated	acquisition-	related	costs.	These	costs	could	adversely	affect	our	financial	condition,	results
of	operations	or	prospects.	Any	acquisition	we	complete	could	be	viewed	negatively	by	customers,	users	or	investors,	and	could
have	adverse	effects	on	our	existing	business	relationships.	Acquisitions	and	other	transactions,	arrangements	and	investments
involve	numerous	risks	and	could	create	unforeseen	operating	difficulties	and	expenditures,	including:	•	potential	failure	to
achieve	the	expected	benefits	on	a	timely	basis	or	at	all;	•	difficulties	in,	and	the	cost	of,	integrating	operations,	technologies,
solutions	and	platforms;	•	diversion	of	financial	and	managerial	resources	from	existing	operations;	•	the	potential	entry	into
new	markets	in	which	we	have	little	or	no	experience	or	where	competitors	may	have	stronger	market	positions;	•	potential
write-	offs	of	acquired	assets	or	investments	and	potential	financial	and	credit	risks	associated	with	acquired	customers;	•
differences	between	our	values	and	those	of	our	acquired	companies;	•	difficulties	in	re-	training	key	employees	of	acquired
companies	and	integrating	them	into	our	organizational	structure	and	corporate	culture;	•	difficulties	in,	and	financial	costs	of,
addressing	acquired	compensation	structures	inconsistent	with	our	compensation	structure;	•	inability	to	generate	sufficient
revenue	to	offset	acquisition	or	investment	costs;	•	inability	to	maintain,	or	changes	in,	relationships	with	customers	and	partners
of	the	acquired	business	and	costs	to	optimize	any	redundant	data	provider	agreements;	•	challenges	converting	and	forecasting
the	acquired	company’	s	revenue	recognition	policies	including	subscription-	based	revenue	and	revenue	based	on	the	transfer
of	control,	as	well	as	appropriate	allocation	of	the	customer	consideration	to	the	individual	deliverables;	•	difficulty	with,	and
costs	related	to,	transitioning	the	acquired	technology	onto	our	existing	platform	and	customer	acceptance	of	a	new	or	changed
platform	on	a	temporary	or	permanent	basis;	•	augmenting	the	acquired	technologies	and	platforms	to	the	levels	that	are
consistent	with	our	brand	and	reputation;	•	potential	for	acquired	platforms	to	impact	the	financial	performance	of	existing
platform;	•	increasing	or	maintaining	the	security	standards	for	acquired	technology	consistent	with	our	platform;	•	potential
unknown	liabilities	associated	with	the	acquired	businesses,	including	risks	associated	with	acquired	technologies;	•	challenges
relating	to	the	structure	of	an	investment,	such	as	governance,	accountability	and	decision-	making	conflicts	that	may	arise	in
the	context	of	a	joint	venture	or	other	majority	ownership	investments;	•	a	material	adverse	effect	on	our	results	of	operations
because	of	the	depreciation	and	amortization	of	amounts	related	to	acquired	intangible	assets,	fixed	assets	and	deferred



compensation;	•	additional	stock-	based	compensation;	•	the	loss	of	acquired	unearned	revenue	and	unbilled	unearned	revenue;	•
delays	in	customer	purchases	due	to	uncertainty	related	to	any	acquisition;	•	ineffective	or	inadequate	controls,	procedures	and
policies	at	the	acquired	company;	•	in	the	case	of	foreign	acquisitions,	challenges	caused	by	integrating	operations	over	distance
and	across	different	languages,	cultures	and	political	environments;	•	currency	and	regulatory	risks	and	potential	additional
cybersecurity	and	compliance	risks	resulting	from	entry	into	new	markets;	•	tax	effects	and	costs	of	any	such	acquisitions,
including	the	related	integration	into	our	tax	structure	and	assessment	of	the	impact	on	the	realizability	of	our	future	tax	assets	or
liabilities;	and	•	potential	challenges	by	governmental	authorities,	including	the	U.	S.	Department	of	Justice,	for	anti-
competitive	or	other	reasons.	Any	of	these	risks	could	harm	our	business.	In	addition,	to	facilitate	these	acquisitions	or
investments,	we	may	seek	additional	equity	or	debt	financing,	which	may	not	be	available	on	terms	favorable	to	us	or	at	all,
including	in	light	of	difficult	recently	worsening	macroeconomic	conditions	such	as	rising	high	interest	rates	and	volatility	in
the	capital	markets,	and	may	affect	our	ability	to	complete	subsequent	acquisitions	or	investments	and	increase	the	risks	of
owning	our	Class	A	Common	Stock.	For	example,	if	we	finance	acquisitions	by	issuing	equity	or	convertible	debt	securities	or
loans,	our	existing	stockholders	may	be	diluted,	or	we	could	face	constraints	related	to	the	terms	of,	and	repayment	obligation
related	to,	the	incurrence	of	indebtedness	that	could	affect	the	market	price	of	our	Class	A	Common	Stock.	If	we	fail	to	maintain
adequate	operational	and	financial	resources,	particularly	if	we	continue	to	grow	rapidly,	we	may	be	unable	to	execute	our
business	plan	or	maintain	high	levels	of	service	and	customer	satisfaction.	We	have	experienced,	and	expect	to	continue	to
experience,	rapid	growth,	which	has	placed,	and	may	continue	to	place,	significant	demands	on	our	management	and	our
operational	and	financial	resources.	As	of	December	31,	2022	2023	,	we	have	two	one	offices	-	office	located	in	Massachusetts
across	the	northeastern	U.	S.	,	and	as	a	result	of	recent	prior	acquisitions,	an	office	in	Sweden	and	an	office	in	India.	We	have
experienced	significant	growth	in	headcount,	with	approximately	over	550	employees	in	2020,	over	670	employees	in	2021	and
to	over	970	950	employees	in	2022	2023	.	We	have	also	experienced	significant	growth	in	the	number	of	customers	using	our
platform	and	in	the	amount	of	data	in	our	databases.	In	addition,	our	organizational	structure	is	becoming	more	complex	as	we
scale	our	reporting	systems	and	procedures	and	our	operational,	financial	and	management	controls	with	international
expansion.	As	we	continue	to	grow,	we	face	challenges	of	integrating,	developing,	training	and	motivating	a	rapidly	growing
employee	base	in	our	various	offices	and	maintaining	our	company	culture	across	multiple	offices.	Certain	members	of	our
management	have	not	previously	worked	together	for	an	extended	period	of	time,	and	most	do	not	have	prior	experience
managing	a	public	company,	which	may	affect	how	they	manage	our	growth.	If	we	fail	to	manage	our	anticipated	growth	and
change	in	a	manner	that	preserves	the	key	aspects	of	our	corporate	culture,	the	quality	of	our	solutions	may	suffer,	which	could
negatively	affect	our	brand	and	reputation	and	harm	our	ability	to	retain	and	attract	users,	employees	and	customers.	To	manage
growth	in	our	operations	and	personnel,	we	will	need	to	continue	to	expand	and	improve	our	operational,	financial	and
management	controls	and	our	reporting	systems	and	procedures.	We	will	require	significant	capital	expenditures	and	the
allocation	of	valuable	management	resources	to	grow	and	change	in	these	areas.	Our	expansion	has	placed,	and	our	expected
future	growth	will	continue	to	place,	a	significant	strain	on	our	management,	customer	experience,	innovation,	sales	and
marketing,	administrative,	financial	and	other	resources.	In	light	of	macroeconomic	conditions	and	their	actual	and	potential
future	impacts	on	our	business,	we	have	made	and	expect	to	continue	to	make	efforts	to	contain	our	operating	expenses,
including	implementing	a	restructuring	plan	plans	in	the	first	and	third	quarters	of	2023	and	in	the	first	quarter	of	2023	2024
.	These	efforts	have	placed	additional	strain	on	our	employees	and	other	resources	and	diverted	attention	from	our	operations,
and	may	continue	do	so,	which	could	impact	our	ability	to	operate	our	business	effectively.	We	anticipate	that	significant
additional	investments	will	be	required	to	scale	our	operations	and	increase	productivity,	to	address	the	needs	of	our	customers,
to	further	develop	and	enhance	our	platform,	to	expand	into	new	geographic	areas	and	to	scale	with	our	overall	growth.	If
additional	investments	are	required	due	to	significant	growth,	this	will	increase	our	cost	base,	which	will	make	it	more	difficult
for	us	to	offset	any	future	revenue	shortfalls	by	reducing	expenses	in	the	short	term.	In	addition,	as	we	expand	our	business,	it	is
important	that	we	continue	to	maintain	a	high	level	of	customer	service	and	satisfaction.	As	our	customer	base	continues	to
grow,	we	will	need	to	increase	our	account	management,	customer	service	and	other	personnel,	which	will	require	more
complex	management	and	systems.	Additionally,	since	a	significant	portion	of	our	new	business	is	derived	from	customer
referrals,	customers	may	be	less	likely	to	refer	new	customers	if	they	are	not	satisfied	with	our	platform.	If	we	are	not	able	to
continue	to	provide	high	levels	of	customer	service,	it	could	have	a	material	adverse	effect	on	our	business,	financial	condition
and	results	of	operations.	We	depend	on	our	executive	officers	and	other	key	employees,	and	the	loss	of	one	or	more	of	these
employees	or	an	inability	to	attract	and	retain	other	highly	skilled	employees	could	have	a	material	adverse	effect	on	our
business,	financial	condition	and	results	of	operations.	Our	success	depends	largely	upon	the	continued	services	of	our	executive
officers	and	other	key	employees.	We	rely	on	our	leadership	team	in	the	areas	of	sales	and	marketing,	product	development,
strategy	and	corporate	development	and	network	development.	From	time	to	time,	there	have	been	and	may	in	the	future	be
changes	in	our	executive	management	team	resulting	from	the	hiring	or	departure	of	executives,	which	could	disrupt	our
business.	While	we	seek	to	manage	these	transitions	carefully,	including	by	establishing	strong	processes	and	procedures
and	succession	planning,	such	changes	may	result	in	a	loss	of	institutional	knowledge	and	cause	disruption	to	our
business.	The	loss	of	one	or	more	of	our	executive	officers	or	key	employees	could	have	a	material	adverse	effect	on	our
business,	financial	condition	and	results	of	operations.	Changes	in	our	executive	management	team	may	also	cause	disruptions
to	our	business	and	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	In	addition,	to
execute	our	growth	plan,	we	must	attract	and	retain	highly	qualified	employees.	Competition	for	these	employees	is	intense,
especially	for	data	scientists	experienced	in	designing	and	developing	software	and	SaaS	applications	and	experienced	sales
professionals.	We	have	from	time	to	time	experienced,	and	we	expect	to	continue	to	experience,	difficulty	in	hiring	and	retaining
employees	with	appropriate	qualifications.	In	addition,	certain	domestic	immigration	laws	restrict	or	limit	our	ability	to	recruit
internationally.	Any	changes	to	U.	S.	immigration	policies	that	restrain	the	flow	of	technical	and	professional	talent	may	inhibit



our	ability	to	recruit	and	retain	highly	qualified	employees.	Many	of	the	companies	with	which	we	compete	for	experienced
employees	have	greater	resources	than	us	and	may	be	able	to	offer	more	attractive	terms	of	employment.	In	addition,	we	invest
significant	time	and	expense	in	training	our	employees,	which	increases	their	value	to	competitors	who	may	seek	to	recruit	them.
If	we	hire	employees	from	competitors	or	other	companies,	their	former	employers	may	attempt	to	assert	that	these	employees
have	breached	their	legal	obligations,	resulting	in	a	diversion	of	our	time	and	resources.	In	addition,	job	candidates	and	existing
employees	often	consider	the	value	of	the	equity	awards	they	receive	in	connection	with	their	employment.	If	the	perceived
value	of	our	equity	awards	declines,	it	may	harm	our	ability	to	recruit	and	retain	highly	skilled	employees.	If	we	fail	to	attract
new	employees	or	fail	to	retain	and	motivate	our	current	employees,	our	business	and	future	growth	prospects	could	be
materially	and	adversely	affected.	Meanwhile,	additions	of	executive-	level	management	and	large	numbers	of	employees	could
significantly	and	adversely	impact	our	culture.	If	we	do	not	maintain	and	continue	to	develop	our	corporate	culture	as	we	grow
and	evolve,	it	could	harm	our	ability	to	foster	the	innovation,	creativity	and	teamwork	we	believe	that	we	need	to	support	our
growth.	In	addition,	many	of	our	essential	technologies	and	systems	are	custom-	made	for	our	business	by	our	key	employees.
The	loss	of	key	employees,	including	members	of	our	management	team,	as	well	as	certain	of	our	sales,	data	scientists	or	other
technology	employees	could	disrupt	our	operations	and	have	an	adverse	effect	on	our	ability	to	grow	and	maintain	our	business.
If	we	fail	to	protect	and	maintain	our	brand,	our	reputation	may	be	harmed	and	our	ability	to	attract	and	retain	customers	will	be
impaired.	We	believe	that	developing,	protecting	and	maintaining	awareness	of	our	brand	is	critical	to	achieving	widespread
acceptance	of	our	platform	and	is	an	important	element	in	attracting	new	organizations	to	our	platform.	Further,	we	believe	that
the	importance	of	brand	recognition	will	increase	as	competition	in	our	market	increases.	Successful	promotion	of	our	brand	will
depend	largely	on	the	effectiveness	of	our	marketing	efforts	and	on	our	ability	to	ensure	that	our	platform	remains	high-	quality,
reliable	and	useful	at	competitive	prices.	Brand	promotion	activities	may	not	yield	increased	revenue,	and,	even	if	they	do,	any
increased	revenue	may	not	offset	the	expenses	we	incur	in	building	our	brand.	If	we	fail	to	successfully	promote	and	maintain
our	brand,	or	incur	substantial	expenses	in	an	unsuccessful	attempt	to	promote	and	maintain	our	brand,	our	reputation	may	be
harmed	and	we	may	fail	to	attract	new	customers	to	the	extent	necessary	to	realize	a	sufficient	return	on	our	brand-	building
efforts,	and	our	business,	results	of	operations	and	financial	condition	could	suffer.	A	substantial	portion	of	our	revenue	and	cash
flows	from	sales	of	our	subscriptions	to	our	platform	to	customers	in	the	healthcare	ecosystem,	and	factors	that	adversely	affect
it,	including	health	reform	measures	and	mergers	within	the	healthcare	ecosystem	or	regulatory	changes,	could	also	adversely
affect	us.	Demand	for	our	solutions	could	be	affected	by	factors	that	affect	the	healthcare	ecosystem,	including:	•	Changes	in
regulations	could	negatively	impact	the	business	environment	for	us,	our	data	sources,	or	our	healthcare	customers.	Healthcare
laws	and	regulations	are	rapidly	evolving	and	may	change	significantly	in	the	future.	In	particular,	legislation	or	regulatory
changes	regarding	data	analytics	companies	has	continued	to	be	a	topic	of	discussion	by	political	leaders	and	regulators	in	the	U.
S.	and	elsewhere.	•	Consolidation	within	the	healthcare	ecosystem	has	accelerated	in	recent	years,	and	this	trend	could	continue.
We	have	in	the	past,	and	may	in	the	future,	suffer	reductions	in	user	subscriptions	or	non-	renewal	of	customer	subscription
orders	due	to	industry	consolidation.	We	may	not	be	able	to	expand	sales	of	our	platform	to	new	customers	enough	to	counteract
any	negative	impact	of	company	consolidation	on	our	business.	In	addition,	new	companies	that	result	from	such	consolidation
may	decide	that	our	platform	is	no	longer	needed	because	of	their	own	internal	processes	or	alternative	solutions.	As	these
companies	consolidate,	competition	to	provide	our	platform	will	become	more	intense	and	establishing	relationships	with	large
industry	participants	will	become	more	important.	These	industry	participants	may	also	try	to	use	their	market	power	to
negotiate	price	reductions	for	our	platform.	If	consolidation	of	our	larger	customers	occurs,	the	combined	company	may
represent	a	larger	percentage	of	business	for	us	and,	as	a	result,	we	are	likely	to	rely	more	significantly	on	revenue	from	the
combined	company	to	continue	to	achieve	growth.	In	addition,	if	large	healthcare	companies	merge,	it	would	have	the	potential
to	reduce	per-	unit	pricing	for	our	platform	for	the	merged	companies.	•	Healthcare	companies	may	be	unsuccessful	and	may
subsequently	declare	bankruptcy.	If	our	customers	declare	bankruptcy	or	otherwise	dissolve,	they	may	terminate	their
agreements	with	us	or	we	may	not	be	able	to	recoup	the	full	payment	of	fees	owed	to	us.	•	The	implications	of	precision
medicine	treatments,	changes	in	the	practices	of	prescribing	physicians	providers	and	patients,	changes	with	respect	to	payer
relationships,	the	policies	and	preferences	of	healthcare	professionals	and	healthcare	organizations	with	respect	to	the	sales	and
marketing	efforts	of	healthcare	companies,	changes	in	the	regulation	of	the	sales	and	marketing	efforts	and	pricing	practices	of
healthcare	companies,	and	other	factors	such	as	the	impact	of	public	health	crises	(including	COVID-	19)	,	could	lead	to	a
significant	reduction	in	businesses	that	use	our	platform	or	otherwise	change	the	demand	for	our	platform.	Changes	in	public
perception	regarding	the	practices	of	the	healthcare	ecosystem	may	result	in	political	pressure	to	increase	the	regulation	of
healthcare	companies	in	one	or	more	of	the	areas	described	above,	which	may	negatively	impact	demand	for	our	platform.	•	Our
business	depends	on	the	overall	economic	health	of	our	existing	and	prospective	customers.	Subscribing	to	our	platform	may
involve	a	significant	commitment	of	capital	and	other	resources	for	certain	customers.	If	economic	conditions,	including	the
ability	to	market	commercial	intelligence	in	the	healthcare	ecosystem	or	the	demand	for	healthcare	products	globally
deteriorates,	many	of	our	customers	may	delay	on	growth	initiatives	that	would	require	our	solutions.	We	have	seen	this	happen
in	response	to	difficult	recently	worsening	macroeconomic	conditions	and	expect	it	will	continue	until	they	improve.	In
particular,	these	trends	have	been	more	pronounced	for	our	existing	and	prospective	life	science	and	provider	customers.	For
example,	deteriorating	difficult	macroeconomic	conditions	have	impacted	our	existing	and	prospective	customers	and	their
business	spendings,	which	has	in	some	cases	resulted	in	longer	deal	cycles,	more	stringent	approval	processes	and	deferred
purchasing	decisions,	and	we	expect	this	to	continue	until	macroeconomic	conditions	improve.	Such	macroeconomic	conditions
may	also	result	in	reductions	in	sales	of	our	solutions,	reductions	in	subscription	duration	and	value,	slower	adoption	of	new
solutions,	and	increased	price	competition.	Accordingly,	our	operating	results	and	our	ability	to	efficiently	provide	our	solutions
to	healthcare	companies	and	to	grow	or	maintain	our	customer	base	could	be	adversely	affected	as	a	result	of	these	factors	and
others	that	affect	the	healthcare	ecosystem	generally.	Changes	in	the	sizes	or	types	of	organizations	that	subscribe	to	our



platform	could	affect	our	business	and	our	financial	results	may	fluctuate	due	to	increasing	variability	in	our	sales	cycles.	Our
strategy	is	to	sell	subscriptions	of	our	platform	to	organizations	of	all	sizes,	ranging	from	life	science	companies,	healthcare
information	technology	companies,	healthcare	providers	and	other	companies	that	sell	into	the	healthcare	ecosystem.	Selling	to
small-	to-	medium	sized	businesses	may	involve	greater	credit	risk	and	uncertainty,	as	well	as	lower	retention	rates	and	limited
interaction	with	our	sales	and	other	personnel.	Conversely,	sales	to	Enterprise	Customers	may	entail	longer	sales	cycles,	more
significant	selling	efforts	and	greater	uncertainty.	If	we	are	successful	in	expanding	our	customer	base	to	include	more
Enterprise	Customers,	our	sales	cycles	may	lengthen	and	become	less	predictable,	which,	in	turn,	may	adversely	affect	our
financial	results.	Factors	that	may	influence	the	length	and	variability	of	our	sales	cycle	include:	•	the	need	to	educate
prospective	customers	about	the	uses	and	benefits	of	our	platform;	•	the	discretionary	nature	of	purchase	and	budget	cycles	and
decisions;	•	evolving	functionality	demands;	•	announcements	of	planned	introductions	of	new	intelligence	modules	by	us	or	our
competitors;	and	•	lengthy	and	multi-	faceted	purchasing	approval	processes.	If	there	are	changes	in	the	mix	of	organizations
that	purchase	our	platform,	our	gross	margins	and	operating	results	could	be	adversely	affected	and	fluctuations	increasing	the
variability	in	our	sales	cycles	could	negatively	affect	our	financial	results.	If	we	have	overestimated	the	size	of	our	total
addressable	market,	our	future	growth	rate	may	be	limited.	We	have	estimated	the	size	of	our	total	addressable	market	based	on
internally	generated	data	and	assumptions,	and	such	information	is	inherently	imprecise.	In	addition,	our	projections,
assumptions,	and	estimates	of	opportunities	within	our	market	are	subject	to	a	high	degree	of	uncertainty	and	risk	due	to	a
variety	of	factors,	including,	but	not	limited	to,	those	described	in	this	Annual	Report.	If	these	internally	generated	data	prove	to
be	inaccurate	or	we	make	errors	in	our	assumptions	based	on	that	data,	our	actual	market	may	be	more	limited	than	our
estimates.	In	addition,	these	inaccuracies	or	errors	may	cause	us	to	misallocate	capital	and	other	critical	business	resources,
which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Even	if	our	total
addressable	market	meets	our	size	estimates	and	experiences	growth,	we	may	not	continue	to	grow	our	share	of	the	market.	Our
growth	is	subject	to	many	factors,	including	our	success	in	implementing	our	business	strategy	and	the	activities	of	our	current
and	potential	future	competitors,	which	are	subject	to	many	risks	and	uncertainties.	Accordingly,	our	estimates	of	our	total
addressable	market	should	not	be	taken	as	indicative	of	our	ability	to	grow	our	business.	Our	business	could	be	negatively
affected	by	changes	in	search	engine	algorithms	and	dynamics	or	other	traffic-	generating	arrangements.	We	rely	on	Internet
search	engines,	including	through	the	purchase	of	sales	and	marketing-	related	keywords	and	other	web	pages,	to	generate	a
portion	of	the	traffic	to	our	website.	Search	engines	frequently	update	and	change	the	logic	that	determines	the	placement	and
display	of	results	of	a	user’	s	search,	such	that	the	purchased	or	algorithmic	placement	of	links	to	our	website	can	be	negatively
affected.	Pricing	and	operating	dynamics	for	these	traffic	sources	can	change	rapidly,	both	technically	and	competitively.
Moreover,	a	search	engine	could,	for	competitive	or	other	purposes,	alter	its	search	algorithms	or	results,	which	could	cause	a
website	to	place	lower	in	search	query	results	or	inhibit	participation	in	the	search	query	results.	If	a	major	search	engine
changes	its	algorithms	or	results	in	a	manner	that	negatively	affects	the	search	engine	ranking,	paid	or	unpaid,	of	our	website,	or
if	competitive	dynamics	impact	the	costs	or	effectiveness	of	search	engine	optimization,	search	engine	marketing	or	other
traffic-	generating	arrangements	in	a	negative	manner,	our	business	and	financial	performance	would	be	adversely	affected.
Operations	outside	the	U.	S.	expose	us	to	risks	inherent	in	international	operations.	Our	Monocl	business,	along	with	the
acquisition	of	Monocl	Holding	Company	(“	Monocl	”)	in	October	2020	and	the	completion	of	our	acquisition	of	AW	in	2022	,
create	exposure	to	risks	inherent	in	international	operations.	Any	new	markets	or	countries	into	which	we	attempt	to	sell
subscriptions	to	our	platform	may	not	be	as	receptive	to	our	solutions	as	we	anticipate.	It	is	costly	to	establish,	develop	and
maintain	international	operations	and	develop	and	promote	our	platform	in	international	markets.	A	significant	increase	in
international	customers	or	an	expansion	of	our	operations	into	other	countries	would	create	additional	risks	and	challenges
which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	We	have	a	limited
operating	history	in	an	evolving	industry	,	which	makes	it	difficult	to	forecast	our	revenue	and	evaluate	our	business	and	future
prospects.	We	have	Our	business	was	founded	in	2011,	though	much	of	our	growth	has	occurred	in	recent	periods.	As	a	result	of
our	limited	operating	history	at	the	current	scale	of	our	business	in	an	evolving	industry	that	may	not	develop	as	expected,
if	at	all.	As	a	result	,	our	ability	to	forecast	our	future	results	of	operations	and	plan	for	and	model	future	growth	is	limited	and
subject	to	a	number	of	uncertainties	,	and	our	historical	operating	results	may	not	be	indicative	of	our	future	operating
results,	making	it	difficult	to	assess	our	future	prospects	.	We	have	encountered	and	expect	to	continue	to	encounter	risks	and
uncertainties	frequently	experienced	by	growing	companies	in	rapidly	evolving	industries,	such	as	the	risks	and	uncertainties
described	herein.	In	addition,	we	have	faced	and	continue	to	face	evolving	macroeconomic	conditions	that	negatively	impact	our
business	and	future	prospects,	which	are	hard	to	predict.	Accordingly,	we	may	be	unable	to	prepare	accurate	internal	financial
forecasts	or	replace	anticipated	revenue	that	we	do	not	receive	as	a	result	of	these	factors,	and	our	results	of	operations	in	future
reporting	periods	may	be	below	the	expectations	of	investors.	If	we	do	not	address	these	risks	successfully,	our	results	of
operations	could	differ	materially	from	our	estimates	and	forecasts	or	the	expectations	of	investors,	causing	our	business	to
suffer	and	our	Class	A	Common	Stock	price	to	decline.	Our	failure	to	raise	additional	capital	or	generate	cash	flows	necessary	to
expand	our	operations	and	invest	in	new	technologies	in	the	future	could	reduce	our	ability	to	compete	successfully	and	have	a
material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	We	may	require	additional	financing,	and
we	may	not	be	able	to	obtain	debt	or	equity	financing	on	favorable	terms,	if	at	all.	The	terms	of	any	additional	debt	financing
may	be	similar	or	more	restrictive	than	our	current	debt	facilities.	Difficult	Recently	worsening	macroeconomic	conditions,
including	rising	high	interest	rates	and	volatility	in	the	capital	markets,	exacerbate	this	risk.	If	we	need	additional	capital	and
cannot	raise	it	on	acceptable	terms,	or	at	all,	we	may	not	be	able	to,	among	other	things:	•	develop	new	features,	intelligence
modules,	updates,	integrations,	capabilities	and	enhancements;	•	continue	to	provide	synthesis	of	real-	time	data;	•	hire,	train	and
retain	employees;	•	respond	to	competitive	pressures	or	unanticipated	working	capital	requirements;	or	•	pursue	acquisition
opportunities.	We	have	recently	undertaken	internal	restructuring	activities,	and	may	do	so	again	in	the	future.	The	assumptions



underlying	these	activities	may	prove	to	be	inaccurate,	or	we	may	fail	to	achieve	the	expected	benefits	therefrom.	In	light	of
recent	macroeconomic	conditions,	we	have	made,	and	will	continue	to	make,	judgments	as	to	whether	we	should	further	reduce,
relocate	or	otherwise	change	our	workforce.	For	example,	in	January	2023	2024	,	we	the	Company	took	certain	actions	to	reduce
its	our	global	headcount	by	154	approximately	55	employees.	This	reduction	in	force,	and	any	other	future	reductions,	and	the
attrition	that	may	occur	following	them,	result	in	the	loss	of	institutional	knowledge	and	expertise	and	the	reallocation	and
combination	of	certain	roles	and	responsibilities	across	the	organization,	all	of	which	could	adversely	affect	our	operations.
These	restructurings	and	other	additional	measures	we	might	take	to	reduce	costs	could	strain	our	workforce,	divert
management	attention,	yield	attrition	beyond	our	intended	reduction	in	force,	reduce	employee	morale,	cause	us	to	delay,	limit,
reduce	or	eliminate	certain	development	plans	or	otherwise	interfere	with	our	ability	to	operate	and	grow	our	business
effectively,	each	of	which	could	have	an	adverse	impact	on	our	business,	operating	results	and	financial	condition.	Charges	and
costs	incurred	in	connection	with	workforce	reduction	efforts	may	be	significant	and	higher	than	estimated.	In	connection	with
these	actions,	we	estimate	that	we	will	incur	pre-	tax	cash	restructuring	and	related	charges	of	approximately	$	6	2.	0	million	to
$	2	.	5	million	to	$	7.	2	million	in	the	first	quarter	half	of	2023	2024	,	consisting	primarily	of	severance	payments,	employee
benefits,	and	related	cash	expenses,	as	well	as	a	an	immaterial	non-	cash	stock-	based	compensation	charge	related	to	the	vesting
of	share-	based	awards	for	employees	who	are	terminated.	We	may	not	complete	the	current	or	any	future	restructuring	activities
on	the	anticipated	timetable,	and	even	if	successfully	completed,	we	may	not	achieve	the	anticipated	cost	savings,	operating
efficiencies	or	other	benefits	of	such	activities.	Catastrophic	events	could	disrupt	our	business	and	adversely	affect	our	operating
results.	We	are	a	global	technology	company	with	a	corporate	headquarters	located	in	Framingham,	Massachusetts	and
international	offices	in	Sweden	and	India.	Instability	and	unforeseen	changes	in	any	of	the	markets	in	which	we	operate	could
result	in	business	disruptions	or	operational	challenges	that	may	adversely	affect	the	demand	for	our	products	and	services,	or
our	reputation,	financial	condition,	results	of	operations	or	cash	flows.	Additionally,	we	rely	on	our	network	and	third-	party
infrastructure	and	enterprise	applications,	internal	technology	systems	and	our	website,	for	our	product	development,	analytics
innovation,	marketing,	operational	support,	hosted	services	and	sales	activities.	In	the	event	of	a	major	weather	event	or
threatened	public	health	emergency	(e.	g.,	the	COVID-	19	pandemic),	or	other	catastrophic	event	such	as	fire,	power	loss,
telecommunications	failure,	cyber-	attack,	war	or	terrorist	attack,	we	may	be	unable	to	continue	our	operations	at	full	capacity	or
at	all	and	may	experience	system	interruptions,	reputational	harm,	delays	in	our	solution	development,	lengthy	interruptions	in
our	services,	breaches	of	data	security,	loss	of	key	employees	and	loss	of	critical	data.	Global	geopolitical	tension	may	also	be
disruptive	to	our	business,	including	as	a	result	of	the	war	in	military	conflict	between	Russia	and	Ukraine	and	the	evolving
conflict	in	Israel	and	surrounding	areas	.	The	sanctions	announced	by	the	U.	S.	and	other	countries	against	Russia	to	date
include	restrictions	on	selling	or	importing	goods,	services	or	technology	in	or	from	affected	regions	and	travel	bans	and	asset
freezes	impacting	connected	individuals	and	political,	military,	business	and	financial	organizations	in	Russia.	The	U.	S.	and
other	countries	could	impose	wider	sanctions	and	take	other	actions	should	the	conflict	further	escalate.	It	is	not	possible	to
predict	the	broader	consequences	of	this	these	conflict	conflicts	,	which	have	included	or	could	include	further	sanctions,
embargoes,	regional	instability,	prolonged	periods	of	higher	inflation,	geopolitical	shifts,	and	adverse	effects	on	macroeconomic
conditions,	currency	exchange	rates	and	financial	markets,	all	of	which	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	Our	solutions	utilize	open-	source	software,	and	any	failure	to	comply	with	the
terms	of	one	or	more	of	these	open-	source	licenses	could	adversely	affect	our	business.	Our	solutions	include	software	subject
to	open-	source	licenses	and	we	may	incorporate	third-	party	open	source	software	in	our	solutions	in	the	future	.
Particular	uses	of	open-	source	software	and	the	terms	of	various	open-	source	licenses	have	not	been	interpreted	by	U.	S.
courts,	and	there	is	a	risk	that	such	use	or	licenses	could	be	construed	in	a	manner	that	imposes	unanticipated	conditions	or
restrictions	with	respect	to	our	platform	and	proprietary	technology.	The	From	time	to	time,	companies	that	use	of	certain
third-	party	open	-	source	software	have	faced	claims	challenging	in	certain	manners	requires	licensees	to	disclose	publicly
part,	or	all	of	the	use	of	such	open	source	code	to	the	licensee’	s	proprietary	software	and	requesting	compliance	with	the
open	source	software	license	terms.	Accordingly,	we	may	be	subject	to	suits	by	parties	claiming	ownership	of	what	we
believe	to	be	open	source	software	or	claiming	non-	compliance	with	the	applicable	open	source	licensing	terms.	If	we
were	to	receive	a	claim	of	non-	compliance	with	the	terms	of	any	of	these	open	source	licenses,	we	could	be	required	to
incur	significant	legal	expenses	defending	against	those	allegations	and	could	be	subject	to	significant	damages,	enjoined
from	offering	or	selling	our	solutions	that	contained	the	open	source	software,	and	required	to	comply	with	the	foregoing
conditions.	We	could	also	be	required	to	expend	substantial	time	and	resources	to	re-	engineer	some	of	our	software.
Any	of	the	foregoing	could	disrupt	and	harm	our	business	.	Additionally,	the	use	of	certain	open-	source	software	in	certain
manners	requires	that	other	licensees	be	granted	the	right	to	make	any	derivative	works	of	any	proprietary	software	linked	to	or
used	with	the	open-	source	code,	or	make	such	proprietary	software	available	to	others	on	terms	that	are	unfavorable	to	such
licensee	or	at	no	cost.	This	can	effectively	render	what	was	previously	proprietary	software	open-	source	software.	It	is	possible
under	the	terms	of	certain	open-	source	licenses	(often	called	“	copyleft	”	or	“	viral	”	licenses),	if	we	combine	our	proprietary
software	with	open-	source	software	in	a	certain	manner,	that	we	could	be	required	to	release	the	source	code	of	our	proprietary
software	and	make	our	proprietary	software	available	under	open-	source	licenses.	In	the	event	that	portions	of	our	proprietary
software	are	determined	to	be	subject	to	an	open-	source	license,	we	could	be	required	to	publicly	release	the	affected	portions	of
our	source	code,	re-	engineer	all	or	a	portion	of	our	solutions,	or	otherwise	be	limited	in	the	licensing	of	our	solutions,	and	each
of	such	instances	could	reduce	or	eliminate	the	value	of	our	solutions.	In	addition	to	risks	related	to	license	requirements,	use	of
open-	source	software	can	lead	to	greater	risks	than	use	of	third-	party	commercial	software,	as	open-	source	licensors	generally
do	not	provide	warranties,	controls	on	the	origin	of	the	software,	bug	fixing,	or	security	scans.	Use	of	open-	source	software
may	also	present	additional	security	risks	because	the	public	availability	of	such	software	may	make	it	easier	for	hackers
and	other	third	parties	to	determine	how	to	compromise	our	solutions.	Any	of	the	foregoing	could	harm	our	business	and



could	help	our	competitors	develop	platforms	and	applications	that	are	similar	to	or	better	than	ours.	We	are	subject	to
subscription	and	payment	processing	risk	from	our	third-	party	vendors	and	any	disruption	to	such	processing	systems	could
have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	We	rely	on	a	third-	party
subscription	management	platform	to	process	the	subscription	plans	and	billing	frequencies	of	our	customers.	In	addition,	we
rely	primarily	on	third	parties	for	payment	processing	services.	If	these	third-	party	vendors	were	to	experience	an	interruption,
delay	or	outages	in	service	and	availability,	we	may	be	unable	to	process	new	and	renewing	subscriptions	or	invoices.	Further,	if
these	third-	party	vendors	experience	a	cybersecurity	breach	affecting	data	related	to	services	provided	to	us,	we	could
experience	reputational	damage	or	incur	liability.	Although	alternative	service	providers	may	be	available	to	us,	we	may	incur
significant	expense	and	research	and	product	development	efforts	to	deploy	any	alternative	service	providers.	To	the	extent	there
are	disruptions	in	our	third-	party	subscription	and	payment	processing	systems,	we	could	experience	revenue	loss,	accounting
issues	and	harm	to	our	reputation	and	customer	relationships,	which	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	Risks	Related	to	Data	Privacy	and	Cybersecurity	Cyber-	attacks	and	security
vulnerabilities	If	our	information	technology	systems	or	those	of	third	parties	upon	which	we	rely,	or	our	data	are	or
were	compromised,	we	could	experience	have	a	material	adverse	effect	on	consequences	resulting	from	such	compromise,
including	but	not	limited	to	regulatory	investigations	our	-	or	reputation,	actions;	litigation;	fines	and	penalties;
disruptions	of	our	business	,	financial	condition	and	results	of	operations	;	reputational	harm;	loss	of	revenue	or	profits;
and	other	adverse	consequences	.	In	the	ordinary	course	of	business,	including	when	we	provide	our	solutions	to	customers	,
we	collect,	receive,	store,	process,	generate,	use,	transfer,	disclose,	make	accessible,	protect,	secure,	dispose	of,	transmit,	and
share	(collectively,	“	processing	---	process	”)	personal	data	and	other	sensitive	information,	including	proprietary	personal
information	of	health	care	professionals	(such	as	medical	doctors,	surgeons,	and	nurse	practitioners),	executives	and	members	of
health	care	organizations,	de-	identified	personal	information	of	patients	and	clinical	trial	participants,	information	regarding
current	and	former	employees	and	contractors	and	job	candidates,	information	regarding	registered	users	and	prospects	for	our
solutions,	information	collected	through	cookies	and	website	forms,	confidential	business	data,	trade	secrets,	intellectual
property,	and	other	sensitive	third-	party	data,	business	plans,	transactions,	and	financial	information	(collectively,
sensitive	data)	.	Our	As	a	result,	our	business,	brand,	reputation	and	ability	to	attract	and	retain	customers	depends	upon	the
satisfactory	performance,	reliability	,	and	availability	of	our	platform	and	solutions	.	Interruptions	in	Cyber-	attacks,	malicious
internet-	based	activity,	online	and	offline	fraud,	and	other	similar	activities	threaten	the	confidentiality,	integrity,	and
availability	of	our	computer	sensitive	data	and	information	technology	systems,	whether	due	and	those	of	the	third	parties
upon	which	we	rely.	Such	threats	are	prevalent	and	continue	to	rise,	are	increasingly	difficult	to	detect,	and	come	from	a
variety	of	sources,	including	traditional	computer	“	hackers,	”	threat	actors,	“	hacktivists,	”	organized	criminal	threat
actors,	personnel	(such	as	through	theft	or	misuse),	sophisticated	nation	states,	and	nation-	state-	supported	actors.	Some
actors	now	engage	and	are	expected	to	continue	to	engage	in	cyber-	attacks,	including	without	limitation	nation-	state
actors	for	geopolitical	reasons	and	in	conjunction	with	military	conflicts	and	defense	activities.	During	times	of	war	and
other	major	conflicts,	we	and	the	third	parties	upon	which	we	rely	may	be	vulnerable	to	a	heightened	risk	of	these
attacks,	including	retaliatory	cyber-	attacks,	that	could	materially	disrupt	our	systems	and	operations,	supply	chain,	and
ability	to	produce,	sell	and	distribute	our	services.	We	and	the	third	parties	upon	which	we	rely	are	subject	to	a	variety
of	evolving	threats,	including	but	not	limited	to	social-	engineering	attacks	(including	through	deep	fakes,	which	may	be
increasingly	more	difficult	to	identify	as	fake,	and	phishing	attacks	),	malicious	code	(such	as	viruses	and	worms	),
malware	(including	as	a	result	of	advanced	persistent	threat	intrusions),	credential	harvesting,	personnel	misconduct	or	error	,
ransomware	attacks,	supply-	chain	attacks,	software	bugs,	server	malfunctions	,	software	or	hardware	failures	,	loss	of	data
or	other	information	technology	assets,	adware,	attacks	enhanced	or	facilitated	by	AI,	telecommunications	failures,
earthquakes,	fire,	flood,	power	loss	,	terrorist	attacks,	acts	of	war	,	system	failures,	computer	viruses,	software	errors,	physical	or
electronic	break-	ins	or	malicious	hacks	or	attacks	on	our	systems	(such	as	denial	of	service	attacks),	and	other	similar	threats	,
could	affect	the	security	and	availability	of	our	services	and	our	platform	and	prevent	or	inhibit	the	ability	of	customers	to	access
our	platform	.	In	addition,	the	software,	internal	applications	and	systems	underlying	our	platform	are	complex	and	may	not	be
error-	free.	Any	inefficiencies,	errors	or	technical	problems	with	our	platform,	internal	applications	and	systems	could	reduce
the	quality	of	our	solutions	or	interfere	with	our	customers’	use	of	our	platform,	which	could	reduce	demand,	lower	our	revenues
and	increase	our	costs	.	Threats	to	network	and	data	security	are	also	constantly	evolving	and	becoming	increasingly	diverse,
frequent,	persistent	and	sophisticated.	Attacks	upon	information	technology	systems	are	being	conducted	by	sophisticated	and
organized	groups	and	individuals	with	a	wide	range	of	motives	and	expertise.	Our	platform,	as	well	as	our	servers,	computer
systems	and	those	of	third	parties	that	we	rely	on	in	our	operations,	could	be	vulnerable	to	cybersecurity	risks.	An	increasing
number	of	organizations	have	disclosed	breaches	of	their	information	security	systems,	some	of	which	have	involved
sophisticated	and	highly	targeted	attacks	.	In	particular,	severe	ransomware	attacks	are	becoming	increasingly	prevalent	and	can
lead	to	significant	interruptions	in	our	operations,	ability	to	provide	our	products	or	services,	loss	of	sensitive	data	and
income,	and	diversion	of	funds.	Any	of	Extortion	payments	may	alleviate	the	previously	identified	negative	impact	of	a
ransomware	attack,	but	we	may	be	unwilling	or	unable	to	make	such	payments	due	to,	or	for	similar	example,	applicable
laws	or	regulations	prohibiting	such	payments.	Further,	our	platform	utilizes	certain	A.	I.	and	machine	learning
technology	to	provide	services,	and	this	technology	is	integrated	into	the	platform,	making	us	susceptible	to	additional
cybersecurity	threats	could	cause	a	security	incident	.	Additionally,	confidential	and	sensitive	data	of	the	Company	and	or
our	other	interruption	that	could	customers	may	be	leaked,	disclosed,	or	revealed	as	a	result	in	unauthorized,	unlawful,	or
accidental	acquisition,	modification,	destruction,	loss,	alteration,	encryption,	disclosure	of	,	or	access	to	our	-	or	sensitive
information	in	connection	with	or	our	employees’,	personnel’	s,	or	vendors’	use	of	A.	I.	and	machine	learning
technologies.	Remote	work	has	become	more	common	and	has	increased	risks	to	our	information	technology	systems	and



data	,	as	more	of	or	our	employees	utilize	network	connections,	computers,	and	devices	outside	those	of	the	third	parties
upon	whom	we	rely.	A	security	incident	or	our	other	premises	or	network,	including	working	at	home,	while	in	transit,	and
in	public	locations.	Additionally,	future	or	past	business	transactions	(such	as	acquisitions	or	interruption	integrations	)
could	expose	us	disrupt	our	ability	(and	that	of	third	parties	upon	whom	we	rely)	to	additional	provide	our	services.	Further,	our
platform	utilizes	A.	I.	and	machine	learning	technology	to	provide	services,	and	this	technology	is	susceptible	to	cybersecurity
threats,	as	confidential	and	sensitive	information	may	be	integrated	into	the	platform.	Because	of	the	sensitivity	of	the
information	we	and	our	service	providers	collect,	store,	transmit,	and	otherwise	process,	the	security	of	our	technology	platform
and	other	aspects	of	our	solutions,	including	those	provided	or	facilitated	by	our	third-	party	service	providers,	are	vital	to	our
operations	and	business	strategy.	As	a	result	of	the	COVID-	19	pandemic	and	our	eventual	shift	to	a	hybrid	remote	work
environment,	we	may	also	face	increased	cybersecurity	risks	and	vulnerabilities,	as	our	systems	could	be	negatively	affected
by	vulnerabilities	present	in	acquired	or	integrated	entities’	systems	and	technologies.	Furthermore,	we	may	discover
security	issues	that	were	not	found	during	due	to	diligence	of	such	acquired	our	-	or	reliance	on	internet	integrated	entities,
and	it	may	be	difficult	to	integrate	companies	into	our	information	technology	environment	and	security	program	the
number	of	our	employees	who	are	working	remotely,	which	may	create	additional	opportunities	for	cybercriminals	to	exploit
vulnerabilities	.	Furthermore,	because	the	techniques	used	to	obtain	unauthorized	access	to,	or	to	sabotage,	systems	change
frequently	and	often	are	not	recognized	until	launched	against	a	target,	we	may	be	unable	to	anticipate	these	techniques	or
implement	adequate	preventative	measures.	We	may	also	experience	security	breaches	that	may	remain	undetected	for	an
extended	period,	due	to,	among	other	things,	the	breadth	and	complexity	of	our	operations	and	the	high	volume	of	transactions
that	we	process,	the	large	number	of	customers,	counterparties	and	third	party	service	providers	with	which	we	do	business,	the
proliferation	and	increasing	sophistication	of	cyber-	attacks,	and	the	possibility	that	a	third	party,	after	establishing	a	foothold	on
an	internal	network	without	being	detected,	might	obtain	access	to	other	networks	and	systems.	In	addition	to	experiencing	a
security	incident,	third	parties	may	gather,	collect,	or	infer	sensitive	information	about	us	from	public	sources,	data	brokers,	or
other	means	that	reveals	competitively	sensitive	details	about	our	organization	and	could	be	used	to	undermine	our	competitive
advantage	or	market	position.	The	extent	of	a	particular	cybersecurity	incident	and	the	steps	that	we	may	need	to	take	to
investigate	it	may	not	be	immediately	clear,	and	it	may	take	a	significant	amount	of	time	before	such	an	investigation	can	be
completed	and	full	and	reliable	information	about	the	incident	is	known.	While	such	an	investigation	is	ongoing,	we	may	not
necessarily	know	the	extent	of	the	harm	or	how	best	to	remediate	it,	and	certain	errors	or	actions	could	be	repeated	or
compounded	before	they	are	discovered	and	remediated,	any	or	all	of	which	could	further	increase	the	costs	and	consequences
of	a	cybersecurity	incident.	These	risks	may	be	increased	with	respect	to	operations	housed	at	facilities	outside	of	our	direct
control,	including	our	data	providers.	Our	contracts	with	our	data	providers	may	not	contain	limitations	of	liability,	and	even
where	they	do,	there	can	be	no	assurance	that	limitations	of	liability	in	our	contracts	are	sufficient	to	protect	us	from	liabilities,
damages,	or	claims	related	to	our	data	privacy	and	security	obligations.	We	employ	multiple	methods	at	different	layers	of	our
systems	to	defend	against	intrusion	and	attack,	to	protect	our	systems	and	to	resolve	and	mitigate	the	impact	of	any	incidents.
Despite	our	efforts	to	keep	our	systems	secure	and	to	remedy	identified	vulnerabilities,	future	attacks	could	be	successful	and
could	result	in	substantial	liability	or	business	risk.	Third	parties	will	continue	to	attempt	to	gain	unauthorized	access	to	our
systems	or	facilities	through	various	means,	including	hacking	into	our	systems	or	facilities,	or	those	of	our	customers	or
vendors,	or	attempting	to	fraudulently	induce	our	employees,	customers,	vendors	or	other	users	of	our	systems	into	disclosing
sensitive	information,	which	may	in	turn	be	used	to	access	our	IT	systems	and	undermine	our	competitive	advantage	or	market
position.	Our	cybersecurity	programs	and	efforts	to	protect	our	systems	and	data,	and	to	prevent,	detect	and	respond	to	data
security	incidents,	may	not	prevent	these	threats	or	provide	adequate	security.	In	addition,	we	may	experience	breaches	of	our
security	measures	due	to	human	error,	malfeasance,	system	errors	or	vulnerabilities,	or	other	irregularities	including	attempts	by
former,	current	or	future	employees	to	misuse	their	authorized	access	and	/	or	gain	unauthorized	access	to	our	systems.	Any
errors,	defects,	disruptions	or	other	performance	problems	with	our	platform	or	breach	thereof	could	have	a	material	adverse
effect	on	our	reputation,	business,	financial	condition	and	results	of	operations.	We	may	be	subject	to	additional	liability	risks
associated	with	data	security	breaches	or	other	incidents	by	virtue	of	the	private	right	of	action	granted	to	individuals	under
certain	Privacy	Laws	(as	defined	below)	for	actions	arising	from	certain	data	security	incidents.	We	have	also	outsourced
elements	of	our	information	technology	infrastructure	to	,	and	as	a	result	a	number	of	third	parties	-	party	vendors	may	or	could
have	access	to	our	confidential	information	,	including,	without	limitation,	cloud-	based	infrastructure,	data	center	facilities,
encryption	and	authentication	technology,	employee	email,	content	delivery	to	customers,	and	other	functions	.	We	also	rely	on
third-	party	service	providers	to	provide	other	products,	services,	parts,	or	otherwise	to	operate	our	business.	Our
reliance	on	these	third-	party	service	providers	could	introduce	new	cybersecurity	risks	and	vulnerabilities,	including
supply-	chain	attacks,	and	other	threats	to	our	business	operations	.	Our	ability	to	monitor	these	third	parties’	information
security	practices	is	limited,	and	these	third	parties	may	not	have	adequate	information	security	measures	in	place.	If	our	third-
party	service	providers	experience	a	security	incident	or	other	interruption,	we	could	experience	adverse	consequences	.	If	our
third-	party	vendors	fail	to	protect	their	information	technology	systems	and	our	confidential	and	proprietary	information,	we
may	be	vulnerable	to	disruptions	in	service	and	unauthorized	access	to	our	confidential	or	proprietary	information	and	we	could
incur	liability	and	reputational	damage	.	While	we	may	be	entitled	to	damages	if	our	third-	party	service	providers	fail	to	satisfy
their	privacy	or	security-	related	obligations	to	us,	any	award	may	be	insufficient	to	cover	our	damages,	or	we	may	be	unable	to
recover	such	award.	In	addition,	supply-	chain	attacks	have	increased	in	frequency	and	severity,	and	we	cannot	guarantee	that
third	parties’	infrastructure	in	our	supply	chain	or	our	third-	party	partners’	supply	chains	have	not	been	compromised.	We
maintain	While	we	have	implemented	security	measures	designed	to	protect	against	security	incidents,	there	can	be	no
insurance	assurance	policies	that	these	measures	cover	certain	security	and	privacy	damages.	However,	we	cannot	guarantee
that	our	coverage	will	be	adequate	for	effective.	We	take	steps	designed	to	detect,	mitigate,	and	remediate	liabilities



vulnerabilities	in	actually	incurred	or	our	information	systems	(such	as	our	hardware	and	/	or	software,	including	that
insurance	will	continue	of	third	parties	upon	which	we	rely).	We	may	not,	however,	detect	and	remediate	all	such
vulnerabilities	including	on	a	timely	basis.	Further,	we	may	experience	delays	in	developing	and	deploying	remedial
measures	and	patches	designed	to	address	identified	vulnerabilities.	Vulnerabilities	could	be	available	exploited	and
result	in	a	security	incident.	Any	of	the	previously	identified	or	similar	threats	could	cause	a	security	incident	or	other
interruption	that	could	result	in	unauthorized,	unlawful,	or	accidental	acquisition,	modification,	destruction,	loss,
alteration,	encryption,	disclosure	of,	or	access	to	our	sensitive	data	or	our	information	technology	systems,	or	those	of	the
third	parties	upon	whom	we	rely.	A	security	incident	or	other	interruption	could	disrupt	our	ability	(and	that	of	third
parties	upon	whom	we	rely)	to	provide	our	services.	We	may	expend	significant	resources	or	modify	our	business
activities	to	try	to	protect	against	security	incidents.	Additionally,	certain	data	privacy	and	security	obligations	may
require	us	on	economically	to	implement	and	maintain	specific	security	measures	or	industry-	standard	or	reasonable
terms,	security	measures	to	protect	or	our	information	technology	systems	and	sensitive	at	all.	Due	to	concerns	about	data	.
Applicable	data	privacy	and	security	and	integrity	obligations	may	require	us	to	notify	relevant	stakeholders	,	a	growing
number	of	legislative	and	including	affected	individuals,	customers,	regulatory	regulators	bodies	have	adopted	breach
notification	and	other	requirements	in	the	event	that	information	subject	to	such	laws	is	accessed	by	unauthorized	persons	and
additional	regulations	regarding	the	use	,	access,	accuracy	and	investors,	of	security	of	incidents.	such	Such	data	disclosures
are	costly	possible.	In	the	United	States	,	and	the	disclosure	we	are	subject	to	laws	that	provide	for	-	or	the	failure	to	comply
at	least	50	disparate	notification	regimes.	Complying	with	such	requirements	numerous	and	complex	regulations	in	the	event	of
unauthorized	access	would	be	expensive	and	difficult,	and	failure	to	comply	with	these	regulations	could	lead	subject	us	to
adverse	consequences	regulatory	scrutiny	and	additional	liability	.	If	we	(or	a	third	party	upon	whom	we	rely)	experience	a
security	incident	or	are	unable	to	protect	our	computer	systems,	software,	networks,	sensitive	data	and	other	technology	assets,
or	there	is	a	perception	that	we	have	failed	to	do	so,	we	may	be	subject	to	experience	adverse	consequences,	such	as
government	enforcement	actions	(for	example,	investigations,	fines,	penalties,	audits,	and	inspections);	additional	reporting
requirements	and	/	or	oversight;	restrictions	on	processing	sensitive	information	data	(including	personal	data);	litigation
(including	class	claims);	indemnification	obligations;	negative	publicity;	reputational	harm;	monetary	fund	diversions;	diversion
of	management	attention;	interruptions	in	our	operations	(including	availability	of	data);	financial	loss;	and	other	similar
harms.	These	events	may	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations.	Our
contracts	may	not	contain	limitations	of	liability,	and	even	where	they	do,	there	can	be	no	assurance	that	limitations	of
liability	in	our	contracts	are	sufficient	to	protect	us	from	liabilities,	damages,	or	claims	related	to	our	data	privacy	and
security	obligations.	We	maintain	insurance	policies	that	cover	certain	security	and	privacy	damages.	However,	we
cannot	guarantee	that	our	coverage	will	be	adequate	for	liabilities	actually	incurred	or	that	insurance	will	continue	to	be
available	to	us	on	economically	reasonable	terms,	or	at	all.	In	addition	to	experiencing	a	security	incident,	third	parties
may	gather,	collect,	or	infer	sensitive	data	about	us	from	public	sources,	data	brokers,	or	other	means	that	reveals
competitively	sensitive	details	about	our	organization	and	could	be	used	to	undermine	our	competitive	advantage	or
market	position.	Our	Actual	actual	or	perceived	failure	to	comply	with	applicable	data	protection,	U.	S.	and	foreign	privacy
and	security	laws,	regulations,	industry	standards	,	contractual	obligations,	and	other	requirements	could	adversely	affect	lead
to	regulatory	investigations	our	-	or	reputation,	actions;	litigation	(including	class	claims)	and	mass	arbitration	demands;
fines	and	penalties;	disruptions	of	our	business	,	financial	condition	and	results	of	operations	,	;	reputational	harm;	loss	of
revenue	or	profits;	and	financial	condition	other	adverse	business	consequences	.	Our	customers	use	our	solutions	to
understand	and	navigate	the	healthcare	ecosystem.	The	collection	As	a	result	,	retention	we	process	sensitive	data	that
subjects	us	to	a	variety	of	laws	,	regulations,	guidance,	industry	standards,	external	and	internal	privacy	and	security
policies	,	contractual	requirements	transfer	and	disclosure	(collectively	,	“	processing	”)	of	personal	information	subject	us	to
a	variety	of	laws	and	regulations	in	other	obligations	relating	to	data	privacy	and	security.	In	the	United	States	,	federal,
state,	and	abroad	that	govern	local	governments	have	enacted	numerous	data	privacy	and	security	laws,	including	data
breach	notification	laws,	data	privacy	laws,	consumer	protection	laws	(	collectively	e.	g.	,	“	Privacy	Laws	”	Section	5	of	the
Federal	Trade	Commission	Act	),	which	can	be	enforced	in	some	cases	by	private	parties	in	addition	to	governmental	and
other	similar	regulatory	entities.	From	time	to	time,	we	may	not	be	in	full	compliance	with	all	such	Privacy	Laws	laws	(e	.
These	Privacy	g.,	wiretapping	Laws	laws	)	often	require	companies	to	implement	specific	privacy	and	information	security
controls	to	protect	certain	types	of	information,	such	as	health	information.	Additionally,	under	Privacy	Laws,	we	may	be
required	to	obtain	certain	consents	prior	to	collecting	personal	data	from	specific	sources,	such	as	publicly	available	information.
Our	inability	or	failure	to	do	so	could	result	in	adverse	consequences	.	These	laws	and	regulations	are	constantly	evolving	and
may	be	interpreted,	applied,	created,	or	amended	in	a	manner	that	could	harm	our	current	or	future	business	and	operations.	For
example,	several	states	and	localities	have	enacted	measures	related	to	the	use	of	artificial	intelligence	and	machine	learning	in
products	and	services.	Additionally,	in	Europe,	there	is	a	proposed	regulation	related	to	A.	I.	that,	if	adopted,	could	impose
onerous	obligations	related	to	the	use	of	A.	I.-	related	systems.	We	may	have	to	change	our	business	practices	to	comply	with
such	obligations	.	Implementation	standards	and	enforcement	practices	are	likely	to	remain	uncertain	for	the	foreseeable	future,
and	we	cannot	yet	determine	the	impact	future	laws,	regulations,	standards,	or	perception	of	their	requirements	may	have	on	our
business.	This	evolution	may	create	uncertainty	in	our	business,	affect	our	ability	to	operate	in	certain	jurisdictions	or	to	process
collect,	store,	transfer	use	and	share	personal	information	data	,	necessitate	the	acceptance	of	more	onerous	obligations	in	our
contracts,	result	in	liability	or	impose	additional	costs	on	us.	These	laws	and	,	regulations	,	and	other	obligations	may	also	be
interpreted	and	applied	inconsistently	from	jurisdiction	to	jurisdiction	which	may	make	compliance	difficult	or	impossible	in
certain	circumstances.	Our	platform	involves	use	and	disclosure	of	de-	identified	data,	which	must	be	de-	identified	in
accordance	with	applicable	laws,	including	Health	Insurance	Portability	and	Accountability	Act	(“	HIPAA	”).	Certain	states



have	signed	into	law	or	are	intending	to	enact	laws	governing	the	use	and	disclosure	of	such	de-	identified	information,	and	there
is	some	uncertainty	regarding	those	laws’	conformity	with	the	HIPAA	de-	identification	standards.	Compliance	with	state	laws
could	require	additional	investment	and	management	attention	and	may	subject	us	to	significant	liabilities	if	we	do	not	comply
appropriately	with	new	and	potentially	conflicting	regulations.	If	there	is	a	future	change	in	law,	we	may	also	face	limitations	on
our	ability	to	use	de-	identified	information	that	could	harm	our	business.	There	is	also	a	risk	that	the	third-	party	vendors	that
provide	our	data	sets	may	fail	to	properly	de-	identify	protected	health	information	(“	PHI	”)	under	HIPAA	or	applicable	state
laws,	some	of	which	impose	different	standards	for	de-	identification	than	those	imposed	by	HIPAA.	We	are	also	required	to
ensure	that	such	information	remains	de-	identified	and	our	failure	to	do	so	could	result	in	non-	compliance	with	Privacy
Laws	and	contractual	obligations.	The	privacy,	security	and	breach	notification	rules	promulgated	under	HIPAA	establish	a
set	of	national	privacy	and	security	standards	for	the	protection	of	PHI,	by	health	plans,	health	care	clearinghouses,	and	certain
health	care	providers,	referred	to	as	covered	entities,	and	the	business	associates	with	whom	such	covered	entities	contract	for
services	that	involve	creating,	receiving,	maintaining	or	transmitting	PHI	,	and	their	covered	subcontractors	.	Certain	of	our
customers	may	be	either	“	business	associates	”	or	“	covered	entities	”	under	HIPAA,	including	certain	of	our	customers	that	are
not	traditional	healthcare	providers.	For	example,	some	of	our	customers	are	medical	device	companies	that	may	work	with
physicians	healthcare	professionals	or	researchers	from	whom	they	receive	PHI	for	data	analysis	purposes,	thus	triggering
compliance	obligations	under	HIPAA.	While	such	PHI	is	de-	identified	before	it	is	introduced	into	our	systems,	in	certain
scenarios,	we	may	nevertheless	be	contractually	obligated	to	comply	with	certain	HIPAA	obligations,	including	the	various
requirements	of	the	HIPAA	de-	identification	rules.	Additionally,	if	PHI	is	inadvertently	introduced	into	our	systems	without
being	properly	de-	identified,	we	may	be	directly	liable	for	mishandling	PHI	and	for	failing	to	comply	with	HIPAA	as	a	“
business	associate.	”	The	U.	S.	Department	of	Health	and	Human	Services	Office	for	Civil	Rights,	or	OCR,	may	impose
penalties	for	a	failure	to	comply	with	applicable	requirement	of	HIPAA.	Penalties	will	vary	significantly	depending	on	factors
such	as	the	date	of	the	violation,	whether	the	business	associate	knew	or	should	have	known	of	the	failure	to	comply,	or	whether
the	business	associate’	s	failure	to	comply	was	due	to	willful	neglect.	Mandatory	penalties	Penalties	for	HIPAA	violations	can
be	significant.	A	single	breach	incident	can	result	in	violations	of	multiple	standards.	If	a	person	knowingly	or	intentionally
obtains	or	discloses	PHI	in	violation	of	HIPAA	requirements,	criminal	penalties	may	also	be	imposed.	Further,	our	machine
learning	use	of	A.	I.	and	data	analytics	offerings	M.	L.	technologies	may	be	subject	to	laws	and	evolving	regulations	regarding
the	use	of	AI	A.	I.	,	controlling	for	data	bias,	and	antidiscrimination.	For	example,	due	to	inaccuracies	or	flaws	in	the	inputs,
outputs,	or	logic	of	the	A.	I.	and	machine	learning,	the	model	could	be	biased	and	could	lead	us	to	make	decisions	that
could	bias	certain	individuals	(or	classes	of	individuals),	and	adversely	impact	their	rights,	employment,	and	ability	to
obtain	certain	pricing,	products,	services,	or	benefits.	the	Federal	Trade	Commission	(“	FTC	”)	enforces	consumer	protection
laws	such	as	Section	5	of	the	FTC	Act,	the	Fair	Credit	Reporting	Act,	and	the	Equal	Credit	Opportunity	Act	,	which	.	These
laws	prohibit	unfair	and	deceptive	practices,	including	use	of	biased	algorithms	in	AI.	The	FTC	has	required	other	companies
to	turn	over	(or	disgorge)	valuable	insights	or	trainings	generated	through	the	use	of	A.	I.	and	machine	learning	where
they	allege	the	company	has	violated	privacy	and	consumer	protection	laws.	Several	jurisdictions	around	the	globe	have
proposed	or	enacted	laws	governing	A.	I.,	such	as	the	European	Union'	s	(“	EU'	s	”)	Commission	also	published	its	proposal
for	a	regulation	implementing	harmonized	rules	on	AI	Act	and	amending	certain	union	legislative	acts.	The	proposed	regulation
would	impose	additional	restrictions	and	obligations	on	providers	of	AI	systems	,	including	increasing	transparency	so
consumers	know	they	are	interacting	with	an	and	we	expect	other	jurisdictions	will	adopt	similar	laws	AI	system,	requiring
human	oversight	in	AI,	and	prohibiting	certain	practices	of	AI	that	could	lead	to	physical	or	psychological	harm	.	The	cost	of
compliance	with	these	laws,	regulations	and	standards	is	high	and	is	likely	to	increase	in	the	future	.	Furthermore,	if	we	cannot
use	A.	I.	and	machine	learning	or	that	use	is	restricted,	our	business	may	be	less	efficient,	or	we	may	be	at	a	competitive
disadvantage	.	In	addition	to	government	regulations,	privacy	advocates	and	other	key	industry	players	have	established	or	may
establish	various	new,	additional,	or	different	policies	or	self-	regulatory	standards	in	certain	digital	environments	that	may	place
additional	resource	constraints	on	us	or	limit	our	ability	to	generate	certain	analytics.	Our	customers	may	expect	us	to	meet
voluntary	certifications	or	adhere	to	other	standards	established	by	third	parties.	Moreover,	the	continuing	evolution	of	these
standards	might	cause	confusion	for	our	customers	and	may	have	an	impact	on	the	solutions	we	offer,	including	our	analytics.	If
we	are	unable	to	maintain	these	certifications	or	meet	these	standards,	it	could	reduce	demand	for	our	solutions	and	adversely
affect	our	business	and	operating	results.	Many	data	Privacy	privacy	Laws	and	security	obligations	protect	more	than	health-
related	information,	and	although	they	vary	by	jurisdiction,	these	laws	obligations	can	extend	to	employee	information,
business	information,	healthcare	provider	information	and	other	information	relating	to	identifiable	individuals.	Our	actual	or
perceived	Failure	failure	to	comply	with	these	laws	may	result	in,	among	other	things,	civil	and	criminal	liability,	negative
publicity,	damage	to	our	reputation	and	liability	under	contractual	provisions.	These	obligations	Privacy	Laws	may	also
increase	our	compliance	costs	and	influence	or	limit	the	types	of	services	we	can	provide.	The	occurrence	of	any	of	the
foregoing	could	impact	our	ability	to	provide	the	same	level	of	service	to	our	customers,	require	us	to	modify	our	offerings	or
increase	our	costs,	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	In
the	past	few	years,	numerous	U.	S.	states	—	including	California,	Virginia,	Colorado,	Connecticut,	and	Utah	—	have
enacted	comprehensive	privacy	laws	that	impose	certain	obligations	on	covered	businesses,	including	providing	specific
disclosures	in	privacy	notices	and	affording	residents	with	certain	rights	concerning	their	personal	data.	As	applicable,
such	rights	may	include	the	right	to	access,	correct,	or	delete	certain	personal	data,	and	to	opt-	out	of	certain	data
processing	activities,	such	as	targeted	advertising,	profiling,	and	automated	decision-	making.	The	exercise	of	these
rights	may	impact	our	business	and	ability	to	provide	our	products	and	services.	Certain	states	have	also	adopted	impose
stricter	requirements	for	processing	certain	personal	data,	including	sensitive	data,	such	as	conducting	data	privacy	and
security	impact	assessments.	These	state	laws	allow	and	regulations	that	are	comparable	to	HIPAA,	some	of	which	may	be



more	stringent.	Such	laws	and	regulations	will	be	subject	to	interpretation	by	various	courts	and	other	governmental	authorities,
thus	creating	potentially	complex	compliance	issues	for	statutory	fines	for	noncompliance	us	and	our	future	customers	and
strategic	partners	.	For	example,	the	California	Consumer	Privacy	Act	of	2018	(“	CCPA	”)	,	as	amended	by	which	went	into
effect	on	January	1,	2020,	imposes	enhanced	data	privacy	obligations	for	entities	handling	certain	personal	information	and
creates	individual	privacy	rights	for	California	residents,	including	the	right	to	access	and	delete	their	--	the	personal	information
and	to	opt-	out	of	certain	sharing	and	sales	of	their	personal	information.	The	CCPA	allows	for	significant	civil	penalties	and
statutory	damages	for	violations	and	contains	a	private	right	of	action	for	certain	data	breach	incidents.	The	California	Privacy
Rights	Act	of	2020	(“	CPRA	”)	broadly	amends	the	(collectively,	“	CCPA	”),	applies	to	personal	data	of	consumers,	business
representatives,	and	imposes	additional	obligations	on	covered	employees	who	are	California	residents,	and	requires
businesses	,	including	additional	consumer	to	provide	specific	disclosures	in	privacy	notices	and	honor	requests	of	such
individuals	to	exercise	certain	privacy	rights	processes	.	The	CCPA	provides	for	fines	of	up	to	$	7	,	limitations	on	500	per
intentional	violation	and	allows	private	litigants	affected	by	certain	data	breaches	uses,	new	audit	requirements	for	higher
risk	data,	and	opt	outs	for	certain	uses	of	sensitive	data.	It	creates	a	new	California	data	protection	agency	authorized	to	recover
significant	statutory	damages	issue	substantive	regulations	and	could	result	in	increased	privacy	and	information	security
enforcement	.	The	majority	of	the	provisions	went	into	effect	on	January	1,	2023,	and	additional	compliance	investment	and
potential	business	process	changes	may	be	required.	Similarly,	other	states	are	instituting	privacy	and	data	security	laws	(for
example,	the	VCDPA,	which	became	effective	on	January	1,	2023),	rules,	and	regulations,	and	many	Many	similar	laws	have
been	proposed	or	enacted	at	the	federal	and	local	level	levels	,	all	of	which	could	increase	our	risk	and	compliance	costs.	These
regulations	and	legislative	developments	have	potentially	far-	reaching	consequences	and	may	require	us	to	modify	our	data
management	practices	and	to	incur	substantial	expense	in	order	to	comply.	We	Furthermore,	our	business	relies	on	the
acquisition	and	sale	of	data,	including	data	obtained	from	third-	party	data	suppliers.	The	acquisition	and	sale	of	data
from	or	to	third	parties	has	become	subject	to	increased	regulatory	scrutiny.	Therefore,	obtaining	and	selling	data	from
third	parties	carries	risk	to	us	as	a	data	purchaser	and	reseller.	For	example,	as	a	data	supplier,	we	are	required	to
register	as	a	data	broker	under	California,	Oregon,	and	Vermont	law	and	file	reports	with	regulators,	which	exposes	us
to	increased	scrutiny.	Additionally,	California’	s	Delete	Act	requires	the	CPPA	to	establish,	by	January	1,	2026,	a
mechanism	to	allow	California	consumers	to	submit	a	single,	verifiable	request	to	delete	all	of	their	personal	data	held	by
all	registered	data	brokers	and	their	service	providers.	Moreover,	third-	party	data	suppliers	have	recently	been	subject
to	increased	litigation	under	various	claims	of	violating	certain	state	privacy	laws.	These	laws	and	challenges	may	also
make	it	so	difficult	for	us	and	our	suppliers	to	provide	the	data	and	the	costs	associated	with	the	data	materially	increase
or	may	materially	decrease	the	availability	of	data	that	we	or	our	data	suppliers	can	provide.	Additionally,	under	various
privacy	laws	and	other	obligations,	we	may	be	required	to	obtain	certain	consents	to	process	personal	data.	For	example,
some	of	our	information	processing	practices	may	be	challenged	under	wiretapping	laws,	if	we	obtain	consumer
information	from	third	parties	through	various	methods,	including	chatbot	and	session	replay	providers,	or	via	third-
party	marketing	pixels.	These	practices	may	be	subject	to	international	increased	challenges	by	class	action	plaintiffs.	Our
inability	or	failure	to	obtain	consent	for	these	practices	could	result	in	adverse	consequences,	including	class	action
litigation	and	mass	arbitration	demands.	We	are,	or	may	become,	subject	to	foreign	laws,	regulations,	and	industry
standards	that	govern	data	Privacy	privacy	Laws	and	security,	such	as	the	EU	GDPR,	the	UK	GDPR,	Canada’	s	Personal
Information	Protection	and	Electronic	Documents	Act	,	and	China’	s	Personal	Information	Protection	Law	(“	PIPL	”),	and
other	international	foreign	data	protection,	privacy,	data	security,	data	localization	and	similar	national,	state	/	provincial	and
local	laws	which	impose	strict	requirements	for	processing	personal	data	.	The	For	example,	under	GDPR,	companies
may	face	temporary	or	definitive	bans	on	data	processing	and	other	corrective	actions;	fines	of	up	to	20	million	Euros
under	the	EU	and	GDPR,	17.	5	million	pounds	sterling	under	the	UK	GDPR	imposes	stringent	operational	requirements	on	“
controllers	”	and	“	processors	”	or,	in	each	case,	4	%	of	annual	global	revenue,	whichever	is	greater;	or	private	litigation
related	to	processing	of	personal	data	brought	by	classes	of	,	including,	for	example,	requiring	enhanced	disclosures	to	data
subjects	or	consumer	protection	organizations	authorized	at	law	about	how	personal	data	is	processed,	limiting	retention
periods	of	personal	data,	requiring	mandatory	data	breach	notification,	requiring	certain	record	keeping	and	risk	assessment
obligations,	and	requiring	additional	policies	and	procedures.	In	addition,	data	subjects	have	more	robust	rights	with	regard	to
represent	their	interests	personal	data	.	Because	Personal	data,	as	defined	under	the	UK	and	EU	GDPR,	of	medical	experts	or
professionals	in	the	EU	is	principally	processed	by	our	EU	subsidiary,	Monocl	AB	,	.	Because	our	EU	subsidiary	operates	under
a	Swedish	publishing	certificate	issued	in	accordance	with	Swedish	national	law,	such	processing	of	personal	data	by	our	EU
subsidiary	comes	under	the	Swedish	constitutional	protection	enshrining	freedom	of	expression	and	consequently	falls	within
the	scope	of	Article	85	EU	GDPR	and	is	exempt	from	certain	core	provisions	of	the	EU	GDPR	including,	but	not	limited	to,
requirements	relating	to	the	rights	of	the	data	subject	(Chapter	II)	and	the	transfer	of	personal	data	to	third	countries	or
international	organizations	(Chapter	V)	.	Notwithstanding	such	exemption,	we	may	from	time	to	time	receive	data	subject
requests	that	we	may	deny	or	decline	to	respond	to	in	reliance	on	Article	85,	which	may	lead	data	subjects	to	lodge	complaints
with	data	protection	authorities.	There	is	a	possibility	that	such	data	protection	authorities	could	disagree	with	Monocl	AB’	s
reliance	on	Article	85.	Further,	legal	Legal	challenges	against	the	general	right	to	publish	personal	data	based	on	the	publishing
certificate	and	consequent	exemption	from	the	GDPR,	if	upheld,	may	potentially	result	in	the	exemption	being	deemed	invalid
in	certain	circumstances	In	addition,	we	may	be	unable	to	transfer	.	The	EU	and	UK	GDPR	treat	health-	related	data	as	a	“
special	category	of	personal	data	,	”	subject	from	Europe	and	other	jurisdictions	to	heightened	the	United	States	or	other
countries	due	to	data	localization	requirements	,	including	compliance	with	specific	exceptions	to	process	health-	related	data,
such	as	obtaining	the	data	subject'	s	explicit	consent.	Companies	that	must	comply	with	the	EU	GDPR	face	increased
compliance	obligations	and	risk,	including	more	robust	regulatory	enforcement	of	data	protection	requirements	and	potential



fines	for	-	or	noncompliance	of	up	to	€	20	million	or	4	%	of	the	annual	global	revenues	of	the	noncompliant	company,
whichever	is	greater;	or	private	litigation	--	limitations	on	related	to	processing	of	personal	data	brought	by	classes	of	data
subjects	or	consumer	protection	organizations	authorized	at	law	to	represent	their	interests.	Further,	since	January	1,	2021,
companies	have	to	comply	with	the	UK	GDPR,	which,	together	with	the	amended	UK	Data	Protection	Act	2018,	retains	the
GDPR	in	UK	national	law.	The	UK	GDPR	mirrors	the	fines	under	the	GDPR,	i.	e.,	fines	up	to	the	greater	of	€	20	million	(£	17.
5	million)	or	4	%	of	global	turnover.	The	relationship	between	the	UK	and	the	EU	in	relation	to	certain	aspects	of	data	protection
law	remains	unclear,	and	it	is	unclear	how	UK	data	protection	laws	and	regulations	will	develop	in	the	medium	to	longer	term.
The	European	Commission	has	adopted	an	adequacy	decision	in	favor	of	the	UK,	enabling	data	transfers	from	EU	member
states	to	the	UK	without	additional	safeguards.	However,	the	UK	adequacy	decision	will	automatically	expire	in	June	2025.
After	expiry	of	the	period,	the	adequacy	decision	will	be	renewed	only	if	the	United	Kingdom	continues	to	ensure	an	adequate
level	of	data	protection.	Additionally,	we	are	subject	to	laws,	rules,	and	regulations	(including	under	the	EU	and	UK	GDPR)
regarding	cross-	border	data	flows.	Europe	and	other	jurisdictions	have	enacted	laws	requiring	data	to	be	localized	or
limiting	the	transfers	-	transfer	of	personal	data	,	including	laws	relating	to	the	other	transfer	of	personal	data	outside
countries.	In	particular,	the	European	Economic	Area	(“	EEA	”),	and	the	United	Kingdom	(“	UK	”)	have	significantly
restricted	the	,	and	outside	of	India.	We	rely	on	transfer	of	personal	data	to	the	United	States	and	other	countries	whose
privacy	laws	it	generally	believes	are	inadequate.	Other	jurisdictions	may	adopt	similarly	stringent	interpretations	of
their	data	localization	and	cross-	border	data	transfer	laws.	Although	there	are	currently	various	mechanisms	permitted
under	that	may	be	used	to	transfer	personal	data	from	these	--	the	EEA	and	UK	to	the	United	States	in	compliance	with
laws	-	law	,	including	such	as	the	EEA’	s	standard	contractual	clauses,	which	have	been	subject	to	regulatory	and	judicial
scrutiny.	On	7	October	2022,	President	Biden	signed	an	Executive	Order	on	“	Enhancing	Safeguards	for	United	States	Signals
Intelligence	Activities	”,	which	implements	into	United	States	law	the	UK’	s	International	Data	Transfer	agreement
Agreement	/	Addendum,	and	the	in	principle	announced	in	March	2022	on	a	new	EU-	U.	S.	Data	Privacy	Framework	and	the
UK	extension	thereto	(which	allows	for	transfers	to	relevant	U	.	However	S.-	based	organizations	who	self-	certify
compliance	and	participate	in	the	Framework)	,	if	these	mechanisms	are	subject	to	legal	challenges,	and	there	is	no
assurance	that	we	can	satisfy	or	rely	on	these	measures	to	lawfully	transfer	personal	data	to	the	United	States.	If	these
existing	or	new	mechanisms	for	transferring	personal	data	from	the	EEA,	the	UK,	or	other	jurisdictions	are	unavailable,	we	may
be	prevented	from	transferring	personal	data	of	employees,	customers	or	others	in	those	regions	to	the	United	States.	The
efficacy	and	longevity	of	current	transfer	mechanisms	between	the	EU,	the	UK	and	the	United	States	also	remains	uncertain.	For
example,	the	EU-	U.	S.	Privacy	Shield	Framework,	a	data	transfer	mechanism	which	allowed	companies	meeting	certain
requirements	to	lawfully	transfer	personal	data	form	the	EU	to	the	US,	was	struck	down	by	the	European	Court	of	Justice	in
July,	2020	(“	EU-	U.	S.	Privacy	Shield	Framework	”).	There	is	also	a	trend	toward	countries	enacting	data	localization	or	other
country	specific	requirements,	which	could	be	problematic	to	cloud	software	providers	that	we	rely	on	to	conduct	our
business	.	If	there	is	no	lawful	manner	for	us	to	transfer	personal	data	from	the	EEA,	the	UK	or	other	jurisdictions	to	the	United
States,	or	if	the	requirements	for	a	legally-	compliant	transfer	are	too	onerous,	we	could	face	significant	adverse	consequences,
including	the	interruption	or	degradation	of	our	operations,	the	need	to	relocate	part	of	or	all	of	our	business	or	data	processing
activities	to	other	jurisdictions	(such	as	Europe)	at	significant	expense,	increased	exposure	to	regulatory	actions,	substantial
fines	and	penalties,	the	inability	to	transfer	data	and	work	with	partners,	vendors	and	other	third	parties,	and	injunctions	against
our	processing	or	transferring	of	personal	data	necessary	to	operate	our	business.	Additionally,	companies	that	transfer	personal
data	out	of	the	EEA	and	UK	to	other	jurisdictions,	particularly	to	the	United	States,	are	subject	to	increased	scrutiny	from
regulators,	individual	litigants,	and	activist	groups.	Some	European	regulators	have	ordered	certain	companies	to	suspend	or
permanently	cease	certain	transfers	of	personal	data	out	of	EEA	Europe	for	allegedly	violating	the	EU	GDPR’	s	cross-	border
data	transfer	limitations.	In	addition,	legislative	proposals	and	present	laws	and	regulations	regulate	the	use	of	cookies	and
other	tracking	technologies,	electronic	communications,	and	marketing.	For	example,	in	the	EEA	and	the	UK,	regulators
are	increasingly	focusing	on	compliance	with	requirements	related	to	the	targeted	advertising	ecosystem.	European
regulators	have	issued	significant	fines	in	certain	circumstances	where	the	regulators	alleged	that	appropriate	consent
was	not	obtained	in	connection	with	targeted	advertising	activities.	It	is	anticipated	that	the	ePrivacy	Regulation	and
national	implementing	laws	will	replace	the	current	national	laws	implementing	the	ePrivacy	Directive,	which	may
require	us	to	make	significant	operational	changes.	Understanding	and	implementing	such	country	specific	certifications	on
top	of	our	security	certifications	could	require	additional	investment	and	management	attention	and	may	subject	us	to	significant
liability	if	we	do	not	comply	with	particular	requirements.	Compliance	with	global	Privacy	privacy	Laws	obligations	has	and
will	continue	to	require	valuable	management	and	employee	time	and	resources,	and	failure	to	comply	with	these	regulations
could	include	severe	penalties	and	could	reduce	demand	for	our	solutions.	Any	failure	or	perceived	failure	by	us	to	comply	with
federal,	state	or	foreign	laws	or	regulation,	our	internal	policies	and	procedures	or	our	contracts	governing	our	processing	of
personal	information	data	could	result	in	negative	publicity,	government	investigations	and	enforcement	actions,	claims	by	third
parties	and	damage	to	our	reputation,	any	of	which	could	have	a	material	adverse	effect	on	our	reputation,	business,	financial
condition	and	results	of	operations.	We	also	publish	privacy	policies,	marketing	materials,	and	other	statements,	such	as
compliance	with	certain	certifications	or	self-	regulatory	principles,	regarding	data	privacy	and	security.	If	these
policies,	materials	or	statements	are	found	to	be	deficient,	lacking	in	transparency,	deceptive,	unfair,	or
misrepresentative	of	our	practices,	we	may	be	subject	to	investigation,	enforcement	actions	by	regulators,	or	other
adverse	consequences.	Customers	expect	that	our	solutions	can	be	used	in	compliance	with	data	protection	and	data	Privacy
privacy	Laws	and	regulations	security	obligations	.	The	functional	and	operational	requirements	and	costs	of	compliance	with
such	obligations	laws	and	regulations	may	adversely	impact	our	business,	and	failure	to	enable	our	solutions	to	comply	with
such	obligations	laws	and	regulations	could	lead	to	significant	fines	and	penalties	imposed	by	regulators,	as	well	as	claims	by



our	customers	or	third	parties.	These	domestic	and	international	foreign	legislative	and	regulatory	initiatives	could	adversely
affect	our	customers’	ability	or	desire	to	collect,	use,	process,	store	and	disclose	personal	information	data	and	health	data	using
our	solutions,	or	to	license	data	products	from	us,	which	could	reduce	demand	for	our	solutions.	We	have	established
frameworks,	models,	processes	and	technologies	designed	to	manage	data	privacy	and	security	for	many	data	types	and	from	a
variety	of	sources,	though	such	measures	may	not	always	be	effective.	We	rely	on	our	data	suppliers	to	collect,	use,	and	deliver
information	to	us	in	a	form	and	manner	that	complies	with	applicable	Privacy	Laws.	Due	to	the	complex	and	evolving	nature	of
Privacy	privacy	Laws	obligations	,	we	cannot	guarantee	that	the	safeguards	and	controls	employed	by	us	or	,	our	-	or	data
suppliers	third	parties	upon	which	we	rely,	will	be	sufficient	to	prevent	a	breach	of	these	laws	obligations	,	or	that	claims,
complaints,	investigations,	or	inquiries	will	not	be	filed	or	lodged	against	us	or	our	data	suppliers	despite	such	safeguards	and
controls.	Furthermore,	we	are	bound	by	contractual	obligations	and	industry	standards	related	to	data	privacy	and	security,
and	our	efforts	to	comply	with	such	obligations	may	not	be	successful.	For	example,	certain	Privacy	privacy	Laws	laws	,
require	our	customers	to	impose	specific	contractual	restrictions	on	their	service	providers.	Failure	to	comply	with	such	Privacy
Laws	contractual	obligations	,	certain	certification	/	registration	requirement,	annual	re-	certification	/	registration	requirements
associated	with	these	various	Privacy	privacy	Laws	obligations	,	and	failure	to	resolve	any	serious	data	privacy	or	security
related	complaints	or	requests,	may	result	in,	among	other	things,	regulatory	sanctions,	criminal	prosecution,	civil	liability,
negative	publicity,	damage	to	our	reputation,	or	data	being	blocked	from	use	or	liability	under	contractual	provisions	.	We	may
at	times	fail	(or	be	perceived	to	have	failed)	in	our	efforts	to	comply	with	our	data	privacy	and	security	obligations.
Moreover,	despite	our	efforts,	our	personnel	or	third	parties	upon	which	we	rely	may	fail	to	comply	with	such
obligations,	which	could	negatively	impact	our	business	operations.	If	we	or	the	third	parties	on	which	we	rely	fail,	or
are	perceived	to	have	failed,	to	address	or	comply	with	applicable	data	privacy	and	security	obligations,	we	could	face
significant	consequences,	including	but	not	limited	to:	government	enforcement	actions	(e.	g.,	investigations,	fines,
penalties,	audits,	inspections,	and	similar);	litigation	(including	class-	action	claims)	and	mass	arbitration	demands;
additional	reporting	requirements	and	/	or	oversight;	bans	on	processing	personal	data;	and	orders	to	destroy	or	not	use
personal	data.	In	particular,	plaintiffs	have	become	increasingly	more	active	in	bringing	privacy-	related	claims	against
companies,	including	class	claims	and	mass	arbitration	demands.	Some	of	these	claims	allow	for	the	recovery	of
statutory	damages	on	a	per	violation	basis,	and,	if	viable,	carry	the	potential	for	monumental	statutory	damages,
depending	on	the	volume	of	data	and	the	number	of	violations.	Any	of	these	events	could	have	a	material	adverse	effect
on	our	reputation,	business,	or	financial	condition,	including	but	not	limited	to:	loss	of	customers;	inability	to	process
personal	data	or	to	operate	in	certain	jurisdictions;	limited	ability	to	develop	or	commercialize	our	products;
expenditure	of	time	and	resources	to	defend	any	claim	or	inquiry;	adverse	publicity;	or	substantial	changes	to	our
business	model	or	operations	.	Legal	and	Regulatory	Risks	Our	platform	addresses	heavily	regulated	functions	within	the
healthcare	ecosystem	and	such	regulations	and	laws	are	subject	to	change.	Failure	to	comply	with	applicable	laws	and
regulations	could	lessen	the	demand	for	our	solutions	or	subject	us	to	significant	claims	and	losses.	Our	customers	use	our
platform	for	business	activities	that	are	subject	to	a	complex	regime	of	global	laws	and	regulations,	including	requirements	for
maintenance	of	electronic	records	and	electronic	signatures,	requirements	regarding	processing	of	health	data,	healthcare	fraud
and	abuse,	and	other	laws	and	regulations.	Our	customers	expect	to	be	able	to	use	our	platform	in	a	manner	that	is	compliant
with	the	regulations	to	which	they	are	subject.	Our	efforts	to	provide	solutions	that	comply	with	such	laws	and	regulations	are
time-	consuming	and	costly	and	include	validation	procedures	that	may	delay	the	release	of	new	versions	of	our	solutions.	As
these	laws	and	regulations	change	over	time,	we	may	find	it	difficult	to	adjust	our	platform	to	comply	with	such	changes.	As	we
increase	the	number	of	intelligence	modules	we	offer	and	potentially	the	number	of	countries	in	which	we	operate,	the
complexity	of	adjusting	our	solutions	to	comply	with	legal	and	regulatory	changes	will	increase.	If	we	are	unable	to	effectively
manage	this	increased	complexity	or	if	we	are	not	able	to	provide	solutions	that	can	be	used	in	compliance	with	applicable	laws
and	regulations,	customers	may	be	unwilling	to	use	our	solutions,	and	any	such	non-	compliance	could	result	in	the	termination
of	our	customer	agreements	or	claims	arising	from	such	agreements	with	our	customers	.	Additionally,	Populi	participates	in
the	Centers	for	Medicare	&	Medicaid	Services	(“	CMS	”)	Qualified	Entity	Certification	Program	(“	QECP	”)	as	a
qualified	entity	and	is	subject	to	the	QECP	participant	requirements.	Failure	to	comply	with	such	requirements	could
result	in	removal	from	the	QECP	and	penalties	.	We	are	subject	to	sanctions,	export	controls,	anti-	corruption,	anti-	bribery,
anti-	money	laundering	and	similar	laws,	and	non-	compliance	with	such	laws	can	subject	us	to	criminal	penalties	or	significant
fines	and	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	We	are	subject	to
applicable	anti-	corruption,	anti-	bribery,	and	similar	laws,	such	as	the	U.	S.	Foreign	Corrupt	Practices	Act	of	1977,	as	amended
(the	“	FCPA	”),	the	U.	S.	domestic	bribery	statute	contained	in	18	U.	S.	C.	§	201,	the	U.	S.	Travel	Act,	the	U.	K.	Bribery	Act
2010.	Anti-	corruption	and	anti-	bribery	laws	have	been	enforced	aggressively	in	recent	years.	The	FCPA	and	other	anti-
corruption	laws	prohibit	companies	and	their	employees	and	agents	from	corruptly	promising,	authorizing,	making,	offering	or
providing	anything	of	value	to	a	foreign	government	official	for	the	purpose	of	influencing	official	decisions	or	obtaining	or
retaining	business,	or	otherwise	obtaining	an	improper	business	advantage.	The	FCPA	also	requires	that	we	keep	accurate	books
and	records	and	maintain	a	system	of	adequate	internal	controls.	The	UK	Bribery	Act	2010	and	other	anti-	corruption	laws	also
prohibit	commercial	bribery	not	involving	government	officials,	and	requesting	or	accepting	bribes.	We	also	are	subject	to
applicable	anti-	money	laundering	laws,	which	prohibit	engaging	in	certain	transactions	involving	criminally-	derived	property
or	the	proceeds	of	criminal	activity.	Our	activities	are	also	subject	to	applicable	export	controls,	trade	and	economic	sanctions
laws	and	regulations,	including	those	administered	by	the	U.	S.	Treasury	Department’	s	Office	of	Foreign	Assets	Control,	the	U.
S.	Department	of	Commerce,	and	the	U.	S.	Department	of	State.	These	trade	laws	and	regulations	prohibit	certain	transactions
involving	sanctioned	countries,	governments,	and	persons	without	a	license	or	other	appropriate	authorization.	As	we	increase
our	international	sales	and	business,	our	risks	under	these	laws	may	increase.	Changes	to	U.	S.	export	and	sanctions	policy	could



also	affect	our	ability	to	interact,	directly	and	indirectly,	with	targeted	persons	or	companies,	or	companies	in	sanctioned
markets.	Noncompliance	with	these	laws	could	subject	us	to	investigations,	sanctions,	settlements,	prosecution,	other
enforcement	actions,	disgorgement	of	profits,	significant	fines,	damages,	other	civil	and	criminal	penalties	or	injunctions,
adverse	media	coverage	and	other	consequences.	Any	investigations,	actions	or	sanctions	could	have	a	material	adverse	effect
on	our	business,	financial	condition	and	results	of	operations.	In	addition,	in	the	future	we	may	use	third	parties	to	sell	access	to
our	platform	and	conduct	business	on	our	behalf	abroad.	We	or	such	future	third-	party	intermediaries	may	have	direct	or
indirect	interactions	with	officials	and	employees	of	government	agencies	or	state-	owned	or	affiliated	entities,	which	increases
our	risks	under	the	FCPA	and	other	public	corruption	laws.	We	can	be	held	liable	for	the	corrupt	or	other	illegal	activities	by	our
employees	and,	in	certain	circumstances,	by	our	third-	party	intermediaries,	even	if	we	do	not	explicitly	authorize	such	activities.
Although	we	have	controls	in	place	to	promote	compliance	with	these	laws	and	regulations,	we	cannot	provide	assurance	that
our	internal	controls	and	compliance	systems	will	always	prevent	illegal	or	improper	acts	by	employees,	agents,	third	parties,	or
business	partners.	Controls	intended	to	prevent	access	to	our	platform	from	certain	geographies	may	not	be	effective	in	all	cases.
Any	violation	or	allegation	of	violations	of	economic	and	trade	sanctions	laws,	export	controls,	the	FCPA	or	other	applicable
anti-	corruption	laws,	or	anti-	money	laundering	laws	could	subject	us	to	significant	sanctions,	including	civil	or	criminal	fines
and	penalties,	disgorgement	of	profits,	injunctions	and	debarment	from	government	contracts,	as	well	as	related	stockholder
lawsuits	and	other	remedial	measures,	all	of	which	could	adversely	affect	our	reputation,	business,	financial	condition	and
results	of	operations,	and	could	also	result	in	whistleblower	complaints,	adverse	media	coverage,	investigations,	loss	of	export
privileges,	any	of	which	could	have	a	material	adverse	effect	on	our	reputation,	business,	results	of	operations	and	prospects.	We
could	be	subject	to	claims	brought	by	our	customers,	which	could	be	costly	and	time	consuming	to	defend.	We	could	be,	from
time	to	time,	subject	to	claims	brought	by	our	customers	in	connection	with	commercial	disputes	or	other	proceedings.	We	may
incur	material	costs	and	expenses	in	connection	with	any	claims,	including	but	not	limited	to	fines	or	penalties	and	legal	costs,	or
be	subject	to	other	remedies,	any	of	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results
of	operations.	Insurance	may	not	cover	such	claims,	may	not	be	sufficient	for	one	or	more	such	claims	and	may	not	continue	to
be	available	on	terms	acceptable	to	us.	A	claim	brought	against	us	that	is	uninsured	or	underinsured	could	result	in	unanticipated
costs,	management	distraction	or	reputational	harm,	which	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	We	may	be	subject	to	litigation,	investigations	or	other	actions,	which	could	harm	our
reputation	and	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	In	the	ordinary
course	of	business,	we	may	be	involved	in	and	subject	to	litigation	for	a	variety	of	claims	or	disputes	and	receive	regulatory
inquiries.	These	claims,	lawsuits	and	proceedings	could	include	labor	and	employment,	wage	and	hour,	commercial,	intellectual
property,	data	privacy	and	security	,	antitrust,	alleged	securities	law	violations	or	other	investor	claims	and	other	matters.	The
number	and	significance	of	these	potential	claims	and	disputes	may	increase	as	our	business	expands.	Any	claim	against	us,
regardless	of	its	merit,	could	be	costly,	divert	management’	s	attention	and	operational	resources	and	harm	our	reputation.	As
litigation	is	inherently	unpredictable,	we	cannot	assure	you	that	any	potential	claims	or	disputes	will	not	have	a	material	adverse
effect	on	our	business,	financial	condition	and	results	of	operations.	Any	claims	or	litigation,	even	if	fully	indemnified	or
insured,	could	make	it	more	difficult	to	effectively	compete	or	to	obtain	adequate	insurance	in	the	future.	In	addition,	we	may	be
required	to	spend	significant	resources	to	monitor	and	protect	our	contractual,	intellectual	property	and	other	rights,	including
collection	of	payments	and	fees	and	enforcement	of	intellectual	property	rights.	Litigation	has	been	and	may	be	necessary	in	the
future	to	enforce	such	rights.	Such	litigation	could	be	costly,	time	consuming	and	distracting	to	management	and	could	result	in
the	impairment	or	loss	of	our	rights.	Further,	our	efforts	to	enforce	our	rights	may	be	met	with	defenses,	counterclaims	and
countersuits	attacking	the	validity	and	enforceability	of	such	rights.	Our	inability	to	protect	our	rights	as	well	as	any	costly
litigation	or	diversion	of	our	management’	s	attention	and	resources,	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	We	may	be	subject	to	liability	if	we	breach	our	contracts,	and	our	insurance	may	be
inadequate	to	cover	our	losses.	We	are	subject	to	numerous	obligations	in	our	contracts	with	organizations	using	our	platform,	as
well	as	vendors	and	other	companies	with	which	we	do	business.	We	may	breach	these	commitments,	whether	through	a
weakness	in	our	procedures,	systems	and	internal	controls,	negligence	or	through	the	willful	act	of	an	employee	or	contractor.
Our	insurance	policies,	including	our	errors	and	omissions	insurance,	may	be	inadequate	to	compensate	us	for	the	potentially
significant	losses	that	may	result	from	claims	arising	from	breaches	of	our	contracts,	as	well	as	disruptions	in	our	services,
failures	or	disruptions	to	our	infrastructure,	catastrophic	events	and	disasters	or	otherwise.	In	addition,	our	insurance	may	not
cover	all	claims	made	against	us,	and	defending	a	suit,	regardless	of	its	merit,	could	be	costly	and	divert	management’	s
attention.	Further,	such	insurance	may	not	be	available	to	us	in	the	future	on	economically	reasonable	terms,	or	at	all.	We	may
be	subject	to	legal	liability	for	collecting,	displaying	or	distributing	information.	Because	the	content	in	our	database	is	collected
from	various	sources	and	distributed	to	others,	we	may	be	subject	to	claims	for	breach	of	contract,	defamation,	negligence,
unfair	competition	or	copyright	or	trademark	infringement	or	claims	based	on	other	theories,	such	as	breach	of	laws	related	to
data	privacy	and	security	data	protection	.	We	could	also	be	subject	to	claims	based	upon	the	content	that	is	accessible	from	our
website	through	links	to	other	websites	or	information	on	our	website	supplied	by	third	parties.	Even	if	these	claims	do	not
result	in	liability	to	us,	we	could	incur	significant	costs	in	investigating	and	defending	against	any	claims	and	we	could	be
subject	to	public	notice	requirements	that	may	affect	our	reputation.	Our	potential	liability	for	information	distributed	by	us	to
others	could	require	us	to	implement	measures	to	reduce	our	exposure	to	such	liability,	which	may	require	us	to	expend
substantial	resources	and	limit	the	attractiveness	of	our	analytics	to	users.	Risks	Related	to	Intellectual	Property	We	may	not	be
able	to	adequately	protect	our	proprietary	and	intellectual	property	rights	in	our	data	analytics	or	data	science.	Our	success	is
dependent,	in	part,	upon	protecting	our	proprietary	information	and	technology	including	our	trade	secrets	and	other
unregistered	intellectual	property,	which	our	competitors	could	use	to	market	and	deliver	similar	solutions,	decreasing	the
demand	for	our	platform.	We	may	be	unsuccessful	in	adequately	protecting	the	proprietary	aspects	of	our	technology	and



solutions	such	as	our	proprietary	software	and	databases.	To	protect	our	intellectual	property	rights,	we	primarily	rely	upon	trade
secret	protection,	including	by	entering	into	confidentiality	and	non-	disclosure	agreements,	and	other	contractual	arrangements,
along	with	copyright	law,	rather	than	on	registered	intellectual	property	such	as	patents,	registered	copyrights	or	registered
trademarks.	No	assurance	can	be	given	that	confidentiality,	non-	disclosure,	or	invention	assignment	agreements	with
employees,	consultants	or	other	parties	will	not	be	breached	and	will	otherwise	be	effective	in	controlling	access	to	and
distribution	of	our	platform,	or	certain	aspects	of	our	platform	and	proprietary	information.	Further,	these	agreements	do	not
prevent	our	competitors	from	independently	developing	technologies	that	are	substantially	equivalent	or	superior	to	our
platform.	Additionally,	certain	unauthorized	use	of	our	intellectual	property	may	go	undetected,	or	we	may	face	legal	or
practical	barriers	to	enforcing	our	legal	rights	even	where	unauthorized	use	is	detected.	Current	law	may	not	provide	for
adequate	protection	of	our	platform	or	proprietary	information	and	technology.	In	addition,	legal	standards	relating	to	the
validity,	enforceability	and	scope	of	protection	of	proprietary	rights	in	datasets	and	Internet-	related	businesses	are	uncertain	and
evolving,	and	changes	in	these	standards	may	adversely	impact	the	viability	or	value	of	our	proprietary	rights.	Some	license
provisions	protecting	against	unauthorized	use,	copying,	transfer,	and	disclosure	of	our	platform,	or	certain	aspects	of	our
platform,	or	our	data	analytics	may	be	unenforceable	under	the	laws	of	certain	jurisdictions.	Further,	the	laws	of	some	countries
in	which	we	operate	or	intend	to	operate	do	not	protect	proprietary	rights	to	the	same	extent	as	the	laws	of	the	U.	S.,	and
mechanisms	for	enforcement	of	intellectual	property	rights	in	some	foreign	countries	may	be	inadequate.	To	the	extent	we
expand	our	international	activities,	our	exposure	to	unauthorized	copying	and	use	of	our	proprietary	information	or	technology,
or	certain	aspects	of	our	platform,	or	our	data	analytics	may	increase.	Further,	competitors,	foreign	governments,	foreign
government-	backed	actors,	criminals	or	other	third	parties	may	gain	unauthorized	access	to	our	proprietary	information	and
technology.	Accordingly,	despite	our	efforts,	we	may	be	unable	to	prevent	third	parties	from	infringing	upon	or
misappropriating	our	technology	and	intellectual	property.	To	protect	our	intellectual	property	rights,	we	may	be	required	to
spend	significant	resources	to	monitor	and	protect	these	rights,	and	we	may	not	be	able	to	detect	infringement	or
misappropriation	by	our	customers,	business	partners,	or	other	third	parties.	Litigation	may	be	necessary	in	the	future	to	enforce
our	intellectual	property	rights	and	to	protect	our	trade	secrets.	Such	litigation	could	be	costly,	time	consuming,	and	distracting	to
management	and	could	result	in	the	impairment	or	loss	of	portions	of	our	intellectual	property.	Further,	our	efforts	to	enforce	our
intellectual	property	rights	may	be	met	with	defenses,	counterclaims	and	countersuits	attacking	the	validity	and	enforceability	of
our	intellectual	property	rights.	Our	inability	to	protect	our	proprietary	technology	against	unauthorized	copying	or	use,	as	well
as	any	costly	litigation	or	diversion	of	our	management’	s	attention	and	resources,	could	delay	further	sales	or	the
implementation	of	our	platform,	impair	the	functionality	of	our	platform,	delay	introductions	of	new	features,	integrations	and
capabilities,	result	in	our	substituting	inferior	or	more	costly	technologies	into	our	platform,	or	injure	our	reputation.	In	addition,
we	may	be	required	to	license	additional	technology	and	data	from	third	parties	to	develop	and	market	new	features,	integrations
and	capabilities,	and	we	cannot	be	certain	that	we	could	license	that	technology	or	data	on	commercially	reasonable	terms	or	at
all,	and	our	inability	to	license	this	technology	or	data	could	harm	our	ability	to	compete	and	have	a	material	adverse	effect	on
our	business,	financial	condition	and	results	of	operations.	Further,	third	parties	may	misappropriate	our	data	or	data	analytics
through	website	scraping,	robots	or	other	means	and	aggregate	and	display	this	data	or	data	analytics	on	their	websites.	In
addition,	“	copycat	”	websites	may	misappropriate	data	or	data	analytics	on	our	website	or	platform	and	attempt	to	imitate	our
brands	or	the	functionality	of	our	website	or	platform.	We	may	not	be	able	to	detect	all	such	copycats	in	a	timely	manner	and,
even	if	we	could,	technological	and	legal	measures	available	to	us	may	be	insufficient	to	stop	their	operations	and	the
misappropriation	of	our	data	or	data	analytics.	Any	measures	that	we	may	take	to	enforce	our	rights	could	require	us	to	expend
significant	financial	or	other	resources.	We	may	be	subject	to	claims	by	others	that	we	are	infringing	on	their	intellectual
property	rights.	Our	competitors,	as	well	as	a	number	of	other	entities	and	individuals,	including	so-	called	non-	practicing
entities,	may	own	or	claim	to	own	intellectual	property	relating	to	our	product	offering.	From	time	to	time,	third	parties	may
claim	that	we	are	infringing	upon	their	intellectual	property	rights	or	that	we	have	misappropriated	their	intellectual	property.	As
competition	in	our	market	grows,	the	possibility	of	patent	infringement,	trademark	infringement	and	other	intellectual	property
claims	against	us	increases.	We	may	be	unaware	of	the	intellectual	property	rights	that	others	may	claim	cover	some	or	all	of
our	technology	or	services.	Because	patent	applications	can	take	years	to	issue	and	are	often	afforded	confidentiality	for	some
period	of	time	there	may	currently	be	pending	applications,	unknown	to	us,	that	later	result	in	issued	patents	that	could	cover
one	or	more	aspects	of	our	technology	and	services.	Third	parties	may	assert	claims	that	we	or	our	customers	infringe	or
otherwise	violate	their	intellectual	property	rights	and	these	claims,	with	or	without	merit,	could	be	expensive	to	litigate,	cause
us	to	incur	substantial	costs	and	divert	management	resources	and	attention	in	defending	the	claim.	In	some	jurisdictions,
plaintiffs	can	also	seek	injunctive	relief	that	may	limit	the	operation	of	our	business	or	prevent	the	marketing	and	selling	of	our
products	or	services	that	infringe	or	allegedly	infringe	on	the	plaintiff’	s	intellectual	property	rights.	To	resolve	these	claims,	we
may	enter	into	licensing	agreements	with	restrictive	terms	or	significant	fees,	stop	making	our	technology,	products	or	services
available,	be	required	to	implement	costly	redesigns	to	the	affected	technology,	or	products	or	services,	or	pay	damages	to	satisfy
contractual	obligations	to	others.	If	we	do	not	resolve	these	claims	in	advance	of	a	trial,	there	is	no	guarantee	that	we	will	be
successful	in	court.	These	outcomes	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	operations.	In
addition,	certain	contracts	with	our	suppliers	or	customers	contain	provisions	whereby	we	are	required	to	indemnify	the
counterparty	for	damages	suffered	as	a	result	of	claims	related	to	intellectual	property	infringement	and	the	use	of	data	analytics
by	our	technology,	products,	or	services.	Claims	made	under	these	provisions	could	be	expensive	to	litigate	and	could	result	in
significant	payments.	Even	if	we	were	to	prevail	in	such	a	dispute,	any	litigation	regarding	our	or	others’	intellectual	property
could	be	costly	and	time-	consuming	and	divert	the	attention	of	our	management	and	key	personnel	from	our	business
operations	.	The	occurrence	of	infringement	claims	may	grow	as	the	market	for	our	products	grows	.	Our	business	could
be	adversely	impacted	by	changes	in	laws	and	regulations	related	to	the	Internet	or	changes	in	access	to	the	Internet	generally.



The	future	success	of	our	Internet-	based	business	depends	upon	the	continued	use	of	the	Internet	as	a	primary	medium	for
communication,	business	applications,	and	commerce.	Federal	or	state	government	bodies	or	agencies	have	in	the	past	adopted,
and	may	in	the	future	adopt,	laws	or	regulations	affecting	the	use	of	the	Internet	as	a	commercial	medium.	Legislators,
regulators,	or	government	bodies	or	agencies	may	also	make	legal	or	regulatory	changes	or	interpret	or	apply	existing	laws	or
regulations	that	relate	to	the	use	of	the	Internet	in	new	and	materially	different	ways.	Changes	in	these	laws,	regulations	or
interpretations	could	require	us	to	modify	our	platform	in	order	to	comply	with	these	changes,	to	incur	substantial	additional
costs	or	divert	resources	that	could	otherwise	be	deployed	to	grow	our	business,	or	expose	us	to	unanticipated	civil	or	criminal
liability,	among	other	things.	In	addition,	additional	taxes,	fees	or	other	charges	have	been	imposed	and	may,	in	the	future,	be
imposed	for	Internet	access	or	commerce	conducted	via	the	Internet.	Internet	access	is	frequently	provided	by	companies	that
have	significant	market	power	and	could	take	actions	that	degrade,	disrupt	or	increase	the	cost	of	our	customers’	use	of	our
platform,	which	could	negatively	impact	our	business.	Net	neutrality	rules,	which	were	designed	to	ensure	that	all	online	content
is	treated	the	same	by	Internet	service	providers	and	other	companies	that	provide	broadband	services,	were	repealed	by	the
Federal	Communications	Commission	effective	June	2018.	The	repeal	of	the	net	neutrality	rules	could	force	us	to	incur	greater
operating	expenses	or	our	customers’	use	of	our	platform	could	be	adversely	affected,	either	of	which	could	harm	our	business
and	results	of	operations.	These	developments	could	limit	the	growth	of	Internet-	related	commerce	or	communications
generally	or	result	in	reductions	in	the	demand	for	Internet-	based	platforms	and	services	such	as	ours,	increased	costs	to	us	or
the	disruption	of	our	business.	Furthermore,	as	the	Internet	continues	to	experience	growth	in	the	numbers	of	users,	frequency	of
use	and	amount	of	data	transmitted,	the	use	of	the	Internet	as	a	business	tool	could	be	adversely	affected	due	to	delays	in	the
development	or	adoption	of	new	standards	and	protocols	to	handle	increased	demands	of	Internet	activity,	security,	reliability,
cost,	ease-	of-	use,	accessibility,	and	quality	of	service.	Moreover,	the	performance	of	the	Internet	and	its	acceptance	as	a
business	tool	has	been	adversely	affected	by	“	viruses,	”	“	worms,	”	and	similar	malicious	programs	and	the	Internet	has
experienced	a	variety	of	outages	and	other	delays	as	a	result	of	damage	to	portions	of	its	infrastructure.	If	the	use	of	the	Internet
generally,	or	our	platform	specifically,	is	adversely	affected	by	these	or	other	issues,	we	could	be	forced	to	incur	substantial
costs,	demand	for	our	platform	could	decline,	and	our	results	of	operations	and	financial	condition	could	be	harmed.	Risks
Related	to	Certain	Tax	Matters	Unanticipated	changes	in	our	effective	tax	rate	and	additional	tax	liabilities	may	impact	our
financial	results.	We	are	subject	to	taxes	in	the	U.	S.	and	certain	foreign	jurisdictions.	Due	to	economic	and	political	conditions,
tax	rates	in	various	jurisdictions,	including	the	U.	S.,	may	be	subject	to	change.	The	U.	S.	government	may	enact	significant
changes	to	the	taxation	of	business	entities,	including,	among	others,	a	permanent	increase	in	the	corporate	income	tax	rate,	an
increase	in	the	tax	applicable	to	the	global	low-	taxed	income	and	the	imposition	of	minimum	taxes	or	surtaxes	on	certain	types
of	income.	For	example,	beginning	in	2022,	the	Tax	Cuts	and	Jobs	Act	of	2017	eliminated	the	option	of	expensing	all	research
and	development	expenditures	in	the	current	year,	instead	requiring	amortization	over	five	years	for	expenditures	in	the	U.	S.
and	over	fifteen	years	for	foreign-	based	expenditures,	pursuant	to	Section	174	of	the	Internal	Revenue	Code.	In	the	future,
Congress	may	consider	legislation	that	would	eliminate	the	capitalization	and	amortization	requirement.	There	is	no	assurance
that	the	requirement	will	be	deferred,	repealed,	or	otherwise	modified.	Our	future	effective	tax	rates	could	be	affected	by
changes	in	the	mix	of	earnings	in	countries	with	differing	statutory	tax	rates,	changes	in	the	valuation	of	deferred	tax	assets	and
liabilities	and	changes	in	tax	laws	or	their	interpretation.	We	may	also	be	subject	to	additional	tax	liabilities	and	penalties	due	to
changes	in	non-	income	based	taxes	resulting	from	changes	in	federal,	state	or	foreign	tax	laws,	changes	in	taxing	jurisdictions’
administrative	interpretations,	decisions,	policies	and	positions,	results	of	tax	examinations,	settlements	or	judicial	decisions,
changes	in	accounting	principles,	changes	to	the	business	operations,	including	acquisitions,	as	well	as	the	evaluation	of	new
information	that	results	in	a	change	to	a	tax	position	taken	in	a	prior	period.	Any	resulting	increase	in	our	tax	obligation	or	cash
taxes	paid	could	adversely	affect	our	cash	flows	and	financial	results.	Changes	in	tax	laws	or	regulations	in	the	various	tax
jurisdictions	we	are	subject	to	that	are	applied	adversely	to	us	or	our	paying	customers	could	increase	the	costs	of	our	platform
and	harm	our	business.	New	income,	sales,	use	or	other	tax	laws,	statutes,	rules,	regulations	or	ordinances	could	be	enacted	at
any	time.	Those	enactments	could	harm	our	domestic	and	foreign	business	operations	and	our	business,	financial	condition	and
results	of	operations.	Further,	existing	tax	laws,	statutes,	rules,	regulations	or	ordinances	could	be	interpreted,	changed,	modified
or	applied	adversely	to	us.	These	events	could	require	us	or	our	paying	customers	to	pay	additional	tax	amounts	on	a	prospective
or	retroactive	basis,	as	well	as	require	us	or	our	paying	customers	to	pay	fines	and	/	or	penalties	and	interest	for	past	amounts
deemed	to	be	due.	If	we	raise	our	prices	to	offset	the	costs	of	these	changes,	existing	and	potential	future	paying	customers	may
elect	not	to	subscribe	to	our	platform	in	the	future.	Additionally,	new,	changed,	modified	or	newly	interpreted	or	applied	tax
laws	could	increase	our	paying	customers’	and	our	compliance,	operating	and	other	costs,	as	well	as	the	costs	of	our	platform.
Further,	these	events	could	decrease	the	capital	we	have	available	to	operate	our	business.	Any	or	all	of	these	events	could	harm
our	business,	financial	condition	and	results	of	operations.	Additionally,	the	application	of	U.	S.	federal,	state,	local	and	foreign
tax	laws	to	services	provided	electronically	is	unclear	and	continually	evolving.	Existing	tax	laws,	statutes,	rules,	regulations	or
ordinances	could	be	interpreted	or	applied	adversely	to	us,	possibly	with	retroactive	effect,	which	could	require	us	or	our	paying
customers	to	pay	additional	tax	amounts,	as	well	as	require	us	or	our	paying	customers	to	pay	fines	or	penalties,	as	well	as
interest	for	past	amounts.	If	we	are	unsuccessful	in	collecting	such	taxes	due	from	our	paying	customers,	we	could	be	held
liable	for	such	taxes,	fines	or	penalties	and	thereby	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results
of	operations.	For	example,	during	the	quarter	ended	June	30,	2023,	we	determined	that	sales	in	certain	states	were
subject	to	sales	tax	and	that	we	had	not	assessed	such	sales	tax	on	sales	of	our	services	to	customers.	As	a	result,	we
entered	into	voluntary	disclosure	agreements	with	the	applicable	jurisdictions	and	will	continue	to	accrue	interest	on	any
outstanding	liabilities	until	the	voluntary	disclosure	agreements	are	settled.	Our	results	of	operations	may	be	harmed	if	we
are	required	to	collect	sales	or	other	related	taxes	for	subscriptions	to	our	platform	in	jurisdictions	where	we	have	not	historically
done	so.	States	and	some	local	taxing	jurisdictions	have	differing	rules	and	regulations	governing	sales	and	use	taxes,	and	these



rules	and	regulations	are	subject	to	varying	interpretations	that	may	change	over	time.	The	application	of	federal,	state,	local	and
foreign	tax	laws	to	services	provided	electronically	is	unclear	and	continually	evolving.	In	particular,	the	applicability	of	sales
taxes	to	our	platform	in	various	jurisdictions	is	unclear	.	For	example,	during	the	quarter	ended	June	30,	2023,	we
determined	that	sales	in	certain	states	were	subject	to	sales	tax	and	that	we	had	not	assessed	such	sales	tax	on	sales	of	our
services	to	customers.	As	a	result,	we	entered	into	voluntary	disclosure	agreements	with	the	applicable	jurisdictions	and
will	continue	to	accrue	interest	on	any	outstanding	liabilities	until	the	voluntary	disclosure	agreements	are	settled	.	We
collect	and	remit	U.	S.	sales	tax	and	foreign	value-	added	tax	(“	VAT	”),	in	a	number	of	jurisdictions.	It	is	possible,	however,
that	we	could	face	sales	tax	or	VAT	audits	and	that	our	liability	for	these	taxes	could	exceed	our	estimates	as	state	and	foreign
taxing	authorities	could	still	assert	that	we	are	obligated	to	collect	additional	tax	amounts	from	our	paying	customers	and	remit
those	taxes	to	those	authorities.	We	could	also	be	subject	to	audits	in	states	and	foreign	jurisdictions	for	which	we	have	not
accrued	tax	liabilities.	A	successful	assertion	that	we	should	be	collecting	additional	sales	tax,	VAT	or	other	taxes	on	our
services	in	jurisdictions	where	we	have	not	historically	done	so	and	do	not	accrue	for	sales	taxes	and	VAT	could	result	in
substantial	tax	liabilities	for	past	sales	or	services,	discourage	organizations	from	subscribing	to	our	platform,	or	otherwise	have
a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Further,	one	or	more	state	or	foreign
taxing	authorities	could	seek	to	impose	additional	sales	tax,	use	tax,	VAT	or	other	tax	collection	and	record-	keeping	obligations
on	us	or	may	determine	that	such	taxes	should	have,	but	have	not	been,	paid	by	us.	Liability	for	past	taxes	may	also	include
substantial	interest	and	penalty	charges.	Any	successful	action	by	state	or	foreign	taxing	authorities	to	compel	us	to	collect	and
remit	sales	tax,	use	tax,	VAT	or	other	taxes,	either	retroactively	and	/	or	prospectively,	could	have	a	material	adverse	effect	on
our	business,	financial	condition	and	results	of	operations.	Risks	Related	to	Accounting	and	Financial	Reporting	Matters
Deferred	revenue	and	change	in	deferred	revenue	may	not	be	accurate	indicators	of	our	future	financial	results.	The	annualized
value	of	some	customer	subscriptions	may	not	be	completely	reflected	in	deferred	revenue	at	any	single	point	in	time.	We	may
agree	to	allow	customers	to	change	the	renewal	dates	of	their	orders	to,	for	example,	align	more	closely	with	a	customer’	s
annual	budget	process	or	to	align	with	the	renewal	dates	of	other	orders	placed	by	other	entities	within	the	same	corporate
control	group,	or	to	change	payment	terms	from	annual	to	quarterly,	or	vice	versa.	Such	changes	typically	result	in	an	order	of
less	than	one	year	as	necessary	to	align	all	orders	to	the	desired	renewal	date	and,	thus,	may	result	in	a	lesser	increase	to	deferred
revenue	than	if	the	adjustment	had	not	occurred.	Additionally,	changes	in	renewal	dates	may	change	the	fiscal	quarter	in	which
deferred	revenue	associated	with	a	particular	order	is	booked.	However,	many	companies	that	provide	cloud-	based	software
report	changes	in	deferred	revenue	or	calculated	billings	as	key	operating	or	financial	metrics,	and	it	is	possible	that	analysts	or
investors	may	view	these	metrics	as	important.	Thus,	any	changes	in	our	deferred	revenue	balances	or	deferred	revenue	trends,
or	in	the	future,	our	unbilled	accounts	receivable	balances	or	trends,	could	adversely	affect	the	market	price	of	our	Class	A
Common	Stock.	Because	we	recognize	subscription	revenue	over	the	subscription	term,	downturns	or	upturns	in	new	sales	and
renewals	are	not	immediately	reflected	in	full	in	our	results	of	operations.	We	recognize	revenue	from	subscriptions	to	our
platform	on	a	straight-	line	basis	over	the	term	of	the	contract	subscription	period	beginning	on	the	date	access	to	our	platform	is
granted,	provided	all	other	revenue	recognition	criteria	have	been	met.	Our	subscription	arrangements	generally	have	contractual
terms	requiring	advance	payment	for	annual	or	quarterly	periods.	As	a	result,	much	of	the	revenue	we	report	each	quarter	is	the
recognition	of	deferred	revenue	from	recurring	subscriptions	entered	into	during	previous	quarters.	Consequently,	a	decline	in
new	or	renewed	recurring	subscription	contracts	in	any	one	quarter	will	not	be	fully	reflected	in	revenue	in	that	quarter	but	will
negatively	affect	our	revenue	in	future	quarters.	Accordingly,	the	effect	of	significant	downturns	in	new	or	renewed	sales	of	our
recurring	subscriptions	are	not	reflected	in	full	in	our	results	of	operations	until	future	periods.	Our	subscription	model	also
makes	it	difficult	for	us	to	rapidly	increase	our	revenue	through	additional	sales	in	any	period,	as	revenue	from	new	customers	is
typically	recognized	over	the	applicable	subscription	term.	By	contrast,	a	majority	of	our	costs	are	expensed	as	incurred,	which
could	result	in	our	recognition	of	more	costs	than	revenue	in	the	earlier	portion	of	the	subscription	term,	and	we	may	not	attain
profitability	in	any	given	period.	We	have	broad	discretion	in	the	use	of	our	cash	and	short-	term	investment	balances	and	may
not	use	them	effectively.	We	have	broad	discretion	in	the	use	of	our	cash	balances	and	may	not	use	them	effectively.	The	failure
by	our	management	to	apply	these	funds	effectively	could	adversely	affect	our	business,	financial	condition	and	results	of
operations.	Pending	their	use,	we	may	invest	our	cash	balances	in	a	manner	that	does	not	produce	income	or	that	loses	value.
Our	investments	may	not	yield	a	favorable	return	to	our	investors	and	may	have	a	material	adverse	effect	on	the	price	of	our
Class	A	Common	Stock.	We	have	a	significant	amount	of	goodwill	and	intangible	assets	on	our	balance	sheet,	and	our	results	of
operations	may	be	adversely	affected	if	we	fail	to	realize	the	full	value	of	our	goodwill	and	intangible	assets.	We	have	a
significant	amount	of	goodwill	and	intangible	assets	on	our	balance	sheet,	and	our	results	of	operations	may	be	adversely
affected	if	we	fail	to	realize	the	full	value	of	our	goodwill	and	intangible	assets.	Our	balance	sheet	reflects	goodwill	of	$	1.	1
billion	and	$	1.	3	billion	as	of	December	31,	2023	and	2022	and	2021	,	respectively	,	and	intangible	assets,	net	of	$	323.	1
million	and	$	350.	7	million	and	$	352.	5	million	as	of	December	31,	2023	and	2022	and	2021	,	respectively.	In	accordance
with	accounting	principles	generally	accepted	in	the	United	States	(“	U.	S.	GAAP	”)	,	goodwill	and	intangible	assets	with	an
indefinite	life	are	not	amortized	but	are	subject	to	a	periodic	impairment	evaluation.	Goodwill	and	acquired	intangible	assets
with	an	indefinite	life	are	tested	for	impairment	at	least	annually	or	when	events	and	circumstances	indicate	that	fair	value	of	a
reporting	unit	may	be	below	their	carrying	value.	Acquired	intangible	assets	with	definite	lives	are	amortized	on	a	straight-	line
basis	over	the	estimated	period	over	which	we	expect	to	realize	economic	value	related	to	the	intangible	asset.	In	addition,	we
review	long-	lived	assets	for	impairment	whenever	events	or	changes	in	circumstances	indicate	that	the	carrying	value	of	an
asset	might	not	be	recoverable.	If	indicators	of	impairment	are	present,	we	evaluate	the	carrying	value	in	relation	to	estimates	of
future	undiscounted	cash	flows.	Our	ability	to	realize	the	value	of	the	goodwill	and	intangible	assets	will	depend	on	the	future
cash	flows	of	the	businesses	we	have	acquired,	which	in	turn	depend	in	part	on	how	well	we	have	integrated	these	businesses
into	our	own	business.	Judgments	made	by	management	relate	to	the	expected	useful	lives	of	long-	lived	assets	and	our	ability	to



realize	undiscounted	cash	flows	of	the	carrying	amounts	of	such	assets.	The	accuracy	of	these	judgments	may	be	adversely
affected	by	several	factors,	including	significant:	•	underperformance	relative	to	historical	or	projected	future	operating	results;	•
changes	in	the	manner	of	our	use	of	acquired	assets	or	the	strategy	for	our	overall	business;	•	negative	industry	or	economic
trends;	or	•	decline	in	our	market	capitalization	relative	to	net	book	value	for	a	sustained	period.	These	types	of	events	or
indicators	and	the	resulting	impairment	analysis	could	result	in	impairment	charges	in	the	future.	If	we	are	not	able	to	realize
the	value	of	the	goodwill	and	intangible	assets,	we	may	be	required	to	incur	material	charges	relating	to	the	impairment	of	those
assets.	Such	impairment	charges	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of
operations.	As	of	December	31	During	the	quarter	ended	September	30	,	2022	2023	,	the	fair	value	of	we	experienced	a
sustained	decline	in	our	one	reporting	unit	stock	price	and	market	capitalization,	which	resulted	in	a	goodwill	impairment
charge	of	$	287.	4	million	recorded	was	-	as	of	September	30	less	than	10	%	higher	than	its	carrying	value.	With	a	margin
between	fair	value	and	carrying	value	in	this	range	,	our	2023.	Refer	to	Note	9.	Goodwill	and	Intangible	Assets	for	further
information.	Our	reporting	unit	is	at	risk	for	of	future	goodwill	impairments	if	it	we	again	experiences	-	experience	a
continued	decline	in	its	our	market	capitalization	or	worsening	if	macroeconomic	conditions	worsen	,	which	could	represent
potential	indicators	of	impairment	requiring	further	impairment	analysis	in	2023	2024	.	We	continue	to	monitor	for	potential
impairment	should	impairment	indicators	arise.	If	actual	results	in	our	single	reporting	unit	are	substantially	lower	than	the
projections	used	in	our	valuation	methodology,	or	if	market	discount	rates	substantially	increase	or	our	market	capitalization
substantially	decreases,	then	our	future	valuations	could	be	adversely	affected.	We	could	be	required	to	record	a	significant
charge	to	earnings	in	our	financial	statements	during	the	period	in	which	any	impairment	of	our	goodwill	or	intangible	assets	is
determined,	negatively	impacting	our	results	of	operations	.	We	have	identified	a	material	weakness	in	our	internal	control
over	financial	reporting,	and	our	management	has	concluded	that	our	disclosure	controls	and	procedures	were	not
effective	as	of	the	end	of	the	period	covered	by	this	report.	While	we	are	working	to	remediate	the	identified	material
weakness,	we	cannot	assure	you	that	additional	material	weaknesses	or	significant	deficiencies	will	not	occur	in	the
future.	If	we	fail	to	maintain	an	effective	system	of	internal	controls,	we	may	not	be	able	to	accurately	report	our
financial	results	or	prevent	fraud.	As	a	result,	our	stockholders	could	lose	confidence	in	our	financial	reporting,	which
could	harm	our	business	and	the	trading	price	of	our	common	stock.	The	Sarbanes-	Oxley	Act	of	2002	requires,	among
other	things,	that	we	maintain	effective	disclosure	controls	and	procedures	and	internal	control	over	financial	reporting.
As	disclosed	within	this	Annual	Report	on	Form	10-	K,	management	identified	a	material	weakness	in	internal	control
related	the	collection	and	remittance	of	sales	tax	and	concluded	that	our	internal	control	over	financial	reporting	was
not	effective	as	of	December	31,	2023,	as	described	in	more	detail	in	Part	II	—	Item	9A,	“	Controls	and	Procedures.	”
Management	is	actively	engaged	in	remediation	efforts	to	address	our	material	weakness.	However,	we	may	not	be
successful	in	promptly	remediating	the	material	weakness	identified	by	management	or	be	able	to	identify	and	remediate
additional	control	deficiencies,	including	material	weaknesses,	in	the	future.	The	material	weakness	in	the	Company’	s
internal	control	over	financial	reporting	will	not	be	considered	remediated	until	the	controls	operate	for	a	sufficient
period	of	time	and	management	has	concluded,	through	testing	that	these	controls	operate	effectively.	If	we	do	not
successfully	remediate	the	material	weakness,	or	if	other	material	weaknesses	or	other	deficiencies	arise	in	the	future,	we
may	be	unable	to	accurately	report	our	financial	results,	which	could	cause	our	financial	results	to	be	materially
misstated	and	require	restatement.	In	such	case,	we	may	be	unable	to	maintain	compliance	with	securities	law
requirements	regarding	timely	filing	of	periodic	reports	in	addition	to	applicable	stock	exchange	listing	requirements,
investors	may	lose	confidence	in	our	financial	reporting,	and	our	stock	price	may	decline	as	a	result.	We	cannot	assure
you	that	the	measures	we	have	taken	to	date,	or	any	measures	we	may	take	in	the	future,	will	be	sufficient	to	avoid
potential	future	material	weaknesses	.	Risks	Related	to	Our	Indebtedness	We	may	not	be	able	to	secure	sufficient	additional
financing	on	favorable	terms,	or	at	all,	to	meet	our	future	capital	needs.	We	may	require	additional	capital	in	the	future	to	pursue
business	opportunities	or	acquisitions	or	respond	to	challenges	and	unforeseen	circumstances.	We	may	also	decide	to	engage	in
equity	or	debt	financings	or	enter	into	additional	credit	facilities	for	other	reasons.	We	may	not	be	able	to	secure	additional	debt
or	equity	financing	in	a	timely	manner,	on	favorable	terms,	or	at	all.	Any	debt	financing	we	obtain	in	the	future	could	involve
restrictive	covenants	relating	to	our	capital	raising	activities	and	other	financial	and	operational	matters,	which	may	make	it
more	difficult	for	us	to	obtain	additional	capital	and	pursue	business	opportunities,	including	potential	acquisitions.	Any	default
under	our	debt	agreements	could	have	significant	consequences.	The	2021	Credit	Agreement	(as	defined	below)	contains
covenants	imposing	certain	restrictions	on	our	business.	These	restrictions	may	affect	our	ability	to	operate	our	business	and
may	limit	our	ability	to	take	advantage	of	potential	business	opportunities	as	they	arise.	The	2021	Credit	Agreement	contains
restrictive	covenants	including,	with	specified	exceptions,	limitations	on	our	ability	to	incur	debt	and	liens;	make	certain
investments,	acquisitions	and	loans;	pay	dividends	or	make	other	distributions;	make	payments	on	subordinated	debt;	enter	into
burdensome	agreements	or	affiliate	transactions;	consolidate,	merge	or	dissolve;	acquire	or	dispose	of	assets;	materially	alter	our
business,	amend	our	organizational	documents	or	the	terms	of	certain	restricted	debt;	and	modify	our	fiscal	year	end.	The	2021
Credit	Agreement	also	requires	us	to,	commencing	on	the	last	day	of	the	fiscal	quarter	ended	December	31,	2021,	maintain	a
maximum	total	leverage	ratio.	Our	ability	to	comply	with	these	covenants	under	the	2021	Credit	Agreement	may	be	affected	by
events	beyond	our	control,	including	prevailing	economic,	financial	and	industry	conditions.	The	breach	of	any	of	these
covenants	could	result	in	an	event	of	default,	which	would	permit	Bank	of	America,	N.	A.	(the	“	Administrative	Agent	”)	or	the
specified	threshold	of	lenders	to	declare	all	outstanding	debt	to	be	due	and	payable,	together	with	accrued	and	unpaid	interest.
Our	obligations	under	the	2021	Credit	Agreement	are	secured	by	liens	on	substantially	all	of	our	assets,	subject	to	agreed-	upon
exceptions.	Any	default	by	us	under	the	2021	Credit	Agreement	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	Our	level	of	indebtedness	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	The	total	principal	amount	of	debt	outstanding,	excluding	unamortized	debt	issuance	costs,



under	the	2021	Credit	Agreement	as	of	December	31,	2022	2023	was	$	266	257	.	4	8	million	.	The	loans	under	the	2019	Credit
Agreement	were	repaid	and	the	2019	Credit	Agreement	was	terminated	on	September	17,	2021	in	connection	with	the	IPO
Transactions	and	the	2021	Credit	Agreement	.	Our	indebtedness	could	have	significant	effects	on	our	business,	such	as:	•
limiting	our	ability	to	borrow	additional	amounts	to	fund	acquisitions,	debt	service	requirements,	execution	of	our	growth
strategy,	capital	expenditures	and	other	purposes;	•	limiting	our	ability	to	make	investments,	including	acquisitions,	loans	and
advances,	and	to	sell,	transfer	or	otherwise	dispose	of	assets;	•	requiring	us	to	dedicate	a	substantial	portion	of	our	cash	flow
from	operations	to	pay	principal	and	interest	on	our	borrowings,	which	would	reduce	availability	of	our	cash	flow	to	fund
working	capital,	acquisitions,	execution	of	our	growth	strategy,	capital	expenditures	and	other	general	corporate	purposes;	•
making	us	more	vulnerable	to	adverse	changes	in	general	economic,	industry	and	competitive	conditions,	in	government
regulation	and	in	our	business	by	limiting	our	ability	to	plan	for	and	react	to	changing	conditions;	•	placing	us	at	a	competitive
disadvantage	compared	with	our	competitors	that	have	less	debt;	and	•	exposing	us	to	risks	inherent	in	interest	rate	fluctuations
because	our	borrowings	are	at	variable	rates	of	interest,	which	could	result	in	higher	interest	expense	in	the	event	of	increases	in
interest	rates.	In	addition,	we	may	not	be	able	to	generate	sufficient	cash	flow	from	our	operations	to	repay	our	indebtedness
when	it	becomes	due	and	to	meet	our	other	cash	needs.	If	we	are	not	able	to	pay	our	borrowings	as	they	become	due,	we	will	be
required	to	pursue	one	or	more	alternative	strategies,	such	as	selling	assets,	refinancing	or	restructuring	our	indebtedness	or
selling	additional	debt	or	equity	securities.	We	may	not	be	able	to	refinance	our	debt	or	sell	additional	debt	or	equity	securities
or	our	assets	on	favorable	terms,	if	at	all,	and	if	we	must	sell	our	assets,	it	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operation.	Pursuant	to	our	2021	Credit	Agreement,	we	are	required	to	maintain,	commencing
on	the	last	day	of	the	fiscal	quarter	ending	December	31,	2021,	on	a	consolidated	basis,	a	maximum	ratio	of	consolidated	net
debt	to	consolidated	EBITDA	(with	certain	adjustments	as	set	forth	in	the	2021	Credit	Agreement),	tested	as	of	the	last	day	of
any	fiscal	quarter.	Events	beyond	our	control,	including	changes	in	general	economic	and	business	conditions,	may	affect	our
ability	to	satisfy	the	financial	covenant.	We	cannot	assure	you	that	we	will	satisfy	the	financial	covenant	in	the	future,	or	that
our	lenders	will	waive	any	failure	to	satisfy	the	financial	covenant.	The	failure	to	comply	with	the	covenants	under	our	2021
Credit	Agreement	or	volatility	in	the	credit	and	capital	markets	could	have	a	material	adverse	effect	on	our	business,	financial
condition,	liquidity	and	results	of	operation.	Our	ability	to	manage	our	debt	is	dependent	on	our	level	of	positive	cash	flow	from
the	sale	of	our	platform.	An	economic	downturn	may	negatively	impact	our	cash	flows.	Credit	and	capital	markets	can	be
volatile,	and	have	recently	experienced	such	volatility	in	light	of	global	economic	factors,	which	could	make	it	more	difficult	for
us	to	refinance	our	existing	debt	or	to	obtain	additional	debt	or	equity	financings	in	the	future.	Such	constraints	could	increase
our	costs	of	borrowing	and	could	restrict	our	access	to	other	potential	sources	of	future	liquidity.	Future	volatility	or	disruption
in	the	credit	and	capital	markets	could	require	us	to	take	measures	to	conserve	cash	until	the	markets	stabilize	or	until	alternative
credit	arrangements	or	other	funding	for	our	business	needs	can	be	arranged.	Our	failure	to	comply	with	the	covenants	under	the
2021	Credit	Agreement	or	to	have	sufficient	liquidity	to	make	interest	and	other	payments	required	by	our	debt	could	result	in	a
default	of	such	debt	and	acceleration	of	our	borrowings,	which	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	Risks	Related	to	Our	Organizational	Structure	We	are	a	holding	company,	and	our	principal
asset	is	our	68	74	.	2	9	%	ownership	interest	in	Definitive	OpCo,	and	we	are	accordingly	dependent	upon	distributions	from
Definitive	OpCo	to	pay	dividends,	if	any,	and	taxes,	make	payments	under	the	Tax	Receivable	Agreement	and	pay	other
expenses.	We	are	a	holding	company	and	our	principal	asset	is	our	ownership	of	68	74	.	2	9	%	of	the	outstanding	LLC	Units	(as
of	December	31,	2022	2023	),	exclusive	of	unvested	LLC	Units.	We	have	no	independent	means	of	generating	revenue.	We
anticipate	that	Definitive	OpCo	will	continue	to	be	treated	as	a	partnership	for	U.	S.	federal	and	applicable	state	and	local
income	tax	purposes	and,	as	such,	will	generally	not	be	subject	to	entity-	level	U.	S.	federal	and	applicable	state	and	local
income	tax.	Instead,	the	taxable	income	of	Definitive	OpCo	is	allocated	among	its	members,	including	us.	Accordingly,	we
incur	income	taxes	on	our	allocable	share	of	any	taxable	income	of	Definitive	OpCo.	We	also	incur	expenses	related	to	our
operations,	and	have	obligations	to	make	payments	under	the	Tax	Receivable	Agreement.	As	the	sole	managing	member	of
Definitive	OpCo,	we	intend	to	cause	Definitive	OpCo	to	make	distributions	to	the	holders	of	LLC	Units	in	amounts	sufficient	to
(i)	cover	all	of	the	income	taxes	payable	by	holders	of	LLC	Units	(including	us)	on	such	holders’	respective	allocable	shares	of
the	taxable	income	of	Definitive	OpCo,	(ii)	allow	us	to	make	any	payments	required	under	the	Tax	Receivable	Agreement,	(iii)
fund	dividends	to	our	stockholders	in	accordance	with	our	dividend	policy,	to	the	extent	that	our	board	of	directors	declares	such
dividends	and	(iv)	pay	our	expenses.	Deterioration	in	the	financial	condition,	earnings	or	cash	flow	of	Definitive	OpCo	and	its
subsidiaries	for	any	reason	could	limit	or	impair	their	ability	to	pay	such	distributions.	Additionally,	to	the	extent	that	we	need
funds	and	Definitive	OpCo	is	restricted	from	making	such	distributions	under	applicable	law	or	regulation,	as	a	result	of
covenants	in	its	debt	agreements	or	otherwise,	we	may	not	be	able	to	obtain	such	funds	on	terms	acceptable	to	us,	or	at	all,
which	could	have	a	material	adverse	effect	on	our	liquidity	and	financial	condition.	In	addition,	for	taxable	years	beginning	after
December	31,	2017,	liability	for	adjustments	to	a	partnership’	s	tax	return	can	be	imposed	on	the	partnership	itself	in	certain
circumstances,	absent	an	election	to	the	contrary.	Definitive	OpCo	could	be	subject	to	material	liabilities	pursuant	to	adjustments
to	its	partnership	tax	returns	if,	for	example,	its	calculations	or	allocations	of	taxable	income	or	loss	are	incorrect,	which	also
could	limit	its	ability	to	make	distributions	to	us.	In	certain	circumstances,	Definitive	OpCo	will	be	required	to	make
distributions	to	us	and	the	other	holders	of	LLC	Units,	and	the	distributions	that	Definitive	OpCo	will	be	required	to	make	may
be	substantial.	Under	the	Amended	LLC	Agreement,	Definitive	OpCo	is	required	from	time	to	time	to	make	pro	rata
distributions	in	cash	to	us	and	the	other	holders	of	LLC	Units	at	certain	assumed	tax	rates	in	amounts	that	are	intended	to	be
sufficient	to	cover	the	income	taxes	payable	on	our	and	the	other	LLC	Unit	holders’	respective	allocable	shares	of	the	taxable
income	of	Definitive	OpCo.	As	a	result	of	(i)	potential	differences	in	the	amount	of	taxable	income	allocable	to	us	and	the	other
LLC	Unit	holders,	(ii)	the	lower	tax	rate	applicable	to	corporations	than	individuals	and	(iii)	the	use	of	an	assumed	tax	rate
(based	on	the	tax	rate	applicable	to	individuals)	in	calculating	Definitive	OpCo’	s	distribution	obligations,	we	may	receive	tax



distributions	significantly	in	excess	of	our	tax	liabilities	and	obligations	to	make	payments	under	the	Tax	Receivable	Agreement.
Our	board	of	directors,	in	its	sole	discretion,	will	make	any	determination	from	time	to	time	with	respect	to	the	use	of	any	such
excess	cash	so	accumulated,	which	may	include,	among	other	uses,	funding	repurchases	of	Class	A	Common	Stock,	acquiring
additional	newly	issued	LLC	Units	from	Definitive	OpCo	at	a	per	unit	price	determined	by	reference	to	the	market	value	of	the
Class	A	Common	Stock,	paying	dividends,	which	may	include	special	dividends,	on	its	Class	A	Common	Stock,	or	any
combination	of	the	foregoing.	We	will	have	no	obligation	to	distribute	such	cash	(or	other	available	cash	other	than	any	declared
dividend)	to	our	stockholders.	To	the	extent	that	we	do	not	distribute	such	excess	cash	as	dividends	on	our	Class	A	Common
Stock	or	otherwise	take	ameliorative	actions	between	LLC	Units	and	shares	of	Class	A	Common	Stock	and	instead,	for
example,	hold	such	cash	balances,	holders	of	our	LLC	Units	(other	than	Definitive	Healthcare	Corp.)	may	benefit	from	any
value	attributable	to	such	cash	balances	as	a	result	of	their	ownership	of	Class	A	Common	Stock	following	a	redemption	or
exchange	of	their	LLC	Units,	notwithstanding	that	such	holders	of	our	LLC	Units	(other	than	Definitive	Healthcare	Corp.)	may
previously	have	participated	as	holders	of	LLC	Units	in	distributions	by	Definitive	OpCo	that	resulted	in	such	excess	cash
balances	at	Definitive	Healthcare	Corp.	Our	organizational	structure,	including	the	Tax	Receivable	Agreement,	confers	certain
benefits	upon	the	TRA	Parties	that	will	not	benefit	holders	of	our	Class	A	Common	Stock	to	the	same	extent	that	it	will	benefit
the	TRA	Parties.	The	Tax	Receivable	Agreement	with	the	TRA	Parties	requires	Definitive	Healthcare	Corp.	to	make	cash
payments	to	TRA	Parties	in	respect	of	certain	tax	benefits	to	which	it	may	become	entitled,	and	we	expect	that	such	payments
will	be	substantial.	Our	organizational	structure,	including	the	Tax	Receivable	Agreement,	confers	certain	benefits	upon	the
TRA	Parties	that	will	not	benefit	the	holders	of	Class	A	Common	Stock	to	the	same	extent	that	it	will	benefit	the	TRA	Parties.
Although	Definitive	Healthcare	Corp.	holds	15	%	of	the	amount	of	such	tax	benefits,	this	and	other	aspects	of	our	organizational
structure	may	adversely	impact	the	future	trading	market	for	our	Class	A	Common	Stock.	Under	the	Tax	Receivable
Agreement,	we	are	required	to	make	cash	payments	to	the	TRA	Parties	equal	to	85	%	of	the	tax	benefits,	if	any,	that	Definitive
Healthcare	Corp.	actually	realizes,	or	in	certain	circumstances	are	deemed	to	realize,	as	a	result	of	(i)	certain	tax	attributes	that
Definitive	Healthcare	Corp.	acquired	from	the	Blocker	Companies,	(ii)	certain	tax	basis	adjustments	resulting	from	(a)
acquisitions	by	Definitive	Healthcare	Corp.	of	LLC	Units	from	existing	holders	and	(b)	future	redemptions	or	exchanges	of	LLC
Units	by	holders	of	LLC	Units	for	Class	A	Common	Stock	or	other	consideration	and	(iii)	certain	payments	made	under	the	Tax
Receivable	Agreement.	The	payment	obligations	under	the	Tax	Receivable	Agreement	are	obligations	of	Definitive	Healthcare
Corp.	and	we	expect	that	the	amount	of	the	cash	payments	that	we	are	required	to	make	under	the	Tax	Receivable	Agreement
will	be	significant.	Any	payments	made	by	Definitive	Healthcare	Corp.	to	the	TRA	Parties	under	the	Tax	Receivable	Agreement
will	not	be	available	for	reinvestment	in	our	business	and	will	generally	reduce	the	amount	of	overall	cash	flow	that	might	have
otherwise	been	available	to	us.	The	payments	under	the	Tax	Receivable	Agreement	are	not	conditioned	upon	continued
ownership	of	us	by	the	exchanging	TRA	Parties.	Furthermore,	Definitive	Healthcare	Corp.’	s	future	obligation	to	make
payments	under	the	Tax	Receivable	Agreement	could	make	us	a	less	attractive	target	for	an	acquisition,	particularly	in	the	case
of	an	acquirer	that	cannot	use	some	or	all	of	the	tax	benefits	that	are	the	subject	of	the	Tax	Receivable	Agreement.	In	certain
cases,	payments	under	the	Tax	Receivable	Agreement	to	the	TRA	Parties	may	be	accelerated	or	significantly	exceed	any	actual
benefits	we	realize	in	respect	of	the	tax	attributes	subject	to	the	Tax	Receivable	Agreement.	The	Tax	Receivable	Agreement
provides	that	upon	certain	mergers,	asset	sales,	other	forms	of	business	combinations	or	other	changes	of	control,	upon	a	breach
of	any	of	our	material	obligations	under	the	Tax	Receivable	Agreement	or	if,	at	any	time,	we	elect	an	early	termination	of	the
Tax	Receivable	Agreement,	then	our	obligations,	or	our	successor’	s	obligations,	under	the	Tax	Receivable	Agreement	to	make
payments	will	accelerate.	The	accelerated	payments	required	in	such	circumstances	will	be	calculated	by	reference	to	the	present
value	(at	a	discount	rate	equal	to	LIBOR	plus	100	basis	points	or	a	replacement	rate)	of	all	future	payments	that	TRA	Parties
holders	of	LLC	Units	or	other	recipients	would	have	been	entitled	to	receive	under	the	Tax	Receivable	Agreement,	and	such
accelerated	payments	and	any	other	future	payments	under	the	Tax	Receivable	Agreement	will	be	based	on	certain	assumptions,
including	an	assumption	that	we	would	have	sufficient	taxable	income	to	fully	utilize	all	potential	future	tax	benefits	that	are
subject	to	the	Tax	Receivable	Agreement.	As	a	result	of	the	foregoing,	we	could	be	required	to	make	payments	under	the	Tax
Receivable	Agreement	that	are	greater	than	the	specified	percentage	of	any	actual	benefits	we	ultimately	realize	in	respect	of	the
tax	benefits	that	are	subject	to	the	Tax	Receivable	Agreement,	and	we	could	be	required	to	make	payments	under	the	Tax
Receivable	Agreement	significantly	in	advance	of	the	actual	realization,	if	any,	of	such	future	tax	benefits.	In	these	situations,
our	obligations	under	the	Tax	Receivable	Agreement	could	have	a	substantial	negative	impact	on	our	liquidity	and	could	have
the	effect	of	delaying,	deferring	or	preventing	certain	mergers,	asset	sales,	other	forms	of	business	combinations	or	other
changes	of	control.	There	can	be	no	assurance	that	we	will	be	able	to	fund	or	finance	our	obligations	under	the	Tax	Receivable
Agreement.	The	acceleration	of	payments	under	the	Tax	Receivable	Agreement	in	the	case	of	certain	changes	of	control	may
impair	our	ability	to	consummate	change	of	control	transactions	or	negatively	impact	the	value	received	by	owners	of	our	Class
A	Common	Stock.	In	the	case	of	certain	changes	of	control,	payments	under	the	Tax	Receivable	Agreement	will	be	accelerated
and	may	significantly	exceed	the	actual	benefits	we	realize	in	respect	of	the	tax	attributes	subject	to	the	Tax	Receivable
Agreement.	We	expect	that	the	payments	that	we	may	make	under	the	Tax	Receivable	Agreement	in	the	event	of	a	change	of
control	will	be	substantial.	As	a	result,	our	accelerated	payment	obligations	and	/	or	the	assumptions	under	the	Tax	Receivable
Agreement	in	the	case	of	a	change	of	control	may	impair	our	ability	to	consummate	change	of	control	transactions	or	negatively
impact	the	value	received	by	owners	of	our	Class	A	Common	Stock	in	a	change	of	control	transaction.	We	will	not	be
reimbursed	for	any	payments	made	to	the	TRA	Parties	under	the	Tax	Receivable	Agreement	in	the	event	that	any	tax	benefits
are	disallowed.	Payments	under	the	Tax	Receivable	Agreement	will	be	based	on	the	tax	reporting	positions	that	we	determine,
and	the	U.	S.	Internal	Revenue	Service,	or	the	IRS,	or	another	taxing	authority	may	challenge	all	or	part	of	the	tax	basis
increases	or	other	tax	benefits	that	we	claim,	as	well	as	other	related	tax	positions	we	take,	and	a	court	could	sustain	such
challenge.	If	the	outcome	of	any	such	challenge	would	reasonably	be	expected	to	materially	affect	a	recipient’	s	payments	under



the	Tax	Receivable	Agreement,	then	we	will	not	be	permitted	to	settle	or	fail	to	contest	such	challenge	without	the	consent	(not
to	be	unreasonably	withheld	or	delayed)	of	certain	TRA	Parties.	The	interests	of	the	TRA	Parties	in	any	such	challenge	may
differ	from	or	conflict	with	our	interests	and	your	interests,	and	the	TRA	Parties	may	exercise	their	consent	rights	relating	to	any
such	challenge	in	a	manner	adverse	to	our	interests	and	your	interests.	We	will	not	be	reimbursed	for	any	cash	payments
previously	made	to	the	TRA	Parties	under	the	Tax	Receivable	Agreement	in	the	event	that	any	tax	benefits	initially	claimed	by
us	and	for	which	payment	has	been	made	to	a	TRA	Party	are	subsequently	challenged	by	a	taxing	authority	and	are	ultimately
disallowed.	Instead,	any	excess	cash	payments	made	by	us	to	a	TRA	Party	will	be	netted	against	any	future	cash	payments	that
we	might	otherwise	be	required	to	make	to	such	TRA	Party,	as	applicable,	under	the	terms	of	the	Tax	Receivable	Agreement.
However,	we	might	not	determine	that	we	have	effectively	made	an	excess	cash	payment	to	a	TRA	Party	for	a	number	of	years
following	the	initial	time	of	such	payment	and,	if	any	of	our	tax	reporting	positions	are	challenged	by	a	taxing	authority,	we	will
not	be	permitted	to	reduce	any	future	cash	payments	under	the	Tax	Receivable	Agreement	until	any	such	challenge	is	finally
settled	or	determined.	Moreover,	the	excess	cash	payments	we	previously	made	under	the	Tax	Receivable	Agreement	could	be
greater	than	the	amount	of	future	cash	payments	against	which	we	would	otherwise	be	permitted	to	net	such	excess.	As	a	result,
payments	made	under	the	Tax	Receivable	Agreement	could	be	significantly	in	excess	of	any	tax	savings	that	we	realize	from
the	tax	attributes	could	be	that	are	the	subject	of	the	Tax	Receivable	Agreement	If	we	were	deemed	to	be	an	investment
company	under	the	Investment	Company	Act	of	1940,	as	amended	(the	“	1940	Act	”),	as	a	result	of	our	ownership	of	Definitive
OpCo,	applicable	restrictions	could	make	it	impractical	for	us	to	continue	our	business	as	contemplated	and	could	have	a
material	adverse	effect	on	our	business.	Under	Sections	3	(a)	(1)	(A)	and	(C)	of	the	1940	Act,	a	company	generally	will	be
deemed	to	be	an	“	investment	company	”	for	purposes	of	the	1940	Act	if	(i)	it	is,	or	holds	itself	out	as	being,	engaged	primarily,
or	proposes	to	engage	primarily,	in	the	business	of	investing,	reinvesting,	or	trading	in	securities	or	(ii)	it	engages,	or	proposes	to
engage,	in	the	business	of	investing,	reinvesting,	owning,	holding,	or	trading	in	securities	and	it	owns	or	proposes	to	acquire
investment	securities	having	a	value	exceeding	40	%	of	the	value	of	its	total	assets	(exclusive	of	U.	S.	government	securities	and
cash	items)	on	an	unconsolidated	basis.	We	do	not	believe	that	we	are	an	“	investment	company,	”	as	such	term	is	defined	in
either	of	those	sections	of	the	1940	Act.	As	the	sole	managing	member	of	Definitive	OpCo,	we	control	and	operate	Definitive
OpCo.	On	that	basis,	we	believe	that	our	interest	in	Definitive	OpCo	is	not	an	“	investment	security	”	as	that	term	is	used	in	the
1940	Act.	However,	if	we	were	to	cease	participation	in	the	management	of	Definitive	OpCo,	or	if	Definitive	OpCo	itself
becomes	an	investment	company,	our	interest	in	Definitive	OpCo,	could	be	deemed	an	“	investment	security	”	for	purposes	of
the	1940	Act.	We	and	Definitive	OpCo	intend	to	conduct	our	operations	so	that	we	will	not	be	deemed	an	investment	company.
If	it	were	established	that	we	were	an	unregistered	investment	company,	there	would	be	a	risk	that	we	would	be	subject	to
monetary	penalties	and	injunctive	relief	in	an	action	brought	by	the	SEC,	that	we	would	be	unable	to	enforce	contracts	with	third
parties,	and	that	third	parties	could	seek	to	obtain	rescission	of	transactions	undertaken	during	the	period	it	was	established	that
we	were	an	unregistered	investment	company.	If	we	were	required	to	register	as	an	investment	company,	restrictions	imposed
by	the	1940	Act,	including	limitations	on	our	capital	structure	and	our	ability	to	transact	with	affiliates,	could	make	it
impractical	for	us	to	continue	our	business	as	contemplated	and	could	have	a	material	adverse	effect	on	our	business.	Risks
Related	to	Ownership	of	Our	Class	A	Common	Stock	Future	offerings	of	debt	or	equity	securities	by	us	may	have	a	material
adverse	effect	on	the	market	price	of	our	Class	A	Common	Stock.	In	the	future,	we	may	attempt	to	obtain	financing	or	to	further
increase	our	capital	resources	by	issuing	additional	shares	of	our	Class	A	Common	Stock	or	by	offering	debt	or	other	equity
securities,	including	senior	or	subordinated	notes,	debt	securities	convertible	into	equity	or	shares	of	preferred	stock.	Any	future
debt	financing	could	involve	restrictive	covenants	relating	to	our	capital-	raising	activities	and	other	financial	and	operational
matters,	which	might	make	it	more	difficult	for	us	to	obtain	additional	capital	and	to	pursue	business	opportunities,	including
potential	acquisitions.	Moreover,	if	we	issue	debt	securities,	the	debt	holders	would	have	rights	to	make	claims	on	our	assets
senior	to	the	rights	of	our	holders	of	our	Class	A	Common	Stock.	The	issuance	of	additional	shares	of	our	Class	A	Common
Stock	or	other	equity	securities	or	securities	convertible	into	equity	may	dilute	the	economic	and	voting	rights	of	our	existing
stockholders	and	/	or	reduce	the	market	price	of	our	Class	A	Common	Stock.	Debt	securities	convertible	into	equity	could	be
subject	to	adjustments	in	the	conversion	ratio	pursuant	to	which	certain	events	may	increase	the	number	of	equity	securities
issuable	upon	conversion.	Preferred	shares,	if	issued,	could	have	a	preference	with	respect	to	liquidating	distributions	or	a
preference	with	respect	to	dividend	payments	that	could	limit	our	ability	to	pay	dividends	to	the	holders	of	our	Class	A	Common
Stock.	Our	decision	to	issue	securities	in	any	future	offering	will	depend	on	market	conditions	and	other	factors	beyond	our
control,	which	may	have	a	material	adverse	effect	on	the	amount,	timing,	or	nature	of	our	future	offerings.	Thus,	holders	of	our
Class	A	Common	Stock	bear	the	risk	that	our	future	offerings	may	reduce	the	market	price	of	our	Class	A	Common	Stock	and
dilute	their	stockholdings	in	us.	Certain	of	our	directors	and	stockholders	will	not	have	any	obligation	to	present	business
opportunities	to	us	and	may	compete	with	us.	Our	amended	and	restated	certificate	of	incorporation	provides	that	our	directors
and	stockholders	affiliated	with	Advent	and	Spectrum	Equity	do	not	have	any	obligation	to	offer	us	an	opportunity	to	participate
in	business	opportunities	presented	to	them	even	if	the	opportunity	is	one	that	we	might	reasonably	have	pursued	(and	therefore
may	be	free	to	compete	with	us	in	the	same	business	or	similar	businesses)	and	that,	to	the	extent	permitted	by	law,	such
directors	and	stockholders	will	not	be	liable	to	us	or	our	stockholders	for	breach	of	any	duty	by	reason	of	any	such	activities.	As
a	result,	our	directors	and	stockholders	affiliated	with	Advent	and	Spectrum	Equity	will	not	be	prohibited	from	investing	in
competing	businesses	or	doing	business	with	our	customers.	Therefore,	we	may	be	in	competition	with	our	directors	and
stockholders	or	their	respective	affiliates,	and	we	may	not	have	knowledge	of,	or	be	able	to	pursue,	transactions	that	could
potentially	be	beneficial	to	us.	Accordingly,	we	may	lose	certain	corporate	opportunities	or	suffer	competitive	harm,	which
could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Our	quarterly	results	of
operations	may	fluctuate	significantly	and	could	fall	below	the	expectations	of	securities	analysts	and	investors	due	to
seasonality	and	other	factors,	some	of	which	are	beyond	our	control,	resulting	in	a	decline	in	our	stock	price.	Our	quarterly



results	of	operations	may	fluctuate	due	principally	to	seasonal	factors.	Accordingly,	results	for	any	one	quarter	are	not
necessarily	indicative	of	results	to	be	expected	for	any	other	quarter	or	for	any	year.	In	addition,	if	we	increase	our	marketing	or
promotional	activity	in	certain	periods,	the	seasonality	of	our	business	may	be	amplified.	In	the	future,	results	of	operations	may
fall	below	the	expectations	of	securities	analysts	and	investors.	In	that	event,	the	price	of	our	Class	A	Common	Stock	could	be
adversely	impacted.	The	market	price	and	trading	volume	of	our	Class	A	Common	Stock	may	be	volatile,	which	could	result	in
rapid	and	substantial	losses	for	our	stockholders,	and	you	may	lose	all	or	part	of	your	investment.	Shares	of	our	Class	A
Common	Stock	may	experience	significant	volatility.	An	active,	liquid	and	orderly	market	for	our	Class	A	Common	Stock	may
not	be	sustained,	which	could	depress	the	trading	price	of	our	Class	A	Common	Stock	or	cause	it	to	be	highly	volatile	or	subject
to	wide	fluctuations.	The	market	price	of	our	Class	A	Common	Stock	may	fluctuate	or	may	decline	significantly	in	the	future
and	you	could	lose	all	or	part	of	your	investment.	Some	of	the	factors	that	could	negatively	affect	our	share	price	or	result	in
fluctuations	in	the	price	or	trading	volume	of	our	Class	A	Common	Stock	include:	•	variations	in	our	quarterly	or	annual	results
of	operations;	•	changes	in	our	earnings	estimates	(if	provided)	or	differences	between	our	actual	results	of	operations	and	those
expected	by	investors	and	analysts;	•	the	contents	of	published	research	reports	about	us	or	our	industry	or	the	failure	of
securities	analysts	to	cover	our	Class	A	Common	Stock;	•	additions	or	departures	of	key	management	personnel;	•	any	increased
indebtedness	we	may	incur	in	the	future;	•	announcements	by	us	or	others	and	developments	affecting	us;	•	actions	by
institutional	stockholders;	•	litigation	and	governmental	investigations;	•	legislative	or	regulatory	changes;	•	judicial
pronouncements	interpreting	laws	and	regulations;	•	changes	in	government	programs;	•	changes	in	market	valuations	of	similar
companies;	•	sales	of	substantial	amounts	of	our	Class	A	Common	Stock	in	the	public	markets;	•	speculation	or	reports	by	the
press	or	investment	community	with	respect	to	us	or	our	industry	in	general;	•	announcements	by	us	or	our	competitors	of
significant	contracts,	acquisitions,	dispositions,	strategic	relationships,	joint	ventures	or	capital	commitments;	and	•	general
market,	political	and	economic	conditions,	including	local	conditions	in	the	markets	in	which	we	operate.	These	broad	market
and	industry	factors	may	decrease	the	market	price	of	our	Class	A	Common	Stock,	regardless	of	our	actual	financial
performance.	The	stock	market	in	general	has	from	time	to	time	experienced	extreme	price	and	volume	fluctuations,	and	the
trading	prices	of	technology	company	securities	have	been	highly	volatile,	including	recently.	In	addition,	in	the	past,	following
periods	of	volatility	in	the	overall	market	and	decreases	in	the	market	price	of	a	company’	s	securities,	securities	class	action
litigation	has	often	been	instituted	against	these	companies.	This	litigation,	if	instituted	against	us,	could	result	in	substantial
costs	and	a	diversion	of	our	management’	s	attention	and	resources,	which	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations.	The	market	price	of	our	Class	A	Common	Stock	could	be	negatively	affected	by
sales	of	substantial	amounts	of	our	Class	A	Common	Stock	in	the	public	markets.	As	of	December	31,	2022	2023	,	we	had	a
total	of	105	116	,	138	562	,	273	252	shares	of	Class	A	Common	Stock	outstanding.	Of	those	shares,	62,	493,	676	shares	were
held	by	Advent,	our	largest	stockholder	and	one	of	our	pre-	IPO	owners.	In	addition,	as	of	December	31,	2022	2023	,	our	pre-
IPO	owners	held	directly	or	indirectly	a	total	of	50	39	,	433	762	,	101	700	LLC	Units	that,	subject	to	applicable	time-	vesting
conditions	(some	of	which	have	already	been	met),	can	ultimately	be	redeemed	or	exchanged	for	our	Class	A	Common	Stock.	In
connection	with	the	completion	of	our	IPO,	we	entered	into	a	Registration	Rights	Agreement	with	certain	pre-	IPO	owners,
including	Advent,	Spectrum	Equity,	22C	Capital	and	our	founder.	Any	sales	in	connection	with	the	Registration	Rights
Agreement	or	otherwise	in	compliance	with	the	Securities	Act	of	1933,	as	amended	(the	“	Securities	Act	”),	or	the	prospect	of
any	such	sales,	could	materially	and	adversely	impact	the	market	price	of	our	Class	A	common	stock	and	could	impair	our
ability	to	raise	capital	through	future	sales	of	equity	securities.	In	addition,	as	of	December	31,	2023,	up	we	filed	a	registration
statement	on	Form	S-	8	under	the	Securities	Act	to	register	6,	828,	490	shares	of	our	Class	A	Common	common	Stock	stock	or
securities	convertible	into	or	exchangeable	for	may	be	issued	upon	vesting	and	settlement	of	outstanding	RSUs,	and	7,	284,
174,	887,	819,	and	2,	549,	556	shares	of	our	Class	A	Common	common	Stock	stock	issued	pursuant	to	are	available	for
future	issuance	under	our	2021	Equity	Incentive	Plan	,	our	2023	Inducement	Plan,	and	our	2021	Employee	Stock	Purchase
Plan	.	Such	Form	S-	8	registration	statement	automatically	became	effective	upon	filing.	Accordingly	,	respectively,	and	shares
registered	under	such	registration	statement	will	be	available	become	eligible	for	sale	in	the	open	public	market	.	Our
registration	statement	on	Form	S-	8	covers	10	to	the	extent	permitted	by	the	provisions	of	various	vesting	schedules	,	487,
212	exercise	limitations	and	the	securities	laws.	We	have	registered	all	of	the	shares	of	our	Class	A	common	Common
Stock	issuable	upon	vesting	and	settlement	of	restricted	stock	units,	as	well	as	other	equity	incentive	awards	we	may
grant	in	the	future	for	public	resale	under	the	Securities	Act.	Shares	of	Class	A	Common	Stock	will	become	eligible	for
sale	in	the	public	market	to	the	extent	such	restricted	stock	units	settle,	subject	to	compliance	with	applicable	securities
laws	.	The	sale	of	substantial	amounts	of	shares	of	our	Class	A	common	stock	in	the	public	market,	or	the	perception	that	such
sales	could	occur,	could	harm	the	prevailing	market	price	of	shares	of	our	Class	A	common	stock.	These	sales,	or	the	possibility
that	these	sales	may	occur,	also	might	make	it	more	difficult	for	us	to	sell	shares	of	our	Class	A	common	stock	in	the	future	at	a
time	and	at	a	price	that	we	deem	appropriate.	The	future	issuance	of	additional	Class	A	Common	Stock	in	connection	with	any
equity	plans,	acquisitions	or	otherwise	will	dilute	all	other	stockholdings.	As	of	December	31,	2022	2023	we	had	an	aggregate
of	484	465	,	374	887	,	515	709	shares	of	Class	A	Common	Stock	authorized	but	unissued	and	not	reserved	for	issuance	under
our	equity	incentive	plans.	We	may	issue	all	these	shares	of	Class	A	Common	Stock	without	any	action	or	approval	by	our
stockholders,	subject	to	certain	exceptions.	The	issuance	of	any	Class	A	Common	Stock	in	connection	with	any	equity	incentive
plan,	the	exercise	of	outstanding	stock	options	or	otherwise	would	dilute	the	percentage	ownership	held	by	owners	of	our	Class
A	Common	Stock.	As	a	public	company,	we	incur	significant	costs	to	comply	with	the	laws	and	regulations	affecting	public
companies,	which	could	harm	our	business	and	results	of	operations.	As	a	public	company,	we	are	subject	to	the	reporting
requirements	of	the	Exchange	Act,	the	Sarbanes-	Oxley	Act,	and	the	listing	requirements	of	Nasdaq,	and	other	applicable
securities	rules	and	regulations.	These	rules	and	regulations	have	increased	and	will	continue	to	increase	our	legal,	accounting
and	financial	compliance	costs	and	have	made	and	will	continue	to	make	some	activities	more	time-	consuming	and	costly.	We



Based	on	the	market	value	of	our	Class	A	common	stock	held	by	non-	affiliates	as	of	June	30,	2022,	on	December	31,	2022	we
ceased	to	be	an	“	emerging	growth	company	”	as	defined	in	Section	2	(a)	of	the	Securities	Act,	as	modified	by	the	JOBS	Act.	As
a	result,	we	have	experienced,	and	expect	to	continue	to	experience,	additional	costs	associated	with	being	a	public	company,
including	costs	associated	with	compliance	with	the	auditor	attestation	requirement	of	Section	404	of	the	Sarbanes-	Oxley	Act,
or	Section	404,	the	adoption	of	certain	accounting	standard	updates	upon	losing	such	status	,	and	additional	disclosure
requirements.	These	rules	and	regulations	could	also	make	it	more	difficult	for	us	to	attract	and	retain	qualified	persons	to	serve
on	our	board	or	our	board	committees	or	as	executive	officers.	Our	management	and	other	personnel	devote	a	substantial	amount
of	time	to	these	compliance	initiatives,	diverting	their	attention	from	other	business	concerns,	which	could	harm	our	business,
financial	condition	and	results	of	operations.	To	comply	with	the	requirements	of	being	a	public	company,	including	the
Sarbanes-	Oxley	Act,	we	continue	to	undertake	various	actions,	such	as	implementing	new	further	developing	and	refining
internal	controls	and	procedures	and	hiring	accounting	or	internal	audit	staff	or	outsourcing	certain	functions	to	third	parties,
which	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations.	Delaware	law	and	our
organizational	documents,	as	well	as	our	existing	and	future	debt	agreements,	may	impede	or	discourage	a	takeover,	which
could	deprive	our	investors	of	the	opportunity	to	receive	a	premium	for	their	shares.	Definitive	Healthcare	Corp.	is	a	Delaware
corporation,	and	the	anti-	takeover	provisions	of	Delaware	law	impose	various	impediments	to	the	ability	of	a	third-	party	to
acquire	control	of	us,	even	if	a	change	of	control	would	be	beneficial	to	our	existing	stockholders.	In	addition,	provisions	of	our
amended	and	restated	certificate	of	incorporation	and	amended	and	restated	bylaws	may	make	it	more	difficult	for,	or	prevent	a
third-	party	from,	acquiring	control	of	us	without	the	approval	of	our	Board.	Among	other	things,	these	provisions	generally:	•
provide	for	a	classified	Board	with	staggered	three-	year	terms;	•	do	not	permit	cumulative	voting	in	the	election	of	directors,
which	would	otherwise	allow	less	than	a	majority	of	stockholders	to	elect	director	candidates;	•	delegate	the	sole	power	of	a
majority	of	the	Board	to	fix	the	number	of	directors;	•	provide	that	the	Board	has	the	sole	power	to	fill	any	vacancy	on	our
Board,	whether	such	vacancy	occurs	as	a	result	of	an	increase	in	the	number	of	directors	or	otherwise;	•	authorize	the	issuance	of
preferred	stock	without	any	need	for	action	by	stockholders;	•	do	not	permit	stockholders	to	call	special	meetings	of
stockholders;	•	prohibit	our	stockholders	from	acting	by	written	consent	once	Advent’	s	ownership	falls	below	30	%;	and
establish	advance	notice	requirements	for	nominations	for	election	to	our	Board	or	for	proposing	matters	that	can	be	acted	on	by
stockholders	at	stockholder	meetings.	In	addition,	our	2021	Credit	Agreement	imposes,	and	we	anticipate	that	documents
governing	our	future	indebtedness	may	impose,	limitations	on	our	ability	to	enter	into	change	of	control	transactions.	The
occurrence	of	a	change	of	control	transaction	could	constitute	an	event	of	default	thereunder	permitting	acceleration	of	the
indebtedness,	thereby	impeding	our	ability	to	enter	into	certain	transactions.	The	foregoing	factors,	as	well	as	the	significant
Class	A	Common	Stock	ownership	by	Advent,	could	impede	a	merger,	takeover	or	other	business	combination,	or	discourage	a
potential	investor	from	making	a	tender	offer	for	our	Class	A	Common	Stock,	which,	under	certain	circumstances,	could	reduce
the	market	value	of	our	Class	A	Common	Stock.	Claims	for	indemnification	by	our	directors	and	officers	may	reduce	our
available	funds	to	satisfy	successful	third-	party	claims	against	us	and	may	reduce	the	amount	of	money	available	to	us.	Our
amended	and	restated	certificate	of	incorporation	and	amended	and	restated	bylaws	provide	that	we	will	indemnify	our	directors
and	officers,	in	each	case,	to	the	fullest	extent	permitted	by	Delaware	law.	Pursuant	to	our	charter,	our	directors	will	not	be	liable
to	us	or	any	stockholders	for	monetary	damages	for	any	breach	of	fiduciary	duty,	except	(i)	for	acts	that	breach	his	or	her	duty	of
loyalty	to	us	or	our	stockholders;	(ii)	for	acts	or	omissions	not	in	good	faith	or	which	involve	intentional	misconduct	or	a
knowing	violation	of	the	law;	(iii)	pursuant	to	Section	174	of	the	Delaware	General	Corporate	Law	(the	“	DGCL	”),	which
provides	for	liability	of	directors	for	unlawful	payments	of	dividends	of	unlawful	stock	purchase;	or	(iv)	for	any	transaction
from	which	the	director	derived	an	improper	personal	benefit.	The	amended	and	restated	bylaws	also	require	us,	if	so	requested,
to	advance	expenses	that	such	director	or	officer	incurred	in	defending	or	investigating	a	threatened	or	pending	action,	suit	or
proceeding,	provided	that	such	person	will	return	any	such	advance	if	it	is	ultimately	determined	that	such	person	is	not	entitled
to	indemnification	by	us.	Any	claims	for	indemnification	by	our	directors	and	officers	may	reduce	our	available	funds	to	satisfy
successful	third-	party	claims	against	us	and	may	reduce	the	amount	of	money	available	to	us.	Our	amended	and	restated
certificate	of	incorporation	designates	the	Court	of	Chancery	of	the	State	of	Delaware	as	the	sole	and	exclusive	forum	for	certain
types	of	actions	and	proceedings	that	may	be	initiated	by	our	stockholders,	and	designates	the	federal	district	courts	of	the
United	States	as	the	sole	and	exclusive	forum	for	claims	arising	under	the	Securities	Act,	which,	in	each	case	could	limit	our
stockholders’	ability	to	obtain	a	favorable	judicial	forum	for	disputes	with	us	or	our	directors,	officers	employees,	agents	or	other
stockholders.	Our	amended	and	restated	certificate	of	incorporation	provides	that,	unless	we	consent	in	writing	to	an	alternative
forum,	the	Court	of	Chancery	of	the	State	of	Delaware	shall,	to	the	fullest	extent	permitted	by	law,	be	the	sole	and	exclusive
forum	for	any	(a)	derivative	action	or	proceeding	brought	on	our	behalf;	(b)	action	asserting	a	claim	of	breach	of	a	fiduciary
duty	owed	by	or	other	wrongdoing	by	any	current	or	former	director,	officer,	employee,	agent	or	stockholder	to	us	or	our
stockholders;	(c)	action	asserting	a	claim	arising	under	any	provision	of	the	DGCL	or	our	amended	and	restated	certificate	of
incorporation	or	amended	and	restated	bylaws	(as	either	may	be	amended	from	time	to	time),	or	as	to	which	the	DGCL	confers
jurisdiction	on	the	Court	of	Chancery	of	the	State	of	Delaware;	or	(d)	action	asserting	a	claim	governed	by	the	internal	affairs
doctrine.	For	the	avoidance	of	doubt,	our	amended	and	restated	certificate	of	incorporation	provides	that	the	foregoing	exclusive
forum	provision	does	not	apply	to	actions	brought	to	enforce	any	liability	or	duty	created	by	the	Securities	Act	or	the	Exchange
Act,	or	any	rules	or	regulations	promulgated	thereunder,	or	any	other	claim	or	cause	of	action	for	which	the	federal	courts	have
exclusive	jurisdiction.	Our	amended	and	restated	certificate	of	incorporation	provides	that,	unless	we	consent	in	writing	to	an
alternative	forum,	the	federal	district	courts	of	the	United	States	shall	be	the	sole	and	exclusive	forum	for	the	resolution	of	any
action	asserting	a	claim	arising	under	the	Securities	Act	or	the	rules	and	regulations	promulgated	thereunder.	Pursuant	to	the
Exchange	Act,	claims	arising	thereunder	must	be	brought	in	federal	district	courts	of	the	United	States.	To	the	fullest	extent
permitted	by	law,	any	person	or	entity	purchasing	or	otherwise	acquiring	or	holding	any	interest	in	any	shares	of	our	capital



stock	shall	be	deemed	to	have	notice	of	and	consented	to	the	forum	provision	in	our	amended	and	restated	certificate	of
incorporation.	This	choice	of	forum	provision	may	limit	a	stockholder’	s	ability	to	bring	a	claim	in	a	different	judicial	forum,
including	one	that	it	may	find	favorable	or	convenient	for	a	specified	class	of	disputes	with	us	or	our	directors,	officers,	other
stockholders	or	employees,	which	may	discourage	such	lawsuits,	make	them	more	difficult	or	expensive	to	pursue	and	result	in
outcomes	that	are	less	favorable	to	such	stockholders	than	outcomes	that	may	have	been	attainable	in	other	jurisdictions.	By
agreeing	to	this	provision,	however,	stockholders	are	not	deemed	to	have	waived	our	compliance	with	the	federal	securities	laws
and	the	rules	and	regulations	thereunder.	The	enforceability	of	similar	choice	of	forum	provisions	in	other	companies’
certificates	of	incorporation	has	been	challenged	in	legal	proceedings,	and	it	is	possible	that	a	court	could	find	these	types	of
provisions	to	be	inapplicable	or	unenforceable.	If	a	court	were	to	find	the	choice	of	forum	provisions	in	our	amended	and
restated	certificate	of	incorporation	to	be	inapplicable	or	unenforceable	in	an	action,	we	may	incur	additional	costs	associated
with	resolving	such	action	in	other	jurisdictions,	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition
and	results	of	operations.	Our	ability	to	issue	preferred	stock	may	deter	takeover	attempts.	Our	Board	is	empowered	to	issue,
without	stockholder	approval,	preferred	stock	with	dividends,	liquidation,	conversion,	voting	or	other	rights,	which	could
decrease	the	amount	of	earnings	and	assets	available	for	distribution	to	holders	of	our	Class	A	Common	Stock	and	adversely
affect	the	relative	voting	power	or	other	rights	of	the	holders	of	our	Class	A	Common	Stock.	In	the	event	of	issuance,	the
preferred	stock	could	be	used	as	a	method	of	discouraging,	delaying	or	preventing	a	change	in	control.	Our	amended	and
restated	certificate	of	incorporation	authorizes	the	issuance	of	up	to	10	million	shares	of	“	blank	check	”	preferred	stock	with
such	designations,	rights	and	preferences	as	may	be	determined	from	time	to	time	by	our	Board.	Although	we	have	no	present
intention	to	issue	any	shares	of	our	preferred	stock,	we	may	do	so	in	the	future	under	appropriate	circumstances.	41	45


