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A	description	of	the	risks	and	uncertainties	associated	with	our	business	is	set	forth	below.	You	should	carefully	consider	the
risks	and	uncertainties	described	below,	together	with	all	of	the	other	information	contained	in	this	Annual	Report	on	Form	10-
K,	including	our	consolidated	financial	statements	and	the	related	notes	thereto,	and	the	section	titled	“	Management’	s
Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations.	”	The	risks	and	uncertainties	described	below	may
not	be	the	only	ones	we	face.	Additional	risks	and	uncertainties	that	we	are	unaware	of,	or	that	we	currently	believe	are	not
material,	may	also	become	important	factors	that	affect	us.	If	any	of	the	following	risks	occur,	our	business,	results	of
operations,	financial	condition,	and	prospects	could	be	harmed.	In	that	event,	the	trading	price	of	our	Class	A	common	stock
could	decline	and	you	could	lose	a	portion	or	all	of	your	investment.	Risk	Factors	Summary	The	below	is	a	summary	of
principal	risks	to	our	business	and	risks	associated	with	ownership	of	our	stock.	It	is	only	a	summary.	You	should	read	the	more
detailed	discussion	of	risks	set	forth	below	and	elsewhere	in	this	report	for	a	more	complete	discussion	of	the	risks	listed	below
and	other	risks.	Additional	risks,	beyond	those	summarized	below,	set	forth	in	this	section,	or	discussed	elsewhere	in	this	Annual
Report	on	Form	10-	K,	may	apply	to	our	business,	activities	or	operations	as	currently	conducted	or	as	we	may	conduct	them	in
the	future	or	in	the	markets	in	which	we	operate	or	may	in	the	future	operate.	•	If	we	fail	to	effectively	manage	our	growth,	we
may	be	unable	to	execute	our	business	plan,	adequately	address	competitive	challenges	or	maintain	our	corporate	culture,	and
our	business,	financial	condition,	and	results	of	operations	could	be	harmed;	•	We	have	a	limited	operating	history,	which	makes
it	difficult	to	evaluate	our	current	business	and	future	prospects	and	to	predict	our	future	operating	results,	and	therefore
increases	the	risk	of	investment;	•	If	we	fail	to	retain	existing	members	or	add	new	members,	our	revenue,	operating	results,
financial	condition,	and	business	may	be	significantly	harmed;	•	If	we	do	not	continue	to	attract	new	customers,	or	if	existing
customers	do	not	renew	their	subscriptions,	renew	on	less	favorable	terms,	or	fail	to	purchase	additional	solutions,	it	could	have
a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations;	•	Our	revenue	is	relatively	concentrated
within	a	small	number	of	key	customers,	and	the	loss	of	one	or	more	of	such	key	customers	could	slow	the	growth	rate	of	our
revenue	or	cause	our	revenue	to	decline;	•	We	expect	to	face	increasing	competition	in	the	market	for	our	solutions;	•	The
COVID-	19	pandemic	and	any	other	future	pandemic,	epidemic,	or	outbreak	of	an	infectious	disease	may	adversely	affect	our
business,	financial	condition,	and	results	of	operations;	•	If	we	are	not	able	to	maintain	and	enhance	our	reputation	and	brand
recognition,	our	business,	financial	conditions,	and	results	of	operations	will	be	harmed;	•	Making	business	decisions	that
prioritize	the	interests	of	our	members	may	adversely	impact	our	financial	results;	•	We	depend	on	our	talent	to	grow	and
operate	our	business,	and	if	we	are	unable	to	hire,	integrate,	develop,	motivate,	and	retain	our	personnel,	we	may	not	be	able	to
grow	effectively;	•	Failure	to	maintain,	protect,	or	enforce	our	intellectual	property	rights	could	harm	our	business	and	results	of
operations;	and	•	The	dual	class	structure	of	our	common	stock	has	the	effect	of	concentrating	voting	control	with	our	executive
officers	(including	our	Chief	Executive	Officer)	and	directors	and	their	affiliates;	this	will	limit	or	preclude	your	ability	to
influence	corporate	matters.	If	we	are	unable	to	adequately	address	these	and	other	risks	we	face,	our	business,	results	of
operations,	financial	condition	and	prospects	may	be	harmed.	Risks	Related	to	Our	Business	If	we	fail	to	effectively	manage	our
growth,	we	may	be	unable	to	execute	our	business	plan,	adequately	address	competitive	challenges	or	maintain	our	corporate
culture,	and	our	business,	financial	condition,	and	results	of	operations	could	be	harmed.	Since	launching	our	platform	in	fiscal
2012,	we	have	experienced	rapid	growth	and	we	continue	to	rapidly	and	significantly	expand	our	operations.	While	we	have
experienced	significant	revenue	growth	in	prior	periods,	it	is	not	indicative	of	our	future	revenue	growth.	We	expect	our	revenue
growth	rate	will	may	decline.	In	the	fiscal	2023	and	year	ended	March	31,	2022	,	or	fiscal	2022,	and	fiscal	2021	,	our	revenue
grew	by	22	%	and	66	%	and	78	%	,	respectively,	as	compared	to	the	revenue	from	the	prior	fiscal	years.	In	addition,	our	full-
time	equivalent	employee	headcount	has	grown	from	713	887	as	of	March	31,	2021	2022	to	887	977	as	of	March	31,	2022	2023
.	This	expansion	increases	the	complexity	of	our	business	and	places	significant	strain	on	our	management,	personnel,
operations,	systems,	technical	performance,	financial	resources,	and	internal	financial	control	and	reporting	functions.	We	may
not	be	able	to	manage	growth	effectively,	which	could	damage	our	reputation,	limit	our	growth,	and	negatively	affect	our
operating	results.	The	growth	and	expansion	of	our	business	creates	significant	challenges	for	our	management,	operational,	and
financial	resources.	In	the	event	of	continued	growth	of	our	operations	or	in	the	number	of	our	third-	party	relationships,	our
information	technology	systems	and	our	internal	controls	and	procedures	may	not	be	adequate	to	support	our	operations.	To
effectively	manage	our	growth,	we	must	continue	to	improve	our	operational,	financial,	and	management	processes	and	systems
and	to	effectively	expand,	train,	and	manage	our	employee	base.	As	our	organization	continues	to	grow	and	we	are	required	to
implement	more	complex	organizational	management	structures,	we	may	find	it	increasingly	difficult	to	maintain	the	benefits	of
our	corporate	culture,	including	our	ability	to	quickly	develop	and	launch	new	and	innovative	solutions.	This	could	negatively
affect	our	business	performance.	We	expect	to	invest	heavily	in	growing	our	business,	which	may	cause	our	sales	and	marketing,
research	and	development,	and	other	expenses	to	increase	and	our	margins	to	decline.	For	example,	our	Telehealth	Solutions
have	experienced	significant	growth	amid	a	rapidly	developing	market,	which	may	result	in	increased	price	competition	and
costs	and	may	have	an	adverse	impact	on	our	margins	if	it	continues	to	grow	as	a	portion	of	our	overall	business.	Our	net
income	and	adjusted	EBITDA	margin	margins	may	decrease	has	grown	in	recent	periods	and	as	we	continue	to	grow	our
business	,	may	decrease	.	Our	historical	rate	of	growth	may	not	be	sustainable	or	indicative	of	our	future	rate	of	growth.	We
believe	that	our	continued	growth	in	revenue,	as	well	as	our	ability	to	improve	or	maintain	margins	and	profitability,	will	depend
upon,	among	other	factors,	our	ability	to	address	the	challenges,	risks,	and	difficulties	described	elsewhere	in	this	“	Risk	Factors



”	section	and	the	extent	to	which	our	various	offerings	grow	and	contribute	to	our	results	of	operations.	We	cannot	provide
assurance	that	we	will	be	able	to	successfully	manage	any	such	challenges	or	risks	to	our	future	growth.	In	addition,	our
customer	base	may	not	continue	to	grow	or	may	decline	due	to	a	variety	of	possible	risks,	including	increased	competition,
changes	in	the	regulatory	landscape,	and	the	maturation	of	our	business.	Any	of	these	factors	could	cause	our	revenue	growth	to
decline	and	may	adversely	affect	our	margins	and	profitability.	Failure	to	continue	grow	our	revenue	growth	or	improve	or	our
margin	margins	improvement	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of
operations.	You	should	not	rely	on	our	historical	rate	of	revenue	growth	as	an	indication	of	our	future	performance.	We	have	a
limited	operating	history,	which	makes	it	difficult	to	evaluate	our	current	business	and	future	prospects	and	to	predict	our	future
operating	results,	and	therefore	increases	the	risk	of	investment.	Doximity,	Inc.	was	incorporated	in	the	state	of	Delaware	in
April	2010	as	3MD	Communications,	Inc.	and	we	subsequently	changed	the	name	to	Doximity,	Inc.	in	June	2010.	We	began
commercial	offerings	in	fiscal	2012,	and	by	fiscal	2014	we	began	serving	our	pharmaceutical	and	health	system	customers	on
some	of	our	early	stage	solutions.	As	a	result	of	our	limited	operating	history	and	our	rapid	growth,	our	ability	to	forecast	our
future	operating	results,	including	revenue,	cash	flows,	and	profitability,	is	limited	and	subject	to	a	number	of	uncertainties,
including	our	ability	to	effectively	plan	for	and	model	future	growth.	We	have	encountered	and	will	encounter	risks	and
challenges	frequently	experienced	by	growing	companies	with	competitive	offerings,	such	as	the	risks	and	uncertainties
described	in	this	Annual	Report	on	Form	10-	K.	In	addition,	our	business	is	affected	by	general	economic	and	business
conditions	around	the	world,	including	the	impact	of	the	COVID-	19	pandemic	or	any	other	similar	pandemic	or	epidemic.	If
our	assumptions	regarding	these	risks	and	uncertainties	are	incorrect	or	change	due	to	changes	in	our	markets,	or	if	we	do	not
address	these	risks	successfully,	our	operating	and	financial	results	may	differ	materially	from	our	expectations	and	our	business
may	suffer.	These	risks	and	challenges	include	our	ability	to:	•	maintain	and	increase	our	number	of	registered	members	for	our
platform;	•	maintain	and	increase	our	number	of	customers	for	our	solutions;	•	increase	revenue	from	the	solutions	we	provide;	•
successfully	compete	with	other	companies	that	are	currently	in,	or	may	in	the	future	enter,	the	online	professional	network
space,	telehealth,	or	productivity	tools;	•	maintain	and	improve	the	infrastructure	underlying	our	network,	including	Amazon
Web	Services	and	our	apps	and	websites,	including	with	respect	to	data	protection	and	cybersecurity;	•	maintain	and	further
develop	a	scalable,	high-	performance	technology	infrastructure	that	can	efficiently	and	reliably	handle	increased	member	usage,
as	well	as	the	deployment	of	new	features	and	tools;	•	successfully	update	our	network,	including	expanding	our	network	and
offerings,	develop	and	update	our	apps,	features,	offerings,	and	services	to	benefit	our	members’	experience;	•	responsibly	use
the	data	that	our	members	share	with	us	to	provide	solutions	that	make	our	members	more	successful	and	productive	and	that
are	critical	to	the	hiring	and	marketing	needs	of	enterprises	and	professional	organizations;	•	comply	with	existing	and	new	laws
and	regulations	applicable	to	our	business	and	our	industry;	•	process,	store,	and	use	personal	data	in	compliance	with
governmental	regulation	and	other	legal	obligations	related	to	privacy;	•	maintain	and	enhance	the	value	of	our	reputation	and
brand;	•	continue	to	earn	and	preserve	our	members’	trust	with	respect	to	their	professional	reputation	and	information;	•
effectively	manage	our	growth;	and	•	hire,	integrate,	and	retain	talented	people	at	all	levels	of	our	organization.	If	we	fail	to
retain	existing	members	or	add	new	members,	our	revenue,	operating	results,	financial	condition,	and	business	may	be
significantly	harmed.	The	size	of	our	member	base	and	our	members’	level	of	engagement	are	critical	to	our	success.	Our
financial	performance	has	been	and	will	continue	to	be	significantly	determined	by	our	success	in	adding,	retaining,	and
engaging	members.	If	medical	professionals	do	not	perceive	our	platform	to	be	useful,	reliable,	and	trustworthy,	we	may	not	be
able	to	attract	or	retain	members	or	otherwise	maintain	or	increase	the	frequency	and	duration	of	their	engagement.	A	decrease
in	member	retention,	growth,	or	engagement	could	render	us	less	attractive	to	our	pharmaceutical	manufacturer	and	health
system	customers,	which	may	have	a	material	and	adverse	impact	on	our	revenue,	business,	financial	condition,	and	results	of
operations.	Any	number	of	factors	could	potentially	negatively	affect	member	retention,	growth,	and	engagement,	including	if:	•
we	fail	to	introduce	new	and	improved	tools	or	if	we	introduce	new	tools	for	our	members	that	are	not	favorably	received;	•
there	are	changes	in	member	sentiment	about	the	quality	or	usefulness	of	our	tools	or	concerns	related	to	privacy	and	sharing,
safety,	security,	or	other	factors;	•	we	are	unable	to	manage	and	prioritize	information	to	ensure	members	are	presented	with
content	that	is	interesting,	useful,	and	relevant	to	them;	•	there	are	adverse	changes	in	our	tools	that	are	mandated	by	legislation,
regulatory	authorities,	or	litigation,	including	settlements	or	consent	decrees;	•	technical	or	other	problems	prevent	us	from
delivering	our	tools	in	a	rapid	and	reliable	manner	or	otherwise	affect	the	member	experience;	•	we	adopt	policies	or	procedures
related	to	areas	such	as	sharing	our	member	data	that	are	perceived	negatively	by	our	members	or	the	general	public;	and	•	new
offerings	from	our	competitors	are	introduced	to	the	market.	If	we	are	unable	to	maintain	and	increase	our	member	base	and
member	engagement,	our	revenue,	operating	results,	financial	condition,	business,	and	future	growth	potential	may	be	adversely
affected.	If	we	do	not	continue	to	attract	new	customers,	or	if	existing	customers	do	not	renew	their	subscriptions,	renew	on	less
favorable	terms,	or	fail	to	purchase	additional	solutions,	it	could	have	a	material	adverse	effect	on	our	business,	financial
condition,	and	results	of	operations.	In	order	to	grow	our	business,	we	must	continually	attract	new	customers,	sell	additional
solutions	to	existing	customers	and	reduce	the	level	of	non-	renewals	in	our	business.	Our	ability	to	do	so	depends	in	large	part
on	the	success	of	our	sales	and	marketing	efforts.	Most	customers	engage	with	us	on	particular	marketing	programs,	either
directly	or	through	marketing	agencies	that	act	on	their	behalf.	We	do	not	typically	enter	into	long-	term	contracts	with	our
pharmaceutical	manufacturer	customers,	who	represent	a	significant	portion	of	our	revenue.	When	we	do	enter	into	long-	term
relationships	with	customers,	they	can	generally	terminate	their	relationship	with	us	or	move	their	marketing	activity	to	a	new
agency	with	whom	we	do	not	currently	do	business.	Even	if	we	are	successful	in	attracting	new	customers	and	their	agencies,	it
may	take	several	months	or	years	for	them	to	meaningfully	increase	the	amount	that	they	spend	with	us.	Further,	larger
pharmaceutical	customers	with	multiple	brands	typically	have	brand-	level	marketing	budgets	and	marketing	decision	makers,
and	we	may	not	be	able	to	leverage	our	success	into	expanded	business	with	other	brands	within	the	customer’	s	portfolio.
Moreover,	customers	may	place	internal	limits	on	the	allocation	of	their	marketing	budgets	to	digital	marketing,	to	particular



programs,	to	a	particular	marketing	vendor,	or	for	other	reasons.	We	may	not	accurately	predict	future	trends	with	respect	to
rates	of	customer	renewals,	upgrades,	and	expansions.	Customers	of	our	Marketing	Solutions	may	not	continue	to	do	business
with	us	if	their	marketing	content	does	not	reach	their	intended	audiences.	Therefore,	we	must	continue	to	demonstrate	to	our
customers	that	using	our	Marketing	Solutions	offering	is	the	most	effective	and	cost-	efficient	way	to	maximize	their	results.
Similarly,	we	must	demonstrate	that	our	Hiring	Solutions	are	important	recruiting	tools	for	enterprises,	professional
organizations,	and	individuals	and	that	our	Hiring	Solutions	provide	them	with	access	to	the	target	audience.	Our	Hiring
Solutions	customers	will	discontinue	their	purchases	of	our	solutions	if	we	fail	to	effectively	connect	them	with	the	talent	they
seek.	Finally,	for	our	Telehealth	Solutions,	we	may	not	be	able	to	retain	existing	customers	or	attract	new	customers	if	we	fail	to
provide	high	quality	solutions,	if	customers	are	unable	to	realize	the	value	of	our	solutions,	or	if	we	are	not	able	to	measure	and
demonstrate	the	value	that	our	solutions	provide.	Our	customer	base	may	decline	or	fluctuate	due	to	a	number	of	factors,
including	the	prices	of	our	solutions,	the	prices	of	products	and	services	offered	by	our	competitors,	reduced	hiring	by	our
customers	or	reductions	in	their	talent	or	marketing	spending	levels	due	to	macroeconomic	or	other	factors,	and	the	efficacy	and
cost-	effectiveness	of	our	solutions.	In	particular,	our	overall	performance	depends,	in	part,	on	worldwide	economic
conditions.	In	recent	months,	we	have	observed	increased	economic	uncertainty	in	the	United	States	and	abroad.	As	our
customers	react	to	global	economic	conditions,	including	the	impact	of	inflation	on	wages	and	labor	costs,	raw	material
costs,	reduced	discretionary	spending,	and	the	potential	for	a	global	recession,	we	may	see	them	reduce	spending	on	our
solutions	and	take	additional	precautionary	measures	to	limit	or	delay	expenditures	and	preserve	capital	and	liquidity.
In	addition,	if	any	of	our	customers	with	whom	we	conduct	business	are	unable	to	access	funds	pursuant	to	instruments
or	lending	arrangements	with	a	financial	institution	that	falls	into	receivership	or	experience	similar	liquidity	issues,
such	parties’	ability	to	pay	their	obligations	to	us	or	to	enter	into	new	commercial	arrangements	requiring	additional
payments	to	us	could	be	adversely	affected.	Reductions	in	spending	on	our	solutions,	delays	in	purchasing	decisions,	lack
of	renewals,	and	an	inability	to	attract	new	customers,	as	well	as	pressure	for	extended	billing	terms	or	pricing	discounts,
could	limit	our	ability	to	grow	our	business	and	could	negatively	affect	our	operating	results	and	financial	condition.
Internet	search	engines	could	also	change	their	methodologies	in	ways	that	adversely	affect	our	ability	to	optimize	our	page
rankings	within	their	search	results.	If	this	occurs,	our	ability	to	successfully	market	our	services	may	be	harmed.	If	we	are
unable	to	retain	and	increase	sales	of	our	solutions	to	existing	customers	and	their	agencies	or	attract	new	ones	for	any	of	the
reasons	above	or	for	other	reasons,	our	business,	financial	condition,	and	results	of	operations	could	be	adversely	affected.	Our
revenue	is	relatively	concentrated	within	a	small	number	of	key	customers,	and	the	loss	of	one	or	more	of	such	key	customers
could	slow	the	growth	rate	of	our	revenue	or	cause	our	revenue	to	decline.	For	the	fiscal	year	ended	March	31,	2023	and	2022,
no	customer	accounted	for	10	%	or	more	of	total	revenue.	For	the	fiscal	year	ended	March	31,	2021,	one	of	our	customers
accounted	for	10	%	or	more	of	total	revenue.	For	the	fiscal	year	ended	March	31,	2021	and	2020,	one	of	our	customers
accounted	for	10	%	or	more	of	total	revenue.	In	addition,	some	of	our	customers	purchase	our	services	indirectly	through
marketing	agencies,	some	of	whom	represent	a	number	of	customers.	The	sudden	loss	of	any	of	our	largest	customers	,	or	the
renegotiation	of	any	of	our	largest	customer	contracts	,	either	directly	or	through	marketing	agencies,	could	have	a	significant
impact	on	our	revenue,	the	growth	rate	of	our	revenue,	our	reputation,	and	our	ability	to	obtain	new	customers.	In	the	ordinary
course	of	business,	we	engage	in	active	discussions	and	renegotiations	with	our	customers,	either	directly	or	through	marketing
agencies,	in	respect	of	the	solutions	we	provide	and	the	terms	of	our	customer	agreements,	including	our	fees.	As	our	customers’
businesses	respond	to	market	dynamics,	financial	pressures,	and	regulatory	changes	or	delays	impacting	their	businesses,	and	as
our	customers	make	strategic	business	decisions	regarding	how	to	market	their	offerings,	our	customers	seek	to,	and	we	expect
will	continue	to	seek	to,	amend	the	terms	of	their	arrangements	with	us.	In	the	ordinary	course,	we	renegotiate	the	terms	of	our
agreements	with	our	customers	in	connection	with	renewals	or	extensions	of	these	agreements.	These	discussions	and	future
discussions	could	result	in	reductions	to	the	fees	and	changes	to	the	scope	contemplated	by	our	original	customer	contracts	and
consequently	could	negatively	impact	our	revenue,	business,	and	prospects.	Because	we	rely	on	a	limited	number	of	customers
and	agencies	for	a	significant	portion	of	our	revenue,	we	depend	on	the	creditworthiness	of	these	entities.	If	the	financial
condition	of	these	entities	declines,	our	credit	risk	could	increase.	Should	one	or	more	of	our	significant	customers	or	agencies
declare	bankruptcy,	be	declared	insolvent,	or	otherwise	be	restricted	by	state	or	federal	laws	or	regulation	from	continuing	in
some	or	all	of	their	operations,	this	could	adversely	affect	our	ongoing	revenue,	the	collectability	of	our	accounts	receivable,	and
affect	our	bad	debt	reserves	and	net	income.	We	expect	to	face	increasing	competition	in	the	market	for	our	solutions.	We	face
significant	competition	across	different	aspects	of	our	business,	and	we	expect	such	competition	to	increase.	Our	industry	and
the	markets	we	serve	are	evolving	rapidly	and	becoming	increasingly	competitive.	Larger	and	more	established	companies	may
focus	on	our	markets	and	could	directly	compete	with	us.	Smaller	companies	could	also	launch	new	products	and	services	that
compete	with	us	and	that	could	gain	market	acceptance	quickly.	We	also	expect	our	existing	competitors	in	the	markets	for
Marketing	and	Hiring	Solutions	to	continue	to	focus	on	these	areas.	A	number	of	these	companies	may	have	greater	financial,
technological,	and	other	resources	than	we	do	and	greater	name	recognition	and	more	established	distribution	networks	and
relationships	with	healthcare	providers	than	us,	which	may	enable	them	to	compete	more	effectively.	Specifically,	we	compete
for	medical	professionals	as	members	against	large	technology	companies	that	have	developed	online	networking	and
collaboration	tools	like	LinkedIn,	Facebook,	Google,	and	Twitter,	in	addition	to	smaller,	emerging	companies.	We	also	compete
to	access	marketing,	hiring,	and	telehealth	budgets	of	pharmaceutical	and	health	system	companies	as	customers	for	our
Marketing,	Hiring,	and	Telehealth	Solutions.	We	compete	for	customers	for	our	Marketing	Solutions	with	online	outlets	such	as
health-	related	websites	and	mobile	apps,	like	WebMD’	s	Medscape,	as	well	as	offline	organizations	that	provide	marketing	and
advertising	services	that	enable	pharmaceutical	manufacturers	and	health	systems	to	educate	medical	professionals.	We	compete
for	customers	for	our	Hiring	Solutions	with	large	and	regional	staffing	companies,	job	boards,	self-	service	recruiting	tools,	and
medical	recruiting	firms.	We	compete	for	customers	for	our	Telehealth	Solutions	with	other	providers	of	telehealth	offerings



such	as	American	Well	and	Teladoc	Health,	and	other	companies	that	offer	telehealth	capabilities	such	as	Zoom	Video
Communications	who	may	further	focus	on	our	market	and	could	directly	compete	with	us.	We	also	compete	for	members,
customers,	and	professional	organizations	in	the	market	for	online	professional	networks	which	continues	to	rapidly	evolve.	Our
competitors	may	announce	new	products,	services,	or	enhancements	that	better	address	changing	industry	standards	or	the	needs
of	members	and	customers,	such	as	mobile	access.	Any	such	increased	competition	could	cause	pricing	pressure,	loss	of	market
share,	or	decreased	member	engagement,	any	of	which	could	adversely	affect	our	business	and	operating	results.	The	COVID-
19	pandemic	and	any	other	future	pandemic,	epidemic,	or	outbreak	of	an	infectious	disease	may	adversely	affect	our	business,
financial	condition,	and	results	of	operations.	Despite	vaccine	efforts,	the	duration	and	severity	of	the	COVID-	19	pandemic	is
unknown,	and	the	extent	of	the	business	disruption	and	financial	impact	depend	on	factors	beyond	our	knowledge	and	control.
The	spread	of	COVID-	19,	including	the	Omicron	variants	and	other	variations	of	the	variant,	has	caused	us	to	modify	our
business	practices,	and	we	may	take	further	actions	as	may	be	required	by	government	authorities	or	that	we	determine	are	in
the	best	interests	of	our	employees,	members,	and	partners.	In	addition,	the	COVID-	19	pandemic	and	the	determination	of
appropriate	measures	and	business	practices	has	diverted	management’	s	time	and	attention.	A	larger	percentage	of	our
employees	are	now	working	from	home,	and	if	they	are	not	able	to	effectively	do	so,	or	if	our	employees	contract	COVID-	19	or
another	contagious	disease,	we	may	experience	a	decrease	in	productivity	and	operational	efficiency,	which	would	negatively
impact	our	business,	financial	condition,	and	results	of	operations.	Further,	because	an	increased	number	of	employees	are
working	remotely	in	connection	with	the	COVID-	19	pandemic,	we	may	experience	an	increased	risk	of	security	breaches,	loss
of	data,	and	other	disruptions	as	a	result	of	accessing	sensitive	information	from	multiple	remote	locations.	With	the	COVID-	19
pandemic,	many	of	our	Marketing	Solutions	customers	have	shifted	their	budgets	away	from	in-	person	marketing	to	online
solutions	such	as	ours.	The	circumstances	that	have	accelerated	the	growth	of	our	business	stemming	from	the	effects	of	the
COVID-	19	pandemic	may	not	continue	in	the	future,	and	if	these	customers	reallocate	a	significant	portion	of	their	budgets
back	to	in-	person	marketing,	this	could	cause	our	growth	to	decline	in	future	periods.	Like	many	other	businesses	in	the
temporary	and	permanent	staffing	space,	our	Hiring	Solutions	have	been	negatively	impacted	by	the	COVID-	19	pandemic,	as
doctors	and	other	medical	professionals	change	jobs	and	travel	less	frequently	for	temporary	positions.	If	the	hiring	market
slows	or	continues	to	decline,	our	ability	to	maintain	or	grow	our	business	could	be	adversely	affected.	COVID-	19	pandemic-
related	market	changes	that	have	caused	an	increased	demand	in	telehealth	solutions	and	other	increases	in	health	systems
spending	may	cause	us	to	invest	in	additional	solutions	to	meet	these	needs	and	may	also	cause	an	increase	in	competitive
offerings.	If	we	are	not	able	to	make	a	return	on	those	investments,	meet	the	market	demands,	or	effectively	compete	in	the
marketplace,	our	business	results	may	suffer.	Also,	the	financial	impact	of	COVID-	19	or	another	pandemic,	epidemic,	or
outbreak	of	an	infectious	disease	may	lead	to	an	overall	decrease	in	healthcare	spending	due	to	a	potential	economic	downturn
and	overall	uncertainty	causing	healthcare	expenditures	to	be	concentrated	in	emergency	care,	which	may	cause	a	material
impact	to	our	business.	While	the	potential	economic	impact	brought	by	and	the	duration	of	any	pandemic,	epidemic,	or
outbreak	of	an	infectious	disease,	including	COVID-	19,	may	be	difficult	to	assess	or	predict,	the	widespread	COVID-	19
pandemic	has	resulted	in,	and	may	continue	to	result	in,	significant	disruption	of	global	financial	markets,	reducing	our	ability	to
access	capital,	which	could	in	the	future	negatively	affect	our	liquidity.	The	impact	of	any	pandemic,	epidemic,	or	outbreak	of
an	infectious	disease,	including	COVID-	19,	on	the	needs,	expectations,	and	spending	levels	of	our	customers	could	impact	our
ability	to	maintain	or	grow	our	business	and	as	a	result	our	operating	and	financial	results	could	be	adversely	affected.	The	full
extent	to	which	the	COVID-	19	pandemic	will	impact	our	business,	results	of	operations,	and	financial	condition	is	still
unknown	and	will	depend	on	future	developments,	which	are	highly	uncertain	and	cannot	be	predicted,	including,	but	not
limited	to,	the	duration	and	spread	of	the	COVID-	19	pandemic,	the	impact	and	severity	of	new	variants,	the	actions	to	contain
the	virus	or	treat	its	impact,	and	how	quickly	and	to	what	extent	normal	economic	and	operating	conditions	can	resume.	Even
after	the	COVID-	19	pandemic	has	subsided,	we	may	experience	materially	adverse	impacts	to	our	business	as	a	result	of	its
global	economic	impact,	including	any	recession	that	has	occurred	or	may	occur	in	the	future.	To	the	extent	the	COVID-	19
pandemic	adversely	affects	our	business,	financial	condition,	and	results	of	operations,	it	may	also	have	the	effect	of	heightening
many	of	the	other	risks	described	in	this	“	Risk	Factors	”	section.	See	the	section	titled	“	Management’	s	Discussion	and
Analysis	of	Financial	Condition	and	Results	of	Operations	—	Impact	of	COVID-	19	”	for	additional	information.	If	we	are	not
able	to	maintain	and	enhance	our	reputation	and	brand	recognition,	our	business,	financial	conditions,	and	results	of	operations
will	be	harmed.	We	believe	that	maintaining	and	enhancing	our	reputation	and	brand	recognition	is	critical	to	our	relationships
with	existing	customers	and	members	and	our	ability	to	attract	new	customers	and	members.	The	promotion	of	our	brand	may
require	us	to	make	substantial	investments	and	we	anticipate	that,	as	our	market	becomes	increasingly	competitive,	these
marketing	initiatives	may	become	increasingly	difficult	and	expensive.	Our	marketing	activities	may	not	be	successful	or	yield
increased	revenue,	and	to	the	extent	that	these	activities	yield	increased	revenue,	the	increased	revenue	may	not	offset	the
expenses	we	incur,	and	our	results	of	operations	could	be	harmed.	In	addition,	any	factor	that	diminishes	our	reputation	or	that
of	our	management,	including	failing	to	meet	the	expectations	of	our	customers	and	members,	could	make	it	substantially	more
difficult	for	us	to	attract	new	customers.	Similarly,	because	our	customers	often	act	as	references	for	us	with	prospective	new
customers,	any	existing	customer	that	questions	the	quality	of	our	work	or	that	of	our	employees	could	impair	our	ability	to
secure	additional	new	customers.	If	we	do	not	successfully	maintain	and	enhance	our	reputation	and	brand	recognition	with	our
members	and	customers,	our	business	may	not	grow	and	we	could	lose	these	relationships,	which	would	harm	our	business,
financial	condition,	and	results	of	operations.	Making	business	decisions	that	prioritize	the	interests	of	our	members	may
adversely	impact	our	financial	results.	Our	“	physicians	first	”	philosophy	may	mean	we	make	decisions	based	on	the	best
interests	of	our	members,	which	we	believe	is	essential	to	our	success	in	increasing	our	member	growth	rate	and	engagement,
creating	value	for	our	members,	and	in	serving	the	best	interests	of	the	Company	and	our	stockholders.	Therefore,	in	the	past,
we	have	forgone,	and	may	in	the	future	forgo,	certain	expansion	or	revenue	opportunities	that	we	do	not	believe	are	in	the	best



interests	of	our	members,	even	if	our	decision	negatively	impacts	our	operating	results.	In	addition,	our	philosophy	of	putting	our
members	first	may	cause	disagreements,	or	negatively	impact	our	relationships,	with	our	existing	or	prospective	customers.	Our
decisions	may	not	result	in	the	benefits	that	we	expect,	in	which	case	our	member	engagement,	business,	and	operating	results
could	be	harmed.	If	our	members’	profiles	are	out-	of-	date,	inaccurate,	or	lack	the	information	that	members	and	customers
want	to	see,	we	may	not	be	able	to	realize	the	full	potential	of	our	network,	which	could	adversely	impact	the	growth	of	our
business.	If	our	members	do	not	update	their	information	or	provide	accurate	and	complete	information	when	they	join	our
platform,	the	value	of	our	platform	may	be	negatively	impacted	because	our	value	proposition	as	a	professional	network	and	as
a	source	of	accurate	and	comprehensive	data	will	be	weakened.	For	example,	incomplete	or	outdated	member	information
would	diminish	the	ability	of	our	Marketing	Solutions	customers	to	reach	their	target	audiences	and	our	ability	to	provide	our
customers	with	valuable	insights.	Similarly,	customers	of	our	Hiring	Solutions	may	not	find	members	that	meet	their
qualifications	or	may	misidentify	a	candidate	as	having	such	qualifications,	which	could	result	in	mismatches	that	erode
customer	confidence	in	our	solutions.	Therefore,	we	must	provide	features	and	tools	that	demonstrate	the	value	of	our	network
to	our	members	and	motivate	them	to	contribute	additional,	timely,	and	accurate	information	to	their	profile	and	our	network.	In
addition,	we	must	ensure	that	methods	by	which	we	identify	relevant	audiences	for	our	customers	results	in	accurate	targeting.	If
we	fail	to	successfully	undertake	these	activities,	our	business	and	operating	results	could	be	adversely	affected.	The	telehealth
market	is	immature	and	volatile,	and	if	it	does	not	develop,	or	if	it	develops	more	slowly	than	we	expect,	if	it	encounters
negative	publicity,	or	if	we	are	not	successful	in	demonstrating	and	promoting	the	benefits	of	our	solutions,	the	growth	of	our
business	will	be	harmed.	The	telehealth	market	is	relatively	new	and	unproven,	and	it	is	uncertain	whether	it	will	achieve	and
sustain	high	levels	of	demand,	consumer	acceptance,	and	market	adoption.	The	increased	demand	for	telehealth	solutions	as	a
result	of	the	COVID-	19	pandemic	may	decline	in	the	future.	The	success	of	our	Telehealth	Solutions	will	depend	to	a
substantial	extent	on	the	willingness	of	our	members	to	use,	and	to	increase	the	frequency	and	extent	of	their	utilization	of,	our
network,	as	well	as	on	our	ability	to	demonstrate	the	value	of	telehealth	to	employers,	health	plans,	government	agencies,	and
other	purchasers	of	healthcare	for	beneficiaries.	If	any	of	these	events	do	not	occur	or	do	not	occur	quickly,	it	could	have	a
material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations.	Our	corporate	culture	has	contributed	to
our	success,	and	if	we	cannot	maintain	our	corporate	culture	as	we	grow,	we	could	lose	the	innovation,	teamwork,	passion,	and
focus	on	execution	that	we	believe	contribute	to	our	success,	and	our	business	may	be	harmed.	We	believe	that	a	critical
component	to	our	success	has	been	our	corporate	culture.	We	have	invested	substantial	time	and	resources	in	building	our	team.
As	we	continue	to	grow,	we	may	find	it	difficult	to	maintain	these	important	aspects	of	our	corporate	culture,	especially	given
that	the	majority	of	our	workforce	works	has	traditionally	worked	remotely	and	we	have	been	unable	to	hold	in-	person
employee	gatherings	as	a	result	of	the	COVID-	19	pandemic	.	We	have	experienced,	and	may	continue	to	experience,	rapid
growth	and	organizational	change,	including	growth	and	organizational	change	resulting	from	our	acquisition	of	and	subsequent
integration	with	other	businesses,	which	will	continue	to	place	significant	demands	on	our	management	and	our	operational	and
financial	infrastructure.	As	we	continue	to	grow,	we	must	effectively	integrate,	develop,	and	motivate	a	large	number	of	new
employees,	and	we	must	maintain	the	beneficial	aspects	of	our	corporate	culture.	We	will	require	significant	capital	expenditures
and	the	allocation	of	valuable	management	resources	to	grow	and	change	in	this	way,	without	undermining	our	corporate
culture.	Any	failure	to	preserve	our	culture	could	negatively	affect	our	future	success,	including	our	ability	to	retain	and	recruit
personnel	and	to	effectively	focus	on	and	pursue	our	corporate	objectives.	In	addition,	to	attract	top	talent,	we	have	had	to	offer,
and	believe	we	will	need	to	continue	to	offer,	highly	competitive	compensation	packages	before	we	can	validate	the	productivity
of	those	employees.	In	addition,	fluctuations	in	the	price	of	our	common	stock	may	make	it	more	difficult	or	costly	to	use	equity
compensation	to	motivate,	incentivize,	and	retain	our	employees.	We	face	significant	competition	for	talent	from	other
healthcare,	technology,	and	high-	growth	companies,	which	include	both	large	enterprises	and	privately-	held	companies.	We
may	not	be	able	to	hire	new	employees	quickly	enough	to	meet	our	needs.	If	we	fail	to	effectively	manage	our	hiring	needs	and
successfully	integrate	our	new	hires,	our	efficiency	and	ability	to	meet	our	forecasts	and	our	employee	morale,	productivity,	and
retention	could	suffer,	and	our	business,	results	of	operations,	and	financial	condition	could	be	adversely	affected.	The	loss	of
one	or	more	of	any	of	the	pharmaceutical	brands	that	purchase	our	solutions	could	cause	our	revenue	to	decline.	We	sell
subscriptions	for	our	marketing	solutions	across	different	brands	within	our	pharmaceutical	customers.	The	success	of
pharmaceutical	brands	and	associated	marketing	spend	can	depend	on	patent	life,	competition,	and	other	factors.	For	example,	in
the	past	we	have	lost	marketing	spend	and	associated	revenue	when	a	pharmaceutical	brand	marketed	on	our	platform	lost
patent	protection.	The	loss	of	the	business	of	a	significant	brand	could	damage	our	relationship	with	that	customer	and	its	other
brands,	and	our	revenue,	operating	results,	financial	condition,	business,	and	future	growth	potential	may	be	adversely	affected.
We	calculate	certain	operational	metrics	using	internal	systems	and	tools	and	do	not	independently	verify	such	metrics.	Certain
metrics	are	subject	to	inherent	challenges	in	measurement,	and	real	or	perceived	inaccuracies	in	such	metrics	may	harm	our
reputation	and	negatively	affect	our	business.	We	present	certain	operational	metrics	herein,	including	size	of	our	network	of
medical	professionals	and	other	metrics.	We	calculate	these	metrics	using	internal	systems	and	tools	that	are	not	independently
verified	by	any	third	party.	These	metrics	may	differ	from	estimates	or	similar	metrics	published	by	third	parties	or	other
companies	due	to	differences	in	sources,	methodologies,	or	the	assumptions	on	which	we	rely.	Our	internal	systems	and	tools
have	a	number	of	limitations,	and	our	methodologies	for	tracking	these	metrics	may	change	over	time,	which	could	result	in
unexpected	changes	to	our	metrics,	including	the	metrics	we	publicly	disclose	on	an	ongoing	basis.	If	the	internal	systems	and
tools	we	use	to	track	these	metrics	undercount	or	overcount	performance	or	contain	algorithmic	or	other	technical	errors,	the
data	we	present	may	not	be	accurate.	While	these	numbers	are	based	on	what	we	believe	to	be	reasonable	estimates	of	our
metrics	for	the	applicable	period	of	measurement,	there	are	inherent	challenges	in	measuring	the	size	of	our	network	and	other
metrics.	For	example,	we	face	challenges	in	accurately	calculating	the	number	of	practicing	doctors	or	other	professionals	in	our
network	at	a	given	time.	In	addition,	limitations	or	errors	with	respect	to	how	we	measure	data	or	with	respect	to	the	data	that	we



measure	may	affect	our	understanding	of	certain	details	of	our	business,	which	would	affect	our	long-	term	strategies.	If	our
operating	metrics	or	our	estimates	are	not	accurate	representations	of	our	business,	or	if	investors	do	not	perceive	our	operating
metrics	to	be	accurate,	or	if	we	discover	material	inaccuracies	with	respect	to	these	figures,	our	reputation	may	be	significantly
harmed,	and	our	operating	and	financial	results	could	be	adversely	affected.	Our	estimates	of	market	opportunity	and	forecasts
of	market	growth	may	prove	to	be	inaccurate,	and	even	if	the	markets	in	which	we	compete	achieve	the	forecasted	growth,	our
business	may	not	grow	at	similar	rates,	or	at	all.	The	market	opportunity	estimates	and	growth	forecasts	that	we	may	issue	from
time	to	time	are	subject	to	significant	uncertainty	and	are	based	on	assumptions	and	estimates	which	may	not	prove	to	be
accurate.	Our	estimates	and	forecasts	relating	to	size	and	expected	growth	of	our	target	market	may	prove	to	be	inaccurate.	Even
if	the	markets	in	which	we	compete	meet	these	size	estimates	and	growth	forecasts,	our	business	may	not	grow	at	similar	rates,
or	at	all.	Our	growth	is	subject	to	many	factors,	including	our	success	in	implementing	our	business	strategy,	which	is	subject	to
many	risks	and	uncertainties.	Certain	of	our	operating	results	and	financial	metrics	may	be	difficult	to	predict	as	a	result	of
seasonality.	We	have	experienced	some	seasonality	in	both	revenue	and	net	income	based	on	the	timing	of	marketing	program
subscription	launches	on	our	platform	and	budgetary	timing	of	purchases	of	additional	modules.	We	may	be	affected	by	seasonal
trends	in	the	future,	particularly	as	our	business	matures.	Additionally,	this	seasonality	may	be	reflected	to	a	much	lesser	extent,
and	sometimes	may	not	be	immediately	apparent,	in	our	revenue.	To	the	extent	we	experience	this	seasonality,	it	may	cause
fluctuations	in	our	operating	results	and	financial	metrics	and	make	forecasting	out	our	future	operating	results	and	financial
metrics	more	difficult.	Our	operating	results	have	in	the	past	and	may	in	the	future	continue	to	fluctuate	on	a	quarterly	and
annual	basis	and	if	we	fail	to	meet	the	expectations	of	analysts	or	investors,	our	stock	price	and	the	value	of	your	investment
could	decline	substantially.	Our	operating	results	have	in	the	past	,	and	may	in	the	future	,	continue	to	fluctuate	significantly	on
a	quarterly	and	annual	basis	and	may	fail	to	match	our	past	performance,	and	if	we	fail	to	meet	or	exceed	the	expectations	of
securities	analysts	or	investors,	the	trading	price	of	our	Class	A	common	stock	could	decline.	Moreover,	our	stock	price	may	be
based	on	expectations	of	our	future	performance	that	may	be	unrealistic	or	that	may	not	be	met.	Some	of	the	important	factors
that	could	cause	our	revenue	and	operating	results	to	fluctuate	from	quarter	to	quarter	include:	•	our	ability	to	increase	sales	of
our	solutions	to	new	customers	and	expand	sales	of	additional	solutions	to	our	existing	customers;	•	the	extent	to	which	existing
customers	renew	their	agreements	with	us	and	the	timing	and	terms	of	those	renewals;	•	the	termination	or	renegotiation	by	our
significant	customers	of	their	agreements	with	us;	•	the	entrance	of	new	competitors	in	our	market	whether	by	established
companies	or	new	companies;	•	changes	in	our	pricing	policies	or	those	of	our	competitors;	•	the	cost	of	investing	in	our
technology	infrastructure,	which	may	be	greater	than	we	anticipate;	•	our	ability	to	maintain	or	increase	our	member	base	and
member	engagement;	•	disruptions	or	outages	in	our	website	availability,	actual	or	perceived	breaches	of	privacy,	and
compromises	of	our	member	data;	and	•	general	industry	and	macroeconomic	conditions	including	the	impact	of	the	COVID-	19
pandemic	on	the	global	economy	and	the	deterioration	in	labor	markets,	which	would	adversely	impact	sales	of	our	Hiring
Solutions,	or	economic	growth	that	does	not	lead	to	job	growth	.	If	our	estimates	or	judgments	relating	to	our	critical	accounting
policies	prove	to	be	incorrect,	our	results	of	operations	could	be	adversely	affected.	The	preparation	of	financial	statements	in
conformity	with	GAAP	and	our	key	metrics	require	management	to	make	estimates	and	assumptions	that	affect	the	amounts
reported	in	the	consolidated	financial	statements	and	accompanying	notes	and	amounts	reported	in	our	key	metrics.	We	base	our
estimates	on	historical	experience	and	on	various	other	assumptions	that	we	believe	to	be	reasonable	under	the	circumstances,	as
provided	in	Note	2-	Summary	“	Management’	s	Discussion	and	Analysis	of	Significant	Financial	Condition	and	Results	of
Operations	—	Critical	Accounting	Policies	and	Estimates	”	included	in	Part	II,	Item	8	of	this	Annual	Report	on	Form	10-	K	.
The	results	of	these	estimates	form	the	basis	for	making	judgments	about	the	carrying	values	of	assets,	liabilities,	and	equity	and
the	amount	of	revenue	and	expenses	that	are	not	readily	apparent	from	other	sources.	Significant	assumptions	and	estimates	used
in	preparing	our	consolidated	financial	statements	include	those	related	to	revenue	recognition,	the	fair	values	of	acquired
intangible	assets	and	goodwill,	the	useful	lives	of	long-	lived	assets,	the	valuation	of	the	Company’	s	common	stock	and	stock-
based	awards,	fair	value	of	contingent	earn-	out	consideration,	and	deferred	income	taxes.	Our	results	of	operations	may	be
adversely	affected	if	our	assumptions	change	or	if	actual	circumstances	differ	from	those	in	our	assumptions,	which	could	cause
our	results	of	operations	to	fall	below	the	expectations	of	securities	analysts	and	investors,	resulting	in	a	decline	in	the	trading
price	of	our	Class	A	common	stock.	We	are	subject	to	stringent	and	changing	laws,	regulations,	self-	regulatory	schemes,
contractual	obligations,	and	standards	related	to	privacy,	data	protection,	and	information	security.	The	actual	or	perceived
failure	by	us,	our	customers,	partners,	or	vendors	to	comply	with	such	obligations	could	harm	our	reputation,	subject	us	to
significant	fines	and	liability,	or	otherwise	adversely	affect	our	business.	We	collect,	receive,	store,	process,	generate,	use,
transfer,	disclose,	make	accessible,	protect,	and	share	(collectively,	“	Process	”	,	or	“	Processing	”	)	sensitive,	confidential,	and
proprietary	information	(collectively,	“	Sensitive	Information	”	)	in	connection	with	providing	our	services.	There	are	numerous
domestic	and	foreign	laws,	regulations,	self-	regulatory	schemes,	and	standards	regarding	privacy,	data	protection,	and
information	security	and	Processing	(collectively	,	or	“	Data	Protection	Laws	”)	,	the	number	and	scope	of	which	is	changing,
subject	to	differing	applications	and	interpretations,	and	which	may	be	inconsistent	among	across	jurisdictions	or	in	conflict
with	each	other.	The	regulatory	framework	for	privacy,	data	protection,	and	information	security	issues	worldwide	is	evolving
and	is	likely	to	remain	in	flux	for	the	foreseeable	future.	Various	governmental	and	consumer	agencies	have	also	called	for	new
regulations	and	changes	in	industry	practices.	Practices	regarding	privacy,	data	protection,	and	information	security	have
recently	come	under	increased	public	and	regulatory	scrutiny.	The	actual	or	perceived	failure	to	address	or	comply	with
applicable	Data	Protection	Laws	by	us	or	our	customers,	partners,	or	vendors	could	increase	our	compliance	and	operational
costs,	expose	us	to	regulatory	scrutiny,	actions,	fines,	and	penalties,	result	in	reputational	harm,	lead	to	a	loss	of	customers,
reduce	the	use	of	our	services,	result	in	litigation	and	liability,	have	a	material	adverse	effect	on	our	business	operations	or
financial	results,	or	otherwise	result	in	other	material	harm	to	our	business.	We	are	a	“	Business	Associate	”	as	defined	under	the
federal	Health	Insurance	Portability	and	Accountability	Act	of	1996,	as	amended	by	the	Health	Information	Technology	for



Economic	and	Clinical	Health	Act,	or	HITECH,	and	their	implementing	regulations,	which	we	collectively	refer	to	as	HIPAA,
and	the	U.	S.	Department	of	Health	and	Human	Services	Office	of	Civil	Rights,	or	OCR,	may	impose	significant	penalties	on	a
Business	Associate	for	a	failure	to	comply	with	an	applicable	requirement	of	HIPAA.	Penalties	may	include	civil	monetary
penalties,	criminal	monetary	penalties	and	imprisonment.	The	U.	S.	Department	of	Justice,	or	the	DOJ,	is	responsible	for
criminal	prosecutions	under	HIPAA.	State	attorneys	general	also	have	the	right	to	prosecute	HIPAA	violations	committed
against	residents	of	their	states.	While	HIPAA	does	not	create	a	private	right	of	action	that	would	allow	individuals	to	sue	in	civil
court	for	HIPAA	violations,	its	standards	have	been	used	as	the	basis	for	the	duty	of	care	in	state	civil	suits,	such	as	those	for
negligence	or	recklessness	in	misusing	individuals’	health	information.	Furthermore,	in	the	event	of	a	breach	as	defined	by
HIPAA,	the	Business	Associate	may	have	to	comply	with	specific	reporting	requirements	under	HIPAA	regulations.	The
security	measures	that	we	and	our	third-	party	vendors	and	subcontractors	have	in	place	in	an	effort	to	ensure	compliance	with
privacy	and	data	protection	laws	may	not	protect	our	facilities	and	systems	from	security	breaches,	acts	of	vandalism	or	theft,
computer	viruses,	misplaced	or	lost	data,	programming	and	human	errors,	or	other	similar	events.	Under	the	HITECH	Act,	as	a
Business	Associate,	we	may	also	be	liable	for	privacy	and	security	breaches	and	failures	of	our	subcontractors.	Even	though	we
provide	for	appropriate	protections	through	our	agreements	with	our	subcontractors,	we	still	have	limited	control	over	their
actions	and	practices.	A	breach	of	privacy	or	security	of	individually	identifiable	health	information	by	a	subcontractor	may
result	in	an	enforcement	action,	including	criminal	and	civil	liability,	against	us.	We	are	not	able	to	predict	the	extent	of	the
impact	such	incidents	may	have	on	our	business.	Enforcement	actions	against	us	could	be	costly	and	could	interrupt	regular
operations,	which	may	adversely	affect	our	business.	While	we	have	not	received	any	notices	of	violation	of	any	Data	Protection
Law	and	believe	we	are	in	compliance	with	such	laws,	there	can	be	no	assurance	that	we	will	not	receive	such	notices	in	the
future.	Applicable	Data	Protection	Laws	may	also	include	state	medical	privacy	laws,	including	those	related	to	mental	health
and	substance	use	treatment,	and	the	provision	of	healthcare	services,	as	well	as	federal	and	state	consumer	protection	laws.
These	laws	may	not	be	preempted	by	HIPAA,	may	be	more	protective	than	HIPAA,	and	may	be	subject	to	varying
interpretations	by	the	courts	and	government	agencies,	creating	complex	compliance	issues	for	us	and	our	customers	and
partners	and	potentially	exposing	us	to	additional	expense,	adverse	publicity	and	liability,	any	of	which	could	adversely	affect
our	business.	Federal	and	state	consumer	protection	laws	are	increasingly	being	applied	by	the	U.	S.	Federal	Trade	Commission,
or	FTC,	and	states’	attorneys	general	to	regulate	the	Processing	of	personal	or	personally	identifiable	information,	through
websites	or	otherwise,	and	to	regulate	the	presentation	of	website	content.	The	FTC	in	particular	has	approved	consent	decrees
resolving	complaints	and	their	resulting	investigations	into	the	privacy	and	security	practices	of	a	number	of	online	social	media
companies.	These	reviews	can	and	have	resulted	in	changes	to	our	solutions	and	policies,	and	could	result	in	additional	changes
in	the	future.	If	we	are	unable	to	comply	with	any	such	reviews	or	decrees	that	result	in	recommendations	or	binding	changes,	or
if	the	recommended	changes	result	in	degradation	of	our	solutions,	our	business	could	be	harmed.	In	addition,	U.	S.	states	have
begun	to	introduce	more	comprehensive	Data	Protection	Laws.	For	example,	the	California	Consumer	Privacy	Act,	or	CCPA,
went	into	effect	in	January	2020	and	established	a	new	privacy	framework	for	covered	businesses	such	as	ours	that	expands	the
scope	of	personal	information	and	provides	new	privacy	rights	for	California	residents.	These	changes	required	us	to	modify	our
data	processing	practices	and	policies	and	incur	compliance	related	costs	and	expenses.	The	CCPA	also	provides	for	civil
penalties	for	violations,	as	well	as	a	private	right	of	action	for	data	breaches,	which	may	increase	the	likelihood	and	cost	of	data
breach	litigation.	Additionally,	a	new	privacy	law,	the	California	Privacy	Rights	Act,	or	CPRA,	was	approved	by	California
voters	in	November	went	into	effect	on	January	1,	2020	2023	and	.	The	CPRA	significantly	modifies	modified	the	CCPA	by,
among	other	things,	creating	a	dedicated	privacy	regulatory	agency,	requiring	businesses	to	implement	data	minimization	and
data	integrity	principles,	and	imposing	additional	requirements	for	contracts	addressing	the	processing	of	personal	information.
Moreover,	the	CPRA	calls	for	additional	regulations	to	be	implemented	before	the	law	becomes	fully	operative	on	January	1,
2023.	These	changes	may	result	in	further	uncertainty	with	respect	to	privacy,	data	protection,	and	information	security	issues
and	will	require	us	to	incur	additional	costs	and	expenses	in	an	effort	to	comply.	In	addition	to	Data	Protection	Laws,	we	are	or
may	be	subject	to	the	terms	of	our	internal	and	external	policies,	representations,	publications,	frameworks,	self-	regulatory
standards,	and	industry	certification	commitments	(collectively,	“	Privacy	Policies	”	),	and	contractual	obligations	to	third
parties	related	to	privacy,	data	protection,	and	information	security	(collectively,	“	Data	Protection	Obligations	”	),	including	the
Payment	Card	Industry	Data	Security	Standards	(	“	PCI-	DSS	”	),	the	rules	imposed	by	credit	card	brands	(e.	g.,	VISA	and
Mastercard),	and	Security	Organization	Control	2	certification	commitments.	We	strive	to	comply	with	applicable	Data
Protection	Laws,	Privacy	Policies,	and	Data	Protection	Obligations,	but	we	may	at	times	fail	to	do	so	or	may	be	perceived	to
have	failed	to	do	so,	in	which	case	we	may	be	subject	to	and	suffer	a	material	harm	to	our	business.	For	example,	in	the	event	we
fail	to	comply	with	the	PCI-	DSS,	we	could	be	in	breach	of	our	obligations	under	customer	and	other	contracts.	Moreover,
despite	our	efforts,	we	may	not	be	successful	in	achieving	compliance	if	our	personnel,	customers,	partners,	or	vendors	do	not
comply	with	applicable	Data	Protection	Laws,	Privacy	Policies,	and	Data	Protection	Obligations.	We	may	be	subject	to	and
suffer	material	harm	to	our	business	if	our	Privacy	Policies	are,	in	whole	or	part,	found	to	be	inaccurate,	incomplete,	deceptive,
unfair,	or	misrepresentative	of	our	actual	practices.	In	addition,	any	such	failure	or	perceived	failure	could	result	in	public
statements	against	us	by	consumer	advocacy	groups	or	others,	which	may	cause	us	material	reputational	harm.	Further,	our
customers	may	expect	us	to	comply	with	more	stringent	privacy,	data	protection,	and	information	security	requirements	than
those	imposed	by	applicable	Data	Protection	Laws,	and	we	may	be	obligated	contractually	to	comply	with	additional	or
different	standards	relating	to	our	handling	or	protection	of	data	on	or	by	our	offerings.	For	example,	our	mobile	application	is
distributed	through	third-	party	platforms	such	as	those	operated	by	Apple	and	Google.	These	third	parties	may	impose	technical
and	privacy,	data	protection,	and	information	security	requirements	on	companies	that	distribute	applications	through	their
platforms.	These	requirements	are	subject	to	change	and	may	adversely	impact	our	ability	to	Process	personal	information.
Complying	with	these	requirements	may	cause	us	to	incur	additional	expense,	and	the	failure	to	comply	with	these	requirements



may	cause	us	to	lose	access	to	the	app	store	and	users,	and	our	business	would	be	harmed.	New	or	amended	Data	Protection
Laws,	and	changes	in	the	interpretation	of	existing	Data	Protection	Laws	and	our	Data	Protection	Obligations,	could	impair	our,
or	our	customers’,	our	partners’,	or	our	vendors’	ability	to	Process	personal	information,	which	could	have	a	material	adverse
effect	on	our	business,	financial	condition,	and	results	of	operations.	The	enactment	of	the	CCPA	has	prompted	similar
legislative	developments	in	other	states,	which	could	create	the	potential	for	a	patchwork	of	overlapping	but	different	state	laws.
The	federal	government	is	also	considering	comprehensive	privacy	legislation.	If	we	begin	to	conduct	business	in	Europe,
complying	with	the	General	Data	Protection	Regulation,	or	GDPR,	would	entail	significant	costs	and	increase	our	liability	risks.
The	GDPR	imposes	more	stringent	data	protection	requirements	and	would	require	us	to	undertake	significant	operational
changes	in	order	to	comply,	which	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of
operations.	In	view	of	applicable	Data	Protection	Laws,	Privacy	Policies,	and	Data	Protection	Obligations	imposing	complex
and	burdensome	obligations,	and	with	substantial	uncertainty	in	their	interpretation	and	compliance,	we	have	faced	and	may
face	challenges	in	addressing	and	complying	with	them,	and	fundamentally	changing	our	business	activities,	Privacy	Policies,
and	practices,	and	may	expend	significant	resources	in	an	effort	to	do	so,	any	of	which	could	result	in	material	harm	to	business,
financial	condition,	results	of	operations,	or	other	harm.	If	our	security	measures	are	compromised	now	or	in	the	future,	or	the
security,	confidentiality,	integrity,	or	availability	of	our	information	technology,	software,	services,	communications,	or	data	is
compromised,	limited,	or	fails,	this	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of
operations.	Our	platform	involves	the	storage	and	transmission	of	Sensitive	Information.	As	a	result,	unauthorized	access	or
security	breaches	as	a	result	of	third-	party	action	(e.	g.,	cyber-	attacks),	employee	error,	product	defect,	malfeasance,	or	other
factors	could	result	in	the	loss	of	information,	inappropriate	use	of	or	access	to	information,	service	interruption,	service
degradation,	outages,	service	level	credits,	litigation,	indemnity	obligations,	damage	to	our	reputation,	and	other	liability.	We
believe	our	risk	of	cyber-	attack	may	be	elevated	during	Our	platform	also	utilizes	artificial	intelligence	and	machine
learning	technology	to	provide	services,	and	this	time	due	technology	may	be	susceptible	to	cybersecurity	threats	an
increase	in	cyber-	attack	attempts	on	U.	S.	businesses	generally	during	the	COVID-	19	outbreak	and	the	conflict	in	Ukraine	.
While	we	maintain	and	continue	to	improve	our	security	measures,	we	may	be	unable	to	adequately	anticipate	security	threats	or
to	implement	adequate	preventative	measures,	in	part,	because	the	techniques	used	to	obtain	unauthorized	access	or	sabotage
systems	change	frequently	and	generally	are	not	identified	until	they	are	launched	against	a	target.	Moreover,	the	detection,
prevention,	and	remediation	of	known	or	unknown	securities	security	vulnerabilities,	including	those	arising	from	third-	parties,
is	becoming	increasingly	expensive	and	may	cause	us	to	incur	significant	costs	in	the	future.	We	process	significant	amounts	of
Sensitive	Information,	including	protected	health	information,	personal	information,	data	concerning	our	members,	and	in	some
cases,	limited	amounts	of	data	concerning	the	patients	they	treat	in	connection	with	our	members’	utilization	of	our	network	and
related	services.	While	we	have	implemented	security	measures	to	protect	such	data,	techniques	used	to	gain	unauthorized	access
to	data	and	systems,	disable	or	degrade	service,	or	sabotage	systems	are	constantly	evolving,	and	we	may	be	unable	to	anticipate
such	techniques	or	implement	adequate	preventative	measures	to	avoid	unauthorized	access	or	other	adverse	impacts	to	such
data	or	our	systems.	We	may	use	third-	party	service	providers	and	subprocessors	to	help	us	deliver	services	and	engage	in
Processing	on	our	behalf,	including,	without	limitation,	the	processing	of	payment	card	information.	If	we,	our	service
providers,	partners,	or	other	relevant	third	parties	have	experienced	or	in	the	future	experience	any	security	incidents	that	result
in	any	data	loss,	deletion	or	destruction,	unauthorized	access	to,	loss	of,	unauthorized	acquisition	or	disclosure	of,	or	inadvertent
exposure	of,	Sensitive	Information,	or	compromise	related	to	the	security,	confidentiality,	integrity,	or	availability	of	our	(or
their)	information	technology,	software,	services,	communications,	or	data	(collectively,	a	Security	Breach),	it	may	result	in
material	harm	to	our	business,	including,	without	limitation,	regulatory	investigations	or	enforcement	actions,	litigation,
indemnity	obligations,	negative	publicity,	and	financial	loss.	Our	service	is	vulnerable	to	threat	actors,	software	bugs,	malicious
code	(such	as	computer	viruses	and	internet	worms),	personnel	theft	or	misuse,	break-	ins,	phishing	attacks,	denial-	of-	service
attacks	(including	credential	stuffing),	ransomware	attacks,	natural	disasters,	terrorism,	war,	telecommunication	and	electrical
failures,	server	malfunction,	software	or	hardware	failures,	loss	of	data	or	other	computer	assets,	adware,	or	other	similar	issues
or	other	attacks	or	similar	disruptions,	any	of	which	could	lead	to	system	interruptions,	delays,	or	shutdowns,	causing	loss	of
critical	data	or	the	unauthorized	access	of	data.	We	may	be	required	to	expend	significant	resources,	fundamentally	change	our
business	activities	and	practices,	or	modify	our	services,	software,	operations,	or	information	technology	in	an	effort	to	protect
against	Security	Breaches	and	to	mitigate,	detect,	and	remediate	actual	and	potential	vulnerabilities.	Applicable	Data	Protection
Laws,	Privacy	Policies,	and	Data	Protection	Obligations	may	require	us	to	implement	specific	security	measures	or	use	industry-
standard	or	reasonable	measures	to	protect	against	Security	Breaches.	The	recovery	systems,	security	protocols,	network
protection	mechanisms,	and	other	security	measures	that	we	(and	our	third	parties)	have	integrated	into	our	platform,	systems,
networks,	and	physical	facilities,	which	are	designed	to	protect	against,	detect,	and	minimize	Security	Breaches,	may	not	be
adequate	to	prevent	or	detect	service	interruption,	system	failure,	or	data	loss.	Applicable	Data	Protection	Laws,	Privacy
Policies,	or	Data	Protection	Obligations	may	require	us	to	notify	affected	individuals,	regulators,	customers,	credit	reporting
agencies,	and	others	in	the	event	of	a	Security	Breach.	Patients	about	whom	we	obtain	health	information,	as	well	as	the
providers	who	share	this	information	with	us,	may	have	statutory	or	contractual	rights	that	limit	our	ability	to	use	and	disclose
the	information.	We	may	be	required	to	expend	significant	capital	and	other	resources	to	ensure	ongoing	compliance	with
applicable	Data	Protection	Laws,	Privacy	Policies,	and	Data	Protection	Obligations.	Claims	that	we	have	violated	individuals’
privacy	rights	or	breached	our	Data	Protection	Obligations,	even	if	we	are	not	found	liable,	could	be	expensive	and	time-
consuming	to	defend	and	could	result	in	adverse	publicity	that	could	harm	our	business.	Although	we	maintain	insurance	for	our
business,	the	coverage	under	our	policies	may	not	apply	to	the	liabilities	or	damages	as	a	result	of	the	events	referenced	above	or
be	adequate	to	compensate	us	for	all	losses	that	may	occur.	There	can	also	be	no	assurance	that	the	limitations	of	liability	in	our
contracts	would	be	enforceable	or	adequate	or	would	otherwise	protect	us	from	liabilities	or	damages	as	a	result	of	the	events



referenced	above.	In	addition,	varying	parts	a	substantial	portion	of	our	workforce	are	is	currently	working	remotely	on	a	part	-
or	full	-	time	basis.	This	could	increase	our	cyber	security	risk,	create	data	accessibility	concerns,	and	make	us	more	susceptible
to	communication	disruptions.	Any	of	the	foregoing	could	have	a	material	adverse	effect	on	us.	We	rely	on	evolving
technologies,	including	network	and	mobile	infrastructure	and	,	as	well	as	our	ability	own	capabilities,	to	maintain	and	scale
our	business	and	maintain	competitiveness.	Any	significant	interruptions	or	delays	in	service	in	our	products,	on	our	apps	or
websites	or	any	undetected	errors	or	design	faults	could	adversely	affect	our	business,	financial	condition,	and	results	of
operations.	We	depend	on	the	use	of	information	technologies	and	systems	,	developing	technologies,	and	our	reputation	and
ability	to	acquire,	retain,	and	serve	our	customers	are	dependent	upon	the	reliable	performance	of	our	apps	and	websites	and	the
underlying	network	infrastructure.	As	our	operations	grow,	we	must	continuously	improve	and	upgrade	our	systems	and
infrastructure	while	maintaining	or	improving	the	reliability	and	integrity	of	our	infrastructure.	Our	future	success	also	depends
on	our	ability	to	adapt	our	systems	and	infrastructure	to	meet	rapidly	evolving	consumer	trends	and	demands	while	continuing	to
improve	the	performance,	features,	and	reliability	of	our	solutions	in	response	to	competitive	services	and	offerings.	We	expect
the	use	of	alternative	platforms	such	as	tablets	and	wearables	will	continue	to	grow	and	the	emergence	of	niche	competitors	who
may	be	able	to	optimize	offerings,	services,	or	strategies	for	such	platforms	will	require	new	investment	in	technology.	New
developments	in	other	areas,	such	as	cloud	computing,	have	made	it	easier	for	competition	to	enter	our	markets	due	to	lower	up-
front	technology	costs.	In	addition,	we	may	not	be	able	to	maintain	our	existing	systems	or	replace	or	introduce	new
technologies	and	systems	as	quickly	as	we	would	like	or	in	a	cost-	effective	manner.	There	is	also	no	guarantee	that	we	will
possess	the	financial	resources	or	personnel,	for	the	research,	design,	and	development	of	new	applications	or	services,	or	that
we	will	be	able	to	utilize	these	resources	successfully	and	avoid	technological	or	market	obsolescence.	Further,	there	can	be	no
assurance	that	technological	advances	by	one	or	more	of	our	competitors	or	future	competitors	will	not	result	in	our	present	or
future	applications	and	services	becoming	uncompetitive	or	obsolete.	If	we	were	unable	to	enhance	our	offerings	and	network
capabilities	to	keep	pace	with	rapid	technological	and	regulatory	change,	or	if	new	technologies	emerge	that	are	able	to	deliver
competitive	offerings	at	lower	prices,	more	efficiently,	more	conveniently,	or	more	securely	than	our	offerings,	our	business,
financial	condition,	and	results	of	operations	could	be	adversely	affected.	Our	success	will	also	depend	on	the	interoperability	of
our	offerings	with	a	range	of	third-	party	technologies,	systems,	networks,	operating	systems,	and	standards,	including	iOS	and
Android;	the	availability	of	our	mobile	apps	in	app	stores	and	in	“	super-	app	”	environments;	and	the	creation,	maintenance,	and
development	of	relationships	with	key	participants	in	related	industries,	some	of	which	may	also	be	our	competitors.	In	addition,
if	accessibility	of	various	apps	is	limited	by	executive	order	or	other	government	actions,	the	full	functionality	of	devices	may
not	be	available	to	our	customers.	Moreover,	third-	party	platforms,	services,	and	offerings	are	constantly	evolving,	and	we	may
not	be	able	to	modify	our	platform	to	assure	its	compatibility	with	those	of	third	parties.	If	we	lose	such	interoperability,	we
experience	difficulties	or	increased	costs	in	integrating	our	offerings	into	alternative	devices	or	systems,	or	manufacturers	or
operating	systems	elect	not	to	include	our	offerings,	make	changes	that	degrade	the	functionality	of	our	offerings,	or	give
preferential	treatment	to	competitive	products,	the	growth	of	our	business,	results	of	operations,	and	financial	condition	could	be
materially	adversely	affected.	This	risk	may	be	exacerbated	by	the	frequency	with	which	consumers	change	or	upgrade	their
devices.	In	the	event	consumers	choose	devices	that	do	not	already	include	or	support	our	platform	or	do	not	install	our	mobile
apps	when	they	change	or	upgrade	their	devices,	our	customer	engagement	may	be	harmed.	Artificial	intelligence	(AI)	and
machine	learning	(ML)	serve	a	key	role	in	many	of	our	services.	As	with	many	technological	innovations,	AI	and	ML
present	risks	and	challenges	that	could	affect	its	adoption,	and	therefore	our	business.	AI	and	ML	present	emerging
ethical	issues	and	if	we	enable	or	offer	solutions	that	draw	controversy	due	to	their	perceived	or	actual	impact	on	society,
we	may	experience	brand	or	reputational	harm,	competitive	harm	or	legal	liability.	Potential	government	regulation	in
the	space	of	AI	and	ML	ethics	also	may	increase	the	burden	and	cost	of	research	and	development	in	this	area,
subjecting	us	to	brand	or	reputational	harm,	competitive	harm	or	legal	liability.	Failure	to	address	AI	and	ML	ethics
issues	by	us	or	others	in	our	industry	could	undermine	public	confidence	in	AI	and	ML	and	slow	adoption	of	AI	and	ML
in	our	products	and	services.	We	may	become	subject	to	enforcement	actions	or	litigation	as	a	result	of	our	or	our	members’
failure	to	comply	with	laws	and	regulations	relating	to	communications,	even	though	noncompliance	was	inadvertent	or
unintentional.	We	maintain	systems	and	procedures	designed	to	ensure	that	our	telephonic	communications	and	telephonic	the
communications	made	by	members	and	others	using	our	platform	comply	with	applicable	laws	and	regulations;	however,	some
legal	/	regulatory	frameworks	provide	for	the	imposition	of	fines	or	penalties	for	noncompliance	even	though	the	noncompliance
was	inadvertent	or	unintentional	and	even	though	there	were	systems	and	procedures	designed	to	ensure	compliance	in	place	at
the	time.	For	example,	members	use	our	platform	to	engage	in	telephone,	text	message,	and	facsimile	communications	with
patients	and	other	doctors	and	healthcare	professionals.	There	are	a	number	of	federal	and	state	laws	and	regulations	potentially
applicable	to	such	communications,	including	the	federal	Telephone	Consumer	Protection	Act,	or	TCPA,	and	those	laws	and
regulations	are	continuously	evolving.	A	determination	by	a	court	or	regulatory	agency	that	any	of	these	laws	and	regulations
are	applicable	to	or	operate	to	prohibit	or	limit	telephone,	text	message,	and	facsimile	communications	made	by	members	or
others	using	our	platform	could	invalidate	all	or	some	portions	of	our	customer	contracts,	could	require	us	to	change	or	terminate
some	portions	of	our	business,	could	require	us	to	refund	portions	of	our	service	fees,	and	could	have	an	adverse	effect	on	our
business.	In	addition,	if	a	court	or	regulatory	agency	determines	that	communications	made	by	members	or	others	using	our
platform	violate	any	of	these	laws	or	regulations	and	that	we	are	responsible	for	the	violation,	we	may	be	subject	to	substantial
damages,	substantial	civil	penalties,	and	adverse	publicity	that	could	have	a	material	adverse	effect	on	our	business	and	financial
condition.	For	violations	of	the	TCPA,	the	law	provides	for	a	private	right	of	action	under	which	a	plaintiff	may	recover
statutory	damages	of	$	500	for	each	call,	text	message,	or	facsimile	made	in	violation	of	the	statute’	s	prohibitions.	A	court	also
may	treble	the	amount	of	damages	upon	a	finding	of	a	“	willful	or	knowing	”	violation	of	the	statute.	There	is	no	statutory	cap
on	maximum	aggregate	exposure.	In	addition,	the	Federal	Communications	Commission,	or	FCC,	which	implements	and



enforces	the	TCPA,	a	state	attorney	general	or	other	federal	and	state	regulators	may	seek	civil	penalties	in	an	enforcement
action	for	violations	of	the	TCPA	or	other	laws	and	regulations	potentially	applicable	to	telephone,	text	message,	and	facsimile
communications	made	by	members	or	others	using	our	platform.	We	may	incur	liability	as	a	result	of	information	retrieved
from	or	transmitted	over	the	Internet	or	published	using	our	platform	and	legislation	regulating	content	on	our	platform	may
require	us	to	change	our	solutions	or	business	practices	and	may	adversely	affect	our	business	and	financial	results.	Because	our
platform	allows	for	the	exchange	of	news,	information,	and	other	content,	we	may	face	claims	relating	to	the	content	that	is
published	or	made	available	on	our	platform.	In	particular,	the	nature	of	our	business	exposes	us	to	claims	related	to	defamation,
dissemination	of	misinformation,	discrimination,	harassment,	intellectual	property	rights,	rights	of	publicity	and	privacy,
personal	injury	torts,	laws	regulating	hate	speech	or	other	types	of	content,	and	breach	of	contract,	among	others.	In	the	United
States,	the	Communications	Decency	Act,	or	CDA,	provides	statutory	protections	to	online	service	providers	like	us	who
distribute	third-	party	content.	However,	in	the	United	States,	government	authorities,	elected	officials,	and	political	candidates
have	called	for	amendments	to	Section	230	of	the	CDA	that	would	purport	to	limit	or	remove	protections	afforded	to	interactive
computer	service	providers	and	our	current	protections	from	liability	for	third-	party	content	in	the	United	States	could	decrease
or	change.	We	could	incur	significant	costs	investigating	and	defending	such	claims	and,	if	we	are	found	liable,	significant
damages.	We	could	also	face	fines,	orders	restricting	or	blocking	our	services	in	particular	geographies,	or	other	government-
imposed	remedies	as	a	result	of	content	hosted	on	our	platform.	Content-	related	legislation	or	judicial	review	may	require	us	to
change	our	solutions	or	business	practices,	increase	our	compliance	costs,	or	otherwise	impact	our	operations	or	our	ability	to
provide	services	in	certain	geographies.	In	addition,	we	could	incur	significant	costs	investigating	and	defending	claims	for
violating	such	requirements	and,	if	we	are	found	liable,	significant	damages.	We	may	experience	fluctuations	in	our	tax
obligations	and	effective	tax	rate,	which	could	materially	and	adversely	affect	our	results	of	operations.	We	are	subject	to	U.	S.
federal	and	state	income	taxes.	Tax	laws,	regulations,	and	administrative	practices	in	various	jurisdictions	may	be	subject	to
significant	change,	with	or	without	advance	notice,	due	to	economic,	political,	and	other	conditions,	and	significant	judgment	is
required	in	evaluating	and	estimating	our	provision	and	accruals	for	these	taxes.	There	are	many	transactions	that	occur	during
the	ordinary	course	of	business	for	which	the	ultimate	tax	determination	is	uncertain.	Our	effective	tax	rates	could	be	affected
by	numerous	factors,	such	as	changes	in	tax,	accounting,	and	other	laws,	regulations,	administrative	practices,	principles,	and
interpretations,	the	mix	and	level	of	earnings	in	a	given	taxing	jurisdiction,	or	our	ownership	or	capital	structures.	Our	ability	to
utilize	our	net	operating	loss	carryforwards	and	certain	other	tax	attributes	may	be	limited.	As	of	March	31,	2022	2023	,	we
accumulated	$	124	15	.	1	3	million	and	$	97.	1	million	of	state	and	no	federal	and	state	net	operating	loss	carryforwards,	or
NOLs	,	to	reduce	future	taxable	income,	portions	of	which	will	begin	to	expire	in	2027	2035	.	Under	Section	382	and	Section
383	of	the	Internal	Revenue	Code	of	1986,	as	amended,	or	the	Code,	if	a	corporation	undergoes	an	“	ownership	change,	”	the
corporation’	s	ability	to	use	its	pre-	change	NOLs	and	other	tax	attributes,	including	R	&	D	tax	credits,	to	offset	its	post-	change
income	or	taxes	may	be	limited.	In	general,	an	“	ownership	change	”	will	occur	if	there	is	a	cumulative	change	in	our	ownership
by	“	5	percent	stockholders	”	that	exceeds	50	percentage	points	over	a	rolling	three-	year	period.	Similar	rules	may	apply	under
state	tax	laws.	Based	on	an	assessment	of	our	historical	ownership	changes	through	March	31,	2022	2023	,	we	do	not	anticipate
a	current	limitation	on	the	tax	attributes.	Our	ability	to	use	NOLs	and	other	tax	attributes	to	reduce	future	taxable	income	and
liabilities	may	be	subject	to	limitations	as	a	result	of	ownership	changes	that	may	occur	in	the	future.	Under	current	law,	U.	S.
federal	net	operating	losses	incurred	in	taxable	years	beginning	after	December	31,	2017	may	be	carried	forward	indefinitely.
Such	U.	S.	federal	net	operating	losses	generally	may	not	be	carried	back	to	prior	taxable	years,	except	that	net	operating	losses
generated	in	2018,	2019,	and	2020	may	be	carried	back	to	each	of	the	five	tax	years	preceding	the	tax	years	of	such	losses.
Additionally,	for	tax	years	beginning	after	December	31,	2020,	the	deductibility	of	U.	S.	federal	net	operating	losses	incurred	in
taxable	years	beginning	after	December	31,	2017,	is	limited	to	80	%	of	taxable	income.	Our	net	operating	losses	may	also	be
impaired	or	restricted	under	state	law.	At	the	state	level	,	there	may	be	periods	during	which	the	use	of	net	operating	losses	is
suspended	or	otherwise	limited,	which	could	increase	or	permanently	accelerate	state	taxes	owed.	For	example,	California
imposed	limits	on	the	usability	of	California	state	net	operating	losses	to	offset	taxable	income	in	tax	years	beginning	after	2019
and	before	2022.	We	depend	on	our	talent	to	grow	and	operate	our	business,	and	if	we	are	unable	to	hire,	integrate,	develop,
motivate,	and	retain	our	personnel,	we	may	not	be	able	to	grow	effectively.	Our	ability	to	maintain	our	competitive	position	is
largely	dependent	on	the	services	of	our	senior	management	and	other	key	personnel.	In	addition,	our	future	success	depends	on
our	continuing	ability	to	attract,	develop,	motivate,	and	retain	highly	qualified	and	skilled	employees.	The	market	for	such
positions	is	competitive,	especially	in	the	San	Francisco	Bay	Area.	Qualified	individuals	are	in	high	demand	and	we	may	incur
significant	costs	to	attract	them.	In	addition,	the	loss	of	any	of	our	senior	management	or	other	key	employees,	in	particular	our
Chief	Executive	Officer,	or	our	inability	to	recruit	and	develop	mid-	level	managers	could	materially	and	adversely	affect	our
ability	to	execute	our	business	plan	and	we	may	be	unable	to	find	adequate	replacements.	Competition	for	qualified	employees
is	intense	in	our	industry,	and	the	loss	of	even	a	few	qualified	employees,	or	an	inability	to	attract,	retain,	and	motivate	additional
highly	skilled	employees	required	for	the	planned	expansion	of	our	business	could	harm	our	operating	results	and	impair	our
ability	to	grow.	To	attract	and	retain	key	personnel,	we	use	various	measures,	including	an	equity	incentive	program	for	key
executive	officers	and	other	most	employees.	These	measures	may	not	be	enough	to	attract	and	retain	the	personnel	we	require
to	operate	our	business	effectively.	All	of	our	employees	are	at-	will	employees,	meaning	that	they	may	terminate	their
employment	relationship	with	us	at	any	time,	and	their	knowledge	of	our	business	and	industry	would	be	extremely	difficult	to
replace.	If	we	fail	to	retain	talented	senior	management	and	other	key	personnel,	or	if	we	do	not	succeed	in	attracting	well-
qualified	employees	or	retaining	and	motivating	existing	employees,	our	business,	financial	condition,	and	results	of	operations
may	be	materially	adversely	affected.	We	may	become	subject	to	litigation,	which	could	have	a	material	adverse	effect	on	our
business,	financial	condition,	and	results	of	operations.	We	have	been	subject	to	litigation	in	the	past,	and	may	become	subject	to
litigation	in	the	future.	Some	of	these	claims	may	result	in	significant	defense	costs	and	potentially	significant	judgments	against



us,	some	of	which	we	are	not,	or	cannot	be,	insured	against.	We	generally	intend	to	defend	ourselves	vigorously;	however,	we
cannot	be	certain	of	the	ultimate	outcomes	of	any	claims	that	may	arise	in	the	future.	Resolution	of	these	types	of	matters	against
us	may	result	in	our	having	to	pay	significant	fines,	judgments,	or	settlements,	which,	if	uninsured,	or	if	the	fines,	judgments,
and	settlements	exceed	insured	levels,	could	adversely	impact	our	earnings	and	cash	flows,	thereby	having	a	material	adverse
effect	on	our	business,	financial	condition,	results	of	operations,	cash	flow,	and	per	share	trading	price	of	our	Class	A	common
stock.	Certain	litigation	or	the	resolution	of	certain	litigation	may	affect	the	availability	or	cost	of	some	of	our	insurance
coverage,	which	could	adversely	impact	our	results	of	operations	and	cash	flows,	expose	us	to	increased	risks	that	would	be
uninsured,	and	adversely	impact	our	ability	to	attract	directors	and	officers.	Recent	volatility	in	We	may	require	additional
capital	markets	and	lower	market	prices	for	many	securities	may	affect	our	ability	to	support	access	new	capital	through
sales	of	shares	of	our	Class	A	common	stock	or	the	issuance	of	indebtedness,	which	may	harm	our	liquidity,	limit	our
ability	to	grow	our	business	growth	,	pursue	acquisitions	and	this	capital	might	not	be	available	on	acceptable	terms	,	if	at	all
or	improve	our	operating	infrastructure	and	restrict	our	ability	to	compete	in	our	markets	.	We	intend	to	continue	to
make	investments	to	support	our	business	growth	and	may	require	additional	funds	to	respond	to	business	challenges,	including
the	need	to	develop	new	features	and	tools	or	enhance	our	existing	solutions,	improve	our	operating	infrastructure,	or	acquire
complementary	businesses	and	technologies.	Accordingly,	we	have	engaged	and	may	continue	to	engage	in	equity	or	debt
financings	to	secure	additional	funds.	If	we	raise	additional	funds	through	future	issuances	of	equity	or	convertible	debt
securities,	our	existing	stockholders	could	suffer	significant	dilution,	and	any	new	equity	securities	we	issue	could	have	rights,
preferences,	and	privileges	superior	to	those	of	holders	of	our	Class	A	common	stock.	Any	debt	financing	we	secure	in	the
future	could	involve	restrictive	covenants	relating	to	our	capital	raising	activities	and	other	financial	and	operational	matters,
which	may	make	it	more	difficult	for	us	to	obtain	additional	capital	and	to	pursue	business	opportunities,	including	potential
acquisitions.	We	Recent	volatility	in	capital	markets	and	lower	market	prices	for	may	many	not	be	able	securities	may,
among	other	things,	affect	our	ability	to	obtain	additional	financing	access	new	capital	on	terms	favorable	to	us,	if	at	all.	If
we	are	unable	to	obtain	adequate	financing	or	financing	on	terms	satisfactory	to	us	when	we	require	it,	our	ability	to	continue	to
support	our	business	growth	and	to	respond	to	business	challenges	could	be	significantly	impaired,	and	our	business	may	be
harmed.	We	may	seek	to	grow	our	business	through	acquisitions	of,	or	investments	in,	new	or	complementary	businesses,
technologies,	tools,	or	solutions,	or	through	strategic	alliances,	and	the	failure	to	manage	these	acquisitions,	investments	or
alliances,	or	to	integrate	them	with	our	existing	business,	could	have	a	material	adverse	effect	on	us.	In	fiscal	2021,	we
completed	an	acquisition	of	Curative	Talent	and	,	on	April	1,	2022	we	completed	the	acquisition	of	the	AMiON	business,	and
we	may	in	the	future	consider	opportunities	to	acquire	or	make	additional	investments	in	new	or	complementary	businesses,
technologies,	offerings,	tools,	or	solutions,	or	enter	into	strategic	alliances,	that	may	enhance	our	capabilities	and	platform	in
general,	complement	our	current	offerings,	or	expand	the	breadth	of	our	markets.	Our	ability	to	successfully	grow	through	these
types	of	strategic	transactions	depends	upon	our	ability	to	identify,	negotiate,	complete	acquire	,	and	integrate	suitable	target
businesses,	technologies,	tools,	and	solutions	and	to	obtain	any	necessary	financing,	and	is	subject	to	numerous	risks,	including:
•	failure	to	identify	acquisition,	investment,	or	other	strategic	alliance	opportunities	that	we	deem	suitable	or	available	on
favorable	terms;	•	problems	integrating	the	acquired	business,	technologies,	tools,	or	solutions,	including	issues	maintaining
uniform	standards,	procedures,	controls,	and	policies;	•	integrating	personnel	from	the	acquired	company;	•	unanticipated	costs
associated	with	acquisitions,	investments,	or	strategic	alliances;	•	adverse	impacts	on	our	overall	margins;	•	diversion	of
management’	s	attention	from	our	existing	business;	•	risks	associated	with	entering	new	markets	in	which	we	may	have	limited
or	no	experience;	•	potential	loss	of	key	employees	of	acquired	businesses;	and	•	increased	legal	and	accounting	compliance
costs.	In	addition,	a	significant	portion	of	the	purchase	price	of	companies	we	acquire	may	be	allocated	to	acquired	goodwill	and
other	intangible	assets.	In	the	future,	if	our	acquisitions	do	not	yield	expected	returns,	we	may	be	required	to	take	impairment
charges	to	our	results	of	operations	based	on	our	impairment	assessment	process,	which	could	harm	our	results	of	operations.
We	may	experience	challenges	with	managing	our	the	integration	and	growth	related	to	these	our	recent	acquisition
acquisitions	of	AMiON	or	other	future	acquisitions.	The	operation	and	integration	of	the	acquired	technologies	and	business
operations	may	require	substantial	financial	costs	and	management	attention.	If	we	fail	to	manage	such	integration	processes	in	a
timely	and	effective	manner,	our	business	and	financial	results	may	suffer.	If	we	are	unable	to	identify	suitable	acquisitions	or
strategic	relationships,	or	if	we	are	unable	to	integrate	any	acquired	businesses,	technologies,	tools,	and	solutions	effectively,
our	business,	financial	condition,	and	results	of	operations	could	be	materially	and	adversely	affected.	Also,	while	we	employ
several	different	methodologies	to	assess	potential	business	opportunities,	the	new	businesses	may	not	meet	or	exceed	our
expectations.	We	may	enter	into	collaborations,	in-	licensing	arrangements,	joint	ventures,	strategic	alliances,	or	partnerships
with	third-	parties	that	may	not	result	in	the	development	of	commercially	viable	solutions	or	the	generation	of	significant	future
revenue.	In	the	ordinary	course	of	our	business,	we	may	enter	into	collaborations,	in-	licensing	arrangements,	joint	ventures,
strategic	alliances,	or	technology	partnerships	to	develop	proposed	solutions	and	to	pursue	new	markets	,	such	as	our	agreement
with	U.	S.	News	&	World	Report	to	offer	a	direct-	to-	patient	scheduling	tool	for	health	systems	.	Proposing,	negotiating,	and
implementing	collaborations,	in-	licensing	arrangements,	joint	ventures,	strategic	alliances,	or	partnerships	may	be	a	lengthy	and
complex	process.	Other	companies,	including	those	with	substantially	greater	financial,	marketing,	sales,	technology,	or	other
business	resources,	may	compete	with	us	for	these	opportunities	or	arrangements.	We	may	not	identify,	secure,	or	complete	any
such	transactions	or	arrangements	in	a	timely	manner,	on	a	cost-	effective	basis,	on	acceptable	terms,	or	at	all.	We	have	limited
institutional	knowledge	and	experience	with	respect	to	these	business	development	activities,	and	we	may	also	not	realize	the
anticipated	benefits	of	any	such	transaction	or	arrangement.	In	particular,	these	collaborations	may	not	result	in	the	development
of	solutions	that	achieve	commercial	success	or	result	in	significant	revenue	and	could	be	terminated	prior	to	developing	any
solutions.	Additionally,	we	may	not	be	in	a	position	to	exercise	sole	decision	making	authority	regarding	the	transaction	or
arrangement,	which	could	create	the	potential	risk	of	creating	impasses	on	decisions,	and	our	collaborators	may	have	economic



or	business	interests	or	goals	that	are,	or	that	may	become,	inconsistent	with	our	business	interests	or	goals.	It	is	possible	that
conflicts	may	arise	with	our	collaborators,	such	as	conflicts	concerning	the	achievement	of	performance	milestones,	or	the
interpretation	of	significant	terms	under	any	agreement,	such	as	those	related	to	financial	obligations	or	the	ownership	or	control
of	intellectual	property	developed	during	the	collaboration.	If	any	conflicts	arise	with	our	current	or	future	collaborators,	they
may	act	in	their	self-	interest,	which	may	be	adverse	to	our	best	interest,	and	they	may	breach	their	obligations	to	us.	In	addition,
we	have	limited	control	over	the	amount	and	timing	of	resources	that	our	current	collaborators	or	any	future	collaborators	devote
to	our	collaborators’	or	our	future	solutions.	Disputes	between	us	and	our	collaborators	may	result	in	litigation	or	arbitration
which	would	increase	our	expenses	and	divert	the	attention	of	our	management.	Further,	these	transactions	and	arrangements	are
contractual	in	nature	and	may	be	terminated	or	dissolved	under	the	terms	of	the	applicable	agreements	and,	in	such	event,	we
may	not	continue	to	have	rights	to	the	products	relating	to	such	transaction	or	arrangement	or	may	need	to	purchase	such	rights
at	a	premium.	We	may	be	unable	to	successfully	execute	on	our	growth	initiatives,	business	strategies,	or	operating	plans.	We
are	continually	executing	on	growth	initiatives,	strategies,	and	operating	plans	designed	to	enhance	our	business	and	extend	our
solutions.	The	anticipated	benefits	from	these	efforts	are	based	on	several	assumptions	that	may	prove	to	be	inaccurate.
Moreover,	we	may	not	be	able	to	successfully	complete	these	growth	initiatives,	strategies,	and	operating	plans	and	realize	all	of
the	benefits,	including	growth	targets	and	cost	savings,	that	we	expect	to	achieve	or	it	may	be	more	costly	to	do	so	than	we
anticipate.	A	variety	of	risks	could	cause	us	not	to	realize	some	or	all	of	the	expected	benefits.	These	risks	include,	among
others,	delays	in	the	anticipated	timing	of	activities	related	to	such	growth	initiatives,	strategies,	and	operating	plans,	increased
difficulty	and	cost	in	implementing	these	efforts,	including	difficulties	in	complying	with	new	regulatory	requirements	and	the
incurrence	of	other	unexpected	costs	associated	with	operating	our	business.	Moreover,	our	continued	implementation	of	these
programs	may	disrupt	our	operations	and	performance.	As	a	result,	we	cannot	assure	you	that	we	will	realize	these	benefits.	If
for	any	reason	the	benefits	we	realize	are	less	than	our	estimates,	or	the	implementation	of	these	growth	initiatives,	strategies,
and	operating	plans	adversely	affect	our	operations	or	cost	more	or	take	longer	to	effectuate	than	we	expect,	or	if	our
assumptions	prove	inaccurate,	our	business,	financial	condition,	and	results	of	operations	may	be	materially	adversely	affected.
We	employ	third-	party	licensed	software	and	software	components	for	use	in	or	with	our	solutions,	and	the	inability	to	maintain
these	licenses	or	the	presence	of	errors	or	security	vulnerabilities	in	the	software	we	license	could	limit	the	functionality	of	our
solutions	and	result	in	increased	costs	or	reduced	service	levels,	which	could	adversely	affect	our	business.	Our	network
incorporates	or	utilizes	certain	third-	party	software	and	software	components	obtained	under	licenses	from	other	companies.	We
anticipate	that	we	will	continue	to	rely	on	such	third-	party	software	and	development	tools	from	third	parties	in	the	future.
Although	we	believe	that	there	are	commercially	reasonable	alternatives	to	the	third-	party	software	we	currently	license,	this
may	not	always	be	the	case,	or	it	may	be	difficult	or	costly	to	replace.	Our	use	of	additional	or	alternative	third-	party	software
would	require	us	to	enter	into	license	agreements	with	third	parties.	In	addition,	if	the	third-	party	software	we	utilize	has	errors,
security	vulnerabilities,	or	otherwise	malfunctions,	the	functionality	of	our	solutions	may	be	negatively	impacted	and	our
business	may	suffer.	We	rely	on	software-	as-	a-	service,	or	SaaS,	technologies	from	third	parties.	We	rely	on	SaaS	technologies
from	third	parties	in	order	to	operate	critical	functions	of	our	business,	including	financial	management	services,	relationship
management	services,	marketing	services,	and	data	storage	services.	For	example,	we	rely	on	Amazon	Web	Services	for	a
substantial	portion	of	our	computing	and	storage	capacity,	and	rely	on	Google	for	storage	capacity	and	collaboration	tools.	We
are	also	highly	dependent	on	our	technology	integration	with	products	offered	by	certain	third	parties.	Amazon	Web	Services
provides	us	with	computing	and	storage	capacity	pursuant	to	an	agreement	that	continues	until	terminated	by	either	party.
Similarly,	Google	provides	us	with	storage	capacity	and	certain	collaboration	tools,	and	also	may	non-	renew	its	agreement	by
providing	15	days	notice	prior	to	the	end	of	the	then-	current	term.	Some	of	our	other	vendor	agreements	may	be	unilaterally
terminated	by	the	counterparty	for	convenience.	If	these	services	become	unavailable	due	to	contract	cancellations,	extended
outages	or	interruptions,	because	they	are	no	longer	available	on	commercially	reasonable	terms	or	prices,	or	for	any	other
reason,	our	expenses	could	increase,	our	ability	to	manage	our	finances	could	be	interrupted,	our	processes	for	managing	our
offerings	and	supporting	our	consumers	and	partners	could	be	impaired,	and	our	ability	to	access	or	save	data	stored	to	the	cloud
may	be	impaired	until	equivalent	services,	if	available,	are	identified,	obtained,	and	implemented,	all	of	which	could	harm	our
business,	financial	condition,	and	results	of	operations.	Our	growth	depends	in	part	on	the	success	of	our	strategic	relationships
with	third	parties.	We	anticipate	that	we	will	continue	to	depend	on	relationships	with	various	third	parties,	including	access	to
platforms	and	content	providers	and	distributors	to	grow	our	business,	authors	who	provide	content	(including	learning	and
development	material),	and	channel	partners.	Identifying,	negotiating,	and	maintaining	relationships	with	third	parties	require
significant	time	and	resources,	as	does	integrating	third-	party	content	and	technology.	Our	agreements	with	technology	and
content	providers	and	similar	third	parties	are	typically	non-	exclusive	and	do	not	prohibit	them	from	working	with	our
competitors	or	from	offering	competing	services.	In	some	cases,	in	particular	with	respect	to	content	providers,	these
relationships	are	undocumented,	or,	if	there	are	agreements	in	place,	they	may	be	easily	terminable.	Our	competitors	may	be
effective	in	providing	incentives	to	these	parties	to	favor	their	solutions	or	may	prevent	us	from	developing	strategic
relationships	with	these	parties.	These	third	parties	may	decide	that	working	with	us	is	not	in	their	interest.	In	addition,	these
third	parties	may	not	perform	as	expected	under	our	agreements	with	them,	and	we	have	had,	and	may	in	the	future	have,
disagreements	or	disputes	with	these	parties,	which	could	negatively	affect	our	brand	and	reputation.	It	is	possible	that	these
third	parties	may	not	be	able	to	devote	the	resources	we	expect	to	the	relationship	or	they	may	terminate	their	relationships	with
us.	Further,	as	members	increasingly	access	our	services	through	mobile	devices,	we	are	becoming	more	dependent	on	the
distribution	of	our	mobile	applications	through	third	parties,	and	we	may	not	be	able	to	access	their	application	program
interfaces	or	be	able	to	distribute	our	applications	or	provide	ease	of	integration,	and	this	may	also	impact	our	ability	to	monetize
our	mobile	solutions.	If	we	are	unsuccessful	in	establishing	or	maintaining	our	relationships	with	third	parties,	our	ability	to
compete	in	the	marketplace	or	to	grow	our	business	could	be	impaired,	and	our	operating	results	could	suffer.	Even	if	we	are



successful,	these	relationships	may	not	result	in	improved	operating	results.	Any	restrictions	on	our	use	of,	or	ability	to	license,
data,	or	our	failure	to	license	data	and	integrate	third-	party	technologies,	could	have	a	material	adverse	effect	on	our	business,
financial	condition,	and	results	of	operations.	We	depend	upon	licenses	from	third	parties	for	some	of	the	technology	and	data
used	in	our	applications,	and	for	some	of	the	technology	platforms	upon	which	these	applications	are	built	and	operate.	We
expect	that	we	may	need	to	obtain	additional	licenses	from	third	parties	in	the	future	in	connection	with	the	development	of	our
solutions	and	services.	In	addition,	we	obtain	a	portion	of	the	data	that	we	use	from	government	entities,	public	records,	and	our
partners	for	specific	partner	engagements.	We	believe	that	we	have	all	rights	necessary	to	use	the	data	that	is	incorporated	into
our	solutions	and	services.	However,	we	cannot	assure	you	that	our	licenses	for	information	will	allow	us	to	use	that
information	for	all	potential	or	contemplated	applications	and	solutions.	In	the	future,	data	providers	could	withdraw	their	data
from	us	or	restrict	our	usage	for	any	reason,	including	if	there	is	a	competitive	reason	to	do	so,	if	legislation	is	passed	restricting
the	use	of	the	data,	or	if	judicial	interpretations	are	issued	restricting	use	of	the	data	that	we	currently	use	in	our	solutions	and
services.	In	addition,	data	providers	could	fail	to	adhere	to	our	quality	control	standards	in	the	future,	causing	us	to	incur
additional	expense	to	appropriately	utilize	the	data.	If	a	substantial	number	of	data	providers	were	to	withdraw	or	restrict	their
data,	or	if	they	fail	to	adhere	to	our	quality	control	standards,	and	if	we	are	unable	to	identify	and	contract	with	suitable
alternative	data	suppliers	and	integrate	these	data	sources	into	our	service	offerings,	our	ability	to	provide	solutions	and	services
to	our	partners	would	be	materially	adversely	impacted,	which	could	have	a	material	adverse	effect	on	our	business,	financial
condition,	and	results	of	operations.	We	also	integrate	into	our	proprietary	applications	and	use	third-	party	software	to	maintain
and	enhance,	among	other	things,	content	generation	and	delivery,	and	to	support	our	technology	infrastructure.	Our	use	of	third-
party	technologies	exposes	us	to	increased	risks,	including,	but	not	limited	to,	risks	associated	with	the	integration	of	new
technology	into	our	solutions,	the	diversion	of	our	resources	from	development	of	our	own	proprietary	technology,	and	our
inability	to	generate	revenue	from	licensed	technology	sufficient	to	offset	associated	acquisition	and	maintenance	costs.	These
technologies	may	not	be	available	to	us	in	the	future	on	commercially	reasonable	terms	or	at	all	and	could	be	difficult	to	replace
once	integrated	into	our	own	proprietary	applications.	Most	of	these	licenses	can	be	renewed	only	by	mutual	consent	and	may	be
terminated	if	we	breach	the	terms	of	the	license	and	fail	to	cure	the	breach	within	a	specified	period	of	time.	Our	inability	to
obtain,	maintain,	or	comply	with	any	of	these	licenses	could	delay	development	until	equivalent	technology	can	be	identified,
licensed,	and	integrated,	which	would	harm	our	business,	financial	condition,	and	results	of	operations.	Most	of	our	third-	party
licenses	are	non-	exclusive	and	our	competitors	may	obtain	the	right	to	use	any	of	the	technology	covered	by	these	licenses	to
compete	directly	with	us.	If	our	data	suppliers	choose	to	discontinue	support	of	the	licensed	technology	in	the	future,	we	might
not	be	able	to	modify	or	adapt	our	own	solutions.	Changes	in	accounting	rules,	assumptions,	and	/	or	judgments	could	materially
and	adversely	affect	us.	Accounting	rules	and	interpretations	for	certain	aspects	of	our	operations	are	highly	complex	and
involve	significant	assumptions	and	judgment.	These	complexities	could	lead	to	a	delay	in	the	preparation	and	dissemination	of
our	financial	statements.	Furthermore,	changes	in	accounting	rules	and	interpretations	or	in	our	accounting	assumptions	and	/	or
judgments	could	significantly	impact	our	financial	statements.	In	some	cases,	we	could	be	required	to	apply	a	new	or	revised
standard	retroactively,	resulting	in	restating	prior	period	financial	statements.	Any	of	these	circumstances	could	have	a	material
adverse	effect	on	our	business,	prospects,	liquidity,	financial	condition,	and	results	of	operations.	Changes	in	tax	laws	or
regulations	that	are	applied	adversely	to	us	or	our	customers	may	have	a	material	adverse	effect	on	our	business,	cash	flow,	and
financial	condition	or	result	of	operations.	We	are	subject	to	income	taxes	in	the	United	States	and	our	tax	provision	could	also
be	impacted	by	changes	in	accounting	principles	and	changes	in	U.	S.	federal	and	state	tax	laws	applicable	to	corporations.	For
example,	legislation	enacted	in	2017,	informally	titled	the	Tax	Cuts	and	Jobs	Act,	or	Tax	Act,	and	the	Coronavirus	Aid,	Relief,
and	Economic	Security	Act,	or	CARES	Act,	of	2020	significantly	changed	how	the	U.	S.	Department	of	Treasury	imposes
income	taxes	on	U.	S.	corporations.	For	tax	years	beginning	after	December	31,	2021,	the	Tax	Act	eliminated	the	option	to
deduct	research	and	development	expenditures	in	the	current	period	and	requires	taxpayers	to	capitalize	and	amortize
U.	S.-	based	research	and	development	expenditures	over	five	years.	This	legislation	has	accelerated	the	utilization	of	our
net	operating	losses	and	research	and	development	tax	credits	in	the	U.	S.	federal	and	state	jurisdictions.	We	made
significant	judgments	and	assumptions	in	the	interpretation	of	these	laws	and	in	our	calculations	reflected	in	our	financial
statements.	The	U.	S.	Department	of	Treasury,	the	Internal	Revenue	Service,	or	the	IRS,	and	other	standard-	setting	bodies	may
issue	additional	guidance	on	how	the	provisions	of	the	Tax	Act	and	CARES	Act	will	be	applied	or	otherwise	administered,	and
additional	accounting	guidance	or	interpretations	may	be	issued	in	the	future	that	is	different	from	our	current	interpretation.	As
another	Additionally,	as	an	example,	on	August	16,	2022,	the	U.	S.	government	enacted	the	Inflation	Reduction	Act	of
2022	Supreme	Court’	s	decision	in	South	Dakota	v.	Wayfair	,	which	includes	changes	Inc.,	increasing	states’	ability	to	assert
taxing	jurisdiction	the	U.	S.	corporate	income	tax	system,	including	a	15	%	minimum	tax	based	on	“	adjusted	financial
statement	income	”	for	out-	of-	state	retailers	could	result	in	certain	additional	jurisdictions	asserting	that	sales	large
corporations	which	will	not	be	effective	until	fiscal	year	2024	and	use	and	other	a	1	%	excise	taxes	--	tax	on	share
repurchases	after	December	31,	2022.	We	are	currently	assessing	applicable,	which	could	result	in	tax	assessments,
penalties,	and	interest,	and	we	may	be	required	to	collect	such	taxes	in	the	potential	impact	future.	After	the	U.	S.	Supreme
Court'	s	decision	in	South	Dakota	v.	Wayfair,	Inc.,	several	U.	S.	states	imposed	an	economic	presence	standard	with	respect	to
the	imposition	of	taxes.	These	these	legislative	changes	new	rules	often	have	uncertainty	with	respect	to	the	level	of	activity
necessary	to	cause	a	taxable	presence	for	taxpayers	within	the	state.	Accordingly,	additional	jurisdictions	may	assert	sales	and
use	and	other	taxes,	which	could	result	in	tax	assessments,	penalties,	and	interest,	and	we	may	be	required	to	collect	and	remit	/
pay	such	taxes	in	the	future.	The	U.	S.	Supreme	Court’	s	decision	in	South	Dakota	v.	Wayfair,	Inc.	increasing	states’	ability	to
assert	taxing	jurisdiction	on	our	business	out-	of-	state	retailers	could	result	in	certain	additional	jurisdictions	asserting	that
sales	and	use	and	other	taxes	are	applicable,	which	could	result	in	tax	assessments,	penalties,	and	interest,	and	we	may	be
required	to	collect	such	taxes	in	the	future	.	Our	ability	to	limit	our	liabilities	by	contract	or	through	insurance	may	be	ineffective



or	insufficient	to	cover	our	future	liabilities.	We	attempt	to	limit,	by	contract,	our	liability	for	damages	arising	from	our
negligence,	errors,	mistakes,	or	security	breaches.	Contractual	limitations	on	liability,	however,	may	not	be	enforceable	or	may
otherwise	not	provide	sufficient	protection	to	us	from	liability	for	damages	and	we	are	not	always	able	to	negotiate	meaningful
limitations.	We	maintain	liability	insurance	coverage,	including	coverage	for	cybersecurity	and	errors	and	omissions.	It	is
possible,	however,	that	claims	could	exceed	the	amount	of	our	applicable	insurance	coverage,	if	any,	or	that	this	coverage	may
not	continue	to	be	available	on	acceptable	terms	or	in	sufficient	amounts.	Even	if	these	claims	do	not	result	in	liability	to	us,
investigating	and	defending	against	them	could	be	expensive	and	time-	consuming	and	could	divert	management’	s	attention
away	from	our	operations.	In	addition,	negative	publicity	caused	by	these	events	may	delay	market	acceptance	of	our	solutions
and	services,	any	of	which	could	materially	and	adversely	affect	our	reputation	and	our	business.	Our	business	could	be
disrupted	by	a	pandemic,	epidemic,	or	outbreak	of	an	infectious	disease.	Any	pandemic,	endemic	or	other	infectious
disease	may	adversely	affect	our	business,	results	of	operations,	and	financial	condition	by	causing	us	to	change	the	way
we	or	our	customers	or	members	conduct	business	and	engage	with	us.	As	an	example,	the	COVID-	19	pandemic,
including	its	variants,	affected	our	business	operations,	including,	among	other	impacts,	causing	the	majority	of	our
employees	to	work	from	home,	impacting	the	way	our	customers	engage	with	our	business,	and	influencing	the
regulatory	framework	in	which	we	operate.	The	full	extent	to	which	it	will	impact	our	business,	results	of	operations,
and	financial	condition	is	still	unknown	and	will	depend	on	future	developments,	which	are	highly	uncertain	and	cannot
be	predicted.	Even	after	the	COVID-	19	pandemic	has	subsided,	we	may	experience	materially	adverse	impacts	to	our
business	as	a	result	of	its	global	economic	impact,	including	any	recession	that	has	occurred	or	may	occur	in	the	future.
While	the	potential	economic	impact	and	the	duration	of	any	pandemic,	epidemic,	or	outbreak	of	an	infectious	disease,
including	COVID-	19,	may	be	difficult	to	assess	or	predict,	the	widespread	COVID-	19	pandemic	has	resulted	in,	and
may	continue	to	result	in,	significant	disruption	of	global	financial	markets,	reducing	our	ability	to	access	capital,	which
could	in	the	future	negatively	affect	our	liquidity.	The	impact	of	any	pandemic,	epidemic,	or	outbreak	of	an	infectious
disease,	including	COVID-	19,	on	the	needs,	expectations,	and	spending	levels	of	our	customers	could	impact	our	ability
to	maintain	or	grow	our	business	and,	as	a	result,	our	operating	and	financial	results	could	be	adversely	affected.	To	the
extent	that	a	pandemic	adversely	affects	our	business,	financial	condition,	and	results	of	operations,	it	may	also	have	the
effect	of	heightening	many	of	the	other	risks	described	in	this	“	Risk	Factors	”	section.	Our	business	could	be	disrupted
by	catastrophic	events	such	as	power	disruptions,	data	security	breaches,	and	terrorism.	Natural	disasters	or	other	catastrophic
events	may	cause	damage	or	disruption	to	our	operations,	commerce,	and	the	global	economy,	and	thus	could	harm	our
business.	In	the	event	of	a	major	earthquake,	hurricane,	fire,	cyber-	attack,	major	political	disruption,	any	U.	S.	federal
government	debt	default	due	to	a	failure	to	increase	the	debt	ceiling,	war	(including	the	recent	ongoing	conflict	in	Ukraine),
terrorist	attack,	disease	(including	the	COVID-	19	pandemic	or	any	other	pandemic	or	epidemic	),	power	loss,
telecommunications	failure,	or	other	catastrophic	events,	we	may	be	unable	to	continue	our	operations,	in	part	or	in	whole,	and
may	endure	reputational	harm,	breaches	of	data	security,	and	loss	of	critical	data,	all	of	which	could	harm	our	business,	results
of	operations,	and	financial	condition.	Our	insurance	coverage	may	not	compensate	us	for	losses	that	may	occur	in	the	event	of
an	earthquake	or	other	significant	natural	disaster,	such	as	fires,	floods,	severe	weather,	droughts,	and	travel-	related	health
concerns	including	pandemics	and	epidemics.	In	addition,	acts	of	terrorism,	including	malicious	internet-	based	activity,	could
cause	disruptions	to	the	internet	or	the	economy	as	a	whole.	Even	with	our	disaster	recovery	arrangements,	access	to	our
platform	could	be	interrupted.	If	our	systems	were	to	fail	or	be	negatively	impacted	as	a	result	of	a	natural	disaster	or	other
event,	our	ability	to	deliver	our	platform	and	solution	to	our	customers	and	members	would	be	impaired	or	we	could	lose	critical
data.	If	we	are	unable	to	develop	adequate	plans	to	ensure	that	our	business	functions	continue	to	operate	during	and	after	a
disaster,	and	successfully	execute	on	those	plans	in	the	event	of	a	disaster	or	emergency,	our	business,	financial	condition,	and
results	of	operations	would	be	harmed.	We	have	implemented	a	disaster	recovery	program	that	allows	us	to	move	website	traffic
to	a	backup	data	center	in	the	event	of	a	catastrophe.	This	allows	us	the	ability	to	move	traffic	in	the	event	of	a	problem,	and	the
ability	to	recover	in	a	short	period	of	time.	However,	to	the	extent	our	disaster	recovery	program	does	not	effectively	support	the
movement	of	traffic	in	a	timely	or	complete	manner	in	the	event	of	a	catastrophe,	our	business	and	results	of	operations	may	be
harmed.	We	do	not	carry	business	interruption	insurance	sufficient	to	compensate	us	for	the	potentially	significant	losses,
including	the	potential	harm	to	our	business,	financial	condition,	and	results	of	operations	that	may	result	from	interruptions	in
access	to	our	platform	as	a	result	of	system	failures.	As	we	grow	our	business,	the	need	for	business	continuity	planning	and
disaster	recovery	plans	will	grow	in	significance.	If	we	are	unable	to	develop	adequate	plans	to	ensure	that	our	business
functions	continue	to	operate	during	and	after	a	disaster,	and	successfully	execute	on	those	plans	in	the	event	of	a	disaster	or
emergency,	our	business	and	reputation	would	be	harmed.	Our	reputation	and	/	or	business	could	be	negatively	impacted	by
ESG	matters	and	/	or	other	reporting	of	such	matters.	There	is	an	increasing	focus	from	regulators,	certain	investors,
and	other	stakeholders	concerning	matters	relating	to	environmental	social	and	governance	factors	(“	ESG	”),	both	in	the
United	States	and	internationally.	We	communicate	certain	ESG-	related	initiatives	and	/	or	commitments	regarding
environmental	matters,	diversity,	and	other	matters	on	our	website	and	elsewhere.	These	initiatives	or	commitments
could	be	difficult	or	costly	to	achieve.	We	could	fail	to	achieve,	or	be	perceived	to	fail	to	achieve,	our	ESG-	related
initiatives	or	commitments.	In	addition,	we	could	be	criticized	for	the	timing,	scope	or	nature	of	these	activities,	or	for
any	revisions	to	them.	To	the	extent	that	our	disclosures	about	ESG	matters	increase,	we	could	be	criticized	for	the
accuracy,	adequacy,	or	completeness	of	such	disclosures.	Our	actual	or	perceived	failure	to	achieve	our	ESG-	related
initiatives	or	commitments	could	negatively	impact	our	reputation,	result	in	ESG-	focused	investors	not	purchasing	and
holding	our	stock,	or	otherwise	materially	harm	our	business.	Our	risk	management	policies	and	procedures	may	not	be
fully	effective	in	mitigating	our	risk	exposure	in	all	market	environments	or	against	all	types	of	risk.	We	operate	in	a	rapidly
changing	industry.	Accordingly,	our	risk	management	policies	and	procedures	may	not	be	fully	effective	to	identify,	monitor,



and	manage	all	the	risks	our	business	encounters.	If	our	policies	and	procedures	are	not	fully	effective	or	we	are	not	successful
in	identifying	and	mitigating	all	risks	to	which	we	are	or	may	be	exposed,	we	may	suffer	uninsured	liability,	harm	to	our
reputation,	or	be	subject	to	litigation	or	regulatory	actions	that	could	adversely	affect	our	business,	financial	condition,	or	results
of	operations.	For	example,	we	have	put	into	place	various	policies	and	practices	intended	to	reduce	exposure	to	credit
risk.	Events	involving	limited	liquidity,	defaults,	non-	performance	or	other	adverse	developments	that	affect	financial
institutions,	transactional	counterparties	or	other	companies	in	the	financial	services	industry	or	the	financial	services
industry	generally,	or	concerns	or	rumors	about	any	events	of	these	kinds	or	other	similar	risks,	have	in	the	past	and
may	in	the	future	lead	to	market-	wide	liquidity	problems.	Our	policies	and	practices	may	not	be	sufficient	to	withstand
the	impact	of	such	events	which	could	therefore	could	adversely	affect	our	business,	financial	condition,	or	results	of
operations.	Although	we	are	not	a	borrower	or	party	to	any	instruments	with	a	financial	institution	currently	in
receivership,	if	any	of	our	lenders	or	counterparties	to	any	such	instruments	were	to	be	placed	into	receivership,	we	may
be	unable	to	access	such	funds.	In	addition,	if	any	of	our	customers,	suppliers	or	other	parties	with	whom	we	conduct
business	are	unable	to	access	funds	pursuant	to	such	instruments	or	lending	arrangements	with	such	a	financial
institution,	such	parties’	ability	to	pay	their	obligations	to	us	or	to	enter	into	new	commercial	arrangements	requiring
additional	payments	to	us	could	be	adversely	affected.	We	may	incur	significant	additional	costs	and	expenses,	including
costs	and	expenses	associated	with	obligations	relating	to	being	a	public	company,	which	will	require	significant	resources	and
management	attention	and	may	divert	focus	from	our	business	operations,	and	we	may	generate	losses	in	the	future.	We	incur
significant	expenses	in	developing	our	technology,	marketing	,	and	providing	the	tools	and	solutions	we	offer,	and	acquiring
customers.	Our	costs	may	increase	due	to	our	continued	new	product	development	and	general	administrative	expenses,	such	as
legal	and	accounting	expenses	related	to	becoming	and	being	a	public	company.	As	a	public	company,	we	will	continue	to
incur	significant	legal,	accounting,	insurance,	and	other	expenses	,	which	we	expect	to	further	.	Compliance	with	these
reporting	requirements	and	other	rules	of	the	SEC	and	the	rules	of	the	New	York	Stock	Exchange	will	increase	now	our	legal
and	financial	compliance	costs	and	make	some	activities	more	time-	consuming	and	costly.	Furthermore,	the	need	to	establish
the	corporate	infrastructure	demanded	of	a	public	company	may	divert	management’	s	attention	from	implementing	our	growth
strategy,	which	could	prevent	us	from	successfully	implementing	our	strategic	initiatives	and	improving	our	business,	operating
results,	financial	condition,	and	prospects.	If	we	fail	to	manage	these	additional	costs	or	increase	our	revenue,	we	may	incur
losses	in	the	future.	We	are	an	“	emerging	growth	company	”	and	our	compliance	with	the	reduced	reporting	and	disclosure
requirements	applicable	to	“	emerging	growth	companies	”	may	make	our	Class	A	common	stock	less	attractive	to	investors.	We
are	an	“	emerging	growth	company,	”	as	defined	in	the	JOBS	Act,	and	we	have	elected	to	take	advantage	of	certain	exemptions
and	relief	from	various	reporting	requirements	that	are	applicable	to	other	public	companies	that	are	not	“	emerging	growth
companies.	”	These	provisions	include,	but	are	not	limited	to:	being	permitted	to	have	only	two	years	of	audited	financial
statements	and	only	two	years	of	related	management’	s	discussion	and	analysis	of	financial	condition	and	results	of	operations
disclosures;	being	exempt	from	compliance	with	the	auditor	attestation	requirements	of	Section	404	(b)	of	the	Sarbanes-	Oxley
Act	of	2002,	or	the	Sarbanes-	Oxley	Act;	being	subject	to	reduced	disclosure	obligations	regarding	executive	compensation	in
our	periodic	reports	and	proxy	statements;	and	not	being	required	to	hold	nonbinding	advisory	votes	on	executive	compensation
or	on	any	golden	parachute	payments	not	previously	approved.	In	addition,	while	we	are	an	“	emerging	growth	company,	”	we
will	not	be	required	to	comply	with	any	new	financial	accounting	standard	until	such	standard	is	generally	applicable	to	private
companies.	As	a	result,	our	financial	statements	may	not	be	comparable	to	companies	that	are	not	“	emerging	growth	companies
”	or	elect	not	to	avail	themselves	of	this	provision.	We	may	remain	an	“	emerging	growth	company	”	until	as	late	as	March	31,
2027,	the	fiscal	year-	end	following	the	fifth	anniversary	of	the	completion	of	our	initial	public	offering,	though	we	may	cease
to	be	an	“	emerging	growth	company	”	earlier	under	certain	circumstances,	including	if	(i)	we	have	more	than	$	1.	07	billion	in
annual	revenue	in	any	fiscal	year,	(ii)	we	become	a	“	large	accelerated	filer,	”	with	at	least	$	700	million	of	equity	securities
held	by	non-	affiliates	as	of	the	end	of	the	second	quarter	of	that	fiscal	year,	or	(iii)	we	issue	more	than	$	1.	0	billion	of	non-
convertible	debt	over	a	three-	year	period.	The	exact	implications	of	the	JOBS	Act	are	still	subject	to	interpretations	and
guidance	by	the	SEC	and	other	regulatory	agencies,	and	we	cannot	assure	you	that	we	will	be	able	to	take	advantage	of	all	of
the	benefits	of	the	JOBS	Act.	In	addition,	investors	may	find	our	Class	A	common	stock	less	attractive	to	the	extent	we	rely	on
the	exemptions	and	relief	granted	by	the	JOBS	Act.	If	some	investors	find	our	Class	A	common	stock	less	attractive	as	a	result,
there	may	be	a	less	active	trading	market	for	our	Class	A	common	stock	and	our	stock	price	may	decline	or	become	more
volatile.	If	we	are	unable	to	implement	and	maintain	effective	internal	controls	over	financial	reporting,	investors	may	lose
confidence	in	the	accuracy	and	completeness	of	our	financial	reports.	As	a	public	company,	we	are	required	to	maintain	internal
controls	over	financial	reporting	and	to	report	any	material	weaknesses	in	such	internal	controls.	We	will	be	required	to	furnish	a
report	by	management	on,	among	other	things,	the	effectiveness	of	our	internal	control	over	financial	reporting	pursuant	to
Section	404	of	the	Sarbanes-	Oxley	Act	at	the	time	of	our	second	annual	report	on	Form	10-	K.	However,	our	independent
registered	public	accounting	firm	will	not	be	required	to	attest	to	the	effectiveness	of	our	internal	control	over	financial	reporting
pursuant	to	Section	404	of	the	Sarbanes-	Oxley	Act	until	the	later	of	the	year	following	our	first	annual	report	required	to	be
filed	with	the	SEC	or	the	date	we	are	no	longer	an	“	emerging	growth	company	.	”	Compliance	with	as	defined	in	the	these
JOBS	Act.	Accordingly,	you	reporting	requirements	and	other	rules	of	the	SEC	and	the	rules	of	the	New	York	Stock
Exchange	have	and	will	not	be	continue	to	increase	our	legal	and	financial	compliance	costs	and	make	some	activities
more	time-	consuming	and	costly.	Furthermore,	the	need	to	establish	the	corporate	infrastructure	demanded	of	a	public
company	may	divert	management’	s	attention	from	implementing	our	growth	strategy,	which	could	prevent	us	from
successfully	implementing	our	strategic	initiatives	and	improving	our	business,	operating	results,	financial	condition,
and	prospects.	If	we	fail	to	manage	these	additional	costs	or	increase	our	revenue,	we	may	incur	losses	in	the	future.	If
we	are	able	unable	to	depend	implement	and	maintain	effective	internal	controls	over	financial	reporting,	investors	may



lose	confidence	in	the	accuracy	and	completeness	of	our	financial	reports.	As	a	public	company,	we	are	required	to
maintain	internal	controls	over	financial	reporting	and	to	report	any	material	weaknesses	in	such	internal	controls.	We
are	required	to	furnish	a	report	by	management	on	any	attestation	concerning	,	among	other	things,	the	effectiveness	of
our	internal	control	over	financial	reporting	from	our	pursuant	to	Section	404	of	the	Sarbanes-	Oxley	Act.	In	addition,	now
that	we	are	no	longer	an	“	emerging	growth	company,	”	an	independent	registered	public	accounting	firm	must	also	issue	a
report	on	the	effectiveness	of	our	internal	control	over	financial	reporting	pursuant	to	Section	404	of	the	Sarbanes-
Oxley	Act.	Our	independent	registered	public	accounting	firm	may	issue	a	report	that	is	adverse	in	the	event	it	is	not
satisfied	with	the	level	at	which	our	internal	control	over	financial	reporting	is	documented,	designed,	for	-	or	operating.
Any	failure	to	maintain	effective	disclosure	controls	and	internal	control	over	financial	reporting	could	harm	our
business,	results	of	operations,	and	financial	condition	and	could	cause	a	decline	in	the	foreseeable	future	market	price	of
our	Class	A	common	stock	.	The	process	of	designing	and	implementing	internal	controls	over	financial	reporting	is	time
consuming,	costly,	and	complicated.	If	during	the	evaluation	and	testing	process,	we	identify	one	or	more	material	weaknesses
in	our	internal	control	over	financial	reporting	or	determine	that	existing	material	weaknesses	have	not	been	remediated,	our
management	will	be	unable	to	assert	that	our	internal	control	over	financial	reporting	is	effective.	Even	if	our	management
concludes	that	our	internal	control	over	financial	reporting	is	effective,	our	independent	registered	public	accounting	firm	may
conclude	that	there	are	material	weaknesses	with	respect	to	our	internal	controls	or	the	level	at	which	our	internal	controls	are
documented,	designed,	implemented,	or	reviewed.	If	we	are	unable	to	assert	that	our	internal	control	over	financial	reporting	is
effective,	or	when	required	in	the	future,	if	our	independent	registered	public	accounting	firm	is	unable	to	express	an	opinion	as
to	the	effectiveness	of	our	internal	control	over	financial	reporting,	investors	may	lose	confidence	in	the	accuracy	and
completeness	of	our	financial	reports	and	the	valuation	of	our	common	stock	could	be	adversely	affected.	Risks	Related	to
Intellectual	Property	We	may	not	be	able	to	halt	the	operations	of	entities	that	copy	our	intellectual	property	or	that	aggregate
our	data	as	well	as	data	from	other	companies,	including	social	networks,	or	copycat	online	services	that	may	misappropriate	our
data.	These	activities	could	harm	our	brand	and	our	business.	From	time	to	time,	third	parties	may	try	to	access	content	or	data
from	our	networks	through	scraping,	robots,	or	other	means	and	use	this	content	and	data	or	combine	this	content	and	data	with
other	content	and	data	as	part	of	their	services.	These	activities	could	degrade	our	brand,	negatively	impact	our	website
performance,	and	harm	our	business.	We	have	employed	contractual,	technological,	or	legal	measures	in	an	attempt	to	halt
unauthorized	activities,	but	these	measures	may	not	be	successful.	In	addition,	if	our	members	and	customers	do	not	comply
with	our	terms	of	service,	they	also	may	be	able	to	abuse	our	tools,	solutions,	and	services	and	provide	access	to	our	solutions
and	content	to	unauthorized	users.	We	may	not	be	able	to	detect	any	or	all	of	these	types	of	activities	in	a	timely	manner	and,
even	if	we	could,	technological	and	legal	measures	may	be	insufficient	to	stop	these	actions.	In	some	cases,	particularly	in	the
case	of	online	services	operating	from	outside	of	the	United	States,	our	available	legal	remedies	may	not	be	adequate	to	protect
our	business	against	such	activities.	Regardless	of	whether	we	can	successfully	enforce	our	rights	against	these	parties,	any
measures	that	we	may	take	could	require	us	to	expend	significant	financial	or	other	resources.	Third	parties	may	initiate	legal
proceedings	alleging	that	we	are	infringing	or	otherwise	violating	their	intellectual	property	rights,	the	outcome	of	which	would
be	uncertain	and	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations.	Our
commercial	success	depends	on	our	ability	to	develop	and	commercialize	our	services	and	use	our	proprietary	technology
without	infringing	the	intellectual	property	or	proprietary	rights	of	third	parties.	From	time	to	time,	we	may	be	subject	to	legal
proceedings	and	claims	in	the	ordinary	course	of	business	with	respect	to	intellectual	property.	We	are	not	currently	subject	to
any	material	claims	from	third	parties	asserting	infringement	of	their	intellectual	property	rights.	Intellectual	property	disputes
can	be	costly	to	defend	and	may	cause	our	business,	operating	results,	and	financial	condition	to	suffer.	Whether	merited	or	not,
we	have	in	the	past	and	may	in	the	future	face	allegations	that	we,	our	partners,	our	licensees,	or	parties	indemnified	by	us	have
infringed	or	otherwise	violated	the	patents,	trademarks,	copyrights,	or	other	intellectual	property	rights	of	third	parties.	Such
claims	may	be	made	by	competitors	seeking	to	obtain	a	competitive	advantage	or	by	other	parties.	Some	third	parties	may	be
able	to	sustain	the	costs	of	complex	litigation	more	effectively	than	we	can	because	they	have	substantially	greater	resources.
Even	if	resolved	in	our	favor,	litigation	or	other	legal	proceedings	relating	to	intellectual	property	claims	may	cause	us	to	incur
significant	expenses	and	could	distract	our	technical	and	management	personnel	from	their	normal	responsibilities.	In	addition,
there	could	be	public	announcements	of	the	results	of	hearings,	motions,	or	other	interim	proceedings	or	developments,	and	if
securities	analysts	or	investors	perceive	these	results	to	be	negative,	it	could	have	a	material	adverse	effect	on	the	price	of	our
Class	A	common	stock.	Moreover,	any	uncertainties	resulting	from	the	initiation	and	continuation	of	any	legal	proceedings
could	have	a	material	adverse	effect	on	our	ability	to	raise	the	funds	necessary	to	continue	our	operations.	Assertions	by	third
parties	that	we	violate	their	intellectual	property	rights	could	therefore	have	a	material	adverse	effect	on	our	business,	financial
condition,	and	results	of	operations.	Additionally,	in	recent	years,	individuals	and	groups	have	begun	purchasing	intellectual
property	assets	for	the	purpose	of	making	claims	of	infringement	and	attempting	to	extract	settlements	from	companies	like
ours.	We	may	also	face	allegations	that	our	employees	have	misappropriated	the	intellectual	property	or	proprietary	rights	of
their	former	employers	or	other	third	parties.	It	may	be	necessary	for	us	to	initiate	litigation	to	defend	ourselves	in	order	to
determine	the	scope,	enforceability,	and	validity	of	third-	party	intellectual	property	or	proprietary	rights,	or	to	establish	our
respective	rights.	In	some	cases,	rather	than	licensing	third	party	content,	we	rely	on	the	doctrine	of	fair	use	as	we	incorporate
excerpts	of	third	party	content	in	a	curated	content	feed	for	our	users,	and	we	may	face	allegations	that	such	use	of	third	party
content	does	not	qualify	to	be	treated	as	a	fair	use.	Regardless	of	whether	claims	that	we	are	infringing	patents	or	other
intellectual	property	rights	have	merit,	such	claims	can	be	time-	consuming,	divert	management’	s	attention	and	financial
resources,	and	can	be	costly	to	evaluate	and	defend.	Results	of	any	such	litigation	are	difficult	to	predict	and	may	require	us	to
stop	commercializing	or	using	our	solutions	or	technology,	obtain	licenses,	modify	our	services	and	technology	while	we
develop	non-	infringing	substitutes	or	incur	substantial	damages,	settlement	costs	or	face	a	temporary	or	permanent	injunction



prohibiting	us	from	marketing	or	providing	the	affected	solutions	and	services.	If	we	require	a	third-	party	license,	it	may	not	be
available	on	reasonable	terms	or	at	all,	and	we	may	have	to	pay	substantial	royalties,	upfront	fees,	or	grant	cross-	licenses	to
intellectual	property	rights	for	our	solutions	and	services.	We	may	also	have	to	redesign	our	solutions	or	services	so	they	do	not
infringe	third-	party	intellectual	property	rights,	which	may	not	be	possible	or	may	require	substantial	monetary	expenditures
and	time,	during	which	our	technology	and	solutions	may	not	be	available	for	commercialization	or	use.	Even	if	we	have	an
agreement	to	indemnify	us	against	such	costs,	the	indemnifying	party	may	be	unable	to	uphold	its	contractual	obligations.	If	we
cannot	or	do	not	obtain	a	third-	party	license	to	the	infringed	technology,	license	the	technology	on	reasonable	terms,	or	obtain
similar	technology	from	another	source,	our	revenue	and	earnings	could	be	adversely	impacted.	In	addition,	because	patent
applications	can	take	years	to	issue	and	are	often	afforded	confidentiality	for	some	period	of	time	there	may	currently	be
pending	applications,	unknown	to	us,	that	later	result	in	issued	patents	that	could	cover	one	or	more	of	our	solutions.	Failure	to
maintain,	protect,	or	enforce	our	intellectual	property	rights	could	harm	our	business	and	results	of	operations.	We	pursue	the
registration	of	our	domain	names,	trademarks,	and	service	marks	in	the	United	States.	We	also	strive	to	protect	our	intellectual
property	rights	by	relying	on	federal,	state,	and	common	law	rights,	as	well	as	contractual	restrictions.	We	typically	enter	into
confidentiality	and	invention	assignment	agreements	with	our	employees	and	contractors,	and	confidentiality	agreements	with
parties	with	whom	we	conduct	business	in	order	to	limit	access	to,	and	disclosure	and	use	of,	our	proprietary	information.
However,	we	may	not	be	successful	in	executing	these	agreements	with	every	party	who	has	access	to	our	confidential
information	or	contributes	to	the	development	of	our	technology	or	intellectual	property	rights.	Those	agreements	that	we	do
execute	may	be	breached,	and	we	may	not	have	adequate	remedies	for	any	such	breach.	These	contractual	arrangements	and	the
other	steps	we	have	taken	to	protect	our	intellectual	property	rights	may	not	prevent	the	misappropriation	or	disclosure	of	our
proprietary	information	nor	deter	independent	development	of	similar	technology	or	intellectual	property	by	others.	Effective
trade	secret,	patent,	copyright,	trademark,	and	domain	name	protection	is	expensive	to	obtain,	develop,	and	maintain,	both	in
terms	of	initial	and	ongoing	registration	or	prosecution	requirements	and	expenses	and	the	costs	of	defending	our	rights.	We
have	invested	in	and	may,	over	time,	increase	our	investment	in	protecting	our	intellectual	property	through	patent	filings	that
could	be	expensive	and	time-	consuming.	Our	trademarks	and	other	intellectual	property	rights	may	be	challenged	by	others	or
invalidated	through	administrative	process	or	litigation.	We	have	not	yet	obtained	any	issued	patents	that	provide	protection	for
our	technology	or	products,	and	we	cannot	guarantee	that	any	of	our	pending	patent	applications	will	result	in	any	issued
patents.	Moreover,	any	issued	patents	we	obtain	may	not	provide	us	with	a	competitive	advantage	and,	as	with	any	technology,
competitors	may	be	able	to	develop	similar	or	superior	technologies	to	our	own,	now	or	in	the	future.	In	addition,	due	to	a	recent
U.	S.	Supreme	Court	case,	it	has	become	increasingly	difficult	to	obtain	and	assert	patents	relating	to	software	or	business
methods,	as	many	such	patents	have	been	invalidated	for	being	too	abstract	to	constitute	patent-	eligible	subject	matter.	We	do
not	know	whether	this	will	affect	our	ability	to	obtain	patents	on	our	innovations,	or	successfully	assert	any	patents	we	may
pursue	in	litigation	or	pre-	litigation	campaigns.	Monitoring	unauthorized	use	of	the	content	on	our	apps	and	websites,	and	our
other	intellectual	property	and	technology,	is	difficult	and	costly.	Our	efforts	to	protect	our	proprietary	rights	and	intellectual
property	may	not	have	been	and	may	not	be	adequate	to	prevent	their	misappropriation	or	misuse.	Third	parties,	including	our
competitors,	could	be	infringing,	misappropriating,	or	otherwise	violating	our	intellectual	property	rights.	We	may	not	be
successful	in	stopping	unauthorized	use	of	our	content	or	other	intellectual	property	or	technology.	Further,	we	may	not	have
been	and	may	not	be	able	to	detect	unauthorized	use	of	our	technology	or	intellectual	property,	or	to	take	appropriate	steps	to
enforce	our	intellectual	property	rights.	Any	inability	to	meaningfully	enforce	our	intellectual	property	rights	could	harm	our
ability	to	compete	and	could	reduce	demand	for	our	solutions	and	services.	Our	competitors	may	also	independently	develop
similar	technology.	Effective	patent,	trademark,	copyright,	and	trade	secret	protection	may	not	be	available	to	us	in	every
jurisdiction	in	which	our	solutions	or	technology	are	hosted	or	available.	Further,	legal	standards	relating	to	the	validity,
enforceability,	and	scope	of	protection	of	intellectual	property	rights	are	uncertain.	The	laws	in	the	United	States	and	elsewhere
change	rapidly,	and	any	future	changes	could	adversely	affect	us	and	our	intellectual	property.	Our	failure	to	meaningfully
protect	our	intellectual	property	rights	could	result	in	competitors	offering	solutions	that	incorporate	our	most	technologically
advanced	features,	which	could	reduce	demand	for	our	solutions.	We	may	find	it	necessary	or	appropriate	to	initiate	claims	or
litigation	to	enforce	our	intellectual	property	rights,	protect	our	trade	secrets,	or	determine	the	validity	and	scope	of	intellectual
property	rights	claimed	by	others.	In	any	lawsuit	we	bring	to	enforce	our	intellectual	property	rights,	a	court	may	refuse	to	stop
the	other	party	from	using	the	technology	at	issue	on	grounds	that	our	intellectual	property	rights	do	not	cover	the	use	or
technology	in	question.	Further,	in	such	proceedings,	the	defendant	could	counterclaim	that	our	intellectual	property	is	invalid	or
unenforceable	and	the	court	may	agree,	in	which	case	we	could	lose	valuable	intellectual	property	rights.	Litigation	is	inherently
uncertain	and	any	litigation	of	this	nature,	regardless	of	outcome	or	merit,	could	result	in	substantial	costs	and	diversion	of
management	and	technical	resources,	any	of	which	could	adversely	affect	our	business	and	results	of	operations.	If	we	fail	to
maintain,	protect,	and	enforce	our	intellectual	property,	our	business	and	results	of	operations	may	be	harmed.	The	laws	of	some
foreign	countries	do	not	protect	intellectual	property	rights	to	the	same	extent	as	the	laws	of	the	United	States.	Many	companies
have	encountered	significant	problems	in	protecting	and	defending	intellectual	property	rights	in	certain	foreign	jurisdictions.
The	legal	systems	of	some	countries,	particularly	developing	countries,	do	not	favor	the	enforcement	of	intellectual	property
protection.	This	could	make	it	difficult	for	us	to	stop	the	infringement	or	misappropriation	of	our	intellectual	property	rights.
Proceedings	to	enforce	our	intellectual	property	in	foreign	jurisdictions	could	result	in	substantial	costs	and	divert	our	efforts	and
attention	from	other	aspects	of	our	business.	In	addition,	changes	in	the	law	and	legal	decisions	by	courts	in	the	United	States
and	foreign	countries	may	affect	our	ability	to	obtain	adequate	protection	for	our	technology	and	the	enforcement	of	intellectual
property.	If	our	trademarks	and	trade	names	are	not	adequately	protected,	we	may	not	be	able	to	build	name	recognition	in	our
markets	of	interest	and	our	business	may	be	adversely	affected.	We	believe	that	our	brand	is	critical	to	the	success	of	our
business,	and	we	utilize	trademark	registration	and	other	means	to	protect	it.	Our	business	would	be	harmed	if	we	were	unable



to	protect	our	brand	against	infringement	and	its	value	was	to	decrease	as	a	result.	The	registered	or	unregistered	trademarks	or
trade	names	that	we	own	or	license	may	be	challenged,	infringed,	circumvented,	declared	generic,	lapsed,	or	determined	to	be
infringing	on	or	dilutive	of	other	marks.	We	may	not	be	able	to	protect	our	rights	in	these	trademarks	and	trade	names,	which	we
need	in	order	to	build	name	recognition	with	potential	partners.	In	addition,	third	parties	may	in	the	future	file	for	registration	of
trademarks	similar	or	identical	to	our	trademarks.	If	they	succeed	in	registering	or	developing	common	law	rights	in	such
trademarks,	and	if	we	are	not	successful	in	challenging	such	third-	party	rights,	we	may	not	be	able	to	use	these	trademarks	to
commercialize	our	technologies	or	solutions	in	certain	relevant	countries.	If	we	are	unable	to	establish	name	recognition	based
on	our	trademarks	and	trade	names,	we	may	not	be	able	to	compete	effectively	and	our	business	may	be	adversely	affected.	If
we	are	unable	to	protect	the	confidentiality	of	our	trade	secrets,	our	business	and	competitive	position	could	be	harmed.	We	rely
heavily	on	trade	secrets	and	confidentiality	agreements	to	protect	our	unpatented	know-	how,	technology,	and	other	proprietary
information,	including	our	technology	platform,	and	to	maintain	our	competitive	position.	With	respect	to	our	technology
platform,	we	consider	trade	secrets	and	know-	how	to	be	one	of	our	primary	sources	of	intellectual	property.	However,	trade
secrets	and	know-	how	can	be	difficult	to	protect.	We	seek	to	protect	these	trade	secrets	and	other	proprietary	technology	in	part
by	entering	into	non-	disclosure	and	confidentiality	agreements	with	parties	who	have	access	to	them,	such	as	our	employees,
corporate	collaborators,	outside	contractors,	consultants,	advisors,	and	other	third	parties.	We	also	enter	into	confidentiality	and
invention	or	patent	assignment	agreements	with	our	employees	and	consultants.	The	confidentiality	agreements	are	designed	to
protect	our	proprietary	information	and,	in	the	case	of	agreements	or	clauses	containing	invention	assignment,	to	grant	us
ownership	of	technologies	that	are	developed	through	a	relationship	with	employees	or	third	parties.	We	cannot	guarantee	that
we	have	entered	into	such	agreements	with	each	party	that	may	have	or	have	had	access	to	our	trade	secrets	or	proprietary
information,	including	our	technology	and	processes.	Despite	these	efforts,	no	assurance	can	be	given	that	the	confidentiality
agreements	we	enter	into	will	be	effective	in	controlling	access	to	such	proprietary	information	and	trade	secrets.	The
confidentiality	agreements	on	which	we	rely	to	protect	certain	technologies	may	be	breached,	may	not	be	adequate	to	protect	our
confidential	information,	trade	secrets,	and	proprietary	technologies	and	may	not	provide	an	adequate	remedy	in	the	event	of
unauthorized	use	or	disclosure	of	our	confidential	information,	trade	secrets,	or	proprietary	technology.	Further,	these
agreements	do	not	prevent	our	competitors	or	others	from	independently	developing	the	same	or	similar	technologies	and
processes,	which	may	allow	them	to	provide	a	service	similar	or	superior	to	ours,	which	could	harm	our	competitive	position.
Enforcing	a	claim	that	a	party	illegally	disclosed	or	misappropriated	a	trade	secret	is	difficult,	expensive,	and	time-	consuming,
and	the	outcome	is	unpredictable.	In	addition,	some	courts	inside	and	outside	the	United	States	are	less	willing	or	unwilling	to
protect	trade	secrets.	If	any	of	our	trade	secrets	were	to	be	lawfully	obtained	or	independently	developed	by	a	competitor	or	other
third	party,	we	would	have	no	right	to	prevent	them	from	using	that	technology	or	information	to	compete	with	us.	If	any	of	our
trade	secrets	were	to	be	disclosed	to	or	independently	developed	by	a	competitor	or	other	third	party,	it	could	harm	our
competitive	position,	business,	financial	condition,	results	of	operations,	and	prospects.	Our	solutions	utilize	open	source
software,	and	any	failure	to	comply	with	the	terms	of	one	or	more	of	these	open	source	licenses	could	adversely	affect	our
business.	Our	solutions	include	software	covered	by	open	source	licenses.	The	terms	of	various	open	source	licenses	have	not
been	interpreted	by	U.	S.	courts,	and	there	is	a	risk	that	such	licenses	could	be	construed	in	a	manner	that	imposes	unanticipated
conditions	or	restrictions	on	our	ability	to	market	our	solutions.	By	the	terms	of	certain	open	source	licenses,	we	could	be
required	to	release	the	source	code	of	our	proprietary	software,	and	to	make	our	proprietary	software	available	under	open
source	licenses,	if	we	combine	our	proprietary	software	with	open	source	software	in	a	certain	manner.	In	the	event	that	portions
of	our	proprietary	software	are	determined	to	be	subject	to	an	open	source	license,	we	could	be	required	to	publicly	release	the
affected	portions	of	our	source	code,	re-	engineer	all	or	a	portion	of	our	solutions,	or	otherwise	be	limited	in	the	licensing	of	our
solutions,	each	of	which	could	reduce	or	eliminate	the	value	of	our	solutions	and	services.	In	addition	to	risks	related	to	license
requirements,	usage	of	open	source	software	can	lead	to	greater	risks	than	use	of	third-	party	commercial	software,	as	open
source	licensors	generally	do	not	provide	non-	infringement	warranties	or	warranties	related	to	the	performance	or	suitability	of
the	software.	Many	of	the	risks	associated	with	usage	of	open	source	software	cannot	be	eliminated	and	could	adversely	affect
our	business.	If	we	fail	to	comply	with	our	obligations	under	license	or	technology	agreements	with	third	parties,	we	may	be
required	to	pay	damages	and	we	could	lose	license	rights	that	are	critical	to	our	business.	We	license	certain	intellectual
property,	including	technologies	and	software	from	third	parties,	that	is	important	to	our	business,	and	in	the	future	we	may
enter	into	additional	agreements	that	provide	us	with	licenses	to	valuable	intellectual	property	or	technology.	If	we	fail	to
comply	with	any	of	the	obligations	under	our	license	agreements,	we	may	be	required	to	pay	damages	and	the	licensor	may	have
the	right	to	terminate	the	license.	Termination	by	the	licensor	would	cause	us	to	lose	valuable	rights,	and	could	prevent	us	from
selling	our	solutions	and	services,	or	adversely	impact	our	ability	to	commercialize	future	solutions	and	services.	Our	business
would	suffer	if	any	current	or	future	licenses	terminate,	if	the	licensors	fail	to	abide	by	the	terms	of	the	license,	if	the	licensors
fail	to	enforce	licensed	patents	against	infringing	third	parties,	if	the	licensed	intellectual	property	are	found	to	be	invalid	or
unenforceable,	or	if	we	are	unable	to	enter	into	necessary	licenses	on	acceptable	terms.	In	addition,	our	rights	to	certain
technologies	are	licensed	to	us	on	a	non-	exclusive	basis.	The	owners	of	these	non-	exclusively	licensed	technologies	are
therefore	free	to	license	them	to	third	parties,	including	our	competitors,	on	terms	that	may	be	superior	to	those	offered	to	us,
which	could	place	us	at	a	competitive	disadvantage.	Moreover,	our	licensors	may	own	or	control	intellectual	property	that	has
not	been	licensed	to	us	and,	as	a	result,	we	may	be	subject	to	claims,	regardless	of	their	merit,	that	we	are	infringing	or	otherwise
violating	the	licensor’	s	rights.	In	addition,	the	agreements	under	which	we	license	intellectual	property	or	technology	from	third
parties	are	generally	complex,	and	certain	provisions	in	such	agreements	may	be	susceptible	to	multiple	interpretations.	The
resolution	of	any	contract	interpretation	disagreement	that	may	arise	could	narrow	what	we	believe	to	be	the	scope	of	our	rights
to	the	relevant	intellectual	property	or	technology,	or	increase	what	we	believe	to	be	our	financial	or	other	obligations	under	the
relevant	agreement.	Any	of	the	foregoing	could	harm	our	competitive	position,	business,	financial	condition,	results	of



operations,	and	prospects.	If	we	cannot	license	rights	to	use	technologies	on	reasonable	terms,	we	may	not	be	able	to
commercialize	new	solutions	or	services	in	the	future.	In	the	future,	we	may	identify	additional	third-	party	intellectual	property
we	may	need	to	license	in	order	to	engage	in	our	business,	including	to	develop	or	commercialize	new	solutions	or	services.
However,	such	licenses	may	not	be	available	on	acceptable	terms	or	at	all.	The	licensing	or	acquisition	of	third-	party
intellectual	property	rights	is	a	competitive	area,	and	several	more	established	companies	may	pursue	strategies	to	license	or
acquire	third-	party	intellectual	property	rights	that	we	may	consider	attractive	or	necessary.	These	established	companies	may
have	a	competitive	advantage	over	us	due	to	their	size,	capital	resources,	and	greater	development	or	commercialization
capabilities.	In	addition,	companies	that	perceive	us	to	be	a	competitor	may	be	unwilling	to	assign	or	license	rights	to	us.	Even	if
such	licenses	are	available,	we	may	be	required	to	pay	the	licensor	substantial	royalties	based	on	sales	of	our	solutions	and
services.	Such	royalties	are	a	component	of	the	cost	of	our	solutions	or	services	and	may	affect	the	margins	on	our	solutions	and
services.	In	addition,	such	licenses	may	be	non-	exclusive,	which	could	give	our	competitors	access	to	the	same	intellectual
property	licensed	to	us.	If	we	are	unable	to	enter	into	the	necessary	licenses	on	acceptable	terms	or	at	all,	if	any	necessary
licenses	are	subsequently	terminated,	if	our	licensors	fail	to	abide	by	the	terms	of	the	licenses,	if	our	licensors	fail	to	prevent
infringement	by	third	parties,	or	if	the	licensed	intellectual	property	rights	are	found	to	be	invalid	or	unenforceable,	our	business,
financial	condition,	results	of	operations,	and	prospects	could	be	affected.	If	licenses	to	third-	party	intellectual	property	rights
are,	or	become	required	for	us,	to	engage	in	our	business,	the	rights	may	be	non-	exclusive,	which	could	give	our	competitors
access	to	the	same	technology	or	intellectual	property	rights	licensed	to	us.	Moreover,	we	could	encounter	delays	and	other
obstacles	in	our	attempt	to	develop	alternatives.	Defense	of	any	lawsuit	or	failure	to	obtain	any	of	these	licenses	on	favorable
terms	could	prevent	us	from	commercializing	solutions	and	services,	which	could	harm	our	competitive	position,	business,
financial	condition,	results	of	operations,	and	prospects.	We	rely	on	third-	party	platforms,	such	as	the	Apple	App	Store	and
Google	Play	App	Store,	to	distribute	our	platform	and	offerings.	Our	apps	are	accessed	and	operate	through	third-	party
platforms	or	marketplaces,	including	the	Apple	App	Store	and	Google	Play	App	Store,	which	also	serve	as	significant	online
distribution	platforms	for	our	apps.	As	a	result,	the	expansion	and	prospects	of	our	business	and	our	apps	depend	on	our
continued	relationships	with	these	providers	and	any	other	emerging	platform	providers	that	are	widely	adopted	by	consumers.
We	are	subject	to	the	standard	terms	and	conditions	that	these	providers	have	for	application	developers,	which	govern	the
content,	promotion,	distribution,	and	operation	of	apps	on	their	platforms	or	marketplaces,	and	which	the	providers	can	change
unilaterally	on	short	or	no	notice.	Our	business	would	be	harmed	if	the	providers	discontinue	or	limit	our	access	to	their
platforms	or	marketplaces;	the	platforms	or	marketplaces	decline	in	popularity;	the	platforms	modify	their	algorithms,
communication	channels	available	to	developers,	respective	terms	of	service	or	other	policies,	including	fees;	the	providers
adopt	changes	or	updates	to	their	technology	that	impede	integration	with	other	software	systems	or	otherwise	require	us	to
modify	our	technology	or	update	our	apps	in	order	to	ensure	that	consumers	can	continue	to	access	and	use	our	platform.	If
alternative	providers	increase	in	popularity,	we	could	be	adversely	impacted	if	we	fail	to	create	compatible	versions	of	our	apps
in	a	timely	manner,	or	if	we	fail	to	establish	a	relationship	with	such	alternative	providers.	Likewise,	if	our	current	providers	alter
their	operating	platforms,	we	could	be	adversely	impacted	as	our	offerings	may	not	be	compatible	with	the	altered	platforms	or
may	require	significant	and	costly	modifications	in	order	to	become	compatible.	If	our	providers	do	not	perform	their	obligations
in	accordance	with	our	platform	agreements,	we	could	be	adversely	impacted.	In	the	past,	some	of	these	platforms	or
marketplaces	have	been	unavailable	for	short	periods	of	time.	If	this	or	a	similar	event	were	to	occur	on	a	short-	or	long-	term
basis,	or	if	these	platforms	or	marketplaces	otherwise	experience	issues	that	impact	the	ability	of	consumers	to	download	or
access	our	apps	and	other	information,	it	could	have	a	material	adverse	effect	on	our	brand	and	reputation,	as	well	as	our
business,	financial	condition,	and	operating	results.	Risks	Related	to	the	Healthcare	Industry	The	healthcare	regulatory	and
political	framework	is	uncertain	and	evolving.	Healthcare	laws	and	regulations	are	rapidly	evolving	and	may	change
significantly	in	the	future,	which	could	adversely	affect	our	financial	condition	and	results	of	operations.	On	March	9,	2020,	the
U.	S.	Department	of	Health	and	Human	Services	or	HHS,	Office	of	the	National	Coordinator	for	Health	Information
Technology,	or	ONC,	and	CMS	promulgated	final	rules	aimed	at	supporting	seamless	and	secure	access,	exchange,	and	use	of
electronic	health	information,	or	EHI,	by	increasing	innovation	and	competition	by	giving	patients	and	their	healthcare	providers
secure	access	to	health	information	and	new	tools,	allowing	for	more	choice	in	care	and	treatment.	The	final	rules	are	intended
to	clarify	and	operationalize	provisions	of	the	21st	Century	Cures	Act,	or	CURES	Act,	regarding	interoperability	and	“
information	blocking,	”	and	create	significant	new	requirements	for	healthcare	industry	participants.	Information	blocking	is
defined	as	activity	that	is	likely	to	interfere	with,	prevent,	or	materially	discourage	access,	exchange,	or	use	of	EHI,	where	a
health	information	technology	developer,	health	information	network,	or	health	information	exchange	knows	or	should	know
that	such	practice	is	likely	to	interfere	with	access	to,	exchange,	or	use	of	EHI.	The	new	rules	create	significant	new
requirements	for	healthcare	industry	participants,	and	require	certain	Certain	electronic	health	record	technology	to	incorporate
standardized	application	programming	interfaces,	or	APIs,	to	allow	individuals	to	securely	and	easily	access	structured	EHI
using	smartphone	applications.	The	ONC	will	also	implement	provisions	of	the	Cures	Act	requiring	that	patients	can
electronically	access	all	of	their	EHI	(structured	and	/	or	unstructured)	at	no	cost.	Finally,	to	further	support	access	and	exchange
of	EHI,	the	final	ONC	rule	implements	the	information	blocking	provisions	of	the	Cures	Act	and	identified	eight	“	reasonable
and	necessary	activities	”	as	exceptions	to	information	blocking	activities,	as	long	as	specific	conditions	are	met.	Pursuant	to	the
final	rule,	health	IT	developers	will	be	subject	to	requirements	such	as	prohibitions	on	participating	in	any	action	that	constitutes
information	blocking,	providing	certification	to	the	Secretary	of	HHS	that	they	will	not	take	actions	that	constitute	information
blocking,	and	other	requirements	regarding	information	blocking	six	months	from	when	the	final	rule	is	published	in	the	Federal
Register.	Certified	API	Developers	must	comply	with	new	administrative	requirements	within	six	months	of	when	the	rule	is
published	in	the	Federal	Register	and	must	provide	all	certified	API	technology	within	twenty-	four	months	after	publication	of
the	rule	in	the	Federal	Register	In	light	of	the	COVID-	19	public	health	emergency,	on	October	29,	2020,	HHS	published	an



interim	final	rule	delaying	the	effective	date	of	compliance	with	the	final	information	blocking	and	Conditions	and	Maintenance
of	Certification	portions	of	the	rule	beyond	the	enforcement	discretion	period	that	was	initially	announced.	Pursuant	to	the
interim	final	rule,	health	IT	developers	will	be	subject	to	requirements	such	as	prohibitions	on	participating	in	any	action	that
constitutes	information	blocking,	providing	certification	to	the	Secretary	of	HHS	that	they	will	not	take	actions	that	constitute
information	blocking,	and	other	requirements	regarding	information	blocking.	Certified	API	Developers	must	provide	all
certified	API	technology	by	December	31,	2022.	The	final	CMS	rule	focuses	on	patients	enrolled	in	Medicare	Advantage	plans,
Medicaid	and	Children’	s	Health	Insurance	Program,	or	CHIP,	fee-	for-	service	programs,	Medicaid	managed	care	plans,	CHIP
managed	care	entities,	and	qualified	health	plans	on	the	federally-	facilitated	exchanges,	and	enacts	measures	to	enable	patients
to	have	both	their	clinical	and	administrative	information	travel	with	them.	Payors	must	make	patient	data	dating	back	to
January	1,	2016	available	through	an	API.	These	rules	constitute	a	significant	departure	from	previous	regulations	regarding
patient	data.	These	rules	may	benefit	us	in	that	certain	electronic	health	record,	or	EHR,	vendors	will	no	longer	be	permitted	to
interfere	with	our	attempts	at	integration,	but	the	rules	may	also	make	it	easier	for	other	similar	companies	to	enter	the	market,
creating	increased	competition	and	reducing	our	market	share.	It	is	unclear	at	this	time	what	the	costs	of	compliance	with	the
final	rules	will	be,	and	what	additional	risks	there	may	be	to	our	business.	In	addition	to	the	implementation	of	the	Cures	Act,
certain	regulatory	changes	that	have	occurred	in	response	to	the	COVID-	19	pandemic,	have	created	opportunities	for	us.	For
example,	many	states	have	expanded	Medicare	Medicaid	and	commercial	reimbursement	coverage	for	telehealth,	in	many
cases	at	parity	with	brick	and	mortar	services	and	with	$	0	co-	pay.	However,	if	states	do	not	maintain	this	reimbursement	parity
after	the	pandemic,	this	could	lower	usage	of	our	network.	In	addition,	OCR	has	announced	that	they	will	not	impose	penalties
for	noncompliance	with	the	regulatory	requirements	under	the	HIPAA	Rules	for	covered	healthcare	providers	in	connection
with	good	faith	provision	of	telehealth	during	the	COVID-	19	nationwide	public	health	emergency.	However,	if	this
enforcement	discretion	is	rescinded	and	if	other	changes	are	rolled	back	after	the	pandemic,	such	changes	could	negatively
impact	usage	on	our	network.	Consolidation	in	the	healthcare	industry	could	have	a	material	adverse	effect	on	our	business,
financial	condition,	and	results	of	operations.	Many	healthcare	industry	participants	are	consolidating	to	create	larger	and	more
integrated	healthcare	delivery	systems	with	greater	market	power.	We	expect	regulatory	and	economic	conditions	to	result	in
additional	consolidation	in	the	healthcare	industry	in	the	future.	As	consolidation	accelerates,	the	economies	of	scale	of	our
customers’	organizations	may	grow.	If	a	customer	experiences	sizable	growth	following	consolidation,	it	may	determine	that	it
no	longer	needs	to	rely	on	us	and	may	reduce	its	demand	for	our	solutions	and	services.	In	addition,	as	healthcare	providers	and
life	sciences	companies	consolidate	to	create	larger	and	more	integrated	healthcare	delivery	systems	with	greater	market	power,
these	providers	may	try	to	use	their	market	power	to	negotiate	fee	reductions	for	our	solutions	and	services.	Finally,
consolidation	may	also	result	in	the	acquisition	or	future	development	by	our	healthcare	provider	and	life	sciences	customers	of
solutions	and	services	that	compete	with	our	solutions	and	services.	Any	of	these	potential	results	of	consolidation	could	have	a
material	adverse	effect	on	our	business,	financial	condition,	and	results	of	operations.	If	we	or	our	customers	fail	to	comply	with
federal	and	state	healthcare	laws,	including	those	governing	fee	splitting,	our	business,	and	financial	relationships,	we	or	our
customers	may	be	subject	to	significant	administrative,	civil,	and	criminal	penalties.	As	a	participant	in	the	healthcare	industry,
our	operations	and	relationships,	and	those	of	our	customers,	are	regulated	by	a	number	of	federal,	state,	and	local	governmental
entities.	The	impact	of	these	regulations	can	adversely	affect	us	even	though	we	may	not	be	directly	regulated	by	certain	specific
healthcare	laws	and	regulations.	We	must	ensure	that	our	solutions	and	services	can	be	used	by	our	customers	in	a	manner	that
complies	with	those	laws	and	regulations.	Inability	of	our	customers	to	do	so	could	affect	the	marketability	of	our	solutions	and
services	or	our	compliance	with	our	customer	contracts,	or	even	expose	us	to	direct	liability	under	the	theory	that	we	had
assisted	our	customers	in	a	violation	of	healthcare	laws	or	regulations.	For	example,	many	states	limit	the	scope	of	business
relationships	between	business	entities	and	medical	professionals,	particularly	with	respect	to	fee	splitting.	While	many	states’
fee-	splitting	laws	only	prohibit	a	physician	from	sharing	medical	fees	with	a	referral	source,	some	states	have	interpreted	certain
management	agreements	between	business	entities	and	physicians	as	unlawful	fee-	splitting.	Statutes	and	regulations	relating	to
the	practice	of	medicine,	fee-	splitting,	and	similar	issues	vary	widely	from	state	to	state.	Because	these	laws	are	often	vague,
their	application	is	frequently	dependent	on	court	rulings	and	attorney	general	opinions.	Some	of	these	requirements	may	apply
to	us	even	if	we	do	not	have	a	physical	presence	in	the	state,	based	solely	on	our	agreements	with	providers	licensed	in	the	state.
However,	regulatory	authorities	or	other	parties,	including	our	providers,	may	assert	that	we	are	engaged	in	the	corporate
practice	of	medicine	or	that	our	contractual	arrangements	with	our	provider	customers	constitute	unlawful	fee	splitting.	These
laws	generally	prohibit	us	from	exercising	control	over	the	medical	judgments	or	decisions	of	physicians	and	non-	physician
healthcare	providers	and	from	engaging	in	certain	financial	arrangements,	such	as	splitting	professional	fees	with	healthcare
providers.	In	this	event,	failure	to	comply	could	lead	to	adverse	judicial	or	administrative	action	against	us	and	/	or	our	provider
customers,	civil	or	criminal	penalties,	receipt	of	cease	and	desist	orders	from	state	regulators,	loss	of	provider	licenses,	the	need
to	make	changes	to	the	terms	of	engagement	of	our	provider	customers	that	interfere	with	our	business	and	other	materially
adverse	consequences.	Further,	certain	laws	may	apply	to	us	indirectly	through	our	relationships	with	healthcare	professionals.
For	example,	certain	federal	and	state	anti-	kickback	and	false	claims	laws	may	apply	to	us	indirectly	through	our	arrangements
with	healthcare	professionals	and	entities.	These	laws	and	regulations	may	change	rapidly,	and	it	is	frequently	unclear	how	they
apply	to	our	business.	Any	failure	of	our	solutions	or	services	to	comply	with	these	laws	and	regulations	could	result	in
substantial	administrative,	civil,	or	criminal	liability	and	could,	among	other	things,	adversely	affect	demand	for	our	services,
force	us	to	expend	significant	capital,	research	and	development,	and	other	resources	to	address	the	failure,	invalidate	all	or
portions	of	some	of	our	contracts	with	our	customers,	require	us	to	change	or	terminate	some	portions	of	our	business,	require	us
to	refund	portions	of	our	revenue,	cause	us	to	be	disqualified	from	serving	customers	doing	business	with	government	payors,
and	give	our	customers	the	right	to	terminate	our	contracts	with	them,	any	one	of	which	could	have	an	adverse	effect	on	our
business.	Even	an	unsuccessful	challenge	by	regulatory	authorities	of	our	activities	could	result	in	adverse	publicity	and	could



require	a	costly	response	from	us.	Our	solutions	address	heavily	regulated	functions	within	the	life	sciences	industry,	and	failure
to	comply	with	applicable	laws	and	regulations	could	lessen	the	demand	for	our	solutions	or	subject	us	to	significant	claims	and
losses.	Our	customers	use	our	solutions	for	business	activities	that	are	subject	to	a	complex	regime	of	laws	and	regulations,
including	requirements	regarding	processing	of	health	data	(as	set	forth	in	45	CFR	Part	164	of	HIPAA),	and	other	state,	local,
and	federal	laws	and	regulations.	Our	solutions	are	expected	to	be	capable	of	use	by	our	customers	in	compliance	with	such	laws
and	regulations.	Our	efforts	to	provide	solutions	that	comply	with	such	laws	and	regulations	are	time-	consuming	and	costly	and
include	validation	procedures	that	may	delay	the	release	of	new	versions	of	our	solutions.	As	these	laws	and	regulations	change
over	time,	we	may	find	it	difficult	to	adjust	our	solutions	to	comply	with	such	changes.	As	we	increase	the	number	of	solutions
we	offer,	the	complexity	of	adjusting	our	solutions	to	comply	with	legal	and	regulatory	changes	will	increase.	If	we	are	unable
to	effectively	manage	this	increase	or	if	we	are	not	able	to	provide	solutions	that	can	be	used	in	compliance	with	applicable	laws
and	regulations,	customers	may	be	unwilling	to	use	our	solutions	and	any	such	non-	compliance	could	result	in	the	termination
of	our	customer	agreements	or	claims	arising	from	such	agreements	with	our	customers.	Additionally,	any	failure	of	our
customers	to	comply	with	laws	and	regulations	applicable	to	the	functions	for	which	our	solutions	are	used	could	result	in	fines,
penalties,	or	claims	for	substantial	damages	against	our	customers	that	may	harm	our	business	or	reputation.	If	such	failure	were
allegedly	caused	by	our	solutions	or	services,	our	customers	may	make	a	claim	for	damages	against	us,	regardless	of	our
responsibility	for	the	failure.	We	may	be	subject	to	lawsuits	that,	even	if	unsuccessful,	could	divert	our	resources	and	our
management’	s	attention	and	adversely	affect	our	business	and	customer	relationships,	and	our	insurance	coverage	may	not	be
sufficient	to	cover	such	claims	against	us.	Evolving	government	regulations	may	require	increased	-	increase	our	costs	or
adversely	affect	our	results	of	operations.	In	a	regulatory	climate	that	is	uncertain,	our	operations	may	be	subject	to	direct	and
indirect	adoption,	expansion,	or	reinterpretation	of	various	laws	and	regulations.	There	could	be	laws	and	regulations	applicable
to	our	business	that	we	have	not	identified	or	that,	if	changed,	may	be	costly	to	us,	and	we	cannot	predict	all	the	ways	in	which
implementation	of	such	laws	and	regulations	may	affect	us.	Further,	we	cannot	predict	the	likelihood,	nature,	or	extent	of	health
reform	initiatives	that	may	arise	from	future	legislation	or	administrative	action,	particularly	as	a	result	of	following	any
changes	in	the	new	Presidential	administration.	The	introduction	of	new	solutions	may	require	us	to	comply	with	additional,	yet
undetermined,	laws	and	regulations	.	In	addition,	it	is	possible	that	additional	governmental	action	is	taken	in	response	to	the
COVID-	19	pandemic	.	In	the	event	that	we	must	modify	our	operations	to	comply	with	future	laws,	such	modifications	may
undermine	our	existing	and	future	offerings'	attractiveness	to	customers,	and	our	revenue	may	decline	and	our	business,
financial	condition,	and	results	of	operations	could	be	adversely	affected.	Risks	Related	to	Ownership	of	Our	Class	A	Common
Stock	Our	stock	price	may	be	volatile	or	may	decline	regardless	of	our	operating	performance,	resulting	in	substantial	losses	for
investors	of	our	Class	A	common	stock.	The	market	price	of	our	Class	A	common	stock	may	fluctuate	significantly	in	response
to	numerous	factors,	many	of	which	are	beyond	our	control,	including:	•	actual	or	anticipated	fluctuations	in	our	financial
conditions	and	results	of	operations;	•	the	financial	projections	we	may	provide	to	the	public,	any	changes	in	these	projections,
or	our	failure	to	meet	these	projections;	•	failure	of	securities	analysts	to	initiate	or	maintain	coverage	of	our	company,	changes
in	financial	estimates	or	ratings	by	any	securities	analysts	who	follow	our	company,	or	our	failure	to	meet	these	estimates	or	the
expectations	of	investors;	•	announcements	by	us	or	our	competitors	of	significant	technical	innovations,	acquisitions,	strategic
partnerships,	joint	ventures,	results	of	operations,	or	capital	commitments;	•	changes	in	stock	market	valuations	and	operating
performance	of	other	healthcare	and	technology	companies	generally,	or	those	in	our	industry	in	particular;	•	price	and	volume
fluctuations	in	the	overall	stock	market,	including	as	a	result	of	trends	in	the	economy	as	a	whole;	•	changes	in	our	board	of
directors	or	management;	•	sales	of	large	blocks	of	our	Class	A	common	stock,	including	sales	by	certain	affiliates	of	Jeff
Tangney,	Emergence	Capital	Partners	II,	L.	P.,	or	Emergence	Capital	Partners,	InterWest	X,	L.	P.	or	InterWest	Partners,	or	our
executive	officers	and	directors;	•	lawsuits	threatened	or	filed	against	us;	•	anticipated	or	actual	changes	in	laws,	regulations,	or
government	policies	applicable	to	our	business;	•	changes	in	our	capital	structure,	such	as	future	issuances	of	debt	or	equity
securities;	•	short	sales,	hedging,	and	other	derivative	transactions	involving	our	capital	stock;	•	general	economic	conditions	in
the	United	States	,	including	inflation	and	the	interest	rate	environment	and	the	impact	of	any	U.	S.	federal	government
debt	default	due	to	a	failure	to	increase	the	debt	ceiling	;	•	“	flash	crashes,	”	“	freeze	flashes,	”	or	other	glitches	that	disrupt
trading	on	the	securities	exchange	on	which	we	are	listed;	•	other	global	economic	or	political	events	or	factors,	including
those	resulting	from	war	(including	the	recent	conflict	in	Ukraine)	,	pandemics	(including	the	COVID-	19	pandemic)	,	incidents
of	terrorism,	or	responses	to	these	events;	and	•	the	other	factors	described	in	the	sections	of	this	Annual	Report	on	Form	10-	K
titled	“	Risk	Factors	”	and	“	Special	Note	Regarding	Forward-	Looking	Statements.	”	The	stock	market	has	recently	experienced
extreme	price	and	volume	fluctuations.	The	market	prices	of	securities	of	companies	have	experienced	fluctuations	that	often
have	been	unrelated	or	disproportionate	to	their	results	of	operations.	Market	fluctuations	could	result	in	extreme	volatility	in	the
price	of	shares	of	our	Class	A	common	stock,	which	could	cause	a	decline	in	the	value	of	your	investment.	Price	volatility	may
be	greater	if	the	public	float	and	trading	volume	of	shares	of	our	Class	A	common	stock	is	low.	Furthermore,	in	the	past,
stockholders	have	sometimes	instituted	securities	class	action	litigation	against	companies	following	periods	of	volatility	in	the
market	price	of	their	securities.	Any	similar	litigation	against	us	could	result	in	substantial	costs,	divert	management’	s	attention
and	resources,	and	harm	our	business,	financial	condition,	and	results	of	operations.	The	dual	class	structure	of	our	common
stock	has	the	effect	of	concentrating	voting	control	with	our	executive	officers	(including	our	Chief	Executive	Officer)	and
directors	and	their	affiliates	;	this	will	limit	or	preclude	your	ability	to	influence	corporate	matters.	Our	Class	B	common	stock
has	ten	votes	per	share,	and	our	Class	A	common	stock	,	has	one	vote	per	share.	Stockholders	who	hold	shares	of	Class	B
common	stock,	including	our	executive	officers	and	directors	and	their	affiliates,	together	hold	approximately	88	86	%	of	the
voting	power	of	our	outstanding	capital	stock	as	of	March	31,	2022	2023	.	Because	of	the	ten-	to-	one	voting	ratio	between	our
Class	B	common	stock	and	Class	A	common	stock,	the	holders	of	our	Class	B	common	stock	collectively	will	continue	to
control	a	substantial	majority	of	the	combined	voting	power	of	our	common	stock	and	therefore,	assuming	no	material	sales	of



such	shares,	will	be	able	to	control	all	matters	submitted	to	our	stockholders	for	approval	until	ten	-	years	from	the	date	of	the
Company	Final	Prospectus,	filed	on	Form	its	final	prospectus	with	the	SEC	pursuant	to	Rule	424	(	B	b	)	(4)	under	the
Securities	Act	of	1933,	as	amended,	or	the	Securities	Act,	on	June	25,	2021,	including	the	election	of	directors,	amendments
of	our	organizational	documents,	and	any	merger,	consolidation,	sale	of	all	or	substantially	all	of	our	assets,	or	other	major
corporate	transaction.	This	concentrated	control	will	limit	or	preclude	your	ability	to	influence	corporate	matters	for	the
foreseeable	future.	In	addition,	this	may	prevent	or	discourage	unsolicited	acquisition	proposals	or	offers	for	our	capital	stock
that	you	may	feel	are	in	your	best	interest	as	one	of	our	stockholders.	Future	transfers	by	holders	of	Class	B	common	stock	will
generally	result	in	those	shares	converting	to	Class	A	common	stock,	subject	to	limited	exceptions,	such	as	certain	transfers
effected	for	estate	planning	purposes.	The	conversion	of	Class	B	common	stock	to	Class	A	common	stock	will	have	the	effect,
over	time,	of	increasing	the	relative	voting	power	of	those	holders	of	Class	B	common	stock	who	retain	their	shares	in	the	long
term.	If,	for	example,	our	executive	officers	(including	our	Chief	Executive	Officer),	employees,	directors	and	their	affiliates
retain	a	significant	portion	of	their	holdings	of	Class	B	common	stock	for	an	extended	period	of	time,	they	could,	in	the	future,
continue	to	control	a	majority	of	the	combined	voting	power	of	our	Class	A	common	stock	and	Class	B	common	stock.	Future
sales	and	issuances	of	our	Class	A	common	stock	or	rights	to	purchase	Class	A	common	stock,	including	pursuant	to	our	equity
incentive	plans,	could	result	in	additional	dilution	of	the	percentage	ownership	of	our	stockholders	and	could	cause	the	stock
price	of	our	Class	A	common	stock	to	decline.	In	the	future,	we	may	sell	Class	A	common	stock,	convertible	securities,	or	other
equity	securities	in	one	or	more	transactions	at	prices	and	in	a	manner	we	determine	from	time	to	time.	We	expect	to	issue
securities	to	employees	and	directors	pursuant	to	our	equity	incentive	plans.	If	we	sell	common	stock,	convertible	securities,	or
other	equity	securities	in	subsequent	transactions,	or	common	stock	is	issued	pursuant	to	equity	incentive	plans,	our	investors
may	be	materially	diluted.	New	investors	in	such	subsequent	transactions	could	gain	rights,	preferences,	and	privileges	senior	to
those	of	holders	of	our	common	stock,	including	our	Class	A	common.	If	a	substantial	number	of	shares	become	available	for
sale	and	are	sold	in	a	short	period	of	time,	the	market	price	of	our	Class	A	common	stock	could	decline.	If	our	existing
stockholders	sell	substantial	amounts	of	our	Class	A	common	stock	in	the	public	market	in	a	short	period	of	time,	the	market
price	of	our	Class	A	common	stock	could	decrease	significantly.	The	perception	in	the	public	market	that	our	existing
stockholders	might	sell	shares	of	Class	A	common	stock	could	also	depress	our	market	price.	Our	executive	officers	and
directors	and	certain	of	our	stockholders	are	subject	to	the	Rule	144	holding	period	requirements.	After	the	holding	periods	have
elapsed	and,	in	the	case	of	restricted	stock,	the	shares	have	vested,	additional	shares	will	be	eligible	for	sale	in	the	public	market.
The	market	price	of	shares	of	our	Class	A	common	stock	may	drop	significantly	when	the	restrictions	on	resale	by	our	existing
stockholders	lapse.	A	decline	in	the	price	of	shares	of	our	Class	A	common	stock	might	impede	our	ability	to	raise	capital
through	the	issuance	of	additional	shares	of	our	Class	A	common	stock	or	other	equity	securities.	In	addition,	certain
stockholders	have	rights,	under	our	investors’	rights	agreement,	to	require	us	to	register	shares	owned	by	them	for	public	sale	in
the	United	States.	We	also	have	certain	holders	of	outstanding	options	that,	if	fully	exercised,	would	result	in	the	issuance	of
shares	of	Class	A	common	stock.	All	of	the	shares	of	Class	A	common	stock	issuable	upon	the	exercise	of	stock	options	and	the
shares	reserved	for	future	issuance	under	our	equity	compensation	plans	have	been	registered	for	public	resale	under	the
Securities	Act	of	1933,	as	amended,	or	Securities	Act.	As	a	result,	subject	to	the	satisfaction	of	applicable	exercise	periods,	the
shares	issued	upon	exercise	of	outstanding	stock	options	will	be	available	for	immediate	resale	in	the	United	States	in	the	open
market.	Sales	of	our	Class	A	common	stock	as	restrictions	end	or	pursuant	to	registration	rights	may	make	it	more	difficult	for
us	to	sell	equity	securities	in	the	future	at	a	time	and	at	a	price	that	we	deem	appropriate.	These	sales	could	also	cause	the
trading	price	of	our	Class	A	common	stock	to	fall	and	make	it	more	difficult	for	you	to	sell	shares	of	our	Class	A	common
stock.	Additionally,	certain	of	our	employees,	executive	officers,	and	directors	have	entered	into,	and	may	further	enter	into,
Rule	10b5-	1	trading	plans	providing	for	sales	of	shares	of	our	Class	A	common	stock	from	time	to	time.	Under	a	Rule	10b5-	1
trading	plan,	a	broker	executes	trades	pursuant	to	parameters	established	by	the	employee,	director,	or	officer	when	entering	into
the	plan,	without	further	direction	from	the	employee,	officer,	or	director.	Our	employees,	executive	officers,	and	directors	also
may	buy	or	sell	additional	shares	outside	of	a	Rule	10b5-	1	trading	plan	when	they	are	not	in	possession	of	material,	nonpublic
information,	subject	to	the	Rule	144	requirements	referred	to	above.	If	securities	or	industry	analysts	do	not	publish	or	cease
publishing	research	or	reports	about	our	business,	or	they	publish	negative	reports	about	our	business,	our	share	price	and
trading	volume	could	decline.	The	trading	market	for	our	Class	A	common	stock	depends	in	part	on	the	research	and	reports	that
securities	or	industry	analysts	publish	about	us	or	our	business,	our	market,	and	our	competitors.	We	do	not	have	any	control
over	these	analysts.	If	one	or	more	of	the	analysts	who	cover	us	downgrade	our	shares	or	publish	negative	views	on	us	or	our
shares,	our	share	price	would	likely	decline.	If	one	or	more	of	these	analysts	cease	coverage	of	our	company	or	fail	to	regularly
publish	reports	on	us,	we	could	lose	visibility	in	the	financial	markets,	which	could	cause	our	share	price	or	trading	volume	to
decline.	Delaware	law	and	provisions	in	our	amended	and	restated	certificate	of	incorporation	and	amended	and	restated	bylaws
could	make	a	merger,	tender	offer,	or	proxy	contest	more	difficult,	limit	attempts	by	our	stockholders	to	replace	or	remove	our
current	management	and	limit	the	market	price	of	our	Class	A	common	stock.	Certain	provisions	in	our	amended	and	restated
certificate	of	incorporation	and	amended	and	restated	bylaws	contain	provisions	that	may	make	the	acquisition	of	our	company
more	difficult,	including	the	following:	•	amendments	to	certain	provisions	of	our	amended	and	restated	certificate	of
incorporation	or	amendments	to	our	amended	and	restated	bylaws	generally	require	the	approval	of	at	least	66	2	/	3	%	of	the
voting	power	of	our	outstanding	capital	stock;	•	our	dual	class	common	stock	structure,	which	provides	certain	affiliates	of	Jeff
Tangney	,	and	Emergence	Capital	Partners,	InterWest	X,	L.	P.	or	InterWest	Partners,	individually	or	together,	with	the	ability	to
significantly	influence	the	outcome	of	matters	requiring	stockholder	approval,	even	if	they	own	significantly	less	than	a
majority	of	the	shares	of	our	outstanding	Class	A	common	stock	and	Class	B	common	stock;	•	our	staggered	board	of	directors;
•	at	any	time	when	the	holders	of	our	Class	B	common	stock	no	longer	beneficially	own,	in	the	aggregate,	at	least	the	majority
of	the	voting	power	of	our	outstanding	capital	stock,	our	stockholders	will	only	be	able	to	take	action	at	a	meeting	of



stockholders	and	will	not	be	able	to	take	action	by	written	consent	for	any	matter;	•	our	amended	and	restated	certificate	of
incorporation	does	not	provide	for	cumulative	voting;	•	vacancies	on	our	board	of	directors	are	able	to	be	filled	only	by	our
board	of	directors	and	not	by	stockholders,	subject	to	the	rights	granted	pursuant	to	the	stockholders	agreement;	•	a	special
meeting	of	our	stockholders	may	only	be	called	by	the	chairperson	of	our	board	of	directors	or	our	Chief	Executive	Officer,	as
applicable,	or	a	majority	of	our	board	of	directors;	•	restrict	the	forum	for	certain	litigation	against	us	to	Delaware	or	the	federal
courts,	as	applicable;	•	our	amended	and	restated	certificate	of	incorporation	authorizes	undesignated	preferred	stock,	the	terms
of	which	may	be	established	and	shares	of	which	may	be	issued	without	further	action	by	our	stockholders;	and	•	advance	notice
procedures	apply	for	stockholders	(other	than	the	parties	to	our	stockholders	agreement)	to	nominate	candidates	for	election	as
directors	or	to	bring	matters	before	an	annual	meeting	of	stockholders.	Moreover,	Section	203	of	the	Delaware	General
Corporation	Law	may	discourage,	delay	or	prevent	a	change	in	control	of	our	company.	Section	203	imposes	certain	restrictions
on	mergers,	business	combinations	and	other	transactions	between	us	and	holders	of	15	%	or	more	of	our	common	stock.	These
provisions,	alone	or	together,	could	discourage,	delay	or	prevent	a	transaction	involving	a	change	in	control	of	our	company.
These	provisions	could	also	discourage	proxy	contests	and	make	it	more	difficult	for	stockholders	to	elect	directors	of	their
choosing	and	to	cause	us	to	take	other	corporate	actions	they	desire,	any	of	which,	under	certain	circumstances,	could	limit	the
opportunity	for	our	stockholders	to	receive	a	premium	for	their	shares	of	our	Class	A	common	stock,	and	could	also	affect	the
price	that	some	investors	are	willing	to	pay	for	our	Class	A	common	stock.	Our	amended	and	restated	bylaws	designate	specific
state	or	federal	courts	located	as	the	exclusive	forum	for	certain	litigation	that	may	be	initiated	by	our	stockholders,	which	could
limit	stockholders’	ability	to	obtain	a	favorable	judicial	forum	for	disputes	with	us.	Our	amended	and	restated	bylaws	provide
that,	unless	we	consent	in	writing	to	the	selection	of	an	alternative	forum,	to	the	fullest	extent	permitted	by	law,	the	Court	of
Chancery	of	the	State	of	Delaware	is	the	sole	and	exclusive	forum	for	any	state	law	claims	for:	•	any	derivative	action	or
proceeding	brought	on	our	behalf;	•	any	action	asserting	a	claim	of	breach	of	fiduciary	duty	owed	by	any	of	our	directors,
officers	or	other	employees	to	us	or	our	stockholders;	•	any	action	asserting	a	claim	arising	pursuant	to	the	Delaware	General
Corporation	Law,	our	amended	and	restated	certificate	of	incorporation	or	our	amended	and	restated	bylaws;	or	•	any	action
asserting	a	claim	that	is	governed	by	the	internal	affairs	doctrine,	or	Delaware	Forum	Provision.	The	Delaware	Forum	Provision
does	not	apply	to	any	causes	of	action	arising	under	the	Securities	Act	or	the	Exchange	Act.	Further,	our	amended	and	restated
bylaws	provide	that,	unless	we	consent	in	writing	to	the	selection	of	an	alternative	forum,	the	federal	district	courts	of	the	United
States	will	be	the	sole	and	exclusive	forum	for	resolving	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities
Act,	or	the	Federal	Forum	Provision.	In	addition,	our	amended	and	restated	bylaws	provide	that	any	person	or	entity	purchasing
or	otherwise	acquiring	any	interest	in	shares	of	our	capital	stock	is	deemed	to	have	notice	of	and	consented	to	the	Delaware
Forum	Provision	and	the	Federal	Forum	Provision;	provided,	however,	that	stockholders	cannot	and	will	not	be	deemed	to	have
waived	our	compliance	with	the	U.	S.	federal	securities	laws	and	the	rules	and	regulations	thereunder.	The	Delaware	Forum
Provision	and	the	Federal	Forum	Provision	in	our	amended	and	restated	bylaws	may	impose	additional	litigation	costs	on
stockholders	in	pursuing	any	such	claims.	Additionally,	these	forum	selection	clauses	may	limit	our	stockholders’	ability	to
bring	a	claim	in	a	judicial	forum	that	they	find	favorable	for	disputes	with	us	or	our	directors,	officers	or	employees,	which	may
discourage	the	filing	of	lawsuits	against	us	and	our	directors,	officers	and	employees,	even	though	an	action,	if	successful,	might
benefit	our	stockholders.	In	addition,	while	the	Delaware	Supreme	Court	ruled	in	March	2020	that	federal	forum	selection
provisions	purporting	to	require	claims	under	the	Securities	Act	be	brought	in	federal	court	are	“	facially	valid	”	under	Delaware
law,	there	is	uncertainty	as	to	whether	other	courts	will	enforce	our	Federal	Forum	Provision.	If	the	Federal	Forum	Provision	is
found	to	be	unenforceable,	we	may	incur	additional	costs	associated	with	resolving	such	matters.	The	Federal	Forum	Provision
may	also	impose	additional	litigation	costs	on	stockholders	who	assert	that	the	provision	is	not	enforceable	or	invalid.	The	Court
of	Chancery	of	the	State	of	Delaware	and	the	federal	district	courts	of	the	United	States	may	also	reach	different	judgments	or
results	than	would	other	courts,	including	courts	where	a	stockholder	considering	an	action	may	be	located	or	would	otherwise
choose	to	bring	the	action,	and	such	judgments	may	be	more	or	less	favorable	to	us	than	our	stockholders.	We	do	not	intend	to
pay	dividends	for	the	foreseeable	future.	We	currently	intend	to	retain	any	future	earnings	to	finance	the	operation	and
expansion	of	our	business	and	we	do	not	expect	to	declare	or	pay	any	dividends	in	the	foreseeable	future.	In	addition,	Delaware
law	may	impose	requirements	that	may	restrict	our	ability	to	pay	dividends	to	holders	of	our	common	stock.	As	a	result,
stockholders	must	rely	on	sales	of	their	Class	A	common	stock	after	price	appreciation	as	the	only	way	to	realize	any	future
gains	on	their	investment.	We	could	be	subject	to	securities	class	action	litigation.	In	the	past,	securities	class	action	litigation
has	often	been	brought	against	a	company	following	a	decline	in	the	market	price	of	its	securities.	If	we	face	such	litigation,	it
could	result	in	substantial	costs	and	a	diversion	of	management’	s	attention	and	resources,	which	could	have	a	material	adverse
effect	on	our	business,	financial	condition	or	results	of	operations.


