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A description of the risks and uncertainties associated with our business is set forth below. You should carefully consider the
risks and uncertainties described below, together with all of the other information in this Annual Report on Form 10- K,
including the section titled “ Management’ s Discussion and Analysis of Financial Condition and Results of Operations ” and
our consolidated financial statements and related notes. The risks and uncertainties described below may not be the only ones we
face. If any of the risks actually occur, our business, results-ofoperations;-financial condition and prespeets-results of
operations could be harmed. In that event, the market price of our Class A common stock could decline, and you could lose
part or all of your investment. Many-ofRisks Related to Our Business and Industry We have a limited operating history in
an evolving industry which makes it difficult to evaluate our current business, future prospects, and increases the
followingrisk of your investment. We launched operations in 2006. Our evolving industry makes it difficult to effectively
assess or forecast our future prospects. You should consider our business and prospects in light of the risks and
uneertainties-difficulties we encounter or may encounter. These risks and difficulties include our ability to cost- effectively
retain existing and attract new creators and consumers, drive consumer demand and acquire a catalog of highly popular
events, maintain the quality of our technology infrastructure that can efficiently and reliably handle ticket sales and
event management services globally and the deployment of new features and solutions and successfully compete with
other companies that arc currently in , or may enter, the ticketing and ;sthe-tieketing-and-cvent solution space.Additional
risks include our ability to effectively manage growth,responsibly use the data that creators and attendees-consumers share with
us,process,store,protect and use personal data in compliance with governmental regulation,contractual obligations and other
legal obligations related to privacy and security and avoid interruptions or disruptions in our service or slower than expected
load times for our platform.Other risks posed by our limited operating history include the ability to hire,integrate and retain
world class talent at all levels of our company,continue to expand our business in markets outside the United States,and defend
ourselves against litigation,regulatory,intellectual property,privacy or other claims.If we fail to address the risks and difficulties
that we face,including those associated with the challenges listed above,our business ,financial condition and our results of
operations will be exaeerbated-by-harmed. We have a history of losses and we may not be able to generate sufficient
revenue to achieve and maintain profitability. We incurred net losses of $ 26. S million and $ 55. 4 million in the COVD-
19-pandemte-years ended December 31, 2023 and 2022, respectively, and as of December 31, 2023, we had and-- an
accumulated deficit of $ 815. 4 million. Our net revenue was $ 326. 1 million and $ 260. 9 million for the years ended
December 31, 2023 and 2022, respectively. We also expect our operating expenses to increase in future periods, and if
our revenue does not increase to more than offset these anticipated increases in our operating expenses, we may not be
able to achieve or maintain profitability and our business, financial condition and results of operations will be adversely
affected. You should not rely on any worsening-revenue growth of the-global-business-and-eeonomie-environment-any prior
quarterly or annual period as aresult—RisksRelated-to-OurBusiness-and-- an Industry-indication of our future
performance. If we are unable to maintain revenue growth and manage our expenses effectively, we will not be able to
achieve and maintain profitability. Factors adversely affecting the live event market could impact our results of operations.
We-help-Eventbrite brings together event creators erganize-and consumers through live experiences. Through our highly-
scalable self- service platform, we enable event creators to plan , promote and sell tickets and-registrattons-to their events
while helping connect their events to interested audiences. Through our mobile application, website and other consumer-
facing interactions, we enable consumers to find experiences they love while serving as a broadrange-ef-demand
generating engine for events— event creators . Our business is directly affected by the success of sueh-the events and-in our
marketplace and our ability to attract and retain event creators, consumers and a catalog of highly popular events. Our
revenue is impacted by the number and mix of events in our marketplace ;-types-ofevents-and the quantity and price of
tieket-tickets prices-ofsold to the cvents produced by creators and promoted in our marketplace and through distribution
partners. As a global live events marketplace, our business is also subject to risks associated with the live event market in
each of the countries in which we operate . Adverse trends in one or more event industries or markets could adversely affect
our business. A declme n event dttendanee , partlcularly at pald events, or a reduction in the number of ev ents llsted in our
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operatlons Our F&ﬁher—eﬂ-ﬁbusmess depends on dlsuetlonmy consumer &ﬂd—eefpefafe-spendmg. During periods of economic
slowdown and recession, as well as other periods of economic instability or uncertainty, consumers may have historieatis-less
disposable income and / or redueed-- reduce their discretionary spending. fradditten-Global and regional macroeconomic
developments , such as aresuit-ofincreased unemployment, volatility in financial and capital markets, increased interest
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adversely-impaet-ourresults-efoperations-. [n dddmon the occurrence dnd threat of extr&erd-rﬁ&l”y—e\ ents 1mpact1ng the ablhty
to conduct live gatherings ., such as public health concerns, epldemlus and pdndemlcs wars (—rnei-ud-mg—t-he—@@leI-B-—IQ
pandemie)-, terrorist attacks, mass- casualty incidents or A

November202+-natural disasters erstmiarevents-, or loss or restriction 01‘ mdl\ ldlelS 110hts to assemble may detel creators
hom ploduung ldrge ev ents dnd substantldlly decrease t-he—or halt attendance at live events. Telrorlsm and secunty 1r1c1dents

have led to numerous Challenﬂma opemtma fact01s
at live events, including additional log,lstlcs for event safety and increased costs of security. These challenges may impact the
creator and attendee-consumer experience and lead to fewer events by creators and as a result, may harm our business,
financial condition and results of operations. Furthermore, climate change is expected to continue to cause adverse weather
conditions, increased weather variability and natural disasters to become more frequent and less predictable. Adverse weather
and climate conditions could impact the number, size and success of events and disrupt our operations in any of our offices or
the operations of creators, third- party providers, vendors or partners. If fewer events are held because of adverse weather and
climate conditions, our business, financial condition and results of operations may be harmed. If an event is cancelled or
rescheduled due to weather, attendees-consumers may expect and may be entitled to a refund, which may further harm our
results of operations and those of creators. Any adverse condition, including those described above, that could lead to
unsatisfied consumers event-attendees-and require refunds or chargebacks or increase complexity and costs for creators and us,
would harm our business, results-ofoperations-and-financial condition and results of operations . Our results vary from
quarter- to- quarter and year- to- year. Our results of operations in certain financial quarters or years may not be indicative of, or
comparable to, our results of operations in subsequent financial quarters or years. Our quarterly and annual results of
operations have fluctuated significantly #rthe-past-due to a variety of factors, many of which are outside of our control and
difficult to predict , and are impacted by gross ticket sales levels, revenue mix, ticket fee pricing and paid ticket volume.
We expect our future quarterly and annual operating results to fluctuate as we focus on driving consumer demand and
acquiring a catalog of highly popular events on our platform. We may need to make business decisions that could
adversely affect our operating results, such as modifications to our pricing strategy, business structure or operations . As
a result, it is difficult for us to forecast the level or source of our revenue accurately. As-aIn addition, the seasonality of our
business could create cash flow management risks if we do not adequately anticipate and plan for periods of decreased
activity, which could harm our business, financial condition and results of operations. From time to time, we release
earnings guidance in our earnings conference calls, earnings releases, or otherwise, regarding our expected future
performance that represents our management’ s estimates as of the date of the release. Such guidance is necessarily
speculative in nature, and it can be expected that some or all of the assumptions underlying the guidance furnished by us
will not materialize or will vary significantly from actual results. Accordingly, our guidance is only an estimate of what
management believes is realizable as of the date of release. Actual results may vary from our guidance and the variations
may be material. In light of the foregoing, investors are urged not to rely upon our guidance in making an investment
decision regarding our common stock. Any failure to successfully implement our operating strategy or the occurrence of
any of the events or circumstances set forth in thls R1sk Factors section in this report could result efthe-COVAD—19

yo-in %9%9—weﬂwﬁhdfew—the actual operatmg results belng

dlfferent from our

Sﬂeh—gutd&ﬂee—uﬂ-reh&b-}e-dlfferences may be adverse and materlal Beeause our results may vary significantly from quarter-
to- quarter and year- to- year, our financial results for one quarter or year cannot necessarily be compared to another quarter or
year and may not be indicative of our future financial performance in subsequent quarters or years. Period- to- period
CompdllSOHS of our 1esu1ts of operatlons mdy not be meanmgtul and you should not 1ely upon them as an indication of future
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strategy is to provide consumers with a breadth of relevant, local live events and to enable creators to host successful
events that draw upon access to Eventbrite’ s consumers worldwide. Between 2020 and 2023, we focused our strategy on
aequiring-attracting new creators and retaining existing creators who ate-were able to use our platform with limited live
training, support or professional services . As part of this effort . feveraging-we reduced the size of our seale-- sales of,
customer success and field operations teams. As we shlft our strategy to become the 1nd1spensable marketplace for live
event-events , we are focusing on driving diseev 6 with-consumer demand and
acquiring a catalog of highly popular events. To support this transition, we are focusmg on engaging consumers to scale
our platform, and making related changes to our organizational structure and priorities, including increasing our
marketing spending to help promote our them-selt-mere-tiekets-and-brand fuel-thesueeess-of their-bustnesses;-and
transitioning-froma-ticketing platform-drive consumer demand and increasing our hiring efforts in our event and creator
acquisition and retention teams to a-global-marketptace-help attract hlghly popular events for our consumers . We reeently
beganrmay not be successful in 1mplemcntm<r thls transltlon G S8

dtstﬂbtttteﬁ—e-ﬁetmermaleyees—as—well—as—etheﬁ the eest—re&ueﬁeﬂ—measufes-changes to our organlzatlonal structure and

priorities have in the past and may disrupt our current business and financial performance . The success of our corporate

strategy also and-ourrestruetaring-plan-withdepend-depends on, among other things, our ability to closely manage our

operating expenses, manage international operations and attract and retain senior management and other highly qualified
personnel, and the success of our refocused strategy itself. We plan to remain focused on hiring for roles that will accelerate our

udnslllon to a l]ldll\Llpld )dlllulldll} in our &evelepﬁaeﬁt—event acqu1s1tlon and retention functions fn—Spa-rn—aﬂd—l-ﬂd-ra—

our strategy, or if our sllalwy 1lsell 1s not succcs‘slul our business, resu-l-ts—e-f—epera-t—teﬂs—&ﬂd-llmnual u)ndlllon and results of
operations may be adversely affected. Our success depends on our ability to attract and retain creators, consumers and a
catalog of highly popular events in the regions where we operate. The successful execution of our strategy requires us to
attract new creators, 1uam existing creators ﬂ:ﬂd— drive consumer dummd and acqulre as-we-transttion-into-a catalog g-leba-l-
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global-marketplaee—Aspart-of tms—effeﬁ—we—have—red-ueed-hlghly popular events. Our ablllty to achleve the—these objectlves

eut-l-lﬂed—rn—tlﬂs—seeﬁeﬂ— some of whlch are outsrde of our control meludlm €9¥I-B—our ablhty to drive consumers to

our platform and provide quality consumer - facing interactions +9-and-other-globat-health-eonditions-andrelated
geverﬁmeﬁt—pfeh-rbmeﬂs— -l-uﬁrtaﬁeﬁs-eﬂncludmg strong event search functlonallty, clear event llstlngs and relevant event
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such Wh-teh—may—be—rmpaeted—as We-move-our moblle appllcatlon and
webs1te eﬁstefneiksuppert—fuﬂeﬁeﬁ—eutsrde—t-he—klﬁited—smtes— * competitive factors, including the actions of new and existing

competitors in our industry, such as competitors buying exclusive ticketing rights or entering into or expanding within the market
and regions in which we operate; * the composition of our pricing packages, our ability to effectively and competitively
price our packages and solutions, our ability to clearly communicate the value of our packages and solutions, and the
perceived value of our packages and solutions; ¢ the quality of the events in our marketplace, which may not be
sufficiently compelling to attract consumers or which may be disappointing to consumers who may not have the
experience they expect at an event; ¢ public perception of the values underpinning our community guidelines and our
decision to enforce these guidelines by removing or promoting certain events that might lead creators, consumers or
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other third- parties to disagree with such decisions; * our ability to offer requisite levels of customer support to creators
and consumers, which may be impacted by our customer support function outside the United States; * the
implementation of certain policy initiatives to increase consumer eenvinee-confidence and transparency of recourse
options when transacting on our platform, such as notifying consumers when they are eligible to request a refund and
enforcing response times for refund requests; ° the introduction of marketplace management initiatives, such as
developing a system for creator verification and consumer feedback; * our ability to maintain and continually enhance
our platform and provide products, features and services that are valuable and helpful to creators and consumers, which
maintenance and enhancements depend on our ability to attract and retain a sufficient number of highly qualified
engineering and development personnel; * our decision to sunset or replace features that some creators and consumers
find valuable and helpful; * our ability to inspire creators to migrate to our platform from their current practices, which
include online ticketing platforms, venue box offices and do- it- yourself spreadsheets and forms; ¢ changes in our relationships
with third parties, including our partners, developers and payment processors, that make our platform less effective for and
attractive to creators and consumers; * outages or delays in our marketplace and other services, including delays in getting
into events; * compatibility with our network of distribution partners; * the quality and availability of key payment and
payout methods ; * our ability to provide consumers with an efficient and safe purchasing experience; * breaches and
other security incidents that could compromise the data of consumers ; * our ability to manage fraud risk that negatively
impacts events, creators and / or consumers; and ¢ our ability to adapt to changes in market practices or economic incentives for
creators yrinetudinglargerormore-frequentsigningfees-. [ we are unable to effectively manage these risks as they occur,
creators and consumers may seek other solutions and platforms and we may not be able to retain them or acquire additional
creators or consumers to offset any such departures, which would harm our business, restlts-efeperations-and-financial
condition and results —Furthermere-thetoss-of operations. We pay recoupable advances, non- recoupable payments and /
or advance payouts to certain creators and-eur-inability-. If these arrangements are insufficient to reptace-thenrwith-new
ereators-and-attract a catalog of highly popular cvents efeemparable-quality-and-standing-, or-do not perform as we expect

otr—- or inabiity-to-drive-eonsumersto-the scheduled events are fraudulent, cancelled, postponed eur—- or platferm
unsuccessful , woultd-harm-our business, results-of-operations-and-financial condition and results of operations may be

harmed . We pay recoupable advances and / or non- recoupable payments to certain creators when entering into exclusive
ticketing or services agreements or when we are otherwise contractually obligated to do so.We also make advance payouts to

certain creators.We have-ti-the-pastand-may-inthe-fatare;pay recoupable advances (also referred to as creator advances) and

non- recoupable payments (also referred to as creator signing fees) to certain creators in order to incentivize them to organize
certain events on our platform or obtain exclusive rights to ticket their events. Non tn-eentrast-to-advanee-payouts;non—
recoupable payments and recoupable advances (together,upfront payments) involve the provision of Eventbrite’ s own capital
from our operating accounts rather-than-.In contrast,advance payouts involve an advance payment to creators of event
proceeds attendees—fands-from our trastmerchant accounts prior to the completion of the events te-which-sueh-attendees
parehased-tieleets-. Upfront payments are common practice in certain segments of the ticketing industry and are typically made to
a creator upon entering into or renewing a multi- year exclusive ticketing or services contract with us,or upon meeting annual
contractual requirements.A creator who has received a non- recoupable payment keeps the entire upfront payment,so long as the
creator complies with the terms of the creator’ s contract with us,including , but not limited to , performance of an event and
achievement of certain ticket sale minimums.For recoupable ereator-advances we are entitled to recoup the entire advance by
withholding all or a portion of the ticket sales sold by the creator to whom the advance was previously paid until we have
fully recouped the advance. A creator is generally obligated to repay all or a histery-portion of tesses-the upfront payment
to us if such creator does not comply with the terms of the contract or perform and-- refer an-eventalthough-there-isne
guarantee-that-we-will-be-able-to these eoHeetsuehrepayment—- payments as advance payouts . When we provide advance
payouts,we assume significant risk that the event may be cancelled,postponed,fraudulent,materially not as described or removed
from our platform due to its failure to comply with our terms of service,merchant agreement or community guidelines,resulting
in significant chargebacks,refund requests and / or disputes between eensumers-attendees and creators. H#This risk was

exacerbated by the unprecedented nature efe&feﬁs—rﬂseh‘eﬂt—h&s—s-peﬂt—fhe—pfeeee&s—of the COVID- 19 pandemic.The terms

of our standard merchant agreement obligate creators to repay us for ticket sales ferevent—related-eests-advanced under
such clrcumstances.However we has—ea-neel—led—the—event—eﬂtas—eﬁgaged-\x e may not be able to recover our generate
d d losses from these events. These losses could be many

multlples ot the fees we collected from such transactlons. As of December 31, 2023 and December 31, 2022, advance
payouts outstanding were $ 55-115 . 4-3 million and $ +39-193 . 1 million , respectively. In an effort to attract a catalog of
highly popular events to our marketplace, we make upfront payments avallable to qualifying creators who accept our
standard or negotiated terms and conditions. We believe that upfront payments are an important financing option for
certain creators, and that failure to make upfront payments available to high- value qualified creators or in the-years
ended-insufficiently compelling dollar amounts will put us at a competitive disadvantage to ticketing solutions that offer
cash incentives more broadly and in higher amounts to newly acquired or renewing creators. Non- recoupable payments,
net, including noncurrent balances, were $ 1. 9 million and $ 1. 7 million as of December 31, 2023 and 2022 and2021-,
respectively, and , as of December 31, 2022-2023 , swe-had-an-aeeumtated-defieit-these payments were being amortized over
a weighted- average remaining life of 2. 4 years on a straight- line basis. Creator advances, net, including noncurrent
balances, were $ 4—8-9—2 8 mllllon and $ () 7 m11110n as of—eﬁ%net—feveﬂue—fer—ﬂ%e—ye&reﬁe}ed—Decembel 31,2626-2023 and

; red December 31, 2049;-and-eurnetreventewas$260-9
mﬂlmﬁ—aﬂd—$+84—Hnﬂhefrf0f&w—ye&fs—ended—Beeernbeﬁ34—2O22 and-Deeember3+2021, respectively. Yeoushould-We pay

these advances based on the expectations of future ticket sales on our platform by such creators. We make the decision to




make these payments based on our assessment of the past success of the creator, past event data, future events the
creator is producing and other financial information. However, event performance may vary greatly from year- to- year
and from event to event. If our assumptions and expectations with respect to event performance prove wrong or if a
counterparty defaults or an event is not felry—successful or is cancelled our return on these advances &ny—revenue—gfewt-h—ef

busitess; results-of operations-and-f manual condition and results Of 0perat10ns could be hdlllk(l -I-f—we—e&nﬁet—feaeh—Our
marketing efforts to help grow our business may not be effective. Maintaining and promoting awareness of our
marketplace and services is important to our ability to attract attendeesfor-and retain creators and consumers. One of the
events-hosted-key parts of our strategy is to build a consumer brand that brings consumers to Eventbrite and create
more habltual consumers b\ pos1t10n1ng ourselves as the destmatmn to help people disrupt their old routine and make

ereato more eventful geegf&phies—eeetrﬁeé

FHOT-. As we t-faﬁs-ttteﬁ—ffeﬂa—a
: h-a1 focus on generating-engaging consumers to scale our platform,
we plan to contmue to increase our marketmg spend to help drive consumer demand . We may also need to increase our
marketing spend in response to increased spend on marketing from our competitors. We invest in brand and
performance advertising through various channels, including search engine optimization (SEO), search engine
marketing, affiliate marketing and display marketing, as well as social media, email marketing and digital video
advertising. Prominently displaying listings in response to key search terms is a critical factor for attracting creators and
consumers to our platform, and we face increased costs for relevant keywords, including our brand name, due to
competitive bidding. Search engines frequently change the algorithms that determine the ranking and display of results
of a user’ s search, alter analytics or SEO data available to us or make the-other extent-changes to the way results are
displayed, which €6V1D-can negatively affect the placement of links to our platform and reduce the number of visits or
otherwise negatively impact our marketing efforts. in addition, search engines, social networks and other third parties
typically require compliance with their policies and procedures, which may be subject to change or new interpretation
with limited ability to negotiate, which could negatively impact our marketing capabilities (including marketing services
for creators). Further, the growing use of online ad - +9-blocking software and technological changes to browsers and
mobile operating systems that, for example, limit access to usage information for platforms like Eventbrite, impact other
-- the maeroeeonomie-factors-effectiveness of, or our visibility and insights into, our marketing efforts. As a result, we may
fail to bring more consumers, or fail to increase the frequency of visits to our platform. In addition, ongoing legal and
regulatory changes in the data privacy sphere in U. S. states and countries throughout the world — and the interpretation
of these laws by major search, social and operating system providers — may impact the scope and effectiveness of
marketing and advertising services generally, including those used on our platforms. Certain laws require us and our
marketing partners to provide consumers the ability to opt- out of this collection of processing of their information for
online advertising, and some providers of consumer devices, mobile or desktop operating systems and web browsers
have implemented, or have announced plans to implement, ways to block tracking technologies. These developments
could result in online tracking methods and our marketing efforts becoming significantly less effective. Similarly, our
vendors, particularly those providing advertising and analytics products and services have, and may continue to, modify
their products and services based on legal and technical changes relating to privacy in ways that could reduce the
efficiency of our marketing efforts and our access to data about use of our platforms. Any reduction in our ability to
make effective use of such technologies could harm our ability to personalize the experience of consumers, increase our
costs, and limit our ability to attract and retain creators and consumers on cost- effective terms. As a result, our
business, financial condition and results of operations could be adversely affected. In addition to the marketing strategies
described above, we also engage with celebrities and influencers and partner with aligned brands as part of our




marketing efforts, and our perceived affiliation with these individuals and brands could cause us brand or reputational
damage in the event they undertake actions inconsistent with our brand and values. Enforcement of our community
guidelines may negatively impact our brand, reputation and / or our financial performance. We bring together a diverse
and vibrant community of millions of people to create and discover live experiences that fuel their passions. The safety
and integrity of our marketplace is of primary importance to our business. We maintain policies that outline
expectations for users while they engage with our services, whether as creators, consumers or third parties. We prohibit
a range of content on our platform, including, but not limited to shifts-: sexually explicit content; illegal content or illegal
activities; hateful, dangerous or violent content or events; content that contains or promotes misinformation; and events
that sell, distribute or transfer weapons and firearms. We seek to enforce these community guidelines in order to uphold
the safety and integrity of our marketplace, engender trust in the use of our services, ensure that everyone can gather
and celebrate in an environment based in respect and dignity and encourage positive connections among members of our
communities. We strive to enforce these policies in a consistent and principled manner that is transparent and explicable
to stakeholders. However, even with a principled and objective approach, policy enforcement is a combination of human
and technological review and is subject to error. For example, at times creators use or attempt to use our platform for
events related to illegal activity and extremist groups. These events may cause negative publicity and harm our
reputation and brand. In addition, policy enforcement may be subject to different, inconsistent or conflicting regional
consensus or regulatory standards in different jurisdictions, or it could be perceived to be arbitrary, unclear or
inconsistent. Shortcomings and errors in our ability to enforce our policies across our marketplace could lead to negative
public perception, distrust from our creators and eonsumer-consumers behavior-, mflation-or lack of confidence in the use
of our services , tabor-ehallenges-and could negatively impact our reputation and our brand and our business , inereased
{abor-eosts-financial condition and results of operations could be adversely affected. In addition , rising-certain creators or
consumers may not agree with our decision to restrict certain creators from using our platform, the removal of certain
events or the promotion of certain events on our platform. Some creators may not have, or are perceived not to have,
legal and ethical business practices. Furthermore, creators use our platform for events that represent a variety of views,
activities and interest-interests rates-, eeonomie-reeesstorrand-some of which many other faetors-creators or consumers do
not agree w1th or ﬁnd offenswe. If our platform is associated with 1llegal or offenswe act1v1ty or creators and consumers

epera-t—teﬂs-eeu-ld—be—adversely—a-ffeefed—()m platform mwht be used 101 111egal or 1mplopu purposes, all of w lmh wuld expose

us to additional liability and harm our business.Our platform remains susceptible to potentially illegal or improper uses by
creators or eensumers-attendees .Illegal or improper uses of our platform may include money laundering,terrorist
financing,drug trafficking,illegal online gaming,other online scams,illegal sexually - oriented services,phishing and identity
theft,prohibited sales of pharmaceuticals,fraudulent sale of goods or services,posting of unauthorized intellectual
property,unauthorized uses of credit and debit cards or bank accounts and similar misconduct.Creators may also
encourage,promote,facilitate or instruct others to engage in illegal activities.Despite measures we have taken to detect and lessen
the risk of this kind of conduct,we cannot guarantee that these measures will stop all illegal or improper uses of our platform and
such uses have occurred in the past.Our business could be harmed if creators use our system for illegal or improper
purposes,which may expose us to liability. At the same time,if the measures we have taken to guard against these activities are
too restrictive and inadvertently screen proper transactions,or if we are unable to apply and communicate these measures fairly
and transparently,or we are perceived to have failed to do so,this could diminish the experience of creators and eensamers
attendees ,which could harm our business, results of operations and financial condition and-results-ofoperations-. Further
Creators rely on third- party platforms . such as Facebook and Spotify,to connect with and attract attendees and we
depend on our platform of partners and developers to create applications that will integrate with our platform.Our
platform interoperates with other third- party distributors,such as Facebook and Spotify.Attendees are able to access
our platform and purchase tickets through these third- party services.Creators are able to publicize their events and sell
tickets on these third- party sites.The interoperability of our platform with these other sites allows creators to reach
more attendees and makes our platform more appealing to creators.These third- party partners have in the past,and
may in the future,terminate their relationship with us,fail to maintain integrations,limit certain integration
functionality,change their treatment of our services or restrict access to their platform by creators at any times— time we
expertenee-fraudulentactivity-. For example,in the past,Facebook removed a feature of its service that allowed creators to
include multiple hosts on eur-a single event seamlessly across platforntr-platforms ., inelading-fake-events-which negatively
impacted certain music creators’ use of the Facebook integration with our platform.If any such third- party services
become lncompatlble w1th our platform or the use of our platform and solutlons on such thlrd- party platforms are
whieh-a-perse v S our busmess will falfih

expertenee;feedbackfromrereators-impact our abllny to reach-predict our future performance. We generate a portion of our



revenue from advertising. The loss of creator marketers, or reduction in spending by creator marketers, could result in a
potential loss of consumers and attraetnew-attendees-adversely impact our business. We have limited experience and
operating history offering advertising services on our platform and our advertising revenue may not grow as we expect.
Our ability to generate advertising revenue is subject to various risks and will depend on future-developntenits-a number of
factors, including our ability to attract and retain creators willing to advertise on our platform, the quantity and quality
of ads shown to our consumers, the cost of advertising, the return on ad spend, our ability to compete effectively for
advertlsmg spend and our ablhty to demonstrate the value of our ads to creator marketers. Our global workforce works

believe that our corporate culture has been an important contributor to our success, which we bcl fosters innovation,
teamw 011 and pdsslon [or ueatols and our transition to a Llobal markelplaec The relocatloneu-r—g-}eba-l—vwrkferee—werks

approximately-$-%-of o : ; t ittt teh-inetudes-me vig-certain of our
development roles from AIgemmd and the United States to Spdm and ll]dld and -re}eeat-mg—ncdl 7 all of our customer support

and operations roles to locations outside the United States involves risks related —Fhese-aetions-are-expeeted-to negatively
-x-mpaet—dlfﬁcultles in managmg and stafﬁng mternatlonal operatlons and dlfferences in employec norms morale-in-the-neat

atrd-out-produe and-retentioneould-sufferwhichmay -harmoeurbusiness- Further, we may face challenges in

fest-rttefuﬂﬁg—p-l-aﬂ—(n any aequned companies into our corporate culture. Any failure to preserve our culture could also
negatively affect our ability to retain and recruit personnel, maintain our performance or execute on our business strategy, which
may harm our business, results of operations and financial condition. In addition, our remote- first work environment may
subject us to operational challenges and risks. We face increased cybersecurity risks due to our reliance on Internet



technology and the number of our employees who are working remotely, which may create additional opportunities for
threat actors to exploit vulnerabilities. Remote working may also result in other information technology, privacy and
fraud risks. Allowing members of our workforce to work remotely may create intellectual property risk if employees
create intellectual property on our behalf while residing in a jurisdiction with unenforced or uncertain intellectual
property laws. We may also be exposed to risks associated with the locations of remote workers, including compliance
with local laws and regulations or exposure to compromised Internet infrastructure. Further, if employees fail to inform
us of changes in their work location, we may be exposed to additional risks without our knowledge. Our transition to a
remote- first work environment also presents significant challenges to maintaining compliance with country and state
requirements such as employee income tax withholding, the recording of reserves to cover withholding corrections or
penalties, remittance and reporting, payroll registration and workers’ compensation insurance. Any of these operational
challenges or tax implications resulting from our remote- first policy may harm our business, financial condition and
results of operations. Our software is highly complex, and we have in the past, and may in the future, discover previously
undetected errors , failures, bugs or other vulnerabilities . The software underlying our platform is highly complex and we
have in the past, and may 1n the future detect prev10u§1y undetected programmlng errors fallures, bugs or other
vulnerabilities ; y d d t
produets-and-serviees-. Any real or percelved errors, fallure% bugs or other Vulnerablhtles dlqcovered in our code could reqult in
negative publicity and damage to our reputation, loss of creators and attendees-consumers , loss of or delay in market
acceptance of our platform, loss of competitive position, loss of revenue or liability for damages, overpayments and / or
underpayments, any of which could harm the confidence of creators and atterdees-consumers on our platform, our business,
féSﬂ-l-fs-ef—epef&t-teﬂs—aﬂd—ﬁnanmal condition and results of operations . [n such an event, we may be required or may choose to
expend additional resources in order to help correct the problem which may divert engineering staff from building new solutions
or product enhancements. Because creators use our platform for processes that are critical to their businesses, errors, failures or
bugs in our code, or the underlying infrastructure, have resulted, and could in the future result, in creators seeking significant
compensation from us for any losses they suffer and / or ceasing conducting business with us altogether. There can be no
assurance that provisions typically included in our agreements with creators that attempt to limit our exposure to claims would
be enforceable or adequate or would otherwise protect us from liabilities or damages with respect to any particular claim. Even if
unsuccessful, a claim brought against us by any creators would likely be time- consuming and costly to defend and could harm
our business, restults-ofoperations-and-financial condition and results of operations . In addition, our platform relies on third-
party partners for the development tool chain, managed infrastructure ;-and platform services. These include disciplines like
security, payment processing, cloud computing, data processing -and storage, as well as various processes in our software
development life cycle. There can be no assurance that the provisions in our agreements with our partners that attempt to limit
our exposure to events like downtime, data breaches ;-and malicious actors would fully protect us from liabilities or damages and
could result in a similar impact that we called out in our software section above. Such disruptions in our vendor supply chain
would be time- consuming and costly for multiple departments, especially engineering, and result in delays in our product
delivery and business strategy. Further ;everthe-past-deeade-, we have continued to build complex code to evolve our product
offerings. We are investing resources to reduce the complexity of the code underlying our software, and as a result, some of our
engineering talent has been diverted from building new solutions or product enhancements. If our efforts to reduce the
complexity of our code do not result in the improvement of our platform or if the diversion of our engineering staff prevents us
from developing successful new solutions and enhancements, our business, financial conditions and results of operations and
finanetal-eondition-could be harmed. Any significant system interruption or delays could damage our reputation, result in a
potential loss of creators and adversely impact our business. Our ability to attract and retain creators depends on the reliable
performance of our technology, including our websites, applications, information and related systems. System interruptions,
slow- downs and a lack of integration and redundancy in our information systems and infrastructure may adversely affect our
ability to operate our technology, handle sales for high- demand events, process and fulfill transactions, respond to creator and
attendee-consumer inquiries and generally maintain cost- efficient operations. We also rely on affiliate and third- party
computer systems, broadband and other communications systems and service providers in connection with the provision of
services generally, as well as to facilitate, process and fulfill transactions. Any interruptions, outages or delays in our systems
and infrastructures, our businesses, our affiliates’ and / or third- party systems we use, or deterioration in the performance of
these systems and infrastructures, could impair our ability to provide services, fulfill orders and / or process transactions. From
time to time we We-have-experieneed;-and-may-inrthe-fature-cxperience seeeastonalsystem interruptions caused by outages by

our partners that made;er-may-make ;-some or all systems or data unavailable or prevented;ormay-prevent s-us from efficiently
providing services or fulfilling orders. For example, in Auguqt ©f2022, most of our website experienced a 1. 9 hour outage due

to a failure of internal infrastructure running Eventbrlte s prlmary analytlc% platform—aﬁd—m—@efeber—e-f—l‘@%l—mes{—e-fet&
website-experieneed-a3- While this 7hour-outage-bees : vHhoth -
events— event had-did not have a material 1mpact on fhe—@eﬁa—paﬂy—our busmess butsuch events may reduce consumer trust in
our platform . On February 27, 2024, we experienced an approximate 1 hour outage of our website . \We outsource our
cloud infrastructure to Amazon Web Services (AWS), which hosts our platform, and therefore we are vulnerable to service
interruptions at AWS, which could impact the ability of creators and attendees-consumers to access our platform at any time,
without interruption or degradation of performance. Our customer agreement with AWS will remain in effect until July 31,
2025. In the event that our AWS service agreements are terminated, or there is a lapse of service, interruption of Internet service
provider connectivity or damage to saeh-AWS facilities, we could experience interruptions in access to our platform as well as
delays and additional expense in arranging new facilities and services. For example, we previously experienced interruptions in
the performance of our platform because of a hardware error that AWS experienced. We may also incur significant costs for




using an alternative cloud infrastructure provider or taking other actions in preparation for, or in reaction to, events that damage
the AWS services we use. In addition, fire, flood, power loss, telecommunications failure, hurricanes, tornadoes, earthquakes,
acts of war or terrorism, natural disasters and similar events or disruptions may damage or interrupt computer, broadband or
other communications systems and infrastructures at any time. Climate change is expected to continue to cause adverse weather
conditions, increased weather variability and natural disasters to become more frequent and less predictable. Any of these events
could cause system interruptions, outages, delays and loss of critical data, and u)uld prevent us [mm p10\ 1dmg services,
fulfilling orders and / or processing transactions = A q ; 7 an-area-Stby
earthqualkes-and-other-seismie-aetivity-. While we have backup systems for certain aspects of our operations, disaster recovery
planning by its nature cannot be sufficient for all eventualities. In addition, we may not have adequate insurance coverage to
compensate for losses from a major interruption. In some instances, we may not be able to identify the cause or causes of these
performance problems within a period of time acceptable to creators. It may become increasingly difficult to maintain and
improve our platform performance, especially during peak usage times, as the features of our platform become more complex
and the usage of our platform increases. Any of the above circumstances or events may harm our reputation, cause creators to
stop using our platform, impair our ability to increase revenue, impair our ability to grow our business, subject us to financial
penalties and liabilities under our service level agreements and otherwise harm our business, restts-ofoperations-and-financial
condition and results of operations . Our platform and solutions are accessed by a large number of creators and attendees
consumers often at the same time. As we continue to expand the volume of creators and attendees-consumers using the
platform and the solutions available to those creators and attendees-consumers , we may not be able to scale our technology to
accommodate the increased capacity requirements, which may result in interruptions or delays in service. Furthermore, capacity
constraints could be due to a number of potential causes including technical failures, natural disasters, fraud or security attacks.
In addition, the failure of AWS cloud infrastructure or other third- party Internet service providers to meet our capacity
requirements could result in interruptions or delays in access to our platform or impede our ability to scale our operations. The
occurrence of any of these events could harm our business, results-efoperations-and-financial condition and results of
operations. If we do not continue to maintain and improve our platform or develop successful new solutions and
enhancements or improve existing ones, our business will suffer. Our ability to attract and retain creators and
consumers depends in large part on our ability to provide a user- friendly, safe and effective platform, develop, improve
and maintain our platform and introduce compelling new solutions and enhancements. Our industry is characterized by
rapidly changing technology, new service and product introductions and changing demands of creators and consumers.
We spend substantial time and resources understanding creators’ needs and responding to them and on driving
consumer demand on our platform. Our corporate strategy is focused on providing consumers with a breadth of
relevant, local live event options and to enable creators to host successful events that draw upon access to Eventbrite’ s
consumers worldwide. Building new solutions is costly and complex, and the timetable for commercial release is difficult
to predict and may vary from our historical experience. In addition, after development, creators or consumers may not
be satisfied with our new solutions or enhancements and may perceive that the new solutions or enhancements do not
adequately meet their needs . The success of any new solution or enhancement to our platform depends on several
factors, including timely completion and delivery, competitive pricing, adequate quality testing, integration with our
platform, creator and consumer awareness, efficacy and overall market acceptance and adoption. If we do not continue
to maintain and improve our platform or develop successful new solutions and enhancements or improve existing ones,
our business, financial condition and results of operations could be harmed. Some creators rely on our third- party
distribution partners, such as Meta and Bandsintown, to connect with and attract consumers and we depend on this
network of distribution partners to reach consumers. Our platform enables the sale and distribution of event tickets
through select third- party platforms, such as Meta and Bandsintown. Creators are able to publicize their events and sell
tickets through these third- party platforms, and these distribution partnerships enable consumers to discover
Eventbrite events on other platforms where they spend time. This dynamic enables creators to reach more consumers
and makes our platform more appealing to creators looking to grow their audiences. These third- party distribution
partners have in the past, and may in the future, terminate their relationship with us, fail to maintain integrations, limit
certain integration functionality, change their treatment of our services, restrict access to their platform by creators or
consumers, or change their algorithms or consumer experience at any time, thereby impacting the business performance
of Eventbrite and its creators. For example, in late 2023, Meta discontinued its Facebook native ticketing product. This
means that consumers are no longer able to buy tickets to Eventbrite events directly on Facebook, rather they can
continue buying Eventbrite tickets through a clickout experience. If any such third- party services become incompatible
with our platform or the use of our platform and solutions on such third- party platforms are restricted in the future, our
business may be harmed. In addition, to the extent that Google, or other leading large technology companies that have a
significant presence in our key markets disintermediate ticketing or event management providers, whether by offering
their own comprehensive event- focused or shopping capabilities, or by referring leads to suppliers, other favored
partners or themselves directly, there could be harm to our business, financial condition and results of operations. We
rely on Internet search engines to drive traffic to our platform. Changes in Internet search engine algorithms and
dynamics, our search engine visibility and rankings, search engine disintermediation, changes in marketplace rules or
changes in privacy and consumer data access could have a negative impact on traffic on our platform or functionality of
our product and ultimately, our business, financial condition and results of operations. We rely heavily on Internet
search engines, such as Google, to generate traffic to our websites, principally through free or organic searches. The
ranking and display of our search results can be affected by a number of factors, many of which are not in our control.
Search engines frequently change the algorithms that determine the ranking and display of results of a user’ s search,




such that the purchased or algorithmic placement of links to our websites can be negatively affected. In addition, a
search engine could, for competitive or other purposes, alter its search algorithms or results causing our websites to place
lower in organic search query results. If a major search engine changes its algorithms in a manner that negatively affects
the search engine ranking of our websites or those of our partners and we are unable to quickly and efficiently adapt to
the algorithm changes, our business, financial condition and results of operations would be harmed. Furthermore, our
failure to successfully manage SEO could result in a substantial decrease in traffic to our websites, as well as increased
costs if we were to replace free traffic with paid traffic, which may harm our business, financial condition and results of
operations. Our competitors’ SEO efforts may be more successful than ours, which may result in their platforms
receiving a higher search result ranking than ours. In the event any of the Internet search engines launches its own event-
focused product, the prominence of our platform in organic search results for event- related terms may be reduced, and
our SEO results and ticket sales may be adversely affected. We also rely on application marketplaces, such as Apple’ s
App Store and Google’ s Play, to drive downloads of our applications. From time to time Apple, Google or other
marketplaces make changes that make access to our products more difficult. Our applications may receive unfavorable
treatment compared to the promotion and placement of competing applications, such as the order in which they appear
within marketplaces. Similarly, if problems arise in our relationships with providers of application marketplaces, traffic
to our site and our user growth could be harmed. In addition, changes to third- parties’ privacy and consumer data
access policies have in the past, and may in the future, negatively impact the functionality of our product. For example,
Apple and other marketplaces have in the past and may continue to implement new privacy and security features, which
may negatively impact the effectiveness of our consumer data and platform. Such third- party changes may render our
products less effective, obsolete or require us to divert engineering resources to retool our products rather than releasing
new functionality. This may ultimately harm our business, financial condition and results of operations. Actual or
perceived failures to comply with applicable laws, regulations, standards and other requirements regarding data

privacy, security and the processing ;steragertse-and-diselosure-of personal data could give-rise-to-habilities-as-a-adversely
affect our busmess, ﬁnancml condltlon and feSﬂl-t—results of operations governmental-regulation;eonflietinglegal

v . We receive, transmit ane-, store and process a large volume of
pusondl data about actual and prospectlve creators, consumers, employees and other user-individuals. As we shift our
strategy to creating an indispensable two- sided marketplace for live events that focuses on driving consumer demand
and acquiring highly popular events, we expect to receive, transmit, store and process more and new types of personal
data. Numerous federal, state and international laws , rules, regulations, standards and other requirements address privacy,
data protection and the collection, storing, sharing, use, disclosure and-, protection and other processing of personal data .

These requirements, and ether— their application, interpretation user-data—Thelegal-and amendment eemplianeetandseape

trthis-area— are is-continually evolving and compliance requirements continue to expand. In the United States, numerous states
already-have adopted new or modified —&ﬂd—&re—}eekmg—te-expaﬂd—ddm pfefeeﬁeﬂ—}egls-}aﬁeﬂ—reqtuﬂﬂg—prlvacy and security
laws that apply to companies like ours to-eens S AS-to11 g1 A etations :
For example, Ga-h-ferﬁ-la—eﬁaefed-t he ( (111 omm ( onsumer P11\ acy Ael (( C PA —wh-leh—lom ol[ul on ldnudly , 2020 rand-was
vaeyRig whieh—w § Y The CCPA
osldbhshu a privacy lmmu\ ork [01 covered busmcss‘cs such as ours and has quUIILd and will lll\cly continue to require, us to
modify our data processing practices and policies and incur compliance related costs and expenses. Fhe-Among other things,

the CCPA provides certain data-privaey-rights to California 1L\1danls such as a—fferd-lﬁg—eeﬂstrmers—l e rig 11 to opl out of t-he

certain sale-sales or transfers of personal information ane

( including e—g-eharging-more-for serviees-cross- context behav1oral advertlsmg )-fefexefersmg—aﬂ-y—e-ﬁthetﬁeePA—ﬂg-lﬁs

and requires specific disclosures to California residents about data collection, use and disclosure practices . The CCPA
plm ides for polumall) severe statutory pumlms and a Dll\dlL right 01 dLIlOll for certain data breaches resulting-from-a-fatlare

also ereates-created a new ( dlliomla data )101@&11011 agency speci 1eallv ldSde to onloloo the law, which will likely result in
increased regulatory scrutiny of California businesses in the areas of data protection and security. Mereever;-The enactment of
the CCPA has prompted a wave of similar legislative developments in the-other states in the United States, which creates
a patchwork of overlapping but different state ef—Nevada—eﬂaefed-a—}aw—laws that-which make compllance challengmg For
example, since the CCPA W ml into effect -feree—eﬂ—ee’feber—l— an S

-Fttﬁher—snﬁ-}a-r—ld\\ s have—passed—govermng the processmg of personal 1nformat10n, 1nclud1ng for marketlng purposes,
took effect in Virginia, Colorado, Connecticut, and Utah , and have been passed or proposed in other states and at the federal
level, reflecting a trend toward more stringent privacy legislation in the United States. The enactment of such laws could have

polumall) u)nlhclm(T 1Lquuemenlx that would make L()lll])lldl]LL, c m lenging. Addﬁteﬂa-l-ly—&re—Heak-h—Iﬁstrraﬂee—Pertabﬁft—y




enforce a varlety of data privacy

dissemination-and security pfaeﬁees—that—&ppe&r—te—be—u&ﬁfeﬁdeeqatwe—lssues, such as promlses made in prlvacy p011c1es
-Fer— or failures e*&mp-}e—aeeerdmg—te—t-he—FiP%faﬂmg—lo lake dpplopllale slcps to keep eeﬂsuﬁ&efs—persondl 11110111]:111011

user—ddld is mucasmglv subjeel to -l-eg-ts}at-xeﬁ—&nd-regu-l-at-tew regulatlon in numerous ]ullsdleuons in areuﬁd-t-he—wer}d—t-he
-1-nteﬁt—e-P\\ nc h we operate ts—te—pfeteet—the—prﬁaeyhe%r&fermaﬁeﬁ—th&t—rs—eeﬁeeted— -pfeeessed-dnd transmittedinror-from-the

- the requirements
can be %Ws—&nd-regu-l-at—teﬂs—&re—efteﬂ—mme 1es111emc dnd 110010us 1hdn 1hose in the Umlcd Slalcs In pdlllLLl ar, we t-he

ﬁ‘pes-e-ﬁd&ta—t-hat—are subject to pﬂvaey—&nd-data protection laws &

eompantes-in Europe including t-lﬁs—reg&rd—l-n—&re—E—EA—We—are—s‘ubjeet—te—lhc (JLI]erl Dala Plolccllon RC"uldllOH 2() 6 / 679
(GDPR) and the United Kingdom General Data Protection Regulatlon and Data Protectlon Act of 2018 (UK GDPR and

collectlvely referred to as GDPR) which i 1mpose strmgent APP

EEA—efthehrrwfrﬁermg—e-P&wtﬁbe}mﬁerJP}w—GBPR—eﬁh&ﬂeeﬁiam ploleeuon obllgdnons Or Processors and eonhollus of

personal data with the risk of enforcement actlon c1v1l claims ( mcludme class actlons) 51gn1ﬁcant penaltles fer—aeamp-}e—

m%ﬁefs—ﬂae—ﬁﬂes—uﬂdefthe—GDPRTergfwe-eeu}d—be—ﬁﬂed-up to ll e greater of € 20 mllllon t 17 million or 4 % of 10bal

turnover ) or requirements for us 4

fel-at-reﬁ—lo eerta-m—aspeefs—e-ﬁcease or ange how we process personal dam preteet—ien—la—w—rema-ins—tme{ear,hand conduct -I-HS-

our busmess evefa-H-Hs-lee*pesure— ln dddmon we sote

eountries-arc eeﬂstdeﬂng—sub]ect to other laws, regulatlons and requirements regarding the protection, security or
processing of personal have-passedlegislationimplementing-data preteetion, including the cross- border transfer of

personal data or requirements er-for requiring-local storage and processing of data er-similar-, including in Australia, Brazil

and Indla. Other changes in laws, regulations and other 1equuements that-eould-inerease-the-eost-and-eomplexity-of

GDPR—&nd—ethefehaﬂges—irr}&ws—er—regu}aﬁeﬂs—assoemtcd with the enhanced plOlLLll()l] of certain types of persondl dala such

as consumer healtheare—--- health data or other sensitive information, could greatly increase eur-the cost and complexity of
providing our products and services, require significant changes to our operations or even prevent us from offering certain
services in jurisdictions in which we operate. The GDPR regulates cross- border

Reeentlegal-developments-inEurope-have
ere&ted—eemp}e*&yhaﬂd-tmeeﬁamty—regﬁdmg—tmnslers of personal data out of the European Economic Area (EEA) and the

UK. Case law from the Court of Justice




form of COHtl’st approved by the European ( ommission as an ddequate personal data transfel meuhdmsm) —rt—made—ele&r—t-hat-
rehanee-onthemalone may not necessarily be sufficient in all circumstances and that transfers —Use-ofthe-standard
eeﬁtraet-ua-l-elattses—mustﬁew—be dssessed on a case- by case basis tdkms_ into dccount the legdl Ieume appllmble in the

Curlently rely on ttneert&rn—Add-l—t—teﬁa—l-ly—t he EU Eufepe&n—@emmtss&eﬂ—has—pﬂbhshed-reﬁsed-smndard contmctual Clauses for

nafara o A tha +n ad-—e sesmustbeused a nefare

eaﬂst—rﬁg—UK Addendum to the EU standard contmctual Clauses and arr&ﬂgemeﬂts—mﬁst—be—m—rgr&ted—te—the revised-elausesby

Peecember27-UK International Data Transfer Agreement , as relevant, 26022—The-revised-standard-eontractual-elauses-apply
enty-to the-transfer efpersonal data outside efthe EEA and netthe-Unitedingdom;-the UK *sInformation-Commisstonier™s

Offiec-issted-its-ownstandard-formofeontraet-for-[ with respect to both intragroup and third party transfers. However, we
expect the existing legal complexity and uncertainty regarding international personal data transfers to continue . In

partlcular, we expect 1nternat10nal fPhe—neWhUléel&uses—must—be—used—feﬁwdata—tmnsters -freﬂa—Septefnber—Z—l,—Z-GQ—Z—;

to other ]urlsdlctlons more generally to contlnue to be subJect to enhanced scrutlny by regulators As regulatory

Sﬂpeﬁ‘tsery—&utheﬂt-teﬁssue—fuﬁheﬁgmddme and

: ntomement aet—te-ﬂ—landscape develops we could suﬁe1 additional
costs, Lomplamts and or Iegulatmy nv esngdtlons or fines, or if we are otherwise unable to transfer personal data between and
among countries and regions in which we operate, it could affect the manner in which we provide our services, the geographical
location or segregation of our relevant systems and operations, and could adversely affect our business, financial condition and
results of operatlons. We and our thlrd- party prov1ders are also sub]ect to evolving laws In-addition;the Eb-Commisston

: : W , including in Europe, relating to provistons
speei-ﬁea-l-ly—aha&ed—&t—t-he—use—e-ﬁcoo kies te—releﬁt-rfy— tracklng technologles an—and e- marketlng tnd-m&ua—l—s—eﬁ-l-me—beha’v‘ieﬁ
---- Regtila y anee-ob . While-the-text-ofthe
ePrwaeH%egul&Heﬁﬂs—stHHmder—develepﬂ&em—feeeﬂt—Recent Eufepeaﬂ—eeuﬁ—htlgatlon, decmom dnd regulators’reeent
gu1ddnue sare driving mcreased attention to cookies ﬁ,ﬂd— tmc king teuhnologles —Fe%ex&mp-le,—m—Beeefnber—}GQ%,—t-he—GNH:

-ﬁﬁed—l\&efa—E—U-lH—l-@—ﬁn-l-heﬁ—and onllne {ﬁstagr&m—E-U-R—}Se—mﬁheﬂ—fer—tmlawftﬂ—behaﬁefal—ad\ e1t1s1ng: aet-ﬁ‘tt-tes— In addltlon,

there has been a noticeable increase in class actions in the United States where plaintiffs have utilized a variety of laws ,
mcludmg state w1retapp1ng laws, in relatlon to the use of cookles and t-he—other trackmg technologies fatture-to-have-a

ot con proeessthe e-to-provid ctenttransparene preeessing-. Any efthese-changes to
Eufepean—data—pfeteeﬁeﬂ—la-w—laws relatlng to cookies, tracklng technologles and e- marketlng or tts-the interpretation of
relevant laws , including if the trend of increased enforcement by Eurepean regulators of the strict approach to consent for the
placement of non- essential cookies and tracking technologies in recent guidance and decisions continues, could disrupt and
harm our business. The interpretation and application of many privacy aad-, data protection , consumer protection and e-
marketing laws are, and will likely remain, uncertain, and it is possible that these laws may be interpreted and applied in a
manner that is inconsistent with our existing data management practices or product features. H-se;in-addition-Any failure or
perceived failure by us and / or various third- party service providers and partners with which we do business to comply
with or take steps to address such laws and the-other possibility-requirements relating to privacy, data security or the
processing of personal data, or any cybersecurity incident, could damage our reputation, lead to an erosion of trust,
result in a loss of creators or consumers, inhibit sales, discourage potential creators and consumers from trying our
platform, result in fines, lawsuits (including class actions) and other claims and penalties, or we-eould-berequired-- require
us to fundamentally change our business activities and practices or modify our products, any of which could harm our business ,
financial condition and results of operations. In addition, given the breadth and depth of changes in data protection
obligations, ongoing compliance with evolving interpretations of applicable U. S. state data protection and privacy laws,
the GDPR and other laws and requirements requires time and resources and a review of the technology and systems
currently in use against such requirements . In addition to government regulation, privacy advocacy and industry groups may
propose new and different self- regulatory standards that either legally or contractually apply to us —Any-inabilitr-to-adequately
address—prﬁ‘aey— data—preteeﬁeﬂ—and d&ta—seettﬂty—eeﬂeerns-er—eefﬁp-ly—complylng w 1t 1 such ﬁppl-te&b-le—prwaey—d&ta—pfeteeﬁeﬁ

fom dld otten 1esults in the wmdmo down of the aequued platforms over a len(rthy peuod of t1me whlle the exlstmg Creators
migrate to our platform. The focus often shifts away from these legacy platforms to meeting the needs of migrated creators on
our platform. The existence of these legacy platforms within a shifting landscape regarding privacy, data protection and data
security may result in regulatory liability or exposure to fines. A cybersecurity stgnifieant-data-incident on a legacy platform
may harm our reputation and our brand and may adversely affect our business, including the migration of existing creators to
our platform. See the risk factor abeve-below titled *“ If we or our third- party providers fail to protect information,
including personal Pata-data or sensitive information about creators, consumers or employees and / or IT systems and
operations against software or hardware vulnerabilities, service interruptions, data loss , ransomware, attacks or other



seenrity-cybersecurity breaches-incidents, we could hararexperience a loss of creators eur- or consumers, exposure to
liability, or an adverse impact on our reputation, brand, business, financial condition or reputation;-brand-and-results of

operations ” fer-informationregarding-the-Tieketfly-eyber-inetdent-. We may also become exposed to potential liabilities and

our attention and resources may be diverted as a result of dl[ ering privacy regulations pertaining to our applications. If we or

Aﬂy—fa-rl-ure—és)—by—us—aﬂd—#efour V&Heﬂs—lhll d- pdl ty serviee-prov 1dc1 s fail and—paﬁﬂers—wrt-}rwh-teh—we-do—btmness—lo eomply

pfwaey—ela-ta—preteet-ien—u—— protect %111[0111]411011 seettrrty— 1nclud1ng eiean-yheempfemise-e-ﬁseeuﬂw—that—reseﬂ-ts—m—the

unattherizedrelease-efpersonal data or sensitive information about creators, consumers or employees and / or IT systems
and operations against software or hardware vulnerablhties, service 1nterrupt10ns, data loss, ransomware, attacks or
other user-data-cybersecurity incidents , we
experience damage-ourtreputation,restdtin-a loss of creators or atteﬁelees—consumers exposure to habihty,d-iseeufage
potential-ereators-and-attendeesfrom-tryingour— or pla £s v ;
agenetes-and--orusers;any-of- which-eonld-have-an adverse effeet—lmpact on our reputatlon, brand busmess results-of
eperations-and-financial condition or results of operations . As -l-n—add-rt—ton—gweﬁ—the—bfea&t-h—and— an onhne platform éept-b
of changes-irdata-protectiorrobligations—, we rely on computer systems G volving

the-GDPR-, hardware BK-GDPR-, softwareU—S—st&te—d&ta—pfeteeﬂefr&nd-pfﬂfaeyhlaws— &nd—etheﬁegu-l&tery—reqtureﬂ&ents
requires-time-and-resetrees-and-areview-of the-technology infrastructure and online sites systems-etrrently-inuse-againstthe
fequﬁemeﬂts-e-ﬁGBPRTUléGBPRTU—S—stafe-&ataﬁreteeﬁen—and networks pfwaeyhl&w‘s—&nd-otheﬁegul&ﬁeﬂs—ehanges-rﬂ

1nternal eursrtes—eihfuneﬁeﬂal-rtyhe-ﬁeuepfoéuet—dmi u-l-t-rmatel—y—external operations that are cr1t1cal to our busmess and
fesul-ts—e-ﬁepef&tiens— Desplte the 1mplementat10n of securlty measures We—rel-y—heavﬂ-yheﬂ—lntemet—seareh—eﬁgmes— we and

telecommunlcatlons euﬁbttsrness—resu-lts

failures , interruptions to-sueeessfully-manage
------- t our websites-platform and

catastrophic events , as w ell as cybersecurlty r1sks that threaten the conﬁdentlahty -x-nereased—eosts—rﬁwe—wefe—to—replaee
free-traffie-with-patd-traffie-, integrity whieh-may-harmour-business; results-of operations-and finanetal-eonditton—We-alsorely
erapplieation-marketptaces-availability of our and third party providers’ information systems and confidential
information (including information about our creators , consumers, employees and others, intellectual property and
proprietary information such as Apple-trade secrets), including through computer viruses, break- ins, intentional or
accidental actions or inaction by employees or others with authorlzed access to our or our prov1ders networks s—App

-Stere—&nd—Goeg—le—s—P—l&y— social englneerlng / phlshing attacks

p&mes—prrvaey—serwce
attacks, mahclous or destructive code, malware, ransomware attacks, and eensuﬂ&efother cyber attacks, data breaches
aeeess-polietes-have-inthe-past-and cybersecurity incidents m&y—rn—the—future—neg&twely—ﬂﬁpaet—the—fttﬂeﬁeﬂahtyhe%eur
produet-. Cyber attacks Forexampleintate2624Apple-and securlty 1nc1dents (
tha%srgm—ﬁeaﬂﬂy—ﬂﬂaaeted—t}w—abﬂrtyhe%&éveﬁﬁers—lmlminm ; Re

—oataT1o O
security uter malw are and

computer haclxmﬂ dildL <s)

_ At :
-fa-l-l-u-res—ﬁrt-taeks—upon information teehnel-egy—syslcms are increasing in their frequency, levels of persistence, intensity and
sophistication , and intensity-threat actors are using rapidly changing techniques and tools — including artificial
intelligence — that circumvent security controls, evade detection and remove forensic evidence , and are being conducted
by diverse threat actors, including sophisticated and organized groups , state- sponsored organizations and individuals with
a wide range of motives and expertise. A successful cyber attack or cybersecurity incident could occur and persist for an
extended period of time before being detected. As we continue to grow our business, expand to new geographical



locations, and gain greater public visibility, we may continue to face a higher risk of being targeted by cyber attacks. As
a result of our (and some of our providers’) transition to a primarily remote workforce, we may-face increased cybersecurity
risks due to our reliance on ternet-Internet technology and the number of our employees who are working remotely, which
may create additional opportunities for eybereriminals-threat actors to exploit vulnerabilities. Moreover, we have acquired
and may continue to acquire companies with cybersecurity vulnerabilities and / or unsophisticated security measures,
which exposes us to significant cybersecurity, operational and financial risks. In addition to unauthorized access to or
acquisition of confidential information (including personal data ;eenfidenttalHnformation, intellectual property or other
sensitive information ) , saehrattacks against us or our third party providers could include the deployment of harmfut
malicious or destructive code, malware and-or ransomware, and may use a variety of methods, including denial- of- service
attacks, social engineering / phishing and other means, to attain such unauthorized access or acquisition or otherwise affect
service reliability and threaten the availability, integrity and confidentiality ;integrity-and-avattability-of our information
systems and information stored thereon . For example, we have experienced in the past, and could experience in the future,
credential stuffing attacks in which malicious third parties used or attempted to use credentials compromised in data breaches
suffered by other companies to access accounts on our platform. These credential stuffing attacks have in the past, and may in
the future, result in the unauthorized takeover of a customer' s account and the illegal abuse of account privileges to misdirect
funds to bank accounts owned or controlled by such criminal actors, which may subject us to liability for illegal transactions. It
is possible that incidents of account takeover fraud could increase in the future. The misuse of our products or services for illegal
or improper purposes could subject us to claims, individual and class action lawsuits, and government and regulatory
investigations, prosecutions, enforcement actions, inquiries, or requests that could result in liability and reputational harm for us.
While we employ security measures intended to prevent, detect, and mitigate potential for harm to our users from the theft of or
misuse of user-credentials on our network, these security measures may not be effective in every instance and may require
significant costs. Furthermore, the prevalent use of mobile devices increases the risk of data-seeurity-cybersecurity incidents. n
addition,misplaeed-Misplaced , stolen or compromised mobile devices used at events for ticket scanning, or otherwise, could
lead to unauthorized access to the device and data stored on or accessible through such device. We have in the past experienced
breaches of our security measures, and our platform and systems are at risk for future breaches and incidents as a result of

thnd party action or employee service prowdel paltnel or contractor error or malfeasance —FerexamplerinJune2648we

aﬁd—s-}eweefea-hza-t-teﬂ—e-ﬁs-}mefgies— We may be subject to lmoatlon and exper1ence reputatlonal harm and have been subject to
claims and suffered customer loss, related to cybersecurity incidents. In the future, our financial performance may be impacted

further if we face additional costs and expenses from customer compensation and retention incentives, creator loss, regulatory
inquiries, litigation and further remediation and upgrades to our security infrastructure. Although we have insurance coverage,
our policy may not cover all financial expenses related to cybersecurity incidents , and there is no guarantee that applicable
insurance will be available to us in the future on economically reasonable terms or at all . In addition, our platform
involves the storage and transmission of personal information of #sers-efour platferar-creators and consumers in our facilities
and on our equipmentnetworks-and-internal-er-third- party equipment, computer systems , hardware, software, technology
infrastructure and online sites and networks . Cybersecurity incidents Seeurity-breaches-eoutd-expose us to litigation,
remediation costs, increased costs for security measures, loss of revenue, damage to our reputation and potential liability.
Information Yser-data-and corporate information systems and security measures may be breached or adversely impacted due
to the actions of outside parties, employee error or misconduct, malfeasance, a combination of these or otherwise, and, as a
result, an unauthorized party may obtain access to our data-information systems and confidential information, including
information relating to er-our data-efcreators and attendees-consumers . Additionally, outside parties may attempt to
fraudulently induce employees, creators or attenrdees-consumers to disclose sensitive information in order to gain access to
creator or attendee-consumer data. We must continuously examine and modify our security controls and business policies to
address the use of new devices and technologies, and the increasing focus by users-consumers and regulators on controlling and
protecting user-personal data. We may need to expend significant resources to protect against and remedy any potential seeurity
cybersecurity breaehes-incidents and their consequences , including making notifications to governmental authorities and
affected individuals . Any-For example, laws in the EU and UK and all 50 U. S. states may require businesses to provide
notice to individuals whose personal information has been disclosed as a result of a data sccurity breach . Any
cybersecurity incident or adverse impact to the availability, integrity or confidentiality of our platform or information
systems, the systems or networks of our third- party service providers or partners, or any unauthorized access to information we
or our providers and partners process or maintain, could harm our business, results-efoperations-and-financial condition and

results of operations . The-teehniques-used-to-obtaintunanthorized-aceess-As any investigation of a cybersecurity incident is
inherently unpredictable , disable-or-degradeserviee-the extent of a particular cybersecurity incident and the path of

investigating . remediating or recovering from the incident sabotagesystems—change-frequently-or-may not be designed
immediately clear. It may take a significant amount of time and resources before an investigation can be completed and
full and reliable information about the incident is known. While an investigation is ongoing, we may not necessarily
know the extent of the harm or how best to remediate or recover from the incident, certain vulnerabilities could remain
dormantunti-and errors or actions could be repeated or compounded before they are discovered and remediated, and
communication to the public, regulators, creators, consumers and other stakeholders may be delayed, inaccurate or
incomplete, any or all of which could further increase the costs and consequences of a predetermined-er-cybersecurity



incident. Additionally, applicable rules requirements regarding how to respond, required notices to users, and reporting
obligations to creators, consumers, regulators and ether-others vary by jurisdiction. While we have future-eventand-often

&re—net—reeegmzed—&ﬂt-ﬂ—}&uﬂehed-&g&rﬂs{—a cybersecurlty rlsk management program f&rget—As—a—resu-l-t—we—and ettH-hrr&-

White-we-have 1mplunulled security ﬂ&e&s&res—pollmes and controls intended to protect our information feehﬂe}egy—syslcms
and, infrastructure and confidential information , there can be no assurance that such measures or our third- party service
providers” and partners’ security measures will successfully anticipate new or existing techniques used by threat actors,
protect our systems and information, prevent service interruptions , software or further-hardware vulnerabilities or other
security incidents . Further, if our employees or employees of our third- party service providers fail to comply with our
internal security policies and practices, or fully implement our cybersecurity risk management program, our
information systems and creator, consumer, employee and other confidential information stored thereon may be
improperly accessed, used or disclosed . Although it is difficult to determine what harm may directly result from any specific
interruption or breaeh-incident , any actual or perceived failure to maintain performance, reliability, security and availability of
our network infrastructure, or of any third- party networks or systems used or supplied by our third- party service providers or
partners, to the satisfaction of creators and attendees-consumers may harm our reputation and our ability to retain existing
creators and attendees-consumers and attract new creators and attendees-consumers . Examples of situations which have in the
past and may in the future lead to unauthorized access to or an adverse impact on the availability, integrity or
confidentiality of data-may-our information systems or information include , but are not limited to the following : *
employees inadvertently sending financial information of one creator, attendee-consumer or employee to another creator,
attendee-consumer or employee; * employee malfeasance; ¢ creators’ failure to properly password protect their leased ticket
scanning and site operations devices leaving the data available to anyone using the device; ¢ a device stolen from an event and
data access, alteration or acquisition occurring prior to our remote wiping of the data; « an employee losing their computer or
mobile device or otherwise, allowing for access to our umul and / or administrative access, including access to guest lists to
events; ¢ external breaches leading to the circulation of “ dark web * lists of user name and password combinations openly
vulnerable to attack without immediate detection; * a hack of one of our databases; * account takeovers; * a hack of a third- party
service prov ider’ s or partner’ s database; and ¢ unauthorized access to our offices or other properties. If an actual or perceived
breach of our security or other cybersecurity incident occurs, the market perception of the effectiveness of our seeutity
cybersecurity risk management program and measures could be harmed, we could lose existing or future creators and
consumers, attendees-or-we-eontd-face lawsuits (including class actions) , regulatory investigations er-and enforcement
actions, other legal or regulatory proceedings and-we-eentd-, damage to our reputation, suffer financial exposure due to such
events or in connection with regulatory fines and penalties, incident response , rcmcdialion or system restoration cfforts,
investigation costs, changes or augmentation of our security measures afd-, the expense of taking additional s¥stemprotection
measures and future compllance costs . Our-Any or all of the foregomg could materially adversely affect our business may

chargebaecks-and-othertosses FArTOHSTOasons , financial condition ineluding-due-to-fraud-or
0 d and othertossesmay-hararonrresults of operations . We are

mcorporatmg generatlve artificial mtelllgence, or AI into some of our products. This technology is new and business
developing and may present operational and reputational risks . We have incorporated a number of third- party
generative Al features into our products. This technology, which is a new and emerging technology that is in its early
stages of commercial use, presents a number of risks inherent in its use. Al algorithms are based on machine learning
and predictive analytics, which can create accuracy issues, unintended biases and discriminatory outcomes. There is a
risk that third- party generative Al algorithms used in our products could produce inaccurate or misleading content or
other discriminatory or unexpected results or behaviors (e. g., Al hallucinatory behavior that can generate irrelevant,
nonsensical or factually incorrect results) that could harm our reputation, business, creators or consumers. Even though
we have implemented measures, such as in- product disclosures, which inform creators when content is created for them
by generative Al our creators, consumers or others may rely on or use flawed content or information to their detriment,
which may expose us to brand or reputational harm, competitive harm, consumer complaints, legal liability and other
adverse consequences. In addition, the use of Al involves significant technical complexity and requires specialized
expertise. Any disruption or failure in Al systems or infrastructure that we use could result in delays or errors in our
operations, which could harm our business and financial results. Existing laws and regulations may apply to us or our
vendors in new ways as a result of our use of Al technologies and new laws and regulations may be instituted, the effects
of which are difficult to predict. Current and future government regulation specifically related to AI may also increase
the burden and cost of research and development in this area and future laws and regulations may require us to revise
our offerings powered by Al technologies. The intellectual property ownership and license rights, including copyright,
surrounding Al technologies has not been fully addressed by courts or laws or regulations, and the use or adoption of Al
technologies into our offerings may result in exposure to claims of copyright infringement or other intellectual property
misappropriation. We rely on the experieneed-- experience and expertise of our senior management team , key technical
employees and other highly skilled personnel and the failure to retain, motivate or integrate any of these individuals
could have and-- an adverse effect on our business, financial condition and results of operations. Our success depends
upon the continued service of our senior management team and key technical employees, as wil-well as our ability to
continue to experienee,chargebacksrelated-to-postpened-attract and retain additional highly qualified personnel. Our
future success depends on er-our e&neel-}ed-eveﬂfs—contmumg ablhty to 1dent1fy, hlre, develop, motlvate, retain and
integrate highly skilled personnel elat for all areas of

our organization fh&t—eveﬂfs—éd-ﬂet—m&teh—&rewdeseﬂpﬁeﬂs- fPhese-e}a-nﬂs—Each of our employees u)uld terminate his arise




fromrereator-fraud-or misuse;-her relationship with us at an-any unintentional-fathure-time. The loss of the-any member of
our senior management team or key personnel mlght s1gn1ﬁcantly delay or event-prevent the achievement of ~whieh

d our business objectives fromfraundulent-elaimsby-an-and
atteﬂdee-could harm our busmess and our relatlonshlps Histerieally;-Competition in our industry for qualified ereators
who-applied-employees is intense. To execute on our business strategy, we must attract and retain highly qualified
personnel. We have had difficulty quickly filling certain open positions in the past, and we expect to have significant
future hiring needs. We face significant competition for payments-personnel, specifically for engineers experienced in
advanee-designing and developing cloud- based platform products. Many of the companies with which we compete for
experienced personnel have greater resources than we have, and we have had to offer, and believe we will need to
continue to offer, increasingly competitive compensation and benefits packages. In addition, prospective and existing
employees often con51der the value of the equlty awards they receive in connection with their employment. If events-to

v he-there ereatorsprior-is limited upside to the value of our

equlty awards eveﬂts—as—we—feeewed—t-he—&eket—sa-les—preeeeds— subjeetit may adversely affect our ability to recruit and
eertatr- retain himitattons-key employees. Further, we may need to increase our employee compensation levels in response
to competition, labor market conditions, rising inflation or labor shortages, which would increase our operating expenses
and reduce our margins . We refer to these payments as advance payouts...... under such circumstances. However, we may not
be able to reeover-hire new employees quickly enough to meet our tesses-needs, including as a result of labor market
shortages. New hires require training and take time before they achieve full productivity and may not become as
productive as we expect. This may be more difficult given our shift to a flexible work from these-events-home model .
Sueh-tunteeoverable-amounts-If we fail to effectively manage our hiring needs or successfully integrate new hires, our
efﬁclency and t-hrfd-—paﬁ-y—fees—ablhty to meet forecasts, as well as our employee morale, product1v1ty and retentlon, could

aet—wrt—y—eﬂ—eﬁr—p-lat-ferm—rt—eeu-ld—luum our busmess fesu-l-ts—e-ﬁepefa-t—teﬂs—and-hmncml Condmon —T—he—pﬂetng—and composition
of our packages may affect our...... and solution could harm our business, results of operations and-finanetal-eonditionand

impaet-our-abiity-to-predietour-future-performanee-. Our payments system depends on third- party providers and is subject to
risks that may harm our business. We rely on third- }’)dlty pIO\ iders to suppon our pdvments system Our@%@%eﬁeveﬁue

eﬂ—etu'—p-lat—ferm—ts—aﬁseetated—wrﬂa—pdvments

teehﬂe-legy—added,—E—P-P—wlles on banks and third- party payout detneh dnd third- party payment processors, including payment
facilitators to process payment transactions through various channels including by accessing various payment card networks.
These features are designed to enable creators to manage payments in an easy and efficient manner. Any of our payment
providers and vendors that do not operate well with our platform could adversely affect these payments services and, in turn,
EPP-our payment processing capabilities and our business. We have multiple integrations in place at one time allowing for
back up processing alternatives on EPP-our payments system if a single provider is unable or unwilling to process any given
transaction, payment method or currency. However, if any or some of these providers do not perform adequately, determine
certain types of transactions as prohibitive for any reason or fail to identify fraud, if these providers’ technology does not
interoperate well with our platform, or if our relationships with these providers were to terminate unexpectedly, creators may
find our platform more difficult to use and the ability of creators using our platform to sell tickets could be adversely affected,
which could cause creators to use our platform less and harm our business , financial condition and results of operations . We
must also continually integrate various payment methods used both within the United States and internationally into EPP-our
payments system , including new-features such as Apple Pay, Google Pay, and “ buy now, pay later ” functionality provided by
third- party platforms. To enhance our acceptance in certain international markets we have in the past adopted, and may in the
future adopt, locally- preferred payment methods and integrate such payment methods into EPP-our payments system , which
may increase our costs and also quune us to undelstand and plotect agamst umque fraud and other 11sks dssocmted with these

into E—P—P—payments system etteem ely our busmess fesu-l-ts-e-ﬁepefa-t-teﬂs—and—hmncml condition and results of operatlons



could be harmed. Our payment processing partners require us to comply with payment card network operating rules, which are
set and interpreted by the payment card networks. The payment card networks could adopt new operating rules specific to the
types of payments services that we support or couple interpret or re- interpret existing rules in ways that might restrict or
prohibit us from providing or enabling certain payments services to creators, or could be costly or difficult to implement. We
have agreed to reimburse our payment processors for fines they are assessed by payment card networks if we or creators using
our platform are deemed to have violated these rules, including, for example, in the event that our processing of certain types of
transactions is interpreted as a violation of applicable payment card network operating rules. In addition, payment card networks
and payment processing partners could increase the fees they charge us for their services, including in connection with a#
attendeea consumer' s use of certain payment cards or other payment methods, which would increase our operating costs and
reduce our margins. If we are unable to negotiate favorable economic terms with these partners, our business, restts-of
eperations-and-financial condition and results of operations could be harmed . We pay recoupable advances and /...... our
common stock may view as favorable . We face potential liability, expenses for legal claims and harm to our business based on
the nature of the events business. We face potential liability and expenses for legal claims relating to the events business,
including potential claims related to event injuries or the spread of disease allegedly caused by us, creators, service providers,
partners or unrelated third parties. For example, from time to time third parties have-assertedHnrthe-past-and-may-assert in-the
future;-legal claims against us in connection with personal injuries, which may include deaths, related to occurrences at an event.
See the risk factor above titled “ Factors adversely affecting the live event market could impact our busiress-and-results of
operations = for additional information. Even if our personnel are not involved in these occurrences, we may face legal
claims and incur substantial expenses to resolve such claims. Further, if we provide resources regarding event safety, or on- site
personnel to support ticketing at an event, we may face liability related to our provision of such services, including legal claims

agamst us in connectlon with pelsondl 1n]urles which may mclude dedths or spread of dlsedse Fwhich-may-harm-otr-business;

- We operate in a m&fket—competltlve landscape
that is highly fragmented and compete w1th a variety of competitors to secure new and retain existing consumers and
creators. If we cannot successfully compete with existing or potential competitors, our business, financial condition and
results of operations will be harmed. We operate in a competitive landscape that is highly fragmented and provides
consumers and creators with many channels to promote or engage with live experiences . We compete with a variety of
competitors to secure new and retain existing consumers and creators . For consumers , ineluding-traditional-sotutions-we face
competition from: (i) social media platforms with large influencer presences that cater to audiences based on recent
patterns and algorithms; (ii) localized search platforms that pinpoint specific types of event-events management-in target
geographical regions such as efftine-Tripadvisor , internal-Viator and Airbnb Experiences; and (iii) personal blogs and
articles or-for activity recommendations that can be discovered via search engines such as Google or through
community- interest engines such as Reddit. Some competitors for consumers are also partners we rely on for consumer
reach. For creators, we face competition from: (i) creator- developed ad hoc systems; (ii) event marketplaces with



planning solutions teeal-; and (iii) ticketing providers. Some of or-our speetatized-market-competitors ;produets-offered-for
creators have existing relationships or may develop relationships with potential creators or the venues or facilities used

by targe-teehnology-eompantes-that-those creators, which have entered-nto-in the past caused and may in the future cause
those creators to be unwilling or unable to use er-our platform and this may limit enter-the-market-er-our ability to ether
teketing-eompetiters—IHwe-eannot-successfully compete in the-future-certain markets where such relationships are common.
For example, some competitors purchase venues or rights to events and / or enter into exclusivity agreements with
existing-creators. If creators do not remain independent from er-our potential competitors, demand for our platform will
diminish and our business, restlts-efoperations-and-financial condition and results of operations will be harmed. Some of our
current and potential competitors have significantly more financial, technical, marketing and other resources, are able to devote
greater resources to the development, promotion, sale and support of their services, have more extensive eustomer-consumer
and creator bases and broader eustemer—relationships with them, are able to promote events to their more extensive
consumer and creator bases which leads to greater event discovery and attendance , have longer operating histories and
greater name recognition than we do. We may also compete with potential entrants into the market that currently do not offer
the same services but could potentially leverage their networks in the market in which we operate. For instance, large e-
commerce companies such as eBay and Amazon have in the past operated, or currently operate, within the ticketing space. In
addition, other large companies with large user- bases that have substantial event- related activity, such as Faeebeols-Meta and
Spotify and-Zeem-, have products in the events space. These competitors may be better able to undertake more extensive
marketing campaigns, build products and features faster than we can and / or offer their solutions and services at a discount to
ours. Furthermore, some of our competitors may customlze their products to suit a speuhc event type Ldtes_my or customer.
These competitors may be able We-s : es-to tieket
t-herfdevote greater resources to better understand user data to b able to personallze events— event recommendatlons by

demand for our solutions could declme -Sefne-We outsource a portlon ot eu%eempet&efs—have-eﬂﬂst-mg—fe}aﬁeﬂshrps—efour

business operations, including our customer support functions, to third- party providers outside the United States.
Outsourcing these functions has significant risks, and our failure to manage these risks successfully could materially
adversely affect our business, financial condition and results of operations. We outsource a portion of our business
operations to third- party providers located outside the United States, including the outsourcing of our customer support
functions to a third- party provider located in the Philippines. These third- party providers may develop-not comply with
our contractual requirements and their personnel may not provide us or our creators and consumers with an acceptable
level of service, which could damage our relationships with petential-our creators and consumers. This could result in
significant disruptions in er-our the-ventes-operations, and replacing currently outsourced functions could result in
significantly increased costs to undertake or-our faetlities-used-operations. In addition, our outsourced functions may be
negatively impacted by any number of factors, including political unrest, public health crises, social unrest, terrorism,
war, vandalism, currency fluctuations, changes to those—- the ereaters;-laws of the jurisdictions in which have-we do
business or outsource operations, or increases in the-pasteaused-and-may-inthe-futare-eause-those—- the ereators-to-cost of
labor and suppliers in any jurisdiction in which we outsource any portion of our business operations. As a result of our
outsourcing activities, it may also be unwitling-more difficult or-for unable-to-ise- us eurplatform-to recruit and this-may
-1-rm1t—reta1n quallﬁed employees for our abﬁ-rﬁy—busmess needs at any time. Any failure to successtully outsource portlons of

our busmess —1=esul-ts—ef—0pe1dt10ns a-nd—could materlally adversely
affect our busmess, financial condmon wittbe-harmed-and results of operations . Acquisitions, investments or significant

commercial arrangements could result in operating and financial difficulties. We-have-aequired-orenteredinto-From time to
time we evaluate potential acquisitions, investments and significant commercial arrangements with-a-namber-of-bustnesses

ﬁﬂ&e—p&st—rnel-udmg—’Pteketﬂy—&nd—TeﬂeBeﬂ— Our future growth may depend, in part, on these transactions fatare-aeqtisttions;

, any of which could be material to our results of operations and financial
condltlon Fmancml and Opeldtlondl rlsks reldted to acquisitions, investments and significant commercial arrangements that may
have an impact on our business include: ¢ use of cash resources and the incurrence of debt and contingent liabilities in funding
acquisitions may limit other potential uses of our cash, including for retirement of outstanding indebtedness and any future stock
repurchases or dividend payments; * difficulties and expenses in assimilating the operations, products, data, technology, privacy,
data protection systems and information security systems, information systems or personnel of the acquired company; ¢ failure
of the acquired company to achieve anticipated benefits, revenue, earnings or cash flows or our failure to retain key employees
from an acquired company; ¢ the assumption of known and unknown risks, debt and liabilities of the acquired company,
deficiencies in systems or internal controls and costs associated with litigation or other claims arising in connection with the
acquired company; * potential accounting charges to the extent intangibles recorded in connection with an acquisition, such as
goodwill, trademarks, customer relationships, developed technology or intellectual property, are later determined to be impaired
and written down in value; ¢ failure to properly and timely integrate acquired companies and their operations, reducing our
ability to achieve, among other things, anticipated returns on our acquisitions through cost savings and other synergies; *
adverse market reaction to acquisitions; ¢ failure to consummate such transactions; and ¢ other expected and unexpected risks
’Vlth pursumg aequlsmons 1nclud1n;a but not limited to, litigation or regulatory exposure, sueh-as-our-sharcholdertawsuitrelated
o-ciselostresabottthe-mrerationo eketfly-eustomers; unfavomble accounting treatment, increases in taxes due, a loss of
anticipated tax benefits, costs or delays to obtain governmental approvals, diversion of management’ s attention or other
resources from our existing business and other adverse effects on our business, results-efoperations-or-financial condition and




results of operations . WhenrIf we acquire companies or other businesses, we face the risk that creators of the acquired
companies or businesses may not mlgrate to our pldtform or mdy choose to deClease their lev el of usage of our pldtform post
migration —W v perteneed proeess 0 : d

’v‘aﬂeﬁ'—e%feaﬁeﬂs— The pace dnd success rate of mlgratlon may be mﬂuenced by many factou mcludmo the pace and quahty 01‘
product development, our ability to operationally support the migrating creators and our adoption of business practices outside
of our platform that matter to the creator. Moreover, we may rely keawityon the representations and warranties and related
indemnities provided to us by our acquired targets and their equity holders, including as they relate to creation, ownership and
rights in intellectual property, compliance with laws, contractual requirements and the ability of the acquisition target to continue
exploiting material intellectual property rights and technology after the acquisition. If any such representations are inaccurate or
such warranties are breached, or if we are unable to fully exercise our indemnification rights, we may incur additional liabilities,
disruptions to the operations of our business and div emon of our mandgement s attention. eﬁffa-rl-ufe—te—&dd-fess—lf we do not
manage t-hese» the 11% ks d

fs‘ueh—trfaﬁsaeﬁeﬁs-operatmg
1nternat10nally effectlvely metﬂkuﬂ&&&erpafed—h&bﬂ-rﬁes—aﬂd-hﬁﬂﬂ—om busmess fesu-l-ts—e-ﬁepefa-t—teﬂs—&ﬂd-hmnclal condition -
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%, respectively, of our net revenue from outside of the United States. We currently have various offices outside the United
States, including offices in the United Kingdom, India, Ireland, Spain, Australia and Argentina. We have concentrated
engineering and business development teams in Argentina, India and Spain. We are focused on expanding our international
events catalog and currently plan to expand our business to other geographical locations, including Berlin and

Slngapore. Our 1mundlmnal opcumons and results are subjul to a numbc1 of risks, mcludmg eﬂrreney—e*eh&ﬁge—restﬂeﬁeﬂs

retaining-talentin-Argentina-as-a -resu-l-t—catalog of hlghly ypett i
eptdeﬁﬁes—&ﬁd—paﬂdermes—sueh—as—t-he—ee% popular events in the geographles we target +9—pandemre—~eemphanee—wrth

* preferences by local populduons for local prov 1dus * currency exchange restrictions or costs and exchange rate
fluctuations and the risks and costs inherent in hedging such exposures; * difficulties in managing and staffing
international operations, including due to our primarily remote workforce, differences in employment laws, regulations
and employee norms and collective bargaining processes; * new and modified laws and regulations regarding data
privacy, data protection, ticketing and information security; * exposure to local economic or political instability,
threatened or actual acts of terrorism and violence and changes in the rights of individuals to assemble, including
challenges attracting and retaining talent in Argentina as a result of hyperinflation; « compliance with U. S. and non- U.
S. regulations, laws and requirements relating to anti- corruption, antitrust or competition, economic sanctions, data
content and privacy, consumer protection, employment and labor laws, health and safety and advertising and
promotions; ¢ compliance with additional U. S. laws applicable to U. S. companies operating internationally and
interpretations of U. S and international tax laws; ] weaker enforcement of our contractual and intellectual property

and- slower adoptlon of 1hc lnlunel asa llekumg, advertising and commerce muilum. w hl(,h wuld limit our dblllly to mlglalc
international operations to our existing systems 3 and ¢ exposure to regional or global public health concerns, epidemics and
pandemics . Despite our experience operating internationally, any future expansion efforts into new countries may not be
successful. Our international expansion has placed, and any future international growth may increasingly place, a significant
strain on our management, customer service, product development, sales and marketing, administrative, financial and other
resources. We cannot be certain that the investment and additional resources required in expanding our international operations
will be successful or produce desired levels of revenue or profitability in a timely manner, or at all. Furthermore, certain
international markets in which we operate have lower margins than more mature markets, which could have a negative impact
on our margins as our revenue from these markets grows over time. We may choose in certain instances to localize our platform
to the unique circumstances of such countries and markets in order to achieve market acceptance, which can be complex,
difficult and costly and divert management and personnel resources. Our failure to adapt our practices, platform, systems,
processes and contracts effectively to the creator and attendee-consumer preferences or customs of each country into which we
expand could slow our growth. If we are unable to manage our international growth successfully, our business, results-of
eperationsand-financial condition and results of operations could be harmed. A-We are subject to risks related to
environmental, social and governance matters, including related activities and disclosures. Our strategy on
environmental, social and governance activities (Impact strategy) focuses on Eventbrite’ s mission to bring the world
together through live experiences. We have announced a number of initiatives in our Corporate Responsibility Report
which provides metrics on a number of environmental and social factors which we monitor (corporate responsibility
metrics) and include some references to such Corporate Responsibility Report in our Proxy Statement for our 2024
Annual Meeting of Stockholders. As a result, our business may face heightened scrutiny for the activities related to the
corporate responsibility metrics. Moreover, due to increasing and evolving scrutiny from governmental bodies,
investors, consumers, customers, employees and other stakeholders and third parties of companies’ environmental, social
and governance matters, there can be assurance that our stakeholders will agree with our corporate responsibility
activities, and any perception, whether or not valid, that we have failed to achieve, or to act responsibly with respect to,
such matters or to effectively respond to new or additional legal or regulatory requirements regarding such matters
could result in adverse publicity or potential regulatory or investor engagement or litigation and adversely affect our
business and reputation. Our selected corporate responsibility metrics are reviewed by our senior leadership and key
internal stakeholders but do not receive independent third- party assurance. Reasonable assurance sought in connection
with a financial statement audit is not provided for the corporate responsibility metrics and therefore the review process
for the corporate responsibility metrics may not identify all material statements, omissions or any errors made in
reporting the corporate responsibility metrics. As a result, we may not be protected from potential liability under the
securities laws for our corporate responsibility metrics and related statements. In addition, for some of the corporate
responsibility metrics we report, the methodology of computation and / or the scope of our assessed value chain continues
to evolve from year to year. As a result, period over period comparisons may not be meaningful. The implementation of
our Impact strategy requires considerable investments. If we do not demonstrate progress against our Impact strategy



or if our Impact strategy is not perceived to be adequate or appropriate, our reputation could be harmed. We could also
damage our reputation and the value of our brand if we or our vendors fail to act responsibly in the areas in which we
report, or we fail to demonstrate that our commitment to our Impact strategy enhances our overall financial
performance. Further, we purchase carbon removal credits, carbon avoidance credits and energy attribute certificates
(EAC:s) to help balance our carbon and energy footprints. If the cost of carbon removal credits, carbon avoidance credits
and EACs were to materially increase or we were required to purchase a significant number of additional credits eur—- or

EACs eﬁ&p-}eyees—&re—k)ea-ted—rn—ﬁrgent-rﬂa— and—&ny—faverab-le—erour ﬂn-faverﬂa}e-deve}epmeﬁs—m—ﬁrgeﬁt-ma—cost to obtain

1mpact our ability to meet our 1nternal env1r0nmental objectlves or our ﬁnanclal performance Addltlonally, we could
experience complaints related to our purchase of such offsets as they relate to our statements regarding carbon
neutrality which we cannot predict or protect against. Additionally, there can be no assurance that our current
programs, reporting frameworks, or principles will be in compliance with any new environmental and social laws and
regulations that may be promulgated in the United States and elsewhere, and the costs of changing any of our current
practices to comply with any new legal and regulatory requirements in the United States and elsewhere may be
substantial. Furthermore, industry and market practices may further develop to become even more robust than what is
required under any new laws and regulations, and we may have to expend significant efforts an-and adverse-impaet
resources to keep up with market trends and stay competitive among our peers. For example, in October 2023,
California enacted a number of laws that may require us to report on certain information related to carbon neutrality
claims and use of carbon removal credits and carbon avoidance credits, our everall-eoststrueture-direct and indirect
greenhouse gas (GHG) emissions and climate- related financial risks . The-ArgentinegovernmentAdditionally, in March
2022, the SEC proposed new climate- related disclosure rules, which if finalized has- as histerteally-exereised-signifieant
nfluenee-over-expected in 2024, would require new climate- related disclosures in SEC filings and audited financial
statements, including certain climate- related metrics and direct and indirect GHG emissions data, information about
climate- related targets and goals, transition plans, if any, and attestation requirements. In addition, we and / or certain
of our subsidiaries may be, subject to thec eountry-requirements of the European Union ° s eeonomy-Corporate
Sustainability Reporting Directive (and its implementing laws, standards and regulations as well as other related
European Union directives and regulations), which will require additional disclosures across ESG topics, such as climate
change, biodiversity, pollution, resource use, human capital management and supply chain labor standards, among other
topics. Further, jurisdictions in which we and / or certain of our subsidiaries or affiliates operate have signaled
intentions to adopt in some form the International Sustainability Standards Board’ s sustainability and climate
disclosure standards. These requirements may not entirely align and thus require us to duplicate certain or make
different efforts or use different reporting methodologies in order to comply with each jurisdictions’ requirements . For
example, sinee-September26+9;-we and / or certain of our subsidiaries may be subject to the requirements of the
European Union Corporate Sustainability Reporting Directive (and its implementing laws and regulations and the-other
Argentine-government European Union directives or European Umon and European Umon member state regulatlons,
various disclosure requirements (such has—- as 1nf0rmat10n ena e

eeﬂfre}s—rne}uée—restﬂe&eﬂs—on greenhouse gas Argentin

eapttatis-tightly-eon A A : Argentina-’ xeeeﬁemy—chmate dlsclosure proposal if ﬁnallzed, and
fegal/ or the Internatlonal Sustalnablhty Standards Board’ s sustainability and climate disclosure standards, to the
extent adopted in part or in full by jurisdictions in which we operate, among other regulations or requirements. These
and other changes in stakeholder expectations or regulatory requirements may also lead frameweotk-have-at-timessuffered
radieal-ehanges;due-to increased costs srg&rﬁean-t—pe-l-r&ea-l—rnﬂueﬂee—and trneeﬁa-rn&es—scrutmy that could helghten all of the
risks identified in this risk factor . Currently-Additionally ., Argen v : s-our
suppliers, vendors and other partners may be subject to slmllar requlrements, whlch may augment 0r create addltlonal




risks, including risks that may not be known to us. Any harm to our reputation resulting from setting these corporate
responsibility metrics or our failure or perceived failure to meet such corporate responsibility metrics could impact
employee engagement and retentlon, the w1llrngness of our creators and consumers and our partners and vendors to do
busmess Wlth us

eompetitive-disadvantage-and anylapses i taree-eo d-stbs ¢ :
bustnesssresults of operations aﬁd—ﬁnaﬁeta-l—eeﬁd-rﬁeﬁ— Our metrics and estlmateq are iubject to 1nherent challenoeq in
measurement, and real or perceived inaccuracies in those metrics may seriously harm and negatively affect our reputation and
our business. We regularly review metrics to evaluate growth trends, measure our performance, and make strategic decisions.
These metrics are calculated using internal company data and have not been validated by an independent third- party. Errors or
inaccuracies in our metrics or data could result in incorrect business decisions and inefficiencies. Furthermore, if we discover
material inaccuracies in our metrics, we may not be able to accurately assess the health of our business and our reputation and
our business may be harmed. Creator and attendee-aeguisition-consumer attraction and retention depend upon effective
interoperation with operating systems, networks, protocols, devices, web browsers and standards that we do not control. We
make our platform available across a variety of operating systems and web browsers. We are dependent on the interoperability
of our platform with popular devices, mobile operating systems and web browsers that we do not control, such as Android, iOS,
Chrome and Firefox. In addition , we are dependent on protocols like email and push notification to communicate with our
eustomers-creators and consumers . Any changes, bugs or technical issues in such systems, devices, protocols or web
browsers that degrade the functionality of our platform, make it difficult for creators or atterrdees-consumers to access or use
our platform, impose fees related to our platform or give preferential treatment to competitive products or services could
adversely affect usage of our platform. In the event that it is difficult for creators or attendees-consumers to access and use our
plattmm our bu%lnei% and reiult% of operatlonq Could G A -8

btts-mess—aﬂd—res&ts—e-ﬁeper&t—reﬁs—ma—y—be harmed We rely on ioftware and services hcen%ed ﬁom othel partleq Defects in or

the loss of software or services from third parties could increase our costs and adversely affect the quality of our service.
Components of our platform include various types of software and services licensed from unaffiliated third parties. Our business
would be disrupted if any of the software or services we license from others or functional equivalents thereof were either no
longer available to us or no longer offered on commercially reasonable terms. In either case, we would be required to either
redesign our platform to function with software or services available from other parties or develop these components ourselves,
which would result in increased costs and could result in delays in the release of new solutions and services on our platform.
Furthermore, we might be forced to limit the features available in our platform due to changes by our third- party software and
service providers. In addition, if we fail to maintain or renegotiate any of these software or service licenses, we could face
significant delays and diversion of resources in attempting to license and integrate functional equivalents. If we fail to
adequately protect our intellectual property rights, our competitive position could be impaired and we may lose valuable assets,
generate reduced revenue and incur costly litigation to protect our rights. Our success is dependent, in part, upon protecting our
intellectual property rights. We rely on a combination of patents, copyrights, trademarks, service marks, trade secret laws and
contractual restrictions to establish and protect our intellectual property rights in our platform. However, the steps we take to
protect our intellectual property may be inadequate. We will not be able to protect our intellectual property if we are unable to
enforce our rights or if we do not detect unauthorized use of our intellectual property. While we take precautions, it may still be
possible for unauthorized third parties to copy our technology and use our proprietary information to create solutions and
services that compete with ours. Some license provisions protecting against unauthorized use, copying, transfer and disclosure of
our technology may be unenforceable under the laws of certain jurisdictions and foreign countries. Further, the laws of some



countries do not protect proprietary rights to the same extent as the laws of the United States. To the extent we expand our
international activities, our exposure to unauthorized copying and use of our technology and proprietary information may
increase. It is our policy to enter into confidentiality and invention assignment agreements with our employees and consultants
and to enter into confidentiality agreements with the parties with whom we have strategic relationships and business alliances.
No assurance can be given that these agreements will be effective in controlling access to, and use and distribution of, our
platform and proprietary information. Further, these agreements do not prevent our competitors from independently developing
technologies that are substantially equivalent or superior to our platform or solutions. In order to protect our intellectual property
rights, we may be required to spend significant resources to monitor and protect these rights. Litigation may be necessary in the
future to enforce our intellectual property rights and to protect our trade secrets. Litigation to protect and enforce our intellectual
property rights could be costly, time consuming and distracting to management and could result in the impairment or loss of
portions of our intellectual property. Our efforts to enforce our intellectual property rights may be met with defenses,
counterclaims and countersuits attacking the validity and enforceability of our intellectual property rights. Our inability to
protect our proprietary technology against unauthorized copying or use, as well as any costly litigation or diversion of our
management’ s attention and resources, could delay further sates-erthe-implementation of our platform or solutions, impair the
functionality of our platform or solutions, delay introductions of enhancements to our platform, result in our substituting inferior
or more costly technologies into our platform or solutions, or injure our reputation. In addition, we may be required to license
additional technology from third parties to develop and market new features in our platform or solutions, and we cannot assure
you that we could license that technology on commercially reasonable terms or at all. Our inability to license such technology
on commercially reasonable terms could adversely affect our ability to compete, and harm our business, results-of eperations
and-financial condition and results of operations . We use open source software in our platform, which could subject us to
litigation or other actions. We use open source software in our platform and may use more open source software in the future.
The terms of many open source licenses to which we are subject have not been interpreted by U. S. or foreign courts, and there
is a risk that open source software licenses could be construed in a manner that imposes unanticipated conditions or restrictions
on our provision of ability-te-provide-or-distribute-our platform. From time to time, companies that use there-have-beerrelaims
ehallenging-the-ewnership-of-open source software againsteompantes-thatineorporate-have faced claims challenging the use
of open source software tnfe—t-hetr—se}ut-teﬁs—ﬁrs—a—resﬁt—m comphance w1th open source llcense terms , and we could be
subject to such lawsuits by-pa ; whet vare-. Litigation could be
costly for us to defend, harm our business, feSﬂ-l-ts-e#epefat-teﬁs—efﬁnanmal condltlon and results of operations or require us to
devote additional research and development resources to change our platform. In addition, if we were to combine our proprietary
software with open source software in a certain manner, we could, under certain efthe-open source licenses, be required to
release the source code of our proprietary software. If we inappropriately use open source software, we may be required to re-
engineer parts of our platform, diseontinae-extract the sate-efourplatforntropen source software at issue or take other
remedial actions. In addition to risks related to license requirements, use of certain open source software can lead to greater risks
than use of third- party commercial software, as open source licensors generally do not provide warranties or controls on the
origin of software equivalent to those provided by third- party commercial software providers. Any of the foregoing could
adversely impact the value or enforceability of our intellectual property, and materially adversely affect our business,
financial condition and results of operations . Our results of operations may be adversely affected if we are subject to a
protracted infringement claim or a claim that results in a significant damage award. There is considerable patent and other
intellectual property development activity in our industry. Our success depends on our not infringing upon the intellectual
property rights of others. Our competitors, as well as a number of other entities, including non- practicing entities and
individuals, may own or claim to own intellectual property rights relating to our industry and may challenge the validity or
scope of our intellectual property rights. From time to time, third parties, including our competitors and non- practicing entities,
have claimed and may in the future claim that our products or technologies may infringe their intellectual property rights and
may assert patent, copyright, trade secret and other claims based on intellectual property rights against us and our creators
eustomers;-supphers-and vendors ehannelpartners— A claim may also be made relating to technology or intellectual property
rights that we acquire or license from third parties. If we were subject to a claim of infringement, regardless of the merit of the
claim or our defenses, the claim could: * require costly litigation to resolve and the payment of substantial damages; ¢ require
significant management time; ¢ cause us to enter into unfavorable royalty or license agreements; ¢ require us to discontinue the
sale of preduets-and-solutions through our platform; * require us to indemnify creators or third- party service providers or
partners; and / or * require us to expend additional development resources to redesign our platform. Our failure to comply with
the various export controls and trade and economic sanctions laws and regulations to which we are subject could subject us to
liability, including civil and criminal penalties, or restrictions on sales. We are subject to B—=S—economic and trade sanctions
laws and regulations of the United States and applicable international jurisdictions , such as those that are administered by
the U. S. Treasury Department’ s Office of Foreign Assets Control (OFAC). Such laws and regulations prohibit or restrict
transactions and dealings involving specified countries, their governments, and certain individuals and entities, including those
that are specially designated sanctions targets, or majerity—owsed-50 % or more by the same (collectively, Sanctions). As
federal, state and foreign legislative regulatory scrutiny and enforcement actions in these areas increase, we expect our
compliance costs to increase, perhaps substantially. Failure to comply with any of these requirements could result in the
limitation, suspension or termination of our platform, imposition of significant civil and criminal penalties, including fines, and /
or the seizure and / or forfeiture of our assets, as well as reputational harm. While we endeavor to conduct our business in
compliance with applicable laws and regulations, and maintain policies and procedures reasonably designed to ensure
compliance with Sanctions, we cannot guarantee that these measures will be fully effective in ensuring compliance and
preventing violations in the future, particularly as the scope of certain laws may be unclear and may be subject to change. The




development, implementation and maintenance of Sanctions compliance policies and procedures may be time- consuming or
result in the delay or loss of sales opportunities or impose other costs. Further, our products incorporate encryption technology.
These encryption products may be exported from the United States only with the required export authorizations, including by a
license, a license exception or other appropriate government authorizations. Such products may also be subject to certain
regulatory reporting requirements. Various countries also regulate the import of certain encryption technology, including
through import permitting and licensing requirements, and have enacted laws that could limit our eusterrers-creators ’* and
consumers' ability to import our services into those countries. Governmental regulation of encryption technology and of exports
and imports of encryption products, or our failure to obtain required approval for our products and services, when applicable,
could subject us to legal penalties, harm our international sales and adversely affect our revenue. Compliance with applicable
regulatory requirements regarding the provision of our products and services, including with respect to new products and
services, may delay the introduction of our products and services in various markets or, in some cases, prevent the provision of
our products and services to some countries altogether. Any change in export or import regulations, economic sanctions or
related legislation, or change in the countries, governments, persons or technologies targeted by such regulations, could result in
decreased use of our products by, or in our decreased ability to export or sell our products to, existing or potential eusterers
creators and consumers with international operations. Any decreased use of our products or limitation on our ability to export
or sell our products would likely adversely affect our business, financial condition and results of operations. Our business is
subject to a wide range of laws and regulations. Our failure to comply with those laws and regulations could harm our business.
We are subject to a number of U. S. federal and state and foreign laws and regulations that involve matters central to our
business. For example, our platform is subject to an increasingly strict set of legal and regulatory requirements intended to help
detect and prevent money laundering, terrorist financing, fraud and other illicit activity. The interpretation of those requirements
by judges, regulatory bodies and enforcement agencies is changing, often quickly and with little notice. Changes in laws and
regulations could impose more stringent requirements on us to detect and prevent illegal and improper activity by creators,
which can increase our operating costs and reduce our marglns For example ’fe-date—m the Unlted Statei platform% like ours
generally arc immune from content generated ta RE sal-a
platform;butinitiated-by-its-uscrs ;-or other third partles undel Section 230 of the Communications Act of 1934, as amended
by the Communications Decency Act (€BA-Section 230 ). [f the-EDA-Section 230 is interpreted by courts or amended by
Congress in a manner that reduces the scope of liability proteetions— protection fer-eur-available to platfornr-platforms like
ours , we will need to increase our content moderation operations, which may harm our business, financial condition and
results of operations. In addition, the ticketing business is subject to many laws and regulations, both foreign and domestic.
These laws and regulations vary from jurisdiction to jurisdiction and may sometimes conflict . For example, in November
2022, the EU Digital Services Act (“ DSA ) came into force, and the majority of the DSA’ s substantive provisions
relating to content moderation and transparency take effect and apply to us from and including February 17, 2024. The
extent of regulatory enforcement and the additional obligations that may be imposed upon us under the DSA and similar
pending legislation is not clear yet. The DSA may increase our compliance costs and require changes to our user
interfaces and content moderation processes and operations, which may adversely affect our ability to attract and
provide our services to creators and consumers, and may otherwise affect our business, financial condition and results of
operations. Failure to comply with the DSA can result in fines of up to 6 % of total annual worldwide turnover, and
recipients of services have the right to seek compensation from providers in respect of damage or loss suffered due to
infringement by the provider to comply with the DSA. We collaborate closely with members of Congress and fellow
stakeholders toward bipartisan, comprehensive, live event ticketing reform. For example, we have supported both the
Senate’ s Fans First Act (S. 3457) and the House’ s TICKET Act (H. R. 3950), which mandate ticket pricing
transparency, ban deceptive advertising and websites, and ban fake tickets. Our goal is to help improve the live event
ecosystem by fostering ticketing marketplace integrity, restoring the faith of consumers and the ability of artists and
event creators to host successful events . Outside of ticketing regulations, creators are often subject to regulations of their own,
such as permitting and crowd control requirements. Regulatory agencies or courts may claim or hold that we are responsible for
ensuring that creators comply with these laws and regulations, which could greatly increase our compliance costs, expose us to
litigation, subject us to fines and penalties and otherwise harm our business. Failure to comply with anti- corruption, anti-
bribery and similar laws associated with our activities outside of the United States could subject us to penalties and other
adverse consequences. We are subject to the U. S. Foreign Corrupt Practices Act of 1977, as amended (FCPA), the United
Kingdom Bribery Act 2010 (Bribery Act), and other anti- corruption and anti- bribery laws in various jurisdictions, both
domestic and abroad, where we conduct business. The FCPA and the Bribery Act prohibit us and our officers, directors,
employee% and business partners acting on our behalf, including agents, from, directly or indirectly, corruptly offering,
promising, authorizing or providing anything of value to a “ foreign official ” for the purposes of influencing official decisions
ot-to ebtatning—-- obtain or fef&rntngm— retain business or otherwise obtainingfavorable-treatmentsecure an improper
advantage . The FCPA further requires us to make and keep books, records and accounts that accurately reflect transactions and
dispositions of assets and to maintain a system of adequate internal accounting controls. The Bribery Act also prohibits private-
sector bribery, and accepting bribes. Our sales team sells use of our platform abroad, and we face significant risks if we fail to
comply with the FCPA and other applicable anti- corruption laws. We operate in many jurisdictions around the world and may
also have direct or indirect interactions with officials and employees of government agencies or state- owned or affiliated entities
and we may be held liable for the corrupt or other illegal activities of third- party intermediaries, our employees, representatives,
contractors, partners, service providers and agents, even if we do not authorize such activities. While we have policies and
procedures to address compliance with such laws, we cannot ensure that all of our employees and agents, as well as those
contractors to which we outsource certain of our business operations, will not take actions in violation of our policies or




agreements and applicable law, for which we may be ultimately held responsible. Any violation of the FCPA, the Bribery Act
or other applicable anti- corruption and anti- bribery laws could subject us to significant sanctions, including civil or criminal
fines and penalties, disgorgement of profits, injunctions and debarment from government contracts, as well as related
stockholder lawsuits and other remedial measures, all of which could harm our reputation, business, results-efoperattons-and
financial condition and results of operations . Responding to any investigation may result in a significant diversion of
management’ s attention and resources and significant defense costs and other professional fees. Failure to comply with
payment network rules applieable-anti—moneylatndering-and to address the operational and compliance risks associated
with our payments taws-and-regutations-methods or practices could harm our business and results of operations. Our platform
uses payments— payment scrvices for ticket purchases and to make payments to event organizers . We accept payments using
a variety of methods, including credit and debit cards. As we offer new payment options to our creators and consumers,
we may be subject to additional rules, regulations, compliance requirements and higher fraud losses . We rely upon third-
pam pdvmun services providers to provide key dSpLLIS of these pdvmun serv 1ccs Our utlllzatlon of such The—la—ws—aﬂd

rts 0 0 g e d b ane-payment services
may be 1mpacted by factors outs1de of our control and—eh&nges—te—mcludlng dlsruptlons in the payment processing
industry generally. If these service providers do not perform adequately or experience a data security incident or fail to
comply with apphcable aws , payment network rules, and 1ndustry standards or if our regutations—- relationships with

v F-evolv of these service providers were taws-and-regulations;
We—&re—reqtured-to speﬂd-s*gﬂfﬁe&ﬂt—&me—reseﬂrees—aﬂd-ef-feﬁ—change or terminate (or if they become willing or unable to
provide services &ssess and-any-eomphanee-meastresneeded d dé-to us), it could disrupt be
s‘ubjeet—te—&n*yharm—meﬂey—}auﬂdeﬂng—e%our bus1ness and negatlvely affect our ablllty to receive payments and regulatory
regitne,-we-may-need-to-make-ehanges-to-our creators' and consumers’ ability to complete purchases. This could decrease

revenue, increase costs, lead to potentlal legal llablllty, and negatlvely 1mpact our brand and business praetiees-or

eeﬂd-'rtieﬂ—l-ﬂ—add-'r&eﬂ—&ny—nonu)mpllmcc with anti- money ldundumo or payments regulations or laws by our payment
services providers or other partners in performing services for us could impact our reputation, divert substantial

resources, result in liabilities, force us to restructure, or require changes in payments options, which may harm our
business, financial condition and results of operations. Under current credit, debit and payment card practices and
network rules, we are liable for fraudulent activity on our credit and debit card transactions. We may incur losses if we
fail to prevent the use of fraudulent payment information on transactions. Fraud schemes are becoming increasingly
sophisticated and common, and our ability to detect and combat fraudulent schemes may be negatively impacted by the
adoption of new payment methods and new technology platforms. If we or our providers fail to identify fraudulent
activity or are unable to effectively combat the use of fraudulent payments on our platform or if we otherwise experience
increased levels of disputed payments or transactions, our results of operations and financial positions could be
materially adversely affected. In addition, our failure to adequately mitigate this risk could damage our reputation and
brand and substantially harm our business, financial condition, results of operations, prospects and our ability to accept
payments. For certain payment methods, we pay interchange and other related acceptance fees, along with additional
transaction processing fees. Payment card networks and our third- party payment services providers could increase the fees
or interchange they charge us or-for other— their partners-in-performing-services for— or us-to accept or process card
transactlons, whlch would increase our operatlng costs and reduce our marglns. Any such increase 1n fees could tnapaet—

wh-teh—ma-y—hdl m our business , financial condltlon and ILSLlllS of operations. Addmonallv we and our lhu(l - pam payment
service providers are subject to the Payment Card Industry Data (¢ PCI ) Data Security Standard ( * PCI- DSS ), issued by
the PCI Council. PCI DSS is a multifaceted security standard that contains compliance guidelines and standards with
regard to our security surrounding the physical administrative and technical storage, processing and transmission of
individual cardholder data. Failure to be PCI- compliant or to meet other payment card standards may result in the
imposition of financial penalties or the allocation by the card network of the costs of fraudulent charges to us.
Additionally, if we or they experience substantial losses related to payment card transactions or in the event of noncompliance
with #ke-PCI- DSS, we may choose to, or be required to, cease accepting certain payment cards for payment . Card associations
and may-be-payment networks and their member financial institutions regularly update and generally expand security
expectations and requirements related to the security of cardholder data and environments, which could make it difficult
or impossible for us to comply and could require a change in our business operations. We are also subjcct to penalties
rules governing electronic funds transfers and payment card association rules, which could change over time, and must
comply with evolving payment card association and network operating rules. Any change in these rules and
requirements could make it difficult or impossible for us to comply and could require a change in our business
operations. In addition, similar to a potential increase in costs from third- party providers described above, any



increased costs associated with compliance with payment card association rules or payment card provider rules could
lead to increased fees for us or our creators and consumers . Failure to comply with laws and regulations related to payments
could harm our business and results of operations. Fhe-Global laws and regulations related-to-that govern payments-- payment
methods and processing arc complex, subjeettoehange;-and vary-aeross-different-we may be required to expend
considerable time and effort to determine if such laws and regulations apply to our business. There can be no assurance
that we will be able to meet all compliance obligations under applicable law, including obtaining any such licenses in all
of the jurisdictions we operate in or offer a service in, and, even if we were able to do so, the-there United-States-could be

substantlal costs and potentlal product g—leba-l-ly—lluft-hefmefe—c hanges mvolved in -la-ws—rules—&nd—regtﬂat—teﬂs—h&ve-eeeﬂffed

eomply;w 1th such laws , which could have a materlal and adverse effect on our busmess, financ1al condition and results of
operations. Any noncompllance by us in relation to existing or new laws and regulations , or etherrequirements-any alleged
noncompliance, could divertsubstantialresourees;result in reputational damage, litigation, penalties, fines, increased costs
or liabilities , damages, or foree-require us terestrueture-or-even-to stop offering payment services in certain markets EPP;
Whteh—er—haﬁn—eﬂﬁbﬁsrﬂess-aﬂd-festﬂPs—e-ﬁepef&Heﬂs— For example, if we are deemed to be a money transmitter or money
services business as defined by applicable regulation, we could be subject to certain laws, rules and regulations enforced by
multiple authorities and governing bodies in the United States and numerous state and local agencies who may define money
transmitter and money services business differently. [f we were required to be licensed or registered as a money transmitter or
money services business (or otherwise determined that obtaining state money transmission licenses or that registration under
Federal money services business or anti- money laundering laws would further our business purposes), we would be subject
to anti- money laundering requirements, recordkeeping and reporting requirements, as well as bonding requirements,
restrictions on the use of customer funds and other obligations. We would also be subject to examination and oversight by
applicable state licensing regulatory authorities. Additionally, outside of the United States, we could be subject to additional
laws, rules and regulations related to the provision of payments and financial services, and as we expand into new jurisdictions,
the foreign regulations and regulators governing our business that we are subject to will expand as well. If we are found to be a
money transmitter or money services business under any applicable regulation and we are not in compliance with such
regulations, we may be subject to investigations by regulators and to fines or other penalties in one or more jurisdictions
levied by federal or state or local regulators, including state Attorneys General, as well as those levied by foreign regulators and
governmental bodies . [n addition to investigations and fines, penaltics we may be subject to civil or criminal actions, fines,
penalties, forfeiture, remedial measures, costs, legal fees, reputational damage, or other negative consequences for failing
to comply with applicable rules and regulations could include criminal and civil proceedings, forfeiture of significant assets or
other enforcement actions , all of which may harm our business, financial condition and results of operations . We could
also be required to make changes to our business practices or compliance programs as a result of regulatory scrutiny or if we
are deemed to be a money transmitter or money services business . Additionally, we-the laws and regulations related to
payments are subject to change, and vary across different jurisdictions in the United States and globally. Changes in laws,
rules and regulatlons, 1nclud1ng in t-he—thelr 1nterpretatlon Payﬂieﬁ%@&fd—lﬂ&&sfﬁ%&fa—seetﬁﬁy—sf&ﬂd&fd-%dnd i
v tonis-application, have occurred and may occur in the future,
whlch may 1mpact ot-our -rn—busmess practlces. leen the complex and constantly evolving nature of the-these event-of
laws and regulations, we are required to spend significant time, resources, and effort to assess their application and any
nonieomplianee—--- compliance measures needed. Failure to predict how a U. S. law or regulation or a law or regulation
from another jurisdiction in which we operate with respect the PEI-DSS;-we-may-ehoose-to money transmission . money
services business or similar requirements apply or will be regtired-applied to us could result in licensure or registration
requirements . eease-aceepting-administrative enforcement actions, penalties, fines and costs, and could materially
interfere with our ability to offer certain payment e&fés—methods for— or payﬁﬁeﬂt—to conduct our busmess in partlcular
jurisdictions . #-we-The factors identified were-here tunab y
impose substantial addltlonal costs, mvolve consnderable delay to the development or prov1snon of our solutlons, reqtired-—
require significant p 7-and costly ease—of—use-ofour
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rates fluctuate substantially in the future, our results of operations, which are reported in U. S. dollars, could be adversely
affected. Our international operations expose us to the effects of fluctuations in currency exchange rates. Many of our creators
live or operate outside the United States, and therefore we have significant ticket sales denominated in foreign currencies, most
notably the British Pound, Euro, Canadian Dollar and Australian Dollar. If currency exchange rates remain at current levels,
currency translation could continue to negatively affect net revenue growth for events that are not listed in U. S. dollars and
could also reduce the demand for U. S. dollar denominated events from attendees-consumers outside of the United States.
Further, we incur expenses for employee compensation and other operating expenses at our international locations in the local
currency. Because we conduct business in currencies other than U. S. dollars but report our results of operations in U. S. dollars,
we face exposure to fluctuations in currency exchange rates, which could harm our results of operations. Our business may be
subject to sales tax and other indirect taxes in various jurisdictions. In addition, creators may also be subject to certain taxes. The
application of indirect taxes, such as sales and use tax, amusement tax, value- added tax, goods and services tax, business tax
and gross receipts tax, to businesses like ours and to creators and attendees-consumers is a complex and evolving issue.
Significant judgment is required to evaluate applicable tax obligations and as a result, amounts recorded are estimates and are
subject to adjustments. In many cases, the ultimate tax determination is uncertain because it is not clear how new and existing
statutes might apply to our business. One or more states, localities, the federal government or other countries may seek to
impose additional reporting, record- keeping or indirect tax collection obligations on businesses like ours that facilitate online
commerce. For example, taxing authorities in the United States and other countries have identified e- commerce platforms as a
means to calculate, collect and remit indirect taxes for transactions taking place over the Internet, and are considering related
legislation. An increasing number of jurisdictions have enacted laws or are considering enacting laws requiring marketplaces to
report user activity or collect and remit taxes on certain items sold on the marketplace. Imposition of an information reporting or
tax collection requirement could decrease creator or attendee-consumer activity on our platform, which would harm our
business. New legislation could require us or creators to incur substantial costs in order to comply, including costs associated
with tax calculation, collection and remittance and audit requirements, which could make using our platform less attractive and
could adversely affect our business , financial condition and results of operations. We face sales and use tax and value- added
tax audits in certain states and international jurisdictions and it is possible that we could face additional sales and use tax and
value- added tax audits in the future in additional jurisdictions and that our liability for these taxes could exceed our reserves as
state or international tax authorities could assert that we are obligated to collect additional amounts as taxes from creators and
remit those taxes to those authorities. We could also be subject to audits and assessments with respect to state, local and
international jurisdictions for which we have not accrued tax liabilities. A successful assertion that we should be collecting
additional sales or other taxes on our services in jurisdictions where we have not historically done so and do not accrue for sales
or other taxes could result in substantial tax liabilities for past sales, discourage creators from using our platform or otherwise
harm our busmess and results of operatrons Although we have reserved for potentlal payments of possible past tax liabilities
. ; , if these liabilities exceed
such reserves, our ﬁnancral condition w111 be harmed. Our international 0perat10ns subject us to potentlal adverse tax
consequences and additional taxes. We generally conduct our international operations through wholly owned subsidiaries and
report our taxable income in various jurisdictions worldwide based upon our business operations in those jurisdictions. Because
of these international operations, we may be subject to adverse tax changes or interpretation, increased taxes due to increased
international expansion, and tax charges due to complex intercompany agreements. We may be subject to income or other
indirect taxation in several jurisdictions around the world with increasingly complex tax laws, the application of which can be
uncertain. The amount of taxes we pay in these jurisdictions could increase substantially as a result of changes in the applicable
tax principles, including increased tax rates, new tax laws or revised interpretations of existing tax laws and precedents, which
could have an adverse effect on our liquidity and results of operations. In addition, the authorities in these jurisdictions could
review our tax returns and impose additional tax, interest and penalties, and the authorities could claim that various withholding
requirements apply to us or assert that benefits of tax treaties are not available to us, any of which could have a negative impact
on us or our results of operations. As we earn an increasing portion of our revenue and accumulate a greater portion of our cash
flow in foreign jurisdictions, we could face a higher effective tax rate and incremental cash tax payments. Additionally, our
intercompany relationships are subject to complex transfer pricing regulations administered by taxing authorities in various
jurisdictions. The relevant taxing authorities may disagree with our determinations as to the income and expenses attributable to
specific jurisdictions. If such a disagreement were to occur, and our position was not sustained, we could be required to pay
additional taxes, interest and penalties, which could result in one- time tax charges, higher effective tax rates and reduced cash
flows and may harm our business, restlts-efoperations-and-financial condition and results of operations . Our ability to use
our net operating losses to offset future taxable income may be subject to certain limitations. In general, under Section 382 of the
Internal Revenue Code of 1986, as amended (Code), a corporation that undergoes an *“ ownership change ” (generally, a greater
than 50 percentage point change in our equity ownership by certain stockholders or groups of stockholders) is subject to
limitations on its ability to utilize its pre- change net operating losses (= NOLs *=”) to offset future taxable income. We have
undergone ownership changes in the past, which have resulted in limitations on our ability to utilize our NOLs, and future
changes in our stock ownership, some of which are outside of our control, could result in an ownership change under Section
382 of the Code. The existing NOLs of some of our subsidiaries may be subject to limitations arising from ownership changes
prior to, or in connection with, their acquisition by us. Furthermore, our ability to utilize NOLs of companies that we may
acquire in the future may be subject to limitations. There is also a risk that, due to regulatory changes, such as suspensions on
the use of NOLSs or other unforeseen reasons, our existing NOLs could expire or otherwise be unavailable to offset future
income tax liabilities, including for state tax purposes. For these reasons, we may not be able to utilize some portion of our
NOLs even if we attain profitability. We have-identified a material weakness in our internal control over financial reporting and,




as a result, determined that our disclosure controls and procedures and internal control over financial reporting were not
effective as of December 31, 2022, which resulted in the restatement of our previously issued unaudited condensed consolidated
financial statements. Fattare-to-Although we have remediate-remediated the identifted-material weakness , failure to establish
and maintain effective internal control over financial reporting and disclosure controls and procedures in future periods could
have a material adverse effect on our financial statements. On February 27, 2023, the Audit Committee of our Board of
Directors, after discussion with management, determined that the previously filed unaudited condensed consolidated statements
of cash flows for the six months ended June 30, 2022 and the nine months ended September 30, 2022 as included in the
Quarterly Reports on Form 10- Q for the quarterly periods ended June 30, 2022 and September 30, 2022, respectively, should
no longer be relied upon as a result of an error in the presentation in our condensed consolidated statements of cash flows
primarily related to cash balances held on behalf of creators that are denominated in currencies other than the functional
currency. The effect of exchange rate changes on cash balances were not disclosed as a separate item in the reconciliation of
beginning and ending balances of cash. Additionally, the unrealized foreign currency transaction gains and losses were not
disclosed as a reconciliation of net loss and net cash flow from operating activities. As a result, we amended and restated the
condensed consolidated statements of cash flows for the six months ended June 30, 2022 and the nine months ended September
30, 2022. In evaluating the root cause for the misstatements, we identified a material weakness in internal control over financial
reporting and, as a result, determined that our disclosure controls and procedures and internal control over financial reporting
were not effective as of December 31, 2022. A material weakness is a deficiency, or combination of deficiencies, in internal
control over financial reporting, such that there is a reasonable possibility that a material misstatement of the annual or interim
financial statements will not be prevented or detected on a timely basis. Effective internal control over financial reporting is
necessary for us to provide reliable financial reports and prevent or detect material misstatements in our interim or annual
consolidated financial statements due to error or fraud. The identified material weakness in our internal control over financial
reporting relates to the lack of an effectively designed control activity over the presentation of unrealized foreign currency
transaction gains and losses and effects of exchange rate changes on cash, cash equivalents and restricted cash within the
consolidated statements of cash flows. The material weakness resulted in a restatement of our the-Cempany—s-previously filed
consolidated financial statements as of and for each of the periods ended June 30, 2022 and September 30, 2022 and a revision
to the consolidated financial statements as of and for the year ended December 31, 2021, including the quarterly periods therein,
as of and for the year ended December, 31 2020 and for the quarterly period ended March 31, 2022. Although We-are-in-the
proeess-of remediating-the material weakness has been .—I-f—etueplaﬂs—te-remed-rafe-remedlated as of December 31 the-materiat
weakness-are-notsuffietent, 012023, if we identify additional control deficiencies that individually or in the aggregate constitute
one or more material weaknesses or we otherwise fail to maintain effective disclosure controls and procedures or internal control
over financial reporting in the future, our ability to accurately record, process, and report financial information and
consequently, our ability to prepare financial statements within required time periods, could be adversely affected, which may
negatively impact the confidence level of our stockholders and other market partrcrpants as well as our abrlrty to remain listed
on the New York Stock Exchange (NYSE). The ¥z ; he-discovery of

additional material weaknesses could also cause investors to lose Conﬁdence in our reported ﬁnancral and other information,
which would likely have a negative effect on the market price of our Class A common stock. Although Evenif-we
implemented additional aresueeessfulinstrengthening-our-controls and procedures to remediate the material weakness
described above , in the future those controls and procedures may not be adequate to prevent or detect material misstatements
1n our 1nter1m or annual Consolrdated ﬁnancral statements due to fraud OF errors. Rrsks Related to life-of 3-6-years-omrastraight-

aheor d- We may not be able to generate sufﬁcrent cash flows or
raise the addrtronal caprtal necessary to fund our operations or other liquidity needs.As of December 31, 2022-2023 ,we had cash
and cash equrvalents of $ 5—39—489 3—2 mrllron of which $ -399—259 -3—2 mrllron was cash held on behalf of and due to our

eﬁded—Beeeﬁtber—3—l%9—l—9— Our net revenues were $ 326 1 mllllon and $ 260 9 ﬂa-rl-l-teﬁ—&ﬂd—$—l—8—7—l—mrlhon for the year ended
December 31, 2023 and 2022 and-2024-respectively,and the net cash provided by operating activities was $ 19.0 million and $
8.6 mitherrand-$-85-8-million for the year ended December 31, 2023 and 2022 and-2024- respectively. We may need to raise
additional funds,and we may not be able to obtain additional debt or equity financing on favorable terms,if at all.Our ability to
obtain financing will depend on a number of factors,including:* general economic and capital market conditions,including
increased interest rates as-a-result-ofthe-COVD-—19-pandemtie-;* the availability of credit from banks or other lenders;®
investor confidence in us;and ¢ our results of operations.We cannot assure you that our business will generate sufficient cash
flow from operations,or that we will be able to obtain financing,in an amount sufficient to fund our operations or other liquidity
needs.If we raise additional equity financing,our security holders may experience significant dilution of their ownership
interests,and any new equity securities we issue could have rights,preferences and privileges superior to those of holders of our
Class A common stock and Class B common stock.In June 2020,we issued $ 150.0 million aggregate principal amount of 5.000



% convertible senior notes due 2025 (2025 Notes),and in March 2021,we issued $ 212.75 million aggregate principal amount of
0.750 % convertible senior notes due 2026 (2026 Notes and,together with the 2025 Notes,the Convertible Notes) . The
Convertible Notes and any additional funding from debt financings may make it more difficult for us to operate our business
because a portion of our cash generated from internal operations will be used to make principal and interest payments on the
indebtedness and we are,or may be,obligated to abide by restrictive covenants contained in the debt financing agreements.See
the risk factor below titled *“ Substantial levels of indebtedness could adversely affect our cash flow and our ability to operate our
business and to fulfill our obligations under our indebtedness —” for additional information. If we need additional capital and
cannot raise it on acceptable terms,if at all,we may not be able to,among other things:* develop and enhance our platform and
solutions;* continue to expand our technology development,sales and marketing organizations; continue to expand to other
geographical locations;e attract new creators,consumers and a catalog of highly popular events;e hire,train and retain
employees;* respond to competitive pressures or unanticipated working capital requirements;or ¢ pursue acquisition
opportunities.Our inability to do any of the foregoing could reduce our ability to compete successfully and could have an
adverse effect on our business ,financial condition and results of operations.Substantial levels of indebtedness could
adversely affect our cash flow and our ability to operate our business and to fulfill our obligations under our
indebtedness .We have substantial outstanding debt,and we may incur additional indebtedness to meet future financing
needs.Our substantial levels of indebtedness increase the possibility that we may not generate enough cash flow from operations
to pay,when due,the principal of,interest on or other amounts due in respect of,these obligations.Other risks relating to long-
term indebtedness include:* increased vulnerability to general adverse global and regional economic and industry conditions;* a
need to divert a significant portion of our cash flow from operations to payments on our indebtedness,thereby reducing the
availability of cash to fund working capital,capital expenditures,acquisitions,investments and other general corporate purposes;®
limited ability to obtain additional financing,on terms we find acceptable,if needed,for working capital,capital
expenditures,expansion plans and other investments,which may adversely affect our ability to implement our business strategy;e
limited flexibility in planning for,or reacting to,changes in our businesses and the markets in which we operate or to take
advantage of market opportunities; diluting the interests of our existing stockholders as a result of issuing shares of our Class A
common stock upon conversion of the Convertible Notes;and ¢ a competitive disadvantage compared to our competitors that
have less debt or have better access to capital.Our ability to make scheduled payments of the principal of,to pay interest on or to
refinance our indebtedness,depends on our future performance,which is subject to economic,financial,competitive and other
factors beyond our control.Our business may not generate sufficient funds,and we may otherwise be unable to maintain
sufficient cash reserves,to pay amounts due under our indebtedness,including the Convertible Notes,and our cash needs may
increase in the future.In addition,any future indebtedness that we may incur may contain financial and other restrictive
covenants that limit our ability to operate our business,raise capital or make payments under our other indebtedness.If we fail to
comply with these covenants or to make payments under our indebtedness when due,then we would be in default under that
indebtedness,which could,in turn,result in that and our other indebtedness becoming immediately payable in full. We may not
have the ability to raise the funds necessary for cash settlement upon conversion of the Convertible Notes or to repurchase the
Convertible Notes for cash following a fundamental change,and our future debt may contain limitations on our ability to pay
cash upon conversion of the Convertible Notes or to repurchase the Convertible Notes.Subject to limited exceptions,holders of
the Convertible Notes have the right to require us to repurchase their Convertible Notes upon the occurrence of a fundamental
change (as defined in the indenture governing the Convertible Notes) at a cash repurchase price generally equal to the principal
amount of the Convertible Notes to be repurchased,plus accrued and unpaid interest,if any,to,but excluding,the fundamental
change repurchase date.In addition,upon conversion of the Convertible Notes,unless we elect to deliver solely shares of our
Class A common stock to settle such conversion (other than paying cash in lieu of delivering any fractional share),we will be
required to make cash payments in respect of the Convertible Notes being converted. However,we may not have enough
available cash or be able to obtain financing at the time we are required to make repurchases of Convertible Notes surrendered
therefor or pay the cash amounts,if any,due upon conversion.In addition,our ability to repurchase the Convertible Notes or to
pay cash upon conversions of the Convertible Notes may be limited by applicable law,by regulatory authorities or by
agreements governing our future indebtedness.Our failure to repurchase the Convertible Notes at a time when such repurchase is
required by the indenture governing the Convertible Notes or settle future conversions of the Convertible Notes as required by
the indenture would constitute a default under such indenture.A default under the indenture or the fundamental change itself may
also lead to a default under agreements governing our existing or future indebtedness,which may result in such existing or future
indebtedness becoming immediately payable in full. We may not have sufficient funds to satisfy all amounts due under such
existing or future indebtedness and repurchase the Convertible Notes or make cash payments due,if any,upon conversions
thereof. The accounting method for the Convertible Notes could adversely affect our reported financial condition and results.The
accounting method for reflecting the Convertible Notes on our balance sheet,accruing amortized interest expense for the
Convertible Notes and reflecting the underlying shares of our Class A common stock in our reported diluted earnings per share
may adversely affect our reported earnings and financial condition.For the fiscal year beginning January 1,2021,we have-elected
to early adopt new accounting guidance that was recently released that simplifies the accounting for convertible debt that may
be settled in cash.As a result,we expeetto-record the Convertible Notes entirely as a liability on our balance sheet,net of issuance
costs incurred,with interest expense reflecting the cash coupon plus the amortization of the capitalized issuance
costs.Additionally,the new guidance modifies the treatment of convertible debt securities that may be settled in cash or shares by
requiring the use of the “ if- converted ” method.Under that method,diluted earnings per share would generally be calculated
assuming that all the Convertible Notes were converted solely into shares of Class A common stock at the beginning of the
reporting period,unless the result would be anti- dilutive.In addition,in the future,we may,in our sole discretion,irrevocably elect
to settle the conversion value of the Convertible Notes in cash up to the principal amount being converted.Following such an



irrevocable election,if the conversion value of the Convertible Notes exceeds their principal amount for a reporting period,then
we will calculate our diluted earnings per share by assuming that all of the Convertible Notes were converted at the beginning of
the reporting period and that we issued shares of our Class A common stock to settle the excess,unless the result would be anti-
dilutive.The application of the if- converted method may reduce our reported diluted earnings per share.Furthermore,if any of
the conditions to the convertibility of the Convertible Notes are satisfied,then,under certain conditions,we may be required under
applicable accounting standards to reclassify the liability carrying value of the Convertible Notes as a current,rather than a long-
term,liability. This reclassification could be required even if no noteholders convert their Convertible Notes and could materially
reduce our reported working capital. The capped call transactions may affect the value of the Convertible Notes and our Class A
common stock.In connection with the offering of the 2025 Convertible Notes,we entered into the 2025 Capped Calls,and in
connection with the offering of the 2026 Notes,we entered into the 2026 Capped Calls (collectively,the Capped Calls,and the
financial institutions party thereto,the Option Counterparties).The Capped Calls are expected generally to reduce potential
dilution to our Class A common stock upon any conversion of the Convertible Notes and / or offset any cash payments we are
required to make in excess of the principal amount of converted Convertible Notes,as the case may be,with such reduction and /
or offset subject to a cap.We have been advised that in connection with establishing their initial hedges of the Capped Calls,the
Option Counterparties or their respective affiliates entered into various derivative transactions with respect to our Class A
common stock and / or purchased shares of our Class A common stock concurrently with or shortly after the offering of the
relevant Convertible Notes.In addition,we have been advised that the Option Counterparties and / or their respective affiliates
may modify their hedge positions by entering into or unwinding various derivatives with respect to our Class A common stock
and / or purchasing or selling our Class A common stock or other securities of ours in secondary market transactions at any time
prior to the maturity of the relevant Convertible Notes (and are likely to do so following any conversion of the relevant
Convertible Notes,any repurchase of the relevant Convertible Notes by us on any fundamental change repurchase date,any
redemption date or any other date on which the relevant Convertible Notes are repurchased by us,in each case if we exercise our
option to terminate the relevant portion of the relevant Capped Calls).This activity could cause or avoid an increase or a
decrease in the market price of our Class A common stock.We do not make any representation or prediction as to the direction
or magnitude of any potential effect that the transactions described above may have on the price of the Convertible Notes or our
Class A common stock.In addition,we do not make any representation that the Option Counterparties will engage in these
transactions or that these transactions,once commenced,will not be discontinued without notice.Provisions in the
indentures governing the Convertible Notes could delay or prevent an otherwise beneficial takeover of us.Certain
provisions in the Convertible Notes and the indentures governing the Convertible Notes could make a third- party
attempt to acquire us more difficult or expensive.For example,if a takeover constitutes a fundamental change (as defined
in the indentures governing the Convertible Notes),then noteholders will have the right to require us to repurchase their
Convertible Notes for cash.In addition,if a takeover constitutes a make- whole fundamental change (as defined in the
indentures governing the Convertible Notes),then we may be required to temporarily increase the conversion rate.In
either case,and in other cases,our obligations under the Convertible Notes and the indentures governing the Convertible
Notes could increase the cost of acquiring us or otherwise discourage a third- party from acquiring us or removing
incumbent management,including in a transaction that noteholders or holders of our common stock may view as
favorable.Risks Related to Ownership of Our Class A Common Stock We have a limited operating history in...... results of
operations will be harrned The market prlce of our Cla%% A common stock may be Volatlle and may deehne regardle%i of our
operating performance Z ;
The market prices of the securities of technology et-her—new%y—pﬂbhe—compames have htsteﬂea-l—ly—been hlghly Volatlle The
market price of our Class A common stock has in the past, and may in the future, fluctuate significantly in response to numerous
factors, many of which are beyond our control, including, but not limited to: ¢ overall performance of the equity markets and / or
publicly —listed technology companies; ¢ actual or anticipated fluctuations in our net revenue or other operating metrics; ¢
changes in the financial projections we provide to the public or our failure to meet these projections; ¢ failure of securities
analysts to initiate or maintain coverage of us, changes in financial estimates by any securities analysts who follow our company
or our failure to meet the estimates or the expectations of investors; * the economy as a whole and market conditions in our
industry; ¢ rumors and market speculation involving us or other companies in our industry; * announcements by us or our
competitors of significant innovations, acquisitions, strategic partnerships, joint ventures or capital commitments; * new laws or
regulations or new interpretations of existing laws or regulations applicable to our business; ¢ lawsuits threatened or filed against
us; * recruitment or departure of key personnel; and ¢ other events or factors, including those resulting from war, public health

concerns and epldemlc% 1nc1dents of terrorlsm or responses to these events. In addmon extreme-priee-and-vrolume-fluetuations
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have experlenced and may continue to experience, Slgnlﬁcant volatility, and the price of our Claqs A common itock has been
volatile and has decreased significantly. Certain macroeconomic factors The-cOVAD-—9-pandemie-and ether-geopolitical
events have had, and are likely to continue to have, a significant effect on the market price of securities generally, including our
Class A common %tock In the past %tockholders have filed @ecurme% class action lmgatlon followmg perlodq of market

volatility. : 7
eperattons—-Moreover, because of these fluctuatlonq comparing our results of operations on a period- to- perlod basis may not
be meaningful. You should not rely on our past results as an indication of our future performance. This variability and
unpredictability could also result in our failing to meet the expectations of industry or financial analysts or investors for any
period. If our net revenue or results of operations fall below the expectations of analysts or investors or below any forecasts we
may provide to the market, or if the forecasts we provide to the market are below the expectations of analysts or investors, the




price of our Class A common stock could decline substantially. Such a stock price decline could occur even when we have met
any previously publicly stated net revenue or earnings forecasts that we may provide. The dual class structure of our common
stock has the effect of concentrating voting control with our directors, executive officers and their affiliates and that may depress
the trading price of our Class A common stock. Our Class B common stock has ten votes per share and our Class A common
stock has one vote per share. As of December 31, 28222023 , our directors, executive officers and stockholders holding more
than 5 % of our outstanding shares, and their affiliates, beneficially owned in the aggregate a substantial ¥erytarge-majority of
the voting power of our capital stock. Because of the ten- to- one voting ratio between our Class B and Class A common stock,
the holders of our Class B common stock collectively will continue to control a majority of the combined voting power of our
common stock and therefore be able to control all matters submitted to our stockholders for approval until September 20, 2028,
the date that is the ten- year anniversary of the closing of our IPO. This concentrated control will limit or preclude your ability
to influence corporate matters for the foreseeable future, including the election of directors, amendments of our organizational
documents, and any merger, consolidation, sale of all or substantially all of our assets, or other major corporate transaction
requiring stockholder approval. In addition, this may prevent or discourage unsolicited acquisition proposals or offers for our
capital stock that you may feel are in your best interest as one of our stockholders. Future transfers by holders of Class B
common stock will generally result in those shares converting to Class A common stock, subject to limited exceptions, such as
certain transfers effected for estate planning purposes. The conversion of Class B common stock to Class A common stock will
have the effect, over time, of i 1ncrea§1ng the relatlve Votlng power of those holders of Class B common Stock who retaln their
qhale% in the long term. Jrre he : At

or cease pubh%hlng research, or pubhsh inaccurate or unfavorable research, about our bu%lnes@ the price of our C lass A
common stock and trading volume could decline. The trading market for our Class A common stock depends in part on the
research and reports that securities or industry analysts publish about us or our business. If industry analysts cease publishing
research on our company, the trading price for our Class A common stock would be negatively affected. If one or more of the
analysts who cover us downgrade our Class A common stock or publish inaccurate or unfavorable research about our business,
our Class A common stock price would likely decline. If one or more of these analysts cease coverage of us or fail to publish
reports on us on a regular basis, demand for our Class A common qtock could decrease, which might cause our Claiq A
common stock price and tradlng Volume to decline. Ss arrtial-a A

with financings, acquisitions, investments, our stock incentive plan% or otherwme will dilute all other itockholderq If we issue
additional capital stock in connection with financings, acquisitions, investments, equity incentive plans or otherwise, our

existing stockholders could expenence ilgnlﬁcant dllutlon —Fe%e*&mp}errn—eeﬂﬂeeﬁenwﬂfh—fhe—exeeuﬂe&e-f—ﬂ&e—efedﬁ

hnked ﬁnanClngq In addmon the conversion of some or all of our Convertlble Notes may dilute the ownership interests of
existing stockholders to the extent we deliver shares upon any conversion of the Convertible Notes. Any sales in the public
market of our Class A common stock issuable upon such conversion could adversely affect prevailing market prices of our Class
A common stock. The existence of the Convertible Notes also may encourage short selling by market participants because the
conversion of the Convertible Notes could be used to satisfy short positions. The anticipated conversion of the Convertible
Notes into shares of our Class A common stock could also depress the price of our Class A common stock. We also expeette



grant equity awards to employees, directors and consultants under our stock incentive plans. As part of our business strategy, we
may acquire or make investments in complementary companies, products or technologies and issue equity securities to pay for
any such acquisition or investment. Any such issuances of additional capital stock may cause stockholders to experience
significant dilution of their ownership interests and the per share value of our Class A common stock to decline. We do not
intend to pay dividends on our Class A common stock and, consequently, the ability of Class A common stockholders to
achieve a return on investment will depend on appreciation in the price of our Class A common stock. We have never declared
or paid any dividends on our capital stock. We intend to retain any earnings to finance the operation and expansion of our
business, and we do not anticipate paying any cash dividends in the foreseeable future. As a result, Class A common
stockholders may only receive a return on seur-their investment in our Class A common stock if the market price of our Class
A common stock increases. Provisions in our charter documents and under Delaware law could make an acquisition of our
company more difficult, limit attempts by our stockholders to replace or remove our current board of directors and limit the
market price of our Class A common stock. Provisions in our amended and restated certificate of incorporation and amended
and restated bylaws may have the effect of delaying or preventing a change of control or changes in our management. Our
amended and restated certificate of incorporation and amended and restated bylaws include provisions that: ¢ provide that our
board of directors be classified into three classes of directors with staggered three- year terms; ¢ permit the board of directors to
establish the number of directors and fill any vacancies and newly —created directorships; ¢ require super- majority voting to
amend some provisions in our amended and restated certificate of incorporation and amended and restated bylaws; ¢ authorize
the issuance of ““ blank check ” preferred stock that our board of directors could use to implement a stockholder rights plan; ¢
provide that only the Chairperson of our board of directors, our Chief Executive Officer, or a majority of our board of directors
is authorized to call a special meeting of stockholders; ¢ provide for a dual class common stock structure in which holders of our
Class B common stock have the ability to control the outcome of matters requiring stockholder approval, even if they own
significantly less than a majority of the outstanding shares of our Class A and Class B common stock, including the election of
directors and significant corporate transactions, such as a merger or other sale of our company or its assets;  prohibit
stockholder action by written consent, which requires all stockholder actions to be taken at a meeting of our stockholders; ¢
provide that the board of directors is expressly authorized to make, alter or repeal our bylaws; and * advance notice requirements
for nominations for election to our board of directors or for proposing matters that can be acted upon by stockholders at annual
stockholder meetings. Moreover, Section 203 of the Delaware General Corporation Law may discourage, delay, or prevent a
change in control of our company. Section 203 imposes certain restrictions on mergers, business combinations, and other
transactions between us and holders of 15 % or more of our common stock. Our amended and restated bylaws designate certain
state or federal courts as the exclusive forum for certain litigation that may be initiated by our stockholders, which could limit
stockholders’ ability to obtain a favorable judicial forum for disputes with us. Our amended and restated bylaws provide that,
unless we consent in writing to the selection of an alternative forum, the Court of Chancery of the State of Delaware (or, in the
event that the Court of Chancery does not have jurisdiction, the federal district court or other state courts located within the State
of Delaware) will be the exclusive forum for: « any derivative action, suit or proceeding brought on our behalf; * any action, suit
or proceeding asserting a breach of fiduciary duty; ¢ any action asserting a claim against us arising pursuant to the Delaware
General Corporation Law, our amended and restated certificate of incorporation, or our amended and restated bylaws; or « any
action asserting a claim against us that is governed by the internal affairs doctrine. Our amended and restated bylaws also
provide that, unless we consent in writing to the selection of an alternative forum, the federal district courts of the United States
of America shall be the exclusive forum for the resolution of any complaint asserting a cause of action arising under the
Securities Act. These provisions are intended to benefit and may be enforced by us, our officers and directors, the underwriter
for any offering giving rise to such complaint, and any other professional or entity whose profession gives authority to a
statement made by that person or entity and who has prepared or certified any part of the documents underlying this offering.
Notwithstanding the foregoing, these provisions do not apply to suits brought to enforce any liability or duty created by the
Exchange Act, or any other claim for which the federal courts of the United States have exclusive jurisdiction. These provisions
may limit a stockholder’ s ability to bring a claim in a judicial forum that it finds favorable for disputes with us or any of our
directors, officers or other employees, which may discourage lawsuits with respect to such claims. Alternatively, if a court were
to find the choice of forum provision to be inapplicable or unenforceable in an action, we may incur additional costs associated
with resolving such action in other jurisdictions, which could harm our business, results-efoperattons-and-financial condition
and results of operations . 35



