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Our	operations	and	financial	results	are	subject	to	various	risks	and	uncertainties.	You	should	consider	carefully	the	risks	and
uncertainties	described	below,	together	with	all	of	the	other	information	in	this	report.	If	any	of	the	following	risks	or	other	risks
actually	occur,	our	business,	financial	condition,	results	of	operations,	and	future	prospects	could	be	materially	harmed,	and	the
price	of	our	common	stock	could	decline.	Our	business	could	also	be	materially	and	adversely	affected	by	risks	and
uncertainties	that	are	not	presently	known	to	us	or	that	we	currently	believe	are	not	material.	Unless	otherwise	indicated,
references	to	our	business	being	harmed	in	these	risk	factors	will	include	harm	to	our	results	of	operations,	financial	condition,
reputation,	and	future	prospects.	Risk	FactorsRisk	Factors9	Risk	Factors	SummaryRisks	Related	to	our	Business	and
IndustryRisks	Related	to	our	Products	and	OperationsRisks	Related	to	Regulatory	MattersRisks	Related	to	Intellectual
PropertyRisks	Related	to	our	Debt,	our	Stock,	and	our	CharterGeneral	Risk	Factors	Our	business	is	subject	to	a	number	of	risks
that	may	adversely	affect	our	business,	financial	condition,	results	of	operations,	and	cash	flows.	These	risks	are	discussed	more
fully	below	and	include,	but	are	not	limited	to:	•	Our	history	of	losses	and	anticipated	continued	losses.	•	Unpredictability	of	our
future	operating	results	.	•	Reductions	in	either	spending	or	collections	may	result	in	reductions	in	revenue	.	•	Future
increases	in	our	customer	churn.	•	Dependence	on	new	customer	acquisition	and	retention	and	upsell	to	existing	customers.	•
Intense	competition	in	our	industry.	•	Failure	to	manage	and	grow	our	indirect	sales	channels.	•	Complexity	and	length	of
enterprise	customer	sales	cycle.	•	Dependence	on	new	product	and	services	to	maintain	and	grow	our	business.	•	Difficulty
attracting	and	retaining	key	management,	technical	and	sales	personnel.	•	We	may	not	realize	all	of	the	anticipated	benefits	of
our	acquisition	of	Fuze,	Inc.	•	Potential	past	and	future	liabilities	related	to	federal,	state,	local	and	international	taxes,	fees,
surcharges	and	levees.	•	Service	outages	due	to	software	vulnerabilities	or	failures	of	physical	infrastructure.	•	Scalability	of	our
cloud	software	services	to	meet	existing	and	new	customer	demand.	•	Risks	related	to	international	expansion,	including	the
Russia	and	Ukraine	war.	•	Risks	related	to	current	and	future	acquisitions.	•	Our	ability	to	maintain	compatibility	with	third-
party	applications	and	mobile	platforms.	•	Reliance	on	third-	parties	to	provide	network	services	and	connectivity.	•	Reliance	on
third-	party	vendors	for	IP	phones	and	certain	software	endpoints.	•	Difficulty	executing	local	number	porting	requests.	•	Risks
related	to	cybersecurity	breaches	and	malicious	acts.	•	Liabilities	related	to	credit	card	transaction	processing	services.	•	Failure
to	comply	with	data	privacy	and	protection	laws.	•	Services	must	comply	with	industry	standards	and	government	regulations.	•
New	regulations	addressing	robo-	calling	and	caller	ID	spoofing.	•	Infringement	of	third-	party	proprietary	technology.	•
Inability	to	protect	our	proprietary	technology.	•	Inability	to	use	third-	party	or	open	-	source	software.	•	Cash	flow	may	be
insufficient	to	service	or	pay	down	our	substantial	debt.	•	Inability	May	not	be	able	to	raise	necessary	funds	in	the	future.	•
Conditional	conversion	features	of	our	debt	could	adversely	affect	our	financial	condition.	•	Change	in	accounting	standards,
including	for	our	debt,	may	cause	adverse	financial	reporting	fluctuations	and	affect	our	reported	operating	results.	•	Capped	call
transactions	The	current	instability	in	connection	with	the	banking	system	could	adversely	impact	our	notes	operations	.	•
Future	sales	of	common	stock	or	equity-	linked	securities.	•	Certain	provisions	in	our	charter	may	discourage	takeover	attempts.
•	Risks	related	to	Covid	the	ongoing	impact	of	the	COVID	-	19	pandemic	.	•	Secure	financing	on	favorable	terms.	•	Risks
related	to	natural	disasters,	war,	terrorist	attacks,	global	pandemics,	and	other	unforeseen	events.	We	have	a	history	of	losses,
have	incurred	significant	negative	cash	flows	in	the	past,	and	anticipate	continuing	losses	in	the	future.	As	such,	we	may	not	be
able	to	achieve	or	maintain	profitability	in	the	future.	We	recorded	an	operating	loss	of	approximately	$	154	66	.	1	3	million	for
the	year	twelve	months	ended	March	31,	2022	2023	,	and	ended	the	period	with	an	accumulated	deficit	of	approximately	$	766
792	.	4	9	million.	We	expect	to	continue	to	incur	operating	losses	in	the	near	future	as	we	continue	to	invest	in	our	business.
During	our	fiscal	year	ending	March	31,	2023	2024	,	we	intend	to	continue	to	invest	in	sales	and	marketing	and	research	and
development,	among	other	areas	of	our	business,	to	compete	more	successfully	for	the	business	of	companies	that	are
transitioning	to	cloud	communications	and	otherwise	position	ourselves	to	take	advantage	of	long-	term	revenue-	generating
opportunities.	We	expect	to	continue	to	incur	losses	for	at	least	the	next	fiscal	year	and	later,	and	we	will	need	to	increase	our
rate	of	revenue	growth	to	generate	and	sustain	operating	profitability	in	future	periods.	The	investments	we	have	made	in	fiscal
2022	2023	and	beyond	may	not	generate	the	returns	that	we	anticipate,	which	could	adversely	impact	our	financial	condition
and	make	it	more	difficult	for	us	to	grow	revenue	and	/	or	achieve	profitability	in	the	time	period	that	we	expect,	or	not	at	all.	In
order	to	achieve	profitability,	we	will	need	to	manage	our	cost	structure	more	efficiently	and	not	incur	significant	liabilities,
while	continuing	to	grow	our	revenues	-	revenue	.	Despite	these	efforts,	our	revenue	growth	may	slow,	revenues	-	revenue	may
decline,	and	/	or	we	may	incur	significant	losses	in	the	future	due	to	the	continuing	impact	of	the	COVID-	19	pandemic,
inflationary	pressures	impacting	our	cost	structure,	Russia'	s	invasion	of	Ukraine	or	other	geopolitical	events	,	and	any
resulting	further	downturn	in	general	economic	conditions,	increasing	competition	(including	competitive	pricing	pressures	and
large	competitors	moving	into	our	markets),	decrease	in	the	adoption	or	sustained	use	of	the	cloud	communications	market,
exiting	lines	of	business,	interest	rate	and	foreign	currency	fluctuations,	or	our	inability	to	execute	on	business	opportunities.
Given	our	history	of	fluctuating	revenues	-	revenue	and	operating	losses,	we	cannot	be	certain	that	we	will	be	able	to	achieve	or
maintain	operating	profitability	in	the	future.	Our	future	operating	results,	including	revenues	-	revenue	,	expenses,	losses	and
profits,	may	vary	substantially	from	period	to	period	and	may	be	difficult	to	predict.	As	a	result,	we	may	fail	to	meet	or	exceed
the	expectations	of	market	analysts	or	investors,	which	could	negatively	impact	our	stock	price.	Our	historical	operating	results
have	fluctuated	and	will	likely	continue	to	fluctuate	in	the	future,	and	a	decline	in	our	operating	results	could	cause	our	stock
price	to	fall.	On	an	annual	and	quarterly	basis,	there	are	a	number	of	factors	that	may	affect	our	operating	results,	some	of	which



are	outside	our	control.	These	include,	but	are	not	limited	to:	•	changes	in	market	demand;	•	customer	cancellations,	subscription
downgrades,	and	/	or	service	credits;	•	changes	in	the	competitive	dynamics	of	our	market,	including	consolidation	among
competitors	or	customers;	•	lengthy	sales	cycles	and	/	or	regulatory	approval	cycles;	•	new	product	introductions	by	us	or	our
competitors;	•	unpredictability	of	CPaaS	business	at	times,	as	it	is	mainly	usage-	based	revenue	and	does	not	involve	long-	term
subscription	commitments;	•	the	mix	of	our	customer	base,	sales	channels,	and	services	sold;	•	the	number	of	additional
customers,	on	a	net	basis;	•	the	amount	and	timing	of	costs	associated	with	recruiting,	training	and	integrating	new	employees;	•
unforeseen	costs	and	expenses	related	to	the	expansion	of	our	business,	operations	and	infrastructure;	•	price	increases	which	we
are	unable	to	pass	along	to	our	customers;	•	continued	compliance	with	industry	standards	and	regulatory	requirements;	•
decline	in	usage	related	to	increases	in	return	to	office;	•	material	security	breaches	or	service	interruptions	due	to	cyberattacks
or	infrastructure	failures	or	unavailability;	and	•	introduction	and	adoption	of	our	cloud	software	solutions	in	markets	outside	of
the	United	States.	Due	to	these	and	other	factors,	we	believe	that	period-	to-	period	comparisons	of	our	results	of	operations	are
not	meaningful	and	should	not	be	relied	upon	as	indicators	of	our	future	performance.	It	is	possible	that	in	some	future	periods
our	results	of	operations	may	be	below	the	expectations	of	public	market	analysts	and	investors.	In	addition,	changes	in
regulations,	accounting	principles,	and	our	interpretation	of	these	and	judgments	used	in	applying	them,	could	have	a	material
effect	on	our	results	of	operations.	We	also	need	to	revise	our	business	processes,	systems,	and	controls,	which	require
significant	management	attention	and	may	negatively	affect	our	financial	reporting	obligations.	If	any	of	these	events	were	to
occur,	the	price	of	our	common	stock	would	likely	decline	significantly.	Any	reduction	in	our	spending	may	not	achieve	the
desired	result	or	may	result	in	a	reduction	in	revenue.	Our	increased	emphasis	on	profitability	and	cash	flow	generation
may	not	be	successful.	We	intend	to	reduce	our	total	costs	as	a	percentage	of	revenue,	primarily	impacting	our	sales	and
marketing	expenses.	There	can	be	no	assurances	that	our	cost	reduction	initiatives	will	result	in	the	cost	savings	that	we
anticipate	as	percentage	of	our	revenue	and	will	not	have	unintended	or	unforeseen	consequences,	including	a	reduction
in	revenue.	Churn	in	our	customer	base	adversely	impacts	our	revenues	-	revenue	and	requires	us	to	spend	money	to	retain
existing	customers	and	to	capture	replacement	customers.	If	we	experience	further	increases	in	customer	churn	in	the	future,	our
revenue	growth	will	be	further	adversely	impacted	and	our	customer	retention	costs	will	increase.	Our	customers	may	elect	not
to	renew	their	subscriptions	at	the	end	of	their	contractual	commitments.	Because	of	churn	in	our	customer	base	,	we	must
acquire	new	customers	and	sell	additional	8x8	products	and	services	to	our	existing	customers	on	an	ongoing	basis	to	maintain
our	existing	level	of	revenue.	As	a	result,	sales	and	marketing	expenditures	are	an	ongoing	requirement	of	our	business.	Our
ability	to	maintain	and	grow	our	revenues	-	revenue	is	adversely	impacted	by	the	rate	at	which	our	customers	cancel	or
downgrade	services.	Churn	reduces	our	revenue	growth	rate,	and	if	our	churn	rate	increases,	we	must	acquire	even	more	new
customers	and	/	or	sell	more	products	and	services	to	existing	customers,	to	maintain	and	grow	our	revenues	-	revenue	.	We
incur	significant	costs	to	acquire	new	customers,	and	those	costs	are	a	meaningful	component	in	driving	our	net	profitability.
Churn	may	also	prevent	us	from	increasing	the	price	of	our	services	in	the	future,	as	well	as	limit	our	ability	to	sell	additional
8x8	products	and	services	to	our	existing	customers	and	we	may	need	to	renew	certain	customers	at	a	lower	rate,	of	which	each
case	would	adversely	impact	our	revenues	-	revenue	in	the	future.	Therefore,	if	we	are	unsuccessful	in	managing	our	existing
customer	churn	and	/	or	our	customer	churn	rate	increases	in	the	future,	our	revenue	growth	would	decrease	and	our	revenues	-
revenue	may	decline	,	causing	our	net	loss	to	increase.	Our	rate	of	customer	cancellations	or	downgrades	in	services	may
increase	in	future	periods	due	to	a	number	of	factors,	some	of	which	are	beyond	our	control,	such	as	the	financial	condition	of
our	customers	or	the	general	economic	environment.	In	addition,	if	we	are	unable	to	maintain	the	quality	and	performance	of	our
service	whether	due	to	a	lack	of	feature	parity	or	quality	of	service	relative	to	the	products	of	our	competitors	or	service	outages
or	disruptions,	we	could	experience	potentially	sharp	increases	in	customer	cancellations	and	/	or	downgrades	or	customer
credits	which	would	adversely	impact	our	revenues	-	revenue	.	Our	success	depends	on	our	ability	to	acquire	new	customers
and	retain	and	sell	additional	services	to	our	existing	customers.	We	generate	revenue	primarily	from	the	sale	of	subscriptions	to
our	cloud	communications	services	to	our	customers,	which	include	small	and	mid-	size	businesses,	mid-	market	and	larger
enterprises,	government	agencies	and	other	organizations.	We	define	a	“	customer	”	as	the	legal	entity	or	entities	to	which	we
provide	services	pursuant	to	a	single	contractual	arrangement.	Our	future	success	depends	on	our	ability	to	continue	to	increase
the	amount	of	revenue	we	generate,	and	the	rate	at	which	our	revenues	-	revenue	increase	increases	,	from	new	and	existing
customers.	If	our	sales	and	marketing	efforts	are	not	effective	in	identifying	and	qualifying	prospective	new	customers,
demonstrating	the	quality,	value,	features	and	capabilities	of	our	solutions,	especially	XCaaS,	to	those	prospects	and	promoting
our	brand	generally,	we	may	not	be	able	to	acquire	new	customers	at	the	rate	necessary	to	achieve	our	revenue	targets.	We	must
also	continue	to	design,	develop,	offer	and	sell	services	with	quality,	cost,	features	and	capabilities	that	compare	favorably	to
those	offered	by	our	competitors.	As	our	target	markets	mature,	or	as	competitors	introduce	lower	cost	and	/	or	more
differentiated	products	or	services	that	compete	or	are	perceived	to	compete	with	ours,	we	may	be	unable	to	attract	new
customers,	on	favorable	terms,	or	at	all,	which	could	have	an	adverse	effect	on	our	revenue	and	growth.	In	addition	to	acquiring
new	customers,	we	generate	new	revenue	by	selling	our	existing	customers	additional	quantities	of	subscribed	services,	or
subscriptions	to	new	or	upgraded	services.	Particularly	in	the	case	of	large	enterprises,	we	often	have	opportunities	to	expand	the
sale	of	our	services	within	an	organization	after	we	have	completed	an	initial	sale	to	one	part	of	the	organization	(for	example,	a
business	unit,	division	or	department,	or	personnel	based	in	a	particular	country	or	region)	and	the	organization	has	qualified	us
as	a	vendor.	We	invest	in	efforts	to	educate	and	train	users	on	the	features	and	capabilities	of	our	services	so	that	they	can
become	advocates	within	their	organizations	and	encourage	increased	adoption	of	our	solutions.	However,	if	existing	users
within	an	organization	are	dissatisfied	with	any	aspect	of	our	cloud	services,	or	the	technical	support,	training	or	other
professional	services	we	provide,	we	may	face	challenges	in	up-	selling	or	increasing	our	penetration	of	the	organization.
Intense	competition	for	new	customers	and	retention	of	existing	customers	(including	pricing	pressure)	in	the	markets	in	which
we	compete	may	prevent	us	from	increasing	or	sustaining	our	revenue	growth,	or	achieving	and	maintaining	profitability,	which



could	materially	harm	our	business.	The	cloud	communications	industry	is	competitive	and	rapidly	evolving.	We	expect	the
industry	to	be	increasingly	competitive	in	the	future	due	to	a	number	of	factors	including,	but	not	limited	to,	the	entry	into	the
market	of	new	competitors	or	the	consolidation	of	existing	competitors.	Because	we	offer	multiple	services	from	a	single
platform,	we	compete	with	businesses	in	several	overlapping	industries,	including	voice,	video	meetings,	chat,	team	messaging,
contact	center	and	enterprise-	class	API	solutions.	In	connection	with	our	voice,	video	meetings,	chat,	team	messaging,	contact
center,	and	enterprise-	class	API	solutions,	we	face	competition	from	other	cloud	service	providers	such	as	RingCentral,	Inc.,
Genesys	Telecommunications	Laboratories,	Inc.,	Zoom	Video	Communications,	Inc.,	Vonage	Holdings	Corp.	(	recently
acquired	by	Ericsson),	Five9,	Inc.,	NICE	inContact,	Inc.,	Talkdesk,	Inc.,	and	Twilio	Inc.,	among	others,	as	well	as	from	legacy
on-	premises	communications	equipment	providers,	such	as	Avaya,	Inc.,	Cisco	Systems,	Inc.,	and	Mitel	Networks	Corp.	We
also	face	competition	from	Internet	and	cloud	service	companies	such	as	Alphabet	Inc.	(Google	Voice	and	Google	Meet),
Amazon	Inc.,	and	Microsoft	Corporation.	Some	of	these	competitors	have	developed	software	solutions	for	their	respective
communications	and	/	or	collaboration	silos,	such	as	Microsoft,	which	is	investing	significantly	in	its	Microsoft	Teams	unified
communication	and	collaboration	product.	Any	of	these	companies	could	launch	a	new	cloud-	based	business	communications
service,	expand	its	existing	offerings	to	compete	with	features	of	our	services,	or	enter	into	a	strategic	partnership	with,	or
complete	an	acquisition	of,	one	or	more	of	our	cloud	communications	competitors.	Many	of	our	current	and	potential
competitors	have	greater	resources	and	brand	awareness	and	a	larger	base	of	customers	than	we	have.	As	a	result,	these
competitors	may	have	greater	marketing	credibility.	They	also	may	adopt	more	aggressive	pricing	policies	and	devote	greater
resources	to	the	development,	promotion,	and	sale	of	their	products	and	services.	Our	competitors	may	also	offer	bundled
service	arrangements	that	present	a	more	differentiated	or	better	integrated	product	and	services	to	customers.	Increased
competition	could	require	us	to	lower	our	prices,	reduce	our	sales	revenue,	increase	our	gross	losses	or	cause	us	to	lose	market
share.	Announcements	or	expectations	as	to	the	introduction	of	new	products	and	technologies	by	our	competitors	or	us	could
cause	customers	to	defer	purchases	of	our	existing	products	and	services,	which	also	could	have	a	material	adverse	effect	on	our
business,	financial	condition,	or	operating	results.	Given	the	significant	price	competition	in	the	markets	for	our	services,	we
may	be	at	a	disadvantage	compared	with	those	competitors	who	have	substantially	greater	resources	than	us	or	may	otherwise	be
better	positioned	to	withstand	an	extended	period	of	downward	pricing	pressure.	The	harm	to	our	business	may	be	magnified	if
we	are	unable	to	adjust	our	expenses	to	compensate	for	such	shortfall,	or	if	we	determine	that	we	need	to	increase	our	marketing
and	sales	efforts	in	order	to	attract	new	customers	and	retain	existing	customers.	Failure	to	grow	and	manage	our	network	of
indirect	sales	channels	partners	could	materially	and	adversely	impact	our	revenues	-	revenue	in	the	future.	Our	future	business
success,	particularly	to	attract	and	support	larger	customers	and	expand	into	international	markets,	depends	on	our	indirect	sales
channels.	These	channels	consist	of	master	agents	and	subagents,	independent	software	vendors	("	ISVs"),	system	integrators,
value-	added	resellers	("	VARs"),	and	internet	service	providers,	among	others.	We	typically	contract	directly	with	the	end
customer	and	use	these	channel	partners	to	identify,	qualify	and	manage	prospects	throughout	the	sales	cycle,	although	we	also
have	arrangements	with	partners	who	purchase	our	services	for	resale	to	their	own	customers.	As	our	business	partners’	costs
increase,	we	have	seen	agency	residuals	become	an	increasing	portion	of	our	sales	and	marketing	expenses.	Our	future	success
depends	upon	our	ability	to	develop	and	maintain	successful	relationships	with	these	business	partners,	many	of	whom	also
market	and	sell	services	of	our	competitors,	and	our	ability	to	increase	the	portion	of	sales	opportunities	they	refer	to	us.	To	do
so,	we	must	continue	to	offer	services	that	have	quality,	price,	features,	and	other	elements	that	compare	favorably	to	those	of
competing	services,	ensure	our	partners	are	adequately	trained	and	knowledgeable	about	our	services,	and	provide	sufficient
incentives	for	these	partners	to	sell	our	services	in	preference	to	those	of	our	competitors	while	maintaining	a	cost-	effective
agency	structure.	If	we	are	unable	to	persuade	our	existing	business	partners	to	increase	their	sales	of	our	services	or	to	build
successful	partnerships	with	new	organizations,	or	if	our	channel	partners	are	unsuccessful	in	their	marketing	and	sales	efforts,
we	may	not	be	able	to	grow	our	business	and	increase	our	revenues	-	revenue	at	the	rate	we	predict,	or	at	all,	and	our	business
may	be	materially	adversely	affected.	As	we	increase	sales	to	enterprise	customers,	our	sales	process	has	become	more	complex
and	resource-	intensive,	our	average	sales	cycle	has	become	longer,	and	the	difficulty	in	predicting	when	sales	will	be
completed	has	increased.	We	currently	derive	a	majority	of	our	new	revenue	growth	from	sales	of	our	cloud	software	solutions
to	mid-	market	and	larger	enterprises,	and	we	believe	that	increasing	our	sales	to	these	customers	is	the	key	to	our	future	growth.
Our	sales	cycle,	which	is	the	time	between	initial	contact	with	a	potential	customer	and	the	ultimate	sale	to	that	customer,	is
often	lengthy	and	unpredictable	for	larger	enterprise	customers.	Many	of	our	prospective	enterprise	customers	do	not	have	prior
experience	with	cloud-	based	communications	and	,	therefore,	typically	spend	significant	time	and	resources	evaluating	our
solutions	before	they	purchase	from	us.	Similarly,	we	typically	spend	more	time	and	effort	determining	their	requirements	and
educating	these	customers	about	the	benefits	and	uses	of	our	solutions.	Enterprise	customers	also	tend	to	demand	more
customizations,	integrations,	and	additional	features	than	smaller	customers.	As	a	result,	we	may	be	required	to	divert	more
sales	and	engineering	resources	to	a	smaller	number	of	large	transactions	than	we	have	in	the	past,	which	means	that	we	will
have	less	personnel	available	to	support	other	sectors,	or	we	will	need	to	hire	additional	personnel,	which	would	increase	our
operating	expenses.	It	is	often	difficult	for	us	to	forecast	when	a	potential	enterprise	sale	will	close,	the	size	of	the	customer'	s
initial	service	order,	and	the	period	over	which	the	implementation	will	occur,	any	of	which	may	impact	the	amount	of	revenue
we	recognize	or	the	timing	of	revenue	recognition.	Enterprise	customers	may	delay	their	purchases	from	one	quarter	to	another
as	they	assess	their	budget	constraints,	negotiate	early	contract	terminations	with	their	existing	providers,	or	wait	for	us	to
develop	new	features.	Any	delay	in	closing,	or	failure	to	close,	a	large	enterprise	sales	opportunity	in	a	particular	quarter	or	year
could	significantly	harm	our	projected	growth	rates	and	cause	the	amount	of	new	sales	we	book	to	vary	significantly	from
quarter	to	quarter.	We	also	may	have	to	delay	revenue	recognition	on	some	of	these	transactions	until	the	customer'	s	technical
or	implementation	requirements	have	been	met.	The	market	for	cloud	software	solutions	is	subject	to	rapid	technological
change,	and	we	depend	on	new	product	and	service	introductions	in	order	to	maintain	and	grow	our	business.	We	operate	in	an



emerging	market	that	is	characterized	by	rapid	changes	in	customer	requirements,	frequent	introductions	of	new	and	enhanced
products	and	services,	and	continuing	and	rapid	technological	advancement.	To	compete	successfully	in	this	emerging	market,
we	must	continue	to	design,	develop,	manufacture,	and	sell	highly	scalable	new	and	enhanced	cloud	software	solutions	products
and	services	that	provide	higher	levels	of	performance	and	reliability	at	lower	cost.	If	we	are	unable	to	develop	new	products
and	services	that	address	our	customers'	needs,	to	deliver	our	cloud	software	solution	applications	in	one	seamless	integrated
service	offering	that	addresses	our	customers'	needs,	or	to	enhance	and	improve	our	products	and	services	in	a	timely	manner,
we	may	not	be	able	to	achieve	or	maintain	adequate	market	acceptance	of	our	services.	To	the	extent	that	we	are	unable	to
achieve	market	acceptance	of	our	UCaaS	and	CCaaS	products	and	services,	including	our	X	Series,	we	may	be	unable	to	recoup
our	research	and	development	and	marketing	costs	on	the	schedule	we	anticipated,	and	our	results	of	operations	may	suffer.	Our
ability	to	grow	is	also	subject	to	the	risk	of	future	disruptive	technologies.	If	new	technologies	emerge	that	are	able	to	deliver
communications	and	collaboration	solution	services	at	lower	prices,	more	efficiently,	more	conveniently,	or	more	securely,	such
technologies	could	adversely	impact	our	ability	to	compete.	We	may	have	difficulty	attracting	or	retaining	senior	management
and	other	personnel	with	the	industry	experience	and	technical	skills	necessary	to	support	our	growth.	Companies	in	the	cloud
communications	industry	compete	aggressively	for	top	talent	in	all	areas	of	business,	but	particularly	in	senior	management,
sales	and	marketing,	professional	services,	and	engineering,	where	employees	with	industry	experience,	technical	knowledge
and	specialized	skill	sets	are	particularly	valued.	Some	of	our	competitors	are	responding	to	these	competitive	pressures	by
increasing	employee	compensation,	paying	more	on	average	than	we	pay	for	the	same	position	or	offering	more	attractive
equity	compensation.	Consequently,	we	have	seen	attrition	increase	in	the	last	12	months.	Any	such	disparity	in	compensation
could	make	us	less	attractive	to	candidates	as	a	potential	employer,	which	in	turn	may	make	it	more	difficult	for	us	to	hire	and
retain	qualified	employees	,	including	the	hiring	of	senior	executives	such	as	a	permanent	CEO	and	CFO	.	Training	an
individual	who	lacks	prior	cloud	communications	experience	to	be	successful	in	a	sales	or	technical	role	can	take	months	or
even	years.	If	an	employee	of	8x8	leaves	to	work	for	a	competitor,	not	only	are	we	impacted	by	the	loss	of	the	individual
resource,	but	we	also	face	the	risk	that	the	individual	will	share	our	trade	secrets	with	the	competitor	in	violation	of	his	or	her
contractual	and	legal	obligations	to	us.	Our	competitors	have	in	the	past	and	may	in	the	future	,	target	their	hiring	efforts	on	a
particular	department,	and	if	we	lose	a	group	of	employees	to	a	competitor	over	a	short	time	period,	our	day-	to-	day	operations
may	be	impaired.	While	we	may	have	remedies	available	to	us	through	litigation,	these	would	likely	take	significant	time	and
expense	and	divert	management	attention	from	other	areas	of	the	business.	If	we	increase	employee	compensation	(beyond
levels	that	reflect	customary	performance-	based	and	/	or	cost-	of-	living	adjustments)	in	response	to	competitive	pressures,	we
may	sustain	greater	operating	losses	than	we	predicted	in	the	near	term,	and	we	may	not	achieve	profitability	within	the
timeframe	we	had	expected,	or	at	all.	In	addition,	we	may	need	to	issue	equity	at	increased	levels,	now	and	in	the	future,	to
attract	and	retain	key	employees	and	executives,	including	weighting	a	greater	percentage	of	our	employees'	total	compensation
in	the	form	of	equity	as	opposed	to	cash,	which	will	have	the	adverse	effect	of	increasing	dilution	for	our	stockholders.	We	may
not	realize	all	of	the	anticipated	benefits	of	the	acquisition	of	Fuze,	Inc.	The	success	of	our	acquisition	of	Fuze,	Inc.	("	Fuze")
will	depend,	in	part,	on	our	ability	to	realize	the	anticipated	growth	opportunities	and	synergies	from	combining	the	businesses
of	our	company	and	Fuze.	Our	ability	to	realize	these	anticipated	benefits,	and	the	timing	of	this	realization,	depend	upon	a
number	of	factors	and	future	events,	many	of	which	we	and	Fuze,	individually	or	collectively,	cannot	control.	These	factors	and
events	include:	•	our	ability	to	successfully	and	timely	integrate	Fuze’	s	business	and	operations	with	ours;	•	obtaining	and
maintaining	intellectual	property	rights	relating	to	Fuze	technology;	•	retaining	and	attracting	key	employees;	•	the	reaction	of
Fuze’	s	customers,	business	partners	and	competitors	to	the	acquisition;	•	consolidating	corporate	and	administrative	functions;
and	•	minimizing	the	diversion	of	management’	s	attention	from	ongoing	business	concerns.	We	cannot	assure	you	that	any	of
the	foregoing	factors	will	not	have	an	adverse	effect	on	our	business,	financial	condition,	and	prospects.	Acquisitions	involve
risks,	including	inaccurate	assessment	of	undisclosed,	contingent,	or	other	liabilities	or	problems.	Following	the	completion	of
the	acquisition,	the	surviving	corporation	possesses	not	only	all	of	the	assets,	but	also	all	of	the	liabilities,	of	Fuze.	It	is	possible
that	undisclosed,	contingent,	or	other	liabilities	or	problems	may	arise	in	the	future	of	which	we	were	previously	unaware.	These
undisclosed	liabilities	could	have	an	adverse	effect	on	our	business,	financial	condition,	and	prospects.	If	the	former	Fuze
stockholders	immediately	sell	their	shares	of	our	common	stock	received	in	the	acquisition,	they	could	cause	our	common	stock
price	to	decline.	The	sale	and	issuance	of	our	common	stock	in	connection	with	the	Fuze	acquisition	could	have	the	effect	of
depressing	the	market	price	for	our	common	stock,	through	dilution	of	earnings	per	share	or	otherwise.	All	of	the	shares	of
common	stock	(aside	from	the	“	holdback	”	shares	and	shares	pursuant	to	the	payment	of	certain	management	carveout	bonuses)
sold	and	issued	to	the	former	securityholders	of	Fuze	in	connection	with	the	closing	of	the	acquisition	are	available	for	resale	in
the	public	market,	subject	to	potential	forfeiture	or	a	right	of	repurchase	under	certain	conditions.	In	addition,	many	of	the
former	securityholders	of	Fuze	may	decide	not	to	hold	the	shares	of	our	common	stock	they	received	in	the	acquisition.	Other
former	securityholders	of	Fuze,	such	as	funds	with	limitations	on	their	permitted	holdings	of	stock	in	individual	issuers,	may	be
required	to	sell	the	shares	of	our	common	stock	that	they	received	in	the	acquisition.	Such	sales	of	our	common	stock	could	have
the	effect	of	depressing	the	market	price	for	our	common	stock.	These	sales	may	also	make	it	more	difficult	for	us	to	sell	equity
securities	in	the	future	at	a	time	and	at	a	price	that	we	deem	appropriate	to	raise	funds	through	future	offerings	of	our	common
stock.	Taxing	authorities	have	asserted	,	or	could	in	the	future	assert,	that	we	should	have	collected	or	in	the	future	should
collect	sales	and	use,	value	added,	or	similar	taxes,	including	where	on	similar	services	from	for	which	our	competitors	may	not
be	subject	to	the	same	obligations	.	As	a	result	to	collect	taxes	from	customers	,	and	we	have	been	and	could	be	in	the	future
subject	to	liability	with	respect	to	past	or	future	sales,	which	have	and	could	adversely	affect	our	business.	The	applicability	of
state	and	local	taxes,	fees,	surcharges	or	similar	taxes	to	our	services	is	complex,	ambiguous,	and	subject	to	interpretation	and
change.	In	the	United	States,	for	example,	we	collect	state	and	local	taxes,	fees,	and	surcharges	based	on	our	understanding	of
the	applicable	laws	in	the	relevant	jurisdiction.	The	taxing	authorities	may	challenge	our	interpretation	of	the	laws	and	may



assess	additional	taxes,	penalties,	and	interests,	which	could	have	adverse	effects	on	the	results	of	operations	and,	to	the	extent
we	pass	these	through	to	our	customers,	demand	for	our	services.	Additionally,	the	applicability	of	sales	and	use,	value	added,
or	similar	taxes	may	differ	between	services	such	as	unified	communication,	voice,	video,	contact	center,	and	platform
communications	so	that	the	obligations	to	collect	taxes	from	customers	may	vary	between	services	and	between	companies	such
that	we	may	be	obligated	to	collect	taxes	at	a	higher	rate	that	other	services	from	our	competitors,	thereby	impacting	customer
demand	for	our	services.	We	currently	file	more	than	1,	000	500	state	and	municipal	local	tax	returns	monthly.	Periodically,	we
have	received	inquiries	from	state	and	municipal	taxing	agencies	with	respect	to	the	remittance	of	state	or	municipal	local	taxes,
fees,	or	surcharges.	Currently,	several	jurisdictions	are	conducting	audits	of	8x8;	in	the	event	our	positions	are	unsuccessful,	we
may	be	subject	to	tax	payments,	interest,	and	penalties	in	excess	of	those	that	we	have	accrued	for.	As	of	March	31,	2022	2023	,
we	have	paid	or	accrued	for	state	or	municipal	local	taxes,	fees,	or	and	surcharges	that	we	believe	are	required	to	be	remitted.
Our	ability	to	use	our	net	operating	losses	or	research	tax	credits	to	offset	future	taxable	income	is	subject	to	certain	limitations.
As	of	March	31,	2022	2023	,	we	had	federal	net	operating	loss	(“	NOL	”)	carryforwards	of	$	1,	199.	1	million,	of	which	$	361.
0	million	are	related	to	years	prior	to	fiscal	2019	and	later	of	approximately	begin	to	expire	in	2034.	The	remaining	$	838	1,
322	.	1	million	carry	forward	,	which	carryforward	indefinitely	,	and	carryforwards	related	to	prior	years	of	$	490.	5	million,
which	begin	to	expire	in	2023	.	As	of	March	31,	2022	2023	,	the	Company	also	had	state	net	operating	loss	carryforwards	of	$	1
,	the	majority	of	067.	9	million,	which	will	expire	at	various	dates	between	2023	2024	and	2042.	We	also	had	research	and
development	credit	carryforwards	for	federal	and	California	tax	purposes	of	approximately	$	17	18	.	3	5	million	and	$	19	21	.	6
8	million,	respectively.	The	federal	income	tax	credit	carryforwards	related	to	research	and	development	will	expire	at	various
dates	between	the	calendar	years	2023	2024	and	2042,	while	the	California	income	tax	credits	will	carry	forward	indefinitely	,
but	are	subject	to	an	annual	cap	of	$	5	million	for	tax	years	beginning	on	or	after	January	1,	2020	and	before	January	1,	2022	.
Utilization	of	our	NOL	and	tax	credit	carryforwards	can	become	subject	to	a	substantial	annual	limitations	-	limitation	due	to
the	ownership	change	limitations	provided	by	Section	382	of	the	Internal	Revenue	Code	and	similar	state	provisions.	A	Section
382	ownership	change	generally	occurs	if	one	or	more	stockholders	or	groups	of	stockholders	who	own	at	least	5	%	of	the	stock
increase	their	ownership	by	more	than	50	percentage	points	over	their	lowest	ownership	percentage	within	a	rolling	three-	year
period.	Similar	rules	may	apply	under	state	tax	laws.	Such	an	ownership	change,	or	any	future	ownership	change,	could	have	a
material	effect	on	our	ability	to	utilize	the	NOL	or	research	credit	carryforwards.	In	addition,	under	the	Tax	Cuts	and	Jobs	Act,
or	the	Tax	Act,	the	amount	of	NOLs	that	we	are	permitted	to	deduct	in	any	taxable	year	is	limited	to	80	%	of	the	taxable	income
in	such	year.	Under	the	CARES	Act,	this	80	%	limitation	has	been	eliminated	for	tax	years	beginning	before	January	1,	2021.
There	is	a	risk	that	due	to	changes	under	the	Tax	Act,	regulatory	changes,	or	other	unforeseen	reasons,	the	existing	NOLs	could
expire	or	otherwise	be	unavailable	to	offset	future	income	tax	liabilities,	which	could	have	a	material	impact	on	our	net	income
(loss)	in	future	periods.	If	our	platform	or	services	experience	significant	or	repeated	disruptions,	outages,	or	failures	due	to
defects,	bugs,	vulnerabilities,	or	similar	software	problems,	or	if	we	fail	to	determine	the	cause	of	any	disruption	or	failure	and
correct	it	promptly,	we	could	lose	customers,	become	subject	to	service	performance	or	warranty	claims,	or	incur	significant
costs,	reducing	our	revenues	-	revenue	and	adversely	affecting	our	operating	results.	Our	customers	use	our	communications
services	to	manage	important	aspects	of	their	businesses,	and	any	errors,	defects,	outages,	or	disruptions	to	our	service	or	other
performance	problems	with	our	service,	could	hurt	our	reputation	and	may	damage	our	customers'	businesses,	any	of	which	may
result	in	our	granting	of	credits	to	customers	that	in	turn	would	reduce	our	revenue.	Our	services	and	the	systems	infrastructure
underlying	our	cloud	communications	platform	incorporate	software	that	is	highly	technical	and	complex.	Our	software	has
contained,	and	may	now	or	in	the	future	contain,	undetected	errors,	bugs,	or	vulnerabilities	to	hackers,	which	have	caused,	and
may	in	the	future	cause,	temporary	service	outages	or	other	disruptions	for	some	customers.	Some	errors	in	our	software	code
may	not	be	discovered	until	after	the	code	has	been	released.	Any	errors,	bugs,	or	vulnerabilities	discovered	in	our	code	after
release	could	result	in	damage	to	our	reputation,	loss	of	customers,	loss	of	revenue,	or	liability	for	service	credits	or	damages,
any	of	which	could	adversely	affect	our	business	and	financial	results.	We	implement	bug	fixes	and	upgrades	as	part	of	our
regularly	scheduled	system	maintenance,	which	may	lead	to	system	downtime.	Even	if	we	are	able	to	implement	the	bug	fixes
and	upgrades	in	a	timely	manner,	any	history	of	defects,	or	the	loss,	damage,	or	inadvertent	release	of	confidential	customer
data,	could	cause	our	reputation	to	be	harmed,	and	customers	may	elect	not	to	purchase	or	renew	their	agreements	with	us	and
subject	us	to	service	performance	credits,	warranty	claims	or	increased	insurance	costs.	The	costs	associated	with	any	material
defects	or	errors	in	our	software	or	other	performance	problems	may	be	substantial	and	could	materially	adversely	affect	our
operating	results.	Our	physical	infrastructure	is	concentrated	in	a	few	facilities	(i.	e.,	data	centers	and	public	cloud	providers),
and	any	failure	in	our	physical	infrastructure	or	service	outages	could	lead	to	significant	costs	and	/	or	disruptions	and	could
reduce	our	revenue,	harm	our	business	reputation	and	have	a	material	adverse	effect	on	our	financial	results.	Our	leased	network
and	data	centers	,	as	well	as	public	cloud	infrastructure,	are	subject	to	various	points	of	failure.	Problems	with	cooling
equipment,	generators,	uninterruptible	power	supply,	routers,	switches,	or	other	equipment,	whether	or	not	within	our	control,
could	result	in	service	interruptions	for	our	customers	as	well	as	equipment	damage.	Because	our	services	do	not	require
geographic	proximity	of	our	data	centers	to	our	customers,	our	infrastructure	is	consolidated	into	a	few	large	data	center
facilities.	Any	failure	or	downtime	in	one	of	our	data	center	facilities	could	affect	a	significant	percentage	of	our	customers.
While	our	data	center	facilities	are	currently	operating	as	essential	businesses	exempt	from	current	shelter-	in-	place	orders,
further	tightening	of	business	closure	orders	or	social	distancing	or	COVID-	19	outbreaks	could	negatively	impact	these
facilities.	The	total	destruction,	closure,	or	severe	impairment	of	any	of	our	data	center	facilities	could	result	in	significant
downtime	of	our	services	and	the	loss	of	customer	data.	Because	our	ability	to	attract	and	retain	customers	depends	on	our
ability	to	provide	customers	with	highly	reliable	service,	even	minor	interruptions	in	our	service	could	harm	our	reputation.
Additionally,	in	connection	with	the	expansion	or	consolidation	of	our	existing	data	center	facilities	from	time	to	time,	there	is
an	increased	risk	that	service	interruptions	may	occur	as	a	result	of	server	relocation	or	other	unforeseen	construction-	related



issues.	We	have	experienced	interruptions	in	service	in	the	past.	The	harm	to	our	reputation	is	difficult	to	assess	,	but	has
resulted	and	may	result	in	the	future	in	customer	attrition.	We	have	taken	and	continue	to	take	steps	to	improve	our
infrastructure	to	prevent	service	interruptions,	including	upgrading	our	electrical	and	mechanical	infrastructure.	However,
service	interruptions	continue	to	be	a	significant	risk	for	us	and	could	have	a	material	adverse	impact	on	our	business.	Any
future	service	interruptions	could:	•	cause	our	customers	to	seek	service	credits	or	damages	for	losses	incurred;	•	require	us	to
replace	existing	equipment	or	add	redundant	facilities;	•	affect	our	reputation	as	a	reliable	provider	of	communications	services;
•	cause	existing	customers	to	cancel	or	elect	to	not	renew	their	contracts;	or	•	make	it	more	difficult	for	us	to	attract	new
customers.	We	may	be	required	to	transfer	our	servers	to	new	data	center	facilities	or	public	cloud	load	to	a	different	public
cloud	provider	in	the	event	that	we	are	unable	to	renew	our	agreement	or	leases	on	acceptable	terms,	or	at	all,	or	the	owners	of
the	facilities	decide	to	close	their	facilities,	and	we	may	incur	significant	costs	and	possible	service	interruption	in	connection
with	doing	so.	In	addition,	any	financial	difficulties,	such	as	bankruptcy	or	foreclosure,	faced	by	our	third-	party	data	center
operators,	or	any	of	the	service	providers	with	which	we	or	they	contract,	may	have	negative	effects	on	our	business,	the	nature
and	extent	of	which	are	difficult	to	predict.	If	our	data	centers	or	our	public	cloud	providers	are	unable	to	keep	up	with	our
increasing	needs	for	capacity,	our	ability	to	grow	our	business	could	be	materially	and	adversely	impacted.	We	may	not	be	able
to	scale	our	business	efficiently	or	quickly	enough	to	meet	our	customers'	growing	needs,	leading	to	increased	customer	churn
and	damage	to	reputation	and	brand,	each	of	which	could	harm	our	operating	results.	As	usage	of	our	cloud	software	solutions
by	mid-	market	and	larger	enterprises	expands	and	as	customers	continue	to	integrate	our	services	across	their	enterprises,	we	are
required	to	devote	additional	resources	to	improving	our	application	architecture,	integrating	our	products	and	applications
across	our	technology	platform,	integrating	with	third-	party	systems,	and	maintaining	infrastructure	performance	.	As	a	result	of
the	COVID-	19	pandemic,	we	have	seen	increased	usage	of	our	services	from	our	existing	customers	.	To	the	extent	we	increase
our	customer	base	and	as	our	customers	gain	more	experience	with	our	services,	the	number	of	users	and	transactions	managed
by	our	services,	the	amount	of	data	transferred,	processed,	and	stored	by	us,	the	number	of	locations	where	our	service	is	being
accessed,	and	the	volume	of	communications	managed	by	our	services	have	in	some	cases,	and	may	in	the	future,	expand
rapidly.	In	addition,	we	will	need	to	appropriately	scale	and	modernize	our	internal	business	systems	and	our	services
organization,	including	customer	support,	sales	operations,	billing	services,	and	regulatory,	privacy	and	cybersecurity
compliance,	to	serve	our	growing	customer	base.	Any	failure	or	delay	in	these	efforts	could	cause	impaired	system	performance
and	reduced	customer	satisfaction.	These	issues	could	adversely	impact	our	reputation	and	brand	and	reduce	the	attractiveness
of	our	cloud	software	solutions	to	customers,	resulting	in	decreased	sales	to	new	customers,	lower	renewal	rates	by	existing
customers,	and	the	issuance	of	service	credits,	or	requested	refunds,	which	could	hurt	our	revenue	growth	and	our	reputation.
Because	our	long-	term	growth	strategy	involves	continued	expansion	outside	the	United	States,	our	business	will	be	susceptible
to	risks	associated	with	international	operations.	An	important	component	of	our	growth	strategy	involves	the	further	expansion
of	our	operations	and	customer	base	internationally.	We	have	formed	subsidiaries	outside	the	United	States,	including	a
subsidiary	in	Romania	that	contributes	significantly	to	our	research	and	development	efforts.	Additionally,	through	acquisitions,
we	have	expanded	into	the	United	Kingdom	,	the	EU,	and	Southeast	Asia.	The	risks	and	challenges	associated	with	sales	and
other	operations	outside	the	United	States	are	different	in	some	ways	from	those	associated	with	our	operations	in	the	United
States,	and	we	have	a	limited	history	addressing	those	risks	and	meeting	those	challenges.	Our	current	international	operations
and	future	initiatives,	including	Southeast	Asia,	will	involve	a	variety	of	risks,	including:	•	localization	of	our	services,	including
translation	into	foreign	languages	and	associated	expenses;	•	regulation	of	our	services	as	traditional	telecommunications
services,	requiring	us	to	obtain	authorizations	or	licenses	to	operate	in	foreign	jurisdictions,	or	alternatively	preventing	us	from
selling	our	full	suite	of	services,	or	any	services	at	all,	in	such	jurisdictions;	•	changes	in	a	specific	country	'	s	or	region'	s
regulatory	requirements,	taxes,	trade	laws,	or	political	or	economic	condition;	•	increased	competition	from	regional	and	global
cloud	communications	competitors	in	the	various	geographic	markets	in	which	we	compete,	where	such	markets	may	have
different	sales	cycles,	selling	processes,	and	feature	requirements,	which	may	limit	our	ability	to	compete	effectively	in	different
regions	globally;	•	more	stringent	regulations	relating	to	data	security	and	the	unauthorized	use	of,	access	to,	and	transfer	of,
commercial	and	personal	information,	particularly	in	the	EU;	•	differing	labor	regulations,	especially	in	the	EU	and	Latin
America,	where	labor	laws	are	generally	more	advantageous	to	employees	as	compared	to	those	in	the	United	States,	including
deemed	hourly	wage	and	overtime	regulations	in	these	locations;	•	challenges	inherent	in	efficiently	managing	an	increased
number	of	employees	over	large	geographic	distances,	including	the	need	to	implement	appropriate	systems,	policies,	benefits,
and	compliance	programs;	•	difficulties	in	managing	a	business	in	new	markets	with	diverse	cultures,	languages,	customs,	legal
systems,	alternative	dispute	systems,	and	regulatory	systems;	•	increased	travel,	real	estate,	infrastructure,	and	legal	compliance
costs	associated	with	international	operations;	•	different	pricing	environments,	longer	sales	cycles,	longer	accounts	receivable
payment	cycles,	and	other	collection	difficulties;	•	currency	exchange	rate	fluctuations	and	the	resulting	effect	on	our	revenue
and	expenses,	and	the	cost	and	risk	of	entering	into	hedging	transactions	if	we	chose	to	do	so	in	the	future;	•	limitations	on	our
ability	to	reinvest	earnings	from	operations	in	one	country	to	fund	the	capital	needs	of	our	operations	in	other	countries;	•	laws
and	business	practices	favoring	local	competitors	or	general	preferences	for	local	vendors;	•	limited	or	insufficient	intellectual
property	protection;	•	political	instability	or	terrorist	activities;	•	a	military	conflict	with	China	and	/	or	Russia	that	will	likely
involve	cyberattacks	on	critical	infrastructure,	including,	but	not	limited	to,	global	data	centers,	power	grids,	and
communication	companies;	•	exposure	to	liabilities	under	anti-	corruption	and	anti-	money	laundering	laws,	including	the
United	States	Foreign	Corrupt	Practices	Act,	the	United	Kingdom	Bribery	Act	2010,	trade	and	export	laws	such	as	those
enforced	by	the	Office	of	Foreign	Assets	Control	(OFAC)	of	the	United	States	Department	of	the	Treasury,	and	similar	laws	and
regulations	in	other	jurisdictions;	•	continuing	uncertainty	regarding	social,	political,	immigration,	and	tax	and	trade	policies	in
the	United	States	and	abroad,	including	as	a	result	of	the	United	Kingdom'	s	vote	to	withdraw	from	the	EU;	•	regional	travel
restrictions,	business	closures	,	government	actions	and	shelter-	other	restrictions	in	connection	with	-	place	orders	resulting



from	the	COVID-	19	pandemic;	and	•	adverse	tax	burdens	and	foreign	exchange	controls	that	could	make	it	difficult	to
repatriate	earnings	and	cash.	We	have	limited	experience	in	operating	our	business	internationally,	which	increases	the	risk	that
any	potential	future	expansion	efforts	that	we	may	undertake	will	not	be	successful.	We	expect	to	invest	substantial	time	and
resources	to	expand	our	international	operations.	If	we	are	unable	to	do	this	successfully	and	in	a	timely	manner,	our	business
and	operating	results	could	be	materially	adversely	affected.	The	conflict	between	Russia	and	Ukraine	and	related	sanctions
could	negatively	impact	us.	The	ongoing	conflict	between	Russia	and	Ukraine	has	led	to	and	is	expected	to	continue	to	lead	to
disruption,	instability,	and	volatility	in	global	markets	and	industries.	Our	business,	including	our	operations	in	Romania,	could
be	negatively	impacted	by	such	conflict.	We	have	a	significant	engineering	and	operations	presence	in	Romania,	which	borders
Ukraine,	and	any	expansion	of	the	conflict	between	Russia	and	Ukraine	to	the	countries	surrounding	Ukraine,	including
Romania,	would	negatively	impact	us	and	our	employees	in	Romania.	The	United	States	government	and	other	governments	in
jurisdictions	in	which	we	operate	have	imposed	severe	sanctions	and	export	controls	against	Russia	and	Russian	interests	and
threatened	additional	sanctions	and	controls.	The	impact	of	these	measures,	as	well	as	potential	responses	to	them	by	Russia,	is
currently	unknown	and	they	could	adversely	affect	our	business,	supply	chain,	partners,	or	customers,	particularly	if	the	impact
were	to	cause	a	geographic	expansion	of	the	conflict	between	Russia	and	Ukraine	to	surrounding	countries.	We	face	risks
related	to	acquisitions	now	and	in	the	future	that	may	divert	our	management'	s	attention,	result	in	dilution	to	our	stockholders,
and	consume	resources	that	are	necessary	to	sustain	and	grow	our	existing	business.	Although	we	have	acquired	several
companies	and	business	units	in	recent	years,	including	Fuze,	we	have	limited	experience	with	purchasing	and	integrating	other
businesses.	We	may	not	be	able	to	identify	suitable	acquisition	candidates	in	the	future	or	negotiate	and	complete	acquisitions
on	favorable	terms.	If	appropriate	opportunities	present	themselves,	we	may	decide	to	acquire	such	companies	or	their	products,
technologies	or	assets.	Acquisitions	involve	numerous	risks,	and	there	is	no	guarantee	that	we	will	ultimately	strengthen	our
competitive	position	or	achieve	other	benefits	expected	from	the	transaction.	Among	other	risks	we	may	encounter	in
connection	with	acquisitions:	•	we	may	experience	difficulty	and	delays	in	integrating	the	products,	technology	platform,
operations,	systems	and	personnel	of	the	acquired	business	with	our	own,	particularly	if	the	acquired	business	is	outside	of	our
core	competencies;	•	we	may	not	be	able	to	manage	the	acquired	business	or	the	integration	process	effectively,	which	may	limit
our	ability	to	realize	the	financial	and	strategic	benefits	we	expected	from	the	transaction;	•	the	acquisition	and	integration	may
divert	management’	s	attention	from	our	day-	to-	day	operations	and	disrupt	the	ordinary	functioning	of	our	ongoing	business;	•
we	may	have	difficulty	establishing	and	maintaining	appropriate	governance,	reporting	relationships,	policies,	controls,	and
procedures	for	the	acquired	business,	particularly	if	it	is	based	in	a	country	or	region	where	we	did	not	previously	operate;	•	any
failure	to	successfully	manage	the	integration	process	may	also	adversely	impact	relationships	with	our	employees,	suppliers,
customers,	and	business	partners,	or	those	of	the	acquired	business,	and	may	result	in	increased	churn	or	the	loss	of	key
customers,	business	partners	or	employees	for	our	business	or	those	of	the	acquired	business;	•	we	may	become	subject	to	new
or	more	stringent	regulatory	compliance	obligations	and	costs	by	virtue	of	the	acquisition,	including	risks	related	to	international
acquisitions	that	may	operate	in	new	jurisdictions	or	geographic	areas	where	we	may	have	no	or	limited	experience;	•	we	may
become	subject	to	litigation,	investigations,	proceedings,	fines	or	penalties	arising	from	or	relating	to	the	transaction	or	the
acquired	business,	and	any	resulting	liabilities	may	exceed	our	forecasts;	•	we	may	acquire	businesses	with	different	revenue
models,	customer	concentration	risks,	and	contractual	relationships;	•	we	may	assume	long-	term	contractual	obligations,
commitments	or	liabilities	(for	example,	those	relating	to	leased	facilities),	which	could	adversely	impact	our	efforts	to	achieve
and	maintain	profitability	and	impair	our	cash	flow;	•	we	may	not	successfully	evaluate	or	utilize	the	acquired	technology	and
accurately	forecast	the	financial	impact	of	an	acquisition	transaction,	including	accounting	charges;	and	•	the	acquisition	may
create	a	drag	on	our	overall	revenue	growth	rate,	which	could	lead	analysts	and	investors	to	reduce	their	valuation	of	our
company	;	•	we	may	be	exposed	to	existing	cyber	risks	not	identified	prior	to	an	acquisition	that	could	impact	our	core
operations	until	mitigated;	and	•	if	an	acquired	business’	s	cybersecurity	controls	are	materially	weaker	than	ours,	we
may	be	exposed	to	existing	cyber	risks	not	identified	prior	to	an	acquisition	that	could	impact	our	core	operations	until
mitigated	.	In	addition,	we	may	have	to	pay	cash,	incur	debt,	or	issue	equity	securities	to	pay	for	any	such	acquisition,	each	of
which	could	affect	our	financial	condition	or	the	value	of	our	capital	stock.	The	sale	of	equity	to	finance	any	such	acquisitions
could	result	in	dilution	to	our	stockholders.	If	we	incur	more	debt,	it	would	result	in	increased	fixed	obligations	and	could	also
subject	us	to	covenants	or	other	restrictions	that	would	impede	our	ability	to	flexibly	operate	our	business.	As	a	result	of	these
potential	problems	and	risks,	among	others,	businesses	that	we	may	acquire	or	invest	in	may	not	produce	the	revenue,
competitive	advantages,	or	business	synergies	that	we	anticipate,	and	the	results	and	effects	of	any	such	acquisition	may	not	be
favorable	enough	to	justify	the	amount	of	consideration	we	pay	or	the	other	investments	we	make	in	the	acquired	business.	If	we
do	not	or	cannot	maintain	the	compatibility	of	our	communications	and	collaboration	software	with	third-	party	applications	and
mobile	platforms	that	our	customers	use	in	their	businesses,	our	revenue	could	decline.	The	functionality	and	popularity	of	our
cloud	software	solutions	depends,	in	part,	on	our	ability	to	integrate	our	services	with	third-	party	applications	and	platforms,
including	enterprise	resource	planning,	customer	relations	management,	human	capital	management,	workforce	management,
and	other	proprietary	application	suites.	Third-	party	providers	of	applications	and	APIs	,	may	change	the	features	of	their
applications	and	platforms,	restrict	our	access	to	their	applications	and	platforms	or	alter	the	terms	governing	use	of	their
applications	and	APIs	and	access	to	those	applications	and	platforms	in	an	adverse	manner.	Such	changes	could	functionally
limit	or	terminate	our	customers’	ability	to	use	these	third-	party	applications	and	platforms	in	conjunction	with	our	services,
which	could	negatively	impact	our	offerings	and	harm	our	business.	If	we	fail	to	integrate	our	software	with	new	third-	party
back-	end	enterprise	applications	and	platforms	used	by	our	customers,	we	may	not	be	able	to	offer	the	functionality	that	our
customers	need,	which	would	negatively	impact	our	ability	to	generate	revenue	and	adversely	impact	our	business.	Our	services
also	allow	our	customers	to	use	and	manage	our	cloud	software	solutions	on	smartphones,	tablets,	and	other	mobile	devices.	As
new	smart	devices	and	operating	systems	are	released,	we	may	encounter	difficulties	supporting	these	devices	and	services,	and



we	may	need	to	devote	significant	resources	to	the	creation,	support,	and	maintenance	of	our	mobile	applications.	In	addition,	if
we	experience	difficulties	in	the	future	integrating	our	mobile	applications	into	smartphones,	tablets,	or	other	mobile	devices	or
with	certain	communication	platforms,	such	as	Microsoft	Teams	,	or	if	problems	arise	with	our	relationships	with	providers
of	mobile	operating	systems,	such	as	those	of	Apple	Inc.	or	Alphabet	Inc.	(Google)	,	our	future	growth	and	our	results	of
operations	could	suffer.	To	provide	our	services,	we	rely	on	third	parties	for	our	network	service	and	connectivity,	and	any
disruption	or	deterioration	in	the	quality	of	these	services	or	the	increase	in	the	costs	we	incur	from	these	third	parties	could
adversely	affect	our	business,	results	of	operations,	and	financial	condition.	We	rely	on	third-	party	network	service	providers	to
originate	and	terminate	substantially	all	of	the	PSTN	calls	using	our	cloud-	based	services.	We	leverage	the	infrastructure	of
third-	party	network	service	providers	to	provide	telephone	numbers,	PSTN	call	termination	and	origination	services,	and	local
number	portability	for	our	customers,	rather	than	deploying	our	own	network	throughout	the	United	States	and	internationally.
We	use	the	infrastructure	of	third-	party	network	service	providers,	such	as	Equinix,	Inc.	and	CenturyLink,	Inc.,	and	public
cloud	providers,	including	AWS	Amazon	Web	Services,	Inc.	and	Oracle	Corporation	,	to	provide	our	cloud	services	over	their
networks	rather	than	deploying	our	own	network	connectivity.	These	decisions	have	resulted	in	lower	capital	and	operating
costs	for	our	business	in	the	short-	term	,	but	have	reduced	our	operating	flexibility	and	ability	to	make	timely	service	changes.
If	any	of	these	network	service	providers	cease	operations	or	otherwise	terminate	the	services	that	we	depend	on	or	become
unwilling	to	supply	cost-	effective	services	to	us	in	the	future,	the	delay	in	switching	our	technology	to	another	network	service
provider,	if	available,	and	qualifying	this	new	service	provider	could	have	a	material	adverse	effect	on	our	business,	financial
condition,	or	operating	results.	In	addition,	the	rates	we	pay	to	our	network	service	providers	and	other	intermediaries	may	also
change	more	rapidly	than	the	change	in	pricing	we	charge	our	customers,	which	may	reduce	our	profitability	and	increase	the
retail	price	of	our	service.	We	depend	on	third-	party	vendors	for	IP	phones	and	certain	software	endpoints,	and	any	delay	or
interruption	in	supply	by	these	vendors	would	result	in	delayed	or	reduced	shipments	to	our	customers	and	may	harm	our
business.	We	rely	on	third-	party	vendors	for	IP	phones	and	software	endpoints	required	to	utilize	our	service.	We	currently	do
not	have	long-	term	supply	contracts	with	any	of	these	vendors.	As	a	result,	most	of	these	third-	party	vendors	are	not	obligated
to	provide	products	or	services	to	us	for	any	specific	period,	in	any	specific	quantities,	or	at	any	specific	price,	except	as	may	be
provided	in	a	particular	purchase	order.	The	inability	of	these	third-	party	vendors	to	deliver	IP	phones	of	acceptable	quality	and
in	a	timely	manner,	particularly	the	sole	source	vendors,	could	adversely	affect	our	operating	results	or	cause	them	to	fluctuate
more	than	anticipated.	Additionally,	some	of	our	products	and	services	may	require	specialized	or	high-	performance	component
parts	that	may	not	be	available	in	quantities	or	in	time	frames	that	meet	our	requirements	due	to	the	COVID-	19	pandemic	or
otherwise	.	Difficulty	executing	local	number	porting	requests	could	negatively	impact	our	business.	The	FCC	and	foreign
regulators	require	VoIP	providers	to	support	telephone	number	porting	within	specified	timeframes.	In	order	to	port	telephone
numbers,	we	rely	on	third	party	telecommunications	carriers	to	complete	the	process.	Often,	number	ports	take	longer	than	the
specified	timeframes.	For	many	potential	customers,	the	ability	to	quickly	port	their	existing	telephone	numbers	into	our	service
in	a	timely	fashion	is	a	very	important	consideration.	To	the	extent	that	we	cannot	quickly	port	telephone	numbers	in,	our	ability
to	acquire	new	customers	may	be	negatively	impacted.	To	the	extent	that	we	cannot	quickly	port	telephone	numbers	out	when	a
customer	leaves	our	service	to	go	to	another	provider,	we	could	be	subject	to	regulatory	enforcement	action.	Vulnerabilities	to
security	Cyber	intrusions,	breaches	,	cyber	intrusions	of	our	networks	or	systems	or	those	of	our	service	and	cloud	storage
providers	,	and	other	malicious	acts	could	adversely	impact	our	business.	Our	business	operations	,	from	our	internal	and
service	operations	to	research	and	development	activities,	sales	and	marketing	efforts	and	customer	and	partner
communications,	depend	on	our	ability	to	protect	our	network	from	interruption	by	damage	from	hackers,	social	engineering
and	phishing,	ransomware,	computer	viruses,	worms,	other	malicious	software	programs,	or	similar	disruptive	problems	or	other
events	beyond	our	control.	Individuals	or	entities	have	attempted,	and	will	attempt,	to	penetrate	our	network	security,	and
that	of	our	platform,	and	try	to	cause	harm	to	our	business	operations,	including	by	misappropriating	our	proprietary
information	or	that	of	our	customers,	employees	and	business	partners	or	causing	interruptions	of	our	products	and
platform.	In	particular,	cyberattacks	and	the	other	past,	we	have	been	subject	malicious	internet-	based	activity	continue
to	denial	or	disruption	of	increase	in	frequency	and	in	magnitude	both	generally	and	specifically	against	us	and	other
cloud-	service	providers.	For	example	("	DDOS")	,	during	the	second	quarter	of	fiscal	2023,	in	real	time,	we	detected	and	-
an	we	may	unauthorized	third	party	in	our	network	as	well	as	as	the	malware	they	deployed	to	establish	persistent
access.	We	responded	quickly,	including	with	the	assistance	of	third	party	digital	forensics	experts,	and	implemented
measures	to	identify	and	remove	the	intruder	and	malware	from	our	network	and	secure	our	data	before	any	potential
ransomware	could	be	subject	to	DDOS	attacks	in	deployed.	We	subsequently	learned	during	the	third	quarter	of	fiscal
2023,	in	December	2022,	that	the	unauthorized	third	party	possessed	approximately	a	terabyte	of	our	confidential
information	from	several	back-	office	servers.	The	unauthorized	third	party	made	a	ransom	demand	for	the	return	of
our	confidential	information,	which	we	did	not	pay.	We	continue	to	implement	new	technological	measures	to	prevent,
detect,	and	contain	such	intrusions	as	well	as	build	and	strengthen	ongoing	employee	awareness,	education	and	training,
but	we	cannot	guarantee	we	will	be	able	to	prevent,	detect	or	contain	all	future	.	We	cannot	assure	you	cyber	intrusions,
nor	can	we	guarantee	that	our	backup	systems,	regular	data	backups,	security	protocols,	denial	or	disruption	of	service	(
DDOS	DDoS	)	mitigation,	and	other	procedures	that	are	currently	in	place,	or	that	may	be	in	place	in	the	future,	will	be
adequate	to	prevent	significant	damage,	system	failure,	or	data	loss.	Inherent	in	our	provision	of	service	services	are	the	storage,
processing,	and	transmission	of	our	customers'	data,	which	may	include	confidential	and	sensitive	information.	Customers	may
use	our	services	to	store,	process,	and	transmit	a	wide	variety	of	confidential	and	sensitive	information,	such	as	credit	card,	bank
account,	and	other	financial	information,	proprietary	information,	trade	secrets,	or	other	data	that	may	be	protected	by	sector-
specific	laws	and	regulations,	like	intellectual	property	laws,	laws	addressing	the	protection	of	personally	identifiable
information	(or	personal	data	in	the	EU),	as	well	as	the	Federal	Communications	Commission’	s,	or	the	FCC’	s,	customer



proprietary	network	information	(“	CPNI	”)	rules.	We	may	be	targets	of	cyber	threats	and	security	breaches,	given	the	nature	of
the	information	that	we	store,	process,	and	transmit	and	the	fact	that	we	provide	communications	services	to	a	broad	range	of
businesses.	To	the	extent	that	state-	sponsored	incidents	of	cybersecurity	breaches	increase	due	to	geopolitical	tensions,	this	risk
may	continue	to	increase.	In	addition,	we	use	third-	party	vendors,	which	in	some	cases	have	access	to	our	data	and	our
customers'	data.	Despite	the	implementation	of	security	measures	by	us	or	our	vendors,	our	computing	devices,	infrastructure,	or
networks,	or	our	vendors'	computing	devices,	infrastructure,	or	networks	may	be	vulnerable	to	hackers,	social	engineering	and
phishing,	ransomware,	computer	viruses,	worms,	other	malicious	software	programs,	or	similar	disruptive	problems	due	to	a
security	vulnerability	in	our	or	our	vendors'	infrastructure	or	network,	or	our	vendors,	customers,	employees,	business	partners,
consultants,	or	other	internet	users	who	attempt	to	invade	our	or	our	vendors'	public	and	private	computers,	tablets,	mobile
devices,	software,	data	networks,	or	voice	networks.	If	there	is	a	security	vulnerability	in	our	or	our	vendors'	infrastructure	or
networks	that	is	successfully	targeted,	we	could	face	increased	costs,	liability	claims,	government	investigations,	fines,	penalties
or	forfeitures,	class	action	litigation,	reduced	revenue,	or	harm	to	our	reputation	or	competitive	position.	We	could	be	liable	for
breaches	of	security	on	our	website,	fraudulent	,	improper	or	illegal	activities	by	our	users,	or	the	failure	of	third-	party
vendors	to	deliver	credit	card	transaction	processing	services	,	which	could	result	in	claims,	increase	the	cost	of	operations	or
otherwise	harm	our	business	and	reputation	.	A	fundamental	requirement	for	operating	an	Internet-	based,	worldwide	cloud
software	solution	and	electronically	billing	our	customers	is	the	secure	transmission	of	confidential	information	and	media	over
public	networks.	Although	we	have	developed	systems	and	processes	that	are	designed	to	protect	consumer	information	and
prevent	fraudulent	credit	card	transactions	and	other	security	breaches,	failure	to	mitigate	such	fraud	or	breaches	may	subject	us
to	costly	breach	notification	and	other	mitigation	obligations,	class	action	lawsuits,	investigations,	fines,	forfeitures	or	penalties
from	governmental	agencies	that	could	adversely	affect	our	operating	results.	The	law	relating	to	the	liability	of	providers	of
online	payment	services	is	currently	unsettled	and	states	may	enact	their	own	rules	with	which	we	may	not	comply.	We	rely	on
third-	party	providers	to	process	and	guarantee	payments	made	by	our	subscribers	up	to	certain	limits,	and	we	may	be	unable	to
prevent	our	customers	from	fraudulently	receiving	goods	and	services.	Our	liability	risk	will	increase	if	a	larger	fraction	of
transactions	affected	using	our	cloud-	based	services	involves	fraudulent	or	disputed	credit	card	transactions.	We	may	also
experience	losses	due	to	subscriber	fraud	and	theft	of	service.	Subscribers	have	,	in	the	past,	obtained	access	to	our	service
without	paying	for	monthly	service	and	international	toll	calls	by	unlawfully	using	our	authorization	codes	or	by	submitting
fraudulent	credit	card	information.	If	our	existing	anti-	fraud	procedures	are	not	adequate	or	effective,	consumer	fraud	and	theft
of	service	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	and	operating	results.	Similarly,	bad	actors
may	use	our	products	to	promote	their	goals	and	encourage	users	to	engage	in	improper	or	illegal	activities.	There	have
been	instances	where	improper	or	illegal	content	may	have	been	shared	on	our	platform	without	our	knowledge.	As	a
service	provider,	and	as	a	matter	of	policy,	we	do	not	monitor	user	meetings.	Our	terms	of	service	prohibit	such	conduct.
While	to	date	we	have	not	been	subject	to	legal	or	administrative	actions	as	a	result	of	improper	or	illegal	content,	the
laws	in	this	area	are	currently	in	a	state	of	flux	and	vary	widely	between	jurisdictions.	Accordingly,	it	may	be	possible
that	in	the	future,	we	and	our	competitors	may	be	subject	to	legal	actions	along	with	the	users	who	shared	such	content.
In	addition,	regardless	of	any	legal	liability	we	may	face,	if	there	is	an	incident	generating	extensive	negative	publicity
about	the	content	shared	on	our	platform,	our	business	and	reputation	could	be	harmed.	Failure	to	comply	with	laws	and
contractual	obligations	related	to	data	privacy	and	protection	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	operating	results.	We	process	many	types	of	data,	including	personal	data	in	the	course	of	our	business.	As	such,
we	are	subject	to	the	data	privacy	and	protection	laws	and	regulations	adopted	by	federal,	state	and	foreign	governmental
agencies,	including	the	EU'	s	GDPR	and	,	the	UK’	s	Data	Protection	Act	2018,	the	CCPA	/	CPRA,	and	the	Virginia
Consumer	Data	Protection	Act	.	Data	privacy	and	protection	is	highly	regulated	in	many	jurisdictions	and	may	become	the
subject	of	additional	regulation	in	the	future.	For	example,	lawmakers	and	regulators	worldwide	are	considering	proposals	that
would	require	companies,	like	us,	that	encrypt	users'	data	to	ensure	access	to	such	data	by	law	enforcement	authorities.	In
addition,	several	additional	states	have	comprehensive	privacy	laws	that	will	become	effective	in	2023,	including
Colorado,	Connecticut,	and	Utah.	Privacy	laws	restrict	our	processing	of	personal	information,	provided	to	us	by	our
customers	as	well	as	data	we	collect	from	our	customers	and	employees.	We	strive	to	comply	with	all	applicable	laws,
regulations,	policies	and	legal	obligations	relating	to	privacy	and	data	protection.	However,	if	we	fail	to	comply,	we	may	be
subject	to	fines,	penalties	and	lawsuits,	statutory	damages	at	both	the	federal	and	state	levels	in	the	United	States,	substantial
fines	and	penalties	under	the	EU’	s	GDPR	and	the	UK’	s	Data	Protection	Act	2018	,	and	class	action	lawsuits,	and	our
reputation	may	suffer.	We	may	also	be	required	to	make	modifications	to	our	data	practices	that	could	have	an	adverse	impact
on	our	business,	including	increasing	our	operating	costs,	which	may	cause	us	to	increase	our	prices,	making	our	services	less
competitive.	We	are	also	subject	to	the	privacy	and	data	protection-	related	obligations	in	our	contracts	with	our	customers	and
other	third	parties.	Any	failure,	or	perceived	failure,	by	us	to	comply	with	federal,	state,	or	international	laws,	including	laws	and
regulations	regulating	privacy,	data,	or	consumer	protection,	or	to	comply	with	our	contractual	obligations	related	to	privacy,
could	result	in	proceedings	or	actions	against	us	by	governmental	entities,	contractual	parties,	or	others,	which	could	result	in
significant	liability	to	us,	as	well	as	harm	our	reputation.	Additionally,	third	parties	on	which	we	rely	enter	into	contracts	to
protect	and	safeguard	our	customers'	data.	Should	such	parties	violate	these	agreements	or	suffer	a	breach,	we	could	be	subject
to	proceedings	or	actions	against	us	by	governmental	entities,	contractual	parties,	or	others,	which	could	result	in	significant
liability	to	us	as	well	as	harm	to	our	reputation.	Our	products	and	services	must	comply	with	industry	standards,	FCC
regulations,	state,	local,	country-	specific,	and	international	regulations,	and	changes	may	require	us	to	modify	existing	services,
potentially	increase	our	costs	or	prices	we	charge	customers,	and	otherwise	harm	our	business.	As	a	provider	of	interconnected
VoIP	services,	we	are	subject	to	various	international,	federal,	state,	and	local	requirements	applicable	to	our	industry,	including
those	that	address,	among	other	matters,	acceptable	marketing	practices,	the	accessibility	of	9-	1-	1	or	other	international



emergency	services,	local	number	porting,	robo-	calling,	and	caller	ID	spoofing.	The	failure	of	our	products	and	services	to
comply,	or	delays	in	compliance,	with	various	existing	and	evolving	standards	could	delay	or	interrupt	our	introduction	of	new
products,	subject	us	to	fines	or	other	imposed	penalties,	or	harm	our	reputation,	any	of	which	would	have	a	material	adverse
effect	on	our	business,	financial	condition,	or	operating	results.	Regulations	to	which	we	may	be	subject	address	the	following
matters,	among	others:	•	license	requirements	that	apply	to	providers	of	communications	services	in	many	jurisdictions;	•	our
obligation	to	contribute	to	various	Universal	Service	Fund	programs,	including	at	the	state	level;	•	monitoring	on	rural	call
completion	rates;	•	safeguarding	and	use	of	CPNI;	•	rules	concerning	access	requirements	for	users	with	disabilities;	•	our
obligation	to	offer	7-	1-	1	abbreviated	dialing	for	access	to	relay	services	;	•	requirements	to	enable	access	to	services	for
disabled	persons	;	•	compliance	with	the	requirements	of	United	States	and	foreign	law	enforcement	agencies,	including	the
Communications	Assistance	for	Law	Enforcement	Act	("	CALEA"),	and	cooperation	with	local	authorities	in	conducting
wiretaps,	pen	traps	and	other	surveillance	activities;	•	the	ability	to	dial	9-	1-	1	(or	corresponding	numbers	in	regions	outside	the
United	States),	auto-	locate	E-	911	calls	(or	corresponding	equivalents)	when	required,	and	access	emergency	services;	•	the
transmission	of	telephone	numbers	associated	with	calling	parties	between	carriers	and	service	providers	like	us;	•	regulations
governing	outbound	dialing,	including	the	Telephone	Consumer	Protection	Act;	and	•	FCC	and	other	regulators	efforts	to
combat	robo-	calling	and	caller	ID	spoofing.	Regulation	of	our	services	as	telecommunications	services	may	require	us	to	obtain
authorizations	or	licenses	to	operate	in	foreign	jurisdictions	and	comply	with	legal	requirements	applicable	to	traditional
telephony	providers.	This	regulation	may	impact	our	ability	to	differentiate	ourselves	from	incumbent	service	providers	and
imposes	substantial	compliance	costs	on	us.	In	addition,	the	reform	of	federal	and	state	Universal	Service	Fund	programs	and
payment	of	regulatory	and	other	fees	in	international	markets	could	increase	the	cost	of	our	service	to	our	customers,
diminishing	or	eliminating	any	pricing	advantage	we	may	have.	Efforts	to	address	robo-	calling	and	caller	ID	spoofing	could
cause	us	competitive	harm.	In	June	2019,	the	FCC	ruled	that	providers	of	voice	services	may	by	default	(subject	to	opt-	out	by
subscribers)	block	voice	traffic	based	on	reasonable	analytics	designed	to	identify	unwanted	calls.	As	of	June	30,	2021,	the	FCC
required	all	voice	service	providers	to	implement	the	STIR	/	SHAKEN	caller	ID	authentication	framework	in	the	Internet
Protocol	("	IP")	portions	of	their	networks.	8x8	signs	its	originating	traffic	in	the	U.	S.	using	the	STIR	/	SHAKEN	framework
and	is	registered	in	the	FCC	Robocall	Mitigation	Database	as	signing	its	originating	traffic	using	the	STIR	/	SHAKEN
framework.	Canada	has	also	required	voice	service	providers	to	implement	STIR	/	SHAKEN	as	of	November	30,	2021.	The
STIR	/	SHAKEN	framework	will	likely	be	used	throughout	the	world.	The	standards	to	obtain	STIR	/	SHAKEN	signing
authority	in	other	countries	will	likely	differ	from	the	United	States	requirements.	In	addition,	foreign	regulators	have	allowed
terminating	voice	service	providers	to	block	voice	traffic	to	address	robo-	calling	or	other	unwanted	calls.	If	we	do	not	have	a
solution	in	place	for	STIR	/	SHAKEN	when	STIR	/	SHAKEN	becomes	widely	adopted,	our	business	could	be	harmed,	as	we
would	be	unable	to	authenticate	originating	calls	from	our	subscriber’	s	telephone	numbers	under	STIR	/	SHAKEN.	Call
recipients	would	be	less	likely	to	answer	non-	authenticated	calls.	In	addition,	the	terminating	voice	service	providers	may	block
calls	that	are	not	authenticated	under	STIR	/	SHAKEN,	as	the	lack	of	authentication	could	be	viewed	as	a	reasonable	indication
that	the	call	is	unwanted	by	the	recipient.	Apart	from	STIR	/	SHAKEN,	the	analytics	used	by	the	terminating	carrier	to	identify
unwanted	calls	could	lead	to	originating	traffic	from	our	customers	being	blocked.	If	our	customers’	originating	traffic	is
blocked	by	terminating	carriers,	our	service	would	be	less	desirable	for	our	customers.	Further,	if	we	do	not	have	STIR	/
SHAKEN	caller	ID	authentication	in	place	when	required,	we	could	be	subject	to	regulatory	enforcement	action.	Our
infringement	of	a	third	party'	s	proprietary	technology	could	disrupt	our	business.	If	we	are	found	to	be	infringing	the
intellectual	property	rights	of	any	third-	party	in	lawsuits	or	proceedings	that	may	be	asserted	against	us,	we	could	be	subject	to
monetary	liabilities	for	such	infringement,	which	could	be	material.	We	could	also	be	required	to	refrain	from	using,
manufacturing,	or	selling	certain	products	or	using	certain	processes,	either	of	which	could	have	a	material	adverse	effect	on	our
business	and	operating	results.	Our	broad	range	of	current	and	former	technology,	including	IP	telephony	systems,	digital	and
analog	circuits,	software,	and	semiconductors,	increases	the	likelihood	that	third	parties	may	claim	infringement	by	us	of	their
intellectual	property	rights.	We	have	received	and	may	continue	to	receive	in	the	future,	notices	of	claims	of	infringement,
misappropriation,	or	misuse	of	other	parties'	proprietary	rights.	There	can	be	no	assurance	that	we	will	prevail	in	these
discussions	and	actions	or	that	other	actions	alleging	infringement	by	us	of	third-	party	patents	will	not	be	asserted	or	prosecuted
against	us.	Furthermore,	lawsuits	like	these	may	require	significant	time	and	expense	to	defend,	may	divert	management'	s
attention	away	from	other	aspects	of	our	operations	and,	upon	resolution,	may	have	a	material	adverse	effect	on	our	business,
results	of	operations,	financial	condition,	and	cash	flows.	Inability	to	protect	our	proprietary	technology	would	disrupt	our
business.	We	rely,	in	part,	on	patent,	trademark,	copyright,	and	trade	secret	law	to	protect	our	intellectual	property	in	the	United
States	and	abroad.	We	seek	to	protect	our	software,	documentation,	and	other	written	materials	under	trade	secret	and	copyright
law,	which	afford	only	limited	protection.	We	currently	have	several	United	States	patent	applications	pending.	We	cannot
predict	whether	such	pending	patent	applications	will	result	in	issued	patents,	and	if	they	do,	whether	such	patents	will
effectively	protect	our	intellectual	property.	The	intellectual	property	rights	we	obtain	may	not	be	sufficient	to	provide	us	with	a
competitive	advantage,	and	could	be	challenged,	invalidated,	infringed	or	misappropriated.	We	may	not	be	able	to	protect	our
proprietary	rights	in	the	United	States	or	internationally	(where	effective	intellectual	property	protection	may	be	unavailable	or
limited),	and	competitors	may	independently	develop	technologies	that	are	similar	or	superior	to	our	technology,	duplicate	our
technology	or	design	around	any	patent	of	ours.	Litigation	may	be	necessary	in	the	future	to	enforce	our	intellectual	property
rights,	determine	the	validity	and	scope	of	our	proprietary	rights	or	the	rights	of	others,	or	defend	against	claims	of	infringement
or	invalidity.	Such	litigation	could	result	in	substantial	costs	and	diversion	of	management	time	and	resources	and	could	have	a
material	adverse	effect	on	our	business,	financial	condition,	and	operating	results.	Any	settlement	or	adverse	determination	in
such	litigation	would	also	subject	us	to	significant	liability.	Our	inability	to	use	software	licensed	from	third	parties,	or	our	use	of
open	-	source	software	under	license	terms	that	interfere	with	our	proprietary	rights,	could	disrupt	our	business.	Our	technology



platform	incorporates	software	licensed	from	third	parties,	including	some	software,	known	as	open	-	source	software,	which	we
use	without	charge.	Although	we	monitor	our	use	of	open	source	software,	the	terms	of	many	open	source	licenses	to	which	we
are	subject	have	not	been	interpreted	by	United	States	or	foreign	courts,	and	there	is	a	risk	that	such	licenses	could	be	construed
in	a	manner	that	imposes	unanticipated	conditions	or	restrictions	on	our	ability	to	provide	our	platform	to	our	customers.	In	the
future,	we	could	be	required	to	seek	licenses	from	third	parties	in	order	to	continue	offering	our	platform,	which	licenses	may
not	be	available	on	terms	that	are	acceptable	to	us,	or	at	all.	Alternatively,	we	may	need	to	re-	engineer	our	platform	or
discontinue	use	of	portions	of	the	functionality	provided	by	our	platform.	In	addition,	the	terms	of	open	-	source	software
licenses	may	require	us	to	provide	software	that	we	develop	using	such	software	to	others	on	unfavorable	license	terms.	Our
inability	to	use	third-	party	software	could	result	in	disruptions	to	our	business,	or	delays	in	the	development	of	future	offerings
or	enhancements	of	existing	offerings,	which	could	impair	our	business.	We	have	a	substantial	amount	of	indebtedness,
which	could	have	important	consequences	to	our	business.	We	have	a	substantial	amount	of	indebtedness.	During	the
second	quarter	of	fiscal	2023,	we	entered	into	the	following	arrangements:	(i)	on	August	10,	2022,	we	borrowed	$	250.	0
million	in	a	senior	secured	term	loan	facility	(the	“	Term	Loan	”)	under	the	Credit	Agreement	entered	into	on	August	3,
2022,	which	term	loans	will	mature	on	August	3,	2027	and	initially	bear	interest	at	an	annual	rate	equal	to	the	Term
SOFR	(which	will	be	subject	to	a	floor	of	1.	00	%	and	a	credit	spread	adjustment	of	0.	10	%),	plus	a	margin	of	6.	50	%;
and	(ii)	on	August	11,	2022,	we	issued	approximately	$	201.	9	million	aggregate	principal	amount	of	4.	00	%	convertible
senior	notes	due	February	1,	2028	(the	“	2028	Notes	”),	which	bear	interest	at	a	rate	of	4.	00	%	per	annum,	payable	semi-
annually	in	arrears	on	February	1	and	August	1	of	each	year,	commencing	on	February	1,	2023,	and	will	mature	on
February	1,	2028,	unless	earlier	converted,	redeemed	or	repurchased,	pursuant	to	the	indenture	for	the	2028	Notes.	Our
substantial	indebtedness	could	have	important	consequences	that	could	have	a	material	adverse	effect	on	our	business,
financial	condition	and	results	of	operations,	including	the	following:	•	requiring	us	to	comply	with	restrictive	covenants
in	our	senior	secured	debt	facility,	which	limits	the	manner	in	which	we	conduct	our	business,	and	which	obligations
under	the	Credit	Agreement	are	guaranteed	by	our	wholly-	owned	subsidiaries.	For	example,	our	Credit	Agreement
contains	a	minimum	adjusted	cash	Earnings	Before	Interest,	Taxes,	Depreciation	and	Amortization	(EBITDA)	financial
covenant,	a	minimum	liquidity	covenant	and	a	maximum	secured	leverage	ratio	financial	covenant	and	contains
affirmative	and	negative	covenants	customary	for	transactions	of	this	type,	including	limitations	with	respect	to
indebtedness,	liens,	investments,	dividends,	disposition	of	assets,	change	in	business,	and	transactions	with	affiliates;	•
making	it	more	difficult	for	us	to	satisfy	our	obligations	with	respect	to	our	indebtedness;	•	requiring	us	to	dedicate	a
substantial	portion	of	our	cash	flow	from	operations	to	debt	service	payments	on	our	debt,	which	reduces	the	funds
available	for	working	capital,	capital	expenditures,	acquisitions	and	other	general	corporate	purposes;	•	limiting	our
flexibility	in	planning	for,	or	reacting	to,	changes	in	the	industry	in	which	we	operate;	•	placing	us	at	a	competitive
disadvantage	compared	to	any	of	our	less-	leveraged	competitors;	•	increasing	our	vulnerability	to	both	general	and
industry-	specific	adverse	economic	conditions;	and	•	limiting	our	ability	to	obtain	additional	debt	or	equity	financing	to
fund	future	working	capital,	capital	expenditures,	acquisitions	or	other	general	corporate	requirements	and	increasing
our	cost	of	borrowing.	Servicing	our	debt,	including	the	paying	down	of	principal,	requires	the	use	of	cash	and	liquidity	of
our	clearing,	cash	management	and	custodial	financial	institutions	,	and	we	may	not	have	sufficient	cash	flow	from	our
business	to	pay	down	our	debt.	As	of	December	14	March	31	,	2021	2023	,	we	had	issued	currently	have	outstanding
approximately	$	500	63	.	0	3	million	aggregate	principal	amount	of	our	0.	50	%	convertible	senior	notes	due	February	1,	2024
(the"	2024	Notes"),	approximately	$	201.	9	million	aggregate	principal	amount	of	the	2028	Notes	(together	with	the	2024
Notes,"	our	notes")	,	in	a	private	placement.	Pursuant	to	an	and	indenture	dated	as	of	February	19,	2019,	between	us	and
Wilmington	Trust,	National	Association,	as	trustee,	the	$	250.	notes	bear	interest	at	a	rate	of	0	million	Term	Loan	.	50	%	per
annum,	payable	semi-	annually	in	arrears	in	cash	on	February	1	and	August	1	of	each	year,	and	they	will	mature	on	February	1,
2024,	unless	earlier	converted,	redeemed,	or	repurchased	.	Our	ability	to	make	scheduled	payments	of	the	principal	of,	pay
interest	on,	or	refinance	our	indebtedness,	including	the	amounts	payable	under	the	2024	notes	Notes	,	the	2028	Notes	and	the
Term	Loan	,	depends	on	our	future	performance,	which	is	subject	to	economic,	financial,	competitive,	and	other	factors	beyond
our	control	,	such	as	recent	and	potential	future	disruptions	in	access	to	bank	deposits	or	lending	commitments	due	to
bank	failure,	as	well	as	in	the	event	of	sustained	deterioration	in	the	liquidity,	or	failure,	of	our	clearing,	cash
management	and	custodial	financial	institutions	.	Our	business	may	not	continue	to	generate	cash	flow	from	operations	in	the
future	sufficient	to	service	our	debt,	including	paying	off	the	principal	when	due,	and	make	necessary	capital	expenditures.	Our
convertible	notes	are	currently	significantly	out	of	the	money,	and	our	stock	price	would	have	to	increase	significantly	in	order
for	our	notes	to	convert	prior	to	maturity.	If	we	are	unable	to	generate	such	cash	flow,	we	may	be	required	to	adopt	one	or	more
alternatives,	such	as	selling	assets,	restructuring	debt	or	obtaining	additional	equity	capital	on	terms	that	may	be	onerous	or
highly	dilutive.	Our	ability	to	refinance	our	indebtedness	will	depend	on	the	capital	markets	and	our	financial	condition	at	such
time.	We	may	not	be	able	to	engage	in	any	of	these	activities	or	engage	in	these	activities	on	desirable	terms,	which	could	result
in	a	default	on	our	debt	obligations.	We	may	not	have	the	ability	to	raise	the	funds	necessary	to	settle	conversions	of	the	new
notes	in	cash	or	repurchase	the	new	notes	upon	a	fundamental	change,	and	our	future	debt	may	contain	limitations	on	our	ability
to	pay	cash	upon	conversion	or	repurchase	of	the	new	notes.	Holders	of	the	2028	notes	Notes	have	the	right	to	require	us	to
repurchase	their	--	the	2028	notes	Notes	upon	the	occurrence	of	a	fundamental	change	at	a	repurchase	price	equal	to	100	%	of
the	principal	amount	of	the	2028	notes	Notes	to	be	repurchased,	plus	accrued	and	unpaid	interest,	if	any.	In	addition,	upon
conversion	of	the	2028	notes	Notes	,	unless	we	elect	to	deliver	solely	shares	of	our	common	stock	to	settle	such	conversion
(other	than	paying	cash	in	lieu	of	delivering	any	fractional	share),	we	will	be	required	to	make	cash	payments	in	respect	of	the
2028	notes	Notes	being	converted.	However,	we	may	not	have	enough	available	cash	or	be	able	to	obtain	financing	at	the	time
we	are	required	to	make	repurchases	of	the	new	notes	Notes	surrendered	therefor	or	the	new	notes	Notes	being	converted.	In



addition,	our	ability	to	repurchase	the	2028	notes	Notes	or	to	pay	cash	upon	conversions	of	the	2028	notes	Notes	may	be	limited
by	law,	by	regulatory	authority	or	by	agreements	governing	our	future	indebtedness.	Our	failure	to	repurchase	any	of	our	notes
Notes	at	a	time	when	the	repurchase	is	required	by	the	applicable	indenture	or	to	pay	any	cash	payable	on	future	conversions	of
the	our	notes	Notes	as	required	by	the	applicable	indenture	would	constitute	a	default	under	the	such	indenture.	A	default	under
the	an	applicable	indenture	or	the	occurrence	of	the	fundamental	change	may	also	lead	to	a	default	under	agreements	governing
our	future	indebtedness.	If	the	repayment	of	the	related	indebtedness	were	to	be	accelerated	after	any	applicable	notice	or	grace
periods,	we	may	not	have	sufficient	funds	to	repay	the	indebtedness	and	repurchase	the	our	2028	notes	Notes	or	make	cash
payments	upon	conversions	thereof.	The	conditional	conversion	feature	of	the	our	notes,	if	triggered,	may	adversely	affect	our
financial	condition	and	operating	results.	In	the	event	the	conditional	conversion	feature	of	the	our	notes	is	triggered,	holders	of
our	notes	will	be	entitled	to	convert	the	such	notes	at	any	time	during	specified	periods	at	their	option.	If	one	or	more	holders
elect	to	convert	their	notes,	unless	we	elect	to	satisfy	our	conversion	obligation	by	delivering	solely	shares	of	our	common	stock
(other	than	paying	cash	in	lieu	of	delivering	any	fractional	share),	we	would	be	required	to	settle	a	portion	or	all	of	our
conversion	obligation	obligations	through	the	payment	of	cash,	which	could	adversely	affect	our	liquidity.	In	addition,	even	if
holders	of	our	notes	do	not	elect	to	convert	their	notes,	we	could	be	required	under	applicable	accounting	rules	to	reclassify	all
or	a	portion	of	the	outstanding	principal	of	the	such	notes	as	a	current	rather	than	long-	term	liability,	which	would	result	in	a
material	reduction	of	our	net	working	capital.	Changes	in	financial	accounting	standards	or	practices	,	such	as	changes	in	the
accounting	method	for	our	convertible	debt	securities	that	may	be	settled	in	cash,	may	cause	adverse,	unexpected	financial
reporting	fluctuations	and	affect	our	reported	operating	results.	U.	S.	GAAP	is	subject	to	interpretation	by	the	FASB,	the	SEC
and	various	bodies	formed	to	promulgate	and	interpret	appropriate	accounting	principles.	A	change	in	accounting	standards	or
practices	can	have	a	significant	effect	on	our	reported	results.	New	accounting	pronouncements	and	varying	interpretations	of
accounting	pronouncements	have	occurred	and	will	occur	in	the	future.	Changes	to	existing	rules	or	the	questioning	of	current
practices	may	harm	our	reported	financial	results	or	the	way	we	account	for	or	conduct	our	business.	For	example,	The	current
instability	in	August	2020,	the	banking	system	could	adversely	impact	FASB	issued	Accounting	Standards	Update,	or	our
operations	ASU,	No.	2020-	06,	Debt	—	Debt	with	Conversion	and	Other	Options	(Subtopic	470-	20)	and	Derivatives	and
Hedging	—	Contracts	in	Entity’	s	Own	Equity	(Subtopic	815-	40):	Accounting	for	Convertible	Instruments	and	Contracts	in	an
and	operating	results	Entity’	s	Own	Equity	("	ASU	2020-	06")	,	including	our	which	simplified	the	accounting	for	convertible
instruments	by	removing	the	separation	models	for	(1)	convertible	debt	with	a	cash	conversion	feature	and	(2)	convertible
instruments	with	a	beneficial	conversion	feature.	ASU	2020-	06	which	eliminates	the	beneficial	conversion	and	cash
equivalents	conversion	accounting	models	for	convertible	instruments,	was	effective	for	us	as	of	April	1,	2022.	In	the	future,
this	will	reduce	our	non-	cash	interest	expense,	and	thereby	decrease	our	net	loss.	Additionally,	the	treasury	stock	method	for
calculating	earnings	per	share	will	no	longer	be	allowed	for	convertible	debt	instruments	which	principal	amount	may	be	settled
using	shares.	Rather,	the	if	-	converted	method	will	be	required.	Application	of	the	‘	‘	if-	converted’’	method	could	reduce	our
reported	diluted	earnings	per	share.	Other	--	the	changes	may	be	made	to	the	current	accounting	standards	related	to	the	notes,	or
otherwise,	that	could	have	an	adverse	impact	on	our	financial	statements.	The	application	of	any	new	accounting	guidance	is,
and	will	be,	based	on	all	information	available	to	us	as	of	the	date	of	adoption	and	up	through	subsequent	interim	reporting,
including	transition	guidance	published	by	the	standard	setters.	However,	the	interpretation	of	these	new	standards	may	continue
to	evolve	as	other	public	companies	adopt	the	new	guidance	and	the	standard	setters	issue	new	interpretative	guidance	related	to
these	rules.	As	a	result,	changes	in	the	interpretation	of	these	rules	could	result	in	material	adjustments	to	our	application	of	the
new	guidance,	which	could	have	a	material	effect	on	our	results	of	operations	and	financial	condition.	Additionally,	any
difficulties	in	implementing	these	pronouncements	could	cause	us	to	fail	to	meet	our	financial	reporting	obligations,	which
could	result	in	regulatory	discipline,	and	/	or	cessation	or	disruption	of	trading	in	our	common	stock	and	harm	investors’
confidence	in	us.	The	capped	call	transactions	entered	into	in	connection	with	our	sale	of	notes	may	affect	the	market	value	of
our	common	stock.	In	connection	with	the	offer	and	sale	of	certain	notes,	we	entered	into	capped	call	transactions	with	one	or
more	of	the	initial	purchasers	or	affiliates	thereof	and	/	or	other	financial	institutions	in	which	we	hold	our	cash	and	cash
equivalents	fail.	On	March	10,	2023,	the	Federal	Deposit	Insurance	Corporation	(	the	“	FDIC	option	counterparties	”)	.	The
capped	call	transactions	are	expected	generally	to	reduce	announced	that	Silicon	Valley	Bank	(“	SVB	”)	had	been	closed	by
the	California	Department	potential	dilution	upon	conversion	of	Financial	Protection	and	Innovation;	on	March	12,	2023,
Signature	Bank	was	closed	by	the	notes	New	York	State	Department	of	Financial	Services;	and	on	May	1,	2023,	First
Republic	Bank,	San	Francisco,	California,	was	closed	by	the	California	Department	of	Financial	Protection	and
Innovation.	We	maintain	cash	balances	at	maturity	and	/	or	offset	financial	institutions	which	may	be	in	excess	of	the	FDIC
insurance	limit.	Any	failure	of	a	depository	institution	to	return	any	of	our	deposits,	or	any	other	adverse	conditions	in
the	financial	or	credit	markets	affecting	depository	institutions,	could	impact	access	to	our	invested	cash	payments	we	are
required	to	make	in	excess	of	the	principal	amount	of	converted	notes,	as	the	case	may	be,	with	such	reduction	and	/	or	offset
subject	to	a	cap.	In	capped	call	transactions	similar	to	the	ones	we	entered	into,	the	option	counterparties	or	their	respective
affiliates	typically	enter	into	various	derivative	transactions	with	respect	to	the	issuer'	s	common	stock	and	/	or	purchase	shares
of	the	issuer'	s	common	stock	concurrently	with	or	shortly	after	the	pricing	of	the	notes.	The	option	counterparties	or	their
respective	affiliates	in	our	-	or	cash	equivalents	capped	call	transactions	may	modify	their	hedge	positions	by	entering	into	or
unwinding	various	derivatives	with	respect	to	our	common	stock	and	/	or	purchasing	or	selling	our	common	stock	or	our	other
securities	in	secondary	market	transactions	following	the	pricing	of	the	notes	and	prior	to	the	maturity	of	the	notes	(and	are
likely	to	do	so	during	the	valuation	period	for	the	capped	call	transactions,	which	is	expected	to	occur	during	the	40	trading	day
period	beginning	on	the	41st	scheduled	trading	day	prior	to	the	maturity	of	the	notes).	This	activity	could	also	cause	adversely
impact	or	our	avoid	operations,	liquidity	an	and	operating	results	increase	or	a	decrease	in	the	market	price	of	our	common
stock	.	Future	sales	of	our	common	stock	or	equity-	linked	securities	in	the	public	market	could	lower	the	market	price	of	our



common	stock.	In	the	future,	we	may	sell	additional	shares	of	our	common	stock	or	equity-	linked	securities	to	raise	capital.	In
addition,	a	substantial	number	of	shares	of	our	common	stock	is	reserved	for	issuance	upon	the	exercise	of	stock	options,	upon
the	vesting	and	settlement	of	restricted	stock	units	and	performance	units,	stock	purchases	in	connection	with	our	Employee
Stock	Purchase	Program	Plan	,	and	upon	conversion	of	our	notes.	We	cannot	predict	the	size	of	future	issuances	or	the	effect,	if
any,	that	they	may	have	on	the	market	price	for	our	common	stock.	The	issuance	and	sale	of	substantial	amounts	of	common
stock	or	equity-	linked	securities,	or	the	perception	that	such	issuances	and	sales	may	occur,	could	adversely	affect	the	trading
price	of	the	our	notes	and	the	market	price	of	our	common	stock	and	impair	our	ability	to	raise	capital	through	the	sale	of
additional	equity	or	equity-	linked	securities.	Certain	provisions	in	our	charter	documents	and	Delaware	law	could	discourage
takeover	attempts.	Our	restated	certificate	of	incorporation	and	amended	and	restated	by-	laws	contain	provisions	that	could
have	the	effect	of	delaying	or	preventing	changes	in	control	or	changes	in	our	management	without	the	consent	of	our	board	of
directors,	including,	among	other	things:	•	no	cumulative	voting	in	the	election	of	directors,	which	limits	the	ability	of	minority
stockholders	to	elect	director	candidates;	•	the	ability	of	our	board	of	directors	to	issue	shares	of	preferred	stock	and	to	determine
the	price	and	other	terms	of	those	shares,	including	preferences	and	voting	rights,	without	stockholder	approval,	which	could	be
used	to	significantly	dilute	the	ownership	of	a	hostile	acquirer;	•	the	exclusive	right	of	our	board	of	directors	to	elect	a	director	to
fill	a	vacancy	created	by	the	expansion	of	our	board	of	directors	or	the	resignation,	death	or	removal	of	a	director,	which
prevents	stockholders	from	being	able	to	fill	vacancies	on	our	board	of	directors;	•	a	prohibition	on	stockholder	action	by	written
consent,	which	forces	stockholder	action	to	be	taken	at	an	annual	or	special	meeting	of	our	stockholders;	•	the	requirement	that	a
special	meeting	of	stockholders	may	be	called	only	by	a	majority	vote	of	our	board	of	directors	or	by	stockholders	holdings
share	of	our	common	stock	representing	in	the	aggregate	a	majority	of	votes	then	outstanding,	which	could	delay	the	ability	of
our	stockholders	to	force	consideration	of	a	proposal	or	to	take	action,	including	the	removal	of	directors;	•	the	ability	of	our
board	of	directors,	by	majority	vote,	to	amend	our	by-	laws,	which	may	allow	our	board	of	directors	to	take	additional	actions	to
prevent	a	hostile	acquisition	and	inhibit	the	ability	of	an	acquirer	to	amend	our	by-	laws	to	facilitate	a	hostile	acquisition;	and	•
advance	notice	procedures	with	which	stockholders	must	comply	to	nominate	candidates	to	our	board	of	directors	or	to	propose
matters	to	be	acted	upon	at	a	stockholders'	meeting,	which	may	discourage	or	deter	a	potential	acquirer	from	conducting	a
solicitation	of	proxies	to	elect	the	acquirer'	s	own	slate	of	directors	or	otherwise	attempting	to	obtain	control	of	us.	We	are	also
subject	to	certain	anti-	takeover	provisions	under	the	General	Corporation	Law	of	the	State	of	Delaware	(the"	DGCL").	Under
Section	203	of	the	DGCL,	a	corporation	may	not,	in	general,	engage	in	a	business	combination	with	any	holder	of	15	%	or	more
of	its	capital	stock	unless	the	holder	has	held	the	stock	for	three	years	or	(a)	our	board	of	directors	approves	the	transaction	prior
to	the	stockholder	acquiring	the	15	%	ownership	position,	(b)	upon	consummation	of	the	transaction	that	resulted	in	the
stockholder	acquiring	the	15	%	ownership	position,	the	stockholder	owns	at	least	85	%	of	the	outstanding	voting	stock
(excluding	shares	owned	by	directors	or	officers	and	shares	owned	by	certain	employee	stock	plans)	or	(c)	the	transaction	is
approved	by	the	board	of	directors	and	by	the	stockholders	at	an	annual	or	special	meeting	by	a	vote	of	66	2	/	3	%	of	the
outstanding	voting	stock	(excluding	shares	held	or	controlled	by	the	interested	stockholder).	These	provisions	in	our	restated
certificate	of	incorporation	and	amended	and	restated	by-	laws	and	under	Delaware	law	could	discourage	potential	takeover
attempts.	Current	and	future	variants	of	COVID-	19	and	any	economic	difficulty	they	trigger	could	significantly	harm	our
business.	The	global	spread	of	COVID-	19	and	its	variants	has	created	significant	volatility,	uncertainty,	and	economic
disruption	in	the	recent	past	,	particularly	for	small	and	medium-	sized	businesses.	Many	of	our	existing	and	prospective
customers	have	experienced	or	could	experience	economic	hardship	caused	by	current	and	future	variants	of	COVID-	19.	This
could	reduce	the	demand	for	our	cloud	services,	delay	and	lengthen	sales	cycles,	increase	customer	churn,	force	us	to	lower	the
prices	for	our	services	and	/	or	provide	customers	with	service	credits,	and	lead	to	slower	growth	or	even	a	decline	in	our
revenues	-	revenue	,	operating	results,	and	cash	flows.	The	ongoing	impact	of	COVID-	19	on	future	demand	for	our	services
depends	on	numerous	evolving	factors,	including:	the	duration	and	extent	of	the	global	spread	of	current	and	future	COVID-	19
variants;	governmental,	business,	and	individual	actions	that	have	been	and	continue	to	be	taken	in	response	to	the	current	and
future	COVID-	19	variants	in	different	countries	globally;	the	rate	of	vaccinations	globally	and	the	efficacy	of	available
vaccines	on	current	and	future	variants	of	the	virus;	the	effect	on	our	customers	and	customer	demand	and	their	ability	to	pay	for
our	services;	disruptions	to	third-	party	data	centers	and	Internet	service	providers;	and	any	decline	in	the	quality	and	/	or
availability	of	our	services.	It	is	possible	that	as	businesses	return	to	in-	person	work,	the	demand	for	some	of	our	products	could
decline.	The	ongoing	impact	of	COVID-	19	on	macroeconomic	conditions	has	at	some	periods	also	impacted	the	functioning	of
financial	and	capital	markets,	foreign	currency	exchange	rates,	and	interest	rates.	Even	after	Since	we	are	not	cash	flow
positive,	depending	on	the	future	course	of	the	COVID-	19	pandemic	has	subsided,	we	may	experience	and	-	an	adverse
impact	to	our	business	as	a	result	of	COVID-	19'	s	global	economic	impact,	including	any	economic	recession	that	it
triggers	has	occurred	or	may	occur	in	the	future	,	and	we	may	need	to	access	the	capital	markets	at	an	unfavorable	time.	If
we	need	to	access	the	capital	markets,	there	can	be	no	assurance	that	financing	may	be	available	on	attractive	terms,	if	at	all.	We
may	not	be	able	to	secure	financing	on	favorable	terms,	or	at	all,	to	meet	our	future	capital	needs.	We	may	need	to	pursue
financing	in	the	future	to	make	expenditures	or	investments	to	support	the	growth	of	our	business	(whether	through	acquisitions
or	otherwise)	and	may	require	additional	capital	to	pursue	our	business	objectives,	respond	to	new	competitive	pressures,	service
our	debt,	and	pay	extraordinary	expenses	such	as	litigation	settlements	or	judgments	or	fund	growth,	including	through
acquisitions,	among	other	potential	uses.	Additional	funds,	however,	may	not	be	available	when	we	need	them	on	terms	that	are
acceptable	to	us,	or	at	all.	We	also	face	certain	risks	in	the	event	of	a	sustained	deterioration	of	financial	market	liquidity,
as	well	as	in	the	event	of	sustained	deterioration	in	the	liquidity,	or	failure,	of	our	clearing,	cash	management	and
custodial	financial	institutions.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on	terms	satisfactory	to	us	when	we
require	it,	our	ability	to	continue	to	grow	and	support	our	business	and	to	respond	to	business	challenges	could	be	significantly
limited.	Natural	disasters,	war,	terrorist	attacks,	global	pandemics,	or	malicious	conduct,	among	other	unforeseen	events,	could



adversely	impact	our	operations,	could	degrade	or	impede	our	ability	to	offer	services,	and	may	negatively	impact	our	financial
condition,	revenues	-	revenue	,	and	costs	going	forward.	Our	cloud	communications	services	rely	on	uninterrupted	connection
to	the	Internet	through	data	centers	and	networks.	Any	interruption	or	disruption	to	our	network,	or	the	third	parties	on	which
we	rely,	could	adversely	impact	our	ability	to	provide	service.	Our	network	could	be	disrupted	by	circumstances	outside	of	our
control,	including	natural	disasters,	acts	of	war,	terrorist	attacks,	global	pandemics	or	malicious	acts,	among	other	unforeseen
events,	including,	but	not	limited	to,	cyberattacks	cyber-	attacks	.	For	example,	our	headquarters,	global	networks	operations
center,	and	one	of	our	third-	party	data	center	facilities	are	located	in	the	San	Francisco	Bay	Area,	a	region	known	for	seismic
activity.	Also,	global	pandemics,	such	as	the	one	caused	by	COVID-	19,	may	restrict	travel	by	personnel,	reduce	the	availability
of	materials	required	to	maintain	data	centers	that	support	our	cloud	communication	services,	and	could	require	us	or	our	partner
data	centers	and	Internet	service	providers	to	curtail	operations	in	certain	geographic	regions.	Such	an	event	may	also	impede
our	customers'	connections	to	our	network,	since	these	connections	also	occur	over	the	Internet,	and	would	be	perceived	by	our
customers	as	an	interruption	of	our	services,	even	though	such	interruption	would	be	beyond	our	control.	In	addition,	as	a	result
of	COVID-	19,	we	have	been	experiencing	changes	to	our	normal	business	practices	due	to	our	employees	now	primarily	few
working	from	home	in	compliance	with	shelter-	in-	place	orders	in	many	of	our	office	locations.	As	we	implement	modifications
to	employee	travel	and	employee	work	locations	in	response	to	these	orders	,	among	other	business	modifications,	these
changes	could,	in	the	future,	negatively	impact	our	normal	provision	of	services,	particularly	in	the	areas	of	sales	and	marketing
to	new	and	prospective	customers.	Any	of	these	events	could	have	a	material	adverse	impact	on	our	business,	causing	us	to
incur	significant	expenses,	lose	substantial	amounts	of	revenue,	suffer	damage	to	our	reputation,	and	lose	customers.


