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Investing in our Class A common stock involves a high degree of risk. Certain factors may have a material adverse effect on our
business, financial condition and results of operation. You should carefully consider the risks and uncertainties described below,
together with all of the other information included in this Annual Report on Form 10- K, including our consolidated financial
statements and the related notes, and in our other filings with the SEC. Our business, financial condition, operating results, cash
flow and prospects could be materially and adversely affected by any of these risks or uncertainties. In that case, the trading
price of our Class A common stock could decline, and you may lose all or part of your investment. Risks Related to Our
Business and Industry Our business is dependent-highly subject to business cycles and risks related to the property and
casualty insurance industries, and specifically automotive insurance. Adverse conditions in the insurance markets, as
well as the general economy, could have a material adverse effect on our business, financial condition, and results of
operations. Because a substantial majority of the referrals made through our marketplace are for automotive insurance,
our financial prospects depend significantly on the larger automotive industry ecosystem. Revenue from automotive
insurance providers accounted for 79 % and 80 % of our total revenue for 2023 and 2022, respectively. Market cycles in
the automotive insurance industry have been, and are expected to continue to be, unpredictable due to a variety of
adverse conditions in the insurance industry that have been widely reported, such as deteriorating underwriting
performance, a rise in claims, inflation, and inadequate policy premiums. Carriers may continue to decrease the amount
of money they spend with us, which may occur rapidly and without warning, and for time periods that can be difficult to
predict accurately. For example, in January 2023, we saw a major carrier return to higher spending patterns, but
subsequently reduce customer acquisition spending starting in the second quarter of 2023 due to higher than expected
claims losses. Customer reductions in marketing and advertising spend have materially and adversely affected our
operating results, and we are not able to accurately predict the timing or extent of our recovery from these reductions.
We will likely experience similar insurance industry cycles in the future, which could materially and adversely affect our
business, financial condition, operating results, cash flows, and prospects. We depend on relationships with insurance
pfeﬂdefs» prov1der customers with no lonc term eeﬁtr-aefua-l-mlmmum fmanclal commltments A reduction in Hinsuranee
z y v o-spend by perteferral-or-our f
We—&re-&nab}e—customers, a loss of customers, lower advertising y1elds, or our 1nab111ty to establish and maintain new
relationships with insurance providers ;-could materially harm our business, results of operations and financial condition eewle
be-matertally-adversely-affeeted-. A substantial majority of our revenue is derived from sales of qualified consumer inquiries
sold as referrals in various ways, such as clicks, data and calls, to insurance providers— provider customers , ineluding
which includes both insuranee-carriers and agents . We generate revenue from carriers and agents that directly purchase
referrals from us. We also generate revenue from carriers that make subsidy payments to us to offset their agents’ costs
in buying referrals . Our relationships with istranee-previders-those customers are dependent on our ability to deliver quality
referrals at attractive volumes and prices. If insurance providers are not able to acquire their preferred referrals in our
marketplace, they may stop buying referrals from us ;-or may-decrease the amount they are willing to spend for referrals. Our
agreements-with- The majority of our insurance providers— provider customers are-short—terimragreements;and-instranee
providers-can stop participating in our marketplace or reduce or terminate their marketing spend with us at any time without
notice. Furthermore, our agreements with these customers do no-not notice-require them to spend any minimum amount
. As aresult, w e cannot ularantee that i insurance prov iders will continue to work with us, or, if they do, what the-namber-of
; al-or-their advertising volume, pricing or total spend will

be with us. For example, -1-n—292—2—\x e expenenced s1gn1ficantly decreased amte-insurance earrter-provider marketing spend 5
whiel-we-believe-was-due-to-ehallenges-in 2023 the-auto-insuranee-industry-. [n addition, we may not be able to attract new
insurance providers to our marketplace or increase the amount of revenue we earn from insurance providers over time. If any of
our customers decide not to continue to place marketing or advertising on our owned and operated websites or on our
third- party publishers’ websites, we are-unable-to-maintain-existingrelationships-could experience a rapid decline in our
revenue over a relatively short perlod of time w 1th ms&r&nee—pfeﬂdefs—m—eﬁr—mafketp-}aee—httle to no notice. Any factors

eeﬂ-ﬁeleﬁee—m—etﬂ'—seﬁ‘tees—maktﬂg—marketlng or advertlsmg
spend with us could have -}ess—pepﬂ-}ar—vvtﬂa—eeﬁsmﬁefsﬂ*s—a materlal adverse effect on our busmess, financial condltlon,
operating resutt-results and cash flows i

customers who make }ﬂ—&édtﬁeﬁ—we-derive—reveﬁue—&s—a—rest&t—e-ﬁsubudv pdvments ma&e—by—e&mefs—to us on behdlf of theu

1educe the amount of sueh-these subsidies or cease providing them at any time. -I-f—For example, one of our largest carrier
customers were-discontinued payment of subsidies to us during the fourth quarter of 2023. This carrier resumed payment
of certain subsidies in 2024, but there is no assurance that the carrier will continue to make these or any subsidy
payments. If our carrier customers reduce the amounts of or cease providing such subsidies on behalf of their agents , our
stranee-agent customers may terminate or reduce the extent of their relationships with us. If agents decide to terminate or
reduce their relationships with us as a result of the elimination in subsidies, or for any reason, our revenue would likely



be reduced, which could have a material adverse effect on our business, financial condition, operating results and cash
flows. We generated a significant portion of our revenue in recent periods from two customers, and our results of
operations could be adversely affected and stockholder value harmed if we continue to lose business from these
customers. Revenue from our two largest insurance carrier customers was 27 % and 32 % in the aggregate of our
revenue for the years ended December 31, 2023 and 2022, respectively. We have no assurances that these carrier
customers will continue to purchase from us at their historical levels or at all. We have in fact experienced significant
decreased levels of purchasing from both of these customers in 2023, including a decrease in subsidies by one of these
carrier customers. If either or both of these two customers further reduce their level of purchases from us or discontinue
their relationships with us, the loss could have a material adverse effect on our results of operations in both the short and
long term We depend on third- party media sources, such as third- party publishers, for a significant portion of our
visitors. Any decline in the supply of media available through these third- party publishers for any reason, or increase in
their prices could Beeause—-- cause our revenue to decline or our cost to attract visitors to increase and our business and
financial results may be harmed. Our success depends on our ability to attract visitors to our websites or marketplace
and solicit inquiries for insurance products and services that we monetize as referrals to our insurance provider customers .
A significant portion of our revenue is attributable to visitor traffic originating from third- party publishers. In many
instances, third- party publishers can change the media inventory they make available to stop-buyingfrotrus;orspendess
withrus, at any time ane-in ways that could impact our insuranee-earrier-results of operations. In addition, third- party
publishers may place significant restrictions on our offerings. These restrictions may prohibit advertisements from
specific customers or specific industries or restrict the use of certain creative content or formats. If a third- party
publisher decides not to make its media channel or inventory available to us, decides to demand a higher revenue share
or places significant restrictions on the use of such inventory, we may eease-providingsubsidies-not be able to find media
inventory from other websites that satisfies our requirements in a timely and cost- effective manner. Consolidation of
internet advertising networks and third- party publishers could eventually lead to a concentration of desirable inventory
on websites otr— or insturanee-agent-networks owned by a small number of individuals or entities, which could limit the
supply or 1mpact the pricing of inventory available to us. If we are unable to acquire media inventory that meets our
customers * performance at-any-time-, price and quality requirements, our revenue would decline eut—- or our business;
results-of-operations— operating costs and-finaneial-econdition-eottd-would increase be-materially-adversely-affeeted-with-little
to-nenotiee-. We depend on internet search engines, display advertising, social media, ematl-online advertising and other
sources to attract visitors to our website or marketplace, or to our third- party publishers’ websites. Changes in search
engine algorithms, including Google’ s plans to phase out third- party cookies in Chrome, or increased usage of ad-
blocking software may reduce the number of visitors to our website and marketplace or to our third- party publishers’
websites and, as a result, our business and financial results may be harmed. We rely on internet search engines, display
advertlsmg, soclal medla content- based online adv uuxmu and other online sources to attract eeﬂsuﬂ&efs—vmtors to et

eﬂlﬁt&adﬂfeﬁs—iﬂg—&ﬂd-e&teﬁeﬂﬁﬂe—set&ees—fe%om W Lb%llL ffa-fﬁe— W are inclu kd in suuch results because as—a—fes-u-l-t—ol bolh

paid search listings, where we purchase specific search terms that result in the inclusion of our advertisement, and, separately,
organic searches that depend upon the content on our sites. Search engines, social media platforms and other online sources
often revise their algorithms and introduce new advertising products. If one or more of the search engines or other online
sources on which we rely for website traffic were to modify its general methodology for how it displays our advertisements,
resulting in fewer eensamers-visitors clicking through to our websites, our business could suffer . For example, in December
2023, Google announced plans to test a new feature in Chrome that limits cross- site tracking by restricting website
access to third- party cookies by default, with a goal of phasing out third- party cookies for everyone in the second half of
2024 . In addition, if our online display advertisements are no longer effective or are not able to reach visitors eertain-eensumers
due to their eensumers™use of ad- blocking software, our business could suffer. If one or more of the search engines or other
online sources on which we rely for purchased listings or visitor traffic modifies or terminates its relationship with us, our
expenses could rise ;and we could lose eensumer-visitor traffic to our websites . Visitor traffic to our websites and the
volume of quote requests generated by visitor traffic varies and can decline from to time , and a decrease in eensumer
traffic to our or our third- party publishers’ websites, for any reason, u)uld have a material adverse effect on our business,
financial condition and results of operations - G
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ul in generating such lld fic to-otr
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from user activities resulting from consumer- adopted technologies, service provider decisions, government regulation,
or 0therw15e could s1gn1ﬁcantly dlmmlsh the Value of or-our scrv ices fh&n—we—de,—dnd fhey—may—levefage—&retﬁgfe&tefeﬁﬂta-l-




et-he%&et—iﬁ&es—w{ﬁeh—eet&d—ha\ an adverse L“LL[ on our epef&t-xeﬁs—ablhty to generate revenue . leltatlons restrlctmg We
afe—a-}se—&ﬂs‘ufe—wlﬂmt—add-rﬁefml-aeﬁeﬁsﬂ)ul ablllty to marke e&fﬂeﬁ&ﬂd-&geﬁt—eﬁsfemefs—as—weﬁ—as—etﬂkuscu via telephone

te—aeeess—eﬂﬁwebsﬁes—&ﬁd—seﬁﬂees— For cxampk eeﬁam—lf unall service providers, tﬂe-l-&d-mg—é‘reeg-}e-or ESPs , fn&y—udlugoruu
our emails as “ promotional, ” and-then these emails may be directed to an alternate ;-and less readily accessible ssection of a
consumer’ s inbox. H-emat-providers-In the event ESPs materially limit or halt the delivery of our emails, or if we fail to
deliver emails to consumers in a manner compatible with ESPs emai-providers-” email handling or authentication technologies,
our ability to contact consumers through email could be significantly restricted. In addition, if we are placed on *“ spam ” lists or
lists of entities that have been involved in sending unwanted, unsolicited emails, eur-- or eperating-if internet service providers
prioritize or provide superior access to our competitors’ content, our business and rcsults of operations may and-finanetat
eonditionreoutd-be substantially-harmed-adversely affected . A-Interruptions, failures or defects in our data collection



systems, as well as data privacy and security concerns and regulatory changes or enforcement actions affecting our or
our data partners’ ability to collect user data, could also limit our ability to analyze data from, and thereby optimize, our
clients’ marketing campaigns. If our access to data is limited in the future, we may be unable to provide effective
technologies and services to clients and we may lose clients and revenue. Additionally, increased adoption of call
blocking technology may prevent us from reaching consumers that have expressed an interest in getting insurance
information. Moreover, telephone carriers and communication platforms have themselves placed restrictions on our
ability to call or send text messages to our consumers. Increased government regulation may also restrict our ability to
call or text consumers. For example, the Federal Communications Commission, or FCC, recently published a regulation,
currently scheduled to take effect on July 24, 2024, that would require mobile wireless providers to block text messages
from telephone numbers flagged by the FCC for allegedly sending unlawful text messages. If calls or text messages to our
consumers are blocked, or if insurance providers obtaining data referrals have their calls or text messages blocked due
to these call blocking technologies or restrictions, we may see a significant pertien-decrease in referrals, the value of our
referrals and the number of data and call referrals we are able to sell to insurance providers, which could materially
adversely impact our business. If the way cookies are used our—- or revenue-shared, or the use or transfer of cookies is
restricted by third parties outside of our control or becomes subject to unfavorable legislation or regulation, our ability
to develop and provide certain products or services could be affected. When a user visits our websites, we use
technologies, including “ cookies, ” to collect information such as the user’ s IP address. We also have relationships with
data partners that collect and provide us with user data. We access and analyze this information in order to determine
the effectiveness of a marketing campaign and to determine how to modify the campaign for optimization. The use of
cookies is the subject of litigation, regulatory scrutiny and industry self- regulatory activities, including the consideration
of “ do- not- track ” technologies, guidelines and substitutes to cookies. With respect to industry self- regulatory
activities, the leading web browsing companies have started or announced their intent to block or phase out third- party
cookies from their web browsers, as discussed above in “ — We depend on internet search engines, display advertising,
social media, online advertising and other sources.... ” Additionally, users are able to block or delete cookies from their
browser. Perlodlcally, certain of our customers and thlrd- party pubhshers seek to proh1b1t or limit our collectlon or use

y h ral-persennel-an strg-third- pml\ service pm\ iders . Cybersecurlty 1nc1dents are
increasing in frequency and evolving in nature and 1nclude, but are not limited to, 1nstallat10n of ma11c1ous software,
ransomware, viruses, phishing attacks, denial of service or other researeh-an pment-eosts—With Gismiie
marketplace-and-related-produet-and-attacks, breach by intentional or neghgent conduct on the part of employees or thlrd-
party service offerings-providers including third- party publishers , unauthorized access to data and other electronic
security breaches. Additionally, increased risks of cyberattacks or data breaches may result from the use of artificial
intelligence, or Al to launch more automated, targeted and coordinated attacks. Concerns about security increase when
we may-transmit information (including personal data) electronically. Electronic transmissions can be unabte-subject to
attraet— attack add-r&eﬂal—eeﬁstuﬁers-eﬁet&rn—etﬁeﬂt—eeﬁsmﬁefs— 1nterceptlon, loss wlﬂeh—eeﬂﬂ}d—adversel-y—affeet—emh or
corruption ability HStraneeP h : A s
harm—eﬂebﬁsrness-aﬂd—ﬁﬁaﬁaa-l—rest&ts— ln addmon W-lﬂ-}e—computer viruses and malware can be dlstrlbuted and spread
rapidly over the internet and could infiltrate our systems or those of our buyers, sellers and third- party service
providers. Although we are not aware of any materlal 1nformatlon securlty incidents to date, we have detected common
types of attempts his eed-to furtherpenetrate
add-rt-teﬁawldvertteawl—rﬁarkets-access our 1nformatlon systems and data without authorlzatlon xueh as phishing.
Unauthorized access home-and-renters;tfe-and-health-insuranee;in-order-to achteve-our systems our— or tong-those of our
third - termrgrowthgoals—Our-party service providers could in the future lead to disruptions in systems, accidental or
unauthorized steeess-access i#r-to or disclosure, loss, destruction, disablement or encryption of, use or misuse of or
modification of confidential or otherwise protected information (including personal data) and the autemeobile-insuranee
market-depends-corruption of data. Any damage or failure that causes an interruption in our operations could have an
adverse effect on our deep-understanding-of this-industry-business, financial condition, operating results, cash flows and

prospects . [n addition erder-to-penetrate-new-vertieal-markets-, our operations are dependent upon our ability to protect




the computer systems and network infrastructure that we swilneed-utilize against damage from cybersecurity attacks by
sophisticated third parties with substantial computing resources and capabilities and other disruptive problems caused
by the internet or other users. Such disruptions could jeopardize the security of information stored in and transmitted
through our computer systems and network infrastructure, which may result in significant liability and damage our
reputation. We take efforts to develop-a-protect our systems and data, including establishing internal processes and
implementing physical, administrative and technical safeguards deslgned to prov1de multlple layers 0f securlty, and
contract with third- party service providers to take similar un d d b S
challengesfaced-steps. However, it is difficult or impossible to defend agamst every rlsk bemg posed b\ changmg
technologies as well as criminals’ intent to commit cyber- crime, pa 9 staneing
may-require-substantialinvestments-of time-and these efforts feseﬂfees—&ﬂd-we—ma\ not bL successful in preventlng —n
addition-, these-detecting or stopping attacks. The increasing sophistication and resources of cyber criminals and other
non- state threat actors and 1ncreased actlons by nation- state actors make keeplng up with new threats difficult Veﬁwtea-l

er-our securlty that results in unauthorlzed access Hn
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ear-repait-, htlgatlon, damages, ﬁnes and penaltles, significant increases in compliance costs and reputational damage, any
of which could have a material and adverse effect on our business, financial condition, operating restlted-results inhigher
insuranee-elaimstosses, cash flows and prospects. To the extent our systems rely on our third- party service providers,
through either a connection to, or and-- an inereasing-insuranee-earrier-integration with, those third parties’ systems, the
risk of cybersecurity attacks and loss rattes-, corruption, or unauthorized publication of our information or the
confidential information of consumers and employees may increase . We-depend-en-Third- party risks may include
insufficient security measures, data location uncertainty, and the possibility of data storage in inappropriate jurisdictions
where laws or security measures may be inadequate. Although we generally have agreements relating to cybersecurity
and data privacy in place with our third- party service providers, they are limited in nature and we cannot assure you
that such agreements will prevent the accidental or unauthorized access to or disclosure, loss, destruction, disablement
or encryption of, use or misuse of or modification of data (including personal data) or enable us to obtain adequate or
any reimbursement from our partners or third- party service providers in the event we should suffer any such incidents.
Any or all of the issues identified above could adversely affect our ability to attract or maintain relationships with
customers or third- party publishers and could cause them to cancel their contracts with us or subject us to governmental
or third- party lawsuits, investigations, regulatory fines or other actions or liability, thereby harming our business,
financial condition, operating results, cash flows and prospects. Any accidental or unauthorized access to or disclosure,
loss, destruction, disablement or encryption of, use or misuse of or modification of data, cybersecurity breach or other
security incident that we or our partners could experience or the perception that one has occurred or may occur, could
harm our reputation, reduce the demand for our products and services and disrupt normal business operations. In
addition, such events may require us to spend material resources to investigate or remediate issues and to prevent future
security incidents, expose us to uninsured liability, increase our risk of regulatory scrutiny, expose us to legal liabilities ,
including litigation stf&tegfe—p&ﬁﬂefs— regulatory enforcement, indemnity obligations or damages for a-contract breach,
and cause us to incur significant pertien-costs, any of which could materially adversely affect our business, financial
condition and results of operations. Moreover, there could be public announcements regarding any such incidents and
any steps we take to respond to our— or visiters-remediate such incidents, and if securities analysts or investors perceive
these announcements to be negative, it could have a substantial adverse effect on the price of our Class A common stock.
These risks may increase as we continue to grow and collect, process, store, and transmit increasingly large amounts of
data. Although we are not aware of any material information security breaches to date, we have detected common types
of attempts to attack our information systems and data. We may use Al in our business, and challenges with properly
managing its use could result in reputational harm, competitive harm, and legal liability, and adversely affect our results
of operations. We may incorporate Al solutions into our platform, product offerings, services and features, and these



applications may become important in our operations over time. Our competitors or other third parties may incorporate
Al into their products more quickly or more successfully than we do, which could impair our ability to compete
effectively and adversely affect our results of operations. Additionally, if the content, analyses, or recommendations that
Al applications assist in producing are or are alleged to be deficient, inaccurate or biased, our business, financial
condition and results of operations may be adversely affected. The use of AI applications has resulted in, and may in the
future result in, cybersecurity incidents that implicate the personal data of end users of such applications . Any deeline-in
the-supply-such cybersecurity incidents related to our use of media-avatable-threngh-these-Al applications could adversely
affect our reputation and results of operations. Al also presents emerging ethical issues and if our use of AI becomes
controversial or harms our insurance provider customers, third- party publishers -or consumers, we may experience
brand or reputational harm, competitive harm or legal liability. The rapid evolution of Al including potential
government regulation of AI, may require significant resources to develop, test and maintain our platform, offerings,
services and features to help us implement Al ethically in order to minimize unintended, harmful impact. Additionally,
we may be harmed by the potential release of confidential or proprietary information as a result of the use of AI- based
software by employees, vendors, suppliers, contractors, consultants or other third- parties. Further, uncertainties exist in
case law and regulations regarding intellectual property ownership and license rights, including copyright, of Al output,
creating risks with respect to both the ability to adequately protect intellectual property underlying Al systems and
software as well as inadvertent infringement. Any of these potential risks could result in a material and adverse effect on
our business, financial condition, operating results, cash flows and prospects. If we fail to continually enhance and adapt
our products and services to keep pace with rapidly changing technologies and industry standards, we may not remain
competitive and could lose customers or traffic to our websites , which could materially adversely affect er-our inerease-in
the-priee-of this-business and financ1al condltlon, operatmg results, cash ﬂows and prospects The onlme mu ia and
marketing industry d 6 ot o
revente-is aftﬁbut&b}e-characterlzed by rapldly changing standards, evolvmg technologies, frequent new or enhanced
product and service introductions and shifting user and insurance provider customer demands. Our success depends on
our continued innovation to visiter-traffie-originating-from-make our marketplace and websites useful for users, insurance
provider customers and third- party publishersproviders. The introduction of new technologies and services embodying
new technologies and the emergence of new industry standards and practices could render our existing technologies and
services obsolete and unmarketable or require unanticipated investments in technology. We continually make
enhancements and other modifications to our proprietary technologies as well as our product and service offerings.
Those changes may contain design or performance defects that are not readily apparent. Expanded category offerings
may experience issues as we launch new products and services. If our proprietary technologies or our new or enhanced
products and services fail to achieve their intended purpose or are less effective than technologies or products and
services used by our competitors, our business could be harmed. Our future success will also depend in part on our
ability to successfully adapt to rapidly changing online media formats and other technologies. If we fail to adapt
successfully, we could lose customers or advertising inventory. If we fail to compete effectively against companies
engaged in digital customer acquisition, including strategte-competitors and other technology companies, we could lose
customers and our revenue may decline. We compete for insurance provider customers’ advertising and marketing
budgets and visitor traffic. Our principal competitors in this space include technology companies engaged in digital
customer acquisition for insurance providers, as well as other companies including: direct distribution companies
focused on insurance products; industry- specific portals or customer acquisition companies with insurance- focused
research online destinations; online marketing or media services providers; major internet portals and search engine
companies with online advertising platforms; and supply partners with yJamany-instanees;third— their own sales forces
that sell their referrals directly to insurance providers. Finding, developing, and retaining high quality referrals on a cost
- party-publishers-ean-change-the-effective basis is challenging because competition for web traffic among technology
companies engaged in digital customer acquisition, websites, and search engines, as well as competition with traditional
media irventory-companies, has resulted and may continue to result in significant increases in web traffic costs, declining
margins and reduction in revenue. This industry is highly competitive and we expect this competition to continue to
increase in they— the future, both from existing and new competitors make-available-to-us-atany-time-in-ways-that eetld
impaet-provide competing platforms eur- or technology. We compete on the basis of a number of factors, including
return on investment, technology and customer service. Finding, developing and retaining high quality consumer
referrals on a cost- effective basis is challenging because competition for web traffic among technology companies
engaged in digital customer acquisition, websites, and search engines, as well as competition with traditional media
companies, has resulted and may continue to results— result ofoperations-in significant increases in web traffic costs,
declining margins and reduction in revenue . [n addition, third—party-publishers-if we expand the scope of our services or
served markets, we may ptace-compete with a greater number of technology companies, websites, buyers and traditional
media companies across an increasing range of different services, including in vertical markets where competitors may
have advantages in expertise, brand recognition and other areas. Internet search companies with brand recognition have
significant restriettorts-numbers of direct sales personnel and web traffic that provide a significant competitive advantage
and have a significant impact on pricing for consumer referrals our— or offerings-web traffic . Some of These-these
restrietions-companies may offer prohibit-advertisementsfromspeeifte-etients-or speetfie-industries;-develop more vertically
targeted products that match consumers with products and services or festﬂet—t-he—match referrals w1th buyers and, thus,
compete with u#se-- us more directly efeertain-ereative-content-orformats-.
media-channel-or-The trend toward consolidation in online marketing may also affect pricing and availability of web




traffic inventory availableto-. Many of our current and potential competitors also have other competitive advantages over

us , or-deetdes-to-demand-a-higher-eest-for-such inventory-as longer operating histories, greater brand recognition, larger or

more diverse client bases, greater access to web traffic more generally, and srgmﬁcantly greater ﬁnanclal techmcal and
marketlng resources. As aresult, we ¢ may not be able to vente wekb







technology mfraqtructure necessary to send marketing emall% and operate our Web%lteq and any significant disruption in service
on our email network infrastructure or websites could result in a loss of consumers, which could harm our business, brand,
operating results and financial condition. Our brand, reputation and ability to attract consumers and insurance providers depend
on the reliable performance of our technology infrastructure and content delivery. We use emails to attract consumers to our
marketplace. Our systems may not be adequately designed with the necessary reliability and redundancy to avoid performance
delays or outages that could be prolonged and harmful to our business. If our websites are unavailable when users attempt to
access them, or if they do not load as qulckly as expected users may not return as often i in the future or at all —As—etuhuseﬁbase

systems is expensive and complex and we could experience opelatlonal f"ulures lnterrupmom delay@ or failures in these
systems, whether due to earthquakes, adverse weather conditions, other natural disasters, power loss, computer viruses,
cybersecurity attacks, physical break- ins, terrorism, errors in our software or otherwise, could be prolonged and could affect the
security or availability of our websites and applications, and prevent consumers from accessing our services. Such interruptions
also could result in third parties accessing our confidential and proprietary information, including our intellectual property or
consumer information. Problems with the reliability or security of our systems could harm our reputation, our ability to protect
our confidential and proprietary information, result in a loss of users of our marketplace or result in additional costs. If we do not
maintain or expand our network infrastructure successfully or if we experience operational failures or prolonged disruptions or
delays in the availability of our systems or a significant search engine, we could lose current and potential consumers, which
could harm our operating results and financial condition. Substantially all of the communications, network and computer
hardware used to operate our websites are located in the United States in Amazon Web Services and Google Cloud Platform
data centers. Although we believe our systems are fully redundant, there may be exceptions for certain hardware. In addition, we
do not own or control the operation of these facilities. Our systems and operations are vulnerable to damage or interruption from
fire, flood, power loss, telecommunications failure, terrorist attacks, acts of war, electronic and physical break- ins, computer
viruses, earthquakes and similar events. The occurrence of any of these events could result in damage to our systems and
hardware or could cause them to fail. In addition, we may not have sufficient protection or recovery plans in certain
circumstances. Problems faced by our third- party web hosting providers could adversely affect the experience of users of our
marketplace. Our third- party web hosting providers could close their facilities without adequate notice. Any financial
difficulties, up to and including bankruptcy, faced by our third- party web hosting providers or any of the service providers with
whom they contract may have adverse effects on our business, the nature and extent of which are difficult to predict. If our
third- party web hosting providers are unable to keep up with our growing capacity needs, our business could be harmed. Any
errors, defects, disruptions or other performance or reliability problems with our network operations could cause interruptions in
access to our marketplace as well as delays and additional expense in arranging new facilities and services and could harm our
reputation, business, operating results and financial condition. Although we carry business interruption insurance, it may not be
sufficient to compensate us for the potentially qlgnlﬁcant losses, including the potential harm to the future growth of our
bu%lnei% that may reqult ﬁom 1nterrupt10n§ 1n our %erwce as a result of %yitem fallule% We rely Geﬁs&meﬁ&depﬁen—e-f—ea-l-l-
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and 1f we are unable to retain, attract, develop and -mtegf&te—motlvate well- qualn‘led pefseﬂﬂel-employees em*abrl-tt-y—te
develop-and-stueeesstully-grow-our busmess and results of operations could be harmed. We believe our success depends on the
efforts and talents of our executives and employees. Our future success depends on our continuing ability to attract, develop,
motivate and retain highly qualified and skilled employees. Qualified individuals are in high demand, and we may incur
significant costs to attract and retain them. Experienced nfermatien-technology persennel-professionals , who are critical to the
success of our business, are in particularly high demand , including employees with Al expertise or experience using Al tools
. Competition for their talents is intense, and retaining such individuals can be difficult. The loss of any of our executive officers
or key employees could materially adversely affect our ability to execute our business plan and strategy, and we may not be able
to find adequate replacements on a timely basis, or at all. Our executive officers and other employees are at- will employees,
which means they may terminate their employment relationships with us at any time, and their knowledge of our business and
industry would be extremely difficult to replace. We cannot ensure that we will be able to retain the services of any members of
our senior management or other key employees. If we do not succeed in attracting well- qualified employees or retaining and

motiv atms_ ex1st1ng employees our business could be mdtenally adv elsely affected. I-f—we—afe—uﬂab-}ehte-stteeessfu-l-l-yhfespeﬂd—te

price-ofour-Class-A—eommen-stoekeoutd-deeline—Our operating results may be impacted by fdctors thdt impact our estimate of

the constrained lifetime value of commissions per policy. We recognize commission revenue based on the latest estimated
constrained lifetime value, or constrained LTV, for each product. Constrained LTVs are impacted by a number of factors, which
include, but are not limited to, carrier mix, policy duration and conversion rates of paying policies. These factors impact
historical trends and changes in those factors or in historical trends will affect our constrained LTV estimates in future periods
and therefore could adversely affect our revenue and financial results in those future periods. As a result, adverse changes in the
assumptions we make or constraints we apply erthe-assamptions-we-make-in computing expected lifetime values, such as
increased cancellation rates or lower renewal rates, would harm our business, operating results, financial condition and
prospects. Additionally, if customer cancellation rates exceed our expectations or renewal rates are less than expected, we may



not receive the commission revenue we have projected to receive, despite our having incurred and recorded the cost to sell the
policy. Any adverse impact on cancellation or renewal rates could lead to our receipt of commission payments that are less than
the amount we estimated when we recognized commission revenue. Under such circumstances, we would need to decrease the
remaining commissions receivable balance, which would result in a change to earnings in the period of the write- off Qs




and debit card payments we accept. We accept pdyments thIouOh credit and debit card transactlons For credit and debit card
payments, we pay interchange and other fees, which may increase over time. An increase in those fees may require us to
increase the prices we charge and would increase our operating expenses, either of which could harm our business, financial
condition and results of operations. We currently rely exclusively on one third- party vendor to provide payment processing
services, including the processing of payments from credit cards and debit cards, and our business would be disrupted if this
vendor becomes unwilling or unable to provide these services to us and we are unable to find a suitable replacement on a timely
basis. If we or our processing vendor fail to maintain adequate systems for the authorization and processing of credit card
transactions, it could cause one or more of the major credit card companies to disallow our continued use of their payment
products. In addition, if these systems fail to work properly and, as a result, we do not charge our customers’ credit cards on a
timely basis or at all, our business, revenue, results of operations and financial condition could be harmed. We are also subject
to payment card association operating rules, certification requirements and rules governing electronic funds transfers, which
could change or be reinterpreted to make it more difficult for us to comply. We are required to comply with payment card
industry security standards. Failing to comply with those standards may violate payment card association operating rules, federal
and state laws and regulations, and the terms of our contracts with payment processors. Any failure to comply fully also may
subject us to fines, penalties, damages and civil liability, and may result in the loss of our ability to accept credit and debit card
payments. Further, there is no guarantee that such compliance will prevent illegal or improper use of our payment systems or the
theft, loss or mlsuse of data pertaining to credit and deblt Cdrds card holders dnd transactions.




Bank, and in the future we could incur mdebtedness beyond our revolving lme of Credltaﬁd-tefm—}e&n— Borrowing under our
revolving line of credit or otherwise terrtean-, combined with our other financial obligations and contractual commitments,
could have significant adverse consequences, including: * requiring us to dedicate a portion of our cash resources to the payment
of interest and principal, reducing money available to fund working capital, capital expenditures, product development and other
general corporate purposes; * increasing our vulnerability to adverse changes in general economic, industry and market
conditions; ¢ subjecting us to restrictive covenants that may reduce our ability to take certain corporate actions or obtain further
debt or equity financing (for example, the covenants in the loan and security agreement for our revolving line of credit include
limitations on our ability to incur additional indebtedness and engage in certain fundamental business transactions, such as
mergers or acquisitions of other businesses);  limiting our flexibility in planning for, or reacting to, changes in our business and



the industry in which we compete; and * placing us at a competitive disadvantage compared to our competitors that have less
debt or better debt servicing options. In addition, any indebtedness we incur under our current revolving line of credit erterm
fean-will bear interest at a variable rate, which would make us vulnerable to increases in the market rate of interest. If the market
rate of interest increases substantially, we would have to pay additional interest, which would reduce cash available for our other
business needs. We intend to satisfy any future debt service obligations with our existing cash and cash equivalents. Under our
Amended Loan Agreement with Western Alliance Bank, our failure to make payments when due or comply with specified
covenants, as well as the occurrence of an event that would reasonably be expected to have a material adverse effect on our
business, operations, assets or financial condition, is an event of default. If an event of default occurs and the lender accelerates
any indebtedness then outstanding, we may need to seek additional financing, which may not be available on acceptable terms,
in a timely manner or at all. In such event, we may not be able to make accelerated payments, and the lender could seek to
enforce security interests in the collateral securing such indebtedness, which includes substantially all of our assets. In addition,
the covenants under our existing debt instruments, the pledge of our assets as collateral and the negative pledge with respect to
our intellectual property could limit our ability to obtain additional debt financing on acceptable terms or at all . Any of these
events could have a material adverse effect on our results of operations or financial condition . Risks related to Laws and
Regulation Negative changes in the regulatory environment, including with respect to the insurance industry,
telemarketing restrictions and data privacy requirements, have had in the past, and may in the future have, a material
and adverse impact on our revenue, business and growth. We are subject to regulation regarding the insurance industry.
The insurance industry in the United States is heavily regulated. The insurance regulatory framework addresses, among
other things: granting licenses to companies and agents to transact particular business activities; and regulating trade,
marketing, compensation and claims practices. The cost of compliance with such regulations or any non- compliance
could impose material costs on us and our partners and could subject us to claims, government enforcement actions, civil
and criminal liability or other remedies, including suspension of business operations, which could negatively affect our or
their business, marketing practices and budgets, and could have a material and adverse effect on our business, financial
condition, operating results, cash flows and prospects. In addition to the insurance regulatory framework, we and our
third- party publishers are subject to many other laws and requirements, including federal, state and local laws and
regulations regarding commercial email, telemarketing, search engines, internet tracking technologies, direct marketing,
data privacy and security, pricing, sweepstakes, promotions, intellectual property ownership and infringement, trade
secrets, export of encryption technology, acceptable content and quality of goods, and taxation, among others. Each of
our customer verticals is also subject to various laws and regulations, and our marketing activities on behalf of our
customers are regulated. Many of these laws and regulations are frequently changing and can be subject to various
interpretations and emphasis, and the extent and evolution of future government regulation is uncertain. Keeping our
business in compliance with or bringing our business into compliance with new laws and regulations, therefore, may be
costly, affect our revenue and harm our financial results. We are subject to regulation regarding data privacy and
security. We believe increased regulation may continue to occur in the area of data privacy and security, and laws and
regulations applying to the solicitation, collection, retention, deletion, sharing, use and other processing of personal
information. At the U. S. federal level, we are subject to the laws and regulations promulgated under the authority of the
Federal Trade Commission, which regulates unfair or deceptive acts or practices (including with respect to data privacy
and security). We are or may in the future become subject to state data privacy laws including, but not limited to, the
California Consumer Privacy Act of 2018, as amended by the California Privacy Rights Act of 2020, or collectively, the
CCPA. The CCPA requires covered businesses to, among other things, provide disclosures to California residents about
their data collection, use, sharing and processing practices and, with limited business exceptions, the CCPA affords such
individuals various rights with respect to their personal information, including to request deletion of personal
information collected about them and to opt- out of certain personal information selling and sharing practices. A
number of other states have enacted, or are considering enacting, broad data privacy laws. In addition, laws in all 50 U.
S. states require businesses to provide notice under certain circumstances to consumers whose sensitive personal
information has been disclosed as a result of a data breach. Foreign laws and regulations such as the United Kingdom
General Data Protection Regulation, or UK GDPR, may also apply to our Northern Ireland operations and employees.
The UK GDPR includes a range of compliance obligations and penalties for non- compliance that are significant.
Additionally, we are and in the future may become, subject to various other obligations relating to data privacy and
security, including industry standards, external and internal policies, contracts and other obligations, and other
potential laws and regulations including those relating to cybersecurity and the use of Al in products or services by
federal and state regulators, as well as the adoption of industry guiding principles for cybersecurity and the use of Al,
such as by the National Association of Insurance Commissioners, or NAIC. Existing and new data privacy and security
laws and regulations could affect, and may result in significant expenditures to ensure, our ability to store, use, share and
otherwise process personal information in accordance with applicable laws and regulations. The cost of compliance with
new or existing regulations could impose significant costs on our business, which could materially adversely affect our
business, financial condition or results of operations. We are subject to regulation regarding telemarketing and
robotexting marketing campaigns. In connection with our telemarketing campaigns to generate traffic for our
customers, we are subject to various state and federal laws regulating telemarketing communications (including SMS or
text messaging), including the TCPA, which requires prior express written consent for certain types of telemarketing
calls. Our efforts to comply with the TCPA have not had a material impact on traffic conversion rates. However,
depending on future traffic and product mix, it could potentially have a material effect on our revenue and profitability,
including increasing our and our customers’ exposure to enforcement actions and litigation. TCPA regulations have



resulted in an increase in individual and class action litigation against marketing companies for alleged TCPA violations.
TCPA violations can result in significant financial penalties, including penalties or criminal fines imposed by the FCC or
fines of up to $ 1, 500 per violation imposed through private litigation or by state authorities. Additionally, we generate
inquiries from users that provide a phone number, and a significant amount of revenue comes from calls made by our
internal call centers as well as, in some cases, by third- party publishers’ call centers. We also purchase a portion of
inquiry data from third- party publishers, including our verified partner network, and cannot guarantee that these third
parties will comply with applicable laws and regulations. Any failure by us or the third- party publishers on which we
rely for telemarketing, email marketing, and other performance marketing activities to adhere to or successfully
implement appropriate processes and procedures in response to existing laws and regulations and changing regulatory
requirements could result in legal and monetary liability, significant fines and penalties, or damage to our reputation in
the marketplace, any of which could have a material adverse effect on our business, financial condition and results of
operations. Furthermore, our customers may make business decisions based on their own experiences with the TCPA
regardless of our products and the changes we implemented to comply with the new regulations. These decisions may
negatively affect our revenue or profitability. Changes in regulations, or the regulatory environment, applicable to us or
our media sources, third party publishers or customers could also have a material adverse effect on our business. For
example, on January 26, 2024, the FCC published regulations furthering what it has characterized as its “ multi-
pronged approach to unwanted and illegal calls. ” New rules were adopted concerning so- called “ robotexting, ” which
include requirements for blocking texts from “ red flagged ” numbers, codifying Do- Not- Call rules for text messages,
and encouraging an opt- in approach for mobile carrier delivery of email- to- text messages. The new rules also close
what the Commission refers to as the “ lead generator loophole ” by requiring “ one- to- one consent ” for calls or texts
subject to the TCPA prohibition on calls or texts made using an automatic telephone dialing system or pre- recorded /
artificial voice messages to wireless or residential numbers absent consent or an emergency purpose. Under the new rule,
a separate consent must be obtained from a consumer for each seller to make calls or send texts covered by the wireless
or residential number prohibition. As part of its adoption of the new lead generator provision, the Commission also
further tightened consent requirements for all telemarketing calls and texts to wireless or residential numbers subject to
the wireless or residential number prohibition. The new rules could have a material adverse impact on our media
sources and our customers due to increased costs, technological compliance challenges and additional legal risks,
including potential liabilities or claims relating to compliance. Decreased participation in online advertising by our
media sources or customers as a result of the proposed rules could have a material adverse impact on our business,
results of operation and financial condition, as it may reduce the availability to us of qualified inquiries. Additionally, the
FCC’ s new rules, and other future changes in laws may increase our compliance costs, and any failure by us or our
media sources or customers to comply with such laws may subject us to significant liabilities. We are subject to
regulation regarding email marketing campaigns. In connection with our email campaigns to generate traffic for our
customers, we are subject to various state and federal laws regulating commercial email communications, including the
federal CAN- SPAM Act. If we or any of our third- party publishers fail to comply with any provisions of these laws or
regulations, we could be subject to regulatory investigation, enforcement actions and litigation, as well as indemnification
obligations with respect to our customers. Any negative outcomes from such regulatory actions or litigation, including
monetary penalties or damages, could have a material adverse effect on our financial condition, results of operation and
reputation. We may become subject to litigation, audit or investigation, which could result in financial liability, fines and
penalties, restrictions on our operations or reputational damage. Violations or alleged violations of laws and regulations,
or any such obligations, by us, our third- party publishers, our customers or our third- party service providers on which
we rely to process personal information on our behalf, could result in enforcement actions, litigation, damages, fines,
criminal prosecution, unfavorable publicity, and restrictions on our ability to operate, any of which could have a
material adverse effect on our business, financial condition and results of operations. In addition, new laws or
regulations (including amendments thereof or changes in enforcement of existing laws or regulations applicable to us or
our customers) could affect the activities or strategies of us or our customers and, therefore, lead to reductions in their
level of business with us or otherwise impact our business. We may also become subject to audits, inquiries,
investigations, claims of non- compliance or lawsuits by federal and state governmental agencies, regulatory agencies,
attorneys general and other governmental or regulatory bodies, any of whom may allege violations of legal and
regulatory requirements. For our dispositioned assets or businesses, we retain certain liabilities or obligations in
connection with our pre- closing actions or omissions, contractual or otherwise. If any audits, inquiries, investigations,
claims of non- compliance and lawsuits by federal and state governmental agencies, regulatory agencies, attorneys
general and other governmental or regulatory bodies are unfavorable to us, we may be required to pay monetary fines
or penalties or have restrictions placed on our business, which could materially adversely affect our business, financial
condition, results of operations and cash flows . Risks Related to Our Intellectual Property We may not be able to adequately
protect our intellectual property rights. Our business depends on our intellectual property, the protection of which is crucial to
the success of our business. We rely on a combination of trademark, trade secret and copyright law and contractual restrictions
to protect our intellectual property. In addition, we attempt to protect our intellectual property, technology and confidential
information by requiring our employees and consultants to enter into confidentiality and assignment of inventions agreements
and third parties to enter into nondisclosure agreements as we deem appropriate. Despite our efforts to protect our proprietary
rights, unauthorized parties may attempt to copy aspects of our website features, software and functionality or obtain and use
information that we consider proprietary. We may not be able to discover or determine the extent of any unauthorized use or
infringement or violation of our intellectual property or proprietary rights. Third parties also may take actions that diminish the



value of our proprietary rights or our reputation. The protection of our intellectual property may require the expenditure of
significant financial and managerial resources. Litigation may be necessary in the future to enforce our intellectual property
rights, to protect our trade secrets, to determine the validity and scope of the proprietary rights of others or to defend against
claims of infringement or invalidity. Such litigation could be costly, time- consuming and distracting to management, result in a
diversion of resources, the impairment or loss of portions of our intellectual property and could materially adversely affect our
business, financial condition and operating results. Furthermore, our efforts to enforce our intellectual property rights may be
met with defenses, counterclaims and countersuits attacking the validity and enforceability of our intellectual property rights , or
—Fhesesteps-may be inadequate to protect our intellectual property. We will not be able to protect our intellectual property if we
are unable to enforce our rights or if we do not detect unauthorized use of our intellectual property. Despite our precautions, it
may be possible for unauthorized third parties to use information that we regard as proprietary to create product offerings that
compete with ours. We also cannot be certain that others will not independently develop or otherwise acquire equivalent or
superior technology or other intellectual property rights, which could materially adversely affect our business, financial
condition and operating results. Competitors may adopt service names similar to ours, thereby harming our ability to build brand
identity and possibly leading to user confusion. In addition, there could be potential trade name or trademark infringement
claims brought by owners of other registered trademarks or trademarks that incorporate variations of the term “ EverQuote. ”
We currently hold the “ everquote. com ” internet domain name as well as various other related domain names. The regulation
of domain names in the United States is subject to change. Regulatory bodies could establish additional top- level domains,
appoint additional domain name registrars, or modify the requirements for holding domain names. As a result, we may not be
able to acquire or maintain all domain names that use the name EverQuote. We currently eperate-generate revenue only in the
United States. To the extent that we determine to expand our business internationally, we will encounter additional risks,
including different, uncertain or more stringent laws relating to intellectual property rights and protection. We may in the future
be subject to intellectual property disputes, which are costly to defend and could harm our business and operating results. From
time to time we have faced and may continue to face allegations or claims that we have infringed the trademarks, copyrights,
patents and other intellectual property rights of third parties, including from our competitors or non- practicing entities. Such
claims, regardless of their merit, could result in litigation or other proceedings and could require us to expend significant
financial resources and attention by our management and other personnel that otherwise would be focused on our business
operations, result in injunctions against us that prevent us from using material intellectual property rights, or require us to pay
damages to third parties. Patent and other intellectual property litigation may be protracted and expensive, and the results are
difficult to predict and may result in significant settlement costs or require us to stop offering some features, or purchase
licenses or modify our products and features while we develop non- infringing substitutes, but such licenses may not be
available on terms acceptable to us or at all, which would require us to develop alternative intellectual property. Even if these
matters do not result in litigation or are resolved in our favor or without significant cash settlements, these matters, and the time
and resources necessary to litigate or resolve them, could harm our business, our operating results and our reputation. As our
business expands, we may be subject to intellectual property claims against us with increasing frequency, scope and magnitude.
We may also be obligated to indemnify affiliates or other partners who are accused of violating third parties’ intellectual
property rights by virtue of those affiliates or partners’ agreements with us, and this could increase our costs in defending such
claims and our damages. For example, many of our agreements with insurance providers and other partners require us to
indemnify these entities against third- party intellectual property infringement claims. Furthermore, such insurance providers
and partners may discontinue their relationship with us either as a result of injunctions or otherwise. The occurrence of these
results could harm our brand or materially adversely affect our business, financial position and operating results. Confidentiality
agreements with employees and others may not adequately prevent disclosure of trade secrets and other proprietary information.
In order to protect our technologies and processes, we rely in part on confidentiality agreements with our employees,
independent contractors and other advisors. These agreements may not effectively prevent disclosure of confidential
information, including trade secrets, and may not provide an adequate remedy in the event of unauthorized disclosure of
confidential information. In addition, others may independently discover our trade secrets and proprietary information, and in
such cases we may not be able to assert our trade secret rights against such parties. To the extent that our employees, contractors
or other third parties with whom we do business use intellectual property owned by others in their work for us, disputes may
arise as to the rights to related or resulting know- how and inventions. The loss of confidential information or intellectual
property rights, including trade secret protection, could make it easier for third parties to compete with our products. In addition,
any changes in, or unexpected interpretations of, intellectual property laws may compromise our ability to enforce our trade
secret and intellectual property rights. Costly and time- consuming litigation could be necessary to enforce and determine the
scope of our proprietary rights, and failure to obtain or maintain protection of our trade secrets or other proprietary information
could harm our business, results of operations, reputation and competitive position. Our use of “ open source ” software could
adversely affect our ability to protect our proprietary software and subject us to possible litigation. We use open source software
in connection with our software development. From time to time, companies that use open source software have faced claims
challenging the use of open source software and-or compliance with open source license terms. We could be subject to suits by
parties claiming ownership of what we believe to be open source software, or claiming non- compliance with open source
licensing terms. Some open source licenses require users who distribute software containing open source to make available all
or part of such software, which in some circumstances could include valuable proprietary code of the user. While we monitor
our use of open source software and try to ensure that none is used in a manner that would require us to disclose our proprietary
source code or that would otherwise breach the terms of an open source agreement, such use could inadvertently occur, in part
because open source license terms are often ambiguous. Any requirement to disclose our proprietary source code or pay
damages for breach of contract could be harmful to our business, results of operations or financial condition, and could help our



competitors develop services that are similar to or better than ours.







should collect sales use, value added or similar taxes, and we could be sub]ect to llclblllty with 1espeut to past or future sales,
which could adversely affect our operating results. We do not collect sales, use, value added or similar taxes in jurisdictions in
which we have sales, and we believe that such taxes are not applicable , either because we do not have the requisite amount of
contacts with the state for the state to be able to impose these taxes or our products and services are not subject to these taxes.
Sales, use, value added and similar tax laws and rates vary greatly by jurisdiction. Certain jurisdictions in which we do not
collect such taxes may assert that such taxes are applicable, which could result in tax assessments, penalties and interest, to us or
our end- customers for the past amounts, and we may be required to collect such taxes in the future. If we are unsuccessful in
collecting such taxes from our end- customers, we could be held liable for such costs. Such tax assessments, penalties and
interest, or future requirements may adversely affect our operating results. For example, in 2019, we were contacted by a
representative from a state * s tax assessor’ s office requesting remittance of uncollected sales taxes. While the state tax assessor’
s office completed its audit for the period under review and concluded that there wi ere no tdxes due, there can be no assurances
that we will ple\'all W 1th Iespect to our tax posmons in the future. ; ; ;




Risks Related to Our Clais A Common Stock An actlve trading market for our Clais A common stock may not be sustained.
©ur-In 2023, the average trading volume of our Class A common stock began-trading-on the Nasdaq Global Market was 381
onJune28-, 20648450 and, as of January 31, 2024, our market capitalization was $ 432. 3 million . Given the limited trading
volume and market capitalization histery-ofour-ClassA—eemmon-stoek-, there is a risk that an active trading market for our
shares may not be sustained, which could put downward pressure on the market price of our Class A common stock and thereby
affect the ability of our stockholders to sell their shares at attractive prices, at the times that they would like to sell them, or at
all. The market price of our Class A common stock has been and may continue to be volatile, which could result in substantial
losses for investors and could subject us to securities class action litigation. The market price of our Class A common stock has
been and could continue to be subject to significant fluctuations. For example, our Class A common stock traded within a range
of a high price of $ 63. 44 per share and a low price of $ 4. 05 per share for the period beginning June 28, 2018, our first day of
trading on the Nasdaq Global Market, through December 31, 2622-2023 . Some of the factors that may cause the market price
of our Class A common stock to fluctuate include: ¢ price and volume fluctuations in the overall stock market from time to time;
« volatility in the market price and trading volume of comparable companies; * actual or anticipated changes in our earnings or
fluctuations in our operating results or in the expectations of securities analysts; * announcements of new service offerings,
strategic alliances or significant agreements by us or by our competitors; * loss of key personnel;  litigation involving us or that
may be perceived as having an adverse effect on our business; ¢ changes in general economic, industry and market conditions
and trends; © investors’ general perception of us; ¢ sales of large blocks of our stock; and * announcements regarding industry
consolidation. In addition, equity markets in general, and the equities of technology companies in particular, have experienced
and may experience in the future, extreme price and Volume fluctuations due to, among other factors, the actions of malket
participants or other actions outside of our control 74 &9 at-1a vola 8 .
Such price and volume fluctuations may adversely affect the market price of our common stock for reasons unrelated to our
business or operating results. In the past, following periods of volatility in the market price of a company’ s securities, securities
class action litigation has often been brought against that company. For example, we were subject to a class action lawsuit
alleging federal securities law violations in connection with our IPO. Because of the past and potential future volatility of our
stock price, we may become the target of additional securities litigation in the future. Securities litigation could result in

subitantlal costs and divert mamgement s attentlon and resources from our busmess Our-quarterly-operating results-orother

Veﬁﬂg—pewer—wﬂl limit or preclude the ablhty of other itockholders to influence corporate matters, mcludmg the election of
directors, amendments of our organizational documents and any merger, consolidation, sale of all or substantially all of our
assets, or other major corporate transaction requiring stockholder approval. Our Class B common stock has 10 votes per share,
and our Class A common stock has one vote per share. Our directors, executive officers and holders of more than 10 % of our
common stock, and their respective affiliates, held in the aggregate approximately #5-72 % of the voting power of our capital
stock as of January 31, 2623-2024 ; and Link Ventures, directly or through a voting agreement parstant-te-whiteh-TomasRevesz



them-inrthe-manner-direeted-by binkVentures-, together with Cogo Labs, held in the aggregate approximately #3-71 % of the
voting power of our capital stock as of that date. Because of the 10- to- one voting ratio between our Class B and Class A
common stock, the holders of our Class B common stock collectively will continue to control a majority of the combined voting
power of our common stock and therefore be able to control all matters submitted to our stockholders for approval. This
concentration of voting power will limit or preclude your ability to influence corporate matters for the foreseeable future,
including the election of directors, amendments of our organizational documents, and any merger, consolidation, sale of all or
substantially all of our assets, or other major corporate transaction requiring stockholder approval. This may also prevent or
discourage unsolicited acquisition proposals or offers for our capital stock that you may feel are in your best interest as one of
our stockholders. In addition, major stock index providers, such as FTSE Russell and S & P Dow Jones, exclude from their
indices non- voting securities or the securities of companies with unequal voting rights. Exclusion from stock indices could
make it more difficult, or impossible, for some fund managers to buy our Class A common stock, particularly in the case of
index tracking mutual funds and exchange traded funds, which could adversely affect the trading liquidity and market price of
our Class A common stock. Future transfers by holders of Class B common stock will generally result in those shares
converting to Class A common stock, subject to limited exceptions, such as certain transfers to trusts and individual retirement
accounts. In addition, all shares of Class B common stock will be required to convert to Class A common stock upon the
election of a majority by voting power of the outstanding Class B common stock. The conversion of Class B common stock to
Class A common stock will have the effect, over time, of increasing the relative voting power of those holders of Class B
common stock who retain their shares. Our status as a *“ controlled company ” could make our Class A common stock less
attractive to some investors or otherwise harm our stock price. More than 50 % of our voting power is held by entities affiliated
with Link Ventures. As a result, we are a “ controlled company ” under the rules of the Nasdaq Stock Market. Under these rules,
a company of which more than 50 % of the voting power is held by an individual, a group or another company is a * controlled
company ” and, as such, will be exempt from certain corporate governance requirements, including requirements that: « a
majority of the board of directors consist of independent directors; ¢ director nominees be selected or recommended for the
board’ s selection by independent directors constituting a majority of the independent directors or by a nominations committee
with prescribed duties and a written charter and comprised solely of independent directors; and ¢ the board of directors maintain
a compensation committee with prescribed duties and a written charter and comprised solely of independent directors. We have
availed ourselves of certain of these exemptions and, for so long as we qualify as a *“ controlled company, > we will maintain the
option to utilize from time to time some or all of these exemptions. For example, we do not have a nominations committee, and
director nominees might not be selected or recommended for the board’ s selection by a qualifying nominations committee or by
independent directors constituting a majority of the independent directors, and our compensation committee is not comprised
solely of independent directors. Accordingly, should the interests of Link Ventures differ from those of other stockholders, the
other stockholders may not have the same protections afforded to stockholders of companies that are subject to all of the Nasdaq
Stock Market corporate governance standards. Our status as a controlled company could make our Class A common stock less
attractive to some investors or otherwise harm our stock price. A significant portion of our total outstanding shares may be sold
into the public market in the near future, which could cause the market price of our Class A common stock to drop significantly,
even if our business is doing well. Sales-of We could sell a significant number of shares of our Class A common stock in the
public market eetld-eeeunr-to raise additional capital or for other corporate purposes without stockholder approval at any
time. Fhese-In addition, the Board of Directors could designate and sell a class of preferred stock with preferential rights
over the Class A common stock with respect to dividends or other distributions. We are filing a universal shelf
registration statement on Form S- 3 with the SEC concurrently with the filing of this Annual Report on Form 10- K,
which when declared effective, will register for sale up to $ 150. 0 million of any combination of our common stock,
preferred stock, debt securities, warrants, rights or units from time to time and at prices and on terms that we may
determine. Any sales under our universal shelf registration statement , or the market perception that the holders of a large
number of shares intend to sell shares, could reduce the market price of our Class A common stock. In addition to our
outstanding Class A common stock, as of January 31, 2023-2024 , there were 1, 566-896 , 626-102 shares of Class A common
stock subject to outstanding options, 564-390 , 289-748 shares of either Class A common stock or Class B common stock
subject to outstanding options, 2, 6++060 , 434-934 shares of Class A common stock subject to outstanding restricted stock unit
awards, or RSUs, and an additional 1, 542-816 , 644-303 shares of Class A common stock reserved for future issuance under our
equity incentive plan. Because we have registered +5-17 , 949-578 , 666-382 shares of our Class A common stock and Class B
common stock that may be issued under our equity incentive plans pursuant to registration statements on Form S- 8, any such
shares that we issue can be freely sold in the public market upon issuance, subject to the restrictions imposed on our affiliates
under Rule 144. Moreover, holders of a significant number of shares of our Class A common stock and Class B common stock
as of January 31, 2623-2024 , have rights, subject to certain conditions, to require us to file registration statements covering their
shares or to include their shares in registration statements that we may file for ourselves or other stockholders. Upon registration,
such shares would be able to be freely sold in the public market. Anti- takeover provisions in our restated certificate of
incorporation and our amended and restated bylaws, as well as provisions of Delaware law, might discourage, delay or prevent a
change in control of our company or changes in our management and, therefore, depress the trading price of our Class A
common stock. Our restated certificate of incorporation and amended and restated bylaws and Delaware law contain provisions
that may discourage, delay or prevent a merger, acquisition or other change in control that stockholders may consider favorable,
including transactions in which you might otherwise receive a premium for your shares of our Class A common stock. These
provisions may also prevent or delay attempts by our stockholders to replace or remove our management or directors. Our
corporate governance documents include provisions: ¢ providing that directors may be removed by stockholders only for cause



and only with a vote of the holders of shares representing a majority of the voting power of all shares that stockholders would be
entitled to vote for the election of directors; * limiting the ability of our stockholders to call and bring business before special
meetings of stockholders and to take action by written consent in lieu of a meeting; ¢ requiring advance notice of stockholder
proposals for business to be conducted at meetings of our stockholders and for nominations of candidates for election to our
board of directors; ¢ authorizing blank check preferred stock, which could be issued with voting, liquidation, dividend and other
rights superior to our Class A common stock; and ¢ limiting the liability of, and providing indemnification to, our directors and
officers. As a Delaware corporation, we are also subject to provisions of Delaware law, including Section 203 of the Delaware
General Corporation Law, which limits the ability of stockholders holding shares representing more than 15 % of the voting
power of our outstanding voting stock from engaging in certain business combinations with us , unless the interested
stockholder attained such status with the approval of our board of directors or unless the business combination is
approved in a prescribed manner . Any provision of our restated certificate of incorporation or amended and restated bylaws
or Delaware law that has the effect of delaying or deterring a change in control could limit the opportunity for our stockholders
to receive a premium for their shares of our Class A common stock, and could also affect the price that some investors are
willing to pay for our Class A common stock. The existence of the foregoing provisions and anti- takeover measures could limit
the price that investors might be willing to pay in the future for shares of our Class A common stock. They could also deter
potential acquirers of our company, thereby reducing the likelihood that you could receive a premium for your Class A common
stock in an acquisition. Our restated certificate provides that the Court of Chancery of the State of Delaware is the sole and
exclusive forum for substantially all disputes between us and our stockholders. Our restated certificate further provides that the
federal district courts of the United States of America are the sole and exclusive forum for the resolution of any complaint
asserting a cause of action arising under the Securities Act. These choice of forum provisions could limit the ability of
stockholders to obtain a favorable judicial forum for disputes with us or our directors, officers or employees. Our restated
certificate of incorporation provides that the Court of Chancery of the State of Delaware (or, if the Court of Chancery of the
State of Delaware does not have jurisdiction, the federal district court for the District of Delaware) shall, to the fullest extent
permitted by law, be the sole and exclusive forum for (1) any derivative action or proceeding brought on behalf of our company,
(2) any action asserting a claim of breach of fiduciary duty owed by any director, officer or other employee or stockholder of
our company to us or our stockholders, (3) any action asserting a claim arising pursuant to any provision of the Delaware
General Corporation Law or as to which the Delaware General Corporation Law confers jurisdiction on the Court of Chancery
or (4) any action asserting a claim governed by the internal affairs doctrine. Our restated certificate of incorporation further
provides that, unless we consent in writing to the selection of an alternative forum, the federal district courts of the United States
of America shall, to the fullest extent permitted by law, be the sole and exclusive forum for the resolution of any complaint
asserting a cause of action arising under the Securities Act of 1933, as amended, or the Securities Act. In Salzberg v.
Sciabacucchi, No. 346, 2019 (Del. Mar. 18, 2020), the Delaware Supreme Court, reversing the Delaware Court of Chancery ,
held that such federal forum selection provisions are “ facially valid ”” under Delaware law, although there is uncertainty as to
whether courts in other states will enforce these provisions and we may incur additional costs of litigation should such
enforceability be challenged. Neit-hefAlthough some courts have disagreed, at least one federal circuit court of these-chotee
offorum-appeals has ruled that a bylaw previstens— provision would-affeetsuitsrequiring all derivative actions be brought
to-in Delaware state court was eﬂ-fefee-enforceable any—habﬂ-r@—er—dtrty—ere&ted—by—wnh respect to clalms under Sectlon 14
(a) of the -Seeuﬂﬁes-Exchange Act of 1934 -as-amended;orthe Exchange Aetortherulesand e
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