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In	addition	to	the	factors	discussed	elsewhere	in	this	Report,	the	following	risks	and	uncertainties,	some	of	which	have	occurred
and	any	of	which	may	occur	in	the	future,	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	results	of
operations	,	and	cash	flows.	Additional	risks	and	uncertainties	not	presently	known	to	us	or	that	we	currently	deem	immaterial
may	also	impair	our	business,	financial	condition,	results	of	operations	,	and	cash	flows.	Our	actual	results	may	differ	materially
from	any	future	results	expressed	or	implied	by	such	forward-	looking	statements	as	a	result	of	various	factors,	including,	but	not
limited	to,	those	discussed	in	the	sections	of	this	Report	titled	“	Cautionary	Note	Regarding	Forward-	Looking	Statements	”	and
“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations.	”	Risk	Factor	Summary	An
investment	in	our	securities	is	subject	to	numerous	risks	and	uncertainties,	and	the	following	is	a	summary	of	key	risk	factors
when	considering	an	investment.	You	should	read	this	summary	together	with	the	more	detailed	description	of	each	these	and
other	risk	factor	factors	contained	in	the	subheadings	further	below.	•	We	have	a	history	of	losses	and	may	not	achieve	or
maintain	profitability	in	the	future	.	•	Our	customers	may	encounter	difficulties	with	investing	through	our	platform,	and	face
risks	including	those	related	to	a	lack	of	information	available	about	private	companies,	liquidity	concerns	and	potential	transfer
or	sale	restrictions	with	respect	to	securities	offered	on	our	platform	.	•	There	is	no	assurance	that	our	revenue	and	business
models	will	be	successful.	•	If	we	are	unable	to	develop	new	solutions	or	adapt	to	technological	changes,	our	revenue	may	not
grow	as	expected.	•	If	we	fail	to	attract	retain	our	existing	customers	or	acquire	new	customers	,	or	fail	to	do	so	in	a	cost-
effective	manner,	our	business	may	could	be	harmed.	•	We	face	intense	and	increasing	competition	and,	if	we	do	not	compete
effectively,	our	competitive	positioning	and	our	operating	results	will	be	harmed.	Some	of	•	Given	our	current	and	focus	on	the
private	market,	our	customers	may	encounter	additional	risks	when	investing	through	our	platform,	including	potential
transfer	competitors	have	longer	operating	histories,	particularly	with	respect	to	our	-	or	sale	restrictions	on	securities,	lack	of
information	about	private	companies,	opacity	in	pricing,	and	liquidity	concerns.	•	Unfavorable	macroeconomic	or
financial	services	market	conditions,	as	well	as	adverse	global	economic	or	geopolitical	conditions	could	limit	our	ability
to	grow	our	business	,	significantly	greater	financial,	technical,	marketing	and	other	resources	and	a	larger	customer	base	than
we	do.	•	Geopolitical	conflicts,	trailing	effects	of	the	COVID-	19	pandemic,	and	other	macroeconomic	conditions	and	their
resultant	impacts	on	the	global	financial	markets,	may	harm	our	business	and	our	reputation.	•	We	rely	on	our	management	team
and	will	require	additional	key	personnel	to	grow	our	business,	and	the	loss	of	key	management	members	or	key	employees,	or
an	and	adversely	affect	the	results	of	inability	to	hire	key	personnel,	could	harm	our	business	operations	.	•	Our	business	is
subject	to	extensive	,	complex,	and	evolving	laws	and	regulations	promulgated	by	U.	S.	state,	U.	S.	federal	,	and	non-	U.	S.
laws,	including	those	applicable	to	broker	-	dealers,	investment	advisers	,	and	alternative	trading	systems,	including	such	as
regulation	by	the	SEC	and	FINRA	,	and	in	the	jurisdictions	in	which	we	operate	.	These	laws	are	subject	to	change	and	are
interpreted	and	enforced	by	various	federal,	state,	and	local	government	authorities,	as	well	as	self-	regulatory
organizations	.	Compliance	with	laws	and	regulations	require	significant	expense	and	devotion	of	resources,	which	may
adversely	affect	our	ability	to	operate	profitably.	•	We	rely	on	may	be	unable	to	sufficiently	obtain,	maintain,	protect,	or	our
enforce	executive	team	and	key	personnel	to	grow	our	business,	and	the	loss	of	our	-	or	inability	to	hire	either	intellectual
property	and	other	proprietary	rights,	any	of	which	could	reduce	our	competitiveness	and	harm	our	business	.	•	Cyber	incidents
or	attacks	directed	at	us	and	operating	to	our	systems	could	results	-	result	in	unauthorized	access,	information	theft,	data
corruption,	operational	disruption,	and	/	or	financial	and	reputational	loss	.	•	We	collect,	store,	share,	disclose,	transfer,
use	,	and	otherwise	process	customer	information	and	other	data,	including	personal	information,	and	an	actual	or	perceived
failure	by	us	or	our	third-	party	service	providers	to	protect	such	information	and	data	or	respect	customers’	privacy	could
damage	our	reputation	and	brand,	negatively	affect	our	ability	to	retain	customers	and	harm	our	business,	financial	condition,
operating	results,	cash	flows	,	and	prospects.	•	We	depend	on	third	parties	for	a	wide	array	of	services,	systems	,	and	information
technology	applications,	and	a	breach	or	violation	of	law	by	one	of	these	third	parties	could	disrupt	our	business	or	provide	our
competitors	with	an	opportunity	to	enhance	their	position	at	our	expense	.	Additionally,	the	loss	of	any	of	those	service
providers	could	materially	and	adversely	affect	our	business,	results	of	operations	,	and	financial	condition	.	•	Cyber	incidents	or
attacks	directed	at	us	and	to	our	systems	could	result	in	unauthorized	access,	information	theft,	data	corruption,	operational
disruption	and	/	or	financial	and	reputational	loss,	and	we	may	not	be	able	to	insure	against	such	risk	.	•	We	have	previously
completed	and	may	continue	to	evaluate	and	complete	acquisitions	in	the	future,	which	could	require	significant	management
attention,	result	in	additional	dilution	to	our	stockholders,	increase	expenses	and	,	disrupt	our	business	,	and	adversely	affect	our
financial	results.	Risks	Related	to	Our	Business	Our	net	loss	was	$	90.	2	million	and	$	111.	9	million	and	$	18.	5	million	for	the
years	ended	December	31,	2023	and	2022	and	2021	,	respectively.	As	of	December	31,	2022	2023	,	we	had	an	accumulated
deficit	of	$	190	280	.	4	6	million.	We	may	continue	to	incur	net	losses	in	the	future.	We	will	need	to	generate	and	sustain
significant	revenue	for	our	business	generally	in	future	periods	in	order	to	achieve	and	maintain	profitability.	We	also	expect
general	and	administrative	expenses	to	continue	to	increase	to	meet	the	increased	compliance	and	other	requirements	associated
with	operating	as	a	public	company	and	evolving	regulatory	requirements.	Our	efforts	to	grow	our	business	may	be	more	costly
than	we	expect,	and	we	may	not	be	able	to	increase	our	revenue	sufficiently	to	offset	our	higher	operating	expenses.	We	may
continue	to	incur	losses,	and	we	may	not	achieve	or	maintain	future	profitability	due	to	a	number	of	reasons,	including	the	risks
described	in	this	Report,	unforeseen	expenses,	difficulties,	complications	and	delays,	and	other	unknown	events.	Furthermore,	if
our	future	growth	and	operating	performance	fail	to	meet	investor	or	analyst	expectations,	or	if	we	have	future	negative	cash



flow	or	losses	resulting	from	expanding	our	operations,	this	could	make	it	difficult	for	you	to	evaluate	our	current	business	and
our	future	prospects	and	have	a	material	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations	.	The
majority	of	our	revenue	historically	is	derived	from	commissions	earned	on	securities-	based	transactions	,or	placement	fees
.We	maintain	a	platform	which	generates	revenue	through	our	Forge	Markets	offering	by	volume-	based	fees	sourced	from
institutions,individual	investors	,	and	shareholders	stockholders	.Furthermore,although	we	continue	to	invest	and	develop	our
platform	to	complete	transactions	in	a	more	automated	and	tech	enabled	manner,portions	of	our	platform	rely	upon	manual
procedures	carried	out	by	our	private	market	specialists	who	help	facilitate	trades	between	buyers	and	sellers.We	also	generate
revenues	through	our	Forge	Trust	offering	with	account	fees,cash	management	fees	,	and	custody-	as-	a-	service	fees	through
custodial	offerings,or	custodial	administration	fees	for	all	Forge	customers	and	also	through	our	Forge	Intelligence	and	FCS
offerings	-	offering	and	private	company	solutions	.With	respect	to	placement	fees	-	fee	revenue	,a	decline	in	the	price	of
securities	transactions	brokered	by	us,or	a	decline	in	the	financial	markets	generally,or	a	decline	in	fee	rates	could	negatively
impact	our	revenue	and	overall	financial	position.Additionally,if	we	fail	to	acquire	and	retain	new	institutions,individual
investors	,	and	shareholders	stockholders	,or	fail	to	do	so	in	a	cost-	effective	manner,we	may	be	unable	to	increase	revenue	and
achieve	profitability	for	our	Forge	Markets	and	Forge	Trust	offerings.Additionally,our	Forge	Intelligence	and	FCS	offerings	-
offering	and	private	company	solutions	may	not	gain	market	acceptance	or	prove	to	be	profitable	in	the	long	term.While	some
of	our	issuer	customers	may	prefer	that	we	not	publish	the	transaction	prices	for	transactions	in	their	securities,which	could
impact	our	Forge	Intelligence	and	Forge	Markets	offerings,we	maintain	that	such	prices	are,by	definition,information	belonging
to	us.We	negotiate	exceptions	to	this	policy	on	a	case-	by-	case	basis,and	such	exceptions	have	historically	been	very	limited.We
are	continually	refining	refine	our	revenue	and	business	model,which	is	premised	on	creating	a	virtuous	cycle	for	our	clients
customers	to	engage	in	more	products	across	our	platform.We	promote	our	complementary	offerings	such	as	our	Forge
Intelligence	offering	and	FCS	private	company	solutions	to	the	institutions,individual	investors	,	and	shareholders
stockholders	who	partake	in	our	Forge	Markets	offering.There	is	no	assurance	that	these	efforts	will	be	successful	or	that	we
will	generate	revenues	commensurate	with	our	efforts	and	expectations,or	become	profitable.We	may	be	forced	to	make
significant	changes	to	our	revenue	and	business	model	to	compete	with	our	competitors’	offerings,and	even	if	such	changes	are
undertaken,there	is	no	guarantee	that	they	will	be	successful.Additionally,we	will	likely	be	required	to	hire,train	,	and	integrate
qualified	personnel	to	meet	and	further	our	business	objectives,and	our	ability	to	successfully	do	so	is	uncertain.We	operate	in	a
dynamic	industry	characterized	by	rapidly	evolving	technology,frequent	product	introductions	,	and	competition	based	on
pricing	and	other	differentiators.Our	scalability	could	be	contingent	on	us	successfully	building	a	mobile	app	for	our
services,which	may	be	expensive	and	time	consuming,and	the	success	of	which	is	not	guaranteed.In	addition,we	may
increasingly	rely	on	technological	innovation	as	we	introduce	new	types	of	products,expand	our	current	products	into	new
markets	,	and	continue	to	streamline	our	platform.The	process	of	developing	new	technologies	and	products	is	complex,and	if
we	are	unable	to	successfully	innovate	and	continue	to	deliver	a	superior	experience,demand	for	our	products	may	decrease	and
our	growth	and	operations	may	be	harmed.Our	continued	business	and	revenue	growth	is	dependent	on	our	ability	to	cost-
effectively	attract	new	customers,retain	existing	customers	,	and	increase	their	use	usage	of	our	products	and	services	,and	we
cannot	be	sure	that	we	will	be	successful	in	these	efforts.As	we	expand	our	business	operations	and	potentially	enter	new
markets,new	challenges	in	attracting	and	retaining	customers	will	arise	that	we	may	not	successfully	address	.Our	success,and
our	ability	to	increase	revenues	and	operate	profitably,depends	in	part	on	.	We	expect	our	competition	to	continue	to	increase.	In
addition	to	established	enterprises	and	global	banks,	we	may	also	face	competition	from	early-	stage	companies	attempting	to
capitalize	on	the	same,	or	similar,	opportunities	as	we	are.	Some	of	our	current	and	potential	competitors	have	longer	operating
histories,	significantly	greater	financial,	technical,	marketing,	and	other	resources	and	a	larger	customer	base	than	we	do.	Any	of
these	advantages	would	allow	competitors	to	potentially	offer	more	competitive	pricing	or	other	terms	or	features,	a	broader
range	of	investment	and	financial	products,	or	a	more	specialized	set	of	specific	products	or	services,	as	well	as	respond	more
quickly	than	we	can	to	new	or	emerging	technologies	and	changes	in	customer	preferences	,	among	other	items	.	Our	existing	or
future	competitors	may	develop	products	or	services	that	are	similar	to	our	products	and	services	or	that	achieve	greater	market
acceptance	than	our	products	and	services,	which	could	attract	new	customers	away	from	our	services	and	reduce	our	market
share	in	the	future	.	Additionally,	when	new	competitors	seek	to	enter	our	markets,	or	when	existing	market	participants	seek	to
increase	their	market	share,	these	competitors	sometimes	undercut,	or	otherwise	exert	pressure	on,	the	pricing	terms	prevalent	in
that	market,	which	could	adversely	affect	our	revenues,	market	share	,	or	ability	to	capitalize	on	new	market	opportunities.
Institutions	and	individual	investors	face	significant	risk	when	buying	securities	on	our	platform,	which	may	make	our	product
offerings	generally	less	attractive.	These	risks	include	the	following:	•	private	companies	may	exercise	their	right	of	first	refusal
over	the	securities	or	otherwise	prohibit	the	transfer	of	the	securities,	and	therefore	certain	securities	on	our	platform	may	not	be
available	to	certain	investors;	•	private	companies	are	not	required	to	make	periodic	public	filings,	and	therefore	certain
capitalization,	operational	,	and	financial	information	may	not	be	available	for	evaluation;	•	an	investment	may	only	be
appropriate	for	investors	with	a	long-	term	investment	horizon	and	a	capacity	to	absorb	a	loss	of	some	or	all	of	their	investment;
•	the	securities,	when	purchased,	are	generally	highly	illiquid,	are	often	subject	to	further	transfer	restrictions,	and	no	public
market	exists	for	such	securities;	•	post-	IPO	transfer	restrictions,	including	lock-	up	restrictions,	may	ultimately	limit	the	ability
to	sell	the	securities	on	the	open	market;	and	•	transactions	may	fail	to	settle,	which	could	harm	our	reputation.	We	have	been	or
are	involved	in,	and	may	in	the	future	become	involved	in,	disputes	or	litigation	matters	between	customers	with	respect	to	failed
transactions	on	our	platform	(such	as	in	the	event	of	delayed	delivery	or	a	failure	to	deliver	securities).	We	have	been	or	are
involved	in,	and	may	in	the	future	become	involved	in,	disputes	and	litigation	matters	between	customers	with	respect	to
transactions	on	our	platform.	The	high	notional	value	of	transactions	on	our	platform	makes	us	a	target	for	clients	customers	to
engage	in	lawsuits	between	one	another	and	/	or	with	us.	There	is	a	risk	that	clients	customers	may	increasingly	look	to	us	to
make	them	whole	for	delayed	and	/	or	broken	trades.	Customers	may	litigate	over	a	failure	of	sellers	to	deliver	securities	or	over



the	untimely	deliveries	of	securities.	Any	litigation	to	which	we	are	a	party	could	be	expensive	and	time	consuming,	regardless
of	the	ultimate	outcome,	and	the	potential	costs	and	risks	of	such	litigation	may	incentivize	us	to	settle.	Additionally,	we	may
agree	to	forego	commissions	in	a	failed	settlement	situation	even	if	we	are	not	at	fault	or	do	not	have	an	obligation	to	do	so	for
customer	relations	or	other	reasons.	If	we	reduce	or	forego	commissions	on	behalf	of	clients	customers	,	it	would	lead	to	a
reduction	in	profits.	The	majority	of	our	revenue	is	derived......	to	use	our	products	and	services.	If	we	fail	to	effectively	manage
any	future	growth	by	developing	and	investing	in	our	infrastructure	as	appropriate	,	our	business,	operating	results	and
financial	condition	could	be	adversely	affected.	We	have	and	expect	to	continue	to	experience	growth,	and	intend	to	continue	to
expand	our	operations.	This	growth	has	placed,	and	will	continue	to	place,	significant	demands	on	our	management	and	,
operational	,	and	financial	infrastructure,	and	our	business,	financial	condition	,	and	results	of	operations	could	be	materially	and
adversely	affected	if	we	are	unable	to	manage	such	growth.	In	addition,	we	are	required	to	continuously	develop	and	adapt	our
systems	and	infrastructure	in	response	to	the	increasing	sophistication	of	the	financial	services	market,	evolving	fraud	and
information	security	landscape,	and	regulatory	developments	relating	to	existing	and	projected	business	activities.	Our	future
growth	will	depend	,	among	other	things,	on	our	ability	to	maintain	an	operating	platform	and	management	system	apt	to
address	such	growth,	and	will	require	us	to	incur	significant	additional	expenses	,	expand	our	workforce	and	commit	additional
senior	management	and	operational	resources.	To	manage	our	growth	effectively,	we	must	continue	to	improve	our	operational,
financial	,	and	management	systems	and	controls	by,	among	other	things:	•	effectively	attracting,	training,	integrating	,	and
retaining	new	employees	personnel	;	•	further	improving	our	key	business	systems,	processes,	and	information	technology
infrastructure,	including	our	and	third-	party	services,	to	support	our	business	needs;	•	enhancing	our	information,	training	,	and
communication	systems	to	ensure	that	our	employees	personnel	are	well-	coordinated	and	can	effectively	communicate	with
each	other	and	our	customers;	and	•	improving	our	internal	control	over	financial	reporting	and	disclosure	controls	and
procedures	to	ensure	timely	and	accurate	reporting	of	our	operational	and	financial	results.	If	we	fail	to	manage	our	expansion,
implement	improvements	,	or	maintain	effective	internal	controls	and	procedures,	our	costs	and	expenses	may	increase	more
than	we	plan	and	we	may	lose	the	ability	to	develop	new	solutions,	satisfy	our	customers,	respond	to	competitive	pressures	,	or
otherwise	execute	our	business	plan.	Our	projections	and	key	performance	metrics	are	subject	to	significant	risks,	assumptions,
estimates,	judgments	,	and	uncertainties.	As	a	result,	our	financial	and	operating	results	may	differ	materially	from	our
expectations.	We	operate	in	a	competitive	industry,	and	our	projections	and	calculations	of	key	performance	metrics	are	subject
to	the	risks	and	assumptions	made	by	management	with	respect	to	our	industry.	Operating	results	are	difficult	to	forecast
because	they	generally	depend	on	a	number	of	factors,	including	the	competition	we	face,	as	well	as	our	ability	to	attract	and
retain	customers	while	generating	sustained	revenues	through	our	services.	We	may	be	unable	to	adopt	measures	in	a	timely
manner	to	compensate	for	any	unexpected	shortfall	in	income.	Any	of	these	factors	could	cause	our	operating	results	in	a	given
quarter	to	be	higher	or	lower	than	expected,	which	makes	creating	accurate	forecasts	and	budgets	challenging.	As	a	result,	we
may	fall	materially	short	of	our	forecasts	and	expectations,	including	with	respect	to	our	key	performance	metrics,	which	could
cause	our	stock	price	to	decline	and	investors	to	lose	confidence	in	us	and	our	business,	financial	condition	,	and	results	of
operations.	We	may	require	additional	capital	to	satisfy	our	liquidity	needs	and	support	the	growth	of	our	business	growth	and
objectives	,	and	this	capital	might	not	be	available	to	us	on	reasonable	terms	,	if	at	all,	and	may	be	delayed	or	prohibited	by
applicable	regulations.	Maintaining	adequate	liquidity	is	crucial	to	our	securities	brokerage	business	operations,	including	key
functions	such	as	transaction	settlement	and	custody	requirements	.	We	meet	our	liquidity	needs	primarily	from	working	capital
and	cash	generated	by	customer	activity,	as	well	as	from	external	equity	financing.	Increases	in	the	number	of	customers,
fluctuations	in	customer	cash	or	deposit	balances,	as	well	as	market	conditions	or	changes	in	regulatory	treatment	of	customer
deposits,	may	affect	our	ability	to	meet	our	liquidity......	other	regulated	businesses,	we	may	also	require	additional	capital	to
continue	to	satisfy	our	liquidity	needs,	support	the	growth	of	our	business	,	and	respond	to	competitive	challenges,	including
the	need	to	promote	our	products	and	services,	develop	new	products	and	services,	enhance	our	existing	products,	services	,	and
operating	infrastructure,	and	acquire	and	invest	in	complementary	companies,	businesses	,	and	technologies.	When	available
cash	is	not	sufficient	for	our	liquidity	and	growth	needs,	we	may	need	to	engage	in	equity	or	debt	financings	to	secure	additional
funds.	There	can	be	no	assurance	that	such	additional	funding	will	be	available	on	terms	attractive	to	us,	or	at	all,	and	our
inability	to	obtain	additional	funding	when	needed	could	have	an	adverse	effect	on	our	business,	financial	condition	and	results
of	operations.	If	In	addition,	if	additional	funds	are	raised	through	the	issuance	of	equity	or	convertible	debt	securities,	our
stockholders	could	suffer	significant	dilution,	and	any	new	shares	we	issue	in	connection	therewith	could	have	rights,
preferences	,	and	privileges	superior	to	those	of	our	current	stockholders.	Any	debt	financing	secured	by	us	in	the	future	could
involve	restrictive	covenants	relating	to	our	capital-	raising	activities	and	other	financial	and	operational	matters,	which	may
make	it	more	difficult	for	us	to	obtain	additional	capital	and	to	pursue	future	business	opportunities.	In	addition	We	are	subject
to	regulations	which	require	us	to	maintain	appropriate	capital	adequacy	and	liquidity	reserves.	Maintaining	adequate
liquidity	is	crucial	to	our	securities	brokerage	business	operations	,	including	key	functions	such	as	transaction
settlement	and	custody	requirements.	We	meet	our	liquidity	needs	primarily	from	working	capital	and	cash	generated
by	customer	activity,	as	well	as	from	external	equity	financing.	Increases	in	the	current	number	of	customers,	fluctuations
in	customer	cash	or	deposit	balances,	as	well	as	market	conditions	or	changes	environment	with	rising	term	structures	of
rates,	increasing	credit	spreads,	and	a	lull	in	regulatory	treatment	of	customer	deposits,	may	affect	our	ability	to	meet	our
liquidity	needs.	Our	broker-	dealer	subsidiary,	Forge	Securities,	is	subject	to	Rule	15c3-	1	under	the	Exchange	Act,
which	specifies	minimum	capital	raise	minimum	capital	requirements	intended	to	ensure	the	general	financial	soundness	and
liquidity	of	broker-	dealers	.	,and	Forge	Securities	is	subject	to	exempt	from	the	requirements	of	Rule	15c3-	3	under	the
Exchange	Act,which	requires	broker-	dealers	to	maintain	certain	liquidity	reserves.Additionally,our	trust	company
subsidiary,Forge	Trust	Co.	,is	subject	to	minimum	capital	requirements	of	the	State	of	South	Dakota,in	which	it	is	chartered.A
reduction	in	our	liquidity	position	could	reduce	our	customers’	confidence	in	us,which	could	result	in	the	withdrawal	of



customer	assets	and	loss	of	customers,or	could	cause	us	to	fail	to	satisfy	broker-	dealer	or	other	regulatory	capital
guidelines,which	may	result	in	immediate	suspension	of	securities	activities,	activities	generally	,	regulatory	prohibitions
against	certain	business	practices,	increased	regulatory	inquiries	and	reporting	requirements,	increased	costs,	fines,
penalties,	or	other	sanctions,	including	suspension	or	expulsion	by	the	SEC,	FINRA,	or	other	self-	regulatory
organizations	or	state	regulators,	and	could	ultimately	lead	make	it	challenging	to	raise	capital	the	liquidation	of	or	our
shore	up	additional	liquidity	broker-	dealers	or	other	regulated	entities	.	Our	success	will	depend,	in	part,	on	our	ability	to
expand	our	business.	In	some	circumstances,	we	may	determine	to	do	so	through	the	acquisition	of	complementary	assets,
businesses	,	and	technologies	rather	than	through	internal	development.	The	identification	of	suitable	acquisition	candidates	can
be	difficult,	time-	consuming	,	and	costly,	and	we	may	not	be	able	to	successfully	complete	or	integrate	acquisitions.	The	risks
we	face	in	connection	with	acquisitions	include:	•	diversion	of	management	time	and	focus	from	operating	our	business	to
addressing	acquisition	integration	challenges;	•	poor	quality	or	misleading	performance	data	available	during	due	diligence,	and
resultant	inability	to	realize	the	projected	benefits	of	such	acquisitions;	•	coordination	of	technology,	product	development,	risk
management	and	,	sales	,	and	marketing	functions;	•	retention	of	employees	personnel	from	the	acquired	company,	and
retention	of	our	employees	personnel	who	were	attracted	to	us	because	of	our	smaller	size	or	for	other	reasons;	•	cultural
challenges	associated	with	integrating	employees	personnel	from	the	acquired	company	into	our	organization;	•	integration	of
the	acquired	company’	s	accounting,	management	information,	human	resources	,	and	other	administrative	systems;	•	the	need
to	implement	or	improve	controls,	procedures	,	and	policies	at	a	business	that	prior	to	the	acquisition	may	have	lacked	effective
controls,	information	security	safeguards,	procedures	,	and	policies;	•	potential	write-	offs	or	impairments	of	goodwill,	other
intangible	assets	or	long-	lived	assets;	•	liability	for	activities	of	the	acquired	company	before	the	acquisition,	including
intellectual	property	infringement	claims,	violations	of	laws,	commercial	disputes,	tax	liabilities	,	and	other	known	and	unknown
liabilities;	•	litigation	or	other	claims	in	connection	with	the	acquired	company,	including	claims	from	terminated	employees,
subscribers,	former	shareholders	stockholders,	or	other	third	parties;	and	•	geographic	expansion	that	may	expose	our	business
to	known	and	unknown	regulatory	compliance	risks	including	elevated	risk	factors	for	tax	compliance,	money	laundering
controls,	and	supervisory	controls	oversight.	Our	failure	to	address	these	risks	or	other	problems	encountered	in	connection	with
our	acquisitions	and	investments	could	cause	us	to	fail	to	realize	the	anticipated	benefits	of	these	acquisitions	or	investments,
cause	us	to	incur	unanticipated	liabilities	and	harm	our	business	generally.	Future	acquisitions	could	also	result	in	dilutive
issuances	of	our	equity	securities,	the	incurrence	of	debt,	contingent	liabilities,	regulatory	obligations	to	further	capitalize	our
business,	and	goodwill	and	intangible	asset	impairments,	any	of	which	could	harm	our	financial	condition	and	negatively	impact
our	shareholders	stockholders	.	To	the	extent	we	pay	the	consideration	for	any	future	acquisitions	or	investments	in	cash,	it
would	reduce	the	amount	of	cash	available	to	us	for	other	purposes.	In	addition,	to	the	extent	we	issue	equity	securities	to	pay
for	any	such	acquisitions	or	investments,	any	such	issuances	of	additional	capital	stock	may	cause	stockholders	to	experience
significant	dilution	of	their	ownership	interests	and	the	per	share	value	of	our	common	stock	to	decline.	As	a	financial	services
company,	our	business,	results	of	operations	and	reputation	are	directly	affected	by	elements	beyond	our	control,	such	as
macroeconomic	and	geopolitical	conditions	conflicts	that	might	affect	the	volatility	in	financial	markets.	In	particular,	We
continue	to	operate	through	a	period	of	economic	uncertainty	and	capital	markets	-	market	disruption,	given	the	high	global
inflation	being	experienced,	and	the	monetary	responses	of	U.	S.	and	global	regulators	to	tame	it	through	means	such	as	interest
rate	hikes.	Lowered	growth	forecasts	and	potential	recession	outcomes	of	an	unknown	duration	have	led	to	increased	volatility
can	decrease	investor	appetite	in	the	private	market	and	increase	liquidity	risks	to	private	equity	valuations	and	given
uncertainty	around	settlement	prices	for	illiquid	assets.	Weaknesses	in	public	Such	events	have	and	could	continue	to
negatively	impact	our	performance	by	decreasing	investor	appetite	and	investment	preferences	across	the	alternative	investment
and	private	markets	space.	A	prolonged	weakness	in	the	U.	S.	equity	markets	or	a	general	economic	recession	could	also	cause
our	existing	customers	to	incur	losses,	which	in	turn	could	cause	our	brand	and	reputation	to	suffer	.	If	our	reputation	is	harmed,
the	willingness	of	such	customers	to	continue	engaging	with	our	platform	could	decrease,	which	would	further	adversely	affect
our	business,	financial	condition	and	results	of	operations.	The	escalation	of	geopolitical	tensions,	including	the	military	conflict
between	Russia	and	Ukraine	continue	to	stress	supply	chains	as	do	ongoing	COVID-	19	impacts.	Our	business	may	be	adversely
affected	by	any	negative	impact	on	the	global	economy	and	capital	markets	resulting	from	the	conflict	in	Ukraine	or	any	other
geopolitical	tensions.	We	are	continuing	to	monitor	the	conflict	in	Ukraine	and	globally	and	assessing	its	potential	impact	on	our
business.	In	addition,	although	the	U.	S.	federal	government	recently	announced	that	the	emergency	declaration	for	the	COVID-
19	pandemic	will	end	in	May	2023,	the	long-	term	impact	of	the	COVID-	19	pandemic	on	our	business,	financial	condition	and
results	of	operations	remains	uncertain.	The	COVID-	19	pandemic	and	the	various	measures	instituted	by	governments	and
businesses	to	mitigate	its	spread,	including	travel	restrictions,	stay-	at-	home	orders	and	quarantine	restrictions,	have	had	an
adverse	impact	on	our	customers,	employees	and	business	partners.	It	may	continue	to	disrupt	our	operations	if	there	is	a
resurgence,	such	as	an	outbreak	of	a	new	variant,	which	could	exacerbate	the	factors	described	above	and	intensify	the	impact
on	our	business,	financial	condition	and	results	of	operations.	We	also	continue	to	monitor	developments	related	to	the	U.	K.
formally	leaving	the	European	Union	(“	EU	”)	on	January	31,	2020	(“	Brexit	”)	following	the	end	of	the	transition	period	on
December	31,	2020.	While	the	EU	and	the	U.	K.	agreed	to	the	EU-	UK	Trade	and	Cooperation	Agreement,	which	took	effect	on
January	1,	2021,	to	establish	some	of	the	key	aspects	of	the	U.	K.	and	EU	post-	Brexit	relationship,	it	is	incomplete,	and	the	full
effects	of	Brexit	are	uncertain.	Any	operations	we	conduct	or	may	conduct	in	the	U.	K.	or	EU	in	the	future	as	the	U.	K.
determines	which	EU	laws	to	replace	or	replicate	could	be	adversely	affected	by	these	effects	of	Brexit	.	Our	business	depends
on	our	trusted	brand,	and	failure	to	maintain	and	protect	our	brand,	or	any	damage	to	our	reputation,	or	the	reputation	of	our
partners,	could	adversely	affect	our	business,	financial	condition	,	or	results	of	operations.	We	believe	we	are	developing	a
trusted	brand	that	has	contributed	to	the	success	of	our	business.	We	believe	that	maintaining	and	promoting	our	brand	in	a	cost-
effective	manner	is	critical	to	achieving	widespread	acceptance	of	our	products	and	services	and	expanding	our	base	of



customers.	Maintaining,	promoting	,	and	positioning	our	brand	and	reputation	will	depend	on	our	ability	to	continue	to	provide
providing	useful,	reliable,	secure,	and	innovative	products	and	services;	to	maintain	trust	and	remain	a	financial	services	leader;
and	to	provide	a	consistent,	high-	quality	customer	experience.	We	may	introduce,	or	make	changes	to,	features,	products,
services,	privacy	practices	,	or	terms	of	service	that	customers	do	not	like,	which	may	materially	and	adversely	affect	our	brand.
Our	brand	promotion	activities	may	not	generate	customer	awareness	or	increase	revenue,	and	even	if	they	do,	any	increase	in
revenue	may	not	offset	the	expenses	we	incur	in	building	our	brand.	If	we	fail	to	successfully	promote	and	maintain	our	brand	or
if	we	incur	excessive	expenses	in	this	effort,	our	business	could	be	materially	and	adversely	harmed.	Harm	to	our	brand	can	arise
from	many	sources,	including	failure	by	us	or	our	partners	and	service	providers	to	satisfy	expectations	of	service	and	quality,
inadequate	protection	or	actual	or	perceived	misuse	of	personally	identifiable	information,	compliance	failures	and	claims,
regulatory	inquiries	and	enforcement,	rumors,	litigation	and	other	claims,	misconduct	by	our	partners,	employees	personnel	or
other	counterparties,	and	actual	or	perceived	failure	to	adequately	address	the	environmental,	social	,	and	governance
expectations	of	our	various	stakeholders,	any	of	which	could	lead	to	a	tarnished	reputation	and	loss	of	customers.	We	may	in	the
future	be	the	target	of	incomplete,	inaccurate,	and	misleading	or	false	statements	about	our	company	and	our	business	that	could
damage	our	brand	and	deter	customers	from	adopting	our	services.	Any	negative	publicity	about	our	industry	or	our	company,
the	quality	and	reliability	of	our	products	and	services,	our	compliance	and	risk	management	processes,	changes	to	our	products
and	services,	our	privacy,	data	protection,	and	information	security	practices,	litigation,	regulatory	licensing	and	infrastructure,
and	the	experience	of	our	customers	with	our	products	or	services	could	adversely	affect	our	reputation	and	the	confidence	in
and	use	of	our	products	and	services.	If	we	do	not	successfully	maintain	a	strong	and	trusted	brand,	our	business,	financial
condition,	and	results	of	operations	could	be	materially	and	adversely	affected.	We	conduct	our	brokerage	and	other	business
operations	through	subsidiaries	and	may	in	the	future	rely	on	dividends	from	our	subsidiaries	for	a	substantial	amount	of	our
cash	flows.	We	may	in	the	future	depend	on	dividends,	distributions	,	and	other	payments	from	our	subsidiaries	to	fund
payments	on	our	obligations,	including	any	debt	obligations	we	may	incur.	Regulatory	and	other	legal	restrictions	may	limit	our
ability	to	transfer	funds	to	or	from	certain	subsidiaries,	including	Forge	Securities.	In	addition,	certain	of	our	subsidiaries	are
subject	to	laws	and	regulations	that	authorize	regulatory	bodies	to	block	or	reduce	the	flow	of	funds	to	us,	or	that	prohibit	such
transfers	altogether	in	certain	circumstances.	These	laws	and	regulations	may	hinder	our	ability	to	access	funds	that	we	may
need	to	make	payments	on	our	obligations,	including	any	debt	obligations	we	may	incur	and	otherwise	conduct	our	business	by,
among	other	things,	reducing	our	liquidity	in	the	form	of	corporate	cash.	In	addition	to	negatively	affecting	our	business,	a
significant	decrease	in	our	liquidity	could	also	reduce	investor	confidence	in	us.	Certain	rules	and	regulations	of	the	SEC	and
FINRA	may	limit	the	extent	to	which	our	broker-	dealer	subsidiary	may	distribute	capital	to	us.	For	example,	under	SEC	rules
applicable	to	Forge	Securities,	a	dividend	in	excess	of	30	%	of	a	member	firm’	s	excess	net	capital	may	not	be	paid	without
Forge	Securities	providing	prior	written	notice.	Compliance	with	these	rules	may	impede	our	ability	to	receive	dividends,
distributions	,	and	other	payments	from	Forge	Securities.	Fluctuations	in	interest	rates	could	impact	can	affect	the	results	of	our
operations	business.	Fluctuations	in	interest	rates	may	adversely	impact	our	customers’	general	spending	levels	and	risk
appetite	and	ability	and	willingness	to	invest	through	our	platform	.	Sustained	high	interest	rates	could	shift	investment
preferences	and	flows	affect	affecting	customer	appetite	for	trading	in	private	equity	assets	on	our	Forge	Markets
platform,	and	could	also	adversely	influence	fund	redemption	rates	and	allocation	within	.	Additionally,	some	of	our
services	subsidiary	,	such	as	our	Forge	Global	Advisors	LLC	("	FGA")	Trust	services,	are	affected	by	interest	rate	changes	.
Low	Conversely,	low	interest	rates	directly	reduce	our	ability	to	earn	custodiaal	-	custodial	administration	fees	from	our	Forge
Trust	services,	which	but	would	could	increase	activity	on	our	Forge	Markets	platform	and	positively	influence	fund
redemption	rates	and	allocation	within	FGA.	Accordingly,	fluctuations	in	interest	rates	can	both	positively	and	adversely
affect	our	business,	financial	condition,	results	of	operations,	cash	flows	,	and	future	prospects.	Any	failure	Failure	by	us	to
maintain	effective	internal	controls	over	financial	reporting	in	accordance	with	Section	404	of	the	Sarbanes-	Oxley	Act	could
have	an	adverse	effect	on	our	business	and	stock	price.	As	a	public	company	,	we	are	required	to	maintain	effective
internal	control	over	financial	condition	and	results	reporting	in	accordance	with	Section	404	of	the	operations.	The
Sarbanes-	Oxley	Act	.	Internal	requires,	among	other	things,	that	we	maintain	effective	disclosure	controls	-	control	and
procedures	and	internal	controls	over	financial	reporting.	We	are	continuing	to	develop	and	refine	our	disclosure	controls	and
other	procedures	that	are	designed	to	ensure	that	information	required	to	be	disclosed	by	us	in	the	reports	that	we	file	with	the
SEC	is	recorded,	processed,	summarized	and	reported	within	the	time	periods	specified	in	SEC	rules	and	forms	and	that
information	required	to	be	disclosed	in	reports	under	the	Exchange	Act	is	accumulated	and	communicated	to	our	principal
executive	and	financial	officers.	We	are	also	continuing	to	develop	and	refine	our	internal	controls	over	financial	reporting.
Some	members	of	our	management	team	have	limited	or	no	experience	managing	a	publicly	traded	company,	interacting	with
public	company	investors,	and	complying	with	the	increasingly	complex	laws	pertaining	to	public	companies,	and	we	have
limited	accounting	and	financial	reporting	personnel	and	other	resources	with	which	to	address	our	internal	controls	and	related
procedures.	In	order	to	maintain	and	improve	the	effectiveness	of	our	disclosure	controls	and	procedures	and	internal	controls
over	financial	reporting,	we	have	expended,	and	anticipate	that	we	will	continue	to	expend,	significant	resources,	including
accounting-	related	costs	and	significant	management	oversight.	Our	current	controls	and	any	new	controls	that	we	develop	may
become	inadequate	because	of	changes	in	conditions	in	our	business.	In	addition,	changes	in	accounting	principles	or
interpretations,	such	as	generally	accepted	accounting	principles	in	the	United	States,	could	also	challenge	our	internal	controls
and	require	that	we	establish	new	business	processes,	systems	and	controls	to	accommodate	such	changes.	We	have	limited
experience	with	implementing	the	systems	and	controls	that	are	necessary	to	operate	as	a	public	company,	as	well	as	adopting
changes	in	accounting	principles	or	interpretations	mandated	by	the	relevant	regulatory	bodies.	Additionally,	if	these	new
systems,	controls	or	standards	and	the	associated	process	changes	do	not	give	rise	to	the	benefits	that	we	expect	or	do	not
operate	as	intended,	it	could	adversely	affect	our	financial	reporting	systems	and	processes,	our	ability	to	produce	timely	and



accurate	financial	reports	or	the	effectiveness	of	our	internal	controls	over	financial	reporting.	Moreover,	our	business	may	be
harmed	if	we	experience	problems	with	any	new	systems	and	controls	that	result	in	delays	in	their	implementation	or	increased
costs	to	correct	any	post-	implementation	issues	that	may	arise.	Further,	weaknesses	in	our	disclosure	controls	and	internal
controls	over	financial	reporting	may	be	discovered	in	the	future.	Any	failure	to	develop	or	maintain	effective	controls	or	any
difficulties	encountered	in	their	implementation	or	improvement	could	harm	our	business	or	cause	us	to	fail	to	meet	our
reporting	obligations	and	may	result	in	a	restatement	of	our	consolidated	financial	statements	for	prior	periods.	Any	failure	to
implement	and	maintain	effective	internal	controls	over	financial	reporting	could	also	adversely	affect	the	results	of	periodic
management	evaluations	and	annual	independent	registered	public	accounting	firm	attestation	reports	regarding	the
effectiveness	of	our	internal	controls	over	financial	reporting	that	we	will	eventually	be	required	to	include	in	our	periodic
reports	that	will	be	filed	with	the	SEC.	Ineffective	disclosure	controls	and	procedures	or	internal	controls	over	financial
reporting	could	also	cause	investors	to	lose	confidence	in	the	accuracy	and	completeness	of	our	reported	financial	and	other
information,	which	would	likely	have	a	negative	effect	on	the	trading	price	of	our	shares.	In	addition,	if	we	are	unable	to
continue	to	meet	these	requirements,	we	may	not	be	able	to	remain	listed	on	the	NYSE.	As	a	public	company,	we	are	required	to
provide	an	annual	management	report	on	the	effectiveness	of	our	internal	controls	over	financial	reporting	commencing	with	our
second	Annual	Report	on	Form	10-	K.	In	addition,	our	independent	registered	public	accounting	firm	will	be	required	to
formally	attest	to	the	effectiveness	of	our	internal	controls	over	financial	reporting	commencing	with	our	second	Annual	Report
on	Form	10-	K.	At	such	time,	our	independent	registered	public	accounting	firm	may	issue	a	report	that	is	adverse	in	the	event	it
is	not	satisfied	with	the	level	at	which	our	internal	controls	over	financial	reporting	is	documented	complex	and	may	be
revised	over	time	to	adapt	to	changes	in	our	business	,	or	changes	in	applicable	accounting	rules.	We	have	designed	,
implemented,	and	tested	or	our	operating.	Any	failure	to	maintain	effective	disclosure	controls	and	internal	controls	-	control
over	financial	reporting	required	to	comply	with	these	obligations.	This	process	is	time-	consuming,	costly,	and
complicated.	We	cannot	assure	you	that	our	internal	control	over	financial	reporting	will	be	effective	in	the	future	or
that	a	material	weakness	will	not	be	discovered	with	respect	to	a	prior	period	for	which	we	had	previously	believed	that
internal	controls	were	effective.	Matters	impacting	our	internal	controls	may	cause	us	to	be	unable	to	report	our
financial	information	on	a	timely	basis	or	may	cause	us	to	restate	previously	issued	financial	information,	and	thereby
subject	us	to	adverse	regulatory	consequences,	including	sanctions	or	investigations	by	the	SEC,	or	violations	of
applicable	stock	exchange	listing	rules.	This	could	harm	our	business	result	in	a	negative	reaction	from	the	financial
markets	due	to	a	loss	of	investor	confidence	in	us	and	the	reliability	of	our	financial	statements.	Confidence	in	the
reliability	of	our	financial	statements	is	also	likely	to	suffer	if	we	report	a	material	weakness	in	our	internal	control	over
financial	reporting.	This	could	cause	materially	adversely	affect	us	by,	for	example,	leading	to	a	decline	in	the	trading	our
share	price	of	our	securities	and	an	inability	to	remain	listed	on	the	NYSE	.	Furthermore	In	addition	,	we	could	become
subject	to	investigations	by	the	NYSE	stock	exchange	on	which	our	securities	are	listed	,	the	SEC	,	or	other	regulatory
authorities,	which	could	require	additional	financial	and	management	resources.	These	events	could	have	a	material	and	adverse
effect	on	our	business,	results	of	operations,	financial	condition	,	and	prospects.	If	our	goodwill,	or	other	intangible	assets,	or
fixed	assets	become	impaired,	we	may	be	required	to	record	a	charge	to	our	earnings.	We	are	required	to	test	goodwill	for
impairment	at	least	annually	or	earlier	if	events	or	changes	in	circumstances	indicate	the	carrying	value	may	not	be	recoverable.
As	of	December	31,	2022	2023	,	we	had	recorded	a	total	of	approximately	$	134	130	million	of	goodwill	and	other	intangible
assets.	An	adverse	change	in	domestic	or	global	market	conditions	,	and	/	or	declines	in	our	stock	price	,	particularly	if	such
change	has	the	effect	of	changing	one	of	our	critical	assumptions	or	estimates	made	in	connection	with	the	impairment	testing	of
goodwill	or	intangible	assets,	could	result	in	a	change	to	the	estimation	of	fair	value	that	could	result	in	an	impairment	charge	to
our	goodwill	or	other	intangible	assets.	Any	such	material	charges	may	have	a	negative	impact	on	our	operating	results	or
financial	condition.	Regulatory,	Tax	,	and	Legal	Risks	Our	business	is	subject	to	extensive	laws......	and	brokerage	offerings	in
the	future.	We	are	subject	to	extensive,	complex	and	evolving	laws,	rules	and	regulations,	which	are	subject	to	change	and	which
are	interpreted	and	enforced	by	various	federal,	state	and	local	government	authorities	and	self-	regulatory	organizations.	The
ultimate	impact	of	these	laws	and	regulations	remains	uncertain	,	but	may	adversely	affect	our	ability	to	operate	profitably.	We
are	subject	to	various	federal,	state	and	local	regulatory	regimes.	The	principal	policy	objectives	of	these	regulatory	regimes	are
to	protect	borrowers,	investors,	and	other	financial	services	customers	and	to	prevent	fraud,	money	laundering,	and	terrorist
financing.	Laws	and	regulations,	among	other	things,	impose	licensing	and	qualifications	requirements;	require	various
disclosures	and	consents;	mandate	or	prohibit	certain	terms	and	conditions	for	various	financial	products;	prohibit
discrimination	based	on	certain	prohibited	bases;	prohibit	unfair,	deceptive,	or	abusive	acts	or	practices;	require	us	to	submit	to
examinations	by	federal,	state	,	and	local	regulatory	regimes;	and	require	us	to	maintain	various	policies,	procedures	,	and
internal	controls,	including	in	some	cases,	internal	information	barriers.	There	is	a	risk	that	our	affiliated	entities	will	not
maintain	proper	information	barriers	if	we	fail	to	develop	and	enforce	appropriate	policies	and	procedures	regarding	information
barriers	between	entities.	The	introduction	of	new	laws	and	regulations	related	to	our	businesses,	and	changes	in	the
enforcement	of	existing	laws	and	regulations,	could	have	a	negative	impact	on	our	results	and	ability	to	operate.	For	FGA	is	an
investment	adviser	registered	with	the	SEC	under	the	Investment	Advisers	Act	of	1940,	as	amended	(the	“	Advisers	Act
”).	As	such,	FGA	is	subject	to	the	anti-	fraud	provisions	of	the	Advisers	Act	and	to	fiduciary	duties	derived	from	these
provisions,	which	apply	to	our	relationships	with	the	funds	we	manage.	These	provisions	and	duties	impose	restrictions
and	obligations	on	us	with	respect	to	our	dealings	with	our	customers,	fund	investors,	and	our	investments;	including,
for	example,	recent	news	articles	restrictions	on	transactions	with	our	affiliates.	In	addition,	FGA	is	subject	to	periodic
SEC	examinations	and	other	requirements	under	the	Advisers	Act	and	related	regulations	primarily	intended	to	benefit
advisory	customers.	These	additional	requirements	relate	to	matters	including	maintaining	effective	and	comprehensive
compliance	programs,	record-	keeping,	and	reporting	and	disclosure	requirements.	The	Advisers	Act	generally	grants



the	SEC	broad	powers,	including	the	power	to	limit	or	restrict	and	-	an	statements	investment	adviser	from	conducting
advisory	activities	in	the	event	it	fails	to	comply	with	federal	securities	laws.Additional	sanctions	that	may	be	imposed	for
failure	to	comply	with	applicable	requirements	include	the	prohibition	of	individuals	from	associating	with	an	investment
adviser,the	revocation	of	registrations	,	and	other	censures	and	fines.Even	if	an	investigation	or	proceeding	did	not	result	in	a
sanction	or	the	sanction	imposed	against	us	or	our	personnel	by	a	regulator	were	small	in	monetary	amount,the	adverse	publicity
relating	to	the	investigation,proceeding	,	or	imposition	of	these	sanctions	could	harm	our	reputation	and	cause	us	to	lose	existing
customers	or	fail	to	gain	new	customers.Our	subsidiary,Forge	Securities,is	an	a	registered	broker	SEC	commissioners	have
raised	the	possibility	registered	broker-	dealer	and	member	of	additional	transparency	from	FINRA	that	operates	an
alternative	trading	system.	Broker-	dealer	activities	large	--	are	highly	regulated,	including	under	federal,	state,	and
other	applicable	laws,	rules,	and	regulations,	and	we	may	be	adversely	affected	by	regulatory	changes	related	to
suitability	of	financial	products,	supervision,	sales	practices,	advertising,	private	companies	placements,	application	of
fiduciary	standards,	best	execution,	and	market	structure,	any	of	which	could	limit	our	business	and	damage	our
reputation	.	FINRA	has	adopted	extensive	regulatory	requirements	relating	The	reports	indicate	that	the	SEC	will	consider
plans	to	require	more	private	companies	to	routinely	sales	practices,	advertising,	registration	of	personnel,	compliance	and
supervision,	and	compensation	and	disclose	disclosure	information	about	their	finances	and	operations.	Currently	,	federal
statute	requires	companies	with	more	than	2,	000	shareholders	“	of	record	”	to	register	their	which	Forge	securities	Securities
with	the	SEC,	but	and	its	personnel	are	subject.	FINRA	and	the	SEC	also	allows	have	the	authority	to	conduct	periodic
examinations	of	Forge	Securities,	an	and	unlimited	number	of	people	to	own	shares	in	“	street	name	”	(through	the	same
broker	or	investment	vehicle)	and	count	as	one	shareholder.	The	reports	indicate	that	the	SEC	may	also	conduct	administrative
decide	to	look	through	certain	vehicles	and	enforcement	proceedings	count	underlying	investors	as	distinct	shareholders	.	We
facilitate	investments	Additionally,	material	expansions	of	the	business	in	certain	issuers	which	Forge	Securities	engages
are	subject	to	approval	by	FINRA	way	of	pooled	investment	vehicles	(each,	an"	Investment	Fund")	.	This	If	these	Investment
Funds	were	to	be	“	looked	through	”	to	their	underlying	investors,	issuers	may	be	less	amenable	to	funding	from	Investment
Funds,	including	those	facilitated	on	our	platform.	If	new	laws	and	regulations	require	certain	private	companies	to	publicly
report,	those	companies	may	be	incentivized	to	go	public,	which	could	delay,	decrease	the	number	of	issuers	on	our	-	or	even
prevent,	platform.	On	the	other	--	the	firm’	s	ability	to	expand	its	securities	hand	-	and	brokerage	offerings	,	if	increased
disclosure	obligations	do	not	drive	impacted	issuers	to	go	public,	the	increased	transparency	could	drive	growth	and	interest	in
our	platform	the	future	.	Our	subsidiary	As	another	example	,	Forge	Trust	Co.,	our	is	a	South	Dakota	non-	depository	trust
company	and	one	of	our	wholly	owned	subsidiaries,	is	authorized	to	act	as	a	custodian	of	self-	directed	individual	retirement
accounts.	The	United	States	Congress	has	recently	proposed	draft	legislation	that	would	significantly	limit	the	types	of
investments	and	amounts	that	may	be	held	in	individual	retirement	accounts	which,	if	enacted	as	proposed	or	substantially
similar	form,	could	negatively	impact	our	current	and	future	Forge	Trust	account	holders	and	have	an	adverse	effect	on	our
Forge	Trust	custody	business,	which	may	in	turn	have	an	adverse	effect	on	our	consolidated	financial	condition	and	results	of
operations.	We	are	subject	to	overview	by	multiple	regulators.	Forge	Trust	Co.	is	registered	with	and	subject	to	regulation	and
examinations	by	the	South	Dakota	Division	of	Banking.	Forge	Trust	Co.	is	also	subject	to	the	Bank	Secrecy	Act,	the	regulations
promulgated	by	FinCEN,	as	well	as	the	economic	and	trade	sanction	programs	administered	by	OFAC.	Additionally	Our
subsidiary	,	Forge	Lending	LLC,	our	is	a	licensed	lender	with	the	State	of	California	and	one	of	our	wholly	owned	subsidiaries,
is	subject	to	regulation	and	examinations	by	the	Department	of	Financial	Protection	and	Innovation	pursuant	to	the	California
Finance	Financing	Lending	Laws	-	Law	.	Monitoring	and	complying	with	all	applicable	laws	,	and	regulations	and	regulators
across	different	entities	can	be	difficult	and	costly.	Failure	to	comply	with	any	of	these	requirements	may	result	in,	among
other	things,	enforcement	action	by	governmental	authorities,	lawsuits,	monetary	damages,	fines	or	monetary	penalties,
restitution	or	other	payments	to	investors,	modifications	to	business	practices,	revocation	of	required	licenses	or	registrations,
voiding	of	loan	contracts	,	and	reputational	harm,	all	of	which	could	materially	harm	our	results	of	operations.	The	regulatory
requirements	to	which	we	are	subject	result	in	substantial	compliance	costs,	and	our	business	would	be	adversely	affected	if	any
applicable	authorities	determine	we	are	not	in	compliance	with	those	requirements.	We	must	comply	with	state	licensing
requirements	and	varying	compliance	requirements	in	all	the	states	in	which	we	operate	and	the	District	of	Columbia.	In
addition,	we	rely	on	certain	exemptions	from	licensing	requirements	in	other	jurisdictions	where	we	conduct	business.	Changes
in	licensing	and	registration	laws	may	result	in	increased	disclosure	requirements,	increased	fees,	or	may	impose	other
conditions	to	licensing	or	registrations	that	we	or	our	personnel	are	unable	to	meet.	In	most	states	and	jurisdictions	in	which	we
operate,	a	regulatory	agency	or	agencies	regulate	and	enforce	laws	relating	to	loan	servicers,	brokers,	and	originators,	collection
agencies,	and	money	services	businesses.	We	are	subject	to	periodic	examinations	by	state	and	other	regulators	in	the
jurisdictions	in	which	we	conduct	business,	which	can	result	in	increases	in	our	administrative	costs	and	refunds	to	borrowers	of
certain	fees	earned	by	us,	and	we	may	be	required	to	pay	substantial	and	material	penalties	imposed	by	those	regulators	due	to
compliance	errors,	including	any	failures	to	properly	register	for	applicable	licenses	or	registrations,	or	we	may	lose	our	license
or	our	ability	to	do	business	in	the	jurisdiction	otherwise	may	be	impaired.	Fines	and	penalties	incurred	in	one	jurisdiction	may
cause	investigations	or	other	actions	by	regulators	in	other	jurisdictions.	We	may	not	be	able	to	acquire	or	maintain	all	requisite
licenses,	registrations	,	and	permits.	If	we	change	or	expand	our	business	activities,	either	in	scope	or	geographically	such	as
through	our	recent	establishment	of	Forge	Europe,	we	may	be	required	to	obtain	additional	licenses	before	we	can	engage	in
those	activities.	When	we	apply	for	a	new	license,	the	applicable	regulator	may	determine	that	we	were	required	to	do	so	at	an
earlier	point	in	time,	and	as	a	result,	may	impose	substantial	and	material	penalties	or	refuse	to	issue	the	license,	which	could
require	us	to	modify	or	limit	our	activities	in	the	relevant	jurisdiction.	In	addition,	the	jurisdictions	that	currently	do	not	provide
extensive	regulation	regulate	of	our	business	may	later	choose	to	do	so,	and	if	this	occurs	such	jurisdictions	so	act	,	we	may	not
be	able	to	obtain	or	acquire	or	maintain	all	requisite	licenses,	registrations	,	and	permits,	which	could	require	us	to	modify	or



limit	our	activities	in	the	relevant	jurisdictions.	The	failure	to	satisfy	those	and	other	regulatory	requirements	could	have	a
material	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations.	We	have	expanded	and	may	continue	to
expand	into	international	markets,	which	exposes	us	to	significant	new	risks,	and	our	international	expansion	efforts	may	not	be
successful.	We	operate	and	serve	investors	in	foreign	jurisdictions,	and	our	business	is	subject	to	the	laws	and	requirements	of
each	jurisdiction	in	which	we	operate.	Issuers,	buyers	and	sellers	from	over	70	80	jurisdictions	use	our	platform.	While	our
operations	are	chiefly	located	in	the	United	States	and	the	majority	of	our	trading	revenues	are	derived	from	transactions
involving	U.	S.	issuers,	we	have	and	may	continue	to	expand	our	operations	internationally	in	order	to	match	the	global	demand
for	our	products	and	services	.	,	such	as	through	our	recent	establishment	of	For	Forge	example	Europe	,	which	is	now
operational	in	Germany	and	the	United	Kingdom	through	our	Singapore-	based	subsidiary	subsidiaries	Forge	Europe
GmbH	,	SharesPost	Asia	Pte.	Ltd.	(“	Forge	GmbH	SP-	Asia	”)	and	Forge	Europe	UK	Ltd	is	subject	to	regulation	by	the
Monetary	Authority	of	Singapore	(“	MAS	Forge	UK	”)	under	the	Securities	and	Futures	Act	(Cap	.	Forge	GmbH	has	applied
for	289),	the	Securities	and	Futures	(Organized	Markets)	Regulations	2018,	and	any	directives	issued	by	the	MAS	from	time	to
time,	including	those	pertaining	to	the	prevention	of	money	laundering	and	countering	the	financing	of	terrorism.	SP-	Asia	holds
a	Recognized	Market	Operator	license	with	MAS;	however,	it	currently	does	not	engage	the	Federal	Financial	Supervisory
Authority	("	BaFin	”)	in	order	to	provide	investment	brokerage	services	in	Germany.	While	this	application	is	under
review	by	BaFin,	Forge	GmbH	has	registered	with	BaFin	as	a	tied	agent	to	provide	investment	brokerage	services	in
Germany	exclusively	under	the	license	and	liability	of	Effecta	GmbH,	an	independent	third-	party	which	is	registered
with	BaFin	as	an	investment	firm.	In	addition,	Forge	UK,	a	wholly	owned	subsidiary	of	Forge	GmbH,	is	an	appointed
representative	of	Kroll	Securities	Limited,	an	independent	third-	party	which	is	authorized	and	regulated	by	the
Financial	Conduct	Authority	to	facilitate	transactions	in	securities.	Accordingly,	the	ability	of	Forge	GmbH	and	Forge
UK	to	conduct	their	business	is	completely	dependent	on	the	good	standing	of	the	principal	firms	under	whose	license	we
operate	in	the	respective	jurisdiction,	and	any	business	activities	suspension	or	other	restriction	on	their	licenses	may	have
a	material	adverse	effect	on	our	expansion	efforts	and	restrict	our	ability	to	operate	in	the	respective	jurisdiction	.	There
is	risk	that	local	regulators	may	determine	we	are	not	in	compliance	with	applicable	local	laws	and	regulations.	In	such	cases,
we	may	be	subject	to	material	fines	and	penalties,	and	may	need	to	materially	modify,	limit,	or	cease	operations	in	that
jurisdiction.	In	addition,	if	we	change	or	expand	our	business	activities	,	such	as	through	our	recent	establishment	of	Forge
Europe	,	we	may	be	required	to	obtain	additional	licenses	or	registrations	before	we	can	engage	in	those	activities	in	each
jurisdiction,	which	could	cause	us	to	incur	substantial	compliance	costs.	If	we	apply	for	a	new	license	or	registration,	a	regulator
may	determine	that	we	were	required	to	do	so	at	an	earlier	point	in	time,	and	as	a	result,	may	impose	penalties	or	refuse	to	issue
the	license,	which	could	require	us	to	materially	modify,	limit,	or	cease	our	activities	in	the	relevant	jurisdiction.	We	may	be
required	to	pay	substantial	penalties	imposed	by	those	regulators	due	to	compliance	errors,	or	we	may	lose	our	license	or	our
ability	to	do	business	in	the	jurisdiction	otherwise	may	be	impaired.	Fines	and	penalties	incurred	in	one	jurisdiction	may	cause
investigations	or	other	actions	by	regulators	in	other	jurisdictions.	This	could	be	detrimental	to	our	business,	resulting	in	lost
revenue,	fines,	or	other	adverse	consequences.	In	addition,	the	jurisdictions	that	currently	do	not	provide	extensive	regulation	of
our	business	may	later	choose	to	do	so,	and	if	such	jurisdictions	so	act,	we	could	incur	substantial	compliance	costs	and	may	not
be	able	to	obtain	or	maintain	all	requisite	licenses	and	permits,	which	could	require	us	to	modify,	limit,	or	cease	our	activities	in
the	relevant	jurisdiction	or	jurisdictions.	In	addition	to	regulatory	risks,	there	are	significant	risks	and	costs	inherent	in	doing
business	in	international	markets,	including:	•	difficulty	establishing	and	managing	international	operations	and	the	increased
operations,	travel,	infrastructure	,	and	legal	and	compliance	costs	associated	with	locations	in	different	countries	or	regions;	•
difficulties	or	delays	in	obtaining	and	/	or	maintaining	the	regulatory	permissions,	authorizations,	licenses	,	or	consents	that	may
be	required	to	offer	certain	products	in	one	or	more	international	markets;	•	difficulties	in	managing	multiple	regulatory
relationships	across	different	jurisdictions	on	complex	legal	and	regulatory	matters;	•	difficulties	in	identifying	and	obtaining
appropriate	local	foreign	counsel	in	the	jurisdictions	in	which	we	operate	or	plan	to	operate;	•	if	we	were	to	engage	in	any
merger	or	acquisition	activity	internationally,	this	is	complex	and	would	be	new	for	us	and	subject	to	additional	regulatory
scrutiny;	•	the	need	to	vary	products,	pricing	,	and	margins	to	effectively	compete	in	international	markets;	•	the	need	to	adapt
and	localize	products	for	specific	countries,	including	obtaining	rights	to	third-	party	intellectual	property	used	in	each	country;	•
increased	competition	from	local	providers	of	similar	products	and	services;	•	the	challenge	of	positioning	our	products	and
services	to	meet	a	demand	in	the	local	market;	•	the	ability	to	obtain,	maintain,	protect,	defend	,	and	enforce	intellectual	property
rights	abroad;	•	the	need	to	offer	customer	support	and	other	aspects	of	our	offering	(including	websites,	articles,	blog	posts	,
and	customer	support	documentation)	in	various	languages;	•	compliance	with	anti-	bribery	laws	and	the	potential	for	increased
complexity	due	to	the	requirements	on	us	as	a	group	to	follow	multiple	rule	sets;	•	maintaining	risk	management	frameworks,
and	adhering	to	appropriate	global	and	local	regulatory	risk	management	guidelines,	prudential	rules,	and	control
standards.	•	complexity	and	other	risks	associated	with	current	and	future	legal	requirements	in	other	countries,	including	laws,
rules,	regulations	,	and	other	legal	requirements	related	to	cybersecurity	and	data	privacy	frameworks	and	labor	and	employment
laws;	•	the	need	to	enter	into	new	business	partnerships	with	third-	party	service	providers	in	order	to	provide	products	and
services	in	the	local	market,	which	we	may	rely	upon	to	be	able	to	provide	such	products	and	services	or	to	meet	certain
regulatory	obligations;	•	varying	levels	of	internet	technology	adoption	and	infrastructure,	and	increased	or	varying	network	and
hosting	service	provider	costs	and	differences	in	technology	service	delivery	in	different	countries;	•	fluctuations	in	currency
exchange	rates	and	the	requirements	of	currency	control	regulations,	which	might	restrict	or	prohibit	conversion	of	other
currencies	into	U.	S.	dollars;	•	taxation	of	our	international	earnings	and	potentially	adverse	tax	consequences	due	to
requirements	of	or	changes	in	the	income	and	other	tax	laws	of	the	United	States	or	the	international	jurisdictions	in	which	we
operate;	and	•	political	or	social	unrest	or	economic	instability	in	a	specific	country	or	region	in	which	we	operate.	We	have
limited	experience	with	international	regulatory	environments	and	market	practices,	and	we	may	not	be	able	to	penetrate	or



successfully	operate	in	the	markets	we	choose	to	enter.	In	addition,	we	may	incur	significant	expenses	as	a	result	of	our
international	expansion,	and	we	may	not	be	successful.	We	also	may	fail	to	sufficiently	adapt	our	offerings	in	terms	of	language,
culture,	issuer	operations,	shareholder	stockholder	behaviors,	investor	preferences	,	or	otherwise,	which	would	limit	or	prevent
our	success	in	entering	new	markets.	We	have	in	the	past,	and	will	continue	to	be,	subject	to	inquiries,	exams,	investigations	,	or
enforcement	matters,	any	of	which	could	have	an	adverse	effect	on	our	business.	The	financial	services	industry	is	subject	to
extensive	regulation	under	federal,	state,	and	applicable	international	laws.	From	time	to	time,	we	have	been	threatened	with	or
named	as	a	defendant	in	lawsuits,	arbitrations	,	and	/	or	administrative	claims	involving	securities,	consumer	financial	services	,
and	other	matters.	In	For	example,	in	2016,	we	became	subject	to	a	SEC	Order	(in	the	Matter	of	Equidate,	Inc.	and	Equidate
Holdings	LLC,	Release	No.	10262)	pursuant	to	Section	8A	of	the	Securities	Act	and	Section	21C	of	the	Exchange	Act	(the	“
Order	”).	The	Order	required	us	to	cease	and	desist	from	committing	or	causing	any	violations	or	future	violations	of	Section	5
(e)	of	the	Securities	Act	and	Section	6	(l)	of	the	Exchange	Act	and	required	us	to	pay	civil	money	penalties	in	the	amount	of	$
80,	000.	Following	a	request	by	us,	the	SEC	determined	that	we	had	made	a	showing	of	good	cause	under	Rule	506	(d)	(2)	(ii)
of	Regulation	D	and	Rule	262	(b)	(2)	of	Regulation	A	and	the	SEC	granted	a	waiver	regarding	any	bad-	actor	disqualification	by
reason	of	the	entry	of	the	Order.	Following	the	Order,	we	have	completely	ceased	the	transactions	described	in	the	Order	that
were	found	to	be	security-	based	swaps	and	have	implemented	new	transaction	contracts	and	fund	structures.	We	are	also	subject
to	periodic	regulatory	examinations	and	inspections.	Compliance	and	trading	problems	or	other	deficiencies	or	weaknesses	that
are	reported	to	regulators,	such	as	the	SEC,	FINRA,	the	CFPB,	or	state	regulators,	by	dissatisfied	customers	or	others,	or	that	are
identified	by	regulators	themselves,	are	investigated	by	such	regulators,	and	may,	if	pursued,	result	in	formal	claims	being	filed
against	us	by	customers	or	disciplinary	action	being	taken	against	us	or	our	employees	by	regulators	or	enforcement	agencies.
To	resolve	issues	raised	in	examinations	or	other	governmental	actions,	we	may	be	required	to	take	various	corrective	actions,
including	changing	certain	business	practices,	making	refunds	,	or	taking	other	actions	that	could	be	financially	or	competitively
detrimental	to	us.	We	expect	to	continue	to	incur	costs	to	comply	with	governmental	regulations.	Any	such	claims	or
disciplinary	actions	that	are	decided	against	us	could	have	a	material	impact	on	our	financial	results.	Employee	misconduct,
including	insider	trading	violations	(given	the	nature	of	our	business),	can	be	difficult	to	detect	and	deter,	and	could	harm	our
reputation	and	subject	us	to	significant	legal	liability.	We	cannot	ensure	that	all	of	our	employees	and	agents	will	comply	with
our	internal	policies	and	procedures	and	applicable	law,	including	anti-	corruption,	anti-	bribery	,	and	similar	laws.	We	may
ultimately	be	held	responsible	for	any	such	non-	compliance.	We	operate	in	an	industry	in	which	integrity	and	the	confidence	of
our	customers	is	of	critical	importance.	While	we	take	precautions	to	deter	and	detect	employee	misconduct,	these	might	be
circumvented	or	might	not	always	be	effective.	We	are	therefore	subject	to	risks	of	errors	and	misconduct	by	our	employees
that	could	adversely	affect	our	business	.	If	any	of	,	including:	•	engaging	in	misrepresentation	or	our	employees	engage	in
illegal,	fraudulent	activities	when	marketing	or	performing	brokerage	and	other	services	to	our	customers;	•	improperly	--
improper,	using	or	disclosing	confidential	information	of	our	-	or	suspicious	customers	or	other	parties;	•	concealing
unauthorized	or	unsuccessful	activities	activity	;	or	•	otherwise	not	complying	with	applicable	laws	and	regulations	or	our	-	or
internal	policies	or	procedures,	including	those	related	to	insider	trading.	There	have	been	numerous	highly-	publicized	cases	of
fraud	and	other	misconduct	,	by	financial	services	industry	employees.	The	precautions	that	we	take	could	become	subject	to
detect	regulatory	sanctions	and	significant	deter	employee	misconduct	might	not	be	effective.	If	any	of	our	employees	engage
in	illegal	--	legal	liability	,	and	improper,	or	suspicious	activity	or	other	misconduct,	we	could	suffer	serious	harm	to	our
reputation,	financial	condition,	member	relationships	,	and	our	ability	to	attract	new	customers.	We	also	could	become	subject	to
regulatory	sanctions	and	significant	legal	liability,	which	could	cause	serious	harm	to	our	financial	condition,	reputation,
member	relationships	and	prospects	of	attracting	additional	customers.	Litigation,	regulatory	actions	,	and	compliance	issues
could	subject	us	to	significant	fines,	penalties,	judgments,	remediation	costs,	negative	publicity,	changes	to	our	business	model	,
and	requirements	resulting	in	increased	expenses.	Our	business	is	subject	to	increased	risks	of	litigation	and	regulatory	actions	as
a	result	of	a	number	of	factors	and	from	various	sources,	including	as	a	result	of	the	highly	regulated	nature	of	the	financial
services	industry	and	the	focus	of	state	and	federal	enforcement	agencies	on	the	financial	services	industry.	From	time	to	time,
we	are	also	involved	in,	or	the	subject	of,	reviews,	requests	for	information,	and	investigations	and	proceedings	(both	formal
and	informal)	by	state	and	federal	governmental	agencies	and	self-	regulatory	organizations,	regarding	our	business	activities
and	our	qualifications	to	conduct	our	business	in	certain	jurisdictions,	which	could	subject	us	to	significant	fines,	penalties,
obligations	to	change	our	business	practices	,	and	other	requirements	resulting	in	increased	expenses	and	diminished	earnings.
Our	involvement	in	any	such	matter	also	could	cause	significant	harm	to	our	reputation	and	divert	management	attention	from
the	operation	of	our	business,	even	if	the	matters	are	ultimately	determined	in	our	favor.	Moreover,	any	settlement,	or	any
consent	order	or	adverse	judgment	in	connection	with	any	formal	or	informal	proceeding	or	investigation	by	a	government
agency,	may	prompt	litigation	or	additional	investigations	or	proceedings	as	other	litigants	or	other	government	agencies	begin
independent	reviews	of	the	same	activities.	The	current	regulatory	environment,	increased	regulatory	compliance	efforts	,	and
enhanced	regulatory	enforcement	have	resulted	in	significant	operational	and	compliance	costs	and	may	prevent	us	from
providing	certain	products	and	services.	There	is	no	assurance	that	these	regulatory	matters	or	other	factors	will	not	affect	how
we	conduct	our	business	and,	in	turn,	have	a	material	adverse	effect	on	our	business.	In	particular,	legal	proceedings	brought
under	state	consumer	protection	statutes	or	under	several	of	the	various	federal	consumer	financial	services	statutes	may	result	in
a	separate	fine	for	each	violation	of	the	statute,	which,	particularly	in	the	case	of	class	action	lawsuits,	could	result	in	damages
substantially	in	excess	of	the	amounts	we	earned	from	the	underlying	activities.	Our	enterprise	risk	management	and	regulatory
compliance	framework	may	not	be	fully	effective	in	identifying	or	mitigating	risk	exposures	in	evolving	market	and	regulatory
environments	or	against	all	types	of	risk.	As	a	financial	services	company	operating	in	the	securities	industry,	among	others,	our
business	model	exposes	us	to	various	risks,	including	capital	adequacy	and	liquidity	risk,	strategic	risk,	operational	risk,
information	technology	risk,	cybersecurity	risk,	vendor	/	third	party	risk,	financial	risk	,	and	reputational	risk.	Our	enterprise	risk



management	and	compliance	processes,	policies	,	and	procedures	may	not	be	fully	effective	in	identifying	or	mitigating	all
exposures	and	particularly	against	emerging	risks.	We	have	devoted	significant	resources	to	develop	our	compliance	and	risk
management	policies	and	procedures	and	will	continue	to	do	so,	but	there	can	be	no	assurance	these	are	sufficient	or	that	we	will
not	sustain	unexpected	losses,	especially	as	our	business	is	growing	and	evolving.	Our	limited	operating	history,	evolving
business	,	and	growth	make	it	difficult	to	predict	all	of	the	risks	and	challenges	we	may	encounter	and	the	level	of	resources
needed	to	address	them,	particularly	when	compared	with	more	mature	financial	services	companies.	It	also	makes	it	difficult	to
predict	completely	the	landscape	of	risks	we	will	face	as	we	introduce	new	products	and	services	and	expand	into	new
jurisdictions.	Insurance	and	other	traditional	risk	mitigating	tools	may	be	held	by	or	available	to	us	in	order	to	manage	certain
exposures,	but	they	are	subject	to	terms	such	as	deductibles,	coinsurance,	limits	,	and	policy	exclusions,	as	well	as	risk	of
counterparty	denial	of	coverage,	default	,	or	insolvency.	Any	perceived	or	actual	breach	of	laws	and	regulations	could	also
negatively	impact	our	business,	financial	condition	,	and	results	of	operations.	We	are	subject	to	stringent	laws,	rules,
regulations,	policies,	industry	standards	,	and	contractual	obligations	regarding	data	privacy	and	security	and	may	be	subject	to
additional	related	laws	and	regulations	in	jurisdictions	into	which	we	expand.	Many	of	these	laws	and	regulations	are	subject	to
change	and	reinterpretation	and	could	result	in	claims,	changes	to	our	business	practices,	monetary	penalties,	increased	cost	of
operations	,	or	other	harm	to	our	business.	We	are	subject	to	a	variety	of	federal,	state,	local,	and	non-	U.	S.	laws,	directives,
rules,	policies,	industry	standards	and	regulations,	as	well	as	contractual	obligations,	relating	to	privacy	and	the	collection,
protection,	use,	retention,	security,	disclosure,	transfer	,	and	other	processing	of	personal	information	and	other	data,	including
the	Gramm-	Leach-	Bliley	Act	of	1999	(“	GLBA	”),	Section	5	(c)	of	the	Federal	Trade	Commission	Act	(the"	FTC	Act")	,	and
the	California	Consumer	Privacy	Act	(the"	CCPA").	The	regulatory	framework	for	data	privacy	and	security	worldwide	is
continuously	evolving	and	developing	and,	as	a	result,	interpretation	and	implementation	standards	and	enforcement	practices
are	likely	to	remain	uncertain	for	the	foreseeable	future.	New	laws,	amendments	to	or	reinterpretations	of	existing	laws,
regulations,	standards	,	and	other	obligations	may	require	us	to	incur	additional	costs	and	restrict	our	business	operations,	and
may	require	us	to	change	how	we	use,	collect,	store,	transfer	,	or	otherwise	process	certain	types	of	personal	information	and	to
implement	new	processes	to	comply	with	those	laws	and	our	customers’	exercise	of	their	rights	thereunder.	In	the	United	States,
federal	law,	such	as	the	GLBA	and	its	implementing	regulations,	restricts	certain	collection,	processing,	storage,	use	,	and
disclosure	of	personal	information,	requires	notice	to	individuals	of	privacy	practices	and	provides	individuals	with	certain	rights
to	prevent	the	use	and	disclosure	of	certain	nonpublic	or	otherwise	legally	protected	information.	These	rules	also	impose
requirements	for	the	safeguarding	and	proper	destruction	of	personal	information	through	the	issuance	of	data	security	standards
or	guidelines.	Additionally,	the	FTC	Act	imposes	standards	for	the	online	collection,	use	,	and	dissemination	of	personal
information.	The	U.	S.	government,	including	Congress,	the	Federal	Trade	Commission	,	and	the	Department	of	Commerce,	has
expressed	the	need	for	greater	regulation	for	the	collection,	use	and	other	processing	of	information	concerning	consumer
behavior	on	the	internet,	including	regulation	aimed	at	restricting	certain	targeted	advertising	practices.	There	is	also	a	risk	of
enforcement	actions	in	response	to	rules	and	regulations	promulgated	under	the	authority	of	federal	agencies	and	state	attorneys
general	and	legislatures	and	consumer	protection	agencies.	In	addition,	privacy	advocates	and	industry	groups	have	proposed
and	may	propose	new	and	different	self-	regulatory	standards	that	either	legally	or	contractually	may	apply	to	our	business
operations.	If	we	fail	to	follow	these	security	standards,	even	if	no	personal	information	is	compromised,	we	may	incur
significant	fines	or	experience	a	significant	increase	in	costs.	Numerous	states	have	enacted	or	are	in	the	process	of	enacting
state-	level	data	privacy	laws	and	regulations	governing	the	collection,	use,	and	other	processing	of	state	residents’	personal
information.	For	example,	the	CCPA,	which	took	effect	on	January	1,	2020,	established	a	new	privacy	framework	for	covered
businesses	such	as	ours,	and	may	require	us	to	modify	our	data	processing	practices	and	policies	and	incur	compliance	related
costs	and	expenses.	The	CCPA	provides	certain	data	privacy	rights	to	California	residents,	such	as	affording	California	residents
the	right	to	access	and	delete	their	information	and	to	opt	out	of	certain	sharing	and	sales	of	personal	information.	The	law	also
prohibits	covered	businesses	from	discriminating	against	California	residents	(for	example,	charging	more	for	services)	for
exercising	any	of	their	rights	under	the	CCPA.	The	CCPA	allows	for	severe	civil	penalties	and	statutory	damages	as	well	as	a
private	right	of	action	for	certain	data	breaches	involving	personal	information.	This	private	right	of	action	is	expected	to
increase	the	likelihood	of,	and	risks	associated	with,	data	breach	litigation.	In	November	2020,	California	voters	passed	the
California	Privacy	Rights	Act	of	2020	(“	CPRA	”).	Effective	in	most	material	respects	as	of	January	1,	2023,	the	CPRA	imposes
additional	obligations	on	companies	covered	by	the	legislation	and	significantly	amends	the	CCPA,	including	by	expanding	the
CCPA	with	additional	data	privacy	compliance	requirements	that	may	impact	our	business.	The	CPRA	also	establishes	a
regulatory	agency	dedicated	to	enforcing	the	CCPA,	as	amended	by	the	CPRA.	The	effects	of	the	CCPA,	as	amended	by	the
CPRA,	other	similar	state	or	federal	laws	,	and	other	future	changes	in	laws	or	regulations	relating	to	privacy,	data	protection	,
and	information	security,	particularly	any	new	or	modified	laws	or	regulations	that	require	enhanced	protection	of	certain	types
of	data	or	new	obligations	with	regard	to	data	retention,	transfer	,	or	disclosure,	are	significant	and	may	require	us	to	modify	our
data	processing	practices	and	policies	and	could	greatly	increase	the	cost	of	providing	our	offerings,	require	significant	changes
to	our	operations	,	or	even	prevent	us	from	providing	certain	offerings	in	jurisdictions	in	which	we	currently	operate	and	in
which	we	may	operate	in	the	future	or	incur	potential	liability	in	an	effort	to	comply	with	such	legislation.	The	CPRA	and	the
CCPA	have	led	other	states	to	pass	comparable	legislation,	with	potentially	greater	penalties	and	more	rigorous	compliance
requirements	relevant	to	our	business,	and	additional	states	may	follow	suit.	For	example,	many	state	legislatures	have	adopted
comprehensive	legislation	that	would	apply	to	the	online	collection	of	personal	information	of	a	broad	number	of	U.	S.	state
residents,	including	measures	relating	to	privacy,	data	security,	data	breaches	,	and	the	protection	of	sensitive	and	personal
information.	We	also	may	be	subject	to	laws	in	all	50	states	which	require	businesses	to	provide	notice	to	customers	whose
personally	identifiable	information	has	been	disclosed	as	a	result	of	a	data	breach.	These	laws	are	inconsistent	with	one	another,
as	certain	state	laws	may	be	more	stringent,	broader	in	scope,	or	offer	greater	individual	rights	with	respect	to	sensitive	and



personal	information.	Privacy	laws	at	the	federal	or	international	level	may	also	impose	differing	obligations,	which	could	make
our	compliance	efforts	more	complex,	costly,	and	may	increase	the	likelihood	that	we	become	subject	to	enforcement	actions	or
other	liabilities	for	noncompliance.	The	NYDFS	also	imposes	Cybersecurity	Requirements	for	Financial	Services	Companies,
and	which	require	banks,	insurance	companies	and	other	financial	services	institutions	regulated	by	the	NYDFS,	including	Forge
Securities,	to	establish	and	maintain	a	cybersecurity	program	designed	to	protect	personal	information	of	consumers	and	ensure
the	safety	and	soundness	of	New	York	State’	s	financial	services	industry.	The	cybersecurity	regulation	adds	specific
requirements	for	these	institutions’	cybersecurity	compliance	programs	and	imposes	an	obligation	to	conduct	ongoing,
comprehensive	risk	assessments.	Further,	on	an	annual	basis,	each	institution	is	required	to	submit	a	certification	of	compliance
with	these	requirements.	We	have	in	the	past	and	may	in	the	future	be	subject	to	investigations	and	examinations	by	the	NYDFS
regarding,	among	other	things,	our	cybersecurity	practices.	Additionally,	we	are	subject	to	the	EU	General	Data	Protection
Regulation	(the	“	EU	GDPR	”),	which	imposes	additional	obligations	and	risk	upon	our	business,	including	substantial	expenses
and	changes	to	business	operations	that	are	required	to	comply	with	the	EU	GDPR.	Further,	following	the	withdrawal	of	the	U.
K.	from	the	EU,	we	are	required	to	comply	separately	with	the	EU	GDPR	as	implemented	in	the	U.	K.	(the"	U.	K.	GDPR,"	and
together	with	the	EU	GDPR,	the"	GDPR"),	which	may	lead	to	additional	compliance	costs	and	could	increase	our	overall	risk.
Failure	to	comply	with	the	GDPR,	and	any	supplemental	European	Economic	Area	country’	s	national	data	protection	laws
which	may	apply	by	virtue	of	the	location	of	the	individuals	whose	personal	information	we	may	collect,	may	result	in
significant	fines	and	other	administrative	penalties.	For	example,	non-	compliance	with	the	GDPR,	and	the	related	national	data
protection	laws	of	European	Economic	Area	countries,	may	result	in	monetary	penalties	of	up	to	€	20,	000,	000	(£	17.	5	million)
or	4	%	of	worldwide	annual	revenue,	whichever	is	higher.	We	make	public	statements	about	our	use,	collection,	disclosure	,	and
other	processing	of	personal	information	through	our	privacy	policies,	information	provided	on	our	website	and	press
statements.	Although	we	endeavor	to	comply	with	our	public	statements	and	documentation,	we	may	at	times	fail	to	do	so	or	be
alleged	to	have	failed	to	do	so.	The	publication	of	our	privacy	policies	and	other	statements	that	provide	promises	and	assurances
about	data	privacy	and	security	can	subject	us	to	potential	government	or	legal	action	if	they	are	found	to	be	deceptive,	unfair	,
or	misrepresentative	of	our	actual	practices.	Any	failure	or	perceived	failure	by	us	or	our	third-	party	service	providers	to	comply
with	our	posted	privacy	policies	or	with	any	applicable	federal,	state	or	similar	foreign	laws,	rules,	regulations,	industry
standards,	policies,	certifications	,	or	orders	relating	to	data	privacy	and	security,	or	any	compromise	of	security	that	results	in
the	theft,	unauthorized	access,	acquisition,	use,	disclosure,	or	misappropriation	of	personal	information	or	other	customer	data,
could	result	in	significant	awards,	fines,	civil	and	/	or	criminal	penalties	or	judgments,	proceedings	or	litigation	by	governmental
agencies	or	customers,	including	class	action	privacy	litigation	in	certain	jurisdictions	and	negative	publicity	and	reputational
harm,	one	or	all	of	which	could	have	an	adverse	effect	on	our	reputation,	business,	financial	condition	,	and	results	of	operations.
The	operation	of	our	platform	involves	the	use,	collection,	storage,	sharing,	disclosure,	transfer	,	and	other	processing	of
customer	information,	including	personal	information.	Despite	our	implementation	of	security	measures,	security	breaches	and
other	security	incidents	in	our	internal	computer	systems,	and	those	of	our	contractors	and	consultants,	could	expose	us	to	a	risk
of	loss	or	exposure	of	this	information,	which	could	result	in	potential	liability,	investigations,	regulatory	fines,	penalties	for
violation	of	applicable	laws	or	regulations,	litigation,	and	remediation	costs,	as	well	as	reputational	harm.	Further,	it	may	not	be
possible	for	us	to	know	all	potential	ramifications	of	a	disruption	event	and	it	is	possible	that	certain	risks	created	may	remain
undetected	for	an	extended	period	of	time.	Successful	and	attempted	attacks	upon	information	technology	systems	are
increasing	in	their	frequency,	levels	of	persistence,	sophistication	,	and	intensity,	and	are	being	conducted	by	sophisticated	and
organized	groups	and	individuals	with	a	wide	range	of	motives	and	expertise.	Such	attacks	can	include	third	parties	gaining
access	to	systems	and	confidential	information,	including	personal	information	of	our	employees	or	customers,	including
through	the	use	of	stolen	or	inferred	credentials,	computer	malware,	viruses,	spamming,	phishing	attacks,	ransomware,	card
skimming	code,	business	email	compromises,	and	other	deliberate	attacks	and	attempts	to	gain	unauthorized	access	or	otherwise
compromise	or	disrupt	our	systems	or	those	of	our	third-	party	providers.	We	As	a	result	of	the	COVID-	19	pandemic,	we	may
also	face	increased	cybersecurity	risks	due	to	our	reliance	on	internet	technology	and	the	number	of	our	employees	who	are
working	remotely,	which	may	create	additional	opportunities	for	cybercriminals	to	exploit	vulnerabilities.	Furthermore,	because
the	techniques	used	to	obtain	unauthorized	access	to,	compromise	or	to	sabotage	our	networks,	platforms	,	or	systems,	and	those
of	our	third-	party	providers	change	frequently	and	often	are	not	recognized	until	launched	against	a	target,	we	may	be	unable	to
anticipate	these	techniques	or	implement	adequate	preventative	measures.	We	or	our	third-	party	providers	may	also	experience
security	breaches	or	other	incidents	that	may	remain	undetected	for	an	extended	period.	Even	if	identified,	we	may	be	unable	to
adequately	investigate	or	remediate	additional	incidents	or	breaches	due	to	attackers	increasingly	using	tools	and	techniques	that
are	designed	to	circumvent	controls,	to	avoid	detection,	and	to	remove	or	obfuscate	forensic	evidence.	Any	or	all	of	the	issues
above	could	adversely	affect	our	ability	to	attract	new	customers	and	continue	our	relationship	with	existing	customers,	cause
our	customers	to	stop	using	our	products	and	services,	result	in	negative	publicity	,	or	subject	us	to	governmental,	regulatory	,	or
third-	party	lawsuits,	disputes,	investigations,	orders,	regulatory	fines,	penalties	for	violation	of	applicable	laws	or	regulations	,
or	other	actions	or	liability,	thereby	harming	our	business,	financial	condition,	operating	results,	cash	flows	,	and	prospects.	Any
accidental	or	unauthorized	access	to	or	disclosure,	loss,	destruction,	disablement	or	encryption	of,	use	or	misuse	of	or
modification	of	data,	including	personal	information,	cybersecurity	breach	,	or	other	security	incident	that	we,	our	customers	or
our	third-	party	service	providers	experience	or	the	perception	that	one	has	occurred	or	may	occur,	could	harm	our	reputation,
reduce	the	demand	for	our	products	and	services	,	and	disrupt	normal	business	operations.	In	addition,	it	may	require	us	to
expend	significant	financial	and	operational	resources	in	response	to	a	security	breach,	including	repairing	system	damage,
increasing	security	protection	costs	by	deploying	additional	personnel	,	and	modifying	or	enhancing	our	protection	technologies,
investigating,	remediating	,	or	correcting	the	breach	and	any	security	vulnerabilities,	defending	against	and	resolving	legal	and
regulatory	claims,	and	preventing	future	security	breaches	and	incidents,	all	of	which	could	expose	us	to	uninsured	liability,



increase	our	risk	of	regulatory	scrutiny,	expose	us	to	legal	liabilities,	including	litigation,	regulatory	enforcement,	indemnity
obligations	or	damages	for	contract	breach,	divert	resources	and	the	attention	of	our	management	and	key	personnel	away	from
our	business	operations,	and	cause	us	to	incur	significant	costs,	any	of	which	could	materially	adversely	affect	our	business,
financial	condition	,	and	results	of	operations.	We	are	subject	to	anti-	money	laundering	and	anti-	terrorism	financing	laws	and
regulations,	and	failure	to	comply	with	these	obligations	could	have	significant	adverse	consequences	for	us,	including
subjecting	us	to	criminal	or	civil	liability	and	harm	to	our	business.	Various	laws	and	regulations	in	the	United	States	and
abroad,	such	as	the	Bank	Secrecy	Act,	the	Dodd-	Frank	Act,	and	the	USA	PATRIOT	Act,	and	the	Credit	Card	Accountability
Responsibility	and	Disclosure	Act,	impose	certain	anti-	money	laundering	("	AML")	requirements	on	companies	that	are
financial	institutions	or	that	provide	financial	products	and	services.	Under	these	laws	and	regulations,	financial	institutions	are
broadly	defined	to	include	money	services	businesses	such	as	money	transmitters.	In	2013,	FinCEN	issued	guidance	regarding
the	applicability	of	the	Bank	Secrecy	Act	to	administrators	and	exchangers	of	convertible	virtual	currency,	clarifying	that	they
are	money	service	businesses,	and	more	specifically,	money	transmitters.	The	Bank	Secrecy	Act	requires	required	money
services	businesses	(“	MSBs	”)	to	develop	and	implement	risk-	based	AML	anti-	money	laundering	programs,	report	large	cash
transactions	and	suspicious	activity,	and	maintain	transaction	records,	among	other	requirements.	State	regulators	may	impose
similar	requirements	on	licensed	money	transmitters	.	In	addition,	our	contracts	with	financial	institution	partners	and	other	third
parties	may	contractually	require	us	to	maintain	an	AML	anti-	money	laundering	program.	We	are	also	subject	to	economic	and
trade	sanctions	programs	administered	by	OFAC,	which	prohibit	or	restrict	transactions	to	or	from	or	dealings	with	specified
countries,	their	governments,	and	in	certain	circumstances,	their	nationals,	and	with	individuals	and	entities	that	are	specially-
designated	nationals	of	those	countries,	narcotics	traffickers,	terrorists	or	terrorist	organizations,	and	other	sanctioned	persons
and	entities.	Our	failure	to	comply	with	AML	anti-	money	laundering	,	economic	and	trade	sanctions	regulations,	and	similar
laws	could	subject	us	to	substantial	civil	and	criminal	penalties,	or	result	in	the	loss	or	restriction	of	our	financial	institution
MSB	or	broker-	dealer	registrations	and	state	licenses,	or	liability	under	our	contracts	with	third	parties,	which	may	significantly
affect	our	ability	to	conduct	some	aspects	of	our	business.	Changes	in	this	regulatory	environment,	including	changing
interpretations	and	the	implementation	of	new	or	varying	regulatory	requirements	by	the	government	,	must	be	monitored	for,
and	our	AML	program	adapted	accordingly	.	We	are	subject	to	anti-	corruption,	anti-	bribery	and	similar	laws,	and	non-
compliance	with	such	laws	can	subject	us	to	significant	adverse	consequences,	including	criminal	or	civil	liability	and	harm	our
business.	We	are	subject	to	the	FCPA,	U.	S.	domestic	bribery	laws	,	and	other	U.	S.	and	foreign	anti-	corruption	laws.	Anti-
corruption	and	anti-	bribery	laws	are	have	been	enforced	aggressively	in	recent	years	and	are	interpreted	broadly	to	generally
prohibit	companies,	their	employees	,	and	their	third-	party	intermediaries	from	authorizing,	offering	,	or	providing,	directly	or
indirectly,	improper	payments	or	benefits	to	recipients	in	the	public	sector.	These	laws	also	require	that	we	keep	accurate	books
and	records	and	maintain	internal	controls	and	compliance	procedures	designed	to	prevent	any	such	actions.	In	addition,	we	or
our	third-	party	intermediaries	may	have	direct	or	indirect	interactions	with	officials	and	employees	of	government	agencies	or
state-	owned	or	affiliated	entities.	We	can	be	held	liable	for	the	corrupt	or	other	illegal	activities	of	these	third-	party
intermediaries,	our	employees,	representatives,	contractors,	partners	,	and	agents,	even	if	we	do	not	explicitly	authorize	such
activities.	The	failure	to	comply	with	any	such	laws	could	subject	us	to	criminal	or	civil	liability,	cause	us	significant
reputational	harm	and	have	an	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations	.	We	may	be	unable
to	sufficiently	obtain,	develop,	or	protect,	our	intellectual	property,	any	of	which	could	reduce	our	competitiveness	and
harm	our	business	and	operating	results	.	Our	ability	to	service	our	customers	depends,	in	part,	upon	our	proprietary
technology	ability	to	obtain	and	develop	intellectual	property	in	an	extremely	competitive	market	.	We	Even	if	we	are
able	to	do	so,	we	may	be	unable	to	protect	our	proprietary	technology	such	intellectual	property	effectively,	which	would
allow	competitors	to	duplicate	our	business	processes	and	know-	how,	and	adversely	affect	our	ability	to	compete	with	them.	A
third	party	may	attempt	to	reverse	engineer	or	otherwise	obtain	and	use	our	proprietary	technology	intellectual	property
without	our	consent.	The	pursuit	of	a	claim	against	a	third	party	for	infringement	of	our	intellectual	property	could	be	costly,	and
there	can	be	no	guarantee	that	any	such	efforts	would	be	successful.	In	addition,	our	platform	may	infringe	upon	claims	of	third-
party	intellectual	property,	and	we	may	face	intellectual	property	challenges	from	such	other	parties.	We	may	not	be	successful
in	defending	against	any	such	challenges	or	in	obtaining	licenses	to	avoid	or	resolve	any	intellectual	property	disputes.	The	costs
of	defending	any	such	claims	or	litigation	could	be	significant	and,	if	we	are	unsuccessful,	could	subject	us	to	substantial
liability,	prevent	us	from	using	the	relevant	technology	intellectual	property	or	providing	related	products	or	services,	or	result
in	a	requirement	that	we	pay	significant	damages	or	licensing	fees.	Furthermore,	our	technology	intellectual	property	may
become	obsolete,	and	there	is	no	guarantee	that	we	will	be	able	to	successfully	obtain,	develop,	obtain	or	use	new	technologies
intellectual	property	to	adapt	our	platform	to	stay	competitive	in	the	future.	If	we	cannot	protect	our	proprietary	technology
from	intellectual	property	from	third-	party	challenges,	or	if	our	platform	becomes	obsolete,	our	business,	financial	condition	,
and	results	of	operations	could	be	adversely	affected.	Accusations	of	infringement	of	third-	party	intellectual	property	rights
could	materially	and	adversely	affect	our	business.	Our	success	depends	upon	our	ability	to	refrain	from	infringing	upon	the
intellectual	property	rights	of	others.	Some	companies,	including	some	of	our	competitors,	may	own	large	numbers	of	patents,
copyrights	,	and	trademarks,	which	they	may	use	to	assert	claims	against	us.	As	we	grow	and	enter	new	markets,	we	will	face	a
growing	number	of	competitors.	As	the	number	of	competitors	in	our	industry	grows	and	the	functionality	of	products	in
different	industry	segments	overlaps,	we	expect	that	software	and	other	solutions	in	our	industry	may	be	subject	to	such	claims
by	third	parties.	Third	parties	may	in	the	future	assert	claims	of	infringement,	misappropriation	,	or	other	violations	of
intellectual	property	rights	against	us.	We	cannot	assure	you	that	infringement	claims	will	not	be	asserted	against	us	in	the
future,	or	that,	if	asserted,	any	infringement	claim	will	be	successfully	defended.	A	successful	claim	against	us	could	require
that	we	pay	substantial	damages,	prevent	us	from	offering	our	services,	or	require	that	we	comply	with	other	unfavorable	terms.
Even	if	we	were	to	prevail	in	such	a	dispute,	any	litigation	regarding	our	intellectual	property	could	be	costly	and	time-



consuming	and	divert	the	attention	of	our	management	and	key	personnel	from	our	business	operations.	Changes	in	tax	laws,
differences	in	interpretation	of	tax	laws	and	regulations,	and	proposed	legislation	that	would	impose	taxes	on	certain	financial
transactions	could	have	a	material	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations.	We	operate	in
multiple	jurisdictions	and	are	subject	to	tax	laws	and	regulations	of	the	U.	S.	federal,	state	,	and	local	and	non-	U.	S.
governments.	U.	S.	federal,	state	,	and	local	and	non-	U.	S.	tax	laws	and	regulations	are	complex	and	subject	to	change	(possibly
with	retroactive	effect)	and	to	varying	interpretations.	U.	S.	federal,	state	,	and	local	and	non-	U.	S.	tax	authorities	may	interpret
tax	laws	and	regulations	differently	than	we	do	and	challenge	tax	positions	that	we	have	taken.	This	may	result	in	differences	in
the	treatment	of	revenues,	deductions,	credits	and	/	or	differences	in	the	timing	of	these	items.	The	differences	in	treatment	may
result	in	payment	of	additional	taxes,	interest	,	or	penalties	that	could	have	an	adverse	effect	on	our	financial	condition	and
results	of	operations.	Further,	future	changes	to	U.	S.	federal,	state	,	and	local	and	non-	U.	S.	tax	laws	and	regulations	could
increase	our	tax	obligations	in	jurisdictions	where	we	do	business	or	require	us	to	change	the	manner	in	which	we	conduct	some
aspects	of	our	business.	On	August	16,	2022,	the	Inflation	Reduction	Act	(“	IRA	”)	was	enacted	in	the	United	States,	which
introduced,	among	other	provisions,	a	new	minimum	corporate	income	tax	on	certain	large	corporations,	an	excise	tax	of	1	%	on
certain	share	repurchases	by	corporations,	and	increased	funding	for	the	Internal	Revenue	Service	(“	IRS	”).	Although	we	do	not
anticipate	the	new	corporate	minimum	income	tax	will	currently	apply	to	us,	changes	in	our	business	and	any	future	regulations
or	other	guidance	on	the	interpretation	and	application	of	the	new	corporate	minimum	tax,	as	well	as	the	potential	application	of
the	share	repurchase	excise	tax,	may	result	in	additional	taxes	payable	by	us,	which	could	materially	and	adversely	affect	our
financial	results	and	operations.	We	have	in	the	past	recorded,	and	may	in	the	future	record,	significant	valuation	allowances	on
our	deferred	tax	assets,	which	may	have	a	material	impact	on	our	results	of	operations	and	cause	fluctuations	in	such	results.	As
of	December	31,	2022	2023	,	we	had	a	valuation	allowance	for	deferred	tax	assets	in	the	United	States	and	in	other	countries.
Our	net	deferred	tax	assets	relate	predominantly	to	the	U.	S.	federal	and	state	tax	jurisdictions.	The	need	for	a	valuation
allowance	requires	an	assessment	of	both	positive	and	negative	evidence	when	determining	whether	it	is	more	likely	than	not
that	deferred	tax	assets	are	recoverable;	such	assessment	is	required	on	a	jurisdiction-	by-	jurisdiction	basis.	In	making	such	an
assessment,	significant	weight	is	given	to	evidence	that	can	be	objectively	verified.	We	continue	to	monitor	the	likelihood	that
we	will	be	able	to	recover	our	deferred	tax	assets	in	the	future.	Future	adjustments	in	our	valuation	allowance	may	be	required.
The	recording	of	any	future	increases	in	our	valuation	allowance	could	have	a	material	impact	on	our	reported	results,	and	both
the	recording	and	release	of	the	valuation	allowance	could	cause	fluctuations	in	our	quarterly	and	annual	results	of	operations.
In	addition,	under	Section	382	of	the	Internal	Revenue	Code	of	1986,	as	amended	(the"	Code"),	a	corporation	that	undergoes	an
“	ownership	change	”	is	subject	to	limitations	on	its	ability	to	utilize	its	net	operating	loss	carryforwards	("	NOLs")	to	offset
future	taxable	income.	Future	changes	in	our	stock	ownership	as	well	as	other	changes	that	may	be	outside	of	our	control,	could
result	in	additional	ownership	changes	under	Section	382	of	the	Code.	Our	NOLs	may	also	be	impaired	under	similar	provisions
of	state	law.	Further,	additional	changes	to	federal	or	state	tax	laws	or	technical	guidance	relating	to	such	laws	that	would	further
reduce	the	corporate	tax	rate	could	operate	to	effectively	reduce	or	eliminate	the	value	of	any	deferred	tax	asset.	Our	tax
attributes	as	of	December	31,	2022	2023	may	expire	unutilized	or	underutilized,	which	could	prevent	us	from	offsetting	future
taxable	income.	Personnel	and	Business	Continuity	Risks	We	believe	our	success	has	depended,	and	continues	to	depend,	on	the
efforts	and	talents	of	our	senior	management,	including	our	Chief	Executive	Officer	Kelly	Rodriques,	who	have	significant
experience	in	industries	we	operate,	are	responsible	for	our	core	competencies	,	and	would	be	difficult	to	replace.	Our	future
success	depends	on	our	continuing	ability	to	attract,	develop,	motivate	,	and	retain	highly	qualified	and	skilled	employees
personnel	.	Qualified	individuals	are	in	high	demand,	and	we	may	incur	significant	costs	to	attract	and	retain	them.	In	addition,
the	loss	of	any	of	our	senior	management	or	key	employees	personnel	could	materially	adversely	affect	our	ability	to	execute
our	business	plan	and	strategy,	and	we	may	not	be	able	to	find	adequate	replacements	on	a	timely	basis,	or	at	all.	Our	executive
officers	and	other	employees	are	at-	will	employees,	which	means	they	may	terminate	their	employment	relationship	with	us	at
any	time,	and	their	knowledge	of	our	business	and	industry	would	be	extremely	difficult	to	replace.	We	cannot	ensure	that	we
will	be	able	to	retain	the	services	of	any	members	of	our	senior	management	or	other	key	employees	personnel	.	If	we	do	not
succeed	in	attracting	well-	qualified	employees	personnel	or	retaining	and	motivating	existing	employees	personnel	,	our
business	could	be	materially	and	adversely	affected.	We	may	not	be	able	to	secure	adequate	insurance	to	cover	all	known	risks
and	our	insurance	policies	may	not	be	sufficient	to	cover	all	potential	claims.	Our	systems	and	operations,	as	well	as	those	of	the
third	parties	on	whom	we	rely	to	conduct	certain	key	functions,	are	vulnerable	to	disruptions	from	natural	disasters,	power
outages,	computer	and	telecommunications	failures,	software	bugs,	cyber-	attacks,	computer	viruses,	malware,	distributed	denial
of	service	attacks,	spam	attacks,	phishing	or	other	social	engineering,	ransomware,	security	breaches,	credential	stuffing,
technological	failure,	human	error,	terrorism	,	and	other	similar	events.	If	our	technology	is	disrupted,	we	may	have	to	make
significant	investments	to	upgrade,	repair	,	or	replace	our	technology	infrastructure	and	may	not	be	able	to	make	such
investments	on	a	timely	basis,	if	at	all.	While	we	have	made	significant	investments	designed	to	enhance	the	reliability	and
scalability	of	our	operations,	we	cannot	assure	that	we	will	be	able	to	maintain,	expand	,	and	upgrade	our	systems	and
infrastructure	to	meet	future	requirements	and	mitigate	future	risks	on	a	timely	basis.	Disruptions	in	service	and	slower	system
response	times	could	interrupt	our	business	and	result	in	substantial	losses,	decreased	customer	service	and	satisfaction,
customer	attrition,	fines,	litigation,	and	harm	to	our	reputation.	Our	insurance	coverage	may	be	insufficient	to	protect	us	against
all	losses	and	costs	stemming	from	operational	and	technological	failures	and	we	cannot	be	certain	that	such	insurance	will
continue	to	be	available	to	us	on	economically	reasonable	terms,	or	at	all,	or	that	any	insurer	will	not	deny	coverage	as	to	any
future	claim.	The	successful	assertion	of	one	or	more	large	claims	against	us	that	exceed	available	insurance	coverage,	or	the
occurrence	of	changes	in	our	insurance	policies,	including	premium	increases	or	the	imposition	of	large	deductible	or	co-
insurance	requirements,	could	have	a	material	and	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations.
Information	Technology	and	Data	Risks	We	rely	on	third-	party	service	providers	to	perform	various	functions	relating	to



operational	functions,	cloud	infrastructure	services	,	and	information	technology.	We	do	not	have	control	over	the	operations	of
any	of	the	third-	party	service	providers	that	we	utilize.	In	the	event	that	a	third-	party	service	provider	for	any	reason	fails	to
perform	functions	properly,	including	through	negligence,	willful	misconduct	,	or	fraud,	our	ability	to	process	billings	and
perform	other	operational	functions	for	which	we	currently	rely	on	such	third-	party	service	providers	will	suffer	and	our
business,	cash	flows	,	and	future	prospects	may	be	negatively	impacted.	Additionally,	if	one	or	more	key	third-	party	service
providers	were	to	cease	to	exist,	or	to	terminate	its	relationship	with	us,	there	could	be	delays	in	our	ability	to	process
transactions	and	perform	other	operational	functions	for	which	we	are	currently	relying	on	such	third-	party	service	providers
for,	and	we	may	not	be	able	to	promptly	replace	such	third-	party	service	provider	with	a	different	third-	party	service	provider
that	has	the	ability	to	promptly	provide	the	same	services	in	the	same	manner	and	on	the	same	economic	terms.	In	many	cases,
we	rely	on	a	single	third	party	to	provide	such	services,	and	we	may	not	be	able	to	replace	that	provider	on	the	same	terms	or	at
all.	As	a	result	of	any	such	delay	or	inability	to	replace	such	key	third-	party	service	provider,	our	ability	to	process	investments
and	perform	other	business	functions	could	suffer	and	our	business,	financial	condition	,	and	results	of	operations	could	be
materially	and	adversely	affected.	Because	we	rely	on	third	parties	to	provide	services,	we	could	also	be	adversely	impacted	if
they	fail	to	fulfill	their	obligations	or	if	our	arrangements	with	them	are	terminated	and	suitable	replacements	cannot	be	found	on
commercially	reasonable	terms	or	at	all.	Our	products	and	internal	systems	rely	on	software	that	is	highly	technical,	and	if	these
systems	contain	errors,	bugs	,	or	vulnerabilities,	or	if	we	are	unsuccessful	in	addressing	or	mitigating	technical	limitations	or
vulnerabilities	in	our	systems,	our	business	could	be	adversely	affected.	Our	products	and	internal	systems	rely	on	software,
including	software	developed	or	maintained	internally	and	by	third	parties,	that	is	highly	technical	and	complex.	In	addition,	our
platform	and	our	internal	systems	depend	on	the	ability	of	such	software	to	collect,	store,	retrieve,	transmit,	manage	,	and
otherwise	process	immense	amounts	of	data.	The	software	on	which	we	rely	may	contain	errors,	bugs	,	or	vulnerabilities,	and
our	systems	are	subject	to	certain	technical	limitations	that	may	compromise	our	ability	to	meet	our	objectives.	Some	errors,
bugs	,	or	vulnerabilities	inherently	may	be	difficult	to	detect	and	may	only	be	discovered	after	code	has	been	released	for
external	or	internal-	use.	Errors,	bugs,	vulnerabilities,	design	defects	,	or	technical	limitations	within	the	software	on	which	we
rely	may	lead	to	negative	customer	experiences	(including	the	communication	of	inaccurate	information	to	customers),
compromised	ability	of	our	products	to	perform	in	a	manner	consistent	with	customer	expectations,	delayed	product
introductions,	compromised	ability	to	protect	the	data	(including	personal	information)	of	our	customers	and	our	intellectual
property	,	or	an	inability	to	provide	some	or	all	of	our	services.	Such	errors,	bugs,	vulnerabilities	,	or	defects	could	also	be
exploited	by	malicious	actors	and	result	in	exposure	of	data	of	customers	on	our	platform,	or	otherwise	result	in	a	security
breach	or	other	security	incident.	We	may	need	to	expend	significant	financial	and	development	resources	to	analyze,	correct,
eliminate,	or	work	around	errors	or	defects	or	to	address	and	eliminate	vulnerabilities.	Any	failure	to	timely	and	effectively
resolve	any	such	errors,	bugs,	vulnerabilities	,	or	defects	in	the	software	on	which	we	rely,	and	any	associated	degradations	or
interruptions	of	service,	could	result	in	damage	to	our	reputation,	loss	of	customers,	loss	of	revenue,	regulatory	or	governmental
inquiries,	civil	litigation	,	or	liability	for	damages,	any	of	which	could	have	an	adverse	effect	on	our	business,	financial	condition
,	and	results	of	operations.	Certain	of	our	systems	also	rely	on	older	programming	languages	and	are	dependent	upon	hardware
that	may	soon	be	in	need	of	replacement.	A	breakdown	or	shutdown	of	our	operating	systems	could	cause	a	major	disruption	to
the	business,	and	our	attempts	to	modernize	our	systems	or	implement	new	hardware	or	software	may	not	be	successful,	and
may	otherwise	be	costly	and	time-	consuming.	We	depend	on	digital	technologies,	including	information	systems,	infrastructure
,	and	cloud	applications	and	services,	including	those	of	third	parties	with	which	we	may	deal	.	Sophisticated	and	deliberate
attacks	on,	or	security	breaches	in,	our	systems	or	infrastructure,	or	the	systems	or	infrastructure	of	third	parties	or	the	cloud,
could	lead	to	corruption	or	misappropriation	of	our	assets,	proprietary	information	,	and	sensitive	or	confidential	data.	Our
platform	may	make	an	attractive	target	for	hacking	and	may	be	vulnerable	to	computer	viruses,	physical	or	electronic	break-	ins
,	and	similar	disruptions.	We	It	is	possible	that	we	may	not	be	able	to	anticipate	or	to	implement	effective	preventive	measures
against	all	security	threats	of	these	types,	in	which	case	there	would	be	an	increased	risk	of	fraud	or	identity	theft.	Security
incidents	could	occur	from	outside	our	company,	and	also	from	the	actions	of	persons	inside	our	company	who	may	have
authorized	or	unauthorized	access	to	our	technology	systems.	We	may	not	have	sufficient	resources	to	adequately	protect
against,	or	to	investigate	and	remediate	any	vulnerability	to,	cyber	incidents.	It	is	possible	that	any	of	these	occurrences,	or	a
combination	of	them,	could	have	adverse	consequences	on	our	business	and	lead	to	financial	loss.	Financial	services	providers
like	us,	as	well	as	our	customers,	colleagues,	regulators,	vendors	,	and	other	third	parties,	have	experienced	a	significant	increase
in	fraudulent	activity	in	recent	years	and	will	likely	continue	to	be	the	target	of	increasingly	sophisticated	criminal	activity	in	the
future	given	our	dependence	on	digital	technologies	.	We	develop	and	maintain	systems	and	processes	aimed	at	detecting	and
preventing	fraudulent	activity,	which	require	significant	investment,	maintenance	,	and	ongoing	monitoring	and	updating	as
technologies	and	regulatory	requirements	change	and	as	efforts	to	overcome	security	and	anti-	fraud	measures	become	more
sophisticated.	Despite	our	efforts,	the	possibility	of	fraudulent	or	other	malicious	activities	and	human	error	or	malfeasance
cannot	be	eliminated	entirely	and	will	evolve	as	new	and	emerging	technology	is	deployed,	including	the	increasing	use	of
personal	mobile	and	computing	devices	that	are	outside	of	our	network	and	control	environments.	Risks	associated	with	each	of
these	include	theft	of	funds	and	other	monetary	loss,	the	effects	of	which	could	be	compounded	if	not	detected	quickly.	Indeed,
fraudulent	activity	may	not	be	detected	until	well	after	it	occurs	and	the	severity	and	potential	impact	may	not	be	fully	known
for	a	substantial	period	of	time	after	it	has	been	discovered.	Additionally,	if	hackers	were	able	to	access	our	secure	data,	they
might	be	able	to	gain	access	to	the	personal	information	of	our	customers.	If	we	are	unable	to	prevent	such	activity,	we	may	be
subject	to	significant	liability,	negative	publicity	,	and	a	material	loss	of	customers,	all	of	which	may	materially	and	adversely
affect	our	business,	financial	condition	and	results	of	operations.	Fraudulent	activity	and	other	actual	or	perceived	failures	to
maintain	a	product’	s	integrity	and	/	or	security	has	led	to	increased	regulatory	scrutiny	and	negative	assessments	of	us.
Fraudulent	activity	and	other	related	incidents	related	to	the	actual	or	perceived	failures	to	maintain	the	integrity	of	our	processes



and	controls	could	negatively	affect	us	,	including	harming	the	market	perception	of	the	effectiveness	of	our	security	measures
or	harming	the	reputation	of	the	financial	system	in	general,	which	could	result	in	reduced	use	of	our	products	and	services.
Such	events	could	also	result	in	legislation	and	additional	regulatory	requirements.	Although	we	maintain	insurance,	there	can
be	no	assurance	that	liabilities	or	losses	we	may	incur	will	be	covered	under	such	policies	or	that	the	amount	of	insurance	will	be
adequate.	Any	of	the	foregoing	could	materially	and	adversely	affect	our	business,	financial	condition	and	results	of	operations.
Risks	Related	to	Being	a	Public	Company	The	requirements	of	being	a	public	company	may	strain	our	resources	and	distract	our
management,	which	could	make	it	difficult	to	manage	our	business	,	particularly	since	we	are	no	longer	an	“	emerging	growth
company.	”	As	a	public	company,	we	are	incurring	legal,	accounting	and	other	expenses	that	we	did	not	previously	incur	.	We
are	subject	to	the	reporting	requirements	of	the	Exchange	Act,	the	Sarbanes-	Oxley	Act,	the	listing	requirements	of	the	NYSE	,
and	other	applicable	securities	laws,	rules	,	and	regulations.	Compliance	with	these	laws,	rules	,	and	regulations	could	continue
to	increase	our	legal	and	financial	compliance	costs,	make	some	activities	more	difficult,	time-	consuming	,	or	costly	and
increase	demand	on	our	systems	and	resources	,	particularly	since	we	are	no	longer	an	“	emerging	growth	company	.	”	The
Exchange	Act	requires	that	we	file	annual,	quarterly	,	and	current	reports	with	respect	to	our	business,	financial	condition	,	and
results	of	operations.	The	Sarbanes-	Oxley	Act	requires,	among	other	things,	that	we	establish	and	maintain	effective	internal
controls	and	procedures	for	financial	reporting.	Furthermore,	maintaining	the	need	to	establish	the	corporate	infrastructure
demanded	of	a	public	company	may	divert	our	management’	s	attention	from	implementing	our	growth	strategy	from	time	to
time	,	which	could	prevent	or	delay	us	from	improving	our	business,	financial	condition	,	and	results	of	operations.	We	have
made,	and	will	continue	to	make,	changes	to	our	internal	controls	and	procedures	for	financial	reporting	and	accounting	systems
to	meet	our	reporting	obligations	as	a	public	company.	However,	the	measures	we	take	may	not	be	sufficient	to	satisfy	our
obligations	as	a	public	company	.	In	addition,	these	rules	and	regulations	could	continue	to	increase	our	legal	and	financial
compliance	costs	and	make	some	activities	more	time	consuming	and	costly	.	These	additional	obligations	could	have	a	material
adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations.	In	addition,	changing	laws,	regulations	,	and
standards	relating	to	corporate	governance	and	public	disclosure	create	are	creating	uncertainty	for	public	companies,
increasing	and	may	result	in	increased	legal	and	financial	compliance	costs	and	making	make	some	activities	more	time
consuming.	These	laws,	regulations	and	standards	are	subject	to	varying	interpretations,	in	many	cases	due	to	their	lack	of
specificity,	and,	as	a	result,	their	application	in	practice	may	evolve	over	time	as	new	guidance	is	provided	by	regulatory	and
governing	bodies.	This	could	result	in	continuing	uncertainty	regarding	compliance	matters	and	higher	costs	necessitated	by
ongoing	revisions	to	disclosure	and	governance	practices.	We	have	and	intend	to	continue	investing	resources	to	comply	with
evolving	laws,	regulations	,	and	standards,	and	this	investment	may	result	in	increased	general	and	administrative	expenses	and	a
diversion	of	our	management’	s	time	and	attention	from	revenue-	generating	activities	to	compliance	activities.	If	our	efforts	to
comply	with	new	laws,	regulations	,	and	standards	differ	from	the	activities	intended	by	regulatory	or	governing	bodies	due	to
ambiguities	related	to	their	application	and	practice,	regulatory	authorities	may	initiate	legal	proceedings	against	us	and	there
could	be	a	material	adverse	effect	on	our	business,	financial	condition	,	and	results	of	operations	.	Our	management	team	has
limited	experience	managing	a	public	company.	Our	management	has	limited	prior	experience	in	managing	a	publicly	traded
company.	As	such,	our	management	team	may	encounter	difficulties	in	managing	a	public	company	and	in	complying	with	our
reporting	and	other	obligations	under	federal	securities	laws	and	other	regulations	and	in	connection	with	operating	as	a	public
company.	Their	lack	of	prior	experience	in	dealing	with	the	reporting	and	other	obligations	and	laws	pertaining	to	public
companies	could	result	in	our	management	being	required	to	devote	significant	time	to	these	activities	which	may	result	in	less
time	being	devoted	to	our	management	and	growth.	In	addition,	we	have	and	may	continue	to	hire	additional	personnel	with	the
appropriate	level	of	knowledge,	experience,	and	training	in	the	accounting	policies,	practices	and	internal	controls	over	financial
reporting	required	of	public	companies.	We	may	be	required	to	incur	significant	expense	in	connection	with	these	efforts	.
Delaware	law,	our	Certificate	of	Incorporation	,	and	our	Bylaws	contain	certain	provisions,	including	anti-	takeover	provisions
that	limit	the	ability	of	stockholders	to	take	certain	actions	and	could	delay	or	discourage	takeover	attempts	that	stockholders
may	consider	favorable.	Delaware	law,	our	Certificate	of	Incorporation	,	and	our	Bylaws	contain	provisions	that	could	have	the
effect	of	rendering	more	difficult,	delaying	,	or	preventing	an	acquisition	that	stockholders	may	consider	favorable,	including
transactions	in	which	stockholders	might	otherwise	receive	a	premium	for	their	shares.	These	provisions	could	also	limit	the
price	that	investors	might	be	willing	to	pay	in	the	future	for	shares,	and	therefore	depress	the	trading	price	of	our	common	stock.
These	provisions	could	also	make	it	difficult	for	stockholders	to	take	certain	actions,	including	electing	directors	who	are	not
nominated	by	the	current	members	of	our	board	of	directors	or	taking	other	corporate	actions,	including	effecting	changes	in	our
management.	Among	other	things,	our	Certificate	of	Incorporation	and	our	Bylaws	include	provisions	regarding:	•	providing	for
a	classified	board	of	directors	with	staggered,	three-	year	terms;	•	the	ability	of	our	board	of	directors	to	issue	shares	of	preferred
stock,	including	“	blank	check	”	preferred	stock	and	to	determine	the	price	and	other	terms	of	those	shares,	including
preferences	and	voting	rights,	without	stockholder	approval,	which	could	be	used	to	significantly	dilute	the	ownership	of	a
hostile	acquirer;	•	the	prohibition	of	cumulative	voting	in	the	election	of	directors,	which	limits	the	ability	of	minority
stockholders	to	elect	director	candidates;	•	the	limitation	of	the	liability	of,	and	the	indemnification	of,	our	directors	and	officers;
•	the	ability	of	our	board	of	directors	to	amend	our	Bylaws,	which	may	allow	our	board	of	directors	to	take	additional	actions	to
prevent	an	unsolicited	takeover	and	inhibit	the	ability	of	an	acquirer	to	amend	our	Bylaws	to	facilitate	an	unsolicited	takeover
attempt;	and	•	advance	notice	procedures	with	which	stockholders	must	comply	to	nominate	candidates	to	our	board	of	directors
or	to	propose	matters	to	be	acted	upon	at	a	stockholders’	meeting,	which	could	preclude	stockholders	from	bringing	matters
before	annual	or	special	meetings	of	stockholders	and	delay	changes	in	our	board	of	directors	and	also	may	discourage	or	deter	a
potential	acquirer	from	conducting	a	solicitation	of	proxies	to	elect	the	acquirer’	s	own	slate	of	directors	or	otherwise	attempting
to	obtain	control	of	us.	These	provisions,	alone	or	together,	could	delay	or	prevent	hostile	takeovers	and	changes	in	control	or
changes	in	our	board	of	directors	or	management.	The	provisions	of	our	Bylaws	requiring	exclusive	forum	in	the	Court	of



Chancery	of	the	State	of	Delaware	for	certain	types	of	lawsuits	may	have	the	effect	of	discouraging	lawsuits	against	our
directors	and	officers.	Our	Bylaws	provide	that,	to	the	fullest	extent	permitted	by	law,	unless	we	consent	in	writing	to	an
alternative	forum,	(a)	the	Delaware	Court	of	Chancery	(or,	if	such	court	does	not	have,	or	declines	to	accept,	jurisdiction,	another
state	court	or	a	federal	court	located	in	Delaware)	will	be	the	exclusive	forum	for	any	complaint	asserting	any	internal	corporate
claims,	including	claims	in	the	right	of	Forge	based	upon	a	violation	of	a	duty	by	a	current	or	former	director,	officer,	employee	,
or	stockholder	in	such	capacity,	or	as	to	which	the	Delaware	General	Corporation	Law	confers	jurisdiction	upon	the	Court	of
Chancery	and	(b)	the	federal	district	courts	of	the	United	States	will	be	the	exclusive	forum	for	any	complaint	asserting	a	cause
of	action	arising	under	the	Securities	Act.	The	choice	of	forum	provision	may	limit	the	ability	of	our	shareholders	stockholders
to	bring	a	claim	in	a	forum	that	they	find	favorable	for	disputes	with	us	or	our	directors,	officers	,	or	other	employees,	and	may
discourage	such	lawsuits.	There	is	uncertainty	as	to	whether	a	court	would	enforce	this	provision.	If	a	court	ruled	the	choice	of
forum	provision	was	inapplicable	or	unenforceable	in	an	action,	we	may	incur	additional	costs	to	resolve	such	action	in	other
jurisdictions.	The	choice	of	forum	provision	is	intended	to	apply	to	the	fullest	extent	permitted	by	law	to	the	above-	specified
types	of	actions	and	proceedings,	including	any	derivative	actions	asserting	claims	under	state	law	or	the	federal	securities	laws,
and	is	intended	to	require,	in	each	case,	to	the	fullest	extent	permitted	by	law,	that	(i)	any	Securities	Act	claims	be	brought	in	the
federal	district	courts	of	the	United	States	in	accordance	with	clause	(b)	of	the	choice	of	forum	provision	and	(ii)	suits	brought	to
enforce	any	duty	or	liability	created	by	the	Exchange	Act	be	brought	in	the	United	States	District	Court	for	the	District	of
Delaware.	The	provision	does	not	apply	to	any	direct	claims	brought	by	our	shareholders	stockholders	on	their	own	behalf,	or
on	behalf	of	any	class	of	similarly	situated	shareholders	stockholders	,	under	the	Exchange	Act.	Our	shareholders	stockholders
will	not	be	deemed,	by	operation	of	the	choice	of	forum	provision,	to	have	waived	our	obligation	to	comply	with	all	applicable
federal	securities	laws	and	the	rules	and	regulations	thereunder.	An	active,	liquid	trading	market	for	our	common	stock	may	not
be	sustained,	which	may	make	it	difficult	to	sell	the	shares	of	our	common	stock	you	purchase.	An	active	trading	market	for	our
common	stock	may	not	be	sustained	which	would	make	it	difficult	for	you	to	sell	your	shares	of	our	common	stock	at	an
attractive	price	(or	at	all).	A	public	trading	market	having	the	desirable	characteristics	of	depth,	liquidity,	and	orderliness
depends	upon	the	existence	of	willing	buyers	and	sellers	at	any	given	time,	and	its	existence	is	dependent	upon	the	individual
decisions	of	buyers	and	sellers	over	which	neither	we	nor	any	market	maker	has	control.	The	failure	of	an	active	and	liquid
trading	market	to	develop	and	continue	would	likely	have	a	material	adverse	effect	on	the	value	of	our	common	stock.	The
market	price	of	our	common	stock	may	decline	below	your	purchase	price,	and	you	may	not	be	able	to	sell	your	shares	of	our
common	stock	at	or	above	the	price	you	paid	for	such	shares	(or	at	all).	Our	operating	results	and	stock	price	may	be	volatile.
Stock	markets,	including	the	NYSE,	the	NYSE	Amex	American,	and	the	Nasdaq	Stock	Market,	have	from	time	to	time
experienced	significant	price	and	volume	fluctuations.	Even	if	an	active,	liquid	,	and	orderly	trading	market	develops	and	is
sustained	for	our	common	stock,	the	market	price	of	our	common	stock	may	be	volatile	and	could	decline	significantly.	In
addition,	the	trading	volume	in	our	common	stock	may	fluctuate	and	cause	significant	price	variations	to	occur.	If	the	market
price	of	our	common	stock	declines	significantly,	you	may	be	unable	to	resell	your	shares.	We	cannot	assure	you	that	the	market
price	of	our	common	stock	will	not	fluctuate	widely	or	decline	significantly	in	the	future	in	response	to	a	number	of	factors,
including,	among	others,	the	following:	•	the	realization	of	any	of	the	risk	factors	presented	in	this	Report;	•	actual	or	anticipated
differences	in	our	estimates,	or	in	the	estimates	of	analysts,	for	our	revenues,	results	of	operations,	level	of	indebtedness,
liquidity	,	or	financial	condition;	•	additions	and	departures	of	key	personnel;	•	failure	to	comply	with	the	requirements	of	the
NYSE;	•	failure	to	comply	with	the	Sarbanes-	Oxley	Act	or	other	laws	or	regulations;	•	future	issuances,	sales	or	resales,	or
anticipated	issuances,	sales	or	resales,	of	common	stock	or	other	securities	;	•	perceptions	of	the	investment	opportunity
associated	with	common	stock	relative	to	other	investment	alternatives;	•	the	performance	and	market	valuations	of	other	similar
companies;	•	future	announcements	concerning	our	business	or	our	competitors’	businesses;	•	broad	disruptions	in	the	financial
markets,	including	sudden	disruptions	in	the	credit	markets;	•	speculation	in	the	press	or	investment	community;	•	actual,
potential	,	or	perceived	control,	accounting	,	or	reporting	problems;	•	changes	in	accounting	principles,	policies	,	and	guidelines;
and	•	general	economic	and	political	conditions,	such	as	the	effects	of	the	COVID-	19	pandemic,	ongoing	geopolitical	tensions
related	to	the	military	conflict	between	Russia	and	Ukraine,	recessions,	interest	rates,	local	and	national	elections,	fuel	prices,
international	currency	fluctuations,	corruption,	political	instability	and	acts	of	war	or	terrorism.	In	addition,	as	a	result	of
substantial	redemptions	by	the	holders	of	MOTV’	s	Class	A	ordinary	shares	in	connection	with	the	Business	Combination,	since
the	Closing	of	the	Business	Combination	there	have	been	a	limited	number	of	shares	of	our	common	stock	available	for	trading
;	•	,	and	the	price	of	our	common	stock	has	experienced	substantial	volatility	in	trading	price.	Accordingly,	there	is	the	potential
for	rapid	and	substantial	decreases	in	the	price	of	our	common	stock,	including	decreases	unrelated	to	our	operating	performance
or	prospects.	In	the	past,	securities	class-	action	litigation	has	often	been	instituted	against	companies	following	periods	of
volatility	in	the	market	our	stock	price	,	would	of	their	securities.	This	type	of	litigation	could	result	in	substantial	costs	and
divert	our	management	’	'	s	attention	and	resources	;	,	which	could	have	a	material	adverse	effect	on	us.	If	our	operating	and	•
general	financial	performance	in	any	given	period	does	not	meet	the	guidance	provided	to	the	public	or	the	expectations	of
investment	analysts,	the	market	price	of	our	common	stock	may	decline.	We	have	in	the	past,	and	we	may,	but	are	not	obligated
to,	provide	public	guidance	on	our	expected	operating	and	financial	results	for	future	periods.	Any	such	guidance	consists	of
forward-	looking	statements,	subject	to	the	risks	and	uncertainties	described	in	this	Report	and	in	our	other	public	filings	and
public	statements.	The	ability	to	provide	this	public	guidance,	and	the	ability	to	accurately	forecast	our	results	of	operations,	are
inherently	uncertain	and	subject	to	numerous	risks	and	uncertainties,	including	those	described	in	this	Report,	many	of	which
may	be	beyond	our	control.	Our	actual	results	may	not	always	be	in	line	with	or	exceed	any	guidance	we	have	provided,
especially	in	times	of	economic	uncertainty	and	political	conditions	,	such	as	the	effects	current	global	economic	uncertainty
being	experienced	as	a	result	of	the	COVID-	19	pandemic	or	the	ongoing	geopolitical	tensions	related	to	the	military	conflict
between	Russia	and	Ukraine.	If	,	recessions	in	the	future	,	interest	rates,	local	and	national	our	operating	or	financial	results



for	a	particular	period	do	not	meet	any	guidance	provided	or	the	expectations	--	elections	of	investment	analysts	,	fuel	or	if	we
reduce	our	guidance	for	future	periods,	the	market	price	prices	,	international	currency	fluctuations,	corruption,	political
instability,	and	acts	of	war	our	-	or	terrorism	common	stock	may	decline	as	well.	Even	if	we	do	issue	public	guidance,	there
can	be	no	assurance	that	we	will	continue	to	do	so	in	the	future	.	If	securities	or	industry	analysts	do	not	publish	research,
publish	inaccurate	or	unfavorable	research	,	or	cease	publishing	research	about	us,	our	share	price	and	trading	volume	could
decline	significantly.	The	market	for	our	common	stock	will	depend	in	part	on	the	research	and	reports	that	securities	or	industry
analysts	publish	about	us	or	our	business.	Securities	and	industry	analysts	may	not	publish	research	on	us.	If	no	or	few	securities
or	industry	analysts	commence	coverage	of	us,	the	market	price	and	liquidity	for	our	common	stock	could	be	negatively
impacted.	In	the	event	securities	or	industry	analysts	initiate	coverage,	if	one	or	more	of	the	analysts	who	cover	us	downgrade
their	opinions	about	common	stock,	publish	inaccurate	or	unfavorable	research	about	us,	or	cease	publishing	about	us	regularly,
demand	for	our	common	stock	could	decrease,	which	might	cause	our	share	price	and	trading	volume	to	decline	significantly.
Future	sales,	or	the	perception	of	future	sales,	by	us	or	our	stockholders	in	the	public	market	could	cause	the	market	price	for	our
common	stock	to	decline.	The	sale	of	shares	of	our	common	stock	in	the	public	market,	or	the	perception	that	such	sales	could
occur,	could	harm	the	prevailing	market	price	of	shares	of	our	common	stock.	These	sales,	or	the	possibility	that	these	sales	may
occur,	also	might	make	it	more	difficult	for	us	to	sell	equity	securities	in	the	future	at	a	time	and	at	a	price	that	it	deems
appropriate.	Future	resales	of	common	stock	may	cause	the	market	price	of	our	securities	to	drop	significantly,	even	if	our
business	is	doing	well.	As	such,	sales	of	a	substantial	number	of	shares	of	our	common	stock	in	the	public	market	could	occur	at
any	time.	These	sales,	or	the	perception	in	the	market	that	the	holders	of	a	large	number	of	shares	intend	to	sell	shares,	could
reduce	the	market	price	of	our	common	stock.	Future	issuances	of	debt	securities	and	equity	securities	may	adversely	affect	us,
including	the	market	price	of	common	stock	and	may	be	dilutive	to	existing	shareholders	stockholders	.	While	we	have	not
previously	incurred	indebtedness	to	finance	our	business	in	the	past	and	do	not	currently	intend	to	do	it	in	the	future,	there	is	no
assurance	that	we	will	not	incur	debt	or	issue	equity	ranking	senior	to	common	stock.	Those	securities	will	generally	have
priority	upon	liquidation.	Such	securities	also	may	be	governed	by	an	indenture	or	other	instrument	containing	covenants
restricting	its	operating	flexibility.	Additionally,	any	convertible	or	exchangeable	securities	that	we	issue	in	the	future	may	have
rights,	preferences	,	and	privileges	more	favorable	than	those	of	our	common	stock.	Because	our	decision	to	issue	debt	or	equity
in	the	future	will	depend	on	market	conditions	and	other	factors	beyond	our	control,	we	cannot	predict	or	estimate	the	amount,
timing,	nature	,	or	success	of	our	future	capital	raising	efforts.	As	a	result,	future	capital	raising	efforts	may	reduce	the	market
price	of	our	common	stock	and	be	dilutive	to	existing	shareholders	stockholders	.	We	do	not	intend	to	pay	cash	dividends	for
the	foreseeable	future.	We	currently	intend	to	retain	our	future	earnings,	if	any,	to	finance	the	further	development	and
expansion	of	our	business	and	do	not	intend	to	pay	cash	dividends	in	the	foreseeable	future.	Any	future	determination	to	pay
dividends	will	be	at	the	discretion	of	our	board	of	directors	and	will	depend	on	our	financial	condition,	results	of	operations,
capital	requirements,	restrictions	contained	in	future	agreements	and	financing	instruments,	business	prospects	,	and	such	other
factors	as	our	board	of	directors	deems	relevant.	We	may	be	subject	to	securities	litigation,	which	is	expensive	and	could	divert
management	attention.	The	market	price	of	our	common	stock	may	be	volatile	and,	in	the	past,	companies	that	have	experienced
volatility	in	the	market	price	of	their	stock	have	been	subject	to	securities	class	action	litigation.	We	may	be	the	target	of	this
type	of	litigation	in	the	future.	Securities	litigation	against	us	could	result	in	substantial	costs	and	divert	management’	s	attention
from	other	business	concerns,	which	could	seriously	harm	our	business.


