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Investing	in	our	Class	A	common	stock	involves	a	high	degree	of	risk.	You	should	carefully	consider	the	risks	and	uncertainties
described	below,	together	with	all	of	the	other	information	in	this	Annual	Report	on	Form	10-	K	,	including	the	section	titled	“
Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations,	”	and	our	consolidated	financial
statements	and	the	accompanying	notes	included	elsewhere	in	this	Annual	Report	on	Form	10-	K	before	making	a	decision	to
invest	in	our	Class	A	common	stock.	Our	business,	financial	condition,	operating	results,	or	prospects	could	also	be	adversely
affected	by	risks	and	uncertainties	that	are	not	presently	known	to	us	or	that	we	currently	believe	are	not	material.	If	any	of	the
risks	occur,	our	business,	financial	condition,	operating	results,	and	prospects	could	be	adversely	affected.	In	that	event,	the
market	price	of	our	Class	A	common	stock	could	decline,	and	you	could	lose	all	or	part	of	your	investment.	Risks	Related	to
Our	Business	and	Financial	Position	Our	business	and	operations	have	experienced	rapid	growth,	and	if	we	do	not	appropriately
and	effectively	manage	future	growth,	if	any,	or	are	unable	to	improve	our	systems,	processes	and	controls,	our	business,
financial	condition,	results	of	operations,	and	prospects	will	be	adversely	affected.	We	have	experienced	rapid	growth,	both	in
terms	of	employee	headcount	and	customer	growth,	as	well	as	increased	demand	for	our	products.	We	anticipate	that	we	will
continue	to	expand	our	operations	and	responsibly	grow	our	headcount	in	the	near	term,	and	our	success	will	depend	in
part	on	our	ability	to	manage	that	growth	effectively,	although	there	is	no	assurance	that	our	rate	of	growth	will
continue	at	its	current	pace.	Our	total	number	of	Base	Customers	has	grown	to	8,	602	as	of	January	31,	2024	from	7,	002	as
of	January	31,	2023	from	4,	593	as	of	January	31,	2022	.	The	growth	and	expansion	of	our	business	places	a	continuous
significant	strain	on	our	management	and	operational	and	financial	resources.	In	addition,	as	customers	adopt	our	products	for
an	increasing	number	of	use	cases,	we	have	had	to	support	more	complex	commercial	relationships.	To	effectively	manage	and
capitalize	on	our	growth	periods,	we	need	to	manage	headcount	capital	and	processes	efficiently,	while	continuing	to	make
investments	to	improve	and	expand	our	information	technology	and	financial	infrastructure,	our	security	and	compliance
requirements,	our	operating	and	administrative	systems,	our	relationships	with	various	partners	and	other	third	parties.	Our	rate
of	growth	may	also	be	impacted	as	a	result	of	global	business	or	macroeconomic	conditions,	including	inflation,	volatile
interest	rates,	uncertainty	with	respect	to	the	federal	budget	and	debt	ceiling	and	potential	government	shutdowns
related	thereto,	volatility	of	the	global	debt	and	equity	markets,	and	actual	or	perceived	instability	in	the	global	banking
sector,	and	investment	decisions	by	our	customers.	We	may	not	be	able	to	sustain	the	pace	of	improvements	to	our	products
successfully	or	implement	systems,	processes,	and	controls	in	an	efficient	or	timely	manner	or	in	a	manner	that	does	not
negatively	affect	our	results	of	operations.	Our	failure	Failure	to	effectively	manage	growth	or	improve	our	systems,
processes,	and	controls,	or	their	--	the	failure	to	operate	in	the	intended	manner	could	,	may	result	in	the	following	adverse
impacts	to	our	business:	difficulty	our	-	or	delays	in	deploying	customers,	declines	in	quality	or	customer	satisfaction,
increases	in	costs,	difficulties	in	introducing	new	features	or	other	operational	difficulties,	inability	to	manage	the	growth
of	our	business	and	to	forecast	our	revenue,	expenses,	and	earnings	accurately,	or	to	prevent	losses.	Our	recent	growth	may	not
be	indicative	of	our	future	growth,	and	we	may	not	be	able	to	sustain	our	revenue	growth	rate	in	the	future.	Our	growth	also
makes	it	difficult	to	evaluate	our	future	prospects	and	may	increase	the	risk	that	we	will	not	be	successful.	Our	total	revenue	for
the	years	ended	January	31,	2024	and	2023	and	2022	was	$	579.	9	million	and	$	424.	3	million	and	$	252.	7	million,
respectively,	representing	a	growth	rate	of	68	37	%.	You	should	not	rely	on	the	revenue	growth	of	any	prior	quarter	or	annual
period	as	an	indication	of	our	future	performance.	As	a	result	of	our	limited	history	operating	history	as	a	public	company	,	our
ability	to	accurately	forecast	our	future	results	of	operations	is	limited	limitedand	and	subject	to	a	number	of	uncertainties,
including	our	ability	to	plan	for	and	model	future	growth.	Our	historical	revenue	growth	should	not	be	considered	indicative	of
our	future	performance.	Further,	in	future	periods,	our	revenue	could	decline	or	our	revenue	growth	rate	could	slow.	Many
factors	may	contribute	to	this	decline,	including	changes	to	technology,	increased	competition,	slowing	demand	for	The
DevSecOps	Platform,	the	maturation	of	our	business,	a	failure	by	us	to	continue	capitalizing	on	growth	opportunities,	our
failure,	for	any	reason,	to	continue	to	take	advantage	of	growth	opportunities	and	a	global	economic	downturn,	among	others.	If
our	growth	rate	declines,	investors’	perceptions	of	our	business	and	the	market	price	of	our	Class	A	common	stock	could	be
adversely	affected.	In	addition,	we	expect	to	continue	to	responsibly	expend	financial	and	other	resources	to	align	with	our:	•
expansion	and	enablement	of	our	sales,	services,	and	marketing	organization	to	increase	brand	awareness	and	drive	adoption	of
The	DevSecOps	Platform;	•	product	development,	including	investments	in	our	product	development	team	and	the	development
of	new	features	and	functionality	for	The	DevSecOps	Platform;	•	technology	and	sales	channel	partnerships;	•	international
expansion;	•	acquisitions	or	strategic	investments;	and	•	general	administration,	including	increased	legal	and	accounting
expenses	associated	with	being	a	public	company.	These	investments	may	not	result	in	increased	revenue	in	our	business.	If	we
are	unable	to	maintain	or	increase	our	revenue	at	a	rate	sufficient	to	offset	the	expected	increase	in	our	costs,	our	business,
financial	position	and	results	of	operations	will	be	harmed,	and	we	may	not	be	able	to	achieve	or	maintain	profitability.	Our
ability	to	forecast	our	future	results	of	operations	is	subject	to	a	number	of	uncertainties,	including	our	ability	to	effectively	plan
for	and	model	future	growth.	We	have	encountered	in	the	past,	and	may	encounter	in	the	future,	risks	and	uncertainties
frequently	experienced	by	growing	companies	in	rapidly	changing	industries.	If	we	fail	to	achieve	the	necessary	level	of
efficiency	in	our	organization	as	it	grows,	or	if	we	are	not	able	to	accurately	forecast	future	growth,	our	business	would	be
harmed.	Moreover,	if	the	assumptions	that	we	use	to	plan	our	business	are	incorrect	or	change	in	reaction	to	changes	in	our
market,	or	we	are	unable	to	maintain	consistent	revenue	or	revenue	growth,	our	share	price	could	be	volatile,	and	it	may	be



difficult	to	achieve	and	maintain	profitability.	We	have	a	history	of	losses,	anticipate	increases	in	our	operating	expenses	in	the
future,	and	may	not	achieve	or	sustain	profitability	on	a	consistent	basis.	If	we	cannot	achieve	and	sustain	profitability,	our
business,	financial	condition,	and	operating	results	may	be	adversely	affected.	We	have	incurred	losses	in	each	year	since	our
inception,	including	net	losses	of	approximately	$	192	155.	1	million,	$	172.	3	million	and	$	424	.	2	million	,	$	155.	1	million
and	$	172.	3	million	in	fiscal	2021,	fiscal	2022	and	,	fiscal	2023	and	fiscal	2024	,	respectively.	As	of	January	31,	2023	2024	,
we	had	an	accumulated	deficit	of	approximately	$	725	1,	149	.	6	8	million.	While	we	have	experienced	significant	growth	in
revenue	in	recent	periods,	we	cannot	assure	you	that	we	will	achieve	profitability	in	future	periods	or	that,	if	at	any	time	we	are
profitable,	we	will	sustain	profitability.	We	also	expect	our	operating	and	other	expenses	to	increase	in	the	foreseeable	future	as
we	continue	to	invest	in	our	future	growth,	including	expanding	our	research	and	development	function	to	drive	further
development	of	The	DevSecOps	Platform,	expanding	our	sales	and	marketing	activities,	developing	the	functionality	to	expand
into	adjacent	markets,	and	reaching	customers	in	new	geographic	locations,	which	will	negatively	affect	our	operating	results	if
our	total	revenue	does	not	increase.	While	we	consistently	evaluate	opportunities	to	reduce	our	operating	costs	and	optimize
efficiencies,	including,	for	example,	through	our	workforce	reduction	in	February	2023,	we	cannot	guarantee	that	these	efforts
will	be	successful	or	that	we	will	not	re-	accelerate	operating	expenditures	in	the	future	in	order	to	capitalize	on	growth
opportunities.	In	addition	to	the	anticipated	costs	to	grow	our	business,	we	also	expect	to	continue	to	incur	significant	legal,
accounting,	and	other	expenses	as	a	public	company.	These	efforts	and	expenses	may	be	more	costly	than	we	expect,	and	we
cannot	guarantee	that	we	will	be	able	to	increase	our	revenue	to	offset	our	operating	expenses.	Our	revenue	growth	may	slow	or
our	revenue	may	decline	for	a	number	of	reasons,	including	reduced	demand	for	The	DevSecOps	Platform,	increased
competition,	an	increased	use	of	our	free	product	offerings,	a	decrease	in	the	growth	or	reduction	in	size	of	our	overall	market,	or
any	inability	on	our	part	to	capitalize	on	growth	opportunities.	Further,	as	our	SaaS	offering	makes	up	an	increasing	percentage
of	our	total	revenue,	we	expect	to	see	increased	associated	cloud-	related	costs,	such	as	hosting	and	managing	infrastructure
costs,	which	may	adversely	impact	our	gross	margins.	Any	failure	to	increase	our	revenue	or	to	manage	our	costs	as	we	continue
to	grow	and	invest	in	our	business	would	prevent	us	from	achieving	or	maintaining	profitability	or	achieving	or	maintaining
positive	operating	cash	flow	at	all	or	on	a	consistent	basis,	which	would	cause	our	business,	financial	condition,	and	results	of
operations	to	suffer.	As	we	continue	to	invest	in	infrastructure,	develop	our	services	and	features,	responsibly	manage	our
headcount	and	expand	our	sales	and	marketing	activity,	we	may	continue	to	have	losses	in	future	periods	and	these	may	increase
significantly.	As	a	result,	our	losses	in	future	periods	may	be	significantly	greater	than	the	losses	we	would	incur	if	we
developed	our	business	more	slowly.	In	addition,	we	may	find	that	these	efforts	require	greater	investment	of	time	and	human
and	capital	resources	than	we	currently	anticipate	and	/	or	that	they	may	not	result	in	increases	in	our	revenues	or	billings.	Any
failure	by	us	to	achieve	and	sustain	profitability	on	a	consistent	basis	could	cause	the	value	of	our	Class	A	common	stock	to
decline.	Security	We	face	intense	competition	and	privacy	breaches	may	hurt	could	lose	market	share	to	our	competitors,
which	would	adversely	affect	our	business	,	operating	results,	and	financial	condition	.	The	markets	for	our	services	are
highly......	product	offering	to	a	paid	version	of	The	DevSecOps	Platform	;	•	the	amount	and	quality	of......	the	amount	and
timing	of	operating	costs	hosts	and	capital	expenditures	related	to	the	expansion	of	our	business	,	in	the	U.	S.	and......	hurt	our
business.	The	DevSecOps	Platform	processes,	stores,	and	transmits	our	customers’	proprietary	and	sensitive	data,	including
personal	information	data	,	and	financial	data.	We	also	use	third-	party	service	providers	and	sub-	processors	to	help	us	deliver
services	to	our	customers	and	their	end-	users.	These	vendors	may	host,	process,	store	,	or	process	transmit	personal
information	data	,	or	other	confidential	information	of	our	team	members,	our	partners,	our	customers,	or	our	customers’	end-
users.	We	collect	such	information	from	individuals	located	both	in	the	United	States	and	abroad	and	may	host,	process,	store
or	process	transmit	such	information	outside	the	country	in	which	it	was	collected.	While	we,	our	third-	party	cloud	providers,
our	third-	party	processors,	and	our	customers	have	implemented	security	measures	designed	to	protect	against	security
breaches,	these	measures	could	fail	or	may	be	insufficient,	resulting	in	the	unauthorized	access	or	disclosure,	modification,
misuse,	destruction,	or	loss	of	our	or	our	customers’	data	or	other	sensitive	information.	Any	security	breach	of	The	our
DevSecOps	Platform	platform	,	our	operational	systems,	physical	facilities,	or	the	systems	of	our	third-	party	processors,	or	the
perception	that	a	breach	has	occurred,	could	result	in	litigation,	indemnity	obligations,	regulatory	enforcement	actions,
investigations,	compulsory	audits,	fines,	penalties,	mitigation	and	remediation	costs,	disputes,	reputational	harm,	diversion	of
management’	s	attention,	and	other	liabilities	and	damage	to	our	business.	Even	though	we	do	not	control	the	security	measures
of	our	customers	and	other	third	parties,	we	may	be	considered	responsible	for	any	breach	of	such	measures	or	suffer
reputational	harm	even	where	we	do	not	have	recourse	to	the	third	party	that	caused	the	breach,	if	it	is	found	that	GitLab	failed
to	conduct	comprehensive	third	party	risk	due	diligence.	In	addition,	any	failure	by	our	vendors	to	comply	with	applicable	law
or	regulations	could	result	in	proceedings	against	us	by	governmental	entities	or	others.	Security	incidents	compromising	the
confidentiality,	integrity,	and	availability	of	our	confidential	or	personal	information	data	and	our	third-	party	service	providers’
information	technology	systems	could	result	from	artificial	intelligence,	or	AI,	related	sensitive	data	exposure	such	as
insufficient	data	anonymization	during	the	training	process,	system	misconfiguration,	or	from	cyber-	attacks,	including
denial-	of-	service	attacks	,	reverse-	engineering	of	AI	algorithms	,	web	scraping,	ransomware	attacks,	business	email
compromises,	computer	malware,	viruses,	and	social	engineering	(including	phishing),	which	are	prevalent	in	our	industry	and
our	customers’	industries.	Any	security	breach	or	disruption	could	result	in	the	loss	or	destruction	of	or	unauthorized	access	to,
or	use,	alteration,	disclosure,	or	acquisition	of	confidential	and	/	or	personal	information	data	,	which	may	result	in	damage	to
our	reputation,	early	termination	of	our	contracts,	litigation,	regulatory	investigations	or	other	liabilities.	If	our,	our	customers’,
or	our	partners’	security	measures	are	breached	as	a	result	of	third-	party	action,	team	member	error,	misconfiguration,
malfeasance	(including	bribery)	or	otherwise	and,	as	a	result,	someone	obtains	unauthorized	access	to	the	GitLab	application	or
data,	including	personal	and	/	or	confidential	information	of	our	customers,	our	reputation	could	be	damaged,	our	business	may
suffer	loss	of	current	customers	and	future	opportunities	and	we	could	incur	significant	financial	liability	including	fines,	cost	of



recovery,	and	costs	related	to	remediation	measures.	Techniques	used	to	obtain	unauthorized	access	or	to	sabotage	systems
change	frequently.	As	a	result,	we	may	be	unable	to	fully	anticipate	these	techniques	or	to	implement	adequate	preventative
measures.	If	an	actual	or	perceived	security	breach	occurs,	the	market	perception	of	our	security	measures	could	be	harmed,	and
we	could	lose	sales	and	customers.	If	we	are,	or	are	perceived	to	be,	not	in	compliance	with	data	protection,	consumer	privacy,
or	other	legal	or	regulatory	requirements	or	operational	norms	bearing	on	the	collection,	processing,	storage,	or	other	treatment
of	data	records,	including	personal	information	data	,	our	reputation	and	operating	performance	may	suffer.	Further,	we	need	to
continually	monitor	and	remain	compliant	with	all	applicable	changes	in	local,	state,	national,	or	international	legal	or	regulatory
requirements.	Any	significant	violations	of	data	privacy	could	result	in	the	loss	of	business,	litigation,	and	regulatory
investigations	and	penalties	that	could	damage	our	reputation	and	adversely	impact	our	results	of	operations	and	financial
condition.	We	have	contractual	and	legal	obligations	to	notify	relevant	stakeholders	of	security	breaches.	Most	jurisdictions	have
enacted	laws	requiring	companies	to	notify	affected	individuals,	regulatory	authorities,	and	relevant	others	of	security	breaches
involving	certain	types	of	data,	including	personal	information	data	.	In	addition,	our	agreements	with	certain	customers	and
partners	may	require	us	to	notify	them	in	the	event	of	a	security	breach.	Such	mandatory	disclosures	are	costly,	could	lead	to
negative	publicity,	may	cause	our	customers	to	lose	confidence	in	the	effectiveness	of	our	security	measures,	and	require	us	to
expend	significant	capital	and	other	resources	to	respond	to	or	alleviate	problems	caused	by	the	actual	or	perceived	security
breach.	In	addition,	in	July	2023,	the	Securities	and	Exchange	Commission,	or	the	SEC,	also	adopted	a	new	cybersecurity
rule	requiring	companies	subject	to	SEC	reporting	requirements	to	formally	report	material	cyber	security	incidents,
where	failure	to	report	may	result	in	the	SEC	imposing	injunctions,	fines	and	other	penalties.	A	security	breach	may	cause
us	to	breach	customer	contracts.	Our	agreements	with	certain	customers	may	require	us	to	use	industry-	standard	or	reasonable
measures	to	safeguard	sensitive	personal	information	data	or	confidential	information.	A	security	breach	could	lead	to	claims
by	our	customers,	their	end-	users,	or	other	relevant	stakeholders	that	we	have	failed	to	comply	with	such	legal	or	contractual
obligations.	As	a	result,	we	could	be	subject	to	legal	action	or	our	customers	could	end	their	relationships	with	us.	There	can	be
no	assurance	that	any	limitations	of	liability	in	our	contracts	would	be	enforceable	or	adequate	or	would	otherwise	protect	us
from	liabilities	or	damages.	Litigation	resulting	from	security	breaches	may	adversely	affect	our	business.	Unauthorized	access
to	The	DevSecOps	Platform,	systems,	networks,	or	physical	facilities	could	result	in	litigation	with	our	customers,	our
customers’	end-	users,	or	other	relevant	stakeholders.	These	proceedings	could	force	us	to	spend	money	in	defense	or	settlement,
divert	management’	s	time	and	attention,	increase	our	costs	of	doing	business,	or	adversely	affect	our	reputation.	We	could	be
required	to	fundamentally	change	our	business	activities	and	practices	or	modify	The	DevSecOps	Platform	capabilities	in
response	to	such	litigation,	which	could	have	an	adverse	effect	on	our	business.	If	a	security	breach	were	to	occur,	and	the
confidentiality,	integrity	,	or	availability	of	our	data	or	the	data	of	our	partners,	our	customers	or	our	customers’	end-	users	was
disrupted,	we	could	incur	significant	liability,	or	The	DevSecOps	Platform,	systems,	or	networks	may	be	perceived	as	less
desirable,	which	could	negatively	affect	our	business	and	damage	our	reputation.	If	we	fail	to	detect	,	contain,	or	remediate	a
security	breach	in	a	timely	manner,	or	a	breach	otherwise	affects	a	large	amount	of	data	of	one	or	more	customers,	or	if	we
suffer	a	cyber-	attack	that	impacts	our	ability	to	operate	The	DevSecOps	Platform,	we	may	suffer	material	damage	to	our
reputation,	business,	financial	condition,	and	results	of	operations.	Further,	while	we	maintain	cyber	insurance	that	may	provide
coverage	for	these	types	of	incidents,	such	coverage	may	not	be	adequate	to	cover	the	costs	and	other	liabilities	related	to	these
incidents.	In	addition,	we	cannot	be	sure	that	our	existing	insurance	coverage	and	coverage	for	errors	and	omissions	will
continue	to	be	available	on	acceptable	terms	or	that	our	insurers	will	not	deny	coverage	as	to	any	future	claim.	Our	risks	are
likely	to	increase	as	we	continue	to	expand	The	DevSecOps	Platform,	grow	our	customer	base,	and	host,	process,	store,	and
transmit	increasingly	large	amounts	of	proprietary	and	confidential	data.	We	face	heightened	risk	of	security	breaches	because
we	use	third-	party	open	source	technologies	and	incorporate	a	substantial	amount	of	open	source	code	in	our	products.	The
DevSecOps	Platform	is	built	using	open-	source	technology.	Using	or	incorporating	any	third-	party	technology	can	become	a
vector	for	supply-	chain	cyber-	attacks	,	denial-	of-	service	attacks,	ransomware	attacks,	business	email	compromises,	computer
malware,	viruses,	and	social	engineering	(including	phishing)	attacks	.	Such	attacks	are	prevalent	in	our	industry	and	our
customers’	industries,	and	our	use	of	open-	source	technology	may,	or	may	be	perceived	to,	leave	us	more	vulnerable	to	security
attacks.	We	have	previously	been,	and	may	in	the	future	become,	the	target	of	cyber-	attacks	by	third	parties	seeking
unauthorized	access	to	our	or	our	customers’	data	or	to	disrupt	our	operations	or	ability	to	provide	our	services.	If	we	are	the
target	of	cyber-	attacks	as	a	result	of	our	use	of	open	source	code,	it	may	substantially	damage	our	reputation	and	adversely
impact	our	results	of	operations	and	financial	condition.	.If	our	services	fail	to	perform	properly,whether	due	to	material	defects
with	the	software	or	external	issues,our	reputation	could	be	adversely	affected,our	market	share	could	decline,and	we	could	be
subject	to	liability	claims.Our	products	are	inherently	complex	and	may	contain	material	defects,software	“	bugs	”	or	errors.Any
defects	in	functionality	or	operational	procedures	that	cause	interruptions	in	the	availability	of	our	products	could	result	in:•	loss
or	delayed	market	acceptance	and	sales;•	loss	of	data;•	breach	of	warranty	claims;•	sales	credits	or	refunds	for	prepaid	amounts
related	to	unused	subscription	services;•	loss	of	customers;•	diversion	of	development	and	customer	service	resources;•	loss	of
operational	time;	•	destruction	or	compromised	integrity	of	data	and	/	or	intellectual	property;	and	•	injury	to	our	reputation.The
costs	incurred	in	correcting	any	material	defects,software	“	bugs	”	or	errors	might	be	substantial	and	could	adversely	affect	our
operating	results.We	increasingly	rely	on	information	technology	systems	to	process,transmit	and	store	electronic
information.Our	ability	to	effectively	manage	our	business	depends	significantly	on	the	reliability	and	capacity	of	these	systems
.The	operation,success	and	growth	of	our	business	(whether	now	or	in	the	future)	depends	on	streamlined	processes	made
available	through	information	systems,global	communications,internet	activity,and	other	network	processes	.The	future
operation,success	and	growth	of	our	business	depends	on	streamlined	processes	made	available	through	information
systems,global	communications,internet	activity,and	other	network	processes.	The	future	operation,success	and	growth	of
our	business	depends	on	streamlined	processes	made	available	through	information	systems,global



communications,internet	activity,and	other	network	processes.	Our	information	technology	systems	may	be	subject	to
damage	or	interruption	from	telecommunications	problems,data	corruption,software	errors,fire,flood	,acts	of	terror	and	armed
conflicts	,global	pandemics	and	natural	disasters,power	outages,systems	disruptions,system	conversions,and	/	or	human
error.Our	existing	safety	systems,data	backup,access	protection,user	management	and	information	technology	emergency
planning	may	not	be	sufficient	to	prevent	data	loss	or	long-	term	network	outages.In	addition,we	may	have	to	upgrade	our
existing	information	technology	systems	or	choose	to	incorporate	new	technology	systems	from	time	to	time	in	order	for	such
systems	to	support	the	increasing	needs	of	our	expanding	business.	Introduction	Costs	and	potential	problems	and
interruptions	associated	with	the	implementation	of	new	or	upgraded	systems	and	technology	,	or	with	upgrades	and
maintenance	to	our	-	or	adequate	support	of	existing	systems	,	could	result	in	increased	costs	or	unforeseen	problems	which
may	disrupt	or	reduce	the	efficiency	of	our	operating	operations	efficacy	.We	may	also	encounter	service	interruptions	due	to
issues	interfacing	with	our	customers’	IT	systems,including	stack	misconfigurations	or	improper	environment	scaling,or	due	to
cyber	security	attacks	on	ours	or	our	customers’	IT	systems.Any	such	service	interruption	may	have	an	adverse	impact	on	our
reputation	and	future	operating	results.Because	of	the	large	amount	(nature	and	importance	of	the	data	)	that	our	customers
collect	and	manage	by	means	of	our	services,it	is	possible	that	failures	or	errors	in	our	systems	could	result	in	data	loss	or
corruption,	and	/	or	cause	the	information	that	we	or	our	customers	collect	to	be	incomplete	or	contain	inaccuracies	that	our
customers	regard	as	material.Furthermore,the	availability	or	performance	of	our	products	could	be	adversely	affected	by	a
number	of	factors,including	customers’	inability	to	access	the	internet,the	failure	of	our	network	or	software	systems,security
breaches,or	variability	in	user	traffic	for	our	services.We	may	be	required	to	issue	credits	or	refunds	for	prepaid	amounts	related
to	unused	services	or	otherwise	be	liable	to	our	customers	for	damages	they	may	incur	resulting	from	certain	of	these	events.For
example,our	customers	access	our	products	through	their	internet	service	providers.If	a	service	provider	fails	to	provide
sufficient	capacity	to	support	our	products,otherwise	experiences	service	outages,or	intentionally	or	unintentionally	restricts	or
limits	our	ability	to	send,deliver,or	receive	electronic	communications	or	provide	services,such	failure	could	interrupt	our
customers’	access	to	our	products,adversely	affect	their	perception	of	our	products’	reliability	and	reduce	our	revenues.In
addition	to	potential	liability,if	we	experience	interruptions	in	the	availability	of	our	products	or	services,our	reputation	could	be
adversely	affected	and	we	could	lose	customers.	Our	production	systems	might	not	be	sufficiently	resilient	against	regional
outages	and	recovery	from	such	an	outage	might	take	an	extended	period	of	time.	Further,while	we	have	in	place	a	data
recovery	plan,our	data	backup	systems	might	fail	are	not	geographically	diverse	or	multi-	hosted	and	our	data	recovery	plans
may	be	insufficient	to	fully	recover	all	of	ours	or	our	customers’	data	hosted	on	our	system.While	we	currently	maintain	errors
and	omissions	insurance,it	may	be	inadequate	or	may	not	be	available	in	the	future	on	acceptable	terms,or	at	all.In
addition,our	policy	may	not	cover	all	claims	made	against	us	and	defending	a	suit,regardless	of	its	merit,could	be	costly
and	divert	management’	s	attention	Customers	may	choose	to	stay	on	our	free	self-	managed	or	SaaS	product	offerings
instead	of	converting	into	a	paying	customer.	Our	future	success	depends,	in	part,	on	our	ability	to	convert	users	of	our	free	self-
managed	or	SaaS	product	offerings	into	paying	customers	by	selling	additional	products,	and	by	upselling	additional
subscription	services.	The	total	number	of	users	of	our	free	SaaS	product	may	decline	as	a	result	of,	or	due	to,	our	enforcement
the	limitations	on	the	number	of	users	-	user	limits	and	our	plan	to	implement	in	the	future	storage	and	transfer	limits	for
our	a	product	and	limitations	on	storage	and	transfers	applicable	to	the	free	SaaS	product	offering	(all	of	which	were	announced
in	the	first	quarter	of	fiscal	year	2023	and	is	expected	to	be	implemented	in	fiscal	year	2024)	.	As	a	result	of	our	investment	in
new	capabilities	and	improvements	to	our	free	product	offering,	users	of	our	free	product	may	decline	to	purchase	additional
products	or	subscription	services	if	they	perceive	the	free	product	to	be	more	attractive	as	compared	to	our	paid	offerings.
Converting	users	of	our	free	product	offering	may	require	increasingly	sophisticated	and	costly	sales	efforts	and	may	not	result
in	additional	sales.	In	addition,	the	rate	at	which	our	end-	customers	purchase	additional	products	and	services	depends	on	a
number	of	factors,	including	the	perceived	need	for	additional	products	and	services,	the	limitations	on	the	number	of	users	and
limitations	on	storage	and	transfers	applicable	to	the	free	product	offering	as	well	as	general	economic	conditions.	If	our	efforts
to	sell	additional	products	and	services	to	our	end-	customers	are	not	successful,	our	business	may	suffer.	Failure	We	may	not
be	able	to	effectively	expand	our	marketing	and	sales	capabilities	respond	to	rapid	technological	changes	with	new	solutions,
which	could	harm	have	a	material	adverse	effect	on	our	operating	results.	The	DevSecOps	ability	to	increase	our	customer
base	and	achieve	broader	market	acceptance	of	our	is	characterized	by	rapid	technological	change,	fluctuating	price	points,
and	frequent	new	product	and	service	services	introductions	.	Our	ability	to	increase	our	user	customer	base	and	expand	with
increase	revenue	from	existing	customers	will	depend	heavily	to	a	significant	extent	on	our	ability	to	enhance	continue	to
expand	our	marketing	and	improve	will	depend	to	a	significant	extent	on	our	ability	to	continue	to	expand	our	marketing	and
sales	operations.We	plan	to	continue	expanding	our	sales	force.We	also	plan	to	continue	to	dedicate	significant	and	increasing
resources	to	sales	and	marketing	programs.We	are	expanding	our	marketing	and	sales	capabilities	to	target	additional	potential
customers,including	some	larger	organizations,but	there	is	no	guarantee	that	we	will	be	successful	attracting	and	maintaining
these	businesses	as	customers,and	even	if	we	are	successful,these	efforts	may	divert	our	resources	away	from	and	negatively
impact	our	ability	to	attract	and	maintain	our	current	customer	base.All	of	these	efforts	will	require	us	to	invest	significant
financial	and	other	resources.If	we	are	unable	to	find	efficient	ways	to	deploy	our	marketing	spend	or	to	hire,develop,and	retain
talent	in	numbers	required	to	maintain	and	support	our	growth,if	our	new	sales	talent	are	unable	to	achieve	desired	productivity
levels	in	a	reasonable	period	of	time,or	if	our	sales	and	marketing	programs	are	not	effective,our	ability	to	increase	our	customer
base	and	achieve	broader	market	acceptance	of	our	services	could	be	harmed.Any	failure	to	offer	high-	quality	technical	support
services	,including	lifecycle	services,or	adequately	sell	such	services,	may	adversely	affect	our	relationships	with	our
customers	and	our	financial	results.Once	our	products	are	deployed,our	customers	depend	on	our	technical	support	organization
to	resolve	technical	issues.We	may	be	unable	to	respond	quickly	enough	to	accommodate	short-	term	increases	in	customer
demand	for	support	services	,and	customers	may	not	purchase	the	lifecycle	services	that	we	offer	.We	also	may	be	unable	to



modify	the	format	of	our	support	services	to	compete	with	changes	in	support	services	provided	by	our	competitors.Increased
customer	demand	for	these	services,without	corresponding	revenues,could	increase	costs	and	adversely	affect	our	operating
results.In	addition,our	sales	process	is	highly	dependent	on	our	services	and	business	reputation	and	on	positive
recommendations	from	our	existing	customers	our	existing	solutions	customers.	Any	failure	to	maintain	high-	quality
technical	support	,	introduce	quality	technical	support,	or	a	market	perception	that	we	do	not	maintain	high-	quality
support,could	adversely	affect	our	reputation,our	ability	to	sell	our	services	to	existing	and	prospective	customers,and	our
business,operating	results	and	financial	position.Customers	may	demand	more	customized	configuration	and	integration
services,or	customized	----	custom	features	and	functions	that	we	do	not	offer,which	could	adversely	affect	our	business	and
operating	results.Our	current	and	future	customers	may	demand	more	customized	configuration	and	integration	services,which
increase	our	up-	front	investment	in	sales	and	deployment	efforts,with	no	guarantee	that	these	customers	will	increase	the	scope
of	their	subscription.As	a	result	of	these	factors,we	may	need	to	devote	a	significant	amount	of	sales	,	support	,	and	professional
services	resources	to	individual	customers,increasing	the	cost	and	time	required	to	complete	sales.If	prospective	customers
require	customized	features	or	functions	that	we	do	not	offer,and	that	which	would	be	difficult	for	them	to	deploy
themselves,then	the	market	for	our	applications	will	be	more	limited	and	our	business	could	suffer.If	we	fail	to	adapt	and
respond	effectively	to	rapidly	changing	technology,evolving	industry	standards,and	changing	customer	needs,requirements,or
preferences,our	services	may	become	less	competitive.Our	industry	is	subject	to	rapid	technological	change,evolving	industry
standards	and	practices,and	changing	customer	needs,requirements,and	preferences.The	success	of	our	business	will	depend,in
part,on	our	ability	to	adapt	and	respond	effectively	to	these	changes	on	a	timely	basis,including	our	ability	to	timely	provide
enhancements	and	new	new	features	and	products,	both	independently	and	in	conjunction	for	our	existing	services	or	new
services	that	achieve	market	acceptance	or	that	keep	pace	with	rapid	technological	third-	party	developers	developments	,
reach	and	the	competitive	landscape.	The	success	of	new	platforms	services	and	enhancements	depends	on	several	factors,
including	the	timely	delivery,	introduction,	and	market	acceptance	of	such	services.	If	we	are	unable	to	develop	and	sell
into	new	services	markets.	Customers	may	require	features	and	capabilities	that	our	current	solutions	do	not	have.	If	we	fail	to
develop	solutions	that	satisfy	our	customer	customers	preferences	in	a	timely	and	provide	enhancements	and	cost-	effective
manner,	we	may	fail	to	renew	--	new	features	for	our	subscriptions	existing	services	that	keep	pace	with	existing	customers
rapid	technological	and	create	industry	change,	or	our	revenue	increase	demand	for	our	solutions,	and	our	business	may
operating	results	could	be	materially	and	adversely	affected.	Furthermore	The	introduction	of	new	services	by	competitors	or
the	development	of	entirely	new	technologies	to	replace	existing	offerings	could	make	our	solutions	obsolete	or	adversely	affect
our	business.	In	addition	,	any	new	markets	or	countries	into	which	we	attempt	to	sell	our	solutions	may	not	be	receptive.	We
may	experience	difficulties	with	software	development,	design,	or	marketing	that	could	delay	or	prevent	our	development,
introduction,	or	implementation	of	new	solutions	and	enhancements.	We	have	in	the	past	experienced	delays	in	the	planned
release	dates	of	new	features	and	upgrades,	and	have	discovered	defects	in	new	solutions	after	their	introduction.	There	can	be
no	assurance	that	new	solutions	or	upgrades	will	be	released	according	to	schedule,	or	that	when	released	they	will	not	contain
defects.	Either	of	these	situations	could	result	in......	operating	results	could	be	adversely	affected.	If	new	technologies	emerge
that	are	able	to	deliver	competitive	products	at	lower	prices,	more	efficiently,	more	conveniently,	or	more	securely,	such
technologies	could	adversely	impact	our	ability	to	compete.	Our	services	must	also	integrate	with	a	variety	of	network,
hardware,	mobile,	cloud,	and	software	platforms	and	technologies,	including	third-	party	AI	services,	and	we	need	to
continuously	modify	and	enhance	our	services	to	adapt	to	changes	and	innovation	in	these	technologies,	including	changes	in
internet-	related	hardware,	operating	systems,	cloud	computing	infrastructure,	and	other	software,	communication,	browser	and
open	source	technologies.	If	developers	widely	adopt	new	software	platforms,	we	would	have	to	develop	new	versions	of	our
products	to	work	with	those	new	platforms.	This	development	effort	may	require	significant	engineering,	marketing,	and	sales
resources,	all	of	which	would	affect	our	business	and	operating	results.	Any	failure	of	our	services	to	operate	effectively	with
future	infrastructure	platforms	and	technologies	could	reduce	the	demand	for	our	products	and	significantly	impair	our	revenue
growth.	We	may	not	be	successful	in	either	developing	these	modifications	and	enhancements	or	in	bringing	them	to	market	in	a
timely	fashion.	Furthermore,	uncertainties	about	the	timing	and	nature	of	new	network	platforms	or	technologies,	or
modifications	to	existing	platforms	or	technologies,	could	increase	our	research	and	development	expenses.	If	we	are	unable	to
respond	to	these	changes	in	a	timely	or	cost-	effective	manner,	our	services	may	become	less	marketable	and	less	competitive	or
obsolete,	which	may	result	in	customer	dissatisfaction,	and	adversely	affect	our	business	.	If	our	services	fail	to	perform......
costly	and	divert	management’	s	attention	.	Our	channel	partners	may	provide	a	poor	experience	to	customers	putting	our	brand
or	company	growth	at	risk.	Channel	partners	may	deliver	poor	services	or	a	poor	selling	experience	delaying	customer	purchase
or	hurting	the	company	brand.	In	addition	to	our	direct	sales	force,	we	use	channel	partners	to	sell	and	support	our	products.
Channel	partners	may	become	an	increasingly	important	aspect	of	our	business,	particularly	with	regard	to	enterprise,
governmental,	and	international	sales.	Our	future	growth	in	revenue	and	ability	to	achieve	and	sustain	profitability	may	depend
in	part	on	our	ability	to	identify,	establish,	and	retain	successful	channel	partner	relationships	in	the	United	States	and
internationally,	which	will	take	significant	time	and	resources	and	involve	significant	risk.	If	we	are	unable	to	maintain	our
relationships	with	these	channel	partners,	or	otherwise	develop	and	expand	our	indirect	distribution	channel,	our	business,
operating	results,	financial	condition,	or	cash	flows	could	be	adversely	affected.	We	cannot	be	certain	that	we	will	be	able	to
identify	suitable	indirect	sales	channel	partners.	To	the	extent	we	do	identify	such	partners,	we	will	need	to	negotiate	the	terms
of	a	commercial	agreement	with	them	under	which	the	partner	would	distribute	The	DevSecOps	Platform.	We	cannot	be	certain
that	we	will	be	able	to	negotiate	commercially-	attractive	terms	with	any	channel	partner,	if	at	all.	In	addition,	all	channel
partners	must	be	trained	to	distribute	The	DevSecOps	Platform	and	must	allocate	appropriately	skilled	resources	to	the
customers	.	In	order	to	develop	and	expand	our	distribution	channel,	we	must	develop	and	improve	our	processes	for	channel
partner	introduction	and	training.	If	we	do	not	succeed	in	identifying	suitable	indirect	sales	channel	partners,	our	business,



operating	results,	and	financial	condition	may	be	adversely	affected.	We	also	cannot	be	certain	that	we	will	be	able	to	maintain
successful	relationships	with	any	channel	partners	and,	to	the	extent	that	our	channel	partners	are	unsuccessful	in	selling	our
products,	our	ability	to	sell	our	products	and	our	business,	operating	results,	and	financial	condition	could	be	adversely	affected.
Our	channel	partners	may	offer	customers	the	products	and	services	of	several	different	companies,	including	products	and
services	that	compete	with	our	products.	Because	our	channel	partners	generally	do	not	have	an	exclusive	relationship	with	us,
we	cannot	be	certain	that	they	will	prioritize	or	provide	adequate	resources	to	sell	our	products.	Moreover,	divergence	in
strategy	by	any	of	these	channel	partners	may	materially	adversely	affect	our	ability	to	develop,	market,	sell,	or	support	our
products.	We	cannot	assure	you	that	our	channel	partners	will	continue	to	cooperate	with	us.	In	addition,	actions	taken	or
omitted	to	be	taken	by	such	parties	may	adversely	affect	us.	In	addition,	we	rely	on	our	channel	partners	to	operate	in
accordance	with	the	terms	of	their	contractual	agreements	with	us.	For	example,	our	agreements	with	our	channel	partners	limit
the	terms	and	conditions	pursuant	to	which	they	are	authorized	to	resell	or	distribute	our	products	and	offer	technical	support
and	related	services.	We	also	typically	require	our	channel	partners	to	represent	to	us	the	dates	and	details	of	products	sold
through	to	our	customers.	If	our	channel	partners	do	not	comply	with	their	contractual	obligations	to	us,	our	business,	operating
results,	and	financial	condition	may	be	adversely	affected.	We	track	certain	performance	metrics	with	internal	tools	and	data
models	and	do	not	independently	verify	such	metrics.	Certain	of	our	performance	metrics	are	subject	to	inherent	challenges	in
measurement,	and	real	or	perceived	inaccuracies	in	such	metrics	may	harm	our	reputation	and	negatively	affect	our	business.
Our	internal	tools	and	data	models	have	a	number	of	limitations	and	our	methodologies	for	tracking	these	metrics	may	change
over	time,	which	could	result	in	unexpected	changes	to	our	metrics,	including	the	metrics	we	report.	We	calculate	and	track
performance	metrics	with	internal	tools,	which	are	not	independently	verified	by	any	third	party.	While	we	believe	our	metrics
are	reasonable	estimates	of	our	customer	base	for	the	applicable	period	of	measurement,	the	methodologies	used	to	measure
these	metrics	require	significant	judgment	and	may	be	susceptible	to	algorithmic	or	other	technical	errors.	For	example,	the
accuracy	and	consistency	of	our	performance	metrics	may	be	impacted	by	changes	to	internal	assumptions	regarding	how	we
account	for	and	track	customers,	limitations	on	system	implementations,	and	limitations	on	the	ability	of	third-	party	tools	to
match	our	database.	If	the	internal	tools	we	use	to	track	these	metrics	undercount	or	overcount	performance	or	contain
algorithmic	or	other	technical	errors,	the	data	we	report	may	not	be	accurate.	In	addition,	limitations	or	errors	with	respect	to
how	we	measure	data	(or	the	data	that	we	measure)	may	affect	our	understanding	of	certain	details	of	our	business,	which	could
affect	our	longer-	term	strategies.	If	our	performance	metrics	are	not	accurate	representations	of	our	business,	user	base,	or
traffic	levels;	if	we	discover	material	inaccuracies	in	our	metrics;	or	if	the	metrics	we	rely	on	to	track	our	performance	do	not
provide	an	accurate	measurement	of	our	business,	our	reputation	may	be	harmed,	we	may	be	subject	to	legal	or	regulatory
actions,	and	our	operating	and	financial	results	could	be	adversely	affected.	We	rely	to	a	significant	degree	on	a	number	of
independent	open	source	contributors,	to	develop	and	enhance	the	open	source	technologies	we	use	to	provide	our	products	and
services.	In	our	development	process	we	rely	upon	numerous	open	core	software	programs	which	are	outside	of	our	direct
control.	Members	of	corresponding	leadership	committees	and	core	teams,	many	of	whom	are	not	employed	by	us,	are	primarily
responsible	for	the	oversight	and	evolution	of	the	codebases	of	these	open	source	technologies.	If	the	project	committees	and
contributors	fail	to	adequately	further	develop	and	enhance	open	source	technologies,	or	if	the	leadership	committees	fail	to
oversee	and	guide	the	evolution	of	the	open	source	technologies	in	the	manner	that	we	believe	is	appropriate	to	maximize	the
market	potential	of	our	offerings,	then	we	would	have	to	rely	on	other	parties,	or	we	would	need	to	expend	additional	resources,
to	develop	and	enhance	our	offerings.	We	also	must	devote	adequate	resources	to	our	own	internal	contributors	to	support	their
continued	development	and	enhancement	of	open	source	technologies,	and	if	we	do	not	do	so,	we	may	have	to	turn	to	third
parties	or	experience	delays	in	developing	or	enhancing	open	source	technologies.	We	cannot	predict	whether	further
developments	and	enhancements	to	these	technologies	will	be	available	from	reliable	alternative	sources.	In	either	event,	our
development	expenses	could	be	increased,	and	our	technology	release	and	upgrade	schedules	could	be	delayed.	Delays	in
developing,	completing,	or	delivering	new	or	enhanced	offerings	could	cause	our	offerings	to	be	less	competitive,	impair
customer	acceptance	of	our	offerings	and	result	in	delayed	or	reduced	revenue	for	our	offerings.	Our	failure	or	inability	to
protect	our	intellectual	property	rights,	or	claims	by	others	that	we	are	infringing	upon	or	unlawfully	using	their	intellectual
property,	could	diminish	the	value	of	our	brand	and	weaken	our	competitive	position,	and	adversely	affect	our	business,
financial	condition,	operating	results,	and	prospects.	We	currently	rely	on	a	combination	of	copyright,	trademark,	patent,	trade
secret,	and	unfair	competition	laws,	as	well	as	confidentiality	agreements	and	procedures	and	licensing	arrangements,	to
establish	and	protect	our	intellectual	property	rights.	We	have	devoted	substantial	resources	to	the	development	of	our
proprietary	technologies	and	related	processes.	In	order	to	protect	our	proprietary	technologies	and	processes,	we	rely	in	part	on
patent	and	trade	secret	laws	and	confidentiality	agreements	with	our	team	members,	licensees,	independent	contractors,
commercial	partners,	and	other	advisors.	These	agreements	may	not	effectively	prevent	disclosure	of	confidential	information
and	may	not	provide	an	adequate	remedy	in	the	event	of	unauthorized	disclosure	of	confidential	information.	We	cannot	be
certain	that	the	steps	taken	by	us	to	protect	our	intellectual	property	rights	will	be	adequate	to	prevent	infringement	of	such	rights
by	others.	Additionally,	the	process	of	obtaining	patent	or	trademark	protection	is	expensive	and	time-	consuming,	and	we	may
not	be	able	to	prosecute	all	necessary	or	desirable	patent	applications	or	apply	for	all	necessary	or	desirable	trademark
applications	at	a	reasonable	cost	or	in	a	timely	manner.	Moreover,	intellectual	property	protection	may	be	unavailable	or	limited
in	some	foreign	countries	where	laws	or	law	enforcement	practices	may	not	protect	our	intellectual	property	rights	as	fully	as	in
the	United	States,	and	it	may	be	more	difficult	for	us	to	successfully	challenge	the	use	of	our	intellectual	property	rights	by	other
parties	in	these	countries.	Costly	and	time-	consuming	litigation	could	be	necessary	to	enforce	and	determine	the	scope	of	our
proprietary	rights,	and	our	failure	or	inability	to	obtain	or	maintain	trade	secret	protection	or	otherwise	protect	our	proprietary
rights	could	adversely	affect	our	business.	We	may	in	the	future	be	subject	to	intellectual	property	infringement	claims	and
lawsuits	in	various	jurisdictions,	and	although	we	are	diligent	in	our	efforts	to	protect	our	intellectual	property	we	cannot	be



certain	that	our	products	or	activities	do	not	violate	the	patents,	trademarks,	or	other	intellectual	property	rights	of	third-	party
claimants.	Companies	in	the	technology	industry	and	other	patent,	copyright,	and	trademark	holders	seeking	to	profit	from
royalties	in	connection	with	grants	of	licenses	own	large	numbers	of	patents,	copyrights,	trademarks,	domain	names,	and	trade
secrets	and	frequently	commence	litigation	based	on	allegations	of	infringement,	misappropriation,	or	other	violations	of
intellectual	property	or	other	rights.	As	we	face	increasing	competition	and	gain	an	increasingly	high	profile,	the	likelihood	of
intellectual	property	rights	claims	against	us	may	grow.	Further,	from	time	to	time,	we	may	receive	letters	from	third	parties
alleging	that	we	are	infringing	upon	their	intellectual	property	rights	or	inviting	us	to	license	their	intellectual	property	rights.
Our	technologies	and	other	intellectual	property	may	be	found	to	infringe	upon	such	third-	party	rights,	and	such	successful
claims	against	us	could	result	in	significant	monetary	liability,	prevent	us	from	selling	some	of	our	products	and	services,	or
require	us	to	change	our	branding.	In	addition,	resolution	of	claims	may	require	us	to	redesign	our	products,	license	rights	from
third	parties	at	a	significant	expense,	or	cease	using	those	rights	altogether.	We	may	in	the	future	bring	claims	against	third
parties	for	infringing	our	intellectual	property	rights.	Costs	of	supporting	such	litigation	and	disputes	may	be	considerable,	and
there	can	be	no	assurances	that	a	favorable	outcome	will	be	obtained.	Patent	infringement,	trademark	infringement,	trade	secret
misappropriation,	and	other	intellectual	property	claims	and	proceedings	brought	against	us	or	brought	by	us,	whether	successful
or	not,	could	require	significant	attention	of	our	management	and	resources	and	have	in	the	past	and	could	further	result	in
substantial	costs,	harm	to	our	brand,	and	have	an	adverse	effect	on	our	business.	Our	open	source	and	source	code-	available
business	model	makes	our	software	vulnerable	to	authorized	and	unauthorized	distribution	and	sale.	We	license	many	significant
components	of	our	software	under	permissive	open	source	software	licenses	which	grant	licensees	broad	permissions	to	use,
copy,	modify,	and	distribute	the	covered	software.	Under	these	licenses,	third	parties	are	entitled	to	distribute	and	sell	the
covered	software	without	payment	to	us.	Features	available	on	our	paid	tiers	are	source	code-	available	subject	to	a	proprietary
software	license.	This	proprietary	license	prohibits,	amongst	other	things,	distribution	and	sale	of	the	covered	software.
Notwithstanding	these	prohibitions,	by	virtue	of	the	source	code’	s	being	publicly	available,	the	covered	software	is	vulnerable
to	unauthorized	distribution	and	sale	by	third	parties.	We	are	or	may	be	the	defendant	in	lawsuits	or	other	claims	that	could
cause	us	to	incur	substantial	liabilities.	We	have	from	time	to	time	been,	and	are	likely	to	in	the	future	become,	defendants	in
actual	or	threatened	lawsuits	brought	by	or	on	behalf	of	our	current	and	former	team	members,	competitors,	vendors,
governmental	or	regulatory	bodies,	or	third	parties	who	use	The	DevSecOps	Platform.	The	In	addition,	our	agreements
sometimes	include	indemnification	provisions	which	can	subject	us	to	costs	and	damages	in	the	event	of	a	claim	against
an	indemnified	third	party.	In	either	case,	the	various	claims	in	such	lawsuits	may	include,	among	other	things,	negligence	or
misconduct	in	the	operation	of	our	business	and	provision	of	services,	intellectual	property	infringement,	unfair	competition,	or
violation	of	employment	or	privacy	laws	or	regulations.	Such	suits	may	seek,	as	applicable,	direct,	indirect,	consequential,
punitive	or	other	penalties	or	monetary	damages,	injunctive	relief,	and	/	or	attorneys’	fees.	Litigation	is	inherently	unpredictable,
and	it	is	not	possible	to	predict	the	outcome	of	any	such	lawsuits,	individually	or	in	the	aggregate.	However,	these	lawsuits	may
consume	substantial	amounts	of	our	financial	and	managerial	resources	and	might	result	in	adverse	publicity,	regardless	of	the
ultimate	outcome	of	the	lawsuits.	In	addition,	we	and	our	subsidiaries	may	become	subject	to	similar	lawsuits	in	the	same	or
other	jurisdictions.	An	unfavorable	outcome	with	respect	to	these	lawsuits	and	any	future	lawsuits	could,	individually	or	in	the
aggregate,	cause	us	to	incur	substantial	liabilities	that	may	have	a	material	adverse	effect	upon	our	business,	financial	condition
or	results	of	operations.	In	addition,	an	unfavorable	outcome	in	one	or	more	of	these	cases	could	cause	us	to	change	our
compensation	plans	for	our	team	members,	which	could	have	a	material	adverse	effect	upon	our	business.	Further,	while	we
maintain	insurance	that	may	provide	coverage	for	these	types	of	lawsuits	and	other	claims,	such	coverage	may	not	be
adequate	to	cover	the	related	costs	and	other	liabilities.	We	may	engage	in	merger	and	acquisition	activities	and	joint
ventures,	which	could	require	significant	management	attention,	disrupt	our	business,	dilute	stockholder	value,	and	adversely
affect	our	operating	results.	As	part	of	our	business	strategy,	we	may	have	in	the	past	and	expect	to	continue	to	make
investments	in	other	companies,	products,	or	technologies	and	/	or	may	seek	to	acquire	other	companies,	products,	or
technologies	in	the	future	.	We	may	not	be	able	to	find	suitable	acquisition	candidates	and	we	may	not	be	able	to	complete
acquisitions	on	favorable	terms,	if	at	all.	Even	if	we	complete	acquisitions	or	joint	ventures,	we	may	not	ultimately	strengthen
our	competitive	position	or	achieve	our	goals,	and	any	acquisitions	or	joint	ventures	we	complete	could	be	viewed	negatively	by
users	or	investors.	In	addition,	if	we	fail	to	successfully	integrate	such	acquisitions,	or	the	assets,	technologies	or	talent
associated	with	such	acquisitions,	into	our	company,	we	may	have	depleted	the	company’	s	capital	resources	without	attractive
returns,	and	the	revenue	and	operating	results	of	the	combined	company	could	be	adversely	affected.	We	may	face	additional
risks	in	connection	with	Acquisitions	acquisitions	and	joint	ventures	may	disrupt	our	ongoing	operations	,	divert	including:	•
diversion	of	management	time	and	focus	from	operating	our	business	to	addressing	acquisition	integration	challenges;	•
coordination	of	research	and	development	and	sales	and	marketing	functions;	•	integration	of	product	and	service
offerings;	•	retention	of	key	team	members	from	their	--	the	primary	responsibilities,	dilute	acquired	company;	•	changes	in
relationships	with	strategic	partners	as	a	result	of	product	acquisitions	our	-	or	corporate	strategic	positioning	resulting
from	the	acquisition;	•	integration	of	customers	from	the	acquired	company;	•	culture	cultural	challenges	associated	with
integrating	team	members	from	the	acquired	company	into	our	organization;	•	integration	of	the	acquired	company’	s
accounting	,	subject	us	management	information,	human	resources	and	other	administrative	systems;	•	the	need	to
implement	or	improve	controls,	procedures	and	policies	at	a	business	that	prior	to	the	acquisition	may	have	lacked
sufficiently	effective	controls,	procedures	and	policies;	•	additional	legal,	regulatory	or	compliance	requirements;	•
financial	reporting,	revenue	recognition	or	other	financial	or	control	deficiencies	of	the	acquired	company	that	we	do	not
adequately	address	and	that	cause	our	reported	results	to	be	incorrect;	•	liability	for	activities	of	the	acquired	company
before	the	acquisition,	including	intellectual	property	infringement	claims,	violations	of	laws,	commercial	disputes,	tax
liabilities	,	increase	and	other	known	and	unknown	liabilities;	•	unanticipated	write-	offs	our	-	or	expenses,	charges;	and



adversely	impact	•	litigation	our	-	or	other	claims	in	connection	with	business,	financial	condition,	operating	results,	and	cash
flows.	We	may	not	successfully	evaluate	or	utilize	the	acquired	company	technology	and	accurately	forecast	the	financial
impact	of	an	acquisition	transaction	,	including	accounting	charges	claims	from	terminated	team	members,	customers,
former	stockholders	or	other	third	parties	.	We	Further,	we	may	have	to	pay	cash,	incur	debt,	or	issue	equity	securities	to
pay	for	any	such	acquisition	or	joint	venture,	each	of	which	could	affect	our	financial	condition	or	the	value	of	our	capital	stock
and	could	result	in	dilution	to	our	stockholders.	If	we	incur	more	debt	it	would	result	in	increased	fixed	obligations	and	could
also	subject	us	to	covenants	or	other	restrictions	that	would	impede	or	may	be	beyond	our	ability	to	manage	our	operations.
Additionally,	we	may	receive	indications	of	interest	from	other	parties	interested	in	acquiring	some	or	all	of	our	business.	The
time	required	to	evaluate	such	indications	of	interest	could	require	significant	attention	from	management,	disrupt	the	ordinary
functioning	of	our	business,	and	adversely	affect	our	operating	results.	Our	failure	to	address	these	risks	or	other	problems
encountered	in	connection	with	acquisitions	activities	and	joint	ventures	could	cause	us	to	fail	to	realize	the	anticipated
benefits	of	these	acquisitions,	investments	or	joint	ventures,	cause	us	to	incur	unanticipated	liabilities,	and	harm	our
business	generally.	If	our	estimates	or	judgments	relating	to	our	critical	accounting	policies	prove	to	be	incorrect,	our	operating
results	could	be	adversely	affected.	The	preparation	of	financial	statements	in	conformity	with	U.	S.	GAAP	requires
management	to	make	estimates	and	assumptions	that	affect	the	amounts	reported	in	the	consolidated	financial	statements	and
accompanying	notes.	We	base	our	estimates	on	historical	experience	and	on	various	other	assumptions	that	we	believe	to	be
reasonable	under	the	circumstances,	as	described	in	the	section	titled	“	Management’	s	Discussion	and	Analysis	of	Financial
Condition	and	Results	of	Operations	”	included	elsewhere	in	this	Annual	Report	on	Form	10-	K	.	The	results	of	these	estimates
form	the	basis	for	making	judgments	about	the	carrying	values	of	assets,	liabilities,	and	equity,	and	the	amount	of	revenue	and
expenses	that	are	not	readily	apparent	from	other	sources.	Significant	assumptions	and	estimates	used	in	preparing	our
consolidated	financial	statements	include	those	related	to	revenue	recognition,	deferred	contract	acquisition	costs,	income	taxes,
business	combination,	stock-	based	compensation	and	common	stock	valuations.	Our	operating	results	may	be	adversely
affected	if	our	assumptions	change	or	if	actual	circumstances	differ	from	those	in	our	assumptions,	which	could	cause	our
operating	results	to	fall	below	the	expectations	of	securities	analysts	and	investors,	resulting	in	a	decline	in	the	price	of	our
common	stock.	Adverse	tax	laws	or	regulations	could	be	enacted	or	existing	laws	could	be	applied	to	us	or	our	customers,	which
could	increase	the	costs	of	our	services	and	adversely	impact	our	business.	The	application	of	federal,	state,	local,	and
international	tax	laws	to	services	provided	electronically	is	evolving.	New	sales,	use,	value-	added	tax,	digital	service	or	other
tax	laws,	statutes,	rules,	regulations	or	ordinances	could	be	enacted	at	any	time	(possibly	with	retroactive	effect),	and	could	be
applied	solely	or	disproportionately	to	services	provided	over	the	internet.	If	we	are	unsuccessful	in	collecting	such	taxes	from
our	customers,	we	could	be	held	liable	for	such	costs,	thereby	adversely	impacting	our	operating	results	and	cash	flows.
Moreover,	we	are	subject	to	the	examination	of	our	sales,	use,	and	value-	added	tax	returns	by	U.	S.	state	and	foreign	tax
authorities.	We	regularly	assess	the	likelihood	of	outcomes	resulting	from	these	examinations	and	have	reserved	for	potential
adjustments	that	may	result	from	these	examinations.	We	cannot	provide	assurance	that	the	final	determination	of	these
examinations	will	not	have	an	adverse	effect	on	our	financial	position	and	results	of	operations.	The	termination	of	our
relationship	with	our	payment	solutions	providers	could	have	a	severe,	negative	impact	on	our	ability	to	collect	revenue	from
customers.	All	web	direct	customers	purchase	our	solution	using	online	payment	solutions	such	as	credit	cards,	which	represent
the	majority	of	the	payment	transactions	we	receive,	and	our	business	depends	upon	our	ability	to	offer	such	payment	options.
The	termination	of	our	ability	to	process	payments	on	any	material	payment	option	would	significantly	impair	our	ability	to
operate	our	business	and	significantly	increase	our	administrative	costs	related	to	customer	payment	processing.	If	we	fail	to
maintain	our	compliance	with	the	data	protection	and	documentation	standards	adopted	by	our	payment	processors	and
applicable	to	us,	these	processors	could	terminate	their	agreements	with	us,	and	we	could	lose	our	ability	to	offer	our	customers
a	credit	card	or	other	payment	option.	If	these	processors	increase	their	payment	processing	fees	because	we	experience
excessive	chargebacks	or	refunds	or	for	other	reasons,	it	could	adversely	affect	our	business	and	operating	results.	Increases	in
payment	processing	fees	would	increase	our	operating	expense	and	adversely	affect	our	operating	results.	We	process,	store	and
use	personal	information	data	and	other	data,	which	subjects	us	to	governmental	regulation	and	other	legal	obligations,
including	in	the	United	States,	the	European	Union,	or	the	E.	U.,	the	United	Kingdom,	or	the	U.	K.,	Canada,	and	Australia,
related	to	privacy,	and	our	actual	or	perceived	failure	to	comply	with	such	laws,	regulations	and	contractual	obligations	could
result	in	significant	liability	and	reputational	harm.	We	receive,	store	and	process	personal	information	data	and	other	customer
data.	There	are	numerous	federal,	state,	local	and	foreign	laws	regarding	privacy	and	the	storing,	sharing,	access,	use,
processing,	disclosure	and	protection	of	personal	information,	personal	data	and	other	customer	data,	the	scope	of	which	are	is
changing,	subject	to	differing	interpretations,	and	which	may	be	inconsistent	among	countries	or	conflict	with	other	rules.	With
respect	to	E.	U.	and	U.	K.	team	members,	contractors	and	other	personnel,	as	well	as	for	our	customers’	and	prospective
customers’	personal	data,	such	as	contact	and	business	information,	we	are	subject	to	the	E.	U.	General	Data	Protection
Regulation,	or	the	GDPR,	and	applicable	national	implementing	legislation	of	the	GDPR,	and	the	U.	K.	General	Data
Protection	Regulation	and	U.	K.	Data	Protection	Act	2018,	or	the	U.	K.	GDPR,	respectively.	We	are	a	controller	with	respect	to
this	data.	The	GDPR	and	U.	K.	GDPR	impose	stringent	data	protection	requirements	and,	where	we	are	acting	as	a	controller,
includes	requirements	to:	provide	detailed	disclosures	about	how	personal	data	is	collected	and	processed	(in	a	concise,
intelligible	and	easily	accessible	form);	demonstrate	that	an	appropriate	legal	basis	is	in	place	or	otherwise	exists	to	justify	data
processing	activities;	grant	rights	for	data	subjects	in	regard	to	their	personal	data	including	the	right	to	be	“	forgotten,	”	the	right
to	data	portability	and	,	the	right	to	correct	personal	data	subject	,	and	the	right	to	access	requests	personal	data	;	notify	data
protection	regulators	or	supervisory	authorities	(and	in	certain	cases,	affected	individuals)	of	significant	data	breaches;	define
pseudonymized	(key-	coded)	data;	limit	the	retention	of	personal	data;	maintain	a	record	of	data	processing;	and	comply	with
the	principle	of	accountability	and	the	obligation	to	demonstrate	compliance	through	policies,	procedures,	training	trainings



and	audit	audits	.	Where	we	act	as	a	processor	and	process	personal	data	on	behalf	of	our	customers,	we	are	required	to	execute
mandatory	data	processing	clauses	with	those	customers	and	maintain	a	record	of	data	processing,	among	other	requirements
under	the	GDPR	and	U.	K.	GDPR.	The	GDPR	and	U.	K.	GDPR	provide	for	penalties	for	noncompliance	of	up	to	the	greater	of
€	20	million	or	4	%	of	worldwide	annual	revenues	(in	the	case	of	the	GDPR)	or	£	17	million	and	4	%	of	worldwide	annual
revenue	(in	the	case	of	the	U.	K.	GDPR).	As	we	are	required	to	comply	with	both	the	GDPR	and	the	U.	K.	GDPR,	we	could	be
subject	to	parallel	enforcement	actions	with	respect	to	breaches	of	the	GDPR	or	U.	K.	GDPR	which	affects	both	E.	U.	and	U.	K.
data	subjects.	In	addition	to	the	foregoing,	a	breach	of	the	GDPR	or	U.	K.	GDPR	could	result	in	regulatory	investigations,
reputational	damage,	orders	to	cease	or	change	our	processing	of	our	personal	data,	enforcement	notices,	and	/	or	assessment
notices	(for	a	compulsory	audit).	We	may	also	face	civil	claims	including	representative	actions	and	other	class	action	type
litigation	(where	individuals	have	suffered	harm),	potentially	amounting	to	significant	compensation	or	damages	liabilities,	as
well	as	associated	costs,	diversion	of	internal	resources,	and	reputational	harm.	The	GDPR	and	U.	K.	GDPR	requires,	among
other	things,	that	personal	information	data	only	be	transferred	outside	of	the	European	Economic	Area,	or	the	E.	E.	A.,	or	the
U.	K.,	respectively,	to	jurisdictions	that	have	not	been	deemed	adequate	by	the	European	Commission	or	by	the	U.	K.	data
protection	regulator,	respectively,	including	the	United	States,	if	certain	safeguards	are	taken	to	legitimize	those	data	transfers.
Recent	legal	developments	in	the	E.	U.	have	created	complexity	and	uncertainty	regarding	such	transfers.	For	example,	on	July
16,	2020,	the	European	Court	of	Justice,	or	the	CJEU,	invalidated	the	E.	U.-	U.	S.	Privacy	Shield	framework,	or	the	Privacy
Shield.	Further,	the	CJEU	also	advised	that	the	Standard	Contractual	Clauses	(a	standard	form	of	contract	approved	by	the
European	Commission	as	an	adequate	personal	data	transfer	mechanism	and	potential	alternative	to	the	Privacy	Shield)	were	not
alone	sufficient	to	protect	data	transferred	to	the	United	States	or	other	countries	not	deemed	adequate.	Use	On	July	10,	2023,
the	European	Commission	entered	into	force	the	E.	U.-	U.	S.	Data	Privacy	Framework,	or	the	DPF,	as	a	successor
framework	to	the	Privacy	Shield.	Under	the	DPF,	certified	U.	S.-	based	organizations	may	receive	transfers	of	personal
data	from	the	E.	E.	A.	and	the	U.	K.	However,	the	there	are	uncertainties	regarding	the	long-	term	viability	of	the	DPF
due	to	proposed	legal	challenges	to	the	framework	before	the	CJEU.	Thus,	the	Standard	Contractual	Clauses	will
remain	an	important	data	transfer	mechanisms	-	mechanism	for	transfers	to	countries	outside	of	the	E.	E.	A.	and	the	U.
K.,	but	the	use	of	Standard	Contractual	Clauses	must	now	still	be	assessed	on	a	case-	by-	case	basis	taking	into	account	the
legal	regime	applicable	in	the	destination	country,	in	particular	applicable	surveillance	laws	and	rights	of	individuals,	and
additional	measures	and	/	or	contractual	provisions	may	need	to	be	put	in	place.	The	European	Data	Protection	Board	issued
additional	guidance	regarding	the	CJEU’	s	decision	in	November	2020,	which	imposes	higher	burdens	on	the	use	of	data
transfer	mechanisms,	such	as	the	Standard	Contractual	Clauses,	for	cross-	border	data	transfers.	The	CJEU	also	stated	that	if	a
competent	supervisory	authority	believes	that	the	standard	Standard	contractual	Contractual	clauses	Clauses	cannot	be
complied	with	in	the	destination	country	and	that	the	required	level	of	protection	cannot	be	secured	by	other	means,	such
supervisory	authority	is	under	an	obligation	to	suspend	or	prohibit	that	transfer.	Since	the	decision	by	the	CJEU,	Supervisory
Authorities,	including	the	CNIL	and	the	Austrian	Data	Protection	Authority,	are	now	looking	at	cross-	border	transfers	more
closely,	and	have	publicly	stated	in	January	2022	that	the	transfer	of	data	to	the	US	United	States	using	certain	analytics	tools	is
illegal.	While	these	decisions	related	specifically	to	analytics	tools	and	may	be	inapplicable	to	organizations	certified	under
the	DPF	,	it	has	been	suggested	that	it	is	far-	reaching	and	applies	to	any	transfer	of	E.	U.	personal	data	to	the	United	States	U.
S	.	We	will	continue	to	monitor	this	situation,	and	evaluate	and	utilize,	where	appropriate,	all	data	transfer	mechanisms
available	to	us	,	but	this	may	require	the	removal	of	tools	from	our	services	and	websites	where	data	is	transferred	from	the	E.
U.	to	the	U.	S.,	or	impact	the	manner	in	which	we	provide	our	services,	which	could	adversely	affect	our	business.	Further	In
addition	,	if	participation	in	the	DPF	is	deemed	appropriate,	the	then	European	Commission	published	new	versions	of	the
Standard	Contractual	Clauses	on	June	4,	2021,	which	required	implementation	by	September	27,	2021	for	new	transfers,	and	by
December	2022	for	all	existing	transfers.	While	we	have	implemented	the	new	Standard	Contractual	Clauses	for	all	new
transfers,	these	changes	require	us	to	review	and	amend	our	existing	uses	of	Standard	Contractual	Clauses	involving	the	transfer
of	E.	E.	A.	data	outside	of	the	E.	E.	A.	which	could	would	increase	our	compliance	costs	and	adversely	affect	our	business.	The
transfer	of	U.	K.	data	outside	of	the	U.	K.	and	the	E.	E.	A.	will	remain	subject	to	the	previous	set	of	Standard	Contractual
Clauses	as	approved	at	the	time	of	Brexit.	However,	new	Standard	Contractual	Clauses	came	into	effect	in	the	U.	K.	on	March
21,	2022.	Companies	have	until	March	21,	2024	to	update	existing	contracts,	and	should	use	the	new	Standard	Contractual
Clauses	for	any	new	contracts	as	of	September	21,	2022.	We	may	be	required	to	update	implement	new	or	revised
documentation	and	processes	in	relation	to	our	data	transfers	subject	to	U.	K.	data	protection	laws	within	the	relevant	time
periods	,	which	may	result	in	further	compliance	costs.	In	addition,	following	the	U.	K.’	s	withdrawal	from	the	E.	U.,	the	E.	U.
issued	an	adequacy	decision	in	June	2021	in	favor	of	the	U.	K.	permitting	data	transfers	from	the	E.	U.	to	the	U.	K.	However,
this	adequacy	decision	is	subject	to	a	four-	year	term,	and	the	E.	U.	could	intervene	during	the	term	if	it	determines	that	the	data
protection	laws	in	the	U.	K.	are	not	sufficient.	If	the	adequacy	decision	is	not	renewed	after	its	term,	or	the	E.	U.	intervenes
during	the	term,	data	may	not	be	able	to	flow	freely	from	the	E.	U.	to	the	U.	K.	unless	additional	measures	are	taken.	In	which
case,	we	may	be	required	to	find	alternative	solutions	for	the	compliant	transfer	of	personal	data	into	the	U.	K.	from	the	E.	U.
As	supervisory	authorities	continue	to	issue	further	guidance	on	personal	information	data	(including	regarding	data	export	and
circumstances	in	which	we	cannot	use	the	standard	Standard	contractual	Contractual	clauses	Clauses	),	we	could	suffer
additional	costs,	complaints,	or	regulatory	investigations	or	fines,	and	if	we	are	otherwise	unable	to	transfer	personal	data
between	and	among	countries	and	regions	in	which	we	operate,	it	could	affect	the	manner	in	which	we	provide	our	services,	the
geographical	location	or	segregation	of	our	relevant	systems	and	operations,	and	could	adversely	affect	our	financial	results.
Loss,	retention	or	misuse	of	certain	information	and	alleged	violations	of	laws	and	regulations	relating	to	privacy	and	data
security,	and	any	relevant	claims,	may	expose	us	to	potential	liability	and	may	require	us	to	expend	significant	resources	on	data
security	and	in	responding	to	and	defending	such	allegations	and	claims.	We	are	also	subject	to	evolving	E.	U.	and	U.	K.



privacy	laws	on	cookies	and	e-	marketing.	In	the	E.	U.	and	the	U.	K.,	regulators	are	increasingly	focusing	on	compliance	with
requirements	in	the	online	behavioral	advertising	ecosystem,	and	current	national	laws	that	implement	the	ePrivacy	Directive	are
highly	likely	to	be	replaced	by	an	E.	U.	regulation	known	as	the	ePrivacy	Regulation	which	will	significantly	increase	fines	for
non-	compliance.	In	the	E.	U.	and	the	U.	K.,	informed	consent	is	required	for	the	placement	of	a	cookie	or	similar	technologies
on	a	user’	s	device	and	for	direct	electronic	marketing.	The	U.	K.	GDPR	also	imposes	conditions	on	obtaining	valid	consent,
such	as	a	prohibition	on	pre-	checked	consents	and	a	requirement	to	ensure	separate	consents	are	sought	for	each	type	of	cookie
or	similar	technology.	While	the	text	of	the	ePrivacy	Regulation	is	still	under	development,	a	recent	European	court	decision	and
regulators’	recent	guidance	are	driving	increased	attention	to	cookies	and	tracking	technologies.	If	regulators	start	to	enforce	the
strict	approach	in	recent	guidance,	this	could	lead	to	substantial	costs,	limit	the	effectiveness	of	our	marketing	activities,	divert
the	attention	of	our	technology	personnel,	adversely	affect	our	margins,	increase	costs	and	subject	us	to	additional	liabilities.
Regulation	of	cookies	and	similar	technologies,	and	any	decline	of	cookies	or	similar	online	tracking	technologies	as	a	means	to
identify	and	potentially	target	users,	may	lead	to	broader	restrictions	and	impairments	on	our	marketing	and	personalization
activities	and	may	negatively	impact	our	efforts	to	understand	users.	We	depend	on	a	number	of	third	parties	in	relation	to	the
operation	of	our	business,	a	number	of	which	process	personal	data	on	our	behalf	or	as	our	sub-	processor.	To	the	extent	required
by	applicable	law,	we	attempt	to	mitigate	the	associated	risks	of	using	third	parties	by	performing	security	assessments	and
detailed	due	diligence,	entering	into	contractual	arrangements	to	ensure	that	providers	only	process	personal	data	according	to
our	instructions	or	equivalent	instructions	to	that	the	instructions	of	our	customer	(as	applicable),	and	that	they	have	sufficient
technical	and	organizational	security	measures	in	place.	Where	we	transfer	personal	data	outside	the	E.	U.	or	the	U.	K.	to	such
third	parties,	we	do	so	in	compliance	with	the	relevant	data	export	requirements,	as	described	above.	There	is	no	assurance	that
these	contractual	measures	and	our	own	privacy	and	security-	related	safeguards	will	protect	us	from	the	risks	associated	with
the	third-	party	processing,	storage	and	transmission	of	such	information.	Any	violation	of	data	or	security	laws	by	our	third-
party	processors	could	have	a	material	adverse	effect	on	our	business	and	result	in	the	fines	and	penalties	under	the	GDPR	and
the	U.	K.	GDPR	outlined	above.	Additionally,	we	are	subject	to	the	California	Consumer	Privacy	Act,	or	the	CCPA,	which
came	into	effect	in	2020	and	increases	privacy	rights	for	California	consumers	and	imposes	obligations	on	companies	that
process	their	personal	information	data	.	The	CCPA	requires	covered	companies	to,	among	other	things,	provide	new
disclosures	to	California	consumers	and	affords	such	consumers	new	privacy	rights	such	as	the	ability	to	opt	out	of	certain	sales
of	personal	information	data	and	expanded	rights	to	access	and	require	deletion	of	their	personal	information	data	,	opt	out	of
certain	personal	information	data	sharing,	and	receive	detailed	information	about	how	their	personal	information	data	is
collected,	used	and	shared.	The	CCPA	provides	for	civil	penalties	for	violations,	as	well	as	a	private	right	of	action	for	security
breaches	that	may	increase	the	likelihood	of,	and	the	risks	associated	with,	security	breach	litigation.	Additionally,	in	November
2020,	California	passed	the	California	Privacy	Rights	Act,	or	the	CPRA,	which	expands	the	CCPA	significantly,	including	by
expanding	consumers’	rights	with	respect	to	certain	personal	information	data	and	creating	a	new	state	agency	to	oversee
implementation	and	enforcement	efforts,	potentially	resulting	in	further	uncertainty	and	requiring	us	to	incur	additional	costs
and	expenses	in	an	effort	to	comply.	Many	of	the	CPRA’	s	provisions	have	become	became	effective	on	January	1,	2023	.
Further,	Virginia	enacted	the	Virginia	Consumer	Data	Protection	Act,	or	the	VCDPA,	another	comprehensive	state	privacy	law,
that	has	become	effective	January	1,	2023.	Similarly,	three	other	states	have	enacted	comprehensive	state	privacy	laws:
Connecticut	enacted	the	Connecticut	Data	Privacy	Act,	or	the	CTDPA,	effective	July	1,	2023;	Colorado	enacted	the	Colorado
Privacy	Act,	or	the	CPA,	effective	July	1,	2023;	Utah	enacted	the	Utah	Consumer	Privacy	Act,	or	the	UCPA,	effective
December	31,	2023.	The	CCPA,	CPRA,	VCDPA,	CTDPA,	CPA	and	UCPA	may	increase	our	compliance	costs	and	potential
liability,	particularly	in	the	event	of	a	data	breach,	and	could	have	a	material	adverse	effect	on	our	business,	including	how	we
use	personal	information,	our	financial	condition,	the	results	of	our	operations	or	prospects	.	The	CCPA	has	also	prompted	a
number	of	passed	laws	and	proposals	for	new	federal	and	state	privacy	legislation	that,	if	passed,	could	increase	our	potential
liability	and	,	increase	our	compliance	costs	,	particularly	in	the	event	of	a	data	breach,	and	adversely	affect	our	business	,
including	how	we	use	personal	data,	our	financial	condition,	and	the	results	of	our	operations	or	prospects	.	Changing
definitions	of	personal	information	data	and	information	may	also	limit	or	inhibit	our	ability	to	operate	or	expand	our	business,
including	limiting	strategic	partnerships	that	may	involve	the	sharing	of	data.	Also,	some	jurisdictions	require	that	certain	types
of	data	be	retained	on	servers	within	these	jurisdictions.	Our	failure	to	comply	with	applicable	laws,	directives,	and	regulations
may	result	in	enforcement	action	against	us,	including	fines,	and	damage	to	our	reputation,	any	of	which	may	have	an	adverse
effect	on	our	business	and	operating	results.	We	are	also	currently	subject	to	China’	s	Personal	Information	Protection	Law,	or
PIPL,	which	came	into	effect	in	November	2021	and	which	increases	the	protections	of	Chinese	residents.	In	particular,	the	law
is	intended	to	protect	the	rights	and	interests	of	individuals,	to	regulate	personal	information	data	processing	activities,	to
safeguard	the	lawful	and	“	orderly	flow	”	of	data,	and	to	facilitate	reasonable	use	of	personal	information	data	.	Our	failure	to
comply	with	the	PIPL	may	result	in	enforcement	action	against	us,	including	fines,	and	damage	to	our	reputation,	any	of	which
may	have	an	adverse	effect	on	our	business	and	operating	results.	Also,	the	Cyberspace	Administration	of	China	has	begun	to
develop	developed	measures	to	govern	cross-	border	transfers	of	personal	information	data	,	such	as	security	assessments,
certifications,	and	standard	Standard	contractual	Contractual	clauses	Clauses	,	all	of	which	may	impact	our	ability	to	transact
with	customers	with	operations	in	China.	To	reduce	the	impact	of	PIPL,	we	are	in	the	process	of	transitioning	certain	users	who
are	resident	in	China	to	our	JiHu	entity.	Further,	we	are	subject	to	Payment	Card	Industry	Data	Security	Standard,	or	PCI-	DSS,
a	security	standard	applicable	to	companies	that	collect,	store	or	transmit	certain	data	regarding	credit	and	debit	cards,	holders
and	transactions.	We	rely	on	vendors	to	handle	PCI-	DSS	matters	and	to	ensure	PCI-	DSS	compliance.	Despite	our	compliance
efforts,	we	may	become	subject	to	claims	that	we	have	violated	the	PCI-	DSS	based	on	past,	present,	and	future	business
practices.	Our	actual	or	perceived	failure	to	comply	with	the	PCI-	DSS	can	subject	us	to	fines,	termination	of	banking
relationships,	and	increased	transaction	fees.	In	addition,	there	is	no	guarantee	that	PCI-	DSS	compliance	will	prevent	illegal	or



improper	use	of	our	payment	systems	or	the	theft,	loss	or	misuse	of	payment	card	data	or	transaction	information.	We	generally
seek	to	comply	with	industry	standards	and	are	subject	to	the	terms	of	our	privacy	policies	and	privacy-	related	obligations	to
third	parties.	We	strive	to	comply	with	all	applicable	laws,	policies,	legal	obligations	and	industry	codes	of	conduct	relating	to
privacy	and	data	protection	to	the	extent	possible.	However,	it	is	possible	that	these	obligations	may	be	interpreted	and	applied
in	a	manner	that	is	inconsistent	from	one	jurisdiction	to	another	and	may	conflict	with	other	rules	or	our	practices.	Any	failure	or
perceived	failure	by	us	to	comply	with	applicable	privacy	and	data	security	laws	and	regulations,	our	privacy	policies,	or	our
privacy-	related	obligations	to	users	or	other	third	parties,	or	any	compromise	of	security	that	results	in	the	unauthorized	release
or	transfer	of	personal	information	data	or	other	customer	data,	may	result	in	governmental	enforcement	actions,	litigation,	or
public	statements	against	us	by	consumer	advocacy	groups	or	others	and	could	cause	our	users	to	lose	trust	in	us,	which	would
have	an	adverse	effect	on	our	reputation	and	business.	It	is	possible	that	a	regulatory	inquiry	might	result	in	changes	to	our
policies	or	business	practices.	Violation	of	existing	or	future	regulatory	orders	or	consent	decrees	could	subject	us	to	substantial
monetary	fines	and	other	penalties	that	could	negatively	affect	our	financial	condition	and	operating	results.	In	addition,	it	is
possible	that	future	orders	issued	by,	or	enforcement	actions	initiated	by,	regulatory	authorities	could	cause	us	to	incur
substantial	costs	or	require	us	to	change	our	business	practices	in	a	manner	materially	adverse	to	our	business.	Any	significant
change	to	applicable	laws,	regulations	or	industry	practices	regarding	the	use	or	disclosure	of	our	users’	data,	or	regarding	the
manner	in	which	the	express	or	implied	consent	of	users	for	the	use	and	disclosure	of	such	data	is	obtained	–	or	in	how	these
applicable	laws,	regulations	or	industry	practices	are	interpreted	and	enforced	by	state,	federal	and	international	privacy
regulators	–	could	require	us	to	modify	our	services	and	features,	possibly	in	a	material	manner,	may	subject	us	to	regulatory
enforcement	actions	and	fines,	and	may	limit	our	ability	to	develop	new	services	and	features	that	make	use	of	the	data	that	our
users	voluntarily	share	with	us.	We	are	subject	to	various	governmental	export	controls,	trade	sanctions,	and	import	laws	and
regulations	that	could	impair	our	ability	to	compete	in	international	markets	or	subject	us	to	liability	if	we	violate	these	controls.
In	some	cases,	our	software	is	subject	to	export	control	laws	and	regulations,	including	the	Export	Administration	Regulations
administered	by	the	U.	S.	Department	of	Commerce,	and	our	activities	may	be	subject	to	trade	and	economic	sanctions,
including	those	administered	by	the	United	States	Department	of	the	Treasury’	s	Office	of	Foreign	Assets	Control,	or	OFAC,
and	collectively,	Trade	Controls.	As	such,	a	license	may	be	required	to	export	or	re-	export	our	products,	or	provide	related
services,	to	certain	countries	and	end-	users,	and	for	certain	end-	uses.	For	example,	the	recent	Trade	Controls	targeting	Russia
and	Belarus,	impose	a	license	requirement	for	the	export	of	our	product	to	those	countries	and	have	sanctioned	various	entities
and	individuals	located	there.	Those	Trade	Controls,	which	are	unprecedented	and	expansive,	continue	to	evolve	and	further
restrict	our	ability	to	do	business	in	that	region.	Processing	payments	from	those	customers,	even	when	legally	permissible,	has
become	very	difficult,	in	part	because	most	U.	S.	and	E.	U.	banks	are	unwilling	to	facilitate	those	transactions.	Further,	our
products	incorporating	encryption	functionality	may	be	subject	to	special	controls	applying	to	encryption	items	and	/	or	certain
reporting	requirements.	We	have	procedures	in	place	designed	to	ensure	our	compliance	with	Trade	Controls,	with	which	failure
to	comply	could	subject	us	to	both	civil	and	criminal	penalties,	including	substantial	fines,	possible	incarceration	of	responsible
individuals	for	willful	violations,	possible	loss	of	our	export	or	import	privileges,	and	reputational	harm.	We	are	currently
working	to	enhance	these	procedures.	Trade	Controls	are	complex	and	dynamic	regimes,	and	monitoring	and	ensuring
compliance	can	be	challenging,	particularly	given	that	our	products	are	widely	distributed	throughout	the	world	and	are
available	for	download	without	registration.	Prior	to	implementing	certain	control	procedures,	we	inadvertently	exported	our
software	to	entities	located	in	embargoed	countries	and	listed	on	denied	parties	lists	administered	by	the	U.	S.	Department	of
Commerce’	s	Bureau	of	Industry	and	Security,	or	BIS,	and	OFAC.	In	September	2019,	we	disclosed	these	apparent	violations	to
BIS	and	OFAC,	which	resulted	in	a	BIS	Warning	Letter	and	an	OFAC	Cautionary	Letter,	in	January	and	February	2020,
respectively.	While	BIS	and	OFAC	did	not	assess	any	penalties,	we	understand	that	BIS	and	OFAC	may	consider	our	regulatory
history,	including	these	prior	disclosures	and	warning	/	cautionary	letters,	if	the	company	is	involved	in	a	future	enforcement
case	for	failure	to	comply	with	export	control	laws	and	regulations.	Any	future	failure	by	us	or	our	partners	to	comply	with
applicable	laws	and	regulations	would	have	negative	consequences	for	us,	including	reputational	harm,	government
investigations,	and	penalties.	In	addition,	various	countries	regulate	the	import	of	certain	encryption	technology,	including
through	import	permit	and	license	requirements,	and	have	enacted	laws	that	could	limit	our	ability	to	distribute	our	products	or
could	limit	our	end-	customers’	ability	to	implement	our	products	in	those	countries.	Changes	in	our	products	or	changes	in
export	and	import	regulations	in	such	countries	may	create	delays	in	the	introduction	of	our	products	into	international	markets,
prevent	our	end-	customers	with	international	operations	from	deploying	our	products	globally	or,	in	some	cases,	prevent	or
delay	the	export	or	import	of	our	products	to	certain	countries,	governments,	or	persons	altogether.	Any	change	in	export	or
import	laws	or	regulations,	economic	sanctions	or	related	legislation,	shift	in	the	enforcement	or	scope	of	existing	export,	import
or	sanctions	laws	or	regulations,	or	change	in	the	countries,	governments,	persons,	or	technologies	targeted	by	such	export,
import	or	sanctions	laws	or	regulations,	could	result	in	decreased	use	of	our	products	by,	or	in	our	decreased	ability	to	export	or
sell	our	products	to,	existing	or	potential	end-	customers	with	international	operations.	Any	decreased	use	of	our	products	or
limitation	on	our	ability	to	export	to	or	sell	our	products	in	international	markets	could	adversely	affect	our	business,	financial
condition,	and	results	of	operations.	Failure	to	comply	with	anti-	bribery,	anti-	corruption,	anti-	money	laundering	laws,	and
similar	laws,	could	subject	us	to	penalties	and	other	adverse	consequences.	We	are	subject	to	the	U.	S.	Foreign	Corrupt	Practices
Act	of	1977,	as	amended,	or	the	FCPA,	the	U.	S.	domestic	bribery	statute	contained	in	18	U.	S.	C.	§	201,	the	U.	S.	Travel	Act,
the	USA	PATRIOT	Act,	the	United	Kingdom	Bribery	Act	2010	and	possibly	other	anti-	bribery	and	anti-	money	laundering
laws	in	countries	outside	of	the	United	States	in	which	we	conduct	our	activities.	Anti-	corruption	and	anti-	bribery	laws	have
been	enforced	aggressively	in	recent	years	and	are	interpreted	broadly	to	generally	prohibit	companies,	their	team	members,	and
their	third-	party	intermediaries	from	authorizing,	offering,	or	providing,	directly	or	indirectly,	improper	payments	or	benefits	to
recipients	in	the	public	or	private	sector.	We	sometimes	leverage	third	parties	to	sell	our	products	and	services	and	conduct	our



business	abroad.	We	and	our	third-	party	intermediaries	may	have	direct	or	indirect	interactions	with	officials	and	employees	of
government	agencies	or	state-	owned	or	affiliated	entities	and	may	be	held	liable	for	the	corrupt	or	other	illegal	activities	of
these	third-	party	business	partners	and	intermediaries,	our	team	members,	representatives,	contractors,	partners,	and	agents,
even	if	we	do	not	explicitly	authorize	such	activities.	We	cannot	assure	you	that	all	of	our	team	members	and	agents	will	not
take	actions	in	violation	of	applicable	law,	for	which	we	may	be	ultimately	held	responsible.	As	we	increase	our	international
sales	and	business,	our	risks	under	these	laws	may	increase.	Any	allegations	or	actual	violation	of	the	FCPA	or	other	applicable
anti-	bribery,	anti-	corruption	laws,	and	anti-	money	laundering	laws	could	result	in	whistleblower	complaints,	sanctions,
settlements,	prosecution,	enforcement	actions,	fines,	damages,	adverse	media	coverage,	investigations,	loss	of	export	privileges,
severe	criminal	or	civil	sanctions,	or	suspension	or	debarment	from	U.	S.	government	contracts,	all	of	which	may	have	an
adverse	effect	on	our	reputation,	business,	results	of	operations,	and	prospects.	Responding	to	any	investigation	or	action	will
likely	result	in	a	materially	significant	diversion	of	management’	s	attention	and	resources	and	significant	defense	costs	and
other	professional	fees.	In	addition,	the	U.	S.	government	may	seek	to	hold	us	liable	for	successor	liability	for	FCPA	violations
committed	by	companies	in	which	we	invest	or	that	we	acquire.	As	a	general	matter,	investigations,	enforcement	actions	and
sanctions	could	harm	our	reputation,	business,	results	of	operations,	and	financial	condition.	A	portion	of	our	revenue	is
generated	by	sales	to	government	entities,	which	are	subject	to	a	number	of	challenges	and	risks.	Sales	to	government	entities	are
subject	to	a	number	of	risks.	Selling	to	government	entities	can	be	highly	competitive,	expensive,	and	time-	consuming,	often
requiring	significant	up-	front	time	and	expense	without	any	assurance	that	these	efforts	will	generate	a	sale.	Government
certification	requirements	for	products	like	ours	may	change,	thereby	restricting	our	ability	to	sell	into	the	U.	S.	federal
government,	U.	S.	state	governments,	or	non-	U.	S.	government	sectors	until	we	have	attained	the	revised	certification.
Government	demand	and	payment	for	our	products	may	be	affected	by	public	sector	budgetary	cycles,	funding	authorizations,
government	shutdowns,	and	general	political	priorities,	with	funding	reductions	or	delays	adversely	affecting	public	sector
demand	for	our	products.	Additionally,	any	actual	or	perceived	privacy,	data	protection,	or	data	security	incident,	or	even	any
perceived	defect	with	regard	to	our	practices	or	measures	in	these	areas,	may	negatively	impact	public	sector	demand	for	our
products.	Additionally,	we	rely	on	certain	partners	to	provide	technical	support	services	to	certain	of	our	government	entity
customers	to	resolve	any	issues	relating	to	our	products.	If	our	partners	do	not	effectively	assist	our	government	entity	customers
in	deploying	our	products,	succeed	in	helping	our	government	entity	customers	quickly	resolve	post-	deployment	issues,	or
provide	effective	ongoing	support,	our	ability	to	sell	additional	products	to	new	and	existing	government	entity	customers	would
be	adversely	affected	and	our	reputation	could	be	damaged.	Government	entities	may	have	statutory,	contractual,	or	other	legal
rights	to	terminate	contracts	with	us	for	convenience	or	due	to	a	default,	and	any	such	termination	may	adversely	affect	our
future	results	of	operations.	Governments	routinely	investigate	and	audit	government	contractors’	administrative	processes,	and
any	unfavorable	audit	could	result	in	the	government	refusing	to	continue	buying	our	subscriptions,	a	reduction	of	revenue,	or
fines	or	civil	or	criminal	liability	if	the	audit	uncovers	improper	or	illegal	activities,	which	could	adversely	affect	our	results	of
operations	in	a	material	way.	Our	success	depends	on	our	ability	to	provide	users	of	our	products	and	services	with	access	to	an
abundance	of	useful,	efficient,	high-	quality	code	which	in	turn	depends	on	the	quality	and	volume	of	code	contributed	by	our
open	source	contributors.	We	believe	that	one	of	our	competitive	advantages	is	the	quality,	quantity	and	collaborative	nature	of
the	code	on	GitLab,	and	that	access	to	open	source	code	is	one	of	the	main	reasons	users	visit	GitLab.	In	furtherance	of	the
foregoing	competitive	advantages	and	access,	we	seek	to	foster	a	broad	and	engaged	contributor	community,	and	we	encourage
individuals,	companies,	governments,	and	institutions	to	use	our	products	and	services	to	learn,	code	and	work.	If	contributors,
including	influential	contributors,	do	not	continue	to	contribute	code,	our	customer	base	and	contributor	engagement	may
decline.	Additionally,	if	we	are	not	able	to	address	user	concerns	regarding	the	safety	and	security	of	our	products	and	services
or	if	we	are	unable	to	successfully	prevent	abusive	or	other	hostile	behavior	on	The	DevSecOps	Platform,	the	size	of	our
customer	base	and	contributor	engagement	may	decline.	If	there	is	a	decline	in	the	number	of	contributors,	customer	or
contributor	growth	rate	or	engagement,	including	as	a	result	of	the	loss	of	influential	contributors	and	companies	who	provide
innovative	code	on	GitLab,	paying	customers	of	our	online	services	may	be	deterred	from	using	our	products	or	services	or
reduce	their	spending	with	us	or	cease	doing	business	with	us,	which	would	harm	our	business	and	operating	results.	Seasonality
may	cause	fluctuations	in	our	sales	and	results	of	operations.	Historically,	we	have	experienced	seasonality	in	new	customer
contracts,	as	we	typically	enter	into	a	higher	percentage	of	subscription	agreements	with	new	customers	and	renewals	with
existing	customers	in	the	last	two	fiscal	quarters	of	each	year.	We	believe	that	this	results	from	the	procurement,	budgeting,	and
deployment	cycles	of	many	of	our	customers,	particularly	our	enterprise	customers,	along	with	variables	outside	of	our	and	our
customers	'	’	control,	such	as	macroeconomic	and	general	economic	conditions,	including	inflation	and	increased	,	volatile
interest	rates	,	uncertainty	with	respect	to	the	federal	budget	and	debt	ceiling	and	potential	government	shutdowns
related	thereto,	volatility	of	the	global	debt	and	equity	markets,	and	actual	or	perceived	instability	in	the	global	banking
sector	.	We	expect	that	this	seasonality,	which	can	itself	at	times	be	unpredictable,	will	continue	to	affect	our	bookings,	deferred
revenue,	and	our	results	of	operations	in	the	future	and	might	become	more	pronounced	as	we	continue	to	target	larger
enterprise	customers.	We	recognize	a	significant	portion	of	revenue	from	subscriptions	over	the	term	of	the	relevant	subscription
period,	and	as	a	result,	downturns	or	upturns	in	sales	are	not	immediately	reflected	in	our	results	of	operations.	Further,	we
recognize	a	significant	portion	of	our	subscription	revenue	over	the	term	of	the	relevant	subscription	period.	As	a	result,	much	of
the	subscription	revenue	we	report	each	fiscal	quarter	is	the	recognition	of	deferred	revenue	from	subscription	contracts	entered
into	during	previous	fiscal	quarters.	Consequently,	a	decline	in	new	or	renewed	subscriptions	in	any	one	fiscal	quarter	will	not
be	fully	or	immediately	reflected	in	revenue	in	that	fiscal	quarter	and	will	negatively	affect	our	revenue	in	future	fiscal	quarters.
Accordingly,	the	effect	of	significant	downturns	in	new	or	renewed	sales	of	our	subscriptions	is	not	fully	reflected	in	our	results
of	operations	until	future	periods.	The	length	of	our	sales	cycle	can	be	unpredictable,	particularly	with	respect	to	sales	to	large
customers,	and	our	sales	efforts	may	require	considerable	time	and	expense.	Our	results	of	operations	may	fluctuate,	in	part,



because	of	the	length	and	variability	of	the	sales	cycle	of	our	subscriptions	and	the	difficulty	in	making	short-	term	adjustments
to	our	operating	expenses.	The	length	of	our	sales	cycle,	from	initial	contact	from	a	prospective	customer	to	contractually
committing	to	our	paid	subscriptions	can	vary	substantially	from	customer	to	customer	based	on	deal	complexity	as	well	as
whether	a	sale	is	made	directly	by	us.	It	is	difficult	to	predict	exactly	when,	or	even	if,	we	will	make	a	sale	to	a	potential
customer	or	if	we	can	increase	sales	to	our	existing	customers,	the	timing	of	our	customers’	decisions	to	make	a	purchase,
greater	deal	scrutiny	by	our	customers,	changes	our	customers	experienced,	or	may	experience,	in	their	businesses,	and	other
variables	some	of	which	are	outside	of	our	and	our	customers’	control,	such	as	macroeconomic	and	general	economic
conditions,	including	inflation	and	increased	,	volatile	interest	rates	,	uncertainty	with	respect	to	the	federal	budget	and	debt
ceiling	and	potential	government	shutdowns	related	thereto,	volatility	of	the	global	debt	and	equity	markets,	and	actual
or	perceived	instability	in	the	global	banking	sector	.	Our	results	of	operations	depend	in	part	on	sales	to	new	large	customers
and	increasing	sales	to	existing	customers.	As	a	result,	in	particular,	large	individual	sales	have,	in	some	cases,	occurred	in
quarters	subsequent	to	those	we	anticipated,	or	have	not	occurred	at	all.	Because	a	substantial	proportion	of	our	expenses	are
relatively	fixed	in	the	short	term,	our	results	of	operations	will	suffer	if	revenue	falls	below	our	expectations	in	a	particular
quarter,	which	could	cause	the	price	of	our	Class	A	common	stock	to	decline.	Risks	Related	to	our	People	and	Culture	We	rely
on	our	management	team	and	other	key	team	members	and	will	need	additional	personnel	to	grow	our	business,	and	the	loss	of
one	or	more	key	team	members	or	our	inability	to	hire,	integrate,	train	and	retain	qualified	personnel,	could	harm	our	business.
Our	future	success	is	dependent,	in	part,	on	our	ability	to	hire,	integrate,	train,	retain	and	motivate	the	members	of	our
management	team	and	other	key	team	members	throughout	our	organization.	The	loss	of	key	personnel,	including	key	members
of	our	management	team,	as	well	as	certain	of	our	key	marketing,	sales,	finance,	support,	product	development,	human
resources,	or	technology	personnel,	could	disrupt	our	operations	and	have	an	adverse	effect	on	our	ability	to	grow	our	business.
In	particular,	we	are	highly	dependent	on	the	services	of	Sytse	Sijbrandij,	our	co-	founder,	Chair	of	the	Board	board	of
Directors	directors	and	Chief	Executive	Officer,	who	is	critical	to	the	development	of	our	technology,	services,	future	vision
and	strategic	direction.	In	March	2023,	Mr.	Sijbrandij	announced	that	he	has	had	been	diagnosed	with	cancer	and	was
undergoing	treatment,	including	chemotherapy.	Mr.	Sijbrandij	plans	to	continue	continued	in	his	role	as	Chief	Executive
Officer	and	Chair	of	the	Board	board	of	Directors	directors	during	throughout	his	treatment	period	and	to	work	closely	with
our	Board	of	Directors	and	management	team	to	execute	on	our	business	priorities	.	However,	if	he	were	to	experience	a
recurrence,	or	his	condition	may	were	to	otherwise	change	and	,	it	may	prevent	him	from	continuing	to	perform	his	role.	In
the	event	that	Mr.	Sijbrandij	is	no	longer	able	to	perform	his	duties	as	Chief	Executive	Officer,	we	will	be	required	to	identify,
recruit	and	hire	a	new	Chief	Executive	Officer.	While	our	Board	board	of	Directors	directors	regularly	has	reviewed	and
continues	to	review	reviews	potential	interim	and	longer-	term	contingency	plans	that	could	be	activated	as	needed	to	minimize
business	disruption	and	to	ensure	the	continued	execution	of	our	business	priorities,	the	recruitment	of	a	new	Chief	Executive
Officer	can	be	lengthy	and	distracting.	In	addition,	we	may	be	required	to	implement	temporary	or	interim	executive
management	to	support	the	leadership	of	our	company	during	a	transition	period.	A	change	in	the	leadership	of	the	company	is	a
significant	event	and	may	result	in	additional	volatility	in	our	stock	price.	Competition	for	highly	skilled	personnel	in	our
industry	is	intense,	and	we	may	not	be	successful	in	hiring	or	retaining	qualified	personnel	to	fulfill	our	current	or	future	needs.
We	have,	from	time	to	time,	experienced,	and	we	expect	to	continue	to	experience,	difficulty	in	hiring	and	retaining	highly
skilled	team	members	with	appropriate	qualifications.	In	February	particular,	recruiting	and	hiring	senior	product
engineering	personnel	with	AI	and	machine	learning	backgrounds	has	been,	and	we	expect	it	to	continue	to	be,
challenging.	In	the	first	quarter	of	fiscal	2023	2024	,	we	announced	conducted	a	reduction	in	workforce	by	of	approximately
7	%	across	all	areas	of	our	business.	While	we	conducted	this	spending	reprioritization	to	align	with	the	economic	conditions,
this	cost	savings	plan	may	be	disruptive	to	our	operations	and	could	yield	unanticipated	consequences,	such	as	attrition	beyond
planned	staff	reductions,	or	disruptions	in	our	day-	to-	day	operations.	Our	workforce	reduction	could	also	harm	our	ability	to
attract	and	retain	qualified	management,	technology	software	professionals	or	other	personnel	who	are	critical	to	our	business.
For	example,	in	recent	years,	recruiting,	hiring,	and	retaining	team	members	with	expertise	in	the	technology	software	industry
has	become	increasingly	difficult	as	the	demand	for	technology	software	professionals	has	continued	to	increase.	Further,
unfavorable	media	coverage	of	us	could	significantly	impact	our	ability	to	recruit	and	retain	talent.	Many	of	the	companies	with
which	we	compete	for	experienced	personnel	have	greater	resources	than	we	have.	Our	competitors	also	may	be	successful	in
recruiting	and	hiring	members	of	our	management	team	or	other	key	team	members,	and	it	may	be	difficult	for	us	to	find
suitable	replacements	on	a	timely	basis,	on	competitive	terms,	or	at	all.	We	have	in	the	past,	and	may	in	the	future,	be	subject	to
allegations	that	team	members	we	hire	have	been	improperly	solicited,	or	that	they	have	divulged	proprietary	or	other
confidential	information	or	that	their	former	employers	own	such	team	member’	s	inventions	or	other	work	product,	or	that	they
have	been	hired	in	violation	of	non-	compete	provisions	or	non-	solicitation	provisions.	In	addition,	job	candidates	and	existing
team	members	often	consider	the	value	of	the	benefits	and	equity	awards	they	receive	in	connection	with	their	employment.	If
the	perceived	value	of	our	benefits,	equity	,	or	equity	awards	declines,	it	may	adversely	affect	our	ability	to	retain	highly	skilled
team	members.	If	we	fail	to	attract	new	personnel	or	fail	to	retain	and	motivate	our	current	personnel,	our	business	and	future
growth	prospects	would	be	severely	harmed	.Our	corporate	culture	has	contributed	to	our	success,and	if	we	cannot	maintain	this
culture	as	we	grow,we	could	lose	the	innovation,creativity,and	teamwork	fostered	by	our	culture,and	our	business	may	be
harmed.We	believe	that	our	corporate	culture	has	been	and	will	continue	to	be	a	key	contributor	to	our	success.If	we	do	not
continue	to	develop	our	corporate	culture	as	we	grow	and	evolve,it	could	harm	our	ability	to	foster	the	innovation,creativity,and
teamwork	that	we	believe	is	important	to	support	our	growth.As	our	organization	grows	and	we	are	required	to	implement	more
complex	organizational	structures,we	may	find	it	increasingly	difficult	to	maintain	the	beneficial	aspects	of	our	corporate
culture,which	could	negatively	impact	our	future	success	.Our	.	We	engage	our	team	members	in	various	ways,	including	direct
hires,	through	PEOs	and	as	independent	contractors.	As	a	result	of	these	methods	of	engagement,	we	face	certain	challenges	and



risks	that	can	affect	our	business,	operating	results,	and	financial	condition.	In	the	locations	where	we	directly	hire	our	team
members	into	one	of	our	entities,	we	must	ensure	that	we	are	compliant	with	the	applicable	local	laws	governing	team	members
in	those	jurisdictions,	including	local	employment	and	tax	laws.	In	the	locations	where	we	utilize	PEOs,	we	contract	with	the
PEO	for	it	to	serve	as	“	Employer	of	Record	”	for	those	team	members	engaged	through	the	PEO	in	each	applicable	location.
Under	this	model,	team	members	are	employed	by	the	PEO	but	provide	services	to	GitLab.	We	also	engage	team	members
through	a	PEO	self-	employed	model	in	certain	jurisdictions	where	we	contract	with	the	PEO,	which	in	turn	contracts	with
individual	team	members	as	independent	contractors.	In	all	locations	where	we	utilize	PEOs,	we	rely	on	those	PEOs	to	comply
with	local	employment	laws	and	regulations.	We	also	issue	equity	to	a	substantial	portion	of	our	team	members,	including	team
members	engaged	through	PEOs	and	to	independent	contractors,	and	must	ensure	we	remain	compliant	with	securities	laws	of
the	applicable	jurisdiction	where	such	team	members	are	located.	Additionally,	in	some	cases,	we	contract	directly	with	team
members	who	are	independent	contractors.	When	we	engage	team	members	through	a	PEO	or	independent	contractor	model,
we	may	not	be	utilizing	the	appropriate	hiring	model	needed	to	be	compliant	with	local	laws	or	the	PEO	may	not	be	complying
with	local	regulations.	Additionally,	the	agreements	executed	between	PEOs	and	our	team	members	or	between	us	and	team
members	engaged	under	the	independent	contractor	model,	may	not	be	enforceable	depending	on	the	local	laws	because	of	the
indirect	relationship	created	through	these	engagement	models.	Accordingly,	as	a	result	of	our	engagement	of	team	members
through	PEOs,	and	of	our	relationship	with	independent	contractors,	our	business,	financial	condition	and	results	of	operations
could	be	materially	and	adversely	affected.	Furthermore,	litigation	related	to	our	model	of	engaging	team	members,	if	instituted
against	us,	could	result	in	substantial	costs	and	divert	our	management’	s	attention	and	resources	from	our	business.	If	we	do	not
effectively	hire,	integrate,	and	train	additional	sales	personnel,	and	expand	our	sales	and	marketing	capabilities,	we	may	be
unable	to	increase	our	customer	base	and	increase	sales	to	our	existing	customers.	Our	ability	to	increase	our	customer	base	and
achieve	broader	market	adoption	of	The	DevSecOps	Platform	will	depend	to	a	significant	extent	on	our	ability	to	continue	to
expand	our	sales	and	marketing	operations.	We	plan	to	dedicate	significant	resources	to	sales	and	marketing	programs	and	to
expand	our	sales	and	marketing	capabilities	to	target	additional	potential	customers,	but	there	is	no	guarantee	that	we	will	be
successful	in	attracting	and	maintaining	additional	customers.	If	we	are	unable	to	find	efficient	ways	to	deploy	our	sales	and
marketing	investments	or	if	our	sales	and	marketing	programs	are	not	effective,	our	business	and	operating	results	would	be
adversely	affected.	Furthermore,	we	plan	to	continue	expanding	our	sales	force	and	there	is	significant	competition	for	sales
personnel	with	the	skills	and	technical	knowledge	that	we	require.	Our	ability	to	achieve	revenue	growth	will	depend,	in	part,	on
our	success	in	hiring,	integrating,	training,	and	retaining	sufficient	numbers	of	sales	personnel	to	support	our	growth,	particularly
in	international	markets.	New	hires	require	significant	training	and	may	take	significant	time	before	they	achieve	full
productivity.	Our	recent	hires	and	planned	hires	may	not	become	productive	as	quickly	as	we	expect,	and	we	may	be	unable	to
hire	or	retain	sufficient	numbers	of	qualified	individuals	in	the	markets	where	we	do	business	or	plan	to	do	business.	If	we	are
unable	to	hire	and	train	a	sufficient	number	of	effective	sales	personnel,	or	the	sales	personnel	we	hire	are	not	successful	in
obtaining	new	customers	or	increasing	sales	to	our	existing	customer	base,	our	business,	operating	results,	and	financial
condition	will	be	adversely	affected.	We	are	a	remote-	only	company,	meaning	that	our	team	members	work	remotely	which
poses	a	number	of	risks	and	challenges	that	can	affect	our	business,	operating	results,	and	financial	condition.	We	are
increasingly	dependent	on	technology	in	our	operations	and	if	our	technology	fails,	our	business	could	be	adversely	affected.	As
a	remote-	only	company,	we	face	a	number	of	unique	operational	risks.	For	example,	technologies	in	our	team	members’	homes
may	not	be	robust	enough	and	could	cause	the	networks,	information	systems,	applications,	and	other	tools	available	to	team
members	and	service	providers	to	be	limited,	unreliable,	or	unsecure.	Additionally,	we	are	increasingly	dependent	on	technology
as	a	remote-	only	company	and	if	we	experience	problems	with	the	operation	of	our	current	IT	systems	or	the	technology
systems	of	third	parties	on	which	we	rely,	that	could	adversely	affect,	or	even	temporarily	disrupt,	all	or	a	portion	of	our
operations	until	resolved.	In	addition,	in	a	remote-	only	company,	it	may	be	difficult	for	us	to	develop	and	preserve	our
corporate	culture	and	our	team	members	may	have	decreased	opportunities	to	collaborate	in	meaningful	ways.	Any	impediments
to	preserving	our	corporate	culture	and	fostering	collaboration	could	harm	our	future	success,	including	our	ability	to	retain	and
recruit	personnel,	innovate	and	operate	effectively,	and	execute	on	our	business	strategy.	Unfavorable	media	coverage	could
negatively	impact	our	business.	We	receive	a	high	degree	of	media	coverage,	including	due	to	our	commitment	to	transparency.
Unfavorable	publicity	or	consumer	perception	of	our	service	offerings	could	adversely	affect	our	reputation,	resulting	in	a
negative	impact	on	the	size	of	our	user	base	and	the	loyalty	of	our	users.	It	could	negatively	impact	our	ability	to	acquire	new
customers	and	could	lead	to	customers	choosing	to	leave	GitLab.	As	a	result,	our	business,	financial	condition	and	results	of
operations	could	be	materially	and	adversely	affected.	Our	corporate	culture	has	contributed	to	our	success......	negatively
impact	our	future	success.	Our	brand,	reputation,	and	business	may	be	harmed	if	our	customers,	partners,	team	members,
contributors	or	the	public	at	large	disagrees	with,	or	finds	objectionable,	our	policies	and	practices	or	organizational	decisions
that	we	make	or	with	the	actions	of	members	of	our	management	team.	Our	customers,	partners,	team	members,	contributors	or
the	public	at	large	may,	from	time	to	time,	disagree	with,	or	find	objectionable,	our	policies	and	practices	or	organizational
decisions	that	we	make	or	with	the	actions	of	members	of	our	management	team.	As	a	result	of	these	disagreements	and	any
negative	publicity	associated	therewith,	we	could	lose	customers	or	partners,	or	we	may	have	difficulty	attracting	or	retaining
team	members	or	contributors	and	such	disagreements	may	divert	resources	and	the	time	and	attention	of	management	from	our
business.	Our	culture	of	transparency	may	also	result	in	customers,	partners,	team	members,	contributors	or	the	public	at	large
having	greater	insight	into	our	policies	and	practices	or	organizational	decisions.	Additionally,	with	the	importance	and	impact
of	social	media,	any	negative	publicity	regarding	our	policies	and	practices	or	organizational	decisions	or	actions	by	members	of
our	management	team,	may	be	magnified	and	reach	a	large	portion	of	our	customer,	partner,	team	member	base	or	contributors
in	a	very	short	period	of	time,	which	could	harm	our	brand	and	reputation	and	adversely	affect	our	business.	Risk	Risks	Related
to	Our	International	Operations	We	plan	to	continue	expanding	our	international	operations	which	could	subject	us	to	additional



costs	and	risks,	and	our	continued	expansion	internationally	may	not	be	successful.	We	plan	to	expand	our	operations
internationally	in	the	future.	Outside	of	the	United	States,	we	currently	have	direct	and	indirect	subsidiaries	in	Canada,
Germany,	France,	Ireland,	the	Netherlands,	Spain,	the	United	Kingdom,	Netherlands	Australia	,	India	Germany,	France,
Ireland	,	Japan,	South	Korea,	and	Canada,	Singapore,	and	Australia	and	have	team	members	in	over	60	countries.	We	also	have
a	joint	venture	in	China.	There	are	significant	costs	and	risks	inherent	in	conducting	business	in	international	markets,	including:
•	establishing	and	maintaining	effective	controls	at	foreign	locations	and	the	associated	increased	costs;	•	adapting	our
technologies,	products,	and	services	to	non-	U.	S.	consumers’	preferences	and	customs;	•	increased	competition	from	local
providers;	•	compliance	with	foreign	laws	and	regulations;	•	adapting	to	doing	business	in	other	languages	and	/	or	cultures;	•
compliance	with	the	laws	of	numerous	taxing	jurisdictions	where	we	conduct	business,	potential	double	taxation	of	our
international	earnings,	and	potentially	adverse	tax	consequences	due	to	U.	S.	and	foreign	tax	laws	as	they	relate	to	our
international	operations;	•	compliance	with	anti-	bribery	laws,	such	as	the	FCPA	and	the	U.	K.	Bribery	Act,	by	us,	our	team
members,	our	service	providers,	and	our	business	partners;	•	difficulties	in	staffing	and	managing	global	operations	and	the
increased	travel,	infrastructure,	and	compliance	costs	associated	with	multiple	international	locations;	•	complexity	and	other
risks	associated	with	current	and	future	foreign	legal	requirements,	including	legal	requirements	related	to	data	privacy
frameworks,	such	as	the	GDPR	and	U.	K.	GDPR;	•	currency	exchange	rate	fluctuations	or	limitations	and	related	effects	on	our
operating	results;	•	economic	and	political	instability	in	some	countries,	including	the	potential	effects	of	health	pandemics	or
epidemics	and	the	war	ongoing	armed	conflicts	in	Ukraine	different	regions	of	the	world	;	•	the	uncertainty	of	protection	for
intellectual	property	rights	in	some	countries	and	practical	difficulties	of	enforcing	rights	abroad;	and	•	other	costs	of	doing
business	internationally.	These	factors	and	other	factors	could	harm	our	international	operations	and,	consequently,	materially
impact	our	business,	operating	results,	and	financial	condition.	Further,	we	may	incur	significant	operating	expenses	as	a	result
of	our	international	expansion,	and	it	may	not	be	successful.	We	have	limited	experience	with	regulatory	environments	and
market	practices	internationally,	and	we	may	not	be	able	to	penetrate	or	successfully	operate	in	new	markets.	If	we	are	unable	to
continue	to	expand	internationally	and	manage	the	complexity	of	our	global	operations	successfully,	our	financial	condition	and
operating	results	could	be	adversely	affected.	We	have	a	limited	operating	history	in	China	and	we	face	risks	with	respect	to
conducting	business	in	connection	with	our	joint	venture	in	China	due	to	certain	legal,	political,	economic	and	social
uncertainties	relating	to	China.	Our	ability	to	monetize	our	joint	venture	in	China	may	be	limited.	In	February	2021,	we
partnered	with	two	Chinese	investment	partners	to	form	an	independent	company	called	GitLab	Information	Technology
(Hubei)	Co.,	Ltd.	(极狐,	pinyin:	JiHu,	pronounced	Gee	Who)	which	was	formed	to	specifically	serve	the	Chinese	market.	This
company	offers	a	dedicated	distribution	of	The	DevSecOps	Platform	available	as	both	a	self-	managed	and	SaaS	that	is	only
available	in	mainland	China,	Hong	Kong	and	Macau.	The	autonomous	company	has	its	own	governance	structure,	management
team,	and	business	support	functions	including	Engineering,	Sales,	Marketing,	Finance,	Legal,	Human	Relations	and	Customer
Support.	Our	participation	in	this	joint	venture	in	China	is	subject	to	general,	as	well	as	industry-	specific,	economic,	political	,
tax,	and	legal	developments	and	risks	in	China.	The	Chinese	government	exercises	significant	control	over	the	Chinese
economy,	including	but	not	limited	to	controlling	capital	investments,	allocating	resources,	setting	monetary	policy,	controlling
and	monitoring	foreign	exchange	rates,	implementing	and	overseeing	tax	regulations,	providing	preferential	treatment	to	certain
industry	segments	or	companies	and	issuing	necessary	licenses	to	conduct	business.	In	addition,	we	could	face	additional	risks
resulting	from	changes	in	China’	s	data	privacy	and	cybersecurity	requirements,	including	China’	s	adoption	of	the	Personal
Information	Protection	Law,	or	PIPL,	which	went	into	effect	on	November	1,	2021.	The	PIPL	shares	similarities	with	the
GDPR,	including	extraterritorial	application,	data	minimization,	data	localization,	and	purpose	limitation	requirements,	and
obligations	to	provide	certain	notices	and	rights	to	citizens	of	China.	Accordingly,	any	adverse	change	in	the	Chinese	economy,
the	Chinese	legal	system	or	Chinese	governmental,	economic	or	other	policies	could	have	a	material	adverse	effect	on	our
business	and	operations	in	China	and	our	prospects	generally.	We	face	additional	risks	in	China	due	to	China’	s	historically
limited	recognition	and	enforcement	of	contractual	and	intellectual	property	rights.	We	may	experience	difficulty	enforcing	our
intellectual	property	rights	in	China.	Unauthorized	use	of	our	technologies	and	intellectual	property	rights	by	Chinese	partners	or
competitors	may	dilute	or	undermine	the	strength	of	our	brands.	If	we	cannot	adequately	monitor	the	use	of	our	technologies
and	products,	or	enforce	our	intellectual	property	rights	in	China	or	contractual	restrictions	relating	to	use	of	our	intellectual
property	by	Chinese	companies,	our	revenue	from	JiHu	could	be	adversely	affected.	Our	joint	venture	is	subject	to	laws	and
regulations	applicable	to	foreign	investment	in	China.	There	are	uncertainties	regarding	the	interpretation	and	enforcement	of
laws,	rules	and	policies	in	China.	Because	many	laws	and	regulations	are	relatively	new,	the	interpretations	of	many	laws,
regulations	and	rules	are	not	always	uniform.	Moreover,	the	interpretation	of	statutes	and	regulations	may	be	subject	to
government	policies	reflecting	domestic	political	agendas.	Enforcement	of	existing	laws	or	contracts	based	on	existing	law	may
be	uncertain	and	sporadic.	As	a	result	of	the	foregoing,	it	may	be	difficult	for	us	to	obtain	swift	or	equitable	enforcement	of	laws
ostensibly	designed	to	protect	companies	like	ours,	which	could	have	a	material	adverse	effect	on	our	business	and	results	of
operations.	Our	ability	to	monetize	our	joint	venture	in	China	may	also	be	limited.	Although	the	joint	venture	entity	is	an
autonomous	company,	it	is	the	exclusive	seller	of	GitLab	in	mainland	China,	Hong	Kong	and	Macau	and	is	therefore	the	public
face	of	GitLab	in	those	areas.	Additionally,	under	U.	S.	GAAP,	we	currently	consolidate	the	joint	venture’	s	financials	within
our	own	and	rely	on	the	joint	venture’	s	management	for	accurate	and	timely	delivery	of	the	joint	venture’	s	financials.
Therefore,	we	face	reputational	and	brand	risk	as	a	result	of	any	negative	publicity	faced	by	the	joint	venture	entity.	Any	such
reputational	and	brand	risk	can	harm	our	business	and	operating	results.	We	are	exposed	to	fluctuations	in	currency	exchange
rates	and	interest	rates,	which	could	negatively	affect	our	results	of	operations	and	our	ability	to	invest	and	hold	our	cash.
Revenue	generated	is	primarily	billed	in	U.	S.	dollars	while	expenses	incurred	by	our	international	subsidiaries	and	activities	are
often	denominated	in	the	currencies	of	the	local	countries.	As	a	result,	our	consolidated	U.	S.	dollar	financial	statements	are
subject	to	fluctuations	due	to	changes	in	exchange	rates	as	the	financial	results	of	our	international	subsidiaries	are	translated



from	local	currencies	into	U.	S.	dollars.	Our	financial	results	are	also	subject	to	changes	in	exchange	rates	that	impact	the
settlement	of	transactions	in	non-	local	currencies.	To	date,	we	have	not	engaged	in	currency	hedging	activities	to	limit	the	risk
of	exchange	fluctuations	and,	as	a	result,	our	financial	condition	and	operating	results	could	be	adversely	affected	by	such
fluctuations.	Our	fixed-	income	investment	portfolio	is	subject	to	fluctuations	in	fair	value	due	to	change	in	interest	rates,	which
could	adversely	affect	our	results	of	operations	due	to	a	rise	in	interest	rates	in	the	future.	Risks	Related	to	Financial	and
Accounting	Matters	We	have	identified	a	material	weaknesses	--	weakness	in	our	internal	controls	over	financial	reporting	and
if	our	remediation	of	such	material	weaknesses	--	weakness	is	not	effective,	or	if	we	fail	to	develop	and	maintain	an	effective
system	of	disclosure	controls	and	internal	controls	over	financial	reporting,	our	ability	to	produce	timely	and	accurate	financial
statements	or	comply	with	applicable	laws	and	regulations	could	be	impaired.	As	a	public	company,	we	are	subject	to	the
reporting	requirements	of	the	Exchange	Act,	the	Sarbanes-	Oxley	Act,	and	the	rules	and	regulations	of	the	applicable	listing
standards	of	the	Nasdaq	Global	Select	Market.	The	Sarbanes-	Oxley	Act	requires,	among	other	things,	that	we	maintain
effective	disclosure	controls	and	procedures	and	internal	control	over	financial	reporting.	In	order	to	maintain	and	improve	the
effectiveness	of	our	internal	controls	and	procedures,	we	have	expended,	and	anticipate	that	we	will	continue	to	expend,
significant	resources,	including	accounting	related	costs	and	significant	management	oversight.	We	have	As	disclosed	in	our
Annual	Report	on	Form	10-	K	for	the	year	ended	January	31,	2023,	we	had	identified	material	weaknesses	in	our	internal
control	over	financial	reporting.	A	material	weakness	is	a	deficiency,	or	a	combination	of	deficiencies,	in	internal	control	over
financial	reporting,	such	that	there	is	a	reasonable	possibility	that	a	material	misstatement	of	our	annual	or	interim	financial
statements	will	not	be	prevented	or	detected	on	a	timely	basis.	As	of	January	31,	2023	2024	,	while	we	had	successfully
remediated	certain	prior	material	weaknesses	,	we	determined	that	the	following	material	weaknesses	--	weakness
continued	to	exist	due	to	a	lack	of	policies	and	procedures	related	to	the	operation	of	control	activities	and	inadequate
communication	of	information	to	control	owners	and	operators	related	to	the	objectives	and	responsibilities	for	internal	control
in	a	manner	which	supports	the	internal	control	environment	at	the	company.	As	a	result,	the	following	material	weaknesses	--
weakness	exist	exists	as	of	January	31,	2024	:	•	We	did	not	design	and	maintain	effective	controls	over	certain	information
technology	,	or	(“	IT	,	”)	general	controls	for	information	systems	used	in	that	are	relevant	to	the	preparation	of	our
consolidated	financial	statements	reporting	processes	related	to	revenue	.	In	particular,	we	did	not	design	and	maintain
effective	(i)	program	change	management	controls	to	ensure	that	IT	programs,	data	changes	and	migrations	affecting	financial
IT	applications	and	underlying	records	are	identified,	tested,	authorized	and	implemented	appropriately	and	(ii)	user	access
controls	to	ensure	appropriate	segregation	of	duties,	restricted	user	and	privileged	access	to	our	financial	applications,	data	and
programs	to	the	appropriate	personnel.	The	ineffective	design	and	operation	of	IT	general	controls	resulted	in	the	ineffective
operation	of	automated	controls	and	manual	controls	using	reports	and	information	from	the	impacted	information	systems	used
in	all	the	financial	reporting	processes	,	•	We	did	not	retain	sufficient	contemporaneous	documentation	to	demonstrate	the
operation	of	controls	over	manual	journal	entries,	•	We	did	not	retain	sufficient	contemporaneous	documentation	to	demonstrate
the	operation	of	review	controls	over	stock-	based	compensation	at	a	sufficient	level	of	precision	and	such	controls	relied
related	to	revenue	on	reports,	and	•	As	previously	reported,	we	did	not	design	and	maintain	effective	and	timely	review
procedures	over	the	accounting	for	and	disclosure	of	non-	routine	transactions	.	This	Although	the	aforementioned	material
weakness	has	not	been	remediated,	as	the	new	controls	designed	rely	on	reports	and	information	adversely	impacted	by	the	IT
general	control	deficiencies.	The	aforementioned	material	weaknesses	did	not	result	in	a	material	misstatement	to	our	annual	or
interim	financial	statements,	however,	the	deficiencies	deficiency	,	when	aggregated,	could	result	in	misstatements	potentially
impacting	all	the	financial	statements	accounts	reporting	processes	related	to	revenue	and	related	disclosures	that	would	not
be	prevented	or	detected.	Therefore	,	we	concluded	that	the	deficiencies	deficiency	represent	represents	a	material	weaknesses
--	weakness	in	our	the	Company’	s	internal	control	over	financial	reporting	and	our	internal	control	over	financial	reporting	was
not	effective	as	of	January	31,	2023	2024	.	Our	independent	registered	public	accounting	firm,	KPMG	LLP,	who	audited	the
consolidated	financial	statements	included	in	this	Annual	Report	on	Form	10-	K,	issued	an	adverse	opinion	on	the	effectiveness
of	the	Company’	s	internal	control	over	financial	reporting	for	the	year	ended	January	31,	2023	.	KPMG	LLP’	s	report
appears	in	Item	8	of	this	Annual	Report	on	Form	10-	K	.	To	address	our	material	weaknesses	--	weakness	,	we	have
commenced	certain	steps	to	enhance	our	internal	control	environment	and	remediate	these	material	weaknesses.	See	the	section
entitled	“	Controls	and	Procedures	—	Remediation	Plan	for	Un-	Remediated	Material	Weaknesses	”	below	for	additional
information.	However,	we	cannot	guarantee	that	the	measures	we	have	taken	to	date,	and	actions	we	may	take	in	the	future,	will
be	sufficient	to	remediate	the	control	deficiencies	that	led	to	our	material	weaknesses	--	weakness	in	our	internal	control	over
financial	reporting	or	that	they	will	prevent	or	avoid	potential	future	material	weaknesses.	Our	current	controls	and	any	new
controls	we	develop	may	become	inadequate	because	of	changes	in	conditions	in	our	business.	Further,	additional	weaknesses
in	our	internal	controls	may	be	discovered	in	the	future.	Any	failure	to	develop	or	maintain	effective	controls,	or	any	difficulties
encountered	in	their	implementation	or	improvement,	could	harm	our	operating	results,	may	result	in	a	restatement	of	our
financial	statements	for	prior	periods,	cause	us	to	fail	to	meet	our	reporting	obligations,	and	could	adversely	affect	the	results	of
periodic	management	evaluations	and	annual	independent	registered	public	accounting	firm	attestation	reports	regarding	the
effectiveness	of	our	internal	control	over	financial	reporting	that	we	are	required	to	include	in	the	periodic	reports	we	will	file
with	the	SEC.	Because	we	are	a	large	accelerated	filer	as	of	January	31,	2023	,	our	independent	registered	public	accounting
firm	is	required	to	annually	audit	the	effectiveness	of	our	internal	control	over	financial	reporting	commencing	with	the	year
ended	January	31,	2023	,	which	has,	and	will	continue	to,	require	increased	costs,	expenses,	and	management	resources.
Undetected	material	weaknesses	in	our	internal	control	over	financial	reporting	could	lead	to	financial	statement	restatements
and	require	us	to	incur	the	expense	of	remediation.	We	are	also	required	to	disclose	changes	made	in	our	internal	control	over
financial	reporting	that	have	materially	affected,	or	are	reasonably	likely	to	materially	affect,	internal	control	over	financial
reporting	on	a	quarterly	basis.	To	comply	with	the	requirements	of	being	a	public	company,	we	have	undertaken,	and	may	need



to	further	undertake	in	the	future,	various	actions,	such	as	implementing	new	internal	controls	and	procedures	and	hiring
additional	accounting	staff.	As	a	public	company,	significant	resources	and	management	oversight	are	required.	As	a	result,
management’	s	attention	may	be	diverted	from	other	business	concerns,	which	could	harm	our	business,	financial	condition	and
operating	results.	We	incur	significant	increased	costs	and	devote	increased	management	resources	as	a	result	of	operating	as	a
public	company.	As	a	public	company,	we	incur	and,	particularly	now	that	we	are	no	longer	an	emerging	growth	company,	will
further	incur	significant	legal,	accounting,	compliance	and	other	expenses	that	we	did	not	incur	as	a	private	company.	Our
management	and	other	personnel	devote	a	substantial	amount	of	time	and	incur	significant	expense	in	connection	with
compliance	initiatives.	As	a	public	company,	we	bear	all	of	the	internal	and	external	costs	of	preparing	and	distributing	periodic
public	reports	in	compliance	with	our	obligations	under	the	securities	laws.	In	addition,	regulations	and	standards	relating	to
corporate	governance	and	public	disclosure,	including	the	Sarbanes-	Oxley	Act,	and	the	related	rules	and	regulations
implemented	by	the	SEC,	have	increased	legal	and	financial	compliance	costs	and	will	make	some	compliance	activities	more
time	consuming	.	Moreover,	since	we	ceased	to	be	an	“	emerging	growth	company	”	on	January	31,	2023,	we	may	no	longer
take	advantage	of	certain	exemptions	from	various	reporting	requirements	that	are	applicable	to	public	companies.	This	increase
in	reporting	requirements	will	further	increase	our	compliance	burden	.	We	intend	to	continue	to	invest	resources	to	comply	with
evolving	laws,	regulations	and	standards,	and	this	investment	will	result	in	increased	general	and	administrative	expenses	and
may	divert	management’	s	time	and	attention	from	our	other	business	activities.	If	our	efforts	to	comply	with	new	laws,
regulations	and	standards	differ	from	the	activities	intended	by	regulatory	or	governing	bodies	due	to	ambiguities	related	to
practice,	regulatory	authorities	may	initiate	legal	proceedings	against	us,	and	our	business	may	be	harmed.	In	connection	with
our	initial	public	offering,	we	also	increased	our	directors’	and	officers’	insurance	coverage,	which	increased	our	insurance	cost.
In	the	future,	it	may	be	more	expensive	or	more	difficult	for	us	to	obtain	director	and	officer	liability	insurance,	and	we	may	be
required	to	accept	reduced	coverage	or	incur	substantially	higher	costs	to	obtain	coverage.	These	factors	would	also	make	it
more	difficult	for	us	to	attract	and	retain	qualified	members	of	our	board	of	directors,	particularly	to	serve	on	our	audit
committee	and	compensation	and	leadership	development	committee,	and	qualified	executive	officers.	We	may	in	the	future
need	to	raise	additional	capital	to	grow	our	business,	and	we	may	not	be	able	to	raise	capital	on	terms	acceptable	to	us	or	at	all.
In	addition,	any	inability	to	generate	or	obtain	such	capital	may	adversely	affect	our	operating	results	and	financial	condition.	In
order	to	support	our	growth	and	respond	to	business	challenges,	such	as	developing	new	features	or	enhancements	to	our
services	to	stay	competitive,	acquiring	new	technologies,	and	improving	our	infrastructure,	we	have	made	significant	financial
investments	in	our	business	and	we	intend	to	continue	to	make	such	investments.	As	a	result,	we	may	need	to	engage	in
additional	equity	or	debt	financings	to	provide	the	funds	required	for	these	investments	and	other	business	endeavors.	If	we
need	to	engage	in	such	additional	equity	or	debt	financings,	we	may	not	be	able	to	raise	needed	cash	on	terms	acceptable	to	us	or
at	all.	Financing	may	be	on	terms	that	are	dilutive	or	potentially	dilutive	to	our	stockholders,	and	the	prices	at	which	new
investors	would	be	willing	to	purchase	our	securities	may	be	significantly	lower	than	the	current	price	per	share	of	our	Class	A
common	stock.	The	holders	of	new	debt	or	equity	securities	may	also	have	rights,	preferences,	or	privileges	that	are	senior	to
those	of	existing	holders	of	our	common	stock.	If	new	sources	of	financing	are	required,	but	are	insufficient	or	unavailable,	we
will	be	required	to	modify	our	growth	and	operating	plans	based	on	available	funding,	if	any,	which	would	harm	our	ability	to
grow	our	business.	If	we	raise	additional	funds	through	equity	or	convertible	debt	issuances,	our	existing	stockholders	may
suffer	significant	dilution	and	these	securities	could	have	rights,	preferences,	and	privileges	that	are	superior	to	those	of	holders
of	our	common	stock.	If	we	obtain	additional	funds	through	debt	financing,	we	may	not	be	able	to	obtain	such	financing	on
terms	favorable	to	us.	Such	terms	may	involve	restrictive	covenants	making	it	difficult	to	engage	in	capital	raising	activities	and
pursue	business	opportunities,	including	potential	acquisitions.	The	trading	prices	of	technology	companies	have	been	highly
volatile	as	a	result	of	recent	global	events,	including	increasing	interest	rates	and	inflation	and	the	recent	ongoing	armed	conflict
conflicts	in	Ukraine	different	regions	of	the	world	,	which	may	reduce	our	ability	to	access	capital	on	favorable	terms	or	at	all.
In	addition,	a	recession,	depression,	or	other	sustained	adverse	market	event	resulting	from	such	global	events	could	adversely
affect	our	business	and	the	value	of	our	Class	A	common	stock.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on
terms	satisfactory	to	us	when	we	require	it,	our	ability	to	continue	to	support	our	business	growth	and	to	respond	to	business
challenges	could	be	significantly	impaired	and	our	business	may	be	adversely	affected,	requiring	us	to	delay,	reduce,	or
eliminate	some	or	all	of	our	operations.	Future	acquisitions,	strategic	investments,	partnerships	or	alliances	could	be	difficult	to
identify	and	integrate,	divert	the	attention	of	key	management	personnel,	disrupt	our	business,	dilute	stockholder	value	and
adversely	affect	our	business,	operating	results	and	financial	condition.	As	part	of	our	business	strategy,	we	have	in	the	past	and
expect	to	continue	to	make	investments	in	and	/	or	acquire	complementary	companies,	services	or	technologies.	Our	ability	as	an
organization	to	acquire	and	integrate	other	companies,	services	or	technologies	in	a	successful	manner	in	the	future	is	not
guaranteed.	We	may	not	be	able	to	find	suitable	acquisition	candidates,	and	we	may	not	be	able	to	complete	such	acquisitions	on
favorable	terms,	if	at	all.	If	we	do	complete	acquisitions,	we	may	not	ultimately	strengthen	our	competitive	position	or	ability	to
achieve	our	business	objectives,	and	any	acquisitions	we	complete	could	be	viewed	negatively	by	our	end	customers	or
investors.	In	addition,	if	we	are	unsuccessful	at	integrating	such	acquisitions,	or	the	technologies	associated	with	such
acquisitions,	into	our	company,	the	revenue	and	operating	results	of	the	combined	company	could	be	adversely	affected.	Any
integration	process	may	require	significant	time	and	resources,	and	we	may	not	be	able	to	manage	the	process	successfully.	We
may	not	successfully	evaluate	or	utilize	the	acquired	technology	or	personnel,	or	accurately	forecast	the	financial	impact	of	an
acquisition	transaction,	including	accounting	charges.	We	may	have	to	pay	cash,	incur	debt	or	issue	equity	securities	to	pay	for
any	such	acquisition,	each	of	which	could	adversely	affect	our	financial	condition	and	the	market	price	of	our	Class	A	common
stock.	The	sale	of	equity	or	issuance	of	debt	to	finance	any	such	acquisitions	could	result	in	dilution	to	our	stockholders.	The
incurrence	of	indebtedness	would	result	in	increased	fixed	obligations	and	could	also	include	covenants	or	other	restrictions	that
would	impede	our	ability	to	manage	our	operations.	Additional	risks	we	may	face	in	connection	with	acquisitions	include:	•



diversion	of	management	time	and	focus	from	operating	our	business	to	addressing	acquisition	integration	challenges;	•
coordination	of	research	and	development	and	sales	and	marketing	functions;	•	integration	of	product	and	service	offerings;	•
retention	of	key	team	members	from	the	acquired	company;	•	changes	in	relationships	with	strategic	partners	as	a	result	of
product	acquisitions	or	strategic	positioning	resulting	from	the	acquisition;	•	integration	of	customers	from	the	acquired
company;	•	cultural	challenges	associated	with	integrating	team	members	from	the	acquired	company	into	our	organization;	•
integration	of	the	acquired	company’	s	accounting,	management	information,	human	resources	and	other	administrative
systems;	•	the	need	to	implement	or	improve	controls,	procedures	and	policies	at	a	business	that	prior	to	the	acquisition	may
have	lacked	sufficiently	effective	controls,	procedures	and	policies;	•	additional	legal,	regulatory	or	compliance	requirements;	•
financial	reporting,	revenue	recognition	or	other	financial	or	control	deficiencies	of	the	acquired	company	that	we	do	not
adequately	address	and	that	cause	our	reported	results	to	be	incorrect;	•	liability	for	activities	of	the	acquired	company	before
the	acquisition,	including	intellectual	property	infringement	claims,	violations	of	laws,	commercial	disputes,	tax	liabilities	and
other	known	and	unknown	liabilities;	•	unanticipated	write-	offs	or	charges;	and	•	litigation	or	other	claims	in	connection	with
the	acquired	company,	including	claims	from	terminated	team	members,	customers,	former	stockholders	or	other	third	parties.
Our	failure	to	address	these	risks	or	other	problems	encountered	in	connection	with	acquisitions	and	investments	could	cause	us
to	fail	to	realize	the	anticipated	benefits	of	these	acquisitions	or	investments,	cause	us	to	incur	unanticipated	liabilities,	and	harm
our	business	generally.	Changes	in	tax	laws	or	other	tax	guidance	could	adversely	affect	our	effective	tax	rates,	financial
condition	,	and	results	of	operations.	We	are	a	U.	S.-	based	multinational	company	subject	to	taxes	in	multiple	U.	S.	and	foreign
tax	jurisdictions.	In	the	United	States	and	other	countries	where	we	conduct	business	and	in	jurisdictions	in	which	we	are
subject	to	taxes,	including	those	covered	by	governing	bodies	that	enact	tax	laws	applicable	to	us	,	such	as	the	European
Commission	of	the	European	Union	,	we	are	subject	to	potential	changes	in	relevant	tax,	accounting	and	other	laws,	regulations,
guidance,	and	interpretations,	including	changes	to	tax	laws	applicable	to	corporate	multinationals	such	as	GitLab.	These
countries,	governmental	bodies,	and	intergovernmental	economic	organizations	such	as	the	Organization	for	Economic
Cooperation	and	Development,	have	or	could	make	unprecedented	assertions	about	how	taxation	is	determined	in	their
jurisdictions	that	are	contrary	to	the	way	in	which	we	have	interpreted	and	historically	applied	the	rules	and	regulations
described	above	in	such	jurisdictions.	In	the	current	global	tax	policy	environment,	any	changes	in	laws,	regulations,	guidance
and	/	or	interpretations	related	to	these	assertions	could	adversely	affect	our	effective	tax	rates,	cause	us	to	respond	by	making
changes	to	our	business	structure,	or	result	in	other	costs	to	us	which	could	adversely	affect	our	operations	and	financial	results.
In	December	2017,	the	U.	S.	federal	government	enacted	the	tax	reform	legislation	known	as	the	Tax	Cuts	and	Jobs	Act,	or	the
2017	Tax	Act.	The	2017	Tax	Act	significantly	changed	the	existing	U.	S.	corporate	income	tax	laws	by,	among	other	things,
lowering	the	U.	S.	corporate	tax	rate,	implementing	a	partially	territorial	tax	system,	and	imposing	a	one-	time	deemed
repatriation	tax	on	certain	post-	1986	foreign	earnings.	Recently	the	U.	S.	Treasury	Department	issued	regulations	aimed
principally	at	for	the	purpose	of	interpreting	the	2017	Tax	Act,	including	regulations	disallowing	foreign	tax	credits	for
taxes	which	are	dissimilar	to	income	taxes	,	limiting	the	deductibility	of	interest,	and	requiring	the	capitalization	of
research	and	development	expenses	.	Also,	the	Inflation	Reduction	Act	of	2022	(the	“	IRA	”)	,	enacted	on	August	16,	2022,
further	amended	the	U.	S.	federal	tax	code,	imposing	a	15	%	minimum	tax	on	“	adjusted	financial	statement	income	”	of	certain
corporations	as	well	as	an	excise	tax	on	the	repurchase	or	redemption	of	stock	by	certain	corporations,	beginning	in	the	2023	tax
year.	Over	the	last	several	years,	the	Organization	for	Economic	Cooperation	and	Development	,	or	the	OECD,	has	been
working	on	a	Base	Erosion	and	Profit	Shifting	Project	project	that,	if	implemented,	would	change	various	aspects	of	the
existing	framework	under	which	our	tax	obligations	are	determined	in	many	of	the	countries	in	which	we	do	business.	The
OECD	has	In	2021,	more	than	140	countries	tentatively	signed	on	to	a	framework	that	imposes	to	implement	a	global
minimum	corporate	tax	of	15	%	for	companies	with	global	revenues	and	profits	above	certain	thresholds	(referred	to	as
Pillar	2),	with	certain	aspects	of	Pillar	2	effective	January	1,	2024	and	other	aspects	effective	January	1,	2025.	While	it	is
uncertain	whether	the	United	States	will	enact	legislation	to	adopt	Pillar	2,	certain	countries	in	which	we	operate	have
adopted	legislation,	and	other	countries	are	in	the	process	of	introducing	legislation	to	implement	Pillar	2.	On	December
15,	2022,	the	European	Union	member	states	agreed	to	implement	the	OECD’	s	global	minimum	tax	rate	of	15	%	,	among
other	provisions.	As	this	framework	is	subject	to	further	negotiation	and	implementation	by	each	member	country,	the	timing
and	ultimate	impact	of	any	such	changes	on	our	tax	obligations	are	uncertain	.	Similarly,	the	European	Commission	Union	and
several	countries	have	issued	proposals	that	would	apply	to	various	aspects	of	the	current	tax	framework	under	which	we	are
taxed.	These	proposals	include	changes	to	the	existing	framework	to	calculate	income	tax,	as	well	as	proposals	to	change	or
impose	new	types	of	non-	income	taxes,	including	taxes	based	on	a	percentage	of	revenue.	For	example,	several	jurisdictions
have	proposed	or	enacted	taxes	applicable	to	digital	services,	which	include	business	activities	on	digital	advertising	and	online
marketplaces,	and	which	apply	to	our	business.	The	European	Commission	has	conducted	investigations	in	multiple	countries
focusing	on	whether	local	country	tax	rulings	or	tax	legislation	provides	preferential	tax	treatment	that	violates	E.	U	.	state	aid
rules	and	concluded	that	certain	member	states	,	including	Ireland,	have	provided	illegal	state	aid	in	certain	cases.	These
investigations	may	result	in	changes	to	the	tax	treatment	of	our	foreign	operations.	Due	to	the	large	and	expanding	scale	of	our
international	business	activities,	many	of	these	types	of	changes	to	the	taxation	of	our	activities	described	above	could	increase
our	worldwide	effective	tax	rate,	increase	the	amount	of	non-	income	taxes	imposed	on	our	business,	and	harm	our	financial
position,	results	of	operations,	and	cash	flows.	Such	changes	may	also	apply	retroactively	to	our	historical	operations	and	result
in	taxes	greater	than	the	amounts	estimated	and	recorded	in	our	financial	statements.	There	can	be	no	assurance	that	future	tax
law	changes	will	not	increase	the	rate	of	the	corporate	income	tax,	impose	new	limitations	on	deductions,	credits	or	other	tax
benefits,	or	make	other	changes	that	may	adversely	affect	our	business,	cash	flows	or	financial	performance.	Among	other
considerations,	the	applicability	and	impact	of	these	tax	provisions,	and	of	other	U.	S.	or	international	tax	law	changes	could
adversely	affect	our	effective	income	tax	rate	and	cash	flows	in	future	years.	We	may	have	exposure	to	greater	than	anticipated



tax	liabilities.	The	tax	laws	applicable	to	our	business,	including	the	laws	of	the	United	States	and	other	jurisdictions,	are	subject
to	interpretation	and	certain	jurisdictions	are	aggressively	interpreting	their	laws	in	new	ways.	Our	existing	corporate	structure
has	been	implemented	in	a	manner	we	believe	is	in	compliance	with	current	tax	laws.	However,	the	taxing	authorities	of	the
jurisdictions	in	which	we	operate	may	challenge	our	methodologies,	including	for	valuing	developed	technology	or
intercompany	arrangements,	which	could	impact	our	worldwide	effective	tax	rate	and	adversely	affect	our	financial	condition
and	results	of	operations,	possibly	with	retroactive	effect.	Moreover,	changes	to	our	corporate	structure	could	impact	our
worldwide	effective	tax	rate	and	adversely	affect	our	financial	condition	and	results	of	operations.	Furthermore,	U.	S.	and
OECD	Transfer	Pricing	Guidelines	require	us	to	analyze	the	functions	performed	by	our	entities,	the	risks	incurred,	and	the
assets	owned.	This	functional	analysis	is	a	control	to	sustain	the	operating	margins	of	our	entities	and	confirm	arm’	s	length
pricing	for	intercompany	transactions.	Competent	authorities	could	interpret,	change,	modify	or	apply	adversely,	existing	tax
laws,	statutes,	rules,	regulations	or	ordinances	to	us	(possibly	with	retroactive	effect);	which	could	require	us	to	make	transfer
pricing	corrections	or	to	pay	fines,	penalties	or	interest	for	past	amounts.	If	we	are	unable	to	make	corresponding	adjustments
with	our	related	entities,	we	would	effectively	be	liable	for	additional	tax,	thereby	adversely	impacting	our	operating	results	and
cash	flows.	Significant	judgment	is	required	in	evaluating	our	tax	positions	and	our	worldwide	provision	for	taxes.	During	the
ordinary	course	of	business,	there	are	many	activities	and	transactions	for	which	the	ultimate	tax	determination	is	uncertain.	Our
tax	obligations	and	effective	tax	rates	could	be	adversely	affected	by	changes	in	the	relevant	tax,	accounting	and	other	laws,
regulations,	principles	and	interpretations,	including	those	relating	to	income	tax	nexus.	The	relevant	taxing	authorities	may
disagree	with	our	determinations	as	to	the	income	and	expenses	attributable	to	specific	jurisdictions.	If	such	a	disagreement	were
to	occur,	and	our	position	was	not	sustained,	we	could	be	required	to	pay	additional	taxes,	interest	and	penalties,	which	could
result	in	one-	time	tax	charges,	higher	effective	tax	rates,	reduced	cash	flows	and	lower	overall	profitability	of	our	business,	with
some	changes	possibly	affecting	our	tax	obligations	in	future	or	past	years.	We	regularly	assess	the	likelihood	of	outcomes
resulting	from	possible	examinations	to	determine	the	adequacy	of	our	provision	for	income	taxes	and	have	reserved	for
potential	adjustments	that	may	result	from	these	examinations.	We	cannot	provide	assurance	that	the	final	determination	of	any
of	these	examinations	will	not	have	an	adverse	effect	on	our	financial	position	and	results	of	operations.	Our	cash	and	cash
equivalents	could	be	adversely	affected	if	the	financial	institutions	in	which	we	hold	our	cash	and	cash	equivalents	fail.	We
regularly	maintain	cash	balances	at	third-	party	financial	institutions	in	excess	of	the	FDIC	insurance	limit	and	similar	regulatory
insurance	limits	outside	the	United	States.	If	a	depository	institution	where	we	maintain	deposits	fails	or	is	subject	to	adverse
conditions	in	the	financial	or	credit	markets,	we	may	not	be	able	to	recover	all,	if	any,	of	our	deposits,	which	could	adversely
impact	our	operating	liquidity	and	financial	performance.	Risks	Related	to	Ownership	of	Our	Class	A	Common	Stock	The
market	price	of	our	Class	A	common	stock	may	be	volatile,	and	you	could	lose	all	or	part	of	your	investment.	Technology
stocks	historically	have	experienced	high	levels	of	volatility.	The	market	price	of	our	Class	A	common	stock	depends	on	a
number	of	factors,	including	those	described	in	this	“	Risk	Factors	”	section,	many	of	which	are	beyond	our	control	and	may	not
be	related	to	our	operating	performance.	In	addition,	the	limited	public	float	of	our	Class	A	common	stock	may	increase	the
volatility	of	the	trading	price	of	our	Class	A	common	stock.	These	fluctuations	could	cause	you	to	lose	all	or	part	of	your
investment	in	our	Class	A	common	stock,	since	you	might	not	be	able	to	sell	your	shares	at	or	above	the	price	initially	paid	for
the	stock.	Factors	that	could	cause	fluctuations	in	the	market	price	of	our	Class	A	common	stock	include	the	following:	•	actual
or	anticipated	changes	or	fluctuations	in	our	operating	results;	•	the	financial	projections	we	may	provide	to	the	public,	any
changes	in	these	projections	or	our	failure	to	meet	these	projections;	•	announcements	by	us	or	our	competitors	of	new	products
or	new	or	terminated	significant	contracts,	commercial	relationships	or	capital	commitments;	•	industry	or	financial	analyst	or
investor	reaction	to	our	press	releases,	other	public	announcements	and	filings	with	the	SEC;	•	rumors	and	market	speculation
involving	us	or	other	companies	in	our	industry;	•	price	and	volume	fluctuations	in	the	overall	stock	market	from	time	to	time;	•
changes	in	operating	performance	and	stock	market	valuations	of	other	technology	companies	generally,	or	those	in	our	industry
in	particular;	•	failure	of	industry	or	financial	analysts	to	maintain	coverage	of	us,	changes	in	financial	estimates	by	any	analysts
who	follow	our	company,	or	our	failure	to	meet	these	estimates	or	the	expectations	of	investors;	•	actual	or	anticipated
developments	in	our	business	or	our	competitors’	businesses	or	the	competitive	landscape	generally;	•	litigation	involving	us,
our	industry	or	both,	or	investigations	by	regulators	into	our	operations	or	those	of	our	competitors;	•	developments	or	disputes
concerning	our	intellectual	property	rights	or	our	solutions,	or	third-	party	proprietary	rights;	•	announced	or	completed
acquisitions	of	businesses	or	technologies	by	us	or	our	competitors;	•	new	laws	or	regulations	or	new	interpretations	of	existing
laws	or	regulations	applicable	to	our	business;	•	the	impact	of	interest	rate	increases	on	the	overall	stock	market	and	the	market
for	technology	company	stocks;	•	any	major	changes	in	our	management	or	our	board	of	directors;	•	effects	of	public	health
crises,	pandemics,	and	epidemics;	•	general	economic	conditions,	changes	in	the	capital	markets	generally,	inflation	and	,	slow
or	negative	growth	of	our	markets	and	instability	in	the	global	banking	sector	;	and	•	other	events	or	factors,	including	those
resulting	from	political	instability,	war,	incidents	of	terrorism	or	responses	to	these	events,	including	those	related	to	the
ongoing	armed	conflict	conflicts	in	Ukraine	different	regions	of	the	world	.	In	addition,	the	stock	market	in	general,	and	the
market	for	technology	companies	in	particular,	has	experienced	extreme	price	and	volume	fluctuations	that	have	often	been
unrelated	or	disproportionate	to	the	operating	performance	of	those	companies.	Broad	market	and	industry	factors	may	seriously
affect	the	market	price	of	our	Class	A	common	stock,	regardless	of	our	actual	operating	performance.	In	addition,	in	the	past,
following	periods	of	volatility	in	the	overall	market	and	the	market	prices	of	a	particular	company’	s	securities,	companies	have
been	subject	to	increased	stockholder	activism	or	securities	class	action	litigation	has	often	been	instituted	against	that
company	.	Any	stockholder	activism	or	Securities	securities	litigation,	if	instituted	against	us,	could	result	in	substantial	costs
and	divert	our	management’	s	attention	and	resources	from	our	business.	This	could	have	an	adverse	effect	on	our	business,
operating	results	and	financial	condition.	Sales	of	substantial	amounts	of	our	Class	A	common	stock	in	the	public	markets,	or
the	perception	that	they	might	occur,	could	cause	the	market	price	of	our	Class	A	common	stock	to	decline.	Sales	of	a



substantial	number	of	shares	of	our	Class	A	common	stock	into	the	public	market,	particularly	sales	by	our	directors,	executive
officers,	and	greater	than	5	%	stockholders,	or	the	perception	that	these	sales	might	occur,	could	cause	the	market	price	of	our
Class	A	common	stock	to	decline	or	make	it	more	difficult	for	you	to	sell	your	Class	A	common	stock	at	a	time	and	price	that
you	deem	appropriate.	Moreover,	the	holders	of	a	significant	portion	of	shares	of	our	capital	stock	also	have	rights,	subject	to
some	conditions,	to	require	us	to	file	registration	statements	for	the	public	resale	of	such	capital	stock	or	to	include	such	shares
in	registration	statements	that	we	may	file	for	us	or	other	stockholders.	We	may	also	issue	our	shares	of	our	capital	stock	or
securities	convertible	into	shares	of	our	capital	stock	from	time	to	time	in	connection	with	a	financing,	acquisition,	investment,
or	otherwise.	The	dual	class	structure	of	our	common	stock	will	have	the	effect	of	concentrating	voting	control	with	those
stockholders	who	hold	our	Class	B	capital	stock,	including	our	directors,	executive	officers,	and	beneficial	owners	of	5	%	or
greater	of	our	outstanding	capital	stock	who	hold	in	the	aggregate	a	majority	65.	8	%	of	the	voting	power	of	our	capital	stock,
which	will	limit	or	preclude	your	ability	to	influence	corporate	matters,	including	the	election	of	directors	and	the	approval	of
any	change	of	control	transaction.	Our	Class	B	common	stock	has	ten	votes	per	share,	and	our	Class	A	common	stock	has	one
vote	per	share.	As	of	January	31,	2023	2024	,	the	holders	of	our	outstanding	Class	B	common	stock	hold	a	substantial	majority
of	the	voting	power	of	our	outstanding	capital	stock,	with	our	directors,	executive	officers,	and	holders	of	more	than	5	%	of	our
common	stock,	and	their	respective	affiliates,	holding	a	majority	of	the	voting	power	of	our	capital	stock.	Because	of	the	ten-	to-
one	voting	ratio	between	our	Class	B	and	Class	A	common	stock,	the	holders	of	our	Class	B	common	stock	collectively	will
continue	to	control	a	majority	of	the	combined	voting	power	of	our	common	stock	and	therefore	will	be	able	to	control	all
matters	submitted	to	our	stockholders	for	approval	until	the	earlier	of	(i)	October	14,	2031,	(ii)	the	death	or	disability,	as	defined
in	our	restated	certificate	of	incorporation,	of	Sytse	Sijbrandij,	(iii)	the	date	specified	by	a	vote	of	the	holders	of	two-	thirds	of
the	then	outstanding	shares	of	Class	B	common	stock	and	(iv)	the	first	date	on	which	the	number	of	shares	of	outstanding	Class
B	common	stock	(including	shares	of	Class	B	common	stock	subject	to	outstanding	stock	options)	is	less	than	5	%	of	the
aggregate	number	of	shares	of	outstanding	common	stock.	This	concentrated	control	will	limit	or	preclude	your	ability	to
influence	corporate	matters	for	the	foreseeable	future,	including	the	election	of	directors,	amendments	of	our	organizational
documents,	and	any	merger,	consolidation,	sale	of	all	or	substantially	all	of	our	assets,	or	other	major	corporate	transaction
requiring	stockholder	approval.	In	addition,	this	may	prevent	or	discourage	unsolicited	acquisition	proposals	or	offers	for	our
capital	stock	that	you	may	feel	are	in	your	best	interest	as	one	of	our	stockholders.	Future	transfers	by	holders	of	our	Class	B
common	stock	will	generally	result	in	those	shares	converting	to	Class	A	common	stock,	subject	to	limited	exceptions,	such	as
certain	transfers	effected	for	estate	planning	purposes.	The	conversion	of	Class	B	common	stock	to	Class	A	common	stock	will
have	the	effect,	over	time,	of	increasing	the	relative	voting	power	of	those	holders	of	our	Class	B	common	stock	who	retain	their
shares	in	the	long	term.	The	dual	class	structure	of	our	common	stock	may	adversely	affect	the	trading	market	for	our	Class	A
common	stock.	Certain	stock	index	providers,	such	as	S	&	P	Dow	Jones,	exclude	companies	with	multiple	classes	of	shares	of
common	stock	from	being	added	to	certain	stock	indices,	including	the	S	&	P	500.	In	addition,	several	Several	stockholder
advisory	firms	and	large	institutional	investors	oppose	the	use	of	multiple	class	structures.	As	a	result,	the	dual	class	structure	of
our	common	stock	may	prevent	the	inclusion	of	our	Class	A	common	stock	in	such	indices,	may	cause	stockholder	advisory
firms	to	publish	negative	commentary	about	our	corporate	governance	practices	or	otherwise	seek	to	cause	us	to	change	our
capital	structure,	and	may	result	in	large	institutional	investors	not	purchasing	shares	of	our	Class	A	common	stock.	Any
exclusion	from	stock	indices	could	result	in	a	less	active	trading	market	for	our	Class	A	common	stock.	Any	actions	or
publications	by	stockholder	advisory	firms	or	institutional	investors	critical	of	our	corporate	governance	practices	or	capital
structure	could	also	adversely	affect	the	value	of	our	Class	A	common	stock.	If	industry	or	financial	analysts	do	not	continue	to
publish	research	or	reports	about	our	business,	or	if	they	issue	inaccurate	or	unfavorable	research	regarding	our	Class	A	common
stock,	our	stock	price	and	trading	volume	could	decline.	The	trading	market	for	our	Class	A	common	stock	will	depend	in	part
on	the	research	and	reports	that	industry	or	financial	analysts	publish	about	us	or	our	business.	We	do	not	control	these	analysts
or	the	content	and	opinions	included	in	their	reports.	As	a	relatively	new	public	company,	the	analysts	who	publish	information
about	our	Class	A	common	stock	will	have	had	relatively	little	experience	with	our	company,	which	could	affect	their	ability	to
accurately	forecast	our	results	and	make	it	more	likely	that	we	fail	to	meet	their	estimates.	If	any	of	the	analysts	who	cover	us
issues	an	inaccurate	or	unfavorable	opinion	regarding	our	stock	price,	our	stock	price	may	decline.	In	addition,	the	stock	prices
of	many	companies	in	the	technology	industry	have	declined	significantly	after	those	companies	have	failed	to	meet,	or	exceed,
the	financial	guidance	publicly	announced	by	the	companies	or	the	expectations	of	analysts.	If	our	financial	results	fail	to	meet,
or	exceed,	our	announced	guidance	or	the	expectations	of	analysts	or	public	investors,	analysts	could	downgrade	our	Class	A
common	stock	or	publish	unfavorable	research	about	us.	If	one	or	more	of	these	analysts	cease	coverage	of	our	Class	A
common	stock	or	fail	to	publish	reports	on	us	regularly,	our	visibility	in	the	financial	markets	could	decrease,	which	in	turn
could	cause	our	stock	price	or	trading	volume	to	decline.	We	do	not	intend	to	pay	dividends	in	the	foreseeable	future.	As	a
result,	your	ability	to	achieve	a	return	on	your	investment	will	depend	on	appreciation	in	the	price	of	our	Class	A	common	stock.
We	have	never	declared	or	paid	any	cash	dividends	on	our	capital	stock.	We	currently	intend	to	retain	all	available	funds	and
any	future	earnings	for	use	in	the	operation	of	our	business	and	do	not	anticipate	paying	any	dividends	in	the	foreseeable	future.
Any	determination	to	pay	dividends	in	the	future	will	be	at	the	discretion	of	our	board	of	directors.	Accordingly,	investors	must
for	the	foreseeable	future	rely	on	sales	of	their	Class	A	common	stock	after	price	appreciation,	which	may	never	occur,	as	the
only	way	to	realize	any	future	gains	on	their	investments.	Provisions	in	our	organizational	documents	and	under	Delaware	law
could	make	an	acquisition	of	us,	which	could	be	beneficial	to	our	stockholders,	more	difficult	and	may	limit	attempts	by	our
stockholders	to	replace	or	remove	our	current	management.	Provisions	in	our	restated	certificate	of	incorporation	and	amended
and	restated	bylaws	may	have	the	effect	of	delaying	or	preventing	a	merger,	acquisition	or	other	change	of	control	of	our
company	that	our	stockholders	may	consider	favorable.	In	addition,	because	our	board	of	directors	is	responsible	for	appointing
the	members	of	our	management	team,	these	provisions	may	frustrate	or	prevent	any	attempts	by	our	stockholders	to	replace	or



remove	our	current	management	by	making	it	more	difficult	for	stockholders	to	replace	members	of	our	board	of	directors.
Among	other	things,	our	restated	certificate	of	incorporation	and	amended	and	restated	bylaws	include	provisions	that:	•	provide
that	our	board	of	directors	is	classified	into	three	classes	of	directors	with	staggered	three-	year	terms;	•	permit	our	board	of
directors	to	establish	the	number	of	directors	and	fill	any	vacancies	and	newly	created	directorships;	•	require	supermajority
voting	to	amend	some	provisions	in	our	restated	certificate	of	incorporation	and	amended	and	restated	bylaws;	•	authorize	the
issuance	of	“	blank	check	”	preferred	stock	that	our	board	of	directors	could	use	to	implement	a	stockholder	rights	plan;	•
provide	that	only	our	chief	executive	officer	or	a	majority	of	our	board	of	directors	will	be	authorized	to	call	a	special	meeting	of
stockholders;	•	eliminate	the	ability	of	our	stockholders	to	call	special	meetings	of	stockholders;	•	do	not	provide	for	cumulative
voting;	•	provide	that	directors	may	only	be	removed	“	for	cause	”	and	only	with	the	approval	of	two-	thirds	of	our	stockholders;
•	provide	for	a	dual	class	common	stock	structure	in	which	holders	of	our	Class	B	common	stock	may	have	the	ability	to	control
the	outcome	of	matters	requiring	stockholder	approval,	even	if	they	own	significantly	less	than	a	majority	of	the	outstanding
shares	of	our	common	stock,	including	the	election	of	directors	and	other	significant	corporate	transactions,	such	as	a	merger	or
other	sale	of	our	company	or	its	assets;	•	prohibit	stockholder	action	by	written	consent,	which	requires	all	stockholder	actions
to	be	taken	at	a	meeting	of	our	stockholders;	•	provide	that	our	board	of	directors	is	expressly	authorized	to	make,	alter,	or	repeal
our	amended	and	restated	bylaws;	and	•	establish	advance	notice	requirements	for	nominations	for	election	to	our	board	of
directors	or	for	proposing	matters	that	can	be	acted	upon	by	stockholders	at	annual	stockholder	meetings.	Moreover,	Section
203	of	the	Delaware	General	Corporation	Law,	or	DGCL,	may	discourage,	delay,	or	prevent	a	change	in	control	of	our
company.	Section	203	imposes	certain	restrictions	on	mergers,	business	combinations,	and	other	transactions	between	us	and
holders	of	15	%	or	more	of	our	common	stock.	Our	restated	certificate	of	incorporation	and	amended	and	restated	bylaws
contain	exclusive	forum	provisions	for	certain	claims,	which	may	limit	our	stockholders’	ability	to	obtain	a	favorable	judicial
forum	for	disputes	with	us	or	our	directors,	officers,	or	team	members.	Our	restated	certificate	of	incorporation	provides	that	the
Court	of	Chancery	of	the	State	of	Delaware,	to	the	fullest	extent	permitted	by	law,	will	be	the	exclusive	forum	for	any	derivative
action	or	proceeding	brought	on	our	behalf,	any	action	asserting	a	breach	of	fiduciary	duty,	any	action	asserting	a	claim	against
us	arising	pursuant	to	the	DGCL,	our	restated	certificate	of	incorporation,	or	our	amended	and	restated	bylaws,	or	any	action
asserting	a	claim	against	us	that	is	governed	by	the	internal	affairs	doctrine.	Moreover,	Section	22	of	the	Securities	Act	creates
concurrent	jurisdiction	for	federal	and	state	courts	over	all	claims	brought	to	enforce	any	duty	or	liability	created	by	the
Securities	Act	or	the	rules	and	regulations	thereunder.	Our	restated	certificate	of	incorporation	and	amended	and	restated	bylaws
provide	that	the	federal	district	courts	of	the	United	States	will,	to	the	fullest	extent	permitted	by	law,	be	the	exclusive	forum	for
resolving	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act,	such	provision,	the	Federal	Forum
Provision.	Our	decision	to	adopt	a	Federal	Forum	Provision	followed	a	decision	by	the	Supreme	Court	of	the	State	of	Delaware
holding	that	such	provisions	are	facially	valid	under	Delaware	law.	While	there	can	be	no	assurance	that	federal	or	state	courts
will	follow	the	holding	of	the	Delaware	Supreme	Court	or	determine	that	the	Federal	Forum	Provision	should	be	enforced	in	a
particular	case,	application	of	the	Federal	Forum	Provision	means	that	suits	brought	by	our	stockholders	to	enforce	any	duty	or
liability	created	by	the	Securities	Act	must	be	brought	in	federal	court	and	cannot	be	brought	in	state	court.	Section	27	of	the
Exchange	Act	creates	exclusive	federal	jurisdiction	over	all	claims	brought	to	enforce	any	duty	or	liability	created	by	the
Exchange	Act	or	the	rules	and	regulations	thereunder.	In	addition,	the	Federal	Forum	Provision	applies	to	suits	brought	to
enforce	any	duty	or	liability	created	by	the	Exchange	Act.	Accordingly,	actions	by	our	stockholders	to	enforce	any	duty	or
liability	created	by	the	Exchange	Act	or	the	rules	and	regulations	thereunder	must	be	brought	in	federal	court.	Our	stockholders
will	not	be	deemed	to	have	waived	our	compliance	with	the	federal	securities	laws	and	the	regulations	promulgated	thereunder.
Any	person	or	entity	purchasing	or	otherwise	acquiring	or	holding	any	interest	in	any	of	our	securities	shall	be	deemed	to	have
notice	of	and	consented	to	our	exclusive	forum	provisions,	including	the	Federal	Forum	Provision.	These	provisions	may	limit	a
stockholders’	ability	to	bring	a	claim	in	a	judicial	forum	of	their	choosing	for	disputes	with	us	or	our	directors,	officers,	or	team
members,	which	may	discourage	lawsuits	against	us	and	our	directors,	officers,	and	team	members.	Alternatively,	if	a	court
were	to	find	the	choice	of	forum	provisions	contained	in	our	restated	certificate	of	incorporation	or	amended	and	restated	bylaws
to	be	inapplicable	or	unenforceable	in	an	action,	we	may	incur	additional	costs	associated	with	resolving	such	action	in	other
jurisdictions,	which	could	harm	our	business,	financial	condition,	and	operating	results.	General	Risk	Factors	We	may	be
adversely	affected	by	natural	disasters,	pandemics	and	other	catastrophic	events,	and	by	man-	made	problems	such	as	acts	of
war,	terrorism,	that	could	disrupt	our	business	operations	and	our	business	continuity	and	disaster	recovery	plans	may	not
adequately	protect	us	from	a	serious	disaster.	Natural	disasters,	pandemics,	and	epidemics,	or	other	catastrophic	events	such	as
fire	or	power	shortages,	along	with	man-	made	problems	such	as	acts	of	war	and	terrorism,	including	the	war	in	Ukraine,	and
other	events	beyond	our	control	may	cause	damage	or	disruption	to	our	operations,	international	commerce,	and	the	global
economy,	and	could	have	an	adverse	effect	on	our	business,	operating	results,	and	financial	condition.	While	we	do	not	have	a
corporate	headquarters,	we	have	team	members	around	the	world,	and	any	such	catastrophic	event	could	occur	in	areas	where
significant	portions	of	our	team	members	are	located.	Moreover,	these	conditions	can	affect	the	rate	of	software	development
operations	solutions	spending	and	could	adversely	affect	our	customers’	ability	or	willingness	to	attend	our	events	or	to	purchase
our	services,	delay	prospective	customers’	purchasing	decisions	or	project	implementation	timing,	reduce	the	value	or	duration
of	their	subscription	contracts,	affect	attrition	rates,	or	result	in	requests	from	customers	for	payment	or	pricing	concessions,	all
of	which	could	adversely	affect	our	future	sales	and	operating	results.	As	a	result,	we	may	experience	extended	sales	cycles;	our
ability	to	close	transactions	with	new	and	existing	customers	and	partners	may	be	negatively	impacted;	our	ability	to	recognize
revenue	from	software	transactions	we	do	close	may	be	negatively	impacted	due	to	implementation	delays	or	other	factors;	our
demand	generation	activities,	and	the	efficiency	and	effect	of	those	activities,	may	be	negatively	affected.	Recent
macroeconomic	conditions,	including	inflation	and	rising	volatile	interest	rates,	have,	and	may	continue	to,	put	pressure	on
overall	spending	for	our	products	and	services,	and	may	cause	our	customers	to	modify	spending	priorities	or	delay	or	abandon



purchasing	decisions,	thereby	lengthening	sales	cycles,	and	may	make	it	difficult	for	us	to	forecast	our	sales	and	operating
results	and	to	make	decisions	about	future	investments.	These	and	other	potential	effects	on	our	business	may	be	significant	and
could	materially	harm	our	business,	operating	results	and	financial	condition.	In	the	event	of	a	natural	disaster,	including	a	major
earthquake,	blizzard,	or	hurricane,	or	a	catastrophic	event	such	as	a	fire,	power	loss,	or	telecommunications	failure,	we	may	be
unable	to	continue	our	operations	and	may	endure	system	interruptions,	reputational	harm,	delays	in	development	of	our
solutions,	lengthy	interruptions	in	service,	breaches	of	data	security,	and	loss	of	critical	data,	all	of	which	could	have	an	adverse
effect	on	our	future	operating	results.	Additionally,	all	of	the	aforementioned	risks	may	be	further	increased	if	we	do	not
implement	a	disaster	recovery	plan	or	the	disaster	recovery	plans	put	in	place	by	us	or	our	partners	prove	to	be	inadequate.	We
could	be	subject	to	securities	class	action	litigation.	In	the	past,	securities	class	action	litigation	has	often	been	instituted	against
companies	following	periods	of	volatility	in	the	market	price	of	a	company’	s	securities.	Such	suits	may	seek,	as	applicable,
direct,	indirect,	consequential,	punitive	or	other	penalties	or	monetary	damages,	injunctive	relief,	and	/	or	attorneys’
fees.	This	type	of	litigation,	if	instituted,	could	result	in	substantial	costs	,	adverse	publicity,	and	a	diversion	of	management’	s
attention	and	resources,	which	could	adversely	affect	our	business,	operating	results,	or	financial	condition.	Additionally,	the
dramatic	increase	in	the	cost	of	directors’	and	officers’	liability	insurance	may	increase,	which	may	cause	us	to	opt	for	lower
overall	policy	limits	or	to	forgo	insurance	that	we	may	otherwise	rely	on	to	cover	significant	defense	costs,	settlements,	and
damages	awarded	to	plaintiffs.


