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A description of the risks and uncertainties associated with our business is set forth below. You should carefully consider the
risks and uncertainties described below, together with all of the other information in this Annual Report on Form 10- K,
including the section titled “ Management’ s Discussion and Analysis of Financial Condition and Result of Operations ” and our
consolidated financial statements and the related notes thereto. Our business, results of operations, financial condition, or
prospects could also be harmed by risks and uncertainties that are not presently known to us or that we currently believe are not
material. If any of the risks actually occur, our business, results of operations, financial condition, and prospects could be
materially and adversely affected. In that event, the market price of our Class A common stock could decline, and you could
lose all or part of your investment. Risk Factors Summary This risk factors summary contains a high- level summary of risks
associated with our business. It does not contain all the information that may be important to you, and you should read this risk
factors summary together with the more detailed discussion of risks and uncertainties set forth following this summary. A
summary of our risks includes, but is not limited to, the following: * If we are unable to increase sales of subscriptions to our
products to new customers, sell additional subscriptions to our products to our existing customers, or expand the value of
our existing customers’ subscriptions to our products, our future revenue and results of operations will be harmed. ¢ If
our existing customers stop using our products and renewing their subscriptions, our business and results of operations
could suffer materially. « Our business and operations have experienced periods of rapid growth and fluctuation , and if we
do not appropriately manage future growth or change , if any, or are unable to improve our systems and processes, our business,
financial condition, results of operations, and prospects will be adversely affected. « We have a history of net losses and may not
be able to achieve or sustain profitability or positive cash flows in the future. If we cannot achieve or sustain profitability or
positive cash flows, our business, financial condition, and results of operations may suffer. ¢« Our limited operating history
makes it difficult to evaluate our current business and prospects, and may increase the risk that we will not be successful. * Our
future quarterly results of operations may fluctuate significantly, and our recent results of operations may not be a good
indication of our future performance. * We rely significantly on revenue from subscriptions and, because we recognize a
significant portion of the revenue from subscriptions over the term of the relevant subscription period, downturns or upturns in
sales are not immediately reflected in full in our results of operations. « Beeause-ef The license for our free community edition
products places certain limits on competitive use, but the permissive rights aeeerded-te-under our legacy open- source
llcenses makes it possnble for third parties ttﬁéefettfto offer and bulld upon older open source versmns of our products.

competlng and—versmns could make it ﬂ—aﬁd-may—eeﬂ&ﬂue—te—be—relanvely easy for competltorq —me{uéh&g—pub{-ie—e}eué
eperators;-t0 enter-our-matkets-and-compete with us. « If our paid products are not sufficiently compelling relative to our

free community versions, our ability to sell paid subscriptions and retain customers may be limited and our business will
suffer. . We expect our revenue mlx to Valy over time, which could harm our gro%i margln and operatlng results —sH-we-are

. » Our ability to increase sales of our productq is highly dependent on the
quality of our customer support, and our failure to offer high- quality support would have an adverse effect on our business,
reputation, and results of operations. ¢ If we do not effectively focus our product development efforts, our business, results of
operations, and financial condition could be adversely affected. ¢ We have limited experience with respect to determining the
optimal prices for our products. « We target enterprise customers, and sales to these customers involve risks that differ from
risks associated with sales to smaller entities. * Selling our HCP cloud offerings into large enterprises and regulated
industries will require an ever- increasing level of features and compliance capabilities to satisfy customer requirements,
and we may be unable to meet those requirements, which could limit the revenue growth we achieve from our cloud
offerings. * The length of our sales cycles can be unpredictable, and our sales efforts may require considerable time and
expense. * Our revenue growth depends in part on the success of our strategic relationships with our ecosystem of partners and
the continued performance and engagement of these partners. * We may not be capable of meeting the demand for professional
services necessary to make our customers successful with our products. * The estimates of market opportunity and forecasts of
market growth included in our public disclosures may prove to be inaccurate, and even if the market in which we compete
achieves the forecasted growth, our business could fail to grow at similar rates, if at all. * The markets for some of our products
are new, unproven, and evolving, and our future success depends on the growth and expansion of these markets and our ability
to adapt and respond effectively to evolving markets. « We face competition that we expect to become more intense over time,
and which could adversely affect our business, financial condition, and results of operations. ¢ Problems with our internal
systems, networks, or data, including actual or perceived breaches or failures by us or our partners, could cause our products to
be perceived as insecure, underperforming, or unreliable, our reputation to be damaged, and our financial results to be negatively
impacted. « If our products sef—managed-offerings-do not meet our customers’ performance or support expectations or if we
fail to meet service- level availability commitments made to our cloud platform customers, we could face subscription
terminations, service- level penalty payments, and a reduction in renewals, which could significantly affect our current and
future revenue. © If we are netable-unable to keep pace with technological and competitive developments or fail to integrate our



products with a variety of technologies that are developed by others, our products may become less marketable, less
competitive, or obsolete, and our results of operations may be adversely affected. ¢ Failure of our products to satisfy customer
demands or to achieve increased market acceptance could adversely affect our business, results of operations, financial
condition, and growth prospects. « Unfavorable conditions in our industry or the global economy or reductions in spending for
products like ours could limit our ability to grow our business and negatively affect our results of operations. « Uncertainty
regarding international conflicts, such as the ongoing hostility between Russia and Ukraine sand the retated-impaetomn
conflict in Israel and Gaza, and macroeconomic conditions as-aresult-efsaeheonthet,could adversely impact our business. ©
If we are unable to maintain and enhance our brand, especially among practitioners, our business and operating results may be
adversely affected. « We depend on cooperating with public cloud operators. Changes to arrangements with such operators may
significantly harm our customer retention, new customer acquisition, and product extension or expansion, or require us to
change our business strategies, operations, practices, or advertistng-marketing activities, which could restrict our ability to
maintain our platform through these clouds and would adversely impact our business. « We rely upon public cloud operators to
operate our platform and any disruption of or interference with our use of these operators’ services would adversely affect our
business, results of operations, and financial condition. ¢ Interruptions or performance problems associated with our technology
and infrastructure, and our reliance on technologies from third parties, may adversely affect our business operations and
financial results. Risks Related to Our Business and Operations If we are unable to increase sales of subscriptions to our
products to new customers,sell additional subscriptions to our products to our existing customers,or expand the value of
our existing customers’ subscriptions to our products,our future revenue and results of operations will be harmed. We
offer certain features of our products as open- source -&ee—eemﬂmmﬁy—vefsmﬁs—ef—eﬁﬁsoftware with no payment
required.Customers purchase subscriptions to our products in order to gain access to additional functionality and support.Our
future success depends on our ability to sell our subscriptions to new customers and to extend the deployment of our products
with existing customers by selling paid subscriptions to our existing users and expanding the value and number of existing
customers’ subscriptions.Our ability to sell new subscriptions depends on a number of factors,including the prices of our
products,prices offered by our competitors,and the budgets of our customers,as well as their desire and ability to create new
features and perform their own support relying on our pubtte-publicly available open- source available-software products.We
also face competition from public cloud operators,who may use our open- source avatable-software products to provide and
support hosted offerings that compete with our own.We rely in large part on our customers to identify new use cases for our
products and new products to meet a broader set of their needs in order to expand such deployments and grow our business.If
our customers do not recognize the potential of our products,our business would be materially and adversely affected.If our
efforts to sell subscriptions to new customers and to expand deployments at existing customers are not successful,our total
revenue and revenue growth rate may decline and our business will suffer.If our existing customers do not continue using our
products and renewing their subscriptions,our business and results of operations will suffer.We expect to derive a significant
portion of our revenue from renewals of existing subscriptions for our products.As a result,achieving a high renewal rate of our
subscriptions will be critical to our business.Our customers have no contractual obligation to renew their subscriptions after the
completion of their subscription term.Terms of our subscriptions typically range from one to three years.Our customers’ usage of
our products and renewal rates may decline or fluctuate as a result of a number of factors,including their satisfaction with our
products and our customer support,our products’ ability to integrate with new and changing technologies.the frequency and
severity of product outages,our product uptime or latency,the pricing of our products and that of our competitors,and our
customers’ own budget priorities and fluctuations in spending.Even if our customers renew their subscriptions,they may renew
for shorter subscription terms or on other terms that are less economically beneficial to us.We have limited historical data with
respect to rates of customer renewals,so we may not accurately predict future renewal trends.If our customers do not renew their
subscriptions,or renew on 1ess favorable terms,our revenue may grow slower than expected or dechne and our net expansmn
rate may dechne patd-prod y : v :

perlods of rapid growth and ﬂuctuatlon and 1f we do not approprlately manage future growth or change , if any, or are
unable to improve our systems and processes, our business, financial condition, results of operations, and prospects will be
adversely affected. We have experienced periods of rapid growth and increased demand for our offerings. Our total revenues for
fiscal 2024, fiscal 2023, and fiscal 2022 -and202+-were $ 583. 1 million, $ 475. 9 million yand $ 320. § mithenand-$24H-9
million, respectively, representing an annual growth rate of 23 % from fiscal 2023 to fiscal 2024, and 48 % from fiscal 2022 to
fiscal 2023 . In addition , and-51+-%from-fiseal 202+-to-fiseal 2622-we have experienced fluctuation in our growth rates
over time . You should not rely on the revenue growth of any prior quarterly or annual period or combined periods as an
indication of our future performance. Even if our revenue continues to increase, we expect our revenue growth rate to decline in
future periods. We expect to continue growing our headcount in the future. The growth and expansion of our business and
products place a continuous significant strain on our management, operational, and financial resources. In addition, as customers
use more of our products for an increasing number of use cases, we have had to support more complex commercial

relationships. We must continue to improve and expand our information technology and financial infrastructure, our operating
and administrative systems, our relationships with various partners and other third parties, and our ability to manage headcount
and processes in an efficient manner to manage any future growth effectively. We may not be able to sustain the diversity and
pace of improvements to our products or implement systems, processes, and controls in an efficient or timely manner or in a
manner that does not negatively affect our results of operations. Our failure to improve our systems, processes, and controls, or
their failure to operate in the intended manner, may result in our inability to manage the growth of our business and to forecast
our revenue, expenses, and earnings accurately, or to prevent losses. In addition, our rapid-growth and the complexity of our



multi- product business may make it difficult to evaluate our future prospects. Our ability to forecast our future results of
operations is subject to a number of uncertainties, including our ability to effectively plan for and model future growth. We have
encountered in the past, and may encounter in the future, risks and uncertainties frequently experienced by growing companies
in rapidly changing industries. If we fail to achieve the necessary level of efficiency in our organization as it grows, or if we are
not able to accurately forecast future growth, our business wenld-will be harmed. Moreover, if the assumptions that-we use to
plan our business are incorrect or change in reaction to changes in our market or business, or we are unable to maintain
consistent revenue or revenue growth, our share price could be volatile, and it may be difficult to achieve and maintain
profitability. We have a history of net losses and may not be able to achieve or sustain profitability or positive cash flows in the
future, or as quickly as we expect. If we cannot achieve or sustain profitability or positive cash flows, or are slow to do so, our
business, financial condition, and results of operations may suffer. We incurred a net loss of $ 190. 7 million, $ 274. 3 million,
and $ 290. 1 million ;and-$-83-—-5-miHien-in fiscal 2024, fiscal 2023, and fiscal 2022 ;arnd-2021- respectively. We had an
accumulated deficit of $ 971. 1 million as of January 31, 2024, and $ 780. 4 million as of January 31, 2023 ;and-$566—+
mithen-as-ofJanaary31+-20622-. We anticipate that our operating expenses will increase in the foreseeable future as we continue
to enhance our products, grow our relationships with existing customers, broaden our customer base, expand our sales and
marketing activities, expand our operations, hire additional employees, and continue to develop our technology. These efforts
may prove more expensive than we currently anticipate, and we may not succeed in increasing our revenue sufficiently, or at
all, to offset these higher expenses. Because the markets for our products are rapidly evolving, it is difficult for us to predict our
future results of operations. Revenue growth may slow or revenue may decline for a number of possible reasons, including
slowing demand for our products or increasing competition. Any failure to increase our revenue as we grow our business could
prevent us from achieving consistent profitability or positive cash flow at all or in the t1rne frame we expect Wthh could cause
our bus1ness ﬁnancral condition, and results of operatrons to suffer - : -HAe ;

. We were 1ncorp0rated in Delaware
in 2013, but only began commercralrzlng our software in 2016. Consequently, rnuch of our growth has occurred in recent years.
Our limited operating history makes it difficult to evaluate our current business and our future prospects, including our ability to
plan for and model future growth. We have encountered and will continue to encounter risks and difficulties frequently
experienced by rapidly growing companies in evolving industries. If we do not address these risks successfully, our business and
results of operations will be adversely affected. Further, we operate in a rapidly evolving market. Any predictions about our
future revenue and expenses may not be as accurate as they would be if we had a longer operating history or operated in a more
predictable market. We have a limited history with our products and pricing model and if, in the future, we are forced to change
our pricing model or reduce prices for our products, our revenue and results of operations may be harmed. As the market for our
products evolves, or as new competitors enter our markets with new products or services, we may be unable to attract new
customers or convert community epem—setree-users to paying customers on terms or based on pricing models that we have
used historically. In the future, we may be required to reduce our prices or be unable to increase our prices, or it may be
necessary for us to provide more products without additional revenue to remain competitive, all of which could harm our results
of operations and financial condition. Our results of operations, including our revenue, cost of revenue, gross margin, operating
expenses, cash flow, and deferred revenue have fluctuated from quarter- to- quarter in the past and may continue to vary
significantly in the future so that period- to- period comparisons of our results of operations may not be meaningful.
Accordingly, our financial results in any one quarter should not be relied upon as indicative of future performance. Our quarterly
financial results may fluctuate as a result of a variety of factors, many of which are outside of our control, may be difficult to
predict, and may or may not fully reflect the underlying performance of our business. Factors that may cause fluctuations in our
quarterly financial results include: * our ability to attract new customers; ¢ the loss of existing customers; * fluctuations in
customer renewal rates; ¢ our ability to successfully expand our business in the United States and internationally; ¢ our ability to
foster an ecosystem of developers and users to maintain and expand the use cases of our products ; * our ability to sufficiently
differentiate our paid offerings from our free community versions ; * our ability to gain new partners and retain existing
partners;  fluctuations in our number of customers, including those with $ 100, 000 or greater in ARR; ¢ fluctuations in the mix
of our revenue, which may impact our gross margins and operating income; ¢ the amount and timing of operating expenses
related to the maintenance and expansion of our business and operations, including investments in sales and marketing, research
and development, and general and administrative resources; ® network outages or performance degradation of our products; *
breaches of, or failures relating to, security, privacy, or data protection; * general economic, industry, and market conditions; ¢
increases or decreases in the number of elements of our subscriptions or pricing changes upon any renewals of customer
agreements; ¢ changes in our pricing policies or those of our competitors; ¢ the budgeting cycles and purchasing practices of
customers; ¢ decisions by potential customers to purchase alternative solutions; * decisions by potential customers to develop in-
house solutions as alternatives to our products; ¢ insolvency or credit difficulties confronting our customers, which could
adversely affect their ability to purchase or pay for our products; * our ability to process all of the orders we receive late in our
quarters before the quarters expire; * our ability to collect timely on invoices or receivables; ¢ the cost and potential outcomes of
future litigation or other disputes; * future accounting pronouncements or changes in our accounting policies; ¢ short- and long-
term interest rates;  foreign exchange rate fluctuations; ¢ our overall effective tax rate, including impacts caused by any
reorganization in our corporate tax structure and any new legislation or regulatory developments; ¢ fluctuations in stock- based
compensation expense; ¢ the timing and success of new products introduced by us or our competitors or any other change in the
competitive dynamics of our industry, including consolidation among competitors, customers, or partners; * the timing of
expenses related to the development or acquisition of technologies or businesses and potential future charges for impairment of
goodwill from acquired companies; and * other risk factors described in this Annual Report on Form 10- K. The impact of one
or more of the foregoing or other factors may cause our operating results to vary significantly. Such fluctuations could cause us



to fail to meet the expectations of investors. We rely significantly on revenue from subscriptions and, because we recognize a
significant portion of the revenue from subscriptions over the term of the relevant subscription period, downturns or upturns in
sales are not immediately reflected in full in our results of operations. Subscription revenue accounts for the substantial majority
of our revenue. We recognize a significant portion of our subscription revenue monthly over the term of the relevant time period.
As a result, much of the subscription revenue we report each fiscal quarter is the recognition of deferred revenue from
subscription contracts entered into during previous fiscal quarters. Consequently, a decline in new or renewed subscriptions in
any one fiscal quarter will not be fully or immediately reflected in revenue in that fiscal quarter and will negatively affect our
revenue in future fiscal quarters. Accordingly, the effect of significant downturns in new or renewed sales of our subscriptions
will not be reflected in full in our results of operations until future periods. Beeause-of The new license for our free
community edition products places certain limits on competitive use, but the permissive rights aeeorded-under our open-
source licenses prior to the change makes it possible for third parties under-enrto offer and build upon open- source and
seufee—avaﬁab}e—versnons of our products as they ex1sted before the teenses— license change. Those ;-there-are-timited
we-eompete-competing versions could make it Jtis;and-may
eeﬁt—rnue—te—be—relatlvely easy for Competltors mcludlng pubhc Cloud operators to enter our markets and compete with us. Prior
to August 2023, we ; :
community products under the Moznlla Publlc Llcense, whlch a-l-}ew—allows hbefal—rﬁediﬁea&eﬁs-&nd-bfead-dﬁmbuﬁeﬂ—ef
the-eode—Our-open—souree-hieensesallow-anyone, subject to Comphance with the conditions of the applicable license, to
redistribute our software and share certain source code components in modified or unmodified form and use it to build products
that compete in our markets. Such competition can develop without the degree of overhead and lead time required by traditional
proprietary software companies, due to the rights granted to licensees of open- source and source —available software. #Under
our historical Mozilla Public License, it is possible for competitors and new entrants to develop their own software, including
software based on open- source or our products, and for public cloud operators to expand their offerings to compete directly with
ours, potentially reducing the demand for our products and putting pricing pressure on our subscriptions. For example, a new or
existing competitor may dedicate its developers to building competing offerings based on open- source and source —available
software provided by us or third parties, and such offerings may reduce the demand for our offerings. In August 2023, we
changed the license for future versions of our free community software to the Business Source License, which is a source
available license that also includes certain restrictions on using the community products to compete with our commercial
offerings. However, that change does not prevent others from building competitive products using the versions that were
released before the license change, and it does not restrict all forms of competition. e cannot guarantee we will be-able-te
compete successfully against current and future competitors that use the epesr—source available nature of our products to
develop eempete-competitive against-offerings, or that we will be able to effectively enforce licensing restrictions on the
competitive us-use of our community versions , or that competitive pressure or the availability of new software will not result
in price reductions, reduced operating margins, or loss of market share, any of which would harm our business, financial
condition, results of operations, and cash flows. We expect our revenue mix to vary over time due to several factors, including
the mix of our subscriptions for different products and our professional services and other revenue. For example, while
Terraform and Vault are our most established products with commercial offerings at scale and make up the majority of our
revenues, generating collectively over 88 % and 85 % of our revenues for eaeh-effiscal 2024 and fiscal 2023 and-2622-,
respectively ., we believe that our emerging andeemmunity-products represent a significant growth opportunity. We also
Hewever,we-believe that HCP, our fully managed cloud platform, represents a significant growth opportunity for our business,
particularly as an increasing number of our customers look for a fully managed offering. Shifts in our business mix from quarter
to quarter could produce substantial variation in the revenue we recognize. Further, our gross margins and operating results
could be harmed by changes in revenue composition and costs as we shift further managed offerings to-etoud-meodels-, together
with numerous other factors, including entry into new markets or growth in lower margin markets; entry into markets with
different pricing and cost structures; pricing discounts; and increased price competition. Any one of these factors or the
cumulative effects of certain of these factors may result in significant fluctuations in our gross margin and operating results. This
variability and unpredictability could result in our failure to meet internal expectations or those of investors for a particular
period. [f we are unable to increase sales...... our net expansion rate may decline. Our customers depend on our technical support
services to resolve issues relating to our products. If we do not succeed in helping our customers quickly resolve post-
deployment issues or provide effective ongoing support and education on our products, our existing customers may not renew
their subscriptions, our ability to sell additional subscriptions to existing customers or expand the value of existing customers’
subscriptions would be adversely affected, and our reputation with potential customers could be damaged. Many larger
enterprise and government entity customers have more complex IT environments and require higher levels of support than
smaller customers. If we fail to meet the requirements of these large enterprise customers, it may be more difficult to retain
them or expand our relationship with them. Additionally, it can take several months to recruit, hire, and train qualified technical
support employees. We may not be able to hire such resources fast enough to keep up with demand, particularly if the sales of
our products exceed our internal forecasts. To the extent we are unsuccessful in hiring, training, and retaining adequate support
resources, our ability to provide adequate and timely support to our customers, and our customers’ satisfaction with our
products, will be adversely affected. Our failure to provide and maintain high- quality support services would have an adverse
effect on our business, financial condition, and results of operations. We are a multi- product company. Our primary commercial
products are Terraform, Vault, Consul, and Nomad, and our significant investments in research and development have resulted
in a strong product pipeline. Our ability to attract new customers and increase revenue from existing customers depends in part
on our ability to enhance and improve our existing products, increase adoption and usage of our products, and introduce new
products. The success of any enhancements or new products depends on several factors, including timely completion, adequate




quality testing, actual performance quality, market- accepted pricing levels, and overall market acceptance. Continuously
enhancing our multiple products and advancing our new product pipeline may overextend our workforce and negatively affect
product quality and development schedules. Enhancements and new products that we develop may not be introduced in a timely
or cost- effective manner, may contain errors or defects, may require reworking features and capabilities, may have
interoperability difficulties with our platform or other products, or may not achieve the broad market acceptance necessary to
generate significant revenue. Some new products we develop may fail commercially, and we may incorrectly prioritize the
development of products that do not become commercially successful over products which may have had a better chance of
attaining commercial success. Workforce productivity spent on unsuccessful product development efforts may not be recovered.
Furthermore, our ability to increase usage of our products depends, in part, on the development of new use cases for our
products, which is typically driven by our developer community and may be outside of our control. In addition, adoption of new
products or enhancements may put additional strain on our customer support team, which could shift the team’ s resources away
from supporting our current products or require us to make additional expenditures related to further hiring and training. If we
are unable to timely and successfully enhance our existing products to meet evolving customer requirements, increase adoption
and usage of our products, develop new products, or if our efforts do not render the outcomes we expect, then our business,
results of operations, and financial condition will be adversely affected. We charge our customers subscription fees for use of
our products. We expect that we may need to change our pricing from time to time. For example, we may need to adjust our fees
based on customer usage of our products or resistance to our pricing models. In the past, we have sometimes reduced our prices
either for individual customers in connection with long- term agreements or for a particular product. We may also face
increasing costs which we may be unable or unwilling to pass through to our customers given pricing pressure, which could
adversely impact our business, results of operations, and financial condition. Further, as competitors introduce new products or
services that compete with ours or reduce their prices, we may be unable to attract new customers or retain existing customers
based on our historical pricing. As we expand internationally, we also must determine the appropriate price to enable us to
compete effectively in different locations. Moreover, enterprises, which are a primary focus for our direct sales efforts, may
demand substantial price concessions. In addition, if the mix of our product sold changes, then we may need to, or choose to,
revise our pricing. As a result, in the future we may be required or choose to reduce our prices or change our pricing models,
which could materially harm our business, results of operations, and financial condition. We generally target large enterprise
customers. Sales to large enterprise customers carry risks that may not be present or exceed those associated with smaller
entities, such as longer sales cycles, more complex and demanding customer requirements and contract negotiations, substantial
upfront sales costs, and less predictability in completing sales. For example, enterprise customers may require considerable time
to evaluate and test our solutions and those of our competitors before making a purchase decision and placing an order. Multiple
factors influence the length and variability of our sales cycle, including the need to educate potential customers about the uses
and benefits of our solutions, economic pressure or uncertainty that prompts customers to seek cost savings on software
purchases, the discretionary nature of purchasing and budget cycles, and the competitive nature of evaluation and purchasing
approval processes. As a result, the length of our sales cycle, from identification of the opportunity to deal closure, may vary
significantly from customer to customer, with sales to large enterprises typically taking longer to complete. Moreover, large
enterprise customers often begin to deploy our products on a limited basis, but nevertheless demand integration services and
pricing negotiations, with no guarantee they will deploy our products widely across their organization. Selling our HCP cloud
offerings into large enterprises and regulated industries will require an ever- increasing level of features and compliance
capabilities to satisfy customer requirements. Our inability to meet those requirements could limit the revenue growth
we achieve from our cloud offerings. Expanding market share for our cloud platform is a high priority for our long-
term revenue growth. We continue to make substantial investments in our HCP cloud platform to provide the full range
of features, capabilities, and certifications that large enterprises and heavily regulated businesses often require of cloud
vendors. Our ability to sell our HCP offerings into those enterprises will depend on their comfort levels with the features
and compliance capabilities of our cloud platform. If we are unable to meet those requirements or keep up with new
ones, we may not achieve our growth plans for our cloud offerings, which would have a negative impact on our cloud
revenue and, ultimately, our long- term growth rates. Our results of operations may fluctuate, in part, because of the length
and variability of the sales cycle of our subscriptions to our products and the difficulty in making short- term adjustments to our
operating expenses. Our results of operations depend in part on sales to large subscription customers and increasing sales to
existing customers. The length of our sales cycle, from initial contact with our sales team to contractually committing to our
subscriptions , can vary substantially from customer to customer based on deal complexity. It is difficult to predict exactly
when, or even if, we will make a sale to a potential customer or if we can increase sales to an existing customer. As a result,
large individual sales have, in some cases, occurred in later quarters than we expected, or have not occurred at all. The loss or
delay of one or more large transactions in a quarter could affect our cash flows and results of operations for that quarter and for
future quarters. Customers often view a subscription to our products as a strategic decision and significant investment and, as a
result, frequently require considerable time to evaluate, test, and qualify our products before purchasing or expanding a
subscription. During the sales cycle, we expend significant time and money on sales and marketing and contract negotiation
activities which may not result in a sale. Because a substantial proportion of our expenses are relatively fixed in the short term,
our results of operations wi-may suffer if revenue falls below our expectations in a particular quarter due to extended sales
cycles. Our revenue growth depends in part on the success of our strategic relationships with our ecosystem of partners
and the continued engagement and performance of these partners . We maintain partnership relationships with a variety of
partners, including public cloud providers, systems integrators, independent software vendors, channel partners, referral
partners, and technology partners to jointly deliver offerings to our end customers and complement our broad community of
users. Our partner agreements are generally non- exclusive, meaning our partners may offer customers the offerings of several



different companies, including offerings that compete with ours, or may themselves be or become competitors. If our partners do
not effectively market and sell our offerings, choose to use greater efforts to market and sell their own offerings or those of our
competitors, or fail to meet the needs of our customers, our ability to grow our business and sell our offerings may be harmed.
Our partners may cease marketing our offerings with limited or no notice and with little or no penalty. The loss of a substantial
number of our partners, our possible inability to replace them, or the failure to recruit additional partners could harm our results
of operations. Likewise, because the success of our products depends on integrations with partners’ technologies, if partners
decide to no longer implement or support such integrations, or if they partner with our competitors and devote greater resources
to implement and support the products of competitors, our business may be harmed. Our customers often lack the expertise or
resources to implement our products without assistance from our professional services team or those of our partners. This lack of
skills and resources poses a severe risk of customers purchasing our products but not deploying them successfully, or in some
cases, not deploying them at all. This constraint may even prevent potential customers from moving forward with a purchase.
Consequently, our ability to acquire and retain customers depends heavily on our ability to offer effective professional services
to customers, and our effectiveness in cultivating a sufficient network of partners to provide high quality professional services
for our products. At times we have had trouble meeting customer demand for professional services. If we are unable to build
and maintain enough professional services capacity to meet customer demand, either directly or through our partners, we will be
at risk of increased customer attrition, slowing sales, and reputational damage from failed implementations, all of which could
materially damage our business and our financial results. Our estimates of market opportunity and forecasts of market growth
included in our public disclosures may prove inaccurate, and even if the market in which we compete achieves the forecasted
growth, our business could fail to grow at similar rates, if at all. Market opportunity estimates and growth forecasts included in
our public disclosure, including those we have generated ourselves, and those provided by third parties, such as the 650 Group,
Gartner, or IDC, are subject to significant uncertainty and are based on assumptions and estimates that may prove inaccurate,
including the risks described herein. Even if the market in which we compete achieves the forecasted growth, our business could
fail to grow at similar rates, if at all. The variables that go into the calculation of our market opportunity are subject to change
over time, and there is no guarantee that estimates of addressable users or companies covered by our market opportunity will
correspond to actual sales of our products or revenue. For example, negative conditions in the general economy both in the
United States and abroad, including conditions resulting from uncertain interest rates, inflation, and geopolitical tensions, could
diminish growth expectations in the U. S. economy and our market opportunity estimates. Any expansion in our market depends
on multiple factors, including the cost, performance, and perceived value associated with our products and the products
provided by our competitors. Even if the market in which we compete meets the size estimates and growth forecasts included in
our public disclosures, our business could fail to grow at similar rates ;#-atat-. Our growth is subject to many variables,
including our success in implementing our business strategy, which carries many assumptions, risks and uncertainties.
Accordingly, forecasts of market growth included in our public disclosures may not be indicative of our future growth. The
markets for some of our products are new, unproven, and evolving, and our future success depends on the growth and expansion
of these markets and our ability to adapt and respond effectively to them. The markets for certain of our products are relatively
new, rapidly evolving, and unproven. Accordingly, it is difficult to predict customer demand, adoption and renewals for these
products, the size, growth rate, expansion, and longevity of these markets, the entry of competitive products, or the success of
existing competitive products. Our ability to penetrate new and evolving markets depends on a number of factors, including the
cost, performance, and perceived value associated with our products. If these markets do not continue to grow as expected, or if
we are unable to anticipate or react to changes in these markets, our competitive position would weaken, which would adversely
affect our business and results of operations. We face competition that we expect to intensify over time, which could adversely
affect our business, financial condition, and results of operations. The market for our products is developing and eur-we expect
competition ts-expeeted-to increase over time. Our business is impacted by rapid changes in technology, customer needs,
frequent introductions of new offerings, and improvements to existing offerings, all of which may increase the competitive
pressures that we face. We provide offerings to address the needs of a wide variety of prospective customers that compete with
other approaches and solutions. For example, internal IT teams sometimes attempt to *“ do it themselves ” using epen—source
available software. While individuals and small teams can sometimes use our community epea—setree-products to solve their
technical problems, larger enterprises face more complex needs that require our commercial products. For select companies
adopting a single- cloud solution, we compete with the well- established public cloud providers such as Amazon Web Services,
or AWS, and their in- house offerings. We also compete with similar in- house offerings from Microsoft Azure, Google Cloud
Platform, and other cloud providers; legacy providers with point products such as CyberArk, VMware, and IBM; and alternative
open- source projects, such as Google Istio. As the market for our products develops, the principal competitive factors in our
market may include: product capabilities, including flexibility, scalability, performance, and security; ease of use; breadth of use
cases; ability to integrate with existing IT infrastructure, cloud platforms, and on- premises environments; effering-consistency
of offerings across clouds; ability to implement multi- cloud provisioning, security, networking, and application deployment;
speed of implementation and time to achieving value; ability to scale up and down dynamically on demand; robustness of
professional services and customer support; price and total cost of ownership; adherence to certifications; size of customer base
and level of user adoption; strength of sales and marketing efforts; effering-an-scope of vendor ccosystem efvendors-integrated
with the products; ereating-ability to create new products and expanding the existing platform; ability to innovate around a
cloud- delivered architecture; brand awareness, recognition, and reputation, particularly within the developer epen—setree
community; and ability to engage the community of eper—sentee-users and partners. If we fail to innovate and improve our
products and professional services to address these factors, we may become vulnerable to increased competition and therefore
fail to attract new customers or lose or fail to renew existing customers, which would harm our business and results of
operations. Some of our actual and potential competitors, especially more established companies, may expand their offerings to



compete with ours. These companies may have advantages over us, such as longer operating histories, more established
relationships with current and potential customers and commercial partners, significantly greater financial, technical, marketing,
or other resources, stronger brand recognition, larger intellectual property portfolios, and broader global distribution and
presence. In addition, our business model largely assumes our customers are committed to a multi- cloud strategy and will not
bundle their cloud services with a single provider. However, if this assumption inaccurately reflects the decisions of our
customers, our business will suffer. Some of our larger potential competitors and other cloud providers have substantially greater
resources than we do and therefore may afford to bundle competitively priced related products and services, which may allow
them to leverage existing commercial relationships, incorporate functionality into existing products, sell products with which we
compete at zero or negative margins, offer fee waivers and reductions or other economic and non- economic concessions,
maintain closed technology platforms, or render our products unable to interoperate with such platforms. Our actual or potential
customers may prefer to bundle their cloud services with one of our potential competitors even if such competitors” individual
products have more limited functionality compared to our software. These larger potential competitors are also often in a better
position to withstand any significant reduction in technology spending and will therefore not be as susceptible to competition or
economic downturns. Our potential competitors may also be able to respond more quickly and effectively than we can to new or
changing opportunities, technologies, standards, or customer requirements. In addition, some potential competitors may offer
products or services that address one or a limited number of functions at lower prices, with greater depth than our products or in
geographies where we do not operate. With the introduction of new technologies and new market entrants, we expect
competition to grow in the future. Furthermore, our actual and potential competitors may establish cooperative relationships
among themselves or with third parties that may further enhance their resources and offerings in the markets we address. In
addition, third parties with greater available resources may acquire current or potential competitors. As a result of such
relationships and acquisitions, our actual or potential competitors might be able to adapt more quickly to new technologies and
customer needs, devote greater resources to the promotion or sale of their products, initiate or withstand substantial price
competition, take advantage of other opportunities more readily, or develop and expand their offerings more quickly than we do.
For all these reasons, we may not be able to compete successfully against our current or potential competitors. Problems with our
internal systems, networks, or data, including actual or perceived breaches or failures by us or our partners, could cause our
products to be perceived as insecure, underperforming, or unreliable, which would damage our reputation, and our financial
results. Our offerings involve the transmission and processing of data, which can include personal information and highly
sensitive, proprietary, and confidential information we receive from our customers, our employees, and ether third parties. In
addition to threats from traditional attackers and insider threats, we also face security threats from malicious third parties,
including individual hackers, sophisticated criminal groups, nation states, and state- sponsored organizations, that could disrupt
or interrupt, or introduce ransomware, viruses, or other malicious code into our products, services, systems, or networks, obtain
unauthorized access to our internal systems, networks, and data, as well as systems of organizations using our cloud products
and services, and the information they store and process. Users and organizations using our services may also disclose or leak
their passwords, API keys, or secrets that could lead to unauthorized access to their accounts and data within our products. Such
incidents have become more prevalent in our industry, particularly against cloud services, and may in the future result in
unauthorized, unlawful, or inappropriate access to, inability to access, disclosure of, or loss or other unauthorized processing of
the sensitive, proprietary, and confidential information that we own, process, or control, such as customer information and
proprietary data and information, including source code and trade secrets. In addition, the risks of data security failures has
increased significantly based upon the growing number of new data protection laws throughout the world and intensive
scrutiny from regulatory bodies. [t is virtually impossible for us to entirely mitigate the risk of these security threats. While
we have implemented security measures internally and have integrated security measures into our products, these measures may
not function as expected and may not detect or prevent all unauthorized activity, prevent all security breaches and incidents,
mitigate all security breaches or incidents, or protect against all attacks or incidents. Moreover, our products incorporate a
variety of third- party components (including eper—source available software components) which may expose us to additional
security threats, and vulnerabilities in those components may be difficult or impossible to detect, control, and manage. We may
also experience security breaches and other incidents that may remain undetected for an extended period and, therefore, may
have a greater impact on our products, the networks and systems used in our business, and the proprietary and other confidential
data contained on such networks and systems. We expect to incur significant costs in our efforts to detect and prevent security
breaches and other security- related incidents, and we may face increased costs in the event of an actual or perceived security
breach or other security- related incident. These cybersecurity risks pose a particularly significant risk to a business like ours that
is focused on providing highly secure products to customers. Additionally, as a hybrid remote —first-company, much of our
workforce functions in a remote work environment that requires remote access to our corporate network, which in turn imposes
additional risks to our business, including increased risk of industrial espionage, theft of assets, phishing, and other cybersecurity
attacks, and inadvertent or unauthorized access to or dissemination of sensitive, proprietary, or confidential information. We also
engage third- party vendors and service providers to store and otherwise process some of our and our customers’ data, including
sensitive and personal information. Our vendors and service providers may also be the targets of cyberattacks, malicious
software, phishing schemes, fraud, and may face other cybersecurity threats and may suffer cybersecurity breaches and
incidents from these and other causes. For example, in January 2023, one of our vendors, CircleCI, was compromised by an
unauthorized third party, exposing certain environment variables, tokens and encryption keys of their customers , including
HashiCorp, causing the vendor to have to rotate all customers” GitHub OAuth tokens. Our ability to monitor these parties’ data
security is limited. There can be no assurance that any security measures that we or our third- party service providers, including
third- party providers of cloud infrastructure services, have implemented will be effective against current or future security
threats, and we cannot guarantee that our systems and networks or those of our third- party service providers have not been



breached or that they do not contain exploitable defects or bugs that could result in a breach of or disruption to our systems and
networks or the systems and networks of third parties that support us and our products. While we maintain measures designed to
protect the integrity, confidentiality, and security of our data and other data we maintain or otherwise process, our security
measures or those of our third- party service providers could fail and result in unauthorized access to or disclosure,
unavailability, modification, misuse, loss, destruction, or other processmg of such data. Due-to-politieal-Geopolitical events,
including uneertainty-and-military-aetions-assoetated-with-the ongoing hostility between Russia and Ukraine and the conflict in
Israel and Gaza . we-may cause us and our vendors, contractors, and other third parties we work with are-to be vulnerable to a
heightened risk of cybersecurity attacks, phishing attacks, viruses, malware, ransomware, hacking, or similar breaches and
incidents from nation- state and affiliated actors, including attacks that could materially disrupt our supply chain and our
systems, operations, and platform. Unauthorized access to, other security breaches of, or security incidents affecting, systems,
networks, and data of our vendors, contractors, or those with which we have strategic relationships, even if not resulting in an
actual or perceived breach of our customers’ networks, systems, or data, could result in the loss, compromise, unavailability,
corruption, or other unauthorized processing of data, loss of business, reputational damage adversely affecting customer or
investor confidence, regulatory investigations and orders, litigation, indemnity obligations, damages for contract breach,
penalties for violation of applicable laws or regulations, significant costs for remediation, and other liabilities . We also have
incorporated artificial intelligence, or Al, features into certain of our offerings, and may continue to incorporate
additional Al features into our offerings in the future. The use of AI may result in security incidents and our integration
of Al and the use of Al features by our customers, and the use of Al solutions and offerings by our personnel, may create
additional cybersecurity risks or increase cybersecurity risks, including risks of security breaches and incidents. Further,
Al technologies may be used in connection with certain cybersecurity attacks, resulting in heightened risks of security
breaches and incidents . In addition, our products may experience errors, failures, vulnerabilities, or bugs that cause our
products not to perform as intended. Any such errors, failures, vulnerabilities, or bugs may not be found until after they are
deployed to our customers and may create the perception that our platform and products are insecure, underperforming, or
unreliable. We also provide frequent updates and fundamental enhancements to our platform and products, which increase the
possibility of errors. Our quality assurance procedures and efforts to report, track, and monitor issues with our products may not
be sufficient to ensure we detect any such defects in a timely manner. There can be no assurance that our software code is or will
remain free from actual or perceived errors, failures, vulnerabilities, or bugs. Many of our customers may use our software for
controlling their infrastructure and processing, transmitting, and protecting their sensitive and proprietary information, including
business strategies, financial and operational data, personal or identifying information, and other related data. Our Vault product
is specifically designed to assist our customers with management of their private and sensitive information. Actual or perceived
breaches or other security incidents from actual or perceived errors, failures, vulnerabilities, or bugs in our products or other
causes could lead to claims and litigation, indemnity obligations, regulatory audits, proceedings, investigations and significant
legal fees, significant costs for remediation, the expenditure of significant financial resources in efforts to analyze, correct,
eliminate, remediate, or work around errors or defects, to address and eliminate vulnerabilities, and to address any applicable
legal or contractual obligations relating to any actual or perceived security breach or incident. They could damage our
relationships with our existing customers and have a negative impact on our ability to attract and retain new customers. Because
our business is focused in part on providing security to our customers with Vault and our other products, we believe that such
products could be targets for hackers and others, and that an actual or perceived breach of, or security incident affecting, our
security products and customers, could be particularly detrimental to our reputation, customer confidence in our security
products, and our business. The potential for an attack is compounded now that our Vault product is offered as a cloud service.
Additionally, our products are designed to operate with little or no downtime. If a breach or security incident were to impact the
availability of our products, our business, results of operations, and financial condition, as well as our reputation, could be
adversely affected. While we have taken steps designed to protect the confidentiality, integrity, and availability of our systems
and the sensitive, proprietary, and confidential information that we own, process, or control, our security measures or those of
third parties who we work with have been, and could from time to time in the future be, breached or otherwise not effective
against security threats or preventing inadvertent or unauthorized access to or dissemination of sensitive, proprietary, or
confidential information. These rlsks are likely to increase as we contlnue to grow and process control, store, and transmlt
1ncreasmg amounts of data. : b ; : verage-w ;

- If our sel-f-—maﬁaged—offermgs do not meet our

customers’ performance or support expectations or if we fail to meet service- level availability commitments made to our cloud
platform customers, we could face subscription terminations and a reduction in renewals, which could significantly affect our
current and future revenue. If we fail to meet the performance or support expectations that our self—managed-customers have for
our products, or the service- level availability commitments we have made to our cloud platform customers, then we may not
retain our customers or renew them expected rates. With respect to service- level availability commitments, we may be
obligated to pay monetary penalties to the impacted cloud customers. Additionally, we may be contractually obligated to
provide cloud customers with additional capacity and reputationally obligated to provide self—managed-customers with
additional support, each of which could significantly affect our revenue. Our reliance on public cloud providers may impact our
ability to meet service- level targets or performance targets, as any interruption in all or any portion of the public cloud could
result in negative impacts to the service we are able to provide. In some cases, we may not have a contractual right with our
public cloud providers that compensates us for any losses due to interruptions , or we may have limited rights that fall short
of the compensation obligations we have to our customers . Further, the failure to meet our service- level commitments or



performance targets on a chronic basis could result in damage to our reputation and we could face loss of revenue from reduced
subscription levels from existing and prospective customers. Any service- level or performance failures could adversely affect
our business, financial condition, and results of operations and, if made public, could harm our brand. The success of our new
product introductions depends on a number of factors including, but not limited to, timely and successful product development,
market acceptance, our ability to manage the risks associated with new product releases, the effective management of
development and other spending in connection with anticipated demand for new products, and the availability of newly
developed products. As with many software companies, we have in the past experienced bugs, errors, or other defects or
deficiencies in new products and product updates and delays in releasing new products, deployment options, and product
enhancements and may have similar experiences in the future. As a result, some of our customers may either defer purchasing
our products until we release new enhancements or switch to a competitor if we are not able to keep up with technological
developments. If we are unable to successfully enhance our existing products to meet evolving customer requirements, increase
adoption and use cases of our products, develop new products, quickly resolve security vulnerabilities, or if our efforts to
increase the use cases of our products are more expensive than we expect, then our business, results of operations, and financial
condition would be adversely affected. In addition, our success depends on our ability to integrate our products with a variety of
third- party technologies across any public or private platform or on- premises technology. Our technology partnership
ecosystem powers significant extensibility of our products and offers our customers the ability to use external tools of their
choice with our products and to deploy our products in their preferred environments and successfully support new package
technologies as they arise. Further, our products must be compatible with the major cloud service providers in order to support
local hosting of our products in geographies chosen by our customers. We also benefit from access to public and private
vulnerability databases. Changes in our relationship with any provider, the instability or vulnerability of any third- party
technology, or the inability of our products to successfully integrate with third- party technology may adversely affect our
business and results of operations. Any losses or shifts in the market position of these providers in general, in relation to one
another or to new competitors or new technologies, could lead to losses in our relationships or customers, or to our need to
identify and develop integrations with new third- party technologies. Such changes could consume substantial resources and
may not be effective. Further, any expansion into new geographies may require us to integrate our products with new third-
party technology and invest in developing new relationships with providers. If we are unable to respond to changes in a cost-
effective manner, our products may become less marketable, less competitive, or obsolete and our results of operations may be
negatively impacted. We derive and expect to continue to derive substantially all of our revenue from our products. As a result,
market acceptance of our products is critical to our continued success. Demand for our products is affected by numerous factors
beyond our control, including continued market acceptance, the timing of development and release of new products by our
competitors, technological change, any developments or disagreements with the developer epea—seuntee-community, and growth
or contraction in our market or the overall economy. We expect the growth and proliferation of data to lead to an increase in the
data analyses demands of our customers and we may not be able to scale and perform to meet those demands or may not be
chosen by users for those needs. If we are unable to continue to meet customer demands or to achieve more widespread market
acceptance of our products, our business operations, financial results, and growth prospects will be materially and adversely
affected. Our results of operations may vary based on the impact of changes in our industry or the global economy on us or our
customers. Current or future economic uncertainties or downturns could adversely affect our business and results of operations.
Negative conditions in the general economy both in the United States and abroad, including conditions resulting from changes
in gross domestic product growth, financial and credit market fluctuations, uncertain interest rates, inflationary pressures,
interest rate increases, recessionary economic cycles, political turmoil, natural catastrophes, warfare, and terrorist attacks on the
United States, Europe, the Asia- Pacific region, or elsewhere, could cause a decrease in business investments by our customers
and potential customers, including spending on information technology, and negatively affect the growth of our business. For
example, rising interest rates and high levels of inflation have begun-to-affeet-affected businesses across many industries, which
has significantly constrained and may signifteantly-continue to constrain the budgets of our customers and prospective
customers. To the extent our offerings are perceived by customers and potential customers as discretionary, our revenue may be
disproportionately affected by delays or reductions in general information technology spending. Also, customers may choose to
develop in- house software as an alternative to using our products. Moreover, competitors may respond to market conditions by
lowering prices. We cannot predict the timing, strength, or duration of any economic slowdown, instability, or recovery,
generally or within any particular industry. If the economic conditions of the general economy or markets in which we operate
do not improve, or worsen from present levels, our business, results of operations, and financial condition could be adversely
affected. If we are not able to maintain and enhance our brand, especially among practitioners, our business and operating results
may be adversely affected. We believe that developing and maintaining widespread awareness of our brand, especially with
practitioners, is critical to achieving widespread acceptance of our products and attracting new users and customers. Brand
promotion activities may not generate user or customer awareness or increase revenue, and even if they do, any increase in
revenue may not offset the expenses we incur in building our brand. Expenditures intended to maintain and enhance our brand
may not be cost- effective or effective at all. Changes to our business practices may cause our brand to be viewed
negatively by the practitioner community. For example, in August 2023, we announced that we changed our source code
license to Business Source License v1. 1 on all future releases of our core products, which may be viewed less favorably
by practitioners. [f we do not successfully maintain and enhance our brand, including any unauthorized misuse of our
brand, we may have reduced pricing power relative to our competitors, we could lose users and customers, or we could fail to
attract potential new customers or expand sales to our existing customers, all of which could materially and adversely affect our
business, results of operations, and financial condition. Our international operations expose us to significant risks, and failure to
manage those risks could materially and adversely impact our business. Our customers and employees are located worldwide,



and our strategy is to continue to expand internationally. Our future results of operations depend, in part, on our ability to sustain
and expand our penetration of the international markets in which we currently operate and to expand into additional
international markets. We generated 30 % and 27 % of our revenue outside of the United States in fiscal 2024 and fiscal 2023
and-2022-, respectively. Our ability to expand internationally involves various risks, including the need to invest significant
resources in such expansion, and the possibility that returns on such investments will not be achieved in the near future or at all
in these less familiar competitive environments. We may also choose to conduct our international business through partnerships.
If we are unable to identify partners or negotiate favorable terms, our international growth may be limited. In addition, we have
incurred and may continue to incur significant expenses in advance of generating material revenue as we attempt to establish our
presence in particular international markets. Additional risks associated with our international operations include: * geopolitical
conflicts, including military conflicts, that could damage the global economy; * unexpected changes in regulatory requirements,
taxes, trade laws, tariffs, export quotas, custom duties, or other trade restrictions; ¢ different labor regulations, especially in the
European Union, where labor laws are generally more advantageous to employees as compared to the United States, including
deemed hourly wage and overtime regulations in these locations; ¢ exposure to many stringent and potentially inconsistent laws
and regulations relating to privacy, data protection, and data security, particularly in the European Union; ¢ changes in a specific
country’ s or region’ s political or economic conditions, including, but not limited to, inflationary pressures, recessionary
economic cycles, and resulting governmental responses; ¢ challenges inherent to efficiently managing an increased number of
employees over large geographic distances, including the need to implement appropriate systems, policies, benefits, and
compliance programs; * severe fluctuations in currency exchange rates; © risks relating to the implementation of exchange
controls and trade protection regulations and measures in the United States or in other jurisdictions;  risks relating to
enforcement of U. S. export control laws and regulations including the Export Administration Regulations, or EAR, and trade
and economic sanctions, including restrictions promulgated by the Office of Foreign Assets Control, or OFAC, and other similar
trade protection regulations and measures in the United States or in other jurisdictions; * greater difficulty in enforcing contracts
and accounts receivable collection, and longer collection periods; ¢ limitations on our ability to reinvest earnings from
operations derived from one country to fund the capital needs of our operations in other countries; * limited or unfavorable
intellectual property protection; and * exposure to liabilities under anti- corruption and anti- money laundering laws, including
the U. S. Foreign Corrupt Practices Act of 1977, as amended, or FCPA, and similar applicable laws and regulations in other
jurisdictions. The expansion of our existing international operations and entry into additional international markets will require
significant management attention and financial resources. Our failure to successfully manage our international operations and
the associated risks could limit the future growth of our business. If we are unable to address these difficulties and challenges or
other problems encountered in connection with our international operations and expansion, we might incur unanticipated
liabilities or we might otherwise suffer harm to our business generally. Incorrect implementation or use of, or our customers’
failure to update, our products could result in customer dissatisfaction and negatively affect our business, operations, financial
results, and growth prospects. Our products are often operated in large scale, complex IT environments. Our customers and
some partners require training and experience in the proper use of and the benefits that can be derived from our products to
maximize their potential. If our customers do not implement, update or use our products correctly or as intended, inadequate
performance, and / or security vulnerabilities may result. Because our customers rely on our software to manage a wide range of
operations, the incorrect implementation, use of, or our customers’ failure to update, our software or our failure to train
customers on how to use our software productively may result in customer dissatisfaction, negative publicity and may adversely
affect our reputation and brand. Our Fatlure-failure by-us-to effectively provide training and implementation services to our
customers could result in lost opportunities for follow- on sales to these customers and decrease subscriptions by new
customers, and adversely affect our business and growth prospects. We depend on eeeperating-— cooperation with public cloud
operators. Changes to arrangements with such operators may significantly harm our customer retention, new customer
acquisition, and product extension or expansion, or require us to change our business models, operations, practices, or
advertising activities, which could restrict our ability to maintain our platform through these clouds and would adversely impact
our business. We depend upon the public cloud operators, primarily AWS, Google Cloud, and Microsoft Azure, to offer eur
products to our customers. Because of the significant use of our platform on public clouds, our solutions must remain
interoperable with them. Further, we are subject to the standard agreements, policies, and terms of service of these public
clouds, as well as agreements, policies, and terms of service of the various application stores that make our solutions available to
our developers, creators, customers, and users. These agreements, policies, and terms of service govern the availability,
promotion, distribution, content, and operation generally of applications and experiences on such public clouds. As a result, we
may not successfully cultivate relationships with key industry participants or develop products that operate effectively with these
technologies, systems, networks, regulations, or standards. If it becomes more difficult for our customers or users to access and
engage with our platform on the public clouds they are already using, if our customers choose not to access or use our platform
application on their cloud accounts, or if our customers or users choose to use public clouds that do not offer or discontinue
access to our platform, our business and customer retention, new customer acquisition, and product extension or expansion
could be significantly harmed. The owners and operators of these public clouds each have approval authority over our platform’
s deployment on their systems and offer products that compete with ours. We have no control over these public clouds, and any
changes to these clouds that degrade our platform’ s functionality, or give preferential treatment to competitive products, could
significantly harm our platform. Those companies have no obligation to test the interoperability of their clouds with our
platform. If any of these companies introduced modifications to their clouds that purposefully or inadvertently made them
incompatible with or not optimal for use of our platform, such disruption to our platform would harm our business. Additionally,
such operators could make our platform, or certain features of our platform, inaccessible on their public clouds for a potentially
significant period of time. An operator could also limit or discontinue our access to its public cloud if it establishes more



favorable relationships with one or more of our competitors, launches a competing product itself, or it otherwise determines that
it is in its business interests to do so. Such operators could display their competitive offerings more prominently than ours. We
plan to continue to introduce new technologies on our platform regularly and have-experieneed-that-it can takes— take
significant time to adjust such technologies to function with these public clouds, impacting the adoption of our new
technologies and features, and we expect this trend to continue. Each public cloud operator has broad discretion to change and
interpret its agreements, terms of service, and policies with respect to our platform, and those changes may be unfavorable to us
and our customers’ use of our platform. If we were to violate, or a public cloud operator believes that we have violated, its
agreements, terms of service, or policies, that public cloud operator could limit or discontinue our access to its cloud. In some
cases these requirements may not be clear or our interpretation of the requirements may not align with the interpretation of the
public cloud operator, which could lead to inconsistent enforcement of these agreements, terms of service, or policies against us,
and could also result in the public cloud operator’ s limiting or discontinuing access to its cloud. Any limitation on or
discontinuation of our access to any public cloud could adversely affect our business, financial condition or results of operations.
We rely upon public cloud operators to operate our platform and any disruption of or interference with our use of these
operators’ services would adversely affect our business, results of operations, and financial condition. We outsource
substantially all of our cloud infrastructure to public cloud operators that host our products and platform, and our dependence
will increase as we introduce new cloud products. Customers of our products need te-be-able-te-access to our platform at any
time, without interruption or degradation of performance. Public cloud operators run their own platforms that we access, and we
are, therefore, vulnerable to service interruptions of these platforms. We have experienced, and expect that in the future we may
experience, interruptions, delays, and outages in service and availability from time to time due to a variety of factors, including
infrastructure changes, human or software errors, website hosting disruptions, and capacity constraints. Capacity constraints
could be due to a number of potential causes including technical failures, natural disasters, fraud, or security attacks. In addition,
if our security, or that of public cloud operators, is or is perceived to have been compromised, our products or platform are
unavailable or our users are unable to use our products within a reasonable amount of time or at all, then our business, results of
operations, and financial condition could be adversely affected. In some instances, we may not be able to identify the cause or
causes of these performance problems within a period of time acceptable to our customers. It may become increasingly difficult
to maintain and improve our platform performance, especially during peak usage times, as our products become more complex
and the usage of our products increases. To the extent that we do not effectively address capacity constraints through our public
cloud operators, our business, results of operations, and financial condition may be adversely affected. In addition, any changes
in service levels from our public cloud operators may adversely affect our ability to meet our customers’ requirements. The
substantial majority of the services for which we use cloud service providers fer-are elewe-based-server capacity and, to a lesser
extent, storage and other optimization offerings. Public cloud operators allow us to order and reserve server capacity in varying
amounts and sizes distributed across multiple regions. We access public cloud operator infrastructure through standard IP
connectivity. Public cloud operators provide us with computing and storage capacity under pursuant-to-an-agreement
agreements that eentintes— continue until terminated by either party. Public cloud operators may terminate the agreentent
agreements by providing 36-days™a set amount of prior written notice and may-in some cases may terminate the agreement
agreements immediately for cause upon notice. Although we expect that we could receive similar services from other third
parties, if any of our arrangements with public cloud operators are terminated, we could experience interruptions on our
platform and in our ability to make our products available to customers, as well as delays and additional expenses in arranging
alternative cloud infrastructure services. Any of the above circumstances or events may harm our reputation, cause customers to
stop using our products, impair our ability to increase revenue from existing customers, impair our ability to grow our customer
base, subject us to financial penalties and liabilities under our service- level agreements, and otherwise harm our business,
results of operations, and financial condition. Our website and internal technology infrastructure may experience performance
issues due to a variety of factors, including infrastructure changes, human or software errors, website or third- party hosting
disruptions, capacity constraints, technical failures, natural disasters, or fraud or security attacks. Our use and distribution of
third- party eper—source available software and reliance on other third- party services may increase this risk. For example, we
are-dependent—-- depend on our relationship with a third- party processor for installation and packaging solutions in one of our
products. If our website is unavailable or our users are unable to download our products or order subscriptions or services within
a reasonable amount of time or at all, our business could be harmed. We expect to continue to make significant investments to
maintain and improve website performance and to enable rapid releases of new features and applications for our products. To
the extent that-we do not effectively upgrade our systems as needed and continually develop our technology to accommodate
actual and anticipated changes in technology, our business and results of operations may be harmed. If we experience an
interruption in service for any reason, our cloud offerings wetld-may be similarly be-interrupted. An interruption in our services
to our customers could cause our customers’ internal and consumer- facing applications to fail to function properly, which could
have a material adverse effect on our business, operations, financial results, customer relationships, and reputation. In addition,
we rely on cloud technologies from third parties in order to operate critical functions of our business, including financial
management services, customer relationship management services, and lead generation management services. Accordingly, if
these services become unavailable due to extended outages or interruptions or because they are no longer available on
commercially reasonable terms or prices, our expenses could increase, our ability to manage our finances could be interrupted,
our processes for managing sales of our products and supporting our customers could be impaired, and our ability to generate
and manage sales leads could be weakened until equivalent services, if available, are identified, obtained, and implemented, all
of which could harm our business and results of operations. A real or perceived defect, security vulnerability, error, or
performance failure in our products could cause us to lose revenue, damage our reputation, and expose us to liability. Our
products are inherently complex and, like all software, despite extensive testing and quality control, have in the past and may in



the future contain defects or errors, especially when first introduced, or not perform as contemplated. These defects, security
vulnerabilities, errors, or performance failures could cause damage to our reputation, loss of customers or revenue, product
returns, order cancellations, service terminations, or lack of market acceptance of our software, which could expose us to
liability. Because our products involve sensitive, secure and / or mission- critical uses by our customers, we may be subject to
increased scrutiny, potential reputational risk, or potential liability should our software fail to perform as contemplated in such
deployments. We have in the past and may in the future need to issue corrective releases of our software to fix these defects,
errors, or performance failures, which could require us to allocate significant research and development and customer support
resources to address these problems. Techniques used to sabotage or obtain unauthorized access to systems or networks are
constantly evolving and, in some instances, are not identified until launched against a target. We and our service providers may
be unable to anticipate these techniques, react in a timely manner, or implement adequate preventative measures. Further, there
can be no assurance that any limitations of liability provisions in our customer and user agreements, contracts with third- party
vendors and service providers, or other contracts would be enforceable or adequate or would otherwise protect us from any
liabilities or damages with respect to any particular claim relating to a security breach or other security- related matter. Any
cybersecurity insurance that-we carry may be insufficient to cover all liabilities we etrree—-- incur by-us-in connection with
any privacy or cybersecurity incidents or may not cover the kinds of incidents for which we submit claims. For example,
insurers may consider cyberattacks by a nation- state as an ““ act of war ”” and any associated damages as uninsured. We also
cannot be certain that our insurance coverage will be adequate for data handling or data security liabilities actually incurred, that
insurance will continue to be available to us on economically reasonable terms, or at all, or that any insurer will accept net-deny
coverage as to any future claim. The successful assertion of one or more large claims against us that exceed available insurance
coverage, or the occurrence of changes in our insurance policies, including premium increases or the imposition of large
deductible or co- insurance requirements, could have a material adverse effect on our business, results of operations, and
financial condition, as well as our reputation. The use of AI in our offerings and in our business may result in reputational
harm or liability. We have incorporated and may continue to incorporate additional AI features into our offerings,
including those based on large language models, and these features may become more important to our operations or to
our future growth over time. We expect to rely on Al features to help drive future growth in our business, but there can
be no assurance that we will realize the desired or anticipated benefits from Al or at all. We may also fail to properly
implement or market our Al features. Our competitors or other third parties may incorporate Al into their offerings
and solutions more quickly or more successfully than us, which could impair our ability to compete effectively and
adversely affect our results of operations. Additionally, our use of AI may expose us to additional claims, demands, and
proceedings by private parties and regulatory authorities and subject us to legal liability as well as brand and
reputational harm. For example, if the content, analyses or recommendations that Al features assist in producing are or
are alleged to be deficient, inaccurate or biased, or for such content, analyses, recommendations, or for such solutions or
features or their development or deployment, including the collection, use, or other processing of data used to train or
create such Al features, to infringe upon or to have misappropriated third- party intellectual property rights or to violate
applicable laws, regulations, or other actual or asserted legal obligations to which we are or may become subject, then
our reputation may be harmed and our business, financial condition, and results of operations may be adversely
affected. The legal, regulatory, and policy environments around Al are evolving rapidly, and we may become subject to
new and evolving legal and other obligations. These and other developments may require us to make significant changes
to our use of Al, including by limiting or restricting our use of Al, and which may require us to make significant changes
to our policies and practices, which may necessitate expenditure of significant time, expense, and other resources. Al also
presents emerging ethical issues, and if our use of AI becomes controversial, we may experience brand or reputational
harm. We depend on our senior management and other key employees, and the loss of one or more of these employees or an
inability to attract, train, and retain highly skilled employees could harm our business. Our future success is substantially
dependent on our ability to continue to attract and retain highly skilled personnel. The loss of the services of any of our key
personnel, the inability to attract or retain qualified personnel, or delays in hiring required personnel, particularly in engineering
and sales, may seriously harm our business, financial condition, and results of operations. We are also substantially dependent
on the continued service of our existing engineering personnel because of the complexity of our products. Although we have
entered into employment offer letters with our key personnel, these agreements have no specific duration and constitute at- will
employment. The loss of one or more of our executive officers or key employees could seriously harm our business. Our future
performance also depends on the continued services and continuing contributions of our senior management to execute on our
business plam-plans and to identify and pursue new opportunities and product innovations. The loss of services of senior
management could significantly delay or prevent the achievement of our development and strategic objectives, which could
adversely affect our business, financial condition, and results of operations. Our industry is generally characterized by significant
competition for skilled personnel as well as high employee attrition. Additionally, many of the companies with which we
compete for experienced personnel have greater resources than we have and may provide higher levels of compensation. We
have from time to time experienced, and we expect to continue te-experierree-experiencing , difficulty in hiring and retaining
employees with appropriate qualifications. Also, to the extent we hire personnel from competitors, we may be subject to
allegations that they have been improperly solicited, that they have divulged proprietary or other confidential information, or

that their former employers own their inventions or other work product. In addition, atarge-pereentage-of our-wotkforeeis-new
newly to-etr-eompany—New-hires-hired employees require significant training and may take significant time to before-they

achieve full productivity. Our recent hires and planned hires may not become productive as quickly as we expect, and we may
be unable to hire or retain sufficient numbers of qualified individuals in the markets where we do business or plan to do
business. Additionally, the growth of our direct sales force leads to increasing difficulty and complexity in its organization,



management, and leadership, at-which we may preve-not manage tnstueeessful--- successfully . If we are unable to hire and
train a sufficient number of effective sales personnel, we are ineffective at overseeing a growing sales force, or the sales
personnel we hire are otherwise unsuccessful in obtaining new customers or increasing sales to our existing customer base, our
business will be adversely affected. Our corporate culture has contributed to our success, and if we cannot maintain this culture
as we grow, we could lose the innovation, creativity, and entrepreneurial spirit we have worked to foster, which could harm our
business. We believe thatour culture has been and will continue to be a key contributor to our success. If we do not continue to
maintain our corporate culture as we grow, we may be unable to foster the innovation, creativity, and entrepreneurial spirit we
believe we need to support our growth. Any failure to preserve our culture also could further harm our ability to retain and
recruit personnel, innovate and create new products, operate effectively, and execute on our business strategy. Operating as a
hybrid remote —first-company may make it difficult for us to preserve our corporate culture, have a negative impact on
workforce morale and productivity, and harm our future success, including our ability to retain and recruit personnel, innovate
and operate effectively, and execute on our business strategy. We have largely been a hybrid remote —fist-company since
incorporation. This subjects us to heightened operational risks. For example, technologies in our employees’ and service
providers’ homes may not be as robust as in our offices and could cause the networks, information systems, applications, and
other tools available to employees and service providers to be more limited or less reliable than in our offices. Further, because
the security systems in place at our employees’ and service providers” homes may be less secure than those used in our offices,
we may be subject to increased cybersecurity risk, which could expose us to risks of data or financial loss and disrupt our
business operations. There is no guarantee that our data security and privacy safeguards will be completely effective or that we
will not encounter risks associated with employees and service providers accessing company data and systems remotely.
Operating as-a hybrid work environment remete—first-eompany-may make it more difficult for us to preserve our corporate
culture, and our employees may have decreased opportunities to collaborate in meaningful ways. Further, we cannot guarantee
that many-having a large percentage of remote cmployees workingremetely-will not damage have-anegativetmpaet-on
workforce morale and productivity. Any failure to preserve our corporate culture and foster collaboration could harm our future
success, including our ability to retain and recruit personnel, innovate and operate effectively, and execute on our business
strategy. Additionally, working fer-in a hybrid remote —first-company allows employees to move freely while undertaking their
work responsibilities. On occasion, employees have and may continue to fail to inform us of changes to their work location in a
timely manner. Conducting business in certain geographies may expose use to risks associated with that location, including
compliance with local laws and regulations or exposure to compromised internet infrastructure. If employees fail to inform us of
changes in their work location, we may be exposed to various risks without our knowledge. For example, if employees create
intellectual property on our behalf while residing in a jurisdiction with weak or uncertain intellectual property laws, our
ownership of such intellectual property may be questioned. Similarly, if employees access our resources through unsecured
internet infrastructure, they may expose us to a heightened risk of data theft or cyberattack. Our business is affected by seasonal
demands, and our quarterly operations results fluctuate as a result. Historically our business has been highly seasonal, with the
highest percentage of our sales occurring in our fiscal fourth quarter due to increased buying patterns of our enterprise customers
prior to the end of the year and a lower percentage of our sales occurring in our second fiscal quarter due to the summer vacation
slowdown that impacts many of our customers. We expect these seasonal trends to continue. We may also experience
fluctuations due to factors that may be outside of our control that affect customer engagement with our platform. Additionally,
activity levels may remain unpredictable due to the macroeconomic environment, 1nclud1ng impacts of global theRussia
Bkraine-military eenfliet-conflicts , inflationary pressures, or recessionary economic cycles. Episodic experiences may also
contribute to fluctuations in our quarterly results of operations. As our business matures, other seasonal trends may develop, or
existing seasonal trends may become more extreme. A portion of our self- managed product revenue is recognized at the time
we sell and deliver our software rather than on a ratable basis, and the amount we recognize can differ by product and contract
length, which adds variability to our forecasting and could have a material negative impact on our revenue results. More
specifically, a portion of our self- managed license revenue is recognized upfront upon delivery of our software, particularly for
multi- year agreements that are paid by customers on an annual basis. Generally, our multi- year self- managed contracts tend to
have license revenue recognized upfront, while one- year self- managed contracts tend to have license revenue recognized
ratably in one- month increments. In addition, the amount of revenue we recognize varies by product based on the allocation of
value — from an accounting standpoint — between the license and support components of our product offerings. We believe the
benefit of securing multi- year customer commitments for our self- managed offerings far outweighs the resulting variability in
forecasting revenue. Accordingly, we sell multi- year agreements whenever possible, but we also sell one- year agreements
when our customers require them. The result is that in any given quarter, we can have a mix of one- year and multi- year
agreements for our self- managed offerings, and that mix of contract lengths impacts the amount of revenue we recognize
upfront versus over time. This variability is compounded by the fact that the amount of revenue we recognize at delivery also
differs by product. We face challenges forecasting the percentage of customers who will choose multi- year agreements versus
single- year subscriptions, as well as the final mix of products we will sell in each quarter. Any failure to make those forecasts
with reasonable accuracy could cause us to miss our revenue forecasts and result in a decline in our stock price. A high
percentage of our sales often occur near the end of each quarter, which can create a processing backlog and negatively impact
our revenue recognition and, consequently, our quarterly results. Like many software companies, we transact many of our sales
late in each quarter. For our self- managed offerings, this timing can affect our revenue recognition because delivery of the
software is a pre—trequisite-prerequisite to recognizing revenue under applicable software accounting rules. If we are unable to
deliver our software to a new customer before the quarter ends, we cannot recognize any revenue from the sale during the
quarter in which the customer placed its order. Instead, we must wait until the quarter in which we actually delivered the
software to begin recognizing revenue. In quarters where we have a high volume of late- quarter sales, we may be unable to sign



or process a significant number of the orders we receive or deliver the purchased software before the quarter ends. As a result,
we may need to prioritize some orders over others and wait until the following quarter to recognize revenue for those orders we
are unable to complete on time. In such cases, we will not be able to recognize as much revenue for the quarter as we otherwise
would have if we had processed and delivered software for all orders we received before the quarter ended, which may lower
our revenue results for the quarter. This in turn may harm our business by consistently underreporting our quarterly revenues to
investors. Sales to government entities are subject to a number of challenges and risks. We sell to U. S. federal governmental
agency customers. Sales to such entities currently constitute a small portion of our revenue. Selling to such entities can be highly
competitive, expensive, and time- consuming, often requiring significant upfront time and expense without any assurance that
these efforts will generate meaningful sales. Government certification or other requirements for products like ours may change,
thereby restricting our ability to sell into the government sector until we have attained or updated the necessary certifications or
satisfy other applicable requirements . Government demand and payment for our products may be affected by public sector
budgetary cycles and funding authorizations, with funding reductions or delays adversely affecting public sector demand for our
products. Additionally, any actual or perceived privacy, data protection, or data security incident, or even any perceived defect
regarding te-our practices or measures in these areas, may negatively impact public sector demand for our products. Government
contracting requirements may change and could restrict our ability to sell into the government sector until we have met
government- mandated requirements, which may require significant upfront cost, time, and resources. If we do not achieve and
maintain government requirements, it may harm our competitive position against larger enterprises whose competitive offerings
meet these requirements. We also can provide no assurance we will secure commitments or contracts with government entities
even if we meet government requirements, which could harm our margins, business, financial condition, and results of
operations. Further, government demand and payment for our offerings are affected by public sector budgetary cycles and
funding authorizations, with funding reductions or delays adversely affecting public sector demand for our offering.
Additionally, we rely on certain partners to provide technical support services to certain of our government entity customers to
resolve any issues relating to our products. If our partners do not effectively assist our government entity customers in deploying
our products, succeed in helping our government entity customers quickly resolve post- deployment issues, or provide effective
ongoing support, our ability to sell additional products to new and existing government entity customers would be adversely
affected and our reputation could be damaged. Further, governmental entities may demand contract terms that differ from our
standard arrangements and are less favorable than terms agreed with private sector customers. Such entities may have statutory,
contractual or other legal rights to terminate contracts with us or our partners for convenience or for other reasons. Any such
termination may adversely affect our ability to contract with other government customers as well as our reputation, business,
financial condition, and results of operations. Governments routinely investigate and audit government contractors’
administrative processes, and any unfavorable audit could result in the government refusing to continue buying our
subscriptions, a reduction of revenue, or fines or civil or criminal liability if the audit uncovers improper or illegal activities,
which could adversely affect our results of operations and reputation. Risks Related to Our Intellectual Property Some of our
technology incorporates third- party open- source software, which could negatively affect our ability to sell our products, and
subject us to possible litigation. Our eper—source available and proprietary technologies incorporate third- party open- source
software, and we expect to continue using third- party open- source software in our products in the future, which may require
using new and upgraded versions of these software applications. There can be no assurance that new versions of the third- party
open- source projects we currently use will continue to be licensed under open- source licenses, or that new versions will not
contain different open- source licenses that carry unacceptable limitations on distribution. In addition, where buying proprietary
licenses is they only way to avoid onerous open- source distribution limitations, we may not succeed in obtaining those
proprietary licenses on acceptable terms. Our inability to obtain certain licenses or other rights or to obtain such licenses or
rights on favorable terms, could result in delays in product releases until equivalent technology can be identified, licensed,
developed, and integrated into our products, which may have a material adverse effect on our business, results of operations, and
financial condition. In addition, third parties may allege that additional licenses are required for our use of their software or
intellectual property, and we may be unable to obtain such licenses on commercially reasonable terms or at all. In addition, few
of the licenses applicable to open- source software have been interpreted by courts, and there is a risk these licenses could be
construed in a manner that adversely impact our interests and the interests of our customers, both with respect to our use of third-
party open- source as well as our distribution of our own software under epes—source available licenses, including by imposing
unanticipated conditions or restrictions on our ability to commercialize our products, or limiting our ability to enforce our rights
in the manner we had anticipated. Moreover, we cannot ensure our software does not include open- source software that we are
unaware of, or that we have not incorporated additional open- source software in our software in a manner that is inconsistent
with the terms of the applicable license or our current policies and procedures, including requiring us to make some or all of our
software available under an open- source license that is unacceptable to us or to our customers. If we incorporate third- party
open- source software into our software products, then in certain circumstances, we and our customers may be subject to certain
requirements, including requirements that we offer our solutions that incorporate such third- party open- source software under
license terms that are inconsistent with our intended license, such as requiring portions of our products we create based upon,
derived from, incorporating, or using such open- source software (and in turn, portions of our customers’ products that they
create which are based upon, derived from, incorporating, or using our products) be made available for no cost and for the
purpose of making and redistributing such software (including in source code form) and derivatives thereof. If an author or other
third party that distributes such open- source software were to allege that we had not complied with the conditions of one or
more of these licenses, we could be required to incur significant legal expenses defending against such allegations and could be
subject to significant damages, enjoined from the sale of our products that contained the open- source software, and required to
comply with onerous conditions or restrictions on these products, which could disrupt the distribution and sale of these products.



Moreover, there have been claims challenging the ownership rights in open- source software against companies that incorporate
open- source software into their products, and the licensors of such open- source software provide no warranties or indemnities
with respect to such claims. In the event such a claim is made with respect to a third- party open- source component included in
our products, we and our customers could be required to seek licenses from third parties in order to continue offering our
products, and to re- engineer our respective products or discontinue the sale of our respective products in the event re-
engineering cannot be accomplished on a timely basis. We and our customers may also be subject to suits by parties claiming
infringement, misappropriation or violation due to the reliance by our solutions on certain open- source software, and such
litigation could be costly for us to defend or subject us to certain types of equitable remedies, such as an injunction. Some open-
source projects have known vulnerabilities and architectural instabilities and are provided on an as- is basis, which, if not
properly addressed, could negatively affect the performance of our product. Any of the foregoing could require us to devote
additional research and development resources to re- engineer our solutions, provide an advantage to our competitors or other
entrants to the market, create new security vulnerabilities, or highlight existing security vulnerabilities in products, result in
customer dissatisfaction, and may adversely affect our business, results of operations, and financial condition. We cannot ensure
that our processes for identifying and controlling our use of open- source software in our platform and products will be effective.
We develop our products in a asepen—source available software environment, which could negatively affect our ability to sell
our offerings, or make it easier for competitors, some of whom may have greater resources than we have, to enter our markets
and compete with us. Unlike traditional proprietary software, the core of all of our products has ts-its developedirepen—source
code available , allowing our partners and third parties to give feedback directly, report issues, contribute features, and fix bugs,
which we may accept and integrate into our products. Our partners are able to integrate their technology solutions and validate
their integrations with continuous development. We plan to continue to develop our products in this epea—source available
environment, and enabling third- party contributions, and the integration of eper—seuree-software from third parties into our
codebase. While these eper—setree-software licenses state that any work of authorship licensed under it may be reproduced and
distributed provided that certain conditions are met, we may nevertheless be subject to suits by parties claiming ownership rights
in what we believe to be permissively licensed open- source software or claiming non- compliance with the applicable open-
source licensing terms. In addition, the use of third- party open- source software may expose us to greater risks than the use of
third- party commercial software because open- source licensors generally do not provide warranties or controls on the
functionality or origin of the software. Use of open- source software may also present additional security risks because the
public availability of such software may publicize vulnerabilities or otherwise make it easier for hackers and other third parties
to determine how to compromise our platform. Any of the foregoing could be harmful to our business, results of operations,
financial condition, and cash flows and could help our competitors develop products that are similar to or better than ours.
Failure to obtain, maintain, protect, and enforce our proprietary technology and intellectual property rights could harm our
business and results of operations. Our success depends to a significant degree on our ability to obtain, maintain, protect, and
enforce our intellectual property rights, including proprietary technology, methodologies, know- how, and brand. We rely on a
combination of patents, trademarks, copyrights, service marks, trade secret laws, contractual restrictions, and other intellectual
property laws and confidentiality procedures to establish and protect our proprietary rights. However, the steps we take to
obtain, maintain, protect, and enforce our intellectual property rights may be inadequate. Our intellectual property rights may not
protect our competitive position if we are unable to enforce our rights or if we do not detect unauthorized use of our intellectual
property rights, or if others are successful in designing around the protections our intellectual property rights afford. If we fail to
protect our intellectual property rights adequately, our competitors may gain access to our proprietary technology, develop and
commercialize substantially identical products, services, or technologies, and our business may be harmed. In addition,
defending our intellectual property rights might entail significant expense. Any patents, trademarks, or other intellectual
property rights that we have or may obtain may be challenged or circumvented by others or held unenforceable or invalidated
through administrative process, including re- examination inter partes review, interference and derivation proceedings, and
equivalent proceedings in foreign jurisdictions (e. g., opposition proceedings), or litigation. There can be no assurance that our
patent applications will result in issued patents. Even if we continue to seek patent protection in the future, we may be unable to
obtain further patent protection for our technology. In addition, any patents issued in the future may not provide us with
competitive advantages or may be successfully challenged by third parties. There may be issued patents of which we are not
aware, held by third parties that, if found to be valid and enforceable, could be alleged to be infringed by our current or future
technologies or offerings. There also may be pending patent applications of which we are not aware that may result in issued
patents, which could be alleged to be infringed by our current or future technologies or offerings. Furthermore, legal standards
relating to the validity, enforceability, and scope of protection of intellectual property rights are uncertain. Despite our
precautions, it may be possible for unauthorized third parties to copy our products and use information that we regard as
proprietary to create offerings that compete with ours. Effective patent, trademark, copyright, and trade secret protection may
not be available to us in every country in which our products are available. We may be unable to prevent third parties from
acquiring domain names or trademarks that are similar to, infringe upon, or diminish the value of our trademarks and other
proprietary rights. We may be unable to successfully resolve these types of conflicts to our satisfaction. In some cases, litigation
or other actions may be necessary to protect or enforce our trademarks and other intellectual property rights. Furthermore, third
parties may assert intellectual property claims against us, and we may be subject to liability, required to enter into costly license
agreements, or required to rebrand our offering or prevented from selling our offering if third parties successfully oppose or
challenge our trademarks or successfully claim that we infringe, misappropriate or otherwise violate their trademarks or other
intellectual property rights. The laws of some countries may not be as protective of intellectual property rights as those in the
United States, and mechanisms for enforcement of intellectual property rights may be inadequate. As we expand our
international activities, our exposure to unauthorized copying and use of our products and proprietary information will likely



increase. Accordingly, despite our efforts, we may be unable to prevent third parties from infringing upon or misappropriating
our intellectual property. We enter into confidentiality and invention assignment agreements with our employees and consultants
and enter into confidentiality agreements with other parties. Ne-We cannot assuranee—-- assure eamnbe-giventhatthese
agreements will be effective in controlling access to and distribution of our proprietary information. Further, these agreements
may not prevent our competitors from independently developing technologies that are substantially equivalent or superior to our
products. These agreements may be breached, and we may not have adequate remedies for any such breach. In order to protect
our intellectual property rights, we may be required to spend significant resources to monitor and protect our intellectual
property rights. Litigation may be necessary in the future to enforce our intellectual property rights and to protect our trade
secrets. Litigation brought to protect and enforce our intellectual property rights could be costly, time- consuming, and
distracting to management, and could result in the impairment or loss of portions of our intellectual property. Further, our efforts
to enforce our intellectual property rights may be met with defenses, counterclaims, and countersuits attacking the validity and
enforceability of our intellectual property rights and if such defenses, counterclaims, or countersuits are successful, we could
lose valuable intellectual property rights. Our inability to protect our proprietary technology against unauthorized copying or use,
as well as any costly litigation or diversion of our management’ s attention and resources, could delay further sales or the
implementation of our products, impair the functionality of our products, delay introductions of new products, result in our
substituting inferior or more costly technologies into our products, or injure our reputation. We could incur substantial costs as a
result of any claim of infringement, misappropriation, or violation of another party’ s intellectual property rights. In recent years,
there has been significant litigation involving patents and other intellectual property rights in the software industry. Companies
providing software are increasingly bringing and becoming subject to suits alleging infringement, misappropriation, or violation
of proprietary rights, particularly patent rights, and to the extent we gain greater market visibility, we face a higher risk of being
the subject of intellectual property infringement, misappropriation, or violation claims. Further, the software industry is
characterized by the existence of a large number of patents, copyrights, trademarks, trade secrets, and other intellectual and
proprietary rights. Companies in the software industry are often required to defend against litigation claims based on allegations
of infringement, misappropriation, or other violations of intellectual property rights. Our technologies may not be able to
withstand any third- party claims against their use. In addition, many companies have the capability to dedicate substantially
greater resources to enforce their intellectual property rights and to defend claims that may be brought against them. We cannot
predict the outcome of lawsuits and cannot ensure that the results of any such actions will not have an adverse effect on our
business, financial condition, or results of operations. Accordingly, we could incur substantial costs in prosecuting or defending
any current or future intellectual property litigation. Any such intellectual property litigation could be expensive and could
divert our management resources possibly leading to delays in development or commercialization of our products. Any
intellectual property litigation to which we might become a party, or for which we are required to provide indemnification, may
require us to do one or more of the following: * cease selling or using products that incorporate the intellectual property rights
that we allegedly infringe, misappropriate, or violate; * make substantial payments for legal fees, settlement payments, license
fees, royalties, or other costs or damages; * obtain a license, which may not be available on reasonable terms or at all, to sell or
use the relevant technology; or * redesign the allegedly infringing products to avoid infringement, misappropriation, or
violation, which could be costly, time- consuming, or impossible. Even if the claims do not result in litigation or are resolved in
our favor, these claims, and the time and resources necessary to resolve them, could divert the resources of our management and
harm our business and results of operations. We expect that the occurrence of infringement claims is likely to grow as the
market for our platform for data in motion and our offering grows. Accordingly, our exposure to damages resulting from
infringement claims could increase, which and-this-could strain further-exhaustour financial and management resources. If we
are required to make substantial payments or undertake any of the other actions noted above due to intellectual property
infringement, misappropriation, or violation claims against us or any obligation to indemnify our customers for such claims,
such payments or actions could harm our business. Indemnity provisions in various agreements potentially expose us to
substantial liability for intellectual property infringement, misappropriation, violation, and other losses. Our agreements with
customers and other third parties may include indemnification provisions under which we agree to indemnify them for losses
suffered or incurred as a result of claims of intellectual property infringement, misappropriation, or violation, damages caused
by us to property or persons, or other liabilities relating to or arising from our software, services, or other contractual obligations.
Large indemnity obligations and payments could disrupt and harm our business, results of operations, and financial condition.
Although we generally attempt to contractually limit our liability with respect to such indemnity obligations, our efforts may not
always be successful, and we may still incur substantial liability related to them even when subject to limitations. Any dispute
with a customer with respect to such obligations could have adverse effects on our relationship with that customer and other
existing customers and new customers and harm our business and results of operations. Risks Related to our Regulatory, Legal,
Tax, and Accounting Environment In connection with the operation of our business, we may collect, store, transfer, and
otherwise process certain personal data and personally identifiable information, and our products help our customers do so as
well. As a result, our business is subject to a variety of government and industry regulations, as well as other obligations, related
to privacy, data protection, and data security. Privacy, data protection, and data security have become significant issues in
various jurisdictions where we offer our products and increasingly so as we sell more cloud offerings. We process certain
personal data as part of our business operations, and our Vault product is specifically designed to assist our customers with
management of their private and sensitive information. As we develop our cloud offerings and are able to process more data in
the cloud, these issues become more significant. The regulatory frameworks for privacy, data protection, and data security
issues worldwide are rapidly evolving and are likely to remain uncertain for the foreseeable future, particularly for data
processed in the cloud. Federal, state, and non- U. S. government bodies or agencies have in the past adopted, and may in the
future adopt, new laws and regulations or may make amendments to existing laws and regulations affecting data protection, data



privacy, and / or data security and / or regulating the use of the internet as a commercial medium. Industry organizations also
regularly adopt and advocate for new standards in these areas, and we are bound by certain contractual obligations relating to
our use, storage, security, and other processing of personal data and other personally identifiable information. We also post
privacy policies and have made, and may make, other representations regarding our privacy and data security practices. If we
fail to comply with any of these laws, regulations, standards, or other obligations, or such public representations, or are alleged
to have done so, we may be subject to investigations, enforcement actions, civil litigation, fines, and other penalties, all of which
may generate negative publicity and have a negative impact on our business. In the United States, we may be subject to
investigation and / or enforcement actions brought by federal agencies and state attorneys general and consumer protection
agencies. We publicly post policies and other documentation regarding our practices concerning the processing, use, and
disclosure of personally identifiable information. Although we endeavor to comply with our published policies and
documentation, we may at times fail to do so or be alleged to have failed to do so. The publication of our privacy policy and
other documentation that provide promises and assurances about privacy and security can subject us to potential state and
federal action if they are found to be deceptive, unfair, or misrepresentative of our actual practices. Many states have enacted
privacy and data security laws. For example, the California Consumer Privacy Act, or CCPA, which took effect on January 1,
2020, gives California residents expanded rights to access and delete their personal information, opt- out of certain personal
information sharing, and receive detailed information about how their personal information is used. The CCPA provides for
civil penalties for violations, as well as a private right of action for data breaches that is expected to increase data breach
litigation. Some observers have noted that the CCPA could mark the beginning of a trend toward more stringent privacy
legislation in the United States. California has already adepted-amended and expanded the CCPA with a new law, the
California Privacy Rights Act of 2020, or CPRA, which came into effect thatsubstantialty-expanded-the-C€PA-as of January 1,
2023. Additionally, other U. S. states continue to propose, and in certain cases adopt, privacy- focused legislation suek-as-. For
example, Virginia, Colorado, ¥rginta;-Utah, and Connecticut have enacted comprehensive privacy legislation that has gone
into effect in 2023; Florida, Montana, Oregon, and Texas have enacted similar legislation that will go into effect in 2024;
Delaware Iowa, New Jersey, and Tennessee have enacted similar legislation that will go into effect in 2025; and Indiana
has enacted similar legislation that will go into effect in 2026 . Aspects of these state laws remain unclear, resulting in further
uncertainty and potentially requiring us to modify our data practices and policies and to incur substantial additional costs and
expenses in an effort to comply. A patchwork of differing state privacy and data security requirements will increase the cost and
complexity of operating our business and increase our exposure to liability . Similarly, regulatory bodies such as the US
Securities and Exchange Commission have issued disclosure rules and signaled a more aggressive posture regarding
data security failures . Internationally, we or our customers must comply with the data security, privacy, and data protection
requirements of each of the jurisdictions we operate in. Within the European Union, the European General Data Protection
Regulation, or the GDPR, became fully effective on May 25, 2018, and applies to the processing (which includes the collection
and use) of certain personal data. The GDPR imposes substantial obligations and risk upon our business. Administrative fines
under the GDPR can amount up to 20 million Euros or four percent of the group’ s annual global turnover, whichever is highest.
We may be required to incur substantial expense and to make significant changes to our business operations in an effort to
comply with the obligations imposed by the GDPR, all of which may adversely affect our revenue and our business overall.
Additionally, because the GDPR lacks a long enforcement history, we are unable to predict fully how the GDPR may be applied
to us. Despite our efforts to attempt to comply with the GDPR, a regulator may determine that we have not done so and subject
us to fines and public censure, which could harm our company. European privacy, data security, and data protection laws,
including the GDPR, regulate and generally restrict the transfer of the personal data subject from Europe, including the
European Economic Area, or EEA, the United Kingdom, and Switzerland, to third countries that have not been found to provide
adequate protection to such personal data, including the United States unless the parties to the transfer have implemented
specific safeguards to protect the transferred personal data. The safeguard on which we have primarily relied for such transfers
has been implementation of the European Commission’ s Standard Contractual Clauses, or SCCs, in our relevant data transfer
agreements. We have undertaken certain efforts to conform transfers of personal data from the European Economic Area, or the
EEA, to the United States and other jurisdictions based on our understanding of current regulatory obligations and the guidance
of data protection authorities. The EU- U. S. Privacy Shield program administered by the U. S. Department of Commerce, to
which we have self- certified, was invalidated by the Court of Justice of the European Union, or CJEU, on July 16, 2020. The
Swiss Federal Data Protection and Information Commissioner invalidated the Swiss- U. S. Privacy Shield on similar grounds. In
its July 16, 2020 opinion, the CJEU imposed additional obligations on companies when relying on SCCs to transfer personal
data. The European Commission has published revised SCCs addressing the CJEU concerns on June 4, 2021, that are required to
be implemented. The United Kingdom has adopted new standard contractual clauses, or the UK SCCs, that became effective as
of March 21, 2022, and which are required to be implemented evertime-. The United States and European Union announced
an “ agreement in principle ” to replace the EU- U. S. Privacy Shield transfer framework with the Trans- Atlantic Data
Privacy Framework, or EU- U. S. DPF, on March 25, 2022. On July 10, 2023, the European Commission adopted an
adequacy decision in relation to the EU- U. S. DPF, allowing the EU- U. S. DPF to be utilized as a means of legitimizing
EU- U. S. personal data transfers for participating entities, including us. We also have self- certified under a UK
Extension to the EU- U. S. DPF and the Swiss- U. S. Data Privacy Framework, or the Swiss- U. S. DPF. The EU- U. S.
DPF already has faced legal challenges, and the CJEU’ s Schrems II decision, the revised SCCs and UK SCCs, guidance and
opinions of regulators, and other developments relating to cross- border data transfer , including the EU- U. S. DPF, the UK
Extension to the EU- U. S. DPF, and the Swiss- U. S. DPF may be subject to challenges, future reviews, suspension,
amendment, repeal, or limitations, and may require us to implement additional contractual and technical safeguards for any
personal data transferred out of Europe, which may increase compliance costs, lead to increased regulatory scrutiny or liability,



and which may adversely impact our business, financial condition and operating results. We may also experience hesitancy,
reluctance, or refusal by European or multi- national customers to continue to use our products, or by current or potential new
customers to consider or adopt our fully managed HCP cloud offerings, due to the potential risk exposure to such customers as a
result of shifting business sentiment in Europe regarding international data transfers and the data protection obligations imposed
on them. We may find it necessary to establish systems to maintain personal data originating from Europe in Europe, which may
involve substantial expense and may cause us to need to divert resources from other aspects of our business, all of which may
adversely affect our business. We may be unsuccessful in maintaining the conforming means of transferring personal data from
Europe to other jurisdictions. We, and our customers, may face a risk of enforcement actions taken by European data protection
authorities relating to cross- border personal data transfers. In addition to the GDPR, the European Commission has another
draft regulation in the approval process that focuses on a person’ s right to conduct a private life. The proposed legislation,
known as the Regulation of Privacy and Electronic Communications, or the ePrivacy Regulation, would replace the current
ePrivacy Directive. Originally planned to be adopted and implemented at the same time as the GDPR, the ePrivacy Regulation
is still being negotiated. Most recently, on February 10, 2021, the Council of the EU agreed on its version of the draft ePrivacy
Regulation. If adopted, the earliest date for entry into force is in 2023, with broad potential impacts on the use of internet- based
services and tracking technologies, such as cookies. Aspects of the ePrivacy Regulation remain for negotiation between the
European Commission and the Council. We expect to incur additional costs to comply with the requirements of the ePrivacy
Regulation as it is finalized for implementation. Further, the United Kingdom has enacted a Data Protection Act, and has
implemented legislation referred to as the * UK GDPR, ” that substantially imptementimplements the GDPR in the United
Kingdom following Brexit and the transition period that ended on December 31, 2020. This legislation provides for substantial
penalties for noncompliance of up to the greater of £ 17. 5 million or four percent of worldwide revenues. While the EU has
deemed the United Kingdom an “ adequate country ” to which personal data could be exported from the EEA, this decision is
required to be renewed after four years of being in effect and may be modified, revoked, or challenged in the interim, creating
uncertainty regarding transfers of personal data to the United Kingdom from the EEA. Some countries also are considering or
have passed legislation requiring local storage and processing of data, or similar requirements, which could increase the cost and
complexity of delivering our products. Finally, we publish privacy policies and other documentation regarding our collection,
use, disclosure, and other processing of personal information. Although we endeavor to adhere to these policies and
documentation, we and the third parties on which we rely may at times fail to do so or may be perceived to have failed to do so.
Such failures could subject us to regulatory enforcement action as well as costly legal claims by affected individuals or our
customers. Because the interpretation and application of many laws and regulations relating to privacy, data protection, and data
security, along with industry standards, are uncertain, particularly as they relate to our cloud offerings, it is possible that these
laws and regulations may be interpreted and applied in a manner that is inconsistent with our existing data management
practices or the features of our products, and we could face fines, lawsuits, regulatory investigations, and other claims and
penalties, and we could be required to fundamentally change our products or our business practices, which could have an
adverse effect on our business. Any inability to adequately address privacy, data protection, and data security concerns, even if
unfounded, or any actual or perceived failure to comply with applicable privacy, data protection, and data security laws,
regulations, and other obligations, could result in additional cost and liability to us, damage our reputation, inhibit sales, and
adversely affect our business. Furthermore, the costs of compliance with, and other burdens imposed by, the laws, regulations,
and policies that are applicable to the businesses of our customers may limit the use and adoption of, and reduce the overall
demand for, our products. Privacy, data protection, and data security concerns, whether valid or not valid, may inhibit market
adoption of our products, particularly in certain industries and countries outside of the United States. If we are not able to adjust
to changing laws, regulations, and standards related to the internet, our business may be harmed. We are subject to governmental
export and import controls that could impair our ability to compete in international markets or subject us to liability if we violate
these controls. Our seftware-products and services may be subject to U. S. export control laws and regulations including the
Export Administration Regulations, or EAR, and trade and economic sanctions maintained by the Office of Foreign Assets
Control, or OFAC. As such, an export license may be required to export or re- export our products