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Our business involves significant risks. You should carefully consider the risks described below and all of the other
information set forth in this Form 10- K, including our consolidated financial statements and accompanying notes. These risks
and other factors may affect our forward- looking statements, including those we make in this Form 10- K or elsewhere, such as
in press releases, presentations to securities analysts or investors, or other communications made by or with the approval of one
of our executive officers. The risks described in the following section are not the only risks facing our Company. Additional
risks that we are unaware of, or that we currently believe are not material, may also become important factors that adversely
affect our business. In addition to the risks relating to the COVID- 19 pandemic that are specifically described in these risk
factors, the effects of the COVID- 19 pandemic may also have the effect of significantly heightening many of the other risks
associated with our business, including those described below. If any of the following risks actually occurs, our business,
financial condition, results of operations, and future prospects could be materially and adversely affected. In that event, among
other effects, the trading price of our common stock could decline, and you could lose part or all of your investment. RISKS
RELATED TO OUR INDUSTRY Our Medicaid enrollees will be subject...... may pursue. RISKS RELATED TO OUR
BUSINESS If the responsive bids of our health plans for new or renewed Medicaid contracts are not successful, or if our
government contracts are terminated or are not renewed on favorable terms, our premium revenues could be materially reduced
and our operating results could be negatively impacted. We currently derive our premium revenues from health plans that
operate in +9-20 states. Our Medicaid premium revenue constituted $8-81 % of our consolidated premium revenue in the year
ended December 31, 2622-2023 . Measured by Medicaid premium revenue by health plan, our top four health plans were in
California, New York ;-Ohie-, Texas, and Washington, with aggregate Medicaid premium revenue of $ 13. 3-5 billion, or
approximately 54-51 % of total Medicaid premium revenue, in the year ended December 31, 2622-2023 . If we are unable to
continue to operate in any of our existing jurisdictions, or if our current operations in those jurisdictions or any portions of those
jurisdictions are significantly curtailed or terminated entirely, our revenues could decrease materially. Many of our government
contracts are effective only for a fixed period of time and will only be extended for an additional period of time if the
contracting entity elects to do so. When our government contracts expire, they may be opened for bidding by competing health
plans, and there is no guarantee that the contracts will be renewed or extended. Even if our contracts are renewed or extended,
there can be no assurance that they will be renewed or extended on the same terms or without a reduction in the applicable
service areas. MelinaHealtheare; Ine—2022Form10-K123-Even if our responsive bids are successful, the bids may be based
upon assumptions regarding enrollment, utilization, medical costs, or other factors which could result in the contract being less
profitable than we had expected or could result in a net loss. Furthermore, our contracts contain certain provisions regarding,
among other things, eligibility, enrollment and dis- enrollment processes for covered services, eligible providers, periodic
financial and information reporting, quality assurance and timeliness of claims payment, and are subject to cancellation if we
fail to perform in accordance with the standards set by regulatory agencies. Our Marketplace business has been volatile and
has suffered significant losses in the past. We offer Marketplace plans in many of the states where we offer Medicaid
health plans. In 2024, we are participating in the Marketplace in all our markets except for Arizona, Iowa,
Massachusetts, Nebraska, New York, and Virginia. Our Marketplace plans allow our Medicaid members to stay with
their providers as they transition between Medicaid and the Marketplace. Additionally, our plans remove financial
barriers to quality care and seek to minimize members' out- of- pocket expenses. We develop each state’ s Marketplace
premium rates during the spring of each year for policies effective in the following calendar year. Premium rates are
based on our estimates of utilization of services and unit costs, anticipated member risk acuity and related federal risk
adjustment transfer amounts, and non- benefit expenses such as administrative costs, taxes, and fees. In the year ended
December 31, 2023, Marketplace program PMPM premium rates ranged from $ 270 to $ 1, 140. Marketplace plan
selection by members is highly price sensitive, and the Marketplace markets in general are highly volatile and
unpredictable from year to year. Any variation from our cost expectations regarding acuity, enrollment levels, adverse
selection, or other assumptions utilized in setting premium rates, could have a material adverse effect on our results of
operations, financial position, and cash flows. Molina Healthcare, Inc. 2023 Form 10- K | 19 We are subject to risks
associated with outsourcing services and functions to third parties. We contract with third party vendors and service providers
who provide services to us and our subsidiaries or to whom we delegate selected functions. Some of these third parties have
direct access to our systems. Our arrangements with third party vendors and service providers may make our operations
vulnerable if those third parties fail to satisfy their obligations to us, including their obligations to maintain and protect the
security and confidentiality of our information and data or the information and data relating to our members or customers. We
are also at risk of a data security incident involving a vendor or third party, which could result in a breakdown of such third
party’ s data protection processes or cyber- attackers gaining access to our infrastructure through the third party. To the extent
that a vendor or third party suffers a data security incident that compromises its operations, we could incur significant costs and
possible service interruption. Any contractual remedies and / or indemnification obligations we may have for vendor or service
provider failures or incidents may not be adequate to fully compensate us for any losses suffered as a result of any vendor’ s
failure to satisfy its obligations to us or under applicable law. Violations of, or noncompliance with, laws and / or regulations
governing our business or noncompliance with contract terms by third party vendors and service providers could increase our
exposure to liability to our members, providers, or other third parties, or could result in sanctions and / or fines from the



regulators that oversee our business. In turn, this could increase the costs associated with the operation of our business or have
an adverse impact on our business and reputation. Moreover, if these vendor and service provider relationships were terminated
for any reason, we may not be able to find alternative partners in a timely manner or on acceptable financial terms. We may
incur significant costs and / or experience significant disruption to our operations in connection with any such vendor or service
provider transition. As a result, we may not be able to meet the full demands of our members or customers and, in turn, our
business, financial condition, and results of operations may be harmed. If we or one of our significant vendors sustain a cyber-
attack or suffer data privacy or security breaches that disrupt our information systems or operations, or result in the
dissemination of sensitive personal or confidential information, we could suffer increased costs, exposure to significant liability,
reputational harm, loss of business, and other serious negative consequences. As part of our normal operations, we routinely
collect, process, store, and transmit large amounts of data, including sensitive personal information as well as proprietary or
confidential information relating to our business or third parties. To ensure information security, we have implemented controls
designed to protect the confidentiality, integrity and availability of this data and the systems that store and transmit such data.
However, our information technology systems and safety control systems are subject to a growing number of threats from
computer programmers, hackers, and other adversaries that may be able to penetrate our network security and misappropriate
our confidential information eH-hat—e-f—t-h—rfd—p&H—tes— create system disruptions, or cause damage, security issues, or shutdowns.
They also may be able to develop and deploy viruses, worms, and other malicious software programs that attack our systems or
otherwme exp101t qecurlty Vulnerablhtles We may Al-l—ef—t-hese—ﬂs-ks—afe—also faeed—by—eﬁr—stgm-ﬁeaﬁt—veﬂdefs—vﬁte-afe-&}se—m

i ay-face increased cybersecurity
rlskq due to our rehance on internet technology and fhe—nﬁmbefe-ﬁour fully remote emp-}eyeeﬁ"he—afe—workmg remotely
environment , which may create additional opportunities for cybercriminals to exploit vulnerabilities . All of these risks are
also faced by our significant vendors who are also in possession of sensitive confidential information . Because the
techniques used to circumvent, gain access to, or sabotage security systems can be highly sophisticated and change frequently,
they often are not recognized until launched against a target, and may originate from less regulated and remote areas around the
world. We may be unable to anticipate these techniques or implement adequate preventive measures, resulting in potential data
loss and damage to our systems. Our systems are also subject to compromise from internal threats such as improper action by
employees, including malicious insiders, or by vendors, counterparties, and other third parties with otherwise legitimate access
to our systems. Our policies, employee training (including phishing prevention training), procedures and technical safeguards
may not prevent all improper access to our network or proprietary or confidential information by employees, vendors,
counterparties, or other third parties. Our facilities may also be vulnerable to security incidents or security attacks, acts of
vandalism or theft, misplaced or lost data, human errors, or other similar events that could negatively affect our systems and our
and our members’ data. Moreover, we face the ongoing challenge of managing access controls in a complex environment. The
process of enhancing our protective measures can itself create a risk of systems dlqruptlonq and security issues. Given the
MelinaHealtheare; ne—2022Form—10-K-124-breadth of our operations and the increasing sophistication of cyberattacks, a
particular incident could occur and persist for an extended period of time before being detected. The extent of a particular
cyberattack and the steps that we may need to take to investigate the attack may take a significant amount of time before such an
investigation could be completed and full and reliable information about the incident is known. During such time, the extent of
any harm or how best to remediate it might not be known, which could further increase the risks, costs, and consequences of a
data security incident. In addition, our systems must be routinely updated, patched, and upgraded to protect against known
vulnerabilities. The volume of new software vulnerabilities has increased substantially, as has the importance of patches and
other remedial measures. In addition to remediating newly Molina Healthcare, Inc. 2023 Form 10- K | 20 identified
vulnerabilities, previously identified vulnerabilities must also be updated. We are at risk that cyber attackers exploit these
known vulnerabilities before they have been addressed. The complexity of our systems and platforms, the increased frequency
at which vendors are issuing security patches to their products, our need to test patches and, in some instances, coordinate with
third —parties before they can be deployed, all could further increase our risks. Where doing so is necessary in order to conduct
our business, we also provide sensitive personal member information, as well as proprietary or confidential information relating
to our business, to our third- party service providers. Although we obtain assurances from those third parties that they have
systems and processes in place to protect such data, and that they will take steps to assure the protection of such data by other
third parties, those third- party service providers may also be subject to data intrusion or data breach. Any compromise of the
confidential data of our members, employees, or business, or the failure to prevent or mitigate the loss of or damage to this data
through breach, could result in operational, reputational, competitive, or other business harm, as well as financial costs and
regulatory action. The Company maintains cybersecurity insurance in the event of an information security or cyber incident.
However, the coverage may not be sufficient to cover all financial losses. In the future, we may be subject to litigation and
governmental investigations related to cyber- attacks and security breaches. Any such future litigation or governmental
investigation could divert the attention of management from the operation of our business, result in reputational damage,
and have a material adverse impact on our business, cash flows, financial condition, and results of operations. Moreover,
our programs to detect, contain, and respond to data security incidents as well as contingency plans and insurance
coverage for potential liabilities of this nature may not be sufficient to cover all claims and liabilities. Noncompliance
with any privacy, security or data protection laws and regulations, or any security breach, cyber- attack or cyber-
security breach, and any incident involving the misappropriation, theft, loss or other unauthorized disclosure or use of,
or access to, sensitive or confidential information, whether by us or by one of our third- party service providers, could
require us to expend significant resources to continue to modify or enhance our protective measures and to remediate
any damage. In addition, this could negatively affect our operations, cause system disruptions, damage our reputation,
cause membership losses and contract breaches, and could also result in regulatory enforcement actions, material fines




and penalties, litigation or other actions that could have a material adverse effect on our business, cash flows, financial
condition, and results of operations. e may be unable to successfully integrate our acquisitions or realize the anticipated
benefits of such acquisitions. Our growth strategy includes the pursuit of targeted inorganic growth opportunities that we believe
will provide a strategic fit, leverage operational synergies, and lead to incremental earmngs accretlon F or example, in :}&ﬂuﬂfy
September 2622-2023 -we closed on our acquisition of My Choice Wisconsin

fPexas-and in Gefeber—J anuary 2622-2024 ~we closed on eufthe acqulsltlon of t-he—Brlght Health Med-te&td—Medlcare

an atisfa y g : The integration
of acquired businesses Wlth our existing business is a complex costly and time- consuming process. The success of acquisitions
we make will depend, in part, on our ability to successfully combine our existing business with such acquired businesses and
realize the anticipated benefits, including synergies, cost savings, growth in earnings, innovation, and operational efficiencies,
from the combinations. If we are unable to achieve these objectives within the anticipated time frame, or at all, the anticipated
benefits may not be fully realized fally-erat-alt-, or may take longer to realize than expected. Our acquisitions and the related
integration activities involve a number of risks, including the following: ¢ The transition services that a seller may have agreed
to provide following the closing may not be provided in a timely or efficient manner, or certain necessary transition services may
not be provided at all; « Unforeseen expenses or delays associated with the acquisition and / or integration; *« The assumptions
underlying our expectations regarding the integration process or the expected benefits to be achieved from an acquisition may
prove to be incorrect; * Maintaining employee morale and retaining key management and other employees; * Difficulties
retaining the business and operational relationships of the acquired business, and attracting new business and operational
relationships; ¢« Unanticipated attrition in the membership of the acquired business pending the completion of the proposed
transaction or after the closing of the transaction; « Unanticipated difficulties or costs in integrating information technology,
communications and other systems, consolidating corporate and administrative infrastructures, and eliminating duplicative
operations; ¢ Attention to integration activities may divert management’ s attention from ongoing business concerns, which
could result in performance shortfalls; Molina Healtheare, Inc. 2023 Form 10- K | 21 - Successfully addressing the challenges
inherent in managing a larger company and coordinating geographically separate organizations and ¢ Delays in obtaining, or
inability to obtain, necessary state or federal regulatory approvals, or such approvals may impose conditions that were not
anticipated. MelinaHealtheare; Ine—2022 FormH0-I125-Many of these factors are outside of our control , and any one of them
could result in delays, increased costs, decreases in the amount of expected revenues, and diversion of management‘ s time and
energy, which could have a material adverse effect on our business, financial condition, cash flows , or results of operations.
There can be no assurances that we will be successful in managing our expanded operations as a result of acquisitions or that we
will realize the expected growth in earnings, operating efficiencies, cost savings, or other benefits. We may be unable to sustain
our projected rate of growth due to a lack of merger and acquisition opportunities. Over the last five years we have entered-nto
severrclosed on eight merger and acquisition transactions generating approximately $ 46-11 billion in premium revenue. Many
of the targets of such transaction have been non- profit entities. If the number of health care entities willing and able to enter into
consolidation transactions with us declines in the future, we may be unable to fully achieve our growth strategy, which could
have an adverse effect on our business, financial condition, or results of operations. Failure to attain profitability in any newly
acquired health plans or new start- up operations could negatively affect our results of operations. Start- up costs associated with
a new business can be substantial. For example, to obtain a certificate of authority to operate as a health maintenance
organization in most jurisdictions, we must first establish a provider network, develop and establish infrastructure and required
systems, and demonstrate our ability to process claims. In 2023, we expeet-to-inenr-incurred substantial one- time contract
implementation costs related to our expansions in Los Angeles County, lowa, and Nebraska. Often, we are also required to
contribute significant capital to fund mandated net worth requirements, performance bonds or escrows, or contingency
guaranties. If we are unsuccessful in obtaining a certificate of authority, winning the bid to provide services, building out our
provider network, or attracting and retaining members in sufficient numbers to cover our start- up costs, the new business could
fail, or the losses we incur could impact our results of operations. The expenses associated with starting up a health plan in a
new jurisdiction, expanding a health plan in an existing jurisdiction, or acquiring a new health plan, could have a material
adverse effect on our business, financial condition, cash flows, or results of operations. If we lose contracts that constitute a
significant amount of our premium revenue, we will lose the administrative cost efficiencies or cost leverage that is inherent in a
larger revenue base. In such circumstances, we may not be able to reduce fixed costs proportionally with our lower revenue, and
the financial impact of lost contracts may exceed the net income ascribed to those contracts. We currently spread the cost of
centralized services over a large revenue base. Many of our administrative costs are fixed in nature ;-and will be incurred at the
same level regardless of the size of our revenue base. If we lose contracts that constitute a significant amount of our revenue, we
may not be able to reduce the expense of centralized services in a manner that is proportional to that loss of revenue. In such
circumstances, not only will our total dollar margins decline, but our percentage margins, measured as a percentage of revenue,
will also decline. This loss of cost efficiency or cost leverage, and the resulting stranded administrative costs, could have a
material and adverse impact on our business, financial condition, cash flows, or results of operations. Our health plans are
subject to risk associated with various contractual provisions and regulations establishing medical cost expenditure floors, profit
ceilings, risk corridors, and quality withholds. A substantial portion of our premium revenue is subject to contract provisions
pertaining to medical cost expenditure floors and corridors, administrative cost and profit ceilings, premium stabilization
programs, and cost- plus and performance- based reimbursement programs. Many of these contract provisions are complex, or
are poorly or ambiguously drafted, and thus are subject to differing interpretations by us and the relevant government agency
with whom we contract. If the applicable government agency disagrees with our interpretation or implementation of a particular



contract provision, we could be required to adjust the amount of our obligation under that provision. Any such adjustment could
have a material adverse effect on our business, financial condition, cash flows, or results of operations. In addition, many of our
contracts contain provisions pertaining to at- risk premiums that require us to meet certain quality performance measures to earn
all of our contract revenues. If we are unsuccessful in achieving the stated Molina Healthcare, Inc. 2023 Form 10- K | 22
performance measure, we will be unable to recognize the revenue associated with that measure, which could have a material
adverse effect on our business, financial condition, cash flows, or results of operations. MelnaHealtheare; Ine-2022Form10~-
K+26-Our Medicaid premium revenues could be adversely impacted by retroactive adjustments or states’ delays in processing
rate changes. The complexity of some of our Medicaid contract provisions, imprecise language in those contracts, the desire of
state Medicaid agencies in some circumstances to retroactively adjust for the acuity of the medical needs of our members, and
state delays in processing rate changes, can create uncertainty around the amount of revenue we should recognize. Any
circumstance such as those described above could have a material adverse effect on our business, financial condition, cash flows,
or results of operations. If, in the interest of long- term profitability, we decide to exit certain state contractual arrangements,
make changes to our provider networks, or make changes to our administrative infrastructure, we may incur disruptions to our
business that could in the short term materially reduce our premium revenues and our net income. Decisions that we make with
regard to retaining or exiting our portfolio of state or federal contracts, and changes to the manner in which we serve the
members of those contracts, could generate substantial expenses associated with the run out of existing operations and the
restructuring of those operations that remain. Such expenses could include, but would not be limited to, goodwill and intangible
asset impairment charges, restructuring costs, additional medical costs incurred due to the inability to leverage long- term
relationships with medical providers, and costs incurred to finish the run out of businesses that have ceased to generate revenue,
all of which could materially reduce our premium revenues and net income. For example, following our exit from Puerto Rico in
October 2020, significant accounts receivable under our Puerto Rico Medicaid contract remain uncollected, which we ultimately
may never recover. A failure to accurately estimate incurred but not paid medical care costs may negatively impact our results
of operations. Because of the lag in time between when medical services are actually rendered by our providers and when we
receive, process, and pay a claim for those medical services, we must continually estimate our medical claims liability at
particular points in time and establish claims reserves related to such estimates. Our estimated reserves for such incurred but not
paid, or IBNP, medical care costs are based on numerous assumptions. We estimate our medical claims liabilities using actuarial
methods based on historical data adjusted for claims receipt and payment experience (and variations in that experience), changes
in membership, provider billing practices, healthcare service utilization trends, cost trends, product mix, seasonality, prior
authorization of medical services, benefit changes, known incidence of disease, including COVID- 19, or increased incidence of
illness such as the flu, provider contract changes, changes to Medicaid fee schedules, and the incidence of high dollar or
catastrophic claims. Our ability to accurately estimate claims for our newer lines of business or populations is negatively
impacted by the more limited experience we have had with those newer lines of business or populations. The IBNP estimation
methods we use and the resulting reserves that we establish are reviewed and updated, and adjustments, if deemed necessary,
are reflected in the current period. Given the numerous uncertainties inherent in such estimates, our actual claims liabilities for a
particular quarter or other period could differ significantly from the amounts estimated and reserved for that quarter or period.
Our actual claims liabilities have varied and will continue to vary from our estimates, particularly in times of significant changes
in utilization, medical cost trends, and populations and markets served. If our actual liability for claims payments is higher than
previously estimated, our earnings in any particular quarter or annual period could be negatively affected. Our estimates of IBNP
may be inadequate in the future, which would negatively affect our results of operations for the relevant time period.
Furthermore, if we are unable to accurately estimate IBNP, our ability to take timely corrective actions may be limited, further
exacerbating the extent of the negative impact on our results. If we fail to accurately predict and effectively manage our medical
care costs, our operating results could be materially and adversely affected. Our profitability depends to a significant degree on
our ability to accurately predict and effectively manage our medical care costs. Historically, our medical care ratio, meaning our
medical care costs as a percentage of our premium revenue, has fluctuated substantially, and has varied across our health plans.
Because the premium payments we receive are generally fixed in advance and we operate with a narrow profit margin, relatively
small changes in our medical care ratio can create significant changes in our overall financial results. For example, if our overall
medical care ratio of 88. 6-1 % for the year ended December 31, 26222023 , had been one percentage point higher, Molina
Healthcare, Inc. 2023 Form 10- K | 23 or 89. 6-1 %, our net income per diluted share for the year ended December 31, 2622
2023 would have been approximately $ 8-14 . 51 rather than our actual net income per diluted share of § 43-18 . 55-77 , a

difference of § 4. 84-26 . Mehna—Hea-}t-heafe—Iﬂe—ZGQ—E—Fefm—}G—IGHq—Many factors may affect our medical care costs,
including: * the level of utilization of healthcare services —~t-he—tn=tpaet—e-ﬁt-he—€9¥l—9-—l—9—paﬂdemte- * changes in the

underlying risk acuity of our membership; * unexpected patterns in the annual flu season; ¢ increases in hospital costs; ¢
increased incidences or acuity of high dollar claims related to catastrophic illnesses or medical conditions for which we do not
have adequate reinsurance coverage; ¢ increased maternity costs; ¢ changes in state eligibility certification methodologies; *
relatively low levels of hospital and specialty provider competition in certain geographic areas; ¢ increases in the cost of
pharmaceutical products and services; * changes in healthcare regulations and practices; * epidemics or pandemics, such as
COVID- 19 ; - new medical technologies; and ¢ other various external factors. Many of these factors are beyond our control.
The inability to forecast and manage our medical care costs or to establish and maintain a satisfactory medical care ratio, either
with respect to a particular health plan or across the consolidated entity, could have a material adverse effect on our business,
financial condition, cash flows, or results of operations. If we are unable to deliver quality care, and maintain good relations
with the physicians, hospitals, and other providers with whom we contract, or if we are unable to enter into cost- effective
contracts with such providers, our profitability could be adversely affected. We contract with physicians, hospitals, and other
providers as a means to ensure access to healthcare services for our members, to manage medical care costs and utilization, and



to better monitor the quality of care being delivered. We compete with other health plans to contract with these providers. We
believe providers select plans in which they participate based on criteria including reimbursement rates, timeliness and accuracy
of claims payment, potential to deliver new patient volume and / or retain existing patients, effectiveness of resolution of calls
and complaints, and other factors. There can be no assurance that we will be able to successfully attract and retain providers to
maintain a competitive network in the geographic areas we serve. In addition, in any particular market, providers could refuse to
contract with us, demand higher payments, or take other actions which could result in higher medical care costs, disruption to
provider access for current members, a decline in our growth rate, or difficulty in meeting regulatory or accreditation
requirements. The Medicaid program generally pays doctors and hospitals at levels well below those of Medicare and private
insurance. Large numbers of doctors, therefore, do not accept Medicaid patients. In the face of fiscal pressures, some states may
reduce rates paid to providers, which may further discourage participation in the Medicaid program. In some markets, certain
providers, particularly hospitals and some specialists, may have significant market positions or even monopolies. If these
providers refuse to contract with us or utilize their market position to negotiate favorable contracts which are disadvantageous to
us, our profitability in those areas could be adversely affected. Some providers that render services to our members are not
contracted with our health plans. In those cases, there is no pre- established understandlng between the pr0V1der and our health
plan about the amount of Compensatlon that is due to the pr0V1der If ; ;

-rnte—de-l-}afs—l-n—weh—mstaﬂees—prowders fﬁay—clalm they are underpald for thelr services aﬂd— they may elther htlgate or
arbitrate their dispute with our health plan. State and federal laws intended to prevent or limit ¢ surprise billing, ” such as
the No Surprises Act, define the compensation that must be paid to out- of- network providers in certain scenarios and
require rate disputes between payors and out- of- network providers to be resolved through independent dispute
resolution (“ IDR ). There have been lawsuits challenging portions of the No Surprises Act in federal courts,
particularly related to the use of the qualifying payment amount (“ QPA ”) in the IDR process, which may result in an
increase in rates we must pay to out- of- network providers. Federal agencies have continued to issue guidance regarding
the implementation of the No Surprlses Act and we expect the agencles 1nterpretatlons of law s requlrements w1ll
continue to evolve. The impact 4 ; ;
ef—the—pa—yfneﬂt—er—h&ga&en—kwﬂa—the—pfeﬁdeﬁhat federal fesu-}ts—m—aﬁ—and advefse—deetsten—state surprlse bllllng laws will
have on our business is uncertain and could adversely affect our business, financial condition, cash flows, or results of
operations. Molina Healthcare, Inc. 2023 Form 10- K | 24 We rely on the accuracy of eligibility lists provided by state
governments. Inaccuracies in those lists would negatively affect our results of operations. Premium payments to our health plans
are based upon eligibility lists produced by state governments. From time to time, states require us to reimburse them for
premiums paid to us based on an eligibility list that a state later discovers contains individuals who are not in fact eligible for a
government sponsored program or are eligible for a MelinaHealtheare; Ine—2022 FormH0-IK28-different premium category
or a different program. Alternatively, a state could fail to pay us for members for whom we are entitled to payment. Our results
of operations would be adversely affected as a result of such reimbursement to the state if we make or have made related
payments to providers and are unable to recoup such payments from the providers. Further, when a state implements new
programs to determine eligibility, establishes new processes to assign or enroll eligible members into health plans, or chooses
new subcontractors, there is an increased potential for an unanticipated impact on the overall number of members assigned to
managed care health plans. Whenever a state effects an eligibility redetermination for any reason, there is generally an
associated reduction in Medicaid membership, which could have an adverse effect on our premium revenues and results of
operations. The insolvency of a delegated provider could obligate us to pay its referral claims, which could have a material
adverse effect on our business, financial condition, cash flows, or results of operations. Many of our primary care physicians and
a small portion of our specialists and hospitals are paid on a capitated basis. Under capitation arrangements, we pay a fixed
amount per member per month to the provider without regard to the frequency, extent, or nature of the medical services actually
furnished. Due to insolvency or other circumstances, such providers may be unable or unwilling to pay claims they have
incurred with third parties in connection with referral services provided to our members. The inability or unwillingness of
delegated providers to pay referral claims presents us with both immediate financial risk and potential disruption to member
care, as well as potential loss of members. Depending on states’ laws, we may be held liable for such unpaid referral claims
even though the delegated provider has contractually assumed such risk. Additionally, competitive pressures or practical
regulatory considerations may force us to pay such claims even when we have no legal obligation to do so; or we have already
paid claims to a delegated provider and such payments cannot be recouped when the delegated provider becomes insolvent.
Liabilities incurred or losses suffered as a result of provider insolvency or other circumstances could have a material adverse
effect on our business, financial condition, cash flows, or results of operations. Receipt of inadequate or significantly delayed
premiums could negatively affect our business, financial condition, cash flows, or results of operations. Our premium revenues
consist of fixed monthly payments per member, and supplemental payments for other services such as maternity deliveries.
These premiums are fixed by contract, and we are obligated during the contract periods to provide healthcare services as
established by the state governments. We use a large portion of our revenues to pay the costs of healthcare services delivered to
our members. If premiums do not increase when expenses related to healthcare services rise, our medical margins will be
compressed, and our earnings will be negatively affected. A state could increase hospital or other provider rates without making
a commensurate increase in the rates paid to us, could lower our rates without making a commensurate reduction in the rates
paid to hospitals or other providers, or could delay the processing of rate changes. In addition, if the actuarial assumptions made
by a state in implementing a rate or benefit change are incorrect or are at variance with the particular utilization patterns of the
members of one or more of our health plans, our medical margins could be reduced. Any of these rate adjustments in one or
more of the states in which we operate could have a material adverse effect on our business, financial condition, cash flows, or




results of operations. If a state fails to renew its federal waiver application for mandated Medicaid enrollment into managed care
or such application is denied, our membership in that state will likely decrease. States may only mandate Medicaid enrollment
into managed care under federal waivers or demonstrations. Waivers and programs under demonstrations are approved for two-
to five- year periods and can be renewed on an ongoing basis if the state applies and the waiver request is approved or renewed
by CMS. We have no control over this renewal process. If a state in which we operate does not renew its mandated program or
the federal government denies the state’ s application for renewal, our business would suffer as a result of a likely decrease in
membership. Our business depends on our information and medical management systems, and our inability to effectively
integrate, manage, update, and keep secure our information and medical management systems could disrupt our operations. Our
business is dependent on effective and secure information systems that assist us in processing provider claims, monitoring
utlhzatlon and other cost factors %upportmg our medical management technlquei prov1d1ng data to ourfegu-}afefs,—a-ﬂd

regulators, and 1mplement1ng our data security measures. Our members and prov1ders also depend upon our
information systems for enrollment, premium processing, primary care and specialist physician roster access,
membership verifications, claims status, provider payments, and other information. If we experience a reduction in the
performance, reliability, or availability of our information and medical management systems, our operations, ability to
pay claims, ability to produce timely and accurate reports, and ability to maintain proper security measures could be adversely
affected. We have partnered with third parties to support our information technology systems. This makes our operations
vulnerable to adverse effects if such third parties fail to perform adequately. For example, in February 2019, we entered into a
master services agreement with a third party vendor who manages certain of our information technology infrastructure services
including, among other things, our information technology operations, end- user services, and data centers. If any licensor or
vendor of any technology which is integral to our operations were to become insolvent or otherwise fail to support the
technology sufficiently, our operations could be negatively affected. Additionally, our operations are vulnerable to adverse
effects if such third parties are unable to perform due to forces outside of their control, such as a natural disaster or serious
weather event. For example, in 2021, our third party call center, located in the province of Cebu in the Philippines, suffered
significant disruptions as a result of the destruction caused by Super Typhoon Rai. Our encounter data, or the encounter data of
the health plans we acquire, may be inaccurate or incomplete, which could have a material adverse effect on our results of
operations, financial condition, cash flows and ability to bid for, and continue to participate in, certain programs. Our contracts
require the submission of complete and correct encounter data. The accurate and timely reporting of encounter data is
increasingly important to the success of our programs because more states are using encounter data to determine compliance
with performance standards and to set premium rates. We have been, and continue to be, exposed to operating sanctions and
financial fines and penalties for noncompliance. In some instances, our government clients have established retroactive
requirements for the encounter data we must submit. There also may be periods of time in which we are unable to meet existing
requirements. In either case, it may be prohibitively expensive or impossible for us to collect or reconstruct this historical data.
Moreover, these same issues may also apply to the health plans we acquire, and we may be required to expend significant costs
or pay fines to correct these deficiencies. We-In the past, we have experienced challenges in obtaining complete and accurate
encounter data ;-due to difficulties with providers and third- party vendors submitting claims in a timely fashion in the proper
format, and with state agencies in coordinating such submissions. As states increase their reliance on encounter data, these
difficulties could adversely affect the premium rates we receive and how membership is assigned to us and subject us to
financial penalties, which could have a material adverse effect on our business, financial condition, cash flows, or results of
operations, and on our ability to bid for, and continue to participate in, certain programs. We may not be successful in our
artificial intelligence (“ Al ) administrative and operational initiatives, which could adversely affect our business,
reputation, or financial results. As part of our operating efficiencies, we are making appreciable investments in certain
Al administrative tools and initiatives to enhance our operations and to save costs. There are risks associated with the
development and deployment of Al, and there can be no assurance that the usage of AI will enhance our operations or
reduce our operational costs. Our Al- related efforts may give rise to risks related to accuracy, bias, discrimination,
intellectual property infringement, data privacy, and cybersecurity, among others. In addition, these risks include the
possibility of new or enhanced governmental or regulatory scrutiny, litigation, or other legal liability, ethical concerns,
negative consumer perceptions as to automation and Al or other complications that could adversely affect our business,
reputation, or financial results. The development and use of Al technologies is still in its early stages. Thus, it is not
possible to predict all of the risks and potentially unintended consequences related to the use of AI by vendors, third-
party developers, or the Company. An impairment charge with respect to our recorded goodwill, or our finite- lived intangible
assets, could have a material impact on our financial results. As of December 31, 2822-2023 , the carrying amount of goodwill
was $ 1, H5-241 million, and intangible assets, net, were $ 275-208 million. Goodwill represents the excess of the purchase
consideration over the fair value of net assets acquired in business combinations. Goodwill is not amortized but is tested for
impairment on an annual basis and more frequently if impairment indicators are present. Impairment indicators may include
experienced or expected operating cash- flow deterioration or losses, significant losses of membership, loss of state funding, loss
of state contracts, and other Molina Healthcare, Inc. 2023 Form 10- K | 26 factors. Goodwill is impaired if the carrying
amount of the-a reporting unit exceeds its estimated fair value. This excess is recorded as an impairment loss and adjusted if
necessary for the impact of tax- deductible goodwill. The loss recognized may not exceed the total goodwill allocated to the
reporting unit. An event could occur that would cause us to revise our estimates and assumptions used in analyzing the value of



our goodwill, and intangible assets, net. For example, if the responsive bid of one or more of our health plans is not successful,
we will lose a contract in the applicable state or states and such loss may be an indicator of impairment. If an event or events
occur that would cause us to revise our estimates and assumptions used in analyzing the value of our goodwill and other
intangible assets, such revision could result in a non- cash impairment charge that could have a material impact on our results of
operations in the period in which the impairment occurs. The May 2020 contract award to our Kentucky Medicaid plan is the
subject of an-engeinglegat-challenge-a pending appeal before the Kentucky Supreme Court . On September 4, 2020,
Anthem Kentucky Managed Care Plan, Inc. brought an action in Franklin County Circuit Court against the Kentucky Finance
and Administration Cabinet, the Kentucky Cabinet for Hmllh and Fumilv Scr\ iccs. and all of the five W inning bidder health
plans, including our Kentucky health plan. This matter remains-—sub A nat-appetateproe ngs-is now pending
before the Kentucky Supreme Court , and no assurances can be given regarding the ultimate outcome. In the event the
contract award to our Kentucky health plan is overturned, the business and revenue of our Kentucky health plan may be
materially and adversely affected. The value of our investments is influenced by varying economic and market conditions,
and a decrease in value may result in a loss charged to income. We maintain a significant investment portfolio of cash
equivalents and short- term and long- term investments in a variety of securities, which are subject to general credit,
liquidity, market and interest rate risks. As a result, we may experience a reduction in value or loss of our investments,
which may have a negative adverse effect on our results of operations, liquidity and financial condition. Changes in the
economic environment, including periods of increased volatility in the securities markets and recent increases in inflation
and interest rates, can increase the difficulty of assessing investment impairment and increase the risk of potential
impairment of these assets. There is continuing risk that declines in the fair value of our investments may occur and
material impairments may be charged to income in future periods, resulting in recognized losses. RISKS RELATED TO
OUR INDUSTRY Our Medicaid enrollees continue to be subject to eligibility redeterminations and potential
disenrollments on a state by state basis, and the number and health acuity level of Medicaid enrollees we retain may be
lower than our current estimates. During the COVID- 19 pandemic, Medicaid enrollment across the country, as well as
our enrollment, grew substantially compared to before the pandemic. Beginning April 1, 2023, Medicaid eligibility
redeterminations commenced, and are expected to be concluded by June 2024. The total number of Medicaid enrollees
who may be disenrolled during the unwinding period is uncertain. In 2023, we estimate we lost approximately 500, 000
members due to redeterminations (offset by new enrollment), and we expect to lose an additional 100, 000 members in
2024. Based on our experience to date, we expect that we will retain approximately 40 % of the new Medicaid enrollees
who joined our health plans during the pendency of the PHE. However, this expectation is subject to a number of
uncertain variables and assumptions. Moreover, actuarial assumptions related to the health acuity of the remaining
members may become more difficult to predict or may be inaccurate, resulting in inaccurate rates to be paid to health
plans. Errors in our estimates related to redeterminations and disenrollment, and actuarial errors related to the acuity of
Medicaid members may materially impact our business, financial condition, cash flows, and results of operations. CMS
will end the current MMP program no later than December 2025, which could impact premium revenue. To coordinate
care for those who qualify to receive both Medicare and Medicaid services (the “ dual eligibles ”), under the direction of
CMS some states implemented demonstration pilot programs to integrate Medicare and Medicaid services for the dual
eligibles. The health plans participating in such demonstrations are referred to as MMPs. Pursuant to the 2023 CMS
Medicare Final Rule, which requires MMP plans to end no later than December 2025, the five states in which we operate
MMPs — Illinois, Michigan, Ohio, South Carolina, and Texas — have filed transition plans with CMS to move to D- SNPs
by January 1, 2026. Illinois and Ohio have included plans to transition to Fully Integrated D- SNPs. Michigan, South
Carolina, and Texas are electing to transition to Highly Integrated D- SNPs. We anticipate states to release procurements
to contract with D- SNPs in 2024. The economic impact of such transitions to D- SNP on our premium revenue is
uncertain at this point. Molina Healthcare, Inc. thejoint-2023 Form 10- K | 27 Moreover,both states and CMS are
requiring increasing integration of Medicare and Medicaid programmatic and compliance obligations.Medicare
requirements developed by CMS,which were formerly entirely fcderal and-in nature,are now being extended to or
incorporated into statc - administered funding-ofthe-Medicaid program-programs . The-These termination-ofenhaneed
federal-matehing-funds-new state- based requirements could impact our readiness status or eligibility under certain state
Medicaid programs or contracts.Further,the Star Rating System utilized by CMS to evaluate Medicare plans may result
in-Medieaid-have a significant effect on our revenue,as higher- rate-rated etts-plans tend to experience increased
enrollment and plans with a Star rating of 4.0 or higher are eligible for quality- based bonus payments.Beginning in
2016,those Medicare plans that achieve less than a 3.0 Star rating for three consecutive years will be issued a notice of
non- renewal of their contract for the following year.If we do not maintain our Star ratings above 3.0 or continue to
improve our Star ratings,fail to meet or exceed our competitors’ Star ratings,or if quality- based bonus payments are
reduced or eliminated,we may experience a negative impact on our revenues and the benefits that our plans can offer,
which could redtree-materially and adversely affect the marketability of our plans,our membership levels,results of
operations,financial condition,and cash flows.Similarly,if we fail to meet ot or exceed any performance standards

imposed by reventes-and-profitmargins-StartingApri-;2023;states— state eanresume-Mecdicaid redeterminations-ated
disenroments-States-would-be-eligible-programs in which we participate,we may not receive performance- based bonus

payments,may incur penalties, for— or lose our Medicaid contract phase—downofthe-enhaneed FMARA(6-. 2pereentage
points-We are periodically subject to government audits,including CMS RADYV audits of our Medicare D- SNP plans to

validate diagnostic data,patient claims,and financial reporting.These audits could result in significant adjustments in
payments made to our health plans,which could adversely affect our financial condition and results of operations.If we
fail to report and correct errors discovered through our own auditing procedures or during a RADYV audit,or otherwise
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margins,and small changes in operating performance or sl1ght changes to our accounting estlmates could have a disproportionate
impact on our reported net income.Although most of our health plans over the last several years have generally operated with
profit margins higher than those of our direct competitors,nevertheless the profit margins in our industry are low (in the single
digits) compared to the profit margins in most other industries.Given these low profit margins,small changes in operating
performance or slight changes to our accounting estimates could have a disproportionate impact on our reported net income and
adversely affect our business.If state regulators do not approve payments of dividends and distributions by our subsidiaries, it
may negatively affect our ability to meet our debt service and other obligations.We are a corporate parent holding company and
hold most of our assets in,and conduct most of our operations through,our direct subsidiaries.As a holding company,our results
of operations depend on the results of operations of our subsidiaries.Moreover,we are dependent on dividends or other
intercompany transfers of funds from our subsidiaries to meet our debt service and other obligations.The ability of our
subsidiaries to pay dividends or make other payments or advances to us depends on their operating results and is subject to
applicable laws and restrictions contained in agreements governing the debt of such subsidiaries.In addition,our health plan
subsidiaries are subject to laws and regulations that limit the amount of ordinary dividends and distributions that they can pay to
us without prior approval of,or notification to,state regulators.In general,our health plans must give thirty days’ advance notice
and the opportunity to disapprove “ extraordinary ” dividends to the respective state departments of insurance for amounts that
exceed either (a) ten percent of surplus or net worth at the prior year end or (b) the net income for the prior year,depending on
the respective state statute. The discretion of the state regulators,if any,in approving or disapproving a dividend is not clearly
defined.Our health plans generally must provide notice to the applicable state regulator prior to paying a dividend or other
distribution to us.Our parent company received $ 705 million and $ 668 ﬂa1-l-l-teﬁ—&nd—$é-64—mllllon in d1V1dends from our
regulated health plan subs1d1anes durmg %92%2023 and v
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restrict our subsidiaries’ requests to pay dividends to us,the funds available to our Company as a whole would be limited,which
could have a material adverse effect on our business,financial condition,cash flows,or results of operations.Molina
Healthcare,Inc. 2022-2023 Form 10- K | 20-28 Our use and disclosure of personally identifiable information and other non-
public information,including protected health information,is subject to federal and state privacy and security regulations,and our
failure or the failure of our vendors to comply with those regulations or to adequately secure the information we hold could
result in significant liability or reputational harm.State and federal laws and regulations including,but not limited to,the Health
Insurance Portability and Accountability Act,as amended by the Health Information Technology for Economic and Clinical
Health Act,and all regulations promulgated thereunder (collectively,” HIPAA ”),the California Consumer Privacy Act (the
CCPA ”),the California Privacy Rights Act (the “ CPRA ”) , and the Gramm- Leach- Bliley Act,govern the
collection,dissemination,use,privacy,confidentiality,security,availability,and integrity of personally identifiable information (*
PII ”),including protected health information (* PHI ””).HIPAA establishes basic national privacy and security standards for
protection of PHI by covered entities and business associates,including health plans such as ours. HIPAA requires covered
entities like us to develop and maintain policies and procedures regarding PHI,and to adopt administrative,physical,and
technical safeguards to protect PHI.HIPAA violations may result in significant civil penalties. HIPAA authorizes state attorneys
general to file suit under HIPAA on behalf of state residents.Courts can award damages,costs,and attorneys’ fees related to
violations of HIPAA in such cases.We have experienced HIPAA breaches in the past,including breaches affecting over 500
individuals.Even when HIPAA does not apply,according to the Federal Trade Commission (the “ FTC ”),failing to take
appropriate steps to keep consumers’ personal information secure constitutes unfair acts or practices in or affecting commerce in
violation of Section 5 (a) of the Federal Trade Commission Act,15 U.S.C § 45 (a).The FTC expects a company’ s data security
measures to be reasonable and appropriate in light of the sensitivity and volume of consumer information it holds,the size and
complexity of its business,and the cost of available tools to improve security and reduce vulnerabilities.Individually identifiable
health information is considered sensitive data that merits stronger safeguards.The FTC’ s guidance for appropriately securing
consumers’ personal information is similar to what is required by the HIPAA security regulations.In addition,certain state laws



govern the privacy and security of health information in certain circumstances,many of which differ from each other in
significant ways,thus complicating compliance efforts.For example,California enacted the CCPA,which became effective on
January 1,2020.The CCPA,among other things,creates new data privacy obligations for covered companies and provides new
privacy rights to California residents,including the right to opt out of certain disclosures of their information.The CCPA also
creates a private right of action with statutory damages for certain data breaches,thereby potentially increasing risks associated
with a data breach.On January 1,2023,the CPRA,which is the successor legislation to the CCPA,became effective. The CPRA
amends and expands the CCPA,creating new privacy obligations,consumer privacy rights and enforcement mechanisms.If we or
one or more of our significant vendors do not comply with existing or new laws and regulations related to PHI,PIL or non- public
information,we could be subject to criminal or civil sanctions.Any security breach involving the misappropriation,loss,or other
unauthorized disclosure or use of confidential member information,whether by us or by our vendors,could subject us to civil and
criminal penalties,divert management’ s time and energy,and have a material adverse effect on our business,financial
condition,cash flows,or results of operations.Unforeseen changes in pharmaceutical regulations or market conditions may
impact our revenues and adversely affect our results of operations.Pharmaceutical products and services are a significant
component of our healthcare costs.Evolving regulations and state and federal mandates regarding coverage may impact the
ability of our health plans to continue to receive existing price discounts on pharmaceutical products for our members.Other
factors affecting our pharmaceutical costs include,but are not limited to,the price of pharmaceuticals,geographic variation in
utilization of new and existing pharmaceuticals,and changes in discounts.The unpredictable nature of these factors may have a
material adverse effect on our business,financial condition,cash flows,or results of operations.Increases in our pharmaceutical
costs could have a material adverse effect on the level of our medical costs and our results of operations.Introduction of new
high cost specialty drugs and sudden cost spikes for existing drugs increase the risk that the pharmacy cost assumptions used to
develop our capitation rates are not adequate to cover the actual pharmacy costs,which jeopardizes the overall actuarial
soundness of our rates.Bearing the high costs of new specialty drugs or the high cost inflation of generic drugs without an
appropriate rate adjustment or other reimbursement mechanism would have an adverse impact on our financial condition and
results of operations.In addition,evolving regulations and state and federal mandates regarding coverage may impact the ability
of our health plans to Molina Healthcare,Inc. 2622-2023 Form 10- K | 2429 continue to receive existing price discounts on
pharmaceutical products for our members.Other factors affecting our pharmaceutical costs include,but are not limited
to,geographic variation in utilization of new and existing pharmaceuticals,changes in discounts,civil investigations,and
litigation.Some of our competitors have been subject to substantial sanctions related to allegations of improper transfer pricing
practices.Further,our principal pharmacy benefit manager,or PBM,CVS Caremark (“ CVS ”),is party to certain lawsuits and
putative class actions regarding its drug pricing practices and its rebate arrangements with drug manufacturers.The ultimate
outcome of these complaints may have an adverse impact on our pharmaceutical costs,or potentially could result in our
becoming involved or impleaded into similar or related costly litigation.Although we will continue to work with state Medicaid
agencies in an effort to ensure that we receive appropriate and actuarially sound reimbursement for all new drug therapies and
pharmaceuticals trends,there can be no assurance that we will be successful in that regard.Large- scale medical emergencies in
one or more states in which we operate our health plans could significantly increase utilization rates and medical costs.Large-
scale medical emergencies can take many forms and be associated with widespread illness or medical conditions.For
example,natural disasters,such as a major earthquake or wildfire in California,or a major hurricane affecting Florida,South
Carolina or Texas,could have a significant impact on the health of a large number of our covered members.Other conditions that
could impact our members include a virulent flu season or epidemic ,such as a resurgence of COVID- 19 .or new viruses for
which vaccines may not exist,are not effective,or have not been widely administered.In addition,federal and state law
enforcement officials have issued warnings about potential terrorist activity involving biological or other weapons of mass
destruction.All of these conditions,and others,could have a significant impact on the health of the population of wide- spread
areas.If one of the states in which we operate were to experience a large- scale natural disaster,a significant terrorist attack,or
some other large- scale event affecting the health of a large number of our members,our covered medical expenses in that state
would rise,which could have a material adverse effect on our business,financial condition,cash flows,or results of operations.We
face various risks inherent in the government contracting process that could materially and adversely affect our business and
profitability,including periodic routine and non- routine reviews,audits,and investigations by government agencies.We are
subject to various risks inherent in the government contracting process.These risks include routine and non- routine
governmental reviews,audits,and investigations,and compliance with government reporting requirements. Violation of the
laws,regulations,or contract provisions governing our operations,or changes in interpretations of those laws and
regulations,could result in the imposition of civil or criminal penalties,the cancellation of our government contracts,the
suspension or revocation of our licenses,the exclusion from participation in government sponsored health programs,or the
revision and recoupment of past payments made based on audit findings.If we are unable to correct any noted deficiencies,or
become subject to material fines or other sanctions,we could suffer a substantial reduction in profitability,and could also lose one
or more of our government contracts.In addition,government receivables are subject to government audit and negotiation,and
government contracts are vulnerable to disagreements with the government.The final amounts we ultimately receive under
government contracts may be different from the amounts we initially recognize in our financial statements.Any changes to the
laws and regulations governing our business,or the interpretation and enforcement of those laws or regulations,could require us
to modify our operations and could negatively impact our operating results.Our business is extensively regulated by the federal
government and the states in which we operate.The laws and regulations governing our operations are generally intended to
benefit and protect health plan members and providers rather than managed care organizations.The government agencies
administering these laws and regulations have broad latitude in interpreting and applying them.Changes in the interpretation or
application of our contracts could reduce our profitability if we have detrimentally relied on a prior interpretation or



application.These laws and regulations,along with the terms of our government contracts,regulate how we do business,what
services we offer,and how we interact with our members and the public.For instance,some states mandate minimum medical
expense levels as a percentage of premium revenues.These laws and regulations,and their interpretations,are subject to frequent
change.The interpretation of certain contract provisions by our governmental regulators may also change.Changes in existing
laws or regulations,or their interpretation% or the enactment of new laws or regulations,could reduce our proﬁtability by
imposing additional capital requirements, 1ncrea%1ng our hablhty,lncrea%mg our admlm%tratlve and other costs 1ncrea%1ng
mandated benefits fOIClng us to restructure our reta

fes{-fue’éufe-etnhrelatlonthps with prov1der§ requlrlng us to 1mp1ement addmonal or dlfferent programs and %y%temq or maklng it
MelinaHealtheare;ine-2622Form10-Kk—+22-more difficult to predict future results. Thus,any significant changes in existing
health care laws or regulations could materially impact our business,financial condition,cash flows,or results of operations.We
are subject to extensive fraud and abuse laws that may give rise to lawsuits and claims against us,the outcome of which may
have a material adverse effect on our business,financial condition,cash flows,or results of operations.Because we receive
payments from federal and state governmental agencies,we are subject to various laws commonly referred to as * fraud and
abuse ” laws,including federal and state anti- kickback statutes,prohibited referrals,and the federal False Claims Act,which
permit agencies and enforcement authorities to institute a suit against us for violations and,in some cases,to seek treble
damages,criminal and civil fines,penalties,and assessments.Violations of these laws can also result in
exclusion,debarment,temporary or permanent suspension from participation in government healthcare programs,or the
institution of corporate integrity agreements.Liability under such federal and state statutes and regulations may arise if we
know,or it is determined that we should have known,that information we provide to form the basis for a claim for government
payment is false or fraudulent,and some courts have permitted False Claims Act suits to proceed if the claimant was out of
compliance with program requirements.Fraud,waste and abuse prohibitions encompass a wide range of operating
activities,including kickbacks or other inducements for referral of members or for the coverage of products (such as prescription
drugs) by a plan,billing for unnecessary medical services by a provider,upcoding,payments made to excluded
providers,improper marketing,and the violation of patient privacy rights.In particular,there has recently been increased scrutiny
by the Department of Justice on health plans’ risk adjustment practices,particularly in the Medicare program.Companies
involved in publie-government healthcare programs such as Medicaid and Medicare are required to maintain compliance
programs to detect and deter fraud,waste and abuse,and are often the subject of fraud,waste and abuse investigations and
audits.The federal government has taken the position that claims presented in violation of the federal anti- kickback statute may
be considered a violation of the federal False Claims Act.In addition,under the federal civil monetary penalty statute,the
U.S.Department of Health and Human Services’ Office of Inspector General has the authority to impose civil penalties against
any person who,among other things,knowingly presents,or causes to be presented,certain false or otherwise improper claims.Qui
tam actions under federal and state law are brought by a private individual,known as a relator,on behalf of the government. A
relator who brings a successful qui tam lawsuit can receive 15 to 30 percent of the damages the government recovers from the
defendants,which damages are trebled under the False Claims Act.Because of these financial inducements offered to
plaintiffs,qui tam actions have increased significantly in recent years,causing greater numbers of healthcare companies to incur
the costs of having to defend false claims actions,many of which are spurious and without merit.In addition,meritorious false
claims actions could result in fines,or debarment from the Medicare,Medicaid,or other state or federal healthcare programs.If we
are subject to liability under a qui tam or other actions,our business,financial condition,cash flows,or results of operations could
be adversely affected.Even if we are successful in defending qui tam actions against us,the fact that these actions were filed
against us,even if ultimately determined to be without merit,could result in expensive defense costs,and also could have an
adverse impact on our reputation and our ability to obtain regulatory approval for acquisitions that we may pursue. RESKS



REEATEDTO-OUR-Adverse credit market conditions may have a material adverse effect on our liquidity or our ability
to obtain credit on acceptable terms.In the past,the securities and credit markets have experienced extreme volatility and
disruption.The availability of credit,from virtually all types of lenders,has at times been restricted.In the event we need
access to additional capital to pay our operating expenses,fund subsidiary surplus requirements,make payments on or
refinance our indebtedness,pay capital expenditures,or fund acquisitions,our ability to obtain such capital may be
limited and the cost of any such capital may be significant,particularly if we are unable to access our existing revolving
credit facility.Our access to additional financing will depend on a variety of factors such as prevailing economic and
credit market conditions,the general availability of credit,the overall availability of credit to our industry,our credit
ratings and credit capacity,and perceptions of our financial prospects.Similarly,our access to funds may be impaired if
regulatory authorities or rating agencies take negative actions against us.If one or any combination of these factors were
to occur,our internal sources of liquidity may prove to be insufficient,and in such case,we may not be able to successfully
obtain sufficient additional financing on favorable terms,within an acceptable time,or at all. Molina Healthcare,Inc.2023
Form 10- K | 31 We are party to a credit agreement (the “ Credit Agreement ) which includes a revolving credit facility
(“ Credit Facility ) of $ 1.0 billion,among other provisions.Our Credit Agreement,and the indentures governing our
notes,require us to comply with various covenants that impose restrictions on our operations,including our ability to
incur additional indebtedness,create liens,pay dividends,make certain investments or other restricted payments,sell or
otherwise dispose of substantially all of our assets and engage in other activities.Our Credit Agreement also requires us
to comply with a maximum consolidated net leverage ratio and a minimum consolidated interest coverage ratio.These
restrictive covenants could limit our ability to pursue our business strategies.In addition,any failure by us to comply with
these restrictive covenants could result in an event of default under the Credit Agreement and,in some
circumstances,under the indentures governing our notes,which,in any case,could have a material adverse effect on our
financial condition. GENERAL RISK FACTORS We are dependent on the leadership of our chief executive officer and other
executive officers and key employees. The success of our business and the ability to execute our strategy are highly dependent
on the efforts of Mr. Zubretsky, our chief executive officer, and our other key executive officers and employees. The loss of
their leadership, expertise, and experience could negatively impact our operations. Our ability to replace them or any other key
employee may be difficult and may take an extended period of time because of the limited number of individuals in the
healthcare industry who have the breadth and depth of skills and experience necessary to operate and lead a business such as
ours. Competition to hire from this limited pool is intense, and we may be unable to hire, train, retain, or motivate these
personnel. If we are unsuccessful in recruiting, retaining, managing, and motivating such personnel, our business, financial
condition, cash flows, or results of operations could be dd\ ersely affected. We face elaims-risks related to litigation whieh-eetld
resultin-substantialmonetary-damages-. We are subject to a variety of legal actions that may affect our business , including
but not limited to provider claims, employment related disputes shealtheare-regutatorytaw—baseditigation-and enforeement

aetions-employee benefit claims , breach of contract actions, qui tam or False Claims Act actions, administrative matters
before government agencies, tort claims, intellectual property- related litigation, and seeurities—class actions of various
kind. These actions or proceedings could result in substantial costs to us, require management to spend substantial time
focused on litigation, result in negative media attention, and may adversely affect our business, reputation, financial
condltlon, results of operatlons, or cash ﬂows If we IHCLII lmblllty mdterldlly in excess of the amount for Wthh we hd\ e
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a material adverse effect on our business, operating results, and stock price, and could subject us to sanctions by regulatory
authorities. A material weakness is a deficiency, or a combination of deficiencies, in internal control over financial reporting,
such that there is a reasonable possibility that a material misstatement of the annual or interim financial statements will not be
prevented or detected on a timely basis. We have identified material weaknesses in our internal control over financial reporting
in the past, which have subsequently been remediated. If additional material weaknesses in our internal control over financial
reporting are discovered or occur in the future, the risk of material misstatements in our consolidated financial statements
may increase eentairmatertalmisstatements-and we could be required to restate our financial results. Because our corporate
headquarters are located in Southern California, our business operations may be disrupted as a result of a major earthquake or
wildfire. Our corporate headquarters are located in Long Beach, California. In addition, some of our health plans’ claims are
processed in Long Beach, California. Southern California is exposed to a statistically greater risk of a major earthquake and
wildfires than most other parts of the United States. If a major earthquake or wildfire were to strike Southern California, our
corporate functions and claims processing could be impaired for an unforeseen period of time. If there is a major Southern
California earthquake or wildfire, there can be no assurances that our disaster recovery plan will be successful or that the
busmess operations of our health plans, mcludmo those that are remote from any such event, w ould not be 1mpdcted Molmd




CYBERSECURITY CYBERSECURITY RISK MANAGEMENT GOVERNAN CE AND RISK ASSESSMENT The
followingline-graph-eompares-Company is committed to protectlng the conﬁdentlahty, 1ntegr1ty, and avallablhty of its
information systems and the data the-they h
euﬁaﬁw}at-rve—teta-l—return—contam from cybersecurlty threats The Company recogmzes that cybersecurlty isa dynamlc and
evolving area of the A risk that requires ongoing assessment,
management and over51ght The Company has estabhshed a cybersecurlty program ( 1 e " Program" LS—&—Péreel) that

0 opetrate-, as W LH as to respond to and recover from cybersecurlty
1nc1dents The Program is based on the Natlonal Instltute of Standards and Technology (“ NIST ”) Cybersecurity
Framework (“ CSF ”), NIST Special Publication 800- 53, and the Payment Card Industry standards, as applicable, and
designed to comply with applicable laws and regulations, including HIPAA and the New York Department of Financial
Services Cybersecurity Regulation, as applicable. This does not imply that we meet any particular technical standards,
specifications, or requirements of, only that we use the NIST CSF and Payment Card Industry standards as guides to
help us identify, assess, and manage cybersecurity risks relevant to our business. The Program is aligned with the
Company' s overall enterprise risk management system and processes and shares common methodologies, reporting
channels and governance processes that apply across the enterprise risk management program to the-other government
legal, compliance, strategic, operational, and financial risk areas. Control procedures are assessed regularly to confirm
their effectiveness. The Company undergoes an annual Service Organization Controls (“ SOC ”) Type 2 attestation
report covering the performance of safeguards deployed to protect certain Company systems and applications. The
Company maintains cybersecurity insurance providing coverage for certain costs related to security failures and
specified cybersecurity - spensered-ealth-related incidents that interrupt our network or networks of our vendors, in all
cases up to specified limits and subject to certain exclusions. The Company has a designated Chief Information Security



Officer (the “ CISO ”). The programs— Program is-is implemented and managed by the Company’ s executive
management under the leadership of the CISO. The Company contracts with third- party service providers to support
aspects of the Program implementation, operations, and review of information technology operations and cybersecurity
technologies. Additionally, the Company has retained a number of well- established and reputable cybersecurity
consultants, including forensics experts, auditors, as well as outside cybersecurity legal counsel to assist with
cybersecurity matters as needed from time to time. The Company has a Computer Incident Response Team (“ CIRT )
which we-parttetpate—Additionally-is responsible for monitoring ., eurereditagreement-eontains-vartous-eovenants-preventing,
detecting, assisting with the investigation, and responding to cybersecurity threats. The Company has in place an
Information Security Incident Response Plan (“ IRP ”) Protocol which provides an operational framework to coordinate
the response to any type of cybersecurity incident affecting the Company. The CIRT team informs the CISO of
cybersecurity threats consistent with the IRP. The IRP also provides the process and oversight to manage cybersecurity
incidents that limit-eur-abtlityto-may arise from a third- pay-party dividends-service provider. In addition, the IRP
addresses management responsibility with respect to disclosure determinations related to a cybersecurity incident and
provides for Audit Committee and Board briefings as appropriate. The Company’ s cybersecurity policies and
procedures are reviewed by the CISO and updated at least annually. In addition, under the IRP, following the resolution
of a cybersecurity incident, the Company will generally consider the effectiveness of the Program and the IRP, make
adjustments as appropriate, and report to senior management and the Audit Committee as appropriate on these
matters. The cybersecurity policies and procedures are communicated and enforced throughout the Company, as well as
with the third- party service providers that have access to the Company' s information systems et or eommon-stoek
nonpublic information . Anyfuture-determination-Cybersecurity policies and procedures are also subject to pay-dividends
wi-be-at-periodic review and audits by internal and external parties, such as the diserettenofiinternal audit function,
external auditors, regulators, our-- or beard-of-direetors-independent assessors. The Company requires employees to
undergo cybersecurity- related training, including phishing prevention training, and employees are tested regularly
through phishing exercises. The CISO is responsible for developing, maintaining, and enforcing the Program' s policies
and procedures, as wil-well depend-upon;-among-as reporting on the Program' s performance and material cybersecurity
risks to the Audit Committee. The CISO has the relevant expertlse and authorlty to carry out the Program S ob]ectlves
and to coordinate with other key stakeholders within fae

requirertents-and outside the Company eeﬂt-raettta-l—aﬂd—regu}&teﬁ—restﬂe&eﬂs— JEerThe CISO’ expertlse 1ncludes decades

of information technology and cybersecurity as a subject matter expert, including more than a decade information
regatrding restrietions-on-the-ability-of executive management experlence as a CISO for Fortune 500 companles ot

/]

A W lmh pﬂerdrse{esufe- pursuant to TS-ltS charter meefpef&te&
byhrefefeﬁee%reretﬂ—WER—\L}E%LMeﬁra—He&t-}ware— -I-ﬁe—a—FGR—"PUN-EéOO-assmts the Board with over51ght of eemp&ny

Company privacy (eurrentlyranked+25)-, data securlty provi :
Medteare-programs-, and cybersecurlty matters thre h

113 k2>

risks

’s executlve managementNew%‘erleMedward—btm&ess—rrrGetebeﬁ@Q—l— Gtgna—mcludmg the
CISO and the Chief Information Officer, and receives updates on the status and overall effectiveness of the Program,
changes to the Program, relevant information technology Cerperation—- operations , any changes in material
cybersecurity risks and any significant cybersecurity incidents consistent with the IRP. The Audit Committee also
discusses with executive management the steps management has taken to monitor and mitigate privacy, data security,
and cybersecurity risk exposures, the Company ° s FexasMedieatd-information governance policies and programs



Medieare—Medieatd-Planeontracts-inJanuary2622-, and AgeWel-New—York-major legislative and regulatory developments
that could materially impact the Company ° s MedieaidongTerm-Care-exposure regarding privacy, data security risk,
and cybersecurity. The Audit Committee reports to the full Board regarding its activities, including those related to

cybersecurity. The Audit Committee and the Board con51der cybersecurlty as part of the Company s busmcsx strategy,

financial planning, and capital allocation ix 9
CYBERSECURITY RISK ASSESSMEN T The CISO is responslble for assessmg eefﬂmeﬁeen&ent—ef—Nevada—Memeaié

Ga-l-i-ferma—}ewa—dnd Nebrask&demeﬁs&ate-etrabﬂftyhmanaglng the Company s materlal risks from cybersecurlty threats.
The Company conducts regular risk assessments to win-new-identify, evaluate, and prioritize material cybersecurity
risks to the Company, including its health plans and state contracts and-, shared services and IT operations, or ateng-with

the-aequisittonrof My-Chetee-Wiseonsin™ s EFSS-business strategy ﬂ%&&we—e*peet—te—e}oseﬁn—rmd-%e%—wﬂ-eentﬂbﬁtﬁe-eﬂr

. The risk assessments are informed We

b\ various sources of information erganie-membership-growthin

Med-reare— parﬁa-l—l—y—e-ffset—by—such as mternal and external audits, vulnerability scans, penetration tests, threat intelligence,
mcldent reports, 1ndustry benchmarks, and accepted 1ndustry practlces The rlsk assessments con51der lhc potentlal

T g OD
v mittion malwareer—$—1—3%§-per—d-1—1-u-ted—share—'rn
%92—2— soclal engmeerm eempared—wrth—net—rneeme—ef—&éé‘)anﬂ-hen— er—$—l—l—2§-pefdﬂttted-sl=rare—rn%92—l—We-esﬁrﬂ&te—ﬂ%&t




third- party real-estate-speetalist

1nc1dents, supply cham attacks and 1ns1der threats, and contemplates the adequacy of controls to detect, prevent,
respond, and recover to reduce the possibility of an adverse material cybersecurity event . The Company has in place
processes rematning-$1+6-millionofthe-impairmentrelates—to identify material risks from cybersecurity threats teasehold
+mpfevemeﬂts—&ﬂd—ethefpfepefty&ﬂd—eqt&pmeﬂt—assoudlui with the—ree}ueﬁefrﬁrle&sed-spaee—Mehﬂa—Heakhe&fe&ﬂe—%@Q%


































insuranee-eompany(the-third- party service providers with respect to reinsurer>>—Beeatse-we-remain-tableforlosses-inthe
their event-the-cybersecurity programs and risks and requires third- party service providers reinsureris-anable-to pay
notify the Company if they experienced a cybersecurity incident. The Company hires experienced security professionals
to conduct advanced and realistic cybersecurity attack simulations to verify its Program pertion-of thetosses-, we

eontinualy-menitor-the-and conducts regular cybersecurlty tabletop exerclses with executlve management whlch are
coordlnated by a third- pdllV At ond £y
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