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Risks	Related	to	Our	Business	and	Industry	Our	business	will	suffer	if	we	are	unable	to	entertain	our	players,	develop	new
games,	and	improve	the	experience	within	our	existing	games.	Our	business	depends	on	developing,	publishing,	and	continuing
to	service	casual,	“	free-	to-	play	”	games	that	players	will	download	and	spend	time	and	money	playing.	We	are	currently
focused	on	social	casino,	casual,	and	puzzle	games,	offering	our	games	on	mobile	devices,	including	smartphones	and	tablets	on
Apple’	s	iOS	and	Google’	s	Android	operating	systems,	on	social	networking	platforms	such	as	Facebook,	and	on	our	website.
We	have	devoted	and	we	expect	to	continue	to	devote	substantial	resources	to	the	research,	development,	analytics,	and
marketing	of	our	games.	Our	development	and	marketing	efforts	are	focused	on	both	improving	the	experience	within	our
existing	games	(frequently	through	new	content	and	feature	releases	for	our	live	services)	and	developing	new	games.	We
generate	revenue	primarily	through	the	sale	of	in-	game	virtual	currency.	For	games	distributed	through	third-	party	platforms,
we	are	required	to	share	a	portion	of	our	revenue	from	in-	game	sales	with	the	platform	providers.	Due	to	our	focus	on	mobile
gaming,	these	costs	are	expected	to	remain	a	significant	operating	expense.	See	“	Risk	Factors	—	We	rely	on	third-	party
platforms	such	as	the	Apple	App	Store,	Google	Play	Store,	Amazon	Appstore,	and	Facebook	to	make	our	games	available	to
players	and	collect	revenues	generated	on	such	platforms,	and	we	rely	on	third-	party	payment	service	providers	to	collect
revenues	generated	on	our	own	platforms.	”	In	order	to	remain	profitable,	we	need	to	generate	sufficient	revenue	from	our
existing	and	new	game	offerings	to	offset	our	ongoing	development,	marketing,	and	operating	costs.	Successfully	monetizing	“
free-	to-	play	”	games	is	difficult	and	requires	that	we	deliver	engaging	and	entertaining	player	experiences	that	a	sufficient
number	of	players	will	pay	for	or	we	are	able	to	otherwise	sufficiently	monetize	our	games.	The	success	of	our	games	depends,
in	part,	on	unpredictable	and	volatile	factors	beyond	our	control	including	player	preferences	and	spending	habits,	competing
games,	and	the	availability	of	other	entertainment	experiences.	If	our	games	do	not	meet	player	expectations,	or	if	new	games
are	not	brought	to	market	in	a	timely	and	effective	manner,	our	ability	to	grow	revenue	and	our	financial	performance	will	be
negatively	affected.	Our	ability	to	successfully	develop	games	for	mobile	and	web	platforms	and	their	ability	to	achieve
commercial	success	will	depend	on	our	ability	to:	•	effectively	monetize	our	games;	•	effectively	market	our	games	to	existing
and	new	players;	•	achieve	benefits	from	our	player	acquisition	costs;	•	achieve	organic	growth	and	gain	player	interest	in	our
games	through	free	or	more	efficient	channels;	•	adapt	to	changing	player	preferences	and	spending	habits;	•	negotiate	with	third
parties	to	provide	our	players	with	a	diverse	inventory	of	real-	world	loyalty	rewards;	•	increase	achieve	and	maintain	player
engagement	within	our	games;	•	expand	and	enhance	games	after	their	initial	release;	•	attract,	retain,	and	motivate	talented	and
experienced	game	designers,	product	managers	and	,	engineers	,	digital	marketing	managers,	and	user	acquisition	experts	;	•
negotiate	and	manage	relationships	with	third-	party	platforms;	•	continue	to	adapt	to	new	technologies	and	game	feature	sets
for	an	increasingly	diverse	set	of	mobile	devices,	including	various	operating	systems	and	specifications,	limited	bandwidth,	and
varying	processing	power	and	screen	sizes;	•	efficiently	manage	the	development	of	new	games	and	features	to	increase	the
cadence	of	introductions	without	incurring	excessive	costs;	•	achieve	and	maintain	successful	player	engagement	and	effectively
monetize	our	games;	•	maintain	a	quality	gaming	experience	and	retain	our	players;	•	compete	successfully	against	a	large	and
growing	number	of	existing	market	participants;	•	accurately	forecast	the	timing	and	expense	of	our	operations,	including	game
and	feature	development,	marketing	and	player	acquisition,	player	adoption,	and	revenue	growth;	•	minimize	and	quickly
resolve	bugs	or	outages;	and	•	acquire	and	successfully	integrate	high	quality	mobile	game	assets,	personnel,	or	companies.
These	and	other	uncertainties	make	it	difficult	to	know	whether	we	will	succeed	in	continuing	to	develop	successful	games	and
live	operations	services	and	launch	new	games	and	features	in	accordance	with	our	operating	plan.	If	we	do	not	succeed	in	doing
so,	our	business,	financial	condition,	results	of	operations,	and	reputation	will	suffer.	If	we	are	able	to	develop	new	games	and
features	that	achieve	success,	it	is	possible	that	these	new	games	and	features	could	divert	players	of	our	other	existing	games
without	growing	our	overall	player	base,	which	could	harm	operating	results.	Although	it	is	important	to	our	future	success	that
we	develop	new	games	and	features	that	are	popular	with	players,	it	is	possible	that	new	games	and	features	may	reduce	the
amount	of	time	players	spend	with	our	other	games	without	increasing	their	overall	playing	time	or	purchases	.	In	particular,
we	plan	to	continue	leveraging	our	existing	games	to	cross-	promote	new	games	and	features,	which	may	encourage	players	of
existing	games	to	divert	some	of	their	playing	time	and	discretionary	spending	away	from	our	existing	games.	If	new	games	and
game	features	do	not	grow	our	player	base,	increase	the	overall	amount	of	time	our	players	spend	with	our	games,	or	generate
sufficient	new	revenue	to	offset	any	declines	from	our	other	games,	our	revenue	could	be	adversely	affected.	We	believe	that	our
players’	level	of	engagement	with	our	games	is	partly	based	on	playAWARDS,	our	real-	world	rewards	loyalty	program.	If	we
fail	to	expand	and	diversify	our	playAWARDS	program,	or	external	events	make	it	difficult	for	our	in	particular	given
restrictions	imposed	as	a	result	of,	and	player	players	to	consume	real	behavior	impacted	by,	the	COVID	-	19	pandemic	world
rewards	,	our	business	may	suffer.	Players	accumulate	loyalty	points	by	engaging	with	our	games,	and	players	can	exchange
their	loyalty	points	for	real-	world	rewards	through	our	playAWARDS	program.	We	believe	that	our	players’	level	of
engagement	with	our	games	is	partly	based	on	the	perceived	value	of	earning	loyalty	points	and	exchanging	those	loyalty	points
for	real-	world	rewards	that	they	can	redeem	at	our	awards	rewards	partners’	establishments.	We	currently	offer	real-	world
rewards	relating	to,	among	other	things,	dining,	live	entertainment	shows,	and	hotel	rooms.	For	example,	through	an	agreement
with	MGM	Resorts	International,	or	MGM,	our	players	are	able	to	exchange	loyalty	points	for,	among	other	things,	free	hotel
rooms,	meals	and	show	tickets	for	various	Las	Vegas	properties,	including	ARIA,	Bellagio,	and	MGM	Grand.	We	While	we
offer	some	digital	rewards,	many	of	our	real-	world	rewards	are	destination	based.	During	the	COVID-	19	pandemic,	we



observed	a	lower	level	of	rewards	redemption	during	the	COVID-	19	pandemic,	due	to	restrictions	on	the	operations	of	awards
rewards	partners	and	on	the	ability	for	players	to	travel	or	attend	public	events,	and	while	such	restrictions	generally	have	been
lifted	,	we	could	continue	to	experience	a	lower	reduced	level	of	rewards	redemption	as	a	result	of	unanticipated	future
circumstances	that	have	the	effect	of	restricting	travel	or	the	in-	person	attendance	of	public	events	.	If	we	are	unable	to
expand	and	diversify	our	playAWARDS	program,	in	particular	to	include	real-	world	rewards	not	based	on	travel	or	attending
public	events	or	shows,	the	perceived	value	of	exchanging	loyalty	points	for	the	real-	world	rewards	we	offer	will	diminish	and
our	players	may	be	less	likely	to	play	our	games	or	may	reduce	their	level	of	engagement	with	our	games.	Such	loss	of,	or
reduction	in,	players	or	their	level	of	engagement	with	our	games	would	cause	our	business,	financial	condition,	and	results	of
operations	to	suffer.	The	COVID-	19	pandemic	and	containment	efforts	across	the	globe	significantly	impacted	our	business,
and	the	extent	to	which	this	situation	and	any	future	health	epidemics	or	contagious	disease	outbreaks	will	impact	our	future
results	of	operations	and	overall	financial	performance	remains	uncertain.	The	COVID-	19	pandemic	and	related	containment
and	mitigation	efforts,	including	social	distancing,	shelter-	in-	place,	quarantine	and	similar	policies,	practices	and	governmental
orders,	have	resulted	in	widespread	disruption	in	global	economies,	productivity,	and	financial	markets	and	materially	altered
our	day-	to-	day	business	operations.	The	Any	future	pandemics,	public	health	epidemics,	disease	outbreaks,	medical
emergencies,	or	other	public	health	crises	outside	of	our	control	could	have	a	negative	impact	on	our	business.	During
the	COVID-	19	pandemic	and	related	public	perceptions	also	have	contributed	to	consumer	unease	and	may	continue	to	lead	to
decreased	discretionary	consumer	spending	,	which	could	negatively	impact	our	business.	Other	future	health	epidemics,
contagious	disease	outbreaks,	or	the	emergence	of	new	COVID-	19	variants	could	have	similar	impacts.	Since	the	outbreak	of
the	COVID-	19	pandemic,	we	took	have	taken	various	precautionary	measures	intended	to	minimize	the	risk	of	COVID-	19	to
our	employees.	These	Those	measures	have	included	temporarily	closing	our	offices	around	the	world	(including	our	corporate
headquarters	in	Las	Vegas,	Nevada)	and	implementing	travel	restrictions	for	our	employees.	Although	our	facilities	have	all
since	reopened,	we	continue	to	monitor	COVID-	19	case	levels	and	best	practices,	and	our	business	may	be	negatively	impacted
if	we	are	faced	with	a	similar	future	event,	such	as	a	pandemic,	public	health	epidemic,	disease	outbreak,	or	other	public
health	crisis,	that	requires	us	to	implement	future	precautionary	measures,	which	may	include	temporary	closures	of	some	or
all	of	our	facilities,	travel	restrictions,	and	other	measures	that	could	be	disruptive	to	our	normal	business	operations.	During	a
The	full	extent	to	which	the	COVID-	19	pandemic	,	and	any	future	health	epidemics	-	epidemic	or	contagious	disease	outbreaks
may	impact	our	business,	operations,	and	financial	results	will	depend	on	numerous	factors	that	we	may	not	be	able	to
accurately	predict,	including:	•	the	duration	and	scope	of	the	pandemic,	epidemic,	or	outbreak	,	including	any	potential	follow-
on	disease	waves,	both	globally	and	within	the	United	States;	•	the	impact	of	new	disease	variants;	•	governmental,	business,
and	individuals’	actions	that	have	been	and	continue	to	be	taken	in	response	to	the	pandemic,	epidemic,	or	outbreak;	•	the
availability	and	cost	to	access	the	capital	markets;	•	the	effect	of	the	pandemic,	epidemic,	or	outbreak	on	our	players	and	their
willingness	and	ability	to	engage	with	our	games	and	make	in-	game	purchases;	•	the	limitations	on	redeeming	dining,	live
entertainment,	and	hotel	real-	world	rewards	due	to	travel	and	other	similar	restrictions;	•	disruptions	or	restrictions	on	our
employees’	ability	to	work	and	travel;	•	labor	shortages,	increasing	competition	for	talent,	and	increasing	employee	attrition;	•
temporary	or	permanent	changes	to	consumer	behavior	or	spending	patterns;	and	•	interruptions	related	to	our	cloud	networking
and	platform	infrastructure	and	partners,	including	impacts	on	Amazon	Web	Services,	mobile	application	platform	providers,
advertising	partners,	and	customer	service	and	support	providers.	During	the	continuing	COVID-	19	pandemic	or	any	future
health	epidemics	or	contagious	disease	outbreaks	,	we	may	not	be	able	to	provide	the	same	level	of	product	features	and
customer	support	that	our	players	expect	from	us,	which	could	negatively	impact	our	business	and	operations.	While
substantially	all	of	our	business	operations	can	be	performed	remotely,	many	of	our	employees	who	work	remotely	must	might
have	to	balance	additional	work-	related	and	personal	challenges,	including	adjusting	communication,	technical	and	work
expectations,	and	challenges	to	collaborate	in	a	hybrid	environment	with	work	colleagues	and	business	partners.	In	addition	to
the	potential	direct	impacts	to	our	business,	the	global	economy	could	has	been,	and	is	likely	to	continue	to	be	,	significantly
weakened	as	a	result	of	the	actions	taken	in	response	to	any	future	the	COVID-	19	pandemic	,	health	epidemic	or	contagious
disease	outbreak	,	and	future	government	intervention	remains	uncertain.	A	weakened	global	economy	may	impact	our
players’	purchasing	decisions	within	our	games,	in	particular	given	the	limitations	of	redeeming	real-	world	rewards	due	to
government	mandated	or	other	restrictions	on	travel	and	other	activities	and	limitations	on	our	players’	discretionary	spending,
consumer	activity	during	the	pandemic	and	its	impact	on	advertising	investments,	and	the	ability	of	our	business	partners,
including	our	awards	rewards	partners	that	provide	the	real-	world	rewards	available	in	our	games,	to	navigate	this	a	complex
social,	health,	and	economic	environment,	any	of	which	could	result	in	disruption	to	our	business	and	results	of	our	operations.
The	duration	and	extent	of	the	impact	on	our	business	from	the	ongoing	COVID-	19	pandemic	or	any	future	pandemics,	health
epidemics	or	contagious	disease	outbreaks	will	depend	on	future	developments	that	cannot	accurately	be	predicted	at	this	time,
such	as	disease	severity	and	transmission	rates,	the	existence	of	any	additional	waves	of	any	pandemic,	epidemic,	or	outbreak,
the	impact	of	new	disease	variants,	the	extent	and	effectiveness	of	mitigation	and	containment	actions,	progress	towards
widespread	rapid	testing,	effective	treatment	alternatives	and	the	adoption	and	efficacy	of	available	vaccines,	and	the	impact	of
these	and	other	factors	on	our	employees,	players,	and	business	partners.	If	we	are	not	able	to	respond	to	and	manage	the	impact
of	such	events	effectively,	our	business	may	be	harmed.	To	the	extent	the	COVID-	19	pandemic	or	any	future	pandemic,	health
epidemic	or	contagious	disease	outbreak	adversely	affects	our	business	and	financial	results,	it	may	also	have	the	effect	of
heightening	many	of	the	other	risks	to	our	business	described	herein.	Our	industry	is	very	competitive.	If	players	prefer	our
competitors’	games	over	our	own,	our	operating	results	could	suffer.	Competition	in	the	gaming	industry,	especially	the	mobile
gaming	segment,	is	intense	and	subject	to	rapid	changes,	including	changes	from	evolving	player	preferences	and	emerging
technologies.	Many	new	games	are	introduced	in	each	major	industry	segment	(mobile,	web,	PC,	and	console)	each	year,	but
only	a	relatively	small	number	of	titles	account	for	a	significant	portion	of	total	revenue	in	each	segment.	While	we	have



diversified	our	product	offering,	we	historically	competed	primarily	in	the	social	casino	gaming	category.	Our	competitors	that
develop	mobile	and	web	games	in	the	social	casino	gaming	category	vary	in	size	and	offerings	and	include	companies	such	as
Aristocrat,	DoubleU,	Huuuge	Games,	Playtika,	SciPlay,	Scopely,	Zynga	(owned	by	Take-	Two	Interactive)	,	and	others.	In
addition,	there	are	competitors	that	develop	mobile	and	web	games	that	are	not	currently	focused	on	the	social	casino	gaming
category	but	may	move	into	that	space	and	that	may	also	impede	our	diversification	efforts,	including	companies	such	as
Activision	Blizzard	(	owned	by	Microsoft	Corporation	and	the	parent	company	of	King	Digital),	Electronic	Arts	(EA
Mobile),	Epic	Games,	Netmarble	(the	parent	company	of	Jam	City	and	,	Netmarble	(the	parent	company	of	Kabam),	NetEase
(NetEase	Games),	Niantic,	Take-	Two	Interactive	Software,	Vivendi	(the	parent	company	of	Gameloft),	and	others.	In	addition,
online	game	developers	and	distributors	that	are	primarily	focused	on	specific	international	markets,	such	as	Giant	Interactive
and	Tencent	in	Asia,	and	high-	profile	companies	with	significant	online	presences	that	to	date	have	not	actively	focused	on
social	games,	such	as	Facebook,	Apple,	Google,	Amazon,	and	Microsoft	Netflix	,	may	decide	to	develop	social	games	including
social	casino	games	which	may	compete	with	our	games.	Some	of	these	current	and	potential	competitors	have	significant
resources	for	developing	or	acquiring	additional	games,	may	be	able	to	incorporate	their	own	strong	brands	and	assets	into	their
games,	have	a	more	diversified	set	of	revenue	sources	than	we	do	and	may	be	less	severely	affected	by	changes	in	player
preferences,	regulations.	or	other	developments	that	may	impact	our	industry	.	Furthermore,	certain	competitors	of	our	social
casino	games	may	provide	real-	money	gambling	offerings,	which	could	negatively	impact	demand	for	our	social	casino
games	.	There	are	relatively	low	barriers	to	entry	to	develop	a	mobile	or	online	game	and	we	expect	new	game	competitors	to
enter	the	market	and	existing	competitors	to	allocate	more	resources	to	develop	and	market	competing	games	and	applications.
We	also	compete	or	will	likely	compete	with	a	vast	number	of	small	companies	and	individuals	who	are	able	to	create	and
launch	games	and	other	content	for	devices	and	platforms	using	relatively	limited	resources	and	with	relatively	limited	start-	up
time	or	expertise.	The	proliferation	of	titles	in	these	open	developer	channels	makes	it	difficult	for	us	to	compete	for	players
without	substantially	increasing	our	marketing	expenses.	We	also	face	competition	for	the	leisure	time,	attention,	and
discretionary	spending	of	our	players	from	other	non-	gaming	activities,	such	as	social	media	and	messaging	applications,
personal	computer	and	console	games,	virtual	reality	and	augmented	reality	games,	video	streaming	services,	television,
movies,	sports,	and	the	Internet.	Increasing	competition	could	result	in	loss	of	players,	increasing	player	acquisition	and
retention	costs,	and	loss	of	talent,	all	of	which	could	harm	our	business,	financial	condition,	or	results	of	operations.	We	rely	on
a	small	portion	of	our	total	players	for	a	substantial	amount	of	our	revenue	and	if	we	fail	to	grow	our	player	base,	or	if	player
engagement	declines,	our	revenue	and	operating	results	will	be	harmed.	Compared	to	all	players	who	play	our	games	in	any
period,	only	a	small	portion	are	paying	players.	In	order	to	sustain	and	grow	our	revenue	levels,	we	must	attract,	retain,	and
increase	the	number	of	paying	players	or	more	effectively	monetize	our	players	through	advertising	and	other	strategies.	To
retain	players,	we	must	devote	significant	resources	so	that	the	games	they	play	retain	their	interest	and	attract	them	to	our	other
games.	We	also	organize	periodic	in-	person	events	for	our	players	and,	in	addition,	provide	personal	hosting	services	to
our	most	engaged	players,	Nevertheless,	we	might	not	succeed	in	our	efforts	to	increase	the	monetization	rates	of	our	players,
particularly	if	we	are	unable	to	retain	our	paying	players.	If	we	fail	to	grow	or	sustain	the	number	of	our	paying	players,	if	the
rates	at	which	we	attract	and	retain	paying	players	declines,	or	if	the	average	amount	our	players	pay	declines,	or	if	we	fail	to
retain	and	effectively	monetize	the	relatively	small	number	of	players	that	comprise	our	most	highly	engaged	player
tiers,	our	business	may	not	grow	be	negatively	impacted	and	our	financial	results	will	may	suffer.	A	substantial	portion	of	our
loyalty	rewards	and	significant	intellectual	property	are	obtained	from	MGM,	and	any	change	in	that	relationship	could
materially	and	adversely	affect	our	business	and	financial	results.	Although	we	have	a	portfolio	of	entertainment,	retail,
technology,	travel,	leisure,	and	gaming	brands	across	the	globe	providing	rewards	through	our	playAWARDS	program,	MGM
historically	has	provided	a	substantial	amount	of	such	rewards,	and	the	majority	of	the	rewards	redeemed	through	our
playAWARDS	program	for	the	year	ended	December	31,	2022	2023	were	offered	by	MGM.	Under	the	terms	of	our	marketing
agreement	and	rewards	agreement	with	MGM,	MGM	has	discretion	over	the	types	and	quantities	of	rewards	and	whether	to
make	any	rewards	available	for	a	particular	game,	and	MGM	may	discontinue	any	rewards	previously	made	available.	The
terms	of	our	marketing	agreement	with	MGM	requires	us	to	meet	certain	performance	criteria	for	it	to	be	automatically	renewed,
and	if	we	fail	to	meet	those	performance	criteria,	MGM	could	terminate	both	the	marketing	agreement	and	the	rewards
agreement.	If	we	fail	to	meet	our	required	performance	criteria	under	the	marketing	agreement,	we	could	also	lose	certain
intellectual	property	rights	that	we	license	from	MGM	under	the	marketing	agreement	and	which	we	use	as	creative	assets	in	our
games.	In	the	event	that	MGM	offers	fewer	or	less	attractive	rewards	for	our	games	or	if	we	fail	to	achieve	the	required
performance	milestones	and	MGM	decides	not	to	renew	our	agreements,	our	business	and	financial	results	could	be	materially
and	adversely	affected.	We	derive	a	significant	portion	of	our	revenue	from	the	distribution	of	our	games	on	the	Apple	App
Store,	Google	Play	Store,	Amazon	Appstore,	and	Facebook,	and	the	virtual	items	we	sell	in	our	games	are	purchased	using	the
payment	processing	systems	of	these	third-	party	platform	providers.	Additionally,	we	have	historically	acquired	a	significant
number	of	our	players	through	Facebook.	If	we	are	unable	to	maintain	a	good	relationship	with	such	platform	providers,	if	their
terms	and	conditions	or	pricing	change	to	our	detriment,	if	we	violate,	or	if	a	platform	provider	believes	that	we	have	violated,
the	terms	and	conditions	of	its	platform,	or	if	any	of	these	platforms	loses	market	share	or	falls	out	of	favor,	or	is	unavailable	for
a	prolonged	period	of	time,	our	business	will	suffer.	We	are	subject	to	the	standard	and	non-	negotiated	policies	and	terms	of
service	/	publisher	agreements	of	third-	party	platforms,	which	govern	the	promotion,	distribution,	content,	and	operation
generally	of	games	on	the	platform.	Each	platform	provider	has	broad	discretion	to	unilaterally	change	and	interpret	its	terms	of
service	and	other	policies	with	respect	to	us	and	other	developers,	and	those	changes	may	be	unfavorable	to	us	.	For	example,	in
late	2019,	a	platform	provider	updated	the	rating	on	one	of	our	games	to	Adults	Only.	While	this	issue	has	been	resolved	and	the
game	is	no	longer	rated	Adults	Only,	the	platform	provider	took	longer	to	review	and	approve	new	releases	for	such	game	while
it	retained	the	Adults	Only	rating,	which	resulted	in	uncertainty	around	when	releases	would	be	approved,	and	resulted	in	delays



in	commercial	releases	that	negatively	impacted	our	ability	to	undertake	planned	marketing	and	promotional	campaigns	to
feature	the	new	releases	.	A	platform	provider	may	also	change	its	fee	structure,	add	fees	associated	with	access	to	and	use	of	its
platform,	alter	how	we	are	able	to	advertise	on	the	platform,	change	how	the	personal	information	of	its	users	is	made	available
to	application	developers	on	the	platform,	limit	the	use	of	personal	information	for	advertising	purposes,	or	restrict	how	players
can	share	information	with	their	friends	on	the	platform	or	across	platforms.	Our	business	could	be	harmed	if:	•	the	platform
providers	discontinue	or	limit	our	access	to	their	platforms;	•	governments	or	private	parties,	such	as	internet	Internet	providers,
impose	bandwidth	restrictions,	increase	charges,	or	restrict	or	prohibit	access	to	those	platforms;	•	the	platforms	increase	the
fees	they	charge	us	or	change	the	ways	in	which	their	fees	are	determined;	•	the	platforms	modify	their	algorithms,	discovery
mechanisms,	communication	channels	available	to	developers,	respective	terms	of	service,	or	other	policies;	•	the	platforms
decline	in	popularity;	•	the	platforms	adopt	changes	or	updates	to	their	technology	that	impede	integration	with	other	software
systems	or	otherwise	require	us	to	modify	our	technology	or	update	our	games	in	order	to	ensure	players	can	continue	to	access
our	games	and	content	with	ease;	•	the	platforms	elect	or	are	required	to	change	how	they	label	free-	to-	play	games	or	take
payment	for	in-	game	purchases;	•	the	platforms	block	or	limit	access	to	the	genres	of	games	that	we	provide	in	any	jurisdiction;
•	the	platforms	impose	restrictions	or	spending	caps	or	make	it	more	difficult	for	players	to	make	in-	game	purchases	of	virtual
items;	•	the	platforms	change	how	the	personal	information	of	players	is	made	available	to	developers	or	develop	or	expand
their	own	competitive	offerings;	or	•	we	are	unable	to	comply	with	the	platform	providers’	terms	of	service.	In	addition,	third-
party	platforms	also	impose	certain	file	size	limitations,	which	limits	our	ability	to	create	software	with	additional	features	that
would	result	in	a	larger	size	than	the	platform	providers	would	support.	Aside	from	these	file	size	limitations,	a	larger	game	file
size	could	cause	players	to	delete	our	games	once	the	file	size	grows	beyond	the	capacity	of	their	devices’	storage	limitations	or
could	reduce	the	number	of	downloads	of	these	games.	Changes	in	the	respective	terms	of	service	or	policy	changes	of	third-
party	platforms	may	decrease	the	visibility	or	availability	of	our	games,	limit	our	distribution	capabilities,	prevent	access	to	our
existing	games,	reduce	the	amount	of	revenue	we	may	recognize	from	in-	game	purchases,	increase	our	costs	to	operate	on	these
platforms,	or	result	in	the	exclusion	or	limitation	of	our	games	or	certain	in-	game	features	on	such	platforms.	Any	such	changes
could	adversely	affect	our	business,	financial	condition,	or	results	of	operations.	If	our	platform	providers	do	not	perform	their
obligations	in	accordance	with	our	platform	agreements,	we	could	be	adversely	impacted.	For	example,	in	the	past,	some	of
these	platform	providers	have	been	unavailable	for	short	periods	of	time,	unexpectedly	changed	their	terms	or	conditions	or
experienced	issues	with	their	features	that	permit	our	players	to	purchase	virtual	items.	If	any	of	our	third-	party	service
providers	is	unable	to	process	payments,	even	for	a	short	period	of	time,	our	business	could	be	harmed.	These	platforms	and	our
third-	party	online	payment	service	providers	may	also	experience	security	breaches	or	other	issues	with	their	functionalities.	In
addition,	if	we	violate,	or	a	platform	provider	believes	we	have	violated,	its	terms	of	service,	policies,	or	standard	publisher
agreements	(or	if	there	is	any	change	or	deterioration	in	our	relationship	with	any	of	these	platform	providers),	that	platform
provider	could	limit	or	discontinue	our	access	to	the	platform	or	we	may	be	exposed	to	liability	or	litigation.	As	jurisdictions	in
which	we	operate	and	their	regulatory	bodies	adopt	For	-	or	modify	laws	example,	in	August	2020,	Epic	Games	attempted
to	bypass	Apple'	s	and	Google’	s	payment	systems	regulations,	our	platform	providers	may	adopt	restrictive	policies	for	-	or
in-	take	other	adverse	action	against	the	Company	and	its	game	games	purchases	in	connection	with	their	interpretation
an	and	update	implementation	of	such	laws	and	regulations.	If	the	platform	providers	took	such	actions	in	jurisdictions
that	allowed	users	are	significant	to	make	purchases	directly	through	Epic	Games	in	their	game,	Fortnite.	Apple	and	Google
promptly	removed	Fortnite	from	their	respective	app	stores.	In	August	2020,	Epic	Games	filed	separate	lawsuits	against	Apple
and	Google	relating	to,	among	other	things,	the	30	%	platform	fee	and	anti-	trust	violations.	In	September	2020,	Apple	filed	a
counterclaim	seeking	injunctive	relief	to	block	the	use	of	Epic	Games’	payment	system	and	seeking	monetary	damages	to
recover	funds	made	while	the	updated	version	of	Fortnite	was	active.	In	September	2021,	a	court	--	our	ruled	that	Apple	must
provide	other	payment	options	operations	for	in-	app	game	purchases	within	a	certain	time	,	however,	Apple	is	not	required	to
allow	Fortnite	back	on	its	-	it	could	negatively	impact	our	business	app	store.	Both	parties	have	appealed	the	ruling.	In
October	2021,	Google	filed	a	counterclaim	seeking	monetary	damages	from	Epic	Games	for	breach	of	contract	.	If	any	such
events	described	above	occur	on	a	short-	term	or	long-	term	basis,	or	if	these	third-	party	platforms	and	online	payment	service
providers	otherwise	experience	issues	that	impact	the	ability	of	players	to	download	or	access	our	games,	access	social	features,
or	make	in-	game	purchases,	it	could	materially	and	adversely	affect	our	brands	and	reputation,	as	well	as	our	business,	financial
condition,	and	results	of	operations.	We	rely	on	third-	party	hosting	and	cloud	computing	providers	to	operate	certain	aspects	of
our	business.	In	particular,	a	significant	portion	of	our	game	traffic	is	hosted	by	Amazon	Web	Services,	or	AWS,	and	any
failure,	disruption	or	significant	interruption	in	our	network	or	hosting	and	cloud	services	could	adversely	impact	our	operations
and	harm	our	business.	Our	technology	infrastructure	is	critical	to	the	performance	of	our	games,	the	satisfaction	of	our	players,
and	our	corporate	functions.	Our	games	and	company	systems	run	on	a	complex	distributed	system,	or	what	is	commonly
known	as	cloud	computing.	We	own,	operate,	and	maintain	elements	of	this	system,	but	significant	elements	of	this	system	are
operated	by	third	parties	that	we	do	not	control	and	which	would	require	significant	time	and	expense	to	replace.	We	expect	this
dependence	on	third	parties	to	continue.	We	have	experienced,	and	may	in	the	future	experience,	disruptions,	outages,	and	other
performance	problems	due	to	a	variety	of	factors,	including	infrastructure	changes,	human	or	software	errors,	and	capacity
constraints.	If	any	such	interruption	is	significant	or	prolonged,	if	a	particular	game	is	unavailable	when	players	attempt	to
access	it	or	navigation	through	a	game	is	slower	than	they	expect,	players	may	stop	playing	the	game	and	may	be	less	likely	to
return	to	the	game	as	often,	if	at	all.	A	failure	or	significant	interruption	in	our	game	service	would	harm	our	reputation
and	operations.	We	expect	to	continue	to	make	significant	investments	in	our	technology	infrastructure	to	maintain	and
improve	all	aspects	of	player	experience	and	game	performance.	To	the	extent	that	our	disaster	recovery	systems	are	not
adequate,	or	we	do	not	effectively	address	capacity	constraints,	upgrade	our	systems	as	needed	and	continually	develop
our	technology	and	network	architecture	to	accommodate	increasing	traffic,	our	business	and	results	of	operations	may



suffer.	We	do	not	maintain	insurance	policies	covering	losses	relating	to	our	network	or	information	technology	systems,
other	than	losses	caused	by	cybersecurity	attacks	for	which	we	have	limited	insurance	coverage,	which	may	increase	any
potential	harms	that	the	business	may	suffer	from	systems	failure	or	resulting	business	interruptions.	In	addition,	any
changes	in	these	third	parties’	service	levels	may	adversely	affect	our	ability	to	meet	the	requirements	of	our	players.	As	our
platform’	s	continuing	and	uninterrupted	performance	is	critical	to	our	success,	sustained	or	repeated	system	failures	would
reduce	the	attractiveness	of	our	offerings.	It	may	become	increasingly	difficult	to	maintain	and	improve	our	performance,
especially	during	peak	usage	times,	as	we	expand	and	the	usage	of	our	offerings	increases.	Any	negative	publicity	arising	from
these	interruptions,	delays,	outages,	or	other	performance	problems	could	adversely	affect	our	business,	financial	condition,
results	of	operations,	or	reputation.	Furthermore,	in	the	event	that	any	of	our	agreements	with	these	third-	party	providers	are
terminated,	we	may	experience	significant	costs	or	downtime	in	connection	with	the	transfer	to,	or	the	addition	of,	new	hosting
or	cloud	computing	providers.	Although	alternative	providers	could	host	our	platform	on	a	substantially	similar	basis,	such
transition	could	potentially	be	disruptive	and	we	could	incur	significant	costs	in	connection	with	such	transition.	In	particular,	a
significant	portion	of	our	game	traffic,	data	storage,	data	processing	and	other	computing	services	and	systems	is	hosted	by
AWS.	AWS	provides	us	with	computing	and	storage	capacity	pursuant	to	an	agreement	that	continues	until	terminated	by	either
party.	The	agreement	requires	AWS	to	provide	us	their	standard	computing	and	storage	capacity	and	related	support	in	exchange
for	timely	payment	by	us.	Any	disruptions,	delays,	outages	and	other	performance	problems	caused	by	AWS	could	significantly
impact	our	business	due	to	our	many	services	and	systems	relying	on	the	AWS	services.	We	have	engaged,	and	expect	to
engage,	third-	party	game	development	companies	to	develop	and	operate	certain	mobile	games,	including	myVEGAS	Bingo
and	my	Konami	Slots,	and	if	they	fail	to	perform	as	expected,	our	business	may	suffer.	We	currently,	have	in	the	past	,	and
expect	in	the	future	to,	engage	third-	party	game	development	companies	to	develop	and	operate	certain	mobile	games	on	our
behalf.	Currently,	we	rely	on	third-	party	game	development	companies	to	provide	operation	and	development	services	for	our
myVEGAS	Bingo	and	my	KONAMI	Slots	games.	In	each	instance,	we	have	been,	and	in	the	future	intend	to	be,	the	publisher
of	our	existing	games	as	well	as	third-	party	developed	or	co-	developed	games	when	they	are	available	to	players	through
platforms	such	as	the	Apple	App	Store,	Google	Play	Store,	Amazon	Appstore,	and	Facebook.	However,	in	some	cases	much	of
the	responsibility	to	develop	and	operate	our	games	will	be	undertaken	by	the	development	company.	Typically	when	we
engage	a	third-	party	game	development	company,	we	will	enter	into	a	contract	with	them	that	defines	their	and	our	duties	and
responsibilities	.	With	a	third-	party	game	development	company	,	but	we	have	limited	control	over	the	work	performed	by
the	development	company	and	are	therefore	subject	to	additional	risks	that	differ	from,	and	might	be	greater	than	if	,	those
we	are	subject	to	when	our	own	employees	were	are	developing	and	operating	our	games	.	For	example	,	such	that	limited
control	over	work	being	performed	could	materially	and	adversely	impact	the	timely	development	and	completion	of	our
games	,	and	their	publication	could	be	delayed	due	to	the	development	company’	s	failure	to	adhere	to	our	milestones	and
roadmaps.	We	have	in	the	past	experienced	this	risk	when	one	of	our	third-	party	game	development	companies	failed	to
complete	development	milestones	in	accordance	with	our	game	development	roadmap.	If	our	third-	party	game	development
companies	do	not	perform	in	accordance	with	our	agreements	with	them,	it	could	adversely	affect	the	development	of	our	games
that	are	the	subject	of	that	agreement,	including	delaying	their	availability	for	launch	and	their	performance	once	launched,
which	could	materially	and	adversely	impact	our	ability	to	meet	our	forecasts.	Once	a	co-	developed	game	is	launched,	or	in	the
event	we	engage	a	third	party	to	operate	an	existing	game,	we	will	be	reliant	on	the	development	company’	s	ability	to	maintain
an	adequate	number	of	knowledgeable	and	experienced	personnel	to	operate	and	maintain	the	co-	developed	game	or	existing
game	successfully	and	to	develop	and	implement	future	game	updates,	patches	and	bug	fixes,	as	well	as	provide	ongoing
support	services.	If	the	development	companies	fails	to	operate	and	maintain	the	co-	developed	game	or	existing	game,	it	could
adversely	affect	such	that	game'	s	performance	and	player	satisfaction,	and	our	business	may	might	suffer	as	a	result.	Further,	if
the	game	development	companies	breached	our	agreements	with	them,	or	unilaterally	elected	to	discontinue	providing	services,
we	would	have	to	find	a	substitute	provider	or	replace	the	lost	services	internally,	which	could	disrupt	the	operation	of	the	games
and	result	in	dissatisfied	players,	increased	expenses,	lost	revenues,	and	other	adverse	effects.	We	do	not	own	or	have	direct
control	of	the	source	code	of	the	third-	party	developed	games,	but	we	endeavor	to	have	source	code	escrow	agreements	in	place
under	which	the	source	code	and	operation	documentation	of	such	co-	developed	games	will	be	held	in	escrow.	If	the	source
code	escrow	release	conditions	are	triggered	under	the	applicable	source	code	escrow	agreement,	while	we	may	be	able	to
obtain	access	to	and	use	the	source	code	and	operation	documentation	to	operate	the	relevant	co-	developed	game,	it	would	take
significant	time	for	our	employees	to	learn	how	to	manage	the	operation	of	the	co-	developed	game	or	develop	future	game
updates,	patches,	or	bug	fixes	for	the	co-	developed	game,	which	could	adversely	affect	the	co-	developed	game’	s	performance
and	player	satisfaction,	and	our	business	may	suffer	as	a	result.	In	addition,	a	co-	developed	game	may	incorporate	intellectual
property	owned	by	the	applicable	development	company.	In	such	cases,	we	have	or	will	seek	to	obtain	licenses	to	use	the
intellectual	property	as	integrated	with	and	into	the	co-	developed	game	,	but	in	order	to	continue	operating	the	game	if	our
agreement	with	the	co-	developer	terminates	or	expires	and	we	will	not	own	wish	to	continue	publishing	the	co-
developed	game.	If	we	are	unable	to	obtain	such	intellectual	property.	If	a	license,	or	if	the	third-	party	game	developer
challenged	our	right	to	use	its	intellectual	property	or	the	manner	in	which	we	use	such	intellectual	property,	it	could	materially
and	adversely	affect	our	ability	to	continue	to	publish	the	co-	developed	game.	If	we	do	not	successfully	invest	in,	establish	and
maintain	awareness	of	our	brands	and	games,	or	if	we	incur	excessive	expenses	promoting	and	maintaining	our	brands	or	our
games,	our	business,	financial	condition,	results	of	operations,	or	reputation	could	be	harmed.	We	believe	that	establishing	and
maintaining	our	brands	is	critical	to	maintaining	and	creating	favorable	relationships	with	players,	awards	rewards	partners,
content	licensors,	and	advertisers,	as	well	as	competing	for	key	talent.	Increasing	awareness	of	our	brands	and	recognition	of	our
games	is	particularly	important	in	connection	with	our	strategic	focus	on	developing	games	based	on	our	own	intellectual
property	and	successfully	cross-	promoting	our	games.	In	addition,	globalizing	and	extending	our	brands	and	recognition	of	our



games	requires	significant	investment	and	extensive	management	time	to	execute	successfully.	Although	we	make	significant
sales	and	marketing	expenditures	in	connection	with	the	launch	of	our	games,	these	efforts	may	not	succeed	in	increasing
awareness	of	our	brands	or	the	new	games.	If	we	fail	to	increase	and	maintain	brand	awareness	and	consumer	recognition	of	our
games,	our	potential	revenue	could	be	limited,	our	costs	could	increase,	and	our	business,	financial	condition,	results	of
operations,	or	reputation	could	suffer.	We	strive	to	establish	and	maintain	our	brands	by	obtaining	trademark	rights,	including
for	our	games.	However,	if	our	trademarks	and	trade	names	are	not	adequately	protected,	we	may	not	be	able	to	build	name
recognition	in	our	markets	of	interest	and	our	competitive	position,	business,	financial	condition,	or	results	of	operations	may	be
harmed.	Our	ability	to	acquire	and	maintain	licenses	to	intellectual	property	may	affect	our	revenue	and	profitability.
Competition	for	these	licenses	may	make	them	more	expensive	and	increase	our	costs.	Much	of	the	intellectual	property	we	use
in	our	games	is	created	by	us,	but	we	also	rely	on	licenses	or	rights	we	receive	to	third-	party	intellectual	property	for	use	in	our
games	or	platform	to	enhance	the	experience	of	our	players	or	otherwise	operate	our	business.	For	example,	we	use	licensed
intellectual	property	from	certain	parties	such	as	MGM,	Tetris	®,	and	Konami	Gaming	as	creative	assets	in	our	games	and	for
marketing	and	promoting	our	games.	These	licenses	typically	limit	our	use	of	intellectual	property	to	specific	uses	and	for
specific	time	periods,	and	include	other	contractual	obligations,	including	the	achievement	of	certain	performance	milestones
with	which	we	must	comply	in	order	for	the	license	to	remain	in	effect.	Moreover,	certain	intellectual	property	rights	may	be
licensed	to	us	on	a	non-	exclusive	basis,	and	accordingly,	the	owners	of	such	intellectual	property	are	free	to	license	such	rights
to	third	parties,	including	our	competitors,	on	terms	that	may	be	superior	to	those	offered	to	us,	which	could	place	us	at	a
competitive	disadvantage.	Competition	for	these	licenses	is	intense,	and	often	results	in	one	or	more	of	increased	advances,
minimum	payment	guarantees,	and	royalties	that	we	must	pay	to	the	licensor,	which	decreases	our	profitability.	In	the	future,	we
may	identify	additional	third-	party	intellectual	property	we	may	need	or	desire	to	license	in	order	to	engage	in	our	business,
including	to	develop	or	commercialize	new	games.	However,	such	licenses	may	not	be	available	on	acceptable	terms	or	at	all.	If
we	are	unable	to	obtain	and	remain	in	compliance	with	the	terms	of	these	licenses	or	obtain	additional	licenses	on	reasonable
economic	terms,	we	may	be	required	to	discontinue	or	limit	our	use	of	our	games	or	features	therein	that	include	or	incorporate
the	licensed	intellectual	property,	and	our	revenue	and	profitability	may	be	adversely	impacted.	We	also	cannot	be	certain	that
our	licensors	are	not	infringing,	misappropriating,	or	otherwise	violating	the	intellectual	property	rights	of	others	or	that	our
licensors	have	sufficient	rights	to	the	intellectual	property	to	grant	us	the	applicable	licenses.	If	we	are	unable	to	obtain	or
maintain	rights	to	any	of	such	in-	licensed	intellectual	property	because	of	claims	of	intellectual	property	infringement,
misappropriation,	or	other	violation	claims	brought	by	third	parties	against	our	licensors	or	against	us,	our	ability	to	develop
games	containing	such	intellectual	property	could	be	severely	limited	and	our	business	could	be	harmed.	The	perceived	value	of
our	virtual	currency	is	highly	dependent	on	how	we	manage	the	economies	in	our	games.	If	we	fail	to	manage	our	game
economies	properly,	our	business	may	suffer.	Our	games	are	available	to	players	for	free,	and	Historically	historically	,	we
have	derived	substantially	all	of	our	revenues	from	the	sale	of	in-	game	virtual	currency	when	players	make	voluntary	in-
game	purchases	.	Paying	players	choose	to	purchase	virtual	currency	in	our	games	because	of	its	perceived	value,	which	is
dependent	on	the	relative	ease	of	obtaining	equivalent	virtual	currency	by	simply	playing	our	games.	The	perceived	value	of	our
virtual	currency	can	be	impacted	by	various	actions	that	we	take	in	our	games,	including	offering	discounts	for	virtual	currency
or	,	giving	away	virtual	currency	in	promotions	,	or	providing	other	non-	paid	methods	of	obtaining	virtual	currency	.
Managing	game	economies	is	difficult,	and	relies	on	our	assumptions	and	judgment.	If	we	fail	to	manage	our	virtual	economies
properly	or	fail	to	promptly	and	successfully	respond	to	any	such	disruption,	our	reputation	may	suffer	and	our	players	may	be
less	likely	to	play	our	games	and	to	purchase	virtual	currency	from	us	in	the	future,	which	would	cause	our	business,	financial
condition,	and	results	of	operations	to	suffer.	Our	ability	to	successfully	attract	in-	game	advertisers	depends	on	our	ability	to
design	an	attractive	advertising	model	that	retains	players.	While	historically	we	have	derived	substantially	all	of	our	revenues
from	the	sale	of	in-	game	virtual	currency,	our	Tetris	®-	branded	mobile	game	and	Brainium	games	derive	the	majority	of	their
revenues	from	the	sale	of	in-	game	advertisements.	If	we	are	unable	to	attract	and	maintain	a	sufficient	player	base	or	otherwise
fail	to	offer	attractive	in-	game	advertising	models,	advertisers	may	not	be	interested	in	purchasing	such	advertisements	in	our
games,	which	could	adversely	affect	our	revenues	from	in-	game	advertising.	In	addition,	if	we	include	in-	game	advertising	in
our	games	that	players	view	as	excessive,	such	advertising	may	materially	detract	from	players’	gaming	experiences,	thereby
creating	player	dissatisfaction,	which	may	cause	us	to	lose	players	and	revenues,	and	negatively	affect	the	experience	for	players
making	purchases	of	virtual	currency	in	our	games.	Our	games	and	other	software	applications,	and	our	and	our	vendors'	and
other	partners'	information	technology	and	other	systems	and	platforms,	have,	on	occasion,	experienced	failures,	errors,	defects,
or	disruptions.	Although	such	events	have	not	had	a	material	impact	in	the	past,	future	similar	events	could	disrupt	our	business,
impact	our	games	and	related	software	applications,	affect	our	ability	to	scale	our	technical	infrastructure,	diminish	our	brand
and	reputation,	subject	us	to	liability,	and	adversely	affect	our	operating	results	and	growth	prospects.	Our	games	may	contain
errors,	bugs,	flaws,	corrupted	data,	defects,	and	other	vulnerabilities,	some	of	which	may	only	become	apparent	after	their
launch,	particularly	as	we	launch	new	games	and	rapidly	release	new	features	to	existing	games	under	tight	time	constraints.
Furthermore,	our	development	and	testing	processes	may	not	detect	errors	and	vulnerabilities	in	our	games	prior	to	their	release.
Any	These	defects	may	only	become	apparent	after	we	launch	a	new	game	or	publish	an	update	to	an	existing	game,
particularly	as	we	launch	new	games	or	updates	and	rapidly	release	new	features	to	existing	games	under	tight	time
constraints.	For	example,	these	errors	could	prevent	a	player	from	making	in-	game	purchases,	which	could	harm	our
business.	These	errors	could	also	be	exploited	by	cheating	programs	and	other	forms	of	misappropriation,	be	leveraged
by	nefarious	actors	to	expose	personal	data,	or	create	other	issues	or	problems	harming	the	overall	game-	playing
experience	for	our	players.	This	could	cause	players	to	reduce	their	playing	time	or	in-	game	purchases,	discontinue
playing	our	games	altogether,	or	not	recommend	our	games	to	other	players,	which	could	result	in	further	harm	to	our
business.	Such	errors	could	also	result	in	our	games	being	non-	compliant	with	applicable	laws	or	create	legal	liability	for



us.	Resolving	such	errors	could	disrupt	our	operations,	cause	us	to	divert	resources	from	other	projects,	or	harm	our
results	of	operations.	Accordingly,	any	such	errors,	flaws,	defects,	and	vulnerabilities	may	disrupt	our	operations,	violate
applicable	security	standards,	adversely	affect	the	game	experience	of	our	players,	harm	our	reputation,	cause	our	players	to	stop
playing	our	games,	divert	our	resources,	and	delay	market	acceptance	of	our	games,	any	of	which	could	result	in	harm	to	our
business,	financial	condition,	or	results	of	operations.	Our	technology	infrastructure	is	critical	to	the	performance	of	our	games
and	satisfaction	of	our	players	and	to	the	general	operation	of	our	business.	We	devote	significant	resources	to	network	and	data
security	to	protect	our	systems	and	data.	However,	our	systems	may	not	be	adequately	designed	with	the	necessary	reliability
and	redundancy	to	avoid	performance	delays	or	outages	that	could	be	harmful	to	our	business.	We	cannot	assure	you	that	the
measures	we	take	to	detect	and	prevent	or	hinder	cybersecurity	cyber-	attacks	or	other	security	or	data	breaches,	to	protect	our
systems,	data	and	player	information,	and	to	prevent	outages,	data	loss,	and	fraud,	including	a	disaster	recovery	strategy	for
server,	equipment,	or	systems	failure	and	the	use	of	third	parties	for	certain	cybersecurity	services,	will	provide	sufficient
security	or	be	adequate	for	our	operations.	Our	vendors	and	other	partners	are	also	subject	to	the	foregoing	risks,	and	we	do	not
have	any	control	over	them.	We	have	experienced,	and	may	in	the	future	experience,	system	disruptions,	outages,	and	other
performance	problems,	including	when	releasing	new	software	versions	or	bug	fixes,	due	to	a	variety	of	factors,	including
infrastructure	changes,	human	or	software	errors,	and	capacity	constraints.	Such	disruptions	have	not	had	a	material	impact	to
date	,	;	however,	future	disruptions	from	unauthorized	access	to,	fraudulent	manipulation	of,	or	tampering	with	our	or	third
parties’	computer	systems	and	technological	infrastructure,	including	the	data	contained	therein	or	transmitted	thereby,	could
result	in	a	wide	range	of	negative	outcomes,	including	violations	of	applicable	privacy	laws	which	can	result	in	significant	fines,
governmental	investigations	and	enforcement	actions,	legal	and	financial	exposure,	contractual	liability,	and	damage	to	our
reputation,	each	of	which	could	materially	adversely	affect	our	business,	financial	condition,	results	of	operations,	and	prospects.
Programming	errors,	defects,	and	data	corruption	could	also	disrupt	our	operations,	cause	us	to	violate	applicable	data	privacy
laws,	adversely	affect	the	experience	of	our	players,	harm	our	reputation,	cause	our	players	to	stop	playing	our	games,	divert	our
resources,	and	delay	market	acceptance	of	our	games,	any	of	which	could	result	in	legal	liability	to	us	or	harm	our	business,
financial	condition,	results	of	operations,	and	prospects.	If	our	player	base	and	engagement	continue	to	grow,	and	the	number
and	types	of	games	we	offer	continue	to	grow	and	evolve,	we	will	need	an	increasing	amount	of	technical	infrastructure,
including	network	capacity	and	computing	power,	to	continue	to	satisfy	our	players’	needs	and	operate	our	business.	Such
infrastructure	expansion	may	be	complex,	and	unanticipated	delays	in	completing	these	projects	or	availability	of	components
may	lead	to	increased	project	costs,	operational	inefficiencies,	or	interruptions	in	the	delivery	or	degradation	of	the	quality	of	our
games	or	other	operations.	In	addition,	there	may	be	issues	related	to	this	infrastructure	that	are	not	identified	during	the	testing
phases	of	design	and	implementation,	which	may	only	become	evident	after	we	have	started	to	fully	use	the	underlying
equipment	or	software,	which	could	further	degrade	the	player	experience	or	increase	our	costs.	As	such,	we	could	fail	to
continue	to	effectively	scale	and	grow	our	technical	infrastructure	to	accommodate	increased	demands.	In	addition,	our	business
may	be	subject	to	interruptions,	delays	or	failures	resulting	from	adverse	weather	conditions,	other	natural	disasters,	power	loss,
terrorism,	cybersecurity	cyber-	attacks,	public	health	emergencies	(including	the	COVID-	19	pandemic	or	other	future	health
epidemics	or	contagious	disease	outbreaks),	or	other	catastrophic	events.	We	believe	that	if	our	players	have	a	negative
experience	with	our	games,	or	if	our	brand	or	reputation	is	negatively	affected,	players	may	be	less	inclined	to	continue	or	to
engage	with	us.	As	such,	a	failure	or	significant	interruption	in	our	service	would	harm	our	reputation,	business,	and	operating
results.	Our	success	depends	on	the	security	and	integrity	of	the	games	we	offer,	and	security	breaches	or	other
disruptions	could	compromise	our	information	or	the	information	of	our	players	and	expose	us	to	liability,	which	would
cause	our	business	and	reputation	to	suffer.	We	believe	that	our	success	depends	in	large	part	on	providing	secure	games
to	our	players.	Our	business	sometimes	involves	the	collection,	storage,	processing	and	transmission	of	players’
proprietary,	confidential	and	personal	information.	We	also	maintain	certain	other	proprietary	and	confidential
information	relating	to	our	business	and	personal	information	of	our	personnel.	Despite	our	security	measures,	our
games	may	be	vulnerable	to	attacks	by	hackers,	players,	vendors,	or	others,	or	to	breaches	due	to	malfeasance	or	other
disruptions.	Any	such	security	breach	or	incident	could	result	in	unauthorized	access	to,	misuse	of,	or	unauthorized
acquisition	of,	our	or	our	players’	data,	the	loss,	corruption	or	alteration	of	this	data,	interruptions	in	our	operations,	or
damage	to	our	equipment	or	systems	or	those	of	our	players	or	third-	party	platforms.	Any	such	occurrence	could	expose
us	to	claims,	regulatory	investigations,	litigation,	(including	class	actions),	fines	and	potential	liability.,	negative
reputational	impacts	that	cause	us	to	lose	existing	or	future	customers,	and	/	or	significant	costs	relating	to	incident
response,	system	restoration	or	remediation,	or	future	compliance.	Any	or	all	of	the	foregoing	could	materially	adversely
affect	our	business,	operating	results,	and	financial	condition.	An	increasing	number	of	online	services	have	disclosed
security	breaches,	some	of	which	have	involved	sophisticated	and	highly	targeted	attacks	on	portions	of	their	services.
Because	the	techniques	used	to	obtain	unauthorized	access,	disable	or	degrade	service,	or	sabotage	systems	change
frequently	and	often	are	not	foreseeable	or	recognized	until	launched	against	a	target,	we	may	be	unable	to	anticipate
these	techniques	or	to	implement	adequate	preventative	measures.	If	an	actual	or	perceived	breach	of	our	security
occurs,	public	perception	of	the	effectiveness	of	our	security	measures	and	brand	could	be	harmed,	and	we	could	lose
players.	Data	security	breaches	and	other	data	security	incidents	may	also	result	from	non-	technical	means,	such	as
actions	by	employees,	contractors,	or	other	service	providers.	Any	compromise	of	our	security	could	result	in	a	violation
of	applicable	privacy	laws	and	regulations	and	could	result	in	governmental	investigations,	enforcement	actions,	and
legal	and	financial	exposure,	including	potential	costs	or	liabilities	that	may	not	be	covered	by	our	insurance.	Any	such
security	compromise	could	also	result	in	damage	to	our	reputation	and	a	loss	of	confidence	in	our	security	measures.	Any
of	these	effects	could	have	a	material	adverse	impact	on	our	business	or	results	of	operations.	If	the	use	of	mobile	devices
as	game	platforms	and	the	proliferation	of	mobile	devices	generally	do	not	continue	to	increase,	our	business	could	be	adversely



affected.	The	number	of	people	using	mobile	Internet-	enabled	devices	has	increased	dramatically	over	time	and	we	expect	that
this	trend	will	continue.	However,	the	mobile	market,	particularly	the	market	for	mobile	games,	may	not	grow	in	the	way	we
anticipate.	Our	future	success	is	substantially	dependent	upon	the	continued	growth	of	the	market	for	mobile	games.	In	addition,
we	do	not	currently	offer	our	games	on	all	mobile	devices.	If	the	mobile	devices	on	which	our	games	are	available	decline	in
popularity	or	become	obsolete	faster	than	anticipated,	we	could	experience	a	decline	in	revenue	and	may	not	achieve	the
anticipated	return	on	our	development	efforts.	Any	such	declines	in	the	growth	of	the	mobile	market	or	in	the	use	of	mobile
devices	for	games	could	harm	our	business,	financial	condition,	or	results	of	operations.	While	we	have	achieved	profitability	in
the	past,	we	also	have	a	history	of	net	losses	and	our	revenue	and	operating	margins	may	decline.	We	also	may	incur	substantial
net	losses	in	the	future	and	may	not	sustain	profitability.	Our	operating	and	net	income	has	historically	fluctuated	and	we	believe
our	operating	margin	could	decrease	as	a	result	of	declining	revenue	and	/	or	increasing	costs	resulting	from	the	risks	discussed
in	this	Annual	Report	on	Form	10-	K	or	in	connection	with	any	merger	and	acquisition	activity	that	we	may	undertake.	We
expect	to	continue	to	expend	substantial	financial	and	other	resources	on	game	development,	our	technology	stack,	game
engines,	game	technology	and	tools,	player	acquisition,	the	expansion	of	our	network,	international	expansion,	and	marketing.
Our	operating	costs	will	increase	and	our	operating	margins	may	decline	if	we	do	not	effectively	manage	costs,	launch	new
products	on	schedule	that	monetize	successfully,	and	enhance	our	games	so	that	these	games	continue	to	monetize	successfully.
In	addition,	weak	economic	conditions	or	other	factors	could	cause	our	revenues	to	contract,	requiring	us	to	implement
significant	additional	cost	cutting	measures,	including	a	decrease	in	sales	and	marketing	and	paid	player	acquisition,	which
could	harm	our	long-	term	prospects.	If	our	revenue	does	not	increase	to	offset	any	additional	expenses,	if	we	fail	to	manage	or
experience	unexpected	increases	in	operating	expenses,	or	if	we	are	required	to	take	additional	charges	related	to	impairments	or
restructurings,	our	financial	results	and	results	of	operations	may	suffer	and	we	may	not	achieve	or	maintain	profitability.	We
intend	to	grow	our	business	through	strategic	acquisitions,	investments,	and	joint	ventures	that	involve	numerous	risks	and
uncertainties.	We	intend	to	grow	our	business	through	strategic	transactions,	including	acquisitions,	investments,	and	joint
ventures,	that	involve	numerous	risks	and	uncertainties.	We	have	previously	closed	several	such	transactions,	including	the
acquisition	of	Brainium	and	the	license	rights	for	Tetris	®-	branded	mobile	games	,	and	are	currently	in,	and	in	the	future
expect	to	continue	to	be	in,	various	stages	of	seeking,	evaluating,	and	pursuing	additional	strategic	transactions	both	in	the	U.	S.
and	in	non-	U.	S.	jurisdictions.	These	transactions	often	require	unique	approaches	to	integration	due	to,	among	other	reasons,
the	structure	of	the	transactions,	the	locations,	and	cultural	differences	among	the	other	company’	s	teams	and	ours,	and	have
required	and	will	continue	to	require	significant	attention	from	our	management	team.	If	we	are	unable	to	obtain	the	anticipated
benefits	from	these	transactions,	or	if	we	encounter	difficulties	in	integrating	any	acquired	operations	with	our	business,	our
financial	condition	and	results	of	operations	could	be	materially	harmed.	Challenges	and	risks	from	such	acquisitions,
investments,	and	joint	ventures	include:	•	our	ability	to	identify,	compete	effectively	for,	or	complete	suitable	acquisitions	and
investments	at	prices	we	consider	attractive;	•	our	ability	to	estimate	accurately	the	financial	effect	of	acquisitions	and
investments	on	our	business,	our	ability	to	estimate	accurately	any	synergies	or	the	impact	on	our	results	of	operations	of	such
acquisitions	and	investments;	•	acquired	products,	technologies	or	capabilities,	particularly	with	respect	to	any	that	are	still	in
development	when	acquired,	may	not	perform	as	expected,	may	have	defects,	or	may	not	be	integrated	into	our	business	as
expected;	•	acquired	entities	or	joint	ventures	may	not	achieve	expected	business	growth	or	operate	profitably,	which	could
adversely	affect	our	results	of	operations,	and	we	may	be	unable	to	recover	investments	in	any	such	acquisitions	or	joint
ventures;	•	our	assumption	of	legal	or	regulatory	risks,	particularly	with	respect	to	smaller	businesses	that	have	immature
business	processes	and	compliance	programs,	or	litigation	we	may	face	with	respect	to	the	acquired	company,	including	claims
from	terminated	employees,	players,	former	stockholders,	or	other	third	parties;	•	negative	effects	on	business	initiatives	and
strategies	from	the	changes	and	potential	disruption	that	may	follow	the	acquisition;	•	diversion	of	our	management’	s	attention;
•	declining	employee	morale	and	retention	issues	resulting	from	changes	in	compensation,	or	changes	in	management,	reporting
relationships,	or	future	prospects;	•	the	need	to	integrate	the	operations,	systems,	technologies,	products,	and	personnel	of	each
acquired	company,	the	inefficiencies	and	lack	of	control	that	may	result	if	such	integration	is	delayed	or	not	implemented,	and
unforeseen	difficulties	and	expenditures	that	may	arise	in	connection	with	integration;	•	the	difficulty	in	determining	the
appropriate	purchase	price	of	acquired	companies	may	lead	to	the	overpayment	of	certain	acquisitions	and	the	potential
impairment	of	intangible	assets	and	goodwill	acquired	in	the	acquisitions;	•	the	difficulty	in	successfully	evaluating	and	utilizing
the	acquired	products,	technology,	or	personnel;	•	acquisitions,	investments,	and	joint	ventures	may	require	us	to	spend	a
significant	amount	of	cash,	to	incur	debt,	resulting	in	increased	fixed	payment	obligations	and	could	also	result	in	covenants	or
other	restrictions	on	us,	or	to	issue	capital	stock,	resulting	in	dilution	of	ownership	of	our	stockholders;	•	the	need	to	implement
controls,	procedures,	and	policies	appropriate	for	a	larger,	U.	S.-	based	public	company	at	companies	that	prior	to	acquisition
may	not	have	as	robust	controls,	procedures,	and	policies,	in	particular,	with	respect	to	compliance	with	privacy	and	other
regulations	protecting	the	rights	of	users,	and	compliance	with	U.	S.-	based	economic	policies	and	sanctions	which	may	not
have	previously	been	applicable	to	the	acquired	company’	s	operations;	•	the	difficulty	in	accurately	forecasting	and	accounting
for	the	financial	impact	of	an	acquisition	transaction,	including	accounting	charges	and	integrating	and	reporting	results	for
acquired	companies	that	have	not	historically	followed	U.	S.	GAAP;	•	the	fact	that	we	may	be	required	to	pay	contingent
consideration	in	excess	of	the	initial	fair	value,	and	contingent	consideration	may	become	payable	at	a	time	when	we	do	not
have	sufficient	cash	available	to	pay	such	consideration;	•	the	fees	and	costs	of	legal,	accounting,	and	other	professional	advisors
engaged	by	us	for	such	acquisitions,	which	may	be	substantial;	•	under	purchase	accounting,	we	may	be	required	to	write	off
deferred	revenue	which	may	impair	our	ability	to	recognize	revenue	that	would	have	otherwise	been	recognizable	which	may
impact	our	financial	performance	or	that	of	the	acquired	company;	•	risks	associated	with	our	expansion	into	new	international
markets	and	doing	business	internationally	,	including	those	described	under	the	caption	“	Our	international	operations	are,	and
our	strategy	to	expand	internationally	will	be,	subject	to	increased	challenges	and	risks	”	;	•	in	the	case	of	foreign	acquisitions,



the	need	to	integrate	operations	across	different	cultures	and	languages	and	to	address	the	particular	economic,	currency,
political,	and	regulatory	risks	associated	with	specific	countries;	•	the	potential	loss	of,	or	harm	to,	our	relationships	with
employees,	players,	awards	rewards	partners,	content	licensors,	and	other	suppliers	as	a	result	of	integration	of	new	businesses;
•	our	dependence	on	the	accuracy	and	completeness	of	statements	and	disclosures	made	or	actions	taken	by	the	companies	we
acquire	or	their	representatives,	when	conducting	due	diligence	and	evaluating	the	results	of	such	due	diligence;	•	liability	for
activities	of	the	acquired	company	before	the	acquisition,	including	intellectual	property	and	other	litigation	claims	or	disputes,
cyber	cybersecurity	and	information	security	vulnerabilities,	violations	of	laws,	rules,	and	regulations,	commercial	disputes,	tax
liabilities,	and	other	known	and	unknown	liabilities;	and	•	we	may	not	be	able	to	effectively	influence	the	operations	of	our	joint
ventures,	or	we	may	be	exposed	to	certain	liabilities	if	our	joint	venture	partners	do	not	fulfill	their	obligations.	The	benefits	of
an	acquisition,	investment,	or	joint	venture	may	also	take	considerable	time	to	develop,	and	we	cannot	be	certain	that	any
particular	transaction	will	produce	the	intended	benefits,	which	could	adversely	affect	our	business,	financial	condition,	or
results	of	operations.	Our	ability	to	grow	through	future	acquisitions,	investments,	and	joint	ventures	will	depend	on	the
availability	of	suitable	candidates	at	an	acceptable	cost,	our	ability	to	compete	effectively	to	attract	these	candidates,	and	the
availability	of	financing	to	complete	larger	transactions.	In	addition	,	depending	upon	the	duration	and	extent	of	shelter-	in-
place,	travel	and	other	business	restrictions	adopted	by	us	and	imposed	by	various	governments	in	response	to	the	COVID-	19
pandemic	or	other	future	health	epidemics	or	contagious	disease	outbreaks	,	we	may	encounter	challenges	in	evaluating	future
acquisitions,	investments,	and	joint	ventures	and	integrating	personnel,	business	practices,	and	company	cultures	from	acquired
companies.	Acquisitions,	investments,	and	joint	ventures	could	result	in	potential	dilutive	issuances	of	equity	securities,	use	of
significant	cash	balances	or	incurrence	of	debt	(and	increased	interest	expense),	contingent	liabilities	or	amortization	expenses
related	to	intangible	assets,	or	write-	offs	of	goodwill	or	intangible	assets,	which	could	adversely	affect	our	results	of	operations
and	dilute	the	economic	and	voting	rights	of	our	stockholders.	In	addition,	if	we	divest	any	businesses,	these	divestitures	would
similarly	require	significant	investment	of	time	and	resources,	may	disrupt	our	business,	distract	management	from	other
responsibilities,	and	may	result	in	losses	on	disposal	or	continued	financial	involvement	in	the	divested	businesses,	including
through	indemnification,	guarantee,	or	other	financial	arrangements,	for	a	period	of	time	following	the	divestitures,	which	could
adversely	affect	our	financial	results.	Our	international	operations	are,	and	our	strategy	to	expand	internationally	will	be,	subject
to	increased	challenges	and	risks.	Continuing	to	expand	our	business	to	attract	players	in	countries	outside	of	the	U.	S.	is	an
important	element	of	our	business	strategy.	An	important	part	of	targeting	international	markets	is	developing	offerings	that	are
localized	and	customized	for	the	players	in	those	markets.	While	we	have	international	game	studios	in	Hong	Kong,	Israel,
Serbia,	Singapore,	and	Vietnam,	we	expect	to	continue	to	expand	our	international	operations	in	the	future	by	opening	new
international	game	studio	locations	and	expanding	our	offerings	in	new	languages.	Our	ability	to	expand	our	business	and	to
attract	players	and	talented	employees	in	other	international	markets	we	may	enter	will	require	considerable	management
attention	and	resources	and	is	subject	to	the	particular	challenges	of	supporting	a	rapidly	growing	business	in	an	environment	of
multiple	languages,	cultures,	customs,	economics,	legal	systems,	alternative	dispute	systems,	regulatory	systems,	and
commercial	infrastructures.	Expanding	our	international	focus	may	subject	us	to	risks	that	we	have	not	faced	before	or	increase
risks	that	we	currently	face,	including	risks	associated	with:	•	inability	to	offer	certain	games	in	certain	foreign	countries;	•
recruiting	and	retaining	talented	and	capable	management	and	employees	in	foreign	countries;	•	challenges	caused	by	distance,
language,	and	cultural	differences;	•	developing	and	customizing	games	and	other	offerings	that	appeal	to	the	tastes	and
preferences	of	players	in	international	markets;	•	competition	from	local	game	makers	with	intellectual	property	rights	and
significant	market	share	in	those	markets	and	with	a	better	understanding	of	player	preferences;	•	obtaining,	utilizing,	protecting,
defending,	and	enforcing	our	intellectual	property	rights;	•	negotiating	agreements	with	local	distribution	platforms	that	are
sufficiently	economically	beneficial	to	us	and	protective	of	our	rights;	•	the	inability	to	extend	proprietary	rights	in	our	brand,
content,	or	technology	into	new	jurisdictions;	•	implementing	alternative	payment	methods	for	virtual	currency	in	a	manner	that
complies	with	local	laws	and	practices	and	protects	us	from	fraud;	•	compliance	with	applicable	foreign	laws	and	regulations,
including	privacy	laws	and	laws	relating	to	content	and	consumer	protection;	•	compliance	with	anti-	bribery	laws	and	anti-
corruption	laws	,	including	the	Foreign	Corrupt	Practices	Act	(the"	FCPA")	;	•	credit	risk	and	higher	levels	of	payment	fraud;
•	currency	exchange	rate	fluctuations;	•	protectionist	laws	and	business	practices	that	favor	local	businesses	in	some	countries;	•
double	taxation	of	our	international	earnings	and	potentially	adverse	tax	consequences	due	to	changes	in	the	tax	laws	of	the	U.
S.	or	the	foreign	jurisdictions	in	which	we	operate;	•	political,	economic,	and	social	instability;	•	public	health	crises,	such	as	the
COVID-	19	pandemic	and	other	future	health	epidemics	or	contagious	disease	outbreaks,	which	can	result	in	varying	impacts	to
our	employees,	players,	vendors,	awards	rewards	partners,	and	commercial	partners	internationally;	•	higher	costs	associated
with	doing	business	internationally;	•	limitations	on,	and	costs	related	to,	the	repatriation	of	funds;	•	compliance	with
applicable	sanctions	regimes	regarding	business	dealings	or	other	business	relationships	with	or	involving	certain
designated	persons	or	countries;	•	export	or	import	regulations;	and	•	trade	and	tariff	restrictions	.	Certain	of	these	laws	also
contain	provisions	that	require	accurate	record	keeping	and	further	require	companies	to	devise	and	maintain	an
adequate	system	of	internal	accounting	controls.	Although	we	have	policies	and	controls	in	place	that	are	designed	to
ensure	compliance	with	these	laws,	if	those	controls	are	ineffective	or	an	employee	or	intermediary	fails	to	comply	with
the	applicable	regulations	and	policies	or	if	the	design	of	those	policies	and	controls	is	incomplete	or	inadequate,	we	may
be	subject	to	criminal	and	civil	sanctions	and	other	penalties.	Any	such	violation	could	disrupt	our	business	and
adversely	affect	our	reputation,	results	of	operations,	cash	flows	and	financial	condition.	In	addition,	as	we	operate	and
sell	internationally,	we	are	subject	to	the	FCPA,	and	other	laws	that	prohibit	improper	payments	or	offers	of	payments
to	foreign	governments	and	their	officials	and	political	parties	and	other	business	entities	for	the	purpose	of	obtaining	or
retaining	business.	While	we	have	attempted	to	implement	safeguards	to	discourage	these	practices	by	our	employees,
consultants	and	agents,	violations	of	the	FCPA	may	result	in	severe	criminal	or	civil	sanctions,	and	we	may	be	subject	to



other	liabilities,	which	would	negatively	affect	our	business,	results	of	operations	and	financial	condition.	Further,	our
ability	to	expand	successfully	in	foreign	jurisdictions	involves	other	risks,	including	difficulties	in	integrating	foreign
operations,	risks	associated	with	entering	jurisdictions	in	which	we	may	have	little	experience	and	the	day-	to-	day
management	of	a	growing	and	increasingly	geographically	diverse	company.	We	may	not	realize	the	operating
efficiencies,	competitive	advantages	or	financial	results	that	we	anticipate	from	our	investments	in	foreign	jurisdictions.
In	addition,	our	international	business	operations	could	be	interrupted	and	negatively	affected	by	terrorist	activity,
political	unrest	or	other	economic	or	political	uncertainties.	Moreover,	foreign	jurisdictions	could	impose	tariffs,	quotas,
trade	barriers	and	other	similar	restrictions	on	our	international	sales	.	If	we	are	unable	to	manage	the	complexity	of	our
global	operations	successfully,	our	business,	financial	condition,	and	operating	results	could	be	adversely	affected.	Additionally,
our	ability	to	successfully	gain	market	acceptance	in	any	particular	market	is	uncertain,	and	the	distraction	of	our	senior
management	team	could	harm	our	business,	financial	condition,	or	results	of	operations.	Our	business	is	subject	to	a	variety	of
U.	S.	and	foreign	laws,	many	of	which	are	unsettled	and	still	developing,	and	which	could	subject	us	to	claims	or	otherwise
harm	our	business.	We	are	subject	to	a	variety	of	laws	in	the	U.	S.	and	abroad	that	affect	our	business,	including	state	and	federal
laws	regarding	consumer	protection,	electronic	marketing,	data	protection	and	privacy,	competition,	taxation,	intellectual
property,	export,	and	national	security,	which	are	continuously	evolving	and	developing.	The	scope	and	interpretation	of	the
laws	that	are	or	may	be	applicable	to	us	are	often	uncertain	and	may	be	conflicting,	particularly	laws	outside	the	U.	S.	There	is	a
risk	that	existing	or	future	laws	may	be	interpreted	in	a	manner	that	is	not	consistent	with	our	current	practices	and	could	have	an
adverse	effect	on	our	business.	It	is	also	likely	that	as	our	business	grows	and	evolves	and	our	games	are	played	in	a	greater
number	of	countries,	we	will	become	subject	to	laws	and	regulations	in	additional	jurisdictions	or	other	jurisdictions	may	claim
that	we	are	required	to	comply	with	their	laws	and	regulations.	There	are	ongoing	academic,	political,	and	regulatory	discussions
in	the	U.	S.,	Europe,	Australia,	and	other	jurisdictions	regarding	whether	social	casino	applications	should	be	subject	to	a	higher
level	or	different	type	of	regulation	than	other	social	game	applications	to	protect	consumers,	in	particular	minors	and	persons
susceptible	to	addiction	to	social	casino	games,	and,	if	so,	what	this	regulation	should	include.	For	example,	at	the	end	of	August
2020,	a	court	approved	a	settlement	of	class	action	litigation	relating	to	alleged	violations	by	Big	Fish	Games,	Inc.,	the	operator
of	an	online	social	casino	game,	of	a	specific	anti-	gambling	law	in	the	State	of	Washington,	in	an	aggregate	amount	equal	to	$
155.	0	million.	In	addition,	since	2020	there	have	been	numerous	cases	filed	against	social	casino	game	developers,	and	third
party	platform	providers,	alleging	that	social	casino	games	violate	various	states'	gambling	laws.	In	2023,	two	lawsuits	were
filed	against	us	in	Alabama	and	Tennessee	alleging	that	our	social	casino-	themed	games	constitute	illegal	gambling
under	applicable	state	laws	and	seeking	to	recover	amounts	paid	by	the	residents	of	the	applicable	state	in	connection
with	such	games.	In	addition,	we	received	four	demands	for	arbitration	in	2023	alleging	that	our	games	constitute	illegal
gambling	under	applicable	state	law.	These	demands	generally	attempt	to	recover	amounts	spent	by	third	parties	on	the
Company’	s	games	by	relying	on	state	gambling	loss	recovery	statutes	and	/	or	by	seeking	to	have	the	applicable	Terms
of	Service	declared	invalid.	We	cannot	predict	the	timing	or	outcome	of	any	litigation	or	arbitration	proceedings.	While
we	believe	our	games	operate	differently	from	games	implicated	in	the	Big	Fish	Games	class	action	litigation	and	the	other
cases	filed	against	social	casino	game	developers	,	if	new	social	casino	regulations	are	imposed,	or	if	anti-	gambling	laws	or
other	regulations	are	interpreted	to	apply	to	our	social	casino	games,	certain,	or	all,	of	our	casino-	themed	games	may	become
subject	to	the	rules	and	regulations	and	we	may	be	expose	exposed	us	to	civil	and	criminal	penalties	if	we	do	not	comply.	In
addition	,	fines,	and	the	other	increased	attention	focused	upon	liability	liabilities	,	which	could	be	material	issues	as	a	result
of	lawsuits	and	legislative	proposals	could	harm	our	reputation	or	otherwise	impact	the	growth	of	our	business	or	financial
condition	.	Any	costs	incurred	as	a	result	of	this	these	potential	liability	liabilities	,	including	defense	costs,	could	harm	our
business,	financial	condition,	or	results	of	operations.	It	is	possible	that	a	number	of	laws	and	regulations	may	be	adopted	or
construed	to	apply	to	us	in	the	U.	S.	and	elsewhere	that	could	restrict	the	online	and	mobile	industries,	including	player	privacy,
advertising,	taxation,	content	suitability,	copyright,	distribution,	and	antitrust.	Furthermore,	the	growth	and	development	of
electronic	commerce	may	prompt	calls	for	more	stringent	consumer	protection	laws	that	may	impose	additional	burdens	on
companies	such	as	ours	conducting	business	through	the	Internet	and	mobile	devices.	We	anticipate	that	scrutiny	and	regulation
of	our	industry	will	increase	and	we	will	be	required	to	devote	legal	and	other	resources	to	addressing	such	regulation.	For
example,	existing	laws	or	new	laws	regarding	the	marketing	of	in-	game	purchases,	labeling	of	free-	to-	play	games,	regulation
of	currency,	banking	institutions,	unclaimed	property,	or	money	transmission	may	be	interpreted	to	cover	our	games	and	the
virtual	currency,	goods,	or	payments	that	we	receive.	If	that	were	to	occur,	we	may	be	required	to	seek	licenses,	authorizations,
or	approvals	from	relevant	regulators,	the	granting	of	which	may	be	dependent	on	us	meeting	certain	capital	and	other
requirements	and	we	may	be	subject	to	additional	regulation	and	oversight,	all	of	which	could	significantly	increase	our
operating	costs.	Changes	in	current	laws	or	regulations	or	the	imposition	of	new	laws	and	regulations	in	the	U.	S.	or	elsewhere
regarding	these	activities	may	lessen	the	growth	of	social	game	services	and	impair	our	business,	financial	condition,	or	results
of	operations.	We	may	be	subject	to	future	litigation	in	the	operation	of	our	business.	An	adverse	outcome	in	one	or	more
proceedings	could	adversely	affect	our	business.	We	may	be	involved	in	claims,	suits,	government	investigations,	and
proceedings	arising	in	the	ordinary	course	of	our	business,	including	actions	with	respect	to	intellectual	property	claims,	privacy,
data	protection,	law	enforcement	matters,	tax	matters,	labor	and	employment	claims,	commercial	and	acquisition-	related
claims,	class	action	lawsuits,	and	other	matters.	Such	claims,	suits,	government	investigations,	and	proceedings	are	inherently
uncertain	and	their	results	cannot	be	predicted	with	certainty.	Regardless	of	their	outcomes,	such	legal	proceedings	can	have	an
adverse	impact	on	us	because	of	legal	costs,	diversion	of	management	and	other	personnel,	and	other	factors.	It	is	possible	that	a
resolution	of	one	or	more	such	proceedings	could	result	in	liability,	penalties,	or	sanctions,	as	well	as	judgments,	consent
decrees,	or	orders	preventing	us	from	offering	certain	features,	functionalities,	products,	or	services,	or	requiring	a	change	in	our
business	practices,	products	or	technologies,	which	could	in	the	future	materially	and	adversely	affect	our	business,	financial



condition,	or	results	of	operations.	Failure	to	obtain,	maintain,	protect,	or	enforce	our	intellectual	property	rights	could	harm	our
business,	results	of	operations,	and	financial	condition.	We	regard	the	protection	of	our	trade	secrets,	software,	trademarks,
service	marks,	trade	dress,	domain	names,	patents,	and	other	intellectual	property	rights	as	critical	to	our	success.	We	strive	to
protect	our	intellectual	property	rights	by	relying	on	a	combination	of	federal,	state,	and	common	law	trademark,	copyright,
patent,	and	trade	secret	protection	laws,	as	well	as	contractual	restrictions	and	business	practices.	We	enter	into	proprietary
information	and	invention	assignment	agreements	with	our	employees	and	contractors	and	confidentiality	agreements	with
parties	with	whom	we	conduct	business	in	order	to	limit	access	to,	and	disclosure	and	use	of,	our	proprietary	information.	While
these	agreements	will	give	us	contractual	remedies	upon	any	unauthorized	use	or	disclosure	of	our	proprietary	business
information	or	intellectual	property,	we	may	not	always	be	able	to	effectively	monitor	or	prevent	such	unauthorized	use	or
disclosure	or	misappropriation	of	our	proprietary	information	or	intellectual	property	or	deter	independent	development	of
similar	technologies	by	others.	Enforcing	a	claim	that	a	party	illegally	disclosed	or	misappropriated	our	proprietary	information
is	difficult,	expensive,	and	time-	consuming,	and	the	outcome	is	unpredictable,	and	therefore,	we	may	not	be	able	to	obtain
adequate	remedies.	In	addition,	some	courts	inside	and	outside	the	U.	S.	are	less	willing	or	unwilling	to	protect	trade	secrets.	If
any	of	our	trade	secrets	were	to	be	lawfully	obtained	or	independently	developed	by	a	competitor	or	other	third	party,	we	would
have	no	right	to	prevent	them	from	using	that	technology	or	information	to	compete	with	us,	which	could	harm	our	competitive
position,	business,	financial	condition,	results	of	operations,	and	prospects.	We	own	registered	trademarks	and	issued	patents,
and	have	filed,	and	may	continue	in	the	future	to	file,	trademark	and	patent	applications	to	protect	certain	of	our	innovations	and
intellectual	property.	This	process	can	be	expensive	and	time-	consuming,	may	not	always	be	successful	depending	on	the
intellectual	property	laws	of	the	applicable	jurisdiction	in	which	we	seek	protection	or	other	circumstances,	in	which	case	we
may	be	unable	to	secure	intellectual	property	protection	for	all	of	our	technology	and	methodologies.	We	also	may	choose	not	to
pursue	registrations	in	every	jurisdiction	depending	on	the	nature	of	the	project	to	which	the	intellectual	property	rights	pertain.
We	may,	over	time,	increase	our	investments	in	protecting	our	innovations	and	other	technology.	Even	if	we	are	successful	in
obtaining	effective	intellectual	property	protection,	it	is	expensive	to	maintain	these	rights	and	the	costs	of	defending	our	rights
could	be	substantial.	Moreover,	our	failure	to	develop	and	properly	manage	new	innovations	and	other	technology	could	hurt
our	market	position	and	business	opportunities.	While	our	software	and	other	proprietary	technology	may	be	protected	under
copyright	law,	we	have	chosen	not	to	register	any	copyrights	in	these	works,	and	instead,	primarily	rely	on	protecting	our
software	as	a	trade	secret.	In	order	to	bring	a	copyright	infringement	lawsuit	in	the	U.	S.,	the	applicable	copyright	must	be
registered.	Accordingly,	the	remedies	and	damages	available	to	us	for	unauthorized	use	of	our	software	may	be	limited.
Furthermore,	our	intellectual	property	and	other	proprietary	rights	may	be	challenged,	knowingly	or	unknowingly	infringed,
misappropriated,	circumvented,	declared	generic,	or	determined	to	be	infringing	on	or	dilutive	of	third-	party	intellectual
property	rights,	and	we	may	not	be	able	to	prevent	infringement	or	misappropriation	or	other	violation	of	our	intellectual
property	and	other	proprietary	rights	without	incurring	substantial	expense.	Litigation	may	be	necessary	to	enforce	our
intellectual	property	rights,	protect	our	trade	secrets,	or	determine	the	validity	and	scope	of	proprietary	rights	claimed	by	others.
Monitoring	unauthorized	use	of	our	intellectual	property	is	difficult	and	costly,	and	while	it	is	our	policy	to	protect	and	defend
our	rights	to	our	intellectual	property,	we	cannot	predict	whether	steps	taken	by	us	to	enforce	and	protect	our	intellectual
property	rights	will	be	adequate	to	prevent	infringement,	misappropriation,	dilution,	or	other	violations	of	our	intellectual
property	rights.	Litigation	or	other	legal	proceedings	relating	to	intellectual	property	claims,	even	if	resolved	in	our	favor,
may	cause	us	to	incur	significant	expenses	and	could	distract	our	technical	and	management	personnel	from	their
normal	responsibilities.	In	addition,	there	could	be	public	announcements	of	the	results	of	hearings,	motions,	or	other
interim	proceedings	or	developments,	and	if	securities	analysts	or	investors	perceive	these	results	to	be	negative,	it	could
have	a	substantial	adverse	effect	on	the	price	of	our	common	stock.	We	may	not	have	sufficient	financial	or	other
resources	to	conduct	such	litigation	or	proceedings	adequately.	Some	of	our	competitors	may	be	able	to	sustain	the	costs
of	such	litigation	or	proceedings	more	effectively	than	we	can	because	of	their	greater	financial	resources	and	more
mature	and	developed	intellectual	property	portfolios.	Uncertainties	resulting	from	the	initiation	and	continuation	of
intellectual	property	proceedings	could	harm	our	ability	to	compete	in	the	marketplace.	In	addition,	because	of	the
substantial	amount	of	discovery	required	in	connection	with	intellectual	property	litigation,	there	is	a	risk	that	some	of
our	confidential	information	could	be	compromised	by	disclosure	during	this	type	of	litigation.	Any	of	the	foregoing
could	harm	our	competitive	position,	business,	financial	condition,	results	of	operations	and	prospects.	Any	inability	to
meaningfully	enforce	our	intellectual	property	rights	could	harm	our	ability	to	compete	and	reduce	demand	for	our	games.
Moreover,	in	any	lawsuit	we	bring	to	enforce	our	intellectual	property	rights,	a	court	may	refuse	to	stop	the	other	party	from
using	the	technology	at	issue	on	grounds	that	our	intellectual	property	rights	do	not	cover	the	technology	in	question.	Further,	in
such	proceedings,	the	defendant	could	counterclaim	that	our	intellectual	property	is	invalid	or	unenforceable	and	the	court	may
agree,	in	which	case	we	could	lose	valuable	intellectual	property	rights.	Any	litigation	of	this	nature,	regardless	of	outcome	or
merit,	could	result	in	substantial	costs,	adverse	publicity,	and	diversion	of	management	and	technical	resources,	any	of	which
could	adversely	affect	our	business,	financial	condition,	or	results	of	operations.	If	we	fail	to	maintain,	protect,	and	enhance	our
intellectual	property	rights,	our	business,	financial	condition,	or	results	of	operations	may	be	harmed.	We	have	been	in	the	past,
and	may	be	in	the	future,	subject	to	intellectual	property	disputes,	which	are	costly	to	defend	and	could	require	us	to	pay
significant	damages	and	could	limit	our	ability	to	use	certain	technologies	in	the	future.	Our	commercial	success	depends	in	part
on	our	ability	to	operate	without	infringing,	misappropriating,	or	otherwise	violating	the	intellectual	property	rights	of	others.
We	have	faced,	and	may	in	the	future	face,	allegations	that	we	have	infringed,	misappropriated,	or	otherwise	violated	the
trademarks,	copyrights,	patents,	and	other	intellectual	property	rights	of	third	parties,	including	from	our	competitors	and	non-
practicing	entities.	We	may	also	be	subject	to	claims	that	our	employees,	consultants,	or	other	advisors	have	wrongfully	used	or
disclosed	alleged	trade	secrets	of	their	former	employers	or	claims	asserting	ownership	of	what	we	regard	as	our	intellectual



property.	Intellectual	property	litigation	may	be	protracted	and	expensive,	and	the	results	are	difficult	to	predict.	As	the	result	of
any	court	judgment	or	settlement,	we	may	be	obligated	to	cancel	the	launch	of	a	new	game,	stop	offering	a	game	or	certain
features	of	a	game	in	a	particular	geographic	region	or	worldwide,	pay	significant	royalties,	settlement	costs,	or	damages
(including	potential	treble	damages	and	attorneys’	fees	if	we	are	found	to	have	willfully	infringed	intellectual	property	rights),
obtain	licenses	(which	may	not	be	available	on	acceptable	terms	or	at	all),	modify	our	games	and	features,	or	develop
substitutes.	Even	if	we	were	able	to	obtain	a	license,	it	could	be	non-	exclusive,	thereby	giving	our	competitors	and	other	third
parties	access	to	the	same	technologies	licensed	to	us.	Furthermore,	even	if	intellectual	property	disputes	do	not	result	in
litigation,	the	time	and	resources	necessary	to	resolve	them	could	harm	our	business,	results	of	operations,	financial	condition,
and	reputation.	Our	games	utilize	third-	party	open	source	software	components,	which	may	pose	particular	risks	to	our
proprietary	software,	technologies,	and	games	in	a	manner	that	could	negatively	affect	our	business.	We	use	open	source
software	in	our	game	development	and	expect	to	continue	to	use	open	source	software	in	the	future.	Use	and	distribution	of	open
source	software	may	entail	greater	risks	than	use	of	third-	party	commercial	software,	as	open	source	licensors	generally	do	not
provide	support,	warranties,	indemnification,	or	other	contractual	protections	regarding	infringement	claims	or	the	quality	of	the
open	source	software	code.	To	the	extent	that	our	games	depend	upon	the	successful	operation	of	open	source	software,	any
undetected	errors	or	defects	in	this	open	source	software	could	prevent	the	deployment	or	impair	the	functionality	of	our	games,
delay	new	releases,	result	in	a	failure	of	our	games,	and	injure	our	reputation.	For	example,	undetected	errors	or	defects	in	open
source	software	could	render	it	vulnerable	to	breaches	or	security	attacks	and,	as	a	result,	make	our	systems	more	vulnerable	to
data	breaches.	In	addition,	the	public	availability	of	such	software	may	make	it	easier	for	others	to	compromise	our	platform	and
games.	Moreover,	some	open	source	software	licenses	require	users	who	distribute	open	source	software	as	part	of	their
proprietary	software	to	publicly	disclose	all	or	part	of	the	source	code	to	such	software	or	make	available	any	derivative	works
or	modifications	of	the	open	source	code	on	unfavorable	terms	or	at	no	cost.	If	we	combine	our	proprietary	software	with	open
source	software	in	a	certain	manner,	we	could,	under	certain	open	source	licenses,	be	required	to	release	or	license	the	source
code	of	our	proprietary	software	to	the	public,	and	from	time	to	time,	we	may	face	claims	from	third	parties	that	incorporate
open	source	software	into	their	products,	claiming	ownership	of,	or	demanding	release	of,	the	source	code	of	the	open	source
software	or	derivative	works	that	were	developed	using	such	software,	or	otherwise	seeking	to	enforce	the	terms	of	the
applicable	open	source	license.	The	terms	of	various	open	source	licenses	have	not	been	interpreted	by	courts,	and	there	is	a	risk
that	such	licenses	could	be	construed	in	a	manner	that	imposes	unanticipated	conditions	or	restrictions	on	our	use	of	the	open
source	software.	We	monitor	our	use	of	open	source	software	and	try	to	use	open	source	software	in	a	manner	that	will	not
require	the	disclosure	of	the	source	code	to	our	proprietary	software	or	prevent	us	from	charging	fees	to	our	players	for	use	of
our	proprietary	software.	However,	we	cannot	guarantee	that	these	efforts	will	be	successful,	and	thus	there	is	a	risk	that	the	use
of	such	open	source	software	may	ultimately	result	in	litigation,	preclude	us	from	charging	fees	for	the	use	of	certain	of	our
proprietary	software,	require	us	to	replace	certain	code	used	in	our	games,	pay	damages,	settlement	fees,	or	a	royalty	to	use	some
open	source	software,	make	the	source	code	of	our	games	publicly	available,	or	discontinue	certain	games.	Any	of	the	foregoing
would	have	a	negative	effect	on	our	business,	financial	condition,	or	results	of	operations.	We	are	subject	to	laws	and	regulations
concerning	data	privacy,	information	security,	data	protection,	and	consumer	protection,	and	these	laws	and	regulations	are
continually	evolving.	Our	actual	or	perceived	failure	to	comply	with	these	laws	and	regulations	could	harm	our	business.	We
receive,	store,	and	process	,	use,	and	share	data,	some	of	which	contains	personal	information	and	other	data	relating	to	our
players,	employees	and	business	contacts	,	in	addition	to	that	of	our	players	,	and	we	enable	our	players	to	share	their	personal
information	with	each	other	and	with	third	parties,	including	on	the	Internet	and	mobile	platforms.	There	are	numerous	federal,
state,	and	local	laws	around	the	world	regarding	privacy	and	the	storing,	sharing,	use,	processing,	disclosure,	and	protection	of
personal	information,	the	scopes	of	which	are	changing,	subject	to	differing	interpretations,	and	may	be	inconsistent	between
jurisdictions	or	conflict	with	other	rules.	We	are	subject	to	European	Union	rules	with	respect	to	cross-	border	transfers	of
personal	data	out	of	the	EEA	and	the	UK.	Recent	legal	developments	in	Europe	have	created	complexity	and	uncertainty
regarding	transfers	of	personal	data	from	the	EEA	and	the	UK	to	the	U.	S.	On	July	16,	2020,	the	Court	of	Justice	of	the
European	Union	("	CJEU")	invalidated	the	EU-	US	Privacy	Shield	Framework,	or	Privacy	Shield,	under	which	personal
data	could	be	transferred	from	the	EEA	to	U.	S.	entities,	such	as	ourselves,	who	had	self-	certified	under	the	Privacy
Shield	scheme.	While	the	CJEU	upheld	the	adequacy	of	the	standard	contractual	clauses	(a	standard	form	of	contract
approved	by	the	European	Commission	as	an	adequate	personal	data	transfer	mechanism,	and	potential	alternative	to
the	Privacy	Shield),	it	made	clear	that	reliance	on	them	alone	may	not	necessarily	be	sufficient	in	all	circumstances.
These	recent	and	ongoing	developments	will	require	us	to	continually	review	and	amend	the	legal	mechanisms	by	which
we	make	and	/	or	receive	personal	data	transfers	to	in	the	U.	S.	As	supervisory	authorities	issue	further	guidance	on
personal	data	export	mechanisms,	including	circumstances	where	the	standard	contractual	clauses	and	other
mechanisms	cannot	be	used,	and	/	or	start	taking	enforcement	action,	we	could	suffer	additional	costs,	complaints,	and
regulatory	investigations	or	fines,	or	if	we	are	otherwise	unable	to	transfer	personal	data	between	and	among	countries
and	regions	in	which	we	operate,	it	could	affect	the	manner	in	which	we	provide	our	services,	the	geographical	location
or	segregation	of	our	relevant	systems	and	operations,	and	could	adversely	affect	our	financial	results.	In	addition,
Various	various	government	and	consumer	agencies	have	called	for	new	regulation	and	changes	in	industry	practices	and	are
continuing	to	review	the	need	for	greater	regulation	for	the	collection	of	information	concerning	consumer	behavior	on	the
Internet,	including	regulation	aimed	at	restricting	certain	targeted	advertising	practices.	In	the	U.	S.,	there	are	numerous	federal
and	state	privacy	and	data	protection	laws	and	regulations	governing	the	collection,	use,	disclosure,	protection,	and	other
processing	of	personal	information,	including	federal	and	state	data	privacy	laws,	data	breach	notification	laws,	and	consumer
protection	laws.	For	example,	the	California	Consumer	Privacy	Act	of	2018,	or	CCPA,	became	effective	on	January	1,	2020	and
created	new	privacy	rights	for	consumers	residing	in	the	state	of	California.	The	CCPA	gives	California	residents	expanded



rights	to	access	and	delete	their	personal	information,	opt	out	of	certain	personal	information	sharing,	and	receive	detailed
information	about	how	their	personal	information	is	used.	The	CCPA	allows	for	the	California	Attorney	General	to	impose	civil
penalties	for	violations	and	also	provides	a	private	right	of	action	for	certain	data	breaches.	In	November	2020,	California	voters
passed	the	California	Privacy	Rights	Act,	or	CPRA,	which	became	effective	on	January	1,	2023.	The	CPRA	significantly
expands	the	CCPA,	including	by	introducing	additional	obligations	such	as	data	minimization	and	storage	limitations,	granting
additional	rights	to	consumers,	such	as	correction	of	personal	information	and	additional	opt-	out	rights,	and	creates	a	new	entity,
the	California	Privacy	Protection	Agency,	to	implement	and	enforce	the	law.	The	CCPA	and	CPRA	could	subject	us	to
additional	compliance	costs	as	well	as	potential	fines,	individual	claims	and	commercial	liabilities.	Similar	laws	relating	There
currently	are	a	number	of	additional	proposals	related	to	data	privacy	and	or	security	pending	before	federal,	state,	and
foreign	legislative	and	regulatory	bodies,	and	a	number	of	U.	S.	states	have	been	adopted	consumer	protection	in	Virginia
and	Colorado,	and	proposed	in	other	states	and	at	the	federal	level,	and,	if	passed,	such	laws	similar	to	the	CCPA.	This
legislation	may	have	potentially	conflicting	add	additional	complexity,	variation	in	requirements	,	restrictions	and	potential
legal	risk,	require	additional	investment	in	resources	to	compliance	programs,	and	could	impact	strategies	and
availability	of	previously	useful	data	and	could	result	in	increased	compliance	costs	and	/	or	changes	in	business	practices
and	policies	.	In	the	European	Economic	Area,	or	EEA,	we	are	subject	to	the	European	Union’	s	General	Data	Protection
Regulation,	or	GDPR,	which	became	effective	in	May	2018,	and	from	January	1,	2021,	we	are	also	subject	to	the	UK	GDPR
and	UK	Data	Protection	Act	2018,	which	retains	the	GDPR	in	UK	national	law.	The	GDPR	and	national	implementing
legislation	in	EEA	member	states	and	the	UK	impose	a	strict	data	protection	compliance	regime	in	relation	to	our	collection,
control,	processing,	sharing,	disclosure,	and	other	use	of	personal	data,	including	providing	detailed	disclosures	about	how
personal	data	is	collected	and	processed,	granting	new	rights	for	data	subjects	to	access,	delete,	or	object	to	the	processing	of
their	data,	mandatory	breach	notification	to	supervisory	authorities	(and	in	certain	cases,	affected	individuals)	of	certain	data
breaches,	and	significant	documentary	requirements	to	demonstrate	compliance	through	policies,	procedures,	training,	and	audit.
In	particular,	European	Union	privacy	supervisory	authorities	have	focused	on	compliance	with	requirements	relating	to	the
processing	of	children’	s	personal	data	and	ensuring	that	services	offered	to	children	are	age	appropriate,	and	we	may	be	subject
to	regulatory	scrutiny	and	subsequent	enforcement	actions	if	we	are	found	to	be	processing	children’	s	data	given	the	nature	of
our	services.	We	are	also	subject	to	European	Union	rules	with	respect	to	cross-	border	transfers	of	personal	data	out	of	the	EEA
and	the	UK.	Recent	legal	developments	in	Europe	have	created	complexity	and	uncertainty	regarding	transfers	of	personal	data
from	the	EEA	and	the	UK	to	the	U.	S.	On	July	16,	2020,	the	Court	of	Justice	of	the	European	Union,	or	CJEU,	invalidated	the
EU-	US	Privacy	Shield	Framework,	or	Privacy	Shield,	under	which	personal	data	could	be	transferred	from	the	EEA	to	U.	S.
entities,	such	as	ourselves,	who	had	self-	certified	under	the	Privacy	Shield	scheme.	While	the	CJEU	upheld	the	adequacy	of	the
standard	contractual	clauses	(a	standard	form	of	contract	approved	by	the	European	Commission	as	an	adequate	personal	data
transfer	mechanism,	and	potential	alternative	to	the	Privacy	Shield),	it	made	clear	that	reliance	on	them	alone	may	not
necessarily	be	sufficient	in	all	circumstances.	The	U.	S.	Children’	s	Online	Privacy	Protection	Act	("	COPPA"),	regulates
the	collection,	use	and	disclosure	of	personal	information	from	children	under	13	years	of	age.	While	our	social	casino
games	do	not	target	children	under	18	years	of	age	as	their	primary	audience,	the	Federal	Trade	Commission	(the"
FTC"),	as	well	as	consumer	organizations,	may	consider	whether	the	characteristics	of	our	games	attract	children	under
13	years	of	age.	The	FTC	has	taken	action	against	other	gaming	companies	relating	to	children’	s’	privacy,	including
against	Epic	Games,	the	maker	of	the	popular	game	Fortnite,	pursuant	to	which	Epic	Games	agreed	to	pay	a	$	275
million	fine	for	alleged	violations	of	COPPA	as	well	as	take	other	corrective	actions.	While	none	of	our	games	are
directed	at	children	under	13	years	of	age,	if	COPPA	were	to	apply	to	us,	failure	to	comply	with	COPPA	may	increase
our	costs,	subject	us	to	expensive	and	distracting	government	investigations	and	could	result	in	substantial	fines.
Although	we	have	taken	measures	to	identify	which	of	our	games	are	subject	to	COPPA	due	to	their	child-	appealing
nature	and	to	comply	with	COPPA	with	respect	to	those	games,	if	COPPA	were	to	apply	to	us	in	a	manner	other	than	we
have	assessed	or	prepared	for,	our	actual	or	alleged	failure	to	comply	with	COPPA	may	increase	our	costs,	subject	us	to
expensive	and	distracting	lawsuits	or	government	investigations,	could	result	in	substantial	fines	or	civil	damages	and
could	cause	us	to	temporarily	or	permanently	discontinue	certain	games	or	certain	features	and	functions	in	games.
While	our	social	casino	games	do	not	target	children	under	18	years	of	age	as	their	primary	audience,	the	United
Kingdom	in	2020	enacted	the	“	Age	Appropriate	Design	Code	”	(commonly	referred	to	as	the	“	Children’	s	Code	”),	a
statutory	code	of	practice	pursuant	to	the	United	Kingdom	Data	Protection	Act	2018,	which	became	enforceable	on
September	2,	2021.	The	code	requires	online	services,	including	our	games	that	are	likely	to	be	accessed	by	children
under	18,	to	put	the	best	interests	of	the	child’	s	privacy	first	in	the	design,	development	and	data-	related	behavior	of	the
game.	The	UK	government	is	also	separately	consulting	on	legislation	in	relation	to	user	safety	online.	The	Data
Protection	Commission	in	Ireland	published	its	Fundamentals	for	a	Child-	Oriented	Approach	to	Data	Processing,
introducing	certain	child-	specific	data	protection	measures.	It	is	possible	that	other	countries	within	and	outside	the
European	Union	will	follow	with	their	own	codes	or	guidance	documents	relating	to	processing	personal	information
from	children	or	in	relation	to	online	harms;	currently,	other	countries	are	considering	or	have	issued	drafts	of	similar
codes,	including	France,	Denmark,	and	Switzerland.	These	recent	developments	will	may	result	in	substantial	additional
costs	and	may	necessitate	changes	to	our	business	practices	which	may	compromise	our	growth	strategy,	adversely	affect
our	ability	to	attract,	monetize	or	retain	players,	and	otherwise	adversely	affect	our	business,	reputation,	legal
exposures,	financial	condition	and	results	of	operations.	In	addition,	in	some	cases,	we	are	dependent	upon	our	platform
providers	to	solicit,	collect	and	provide	us	with	information	regarding	our	players	that	is	necessary	for	compliance	with
these	various	types	of	regulations.	Our	business,	including	our	ability	to	operate	and	expand	internationally,	could	be
adversely	affected	if	laws	or	regulations	are	adopted,	interpreted	or	implemented	in	a	manner	that	is	inconsistent	with



our	current	business	practices	and	that	require	changes	to	these	practices,	the	design	of	our	games,	game	features,	or	our
privacy	policy.	These	platform	providers	may	dictate	rules,	conduct	or	technical	features	that	do	not	properly	comply
with	federal,	state,	local	and	foreign	laws,	regulations	and	regulatory	codes	and	guidelines	governing	data	privacy,	data
protection	and	security,	including	with	respect	to	the	collection,	storage,	use,	processing,	transmission,	sharing	and
protection	of	personal	information	and	other	consumer	data.	In	addition,	these	platforms	may	dictate	rules,	conduct	or
technical	features	relating	to	the	collection,	storage,	use,	transmission,	sharing	and	protection	of	personal	information
and	other	consumer	data,	which	may	result	in	substantial	costs	and	may	necessitate	changes	to	our	business	practices,
which	in	turn	may	compromise	our	growth	strategy,	adversely	affect	our	ability	to	attract,	monetize	or	retain	players,
and	otherwise	adversely	affect	our	business,	reputation,	legal	exposures,	financial	condition	and	results	of	operations.
Any	failure	or	perceived	failure	to	comply	with	these	platform-	dictated	rules,	conduct	or	technical	features	may	result	in
platform-	led	investigations	or	enforcement	actions,	litigation,	or	public	statements	against	us	to	review	and	amend	,
which	in	turn	could	result	in	significant	liability	or	temporary	or	permanent	suspension	of	our	business	activities	with	the
these	platforms,	cause	our	players	to	lose	trust	in	us,	and	otherwise	compromise	our	growth	strategy,	adversely	affect
our	ability	to	attract,	monetize	or	retain	players,	and	otherwise	adversely	affect	our	business,	reputation,	legal
mechanisms	exposures,	financial	condition	and	results	of	operations.	Player	interaction	with	our	games	is	subject	to	our
privacy	policy	and	terms	of	service.	If	we	fail	to	comply	with	our	posted	privacy	policy	or	terms	of	service	or	if	we	fail	to
comply	with	existing	privacy-	related	or	data	protection	laws	and	regulations,	it	could	result	in	proceedings	or	litigation
against	us	by	governmental	authorities	or	others,	which	we	make	and	/	could	result	in	fines	or	judgments	against	us,
damage	or	our	receive	reputation,	impact	our	financial	condition	and	harm	our	business.	If	regulators,	the	media	or
consumers	raise	any	concerns	about	our	privacy	and	data	protection	or	consumer	protection	practices,	even	if
unfounded,	this	could	also	result	in	fines	or	judgments	against	us,	damage	our	reputation,	and	negatively	impact	our
financial	condition	and	damage	our	business.	In	the	area	of	information	security	and	data	protection,	many	jurisdictions
have	passed	laws	requiring	notification	when	there	is	a	security	breach	involving	personal	data	or	requiring	transfers	to	in
the	U	adoption	of	minimum	information	security	standards	that	are	often	vaguely	defined	and	difficult	to	implement	.	S.
As	supervisory	authorities	issue	further	guidance	on	Our	security	measures	and	standards	may	not	be	sufficient	to	protect
personal	information	data	export	mechanisms,	including	circumstances	where	the	standard	contractual	clauses	and	we	other
mechanisms	cannot	be	used,	guarantee	that	our	security	measures	will	prevent	security	breaches.	A	security	breach	that
compromises	personal	information	could	harm	our	reputation	and	result	in	a	loss	of	player	and	/	or	employee	confidence
in	start	taking	enforcement	action,	we	could	suffer	additional	costs,	complaints,	and	regulatory	investigations	or	our	games
fines,	or	if	we	are	otherwise	unable	to	transfer	personal	data	between	and	ultimately	among	countries	and	regions	in	a	loss	of
players,	which	we	operate,	it	could	affect	the	manner	in	which	we	provide	our	services,	the	geographical	location	or
segregation	of	our	relevant	systems	and	operations,	and	could	adversely	affect	our	business	and	impact	our	financial
condition.	A	security	breach	could	also	involve	loss	or	unavailability	of	business-	critical	data	and	could	require	us	to
spend	significant	resources	to	mitigate	and	repair	the	breach,	which	in	turn	could	compromise	our	growth	and	adversely
affect	our	ability	to	attract,	monetize	or	retain	players.	These	risks	could	also	subject	us	to	liability	under	applicable
security	breach-	related	laws	and	regulations	and	could	results	-	result	in	additional	compliance	costs,	costs	related	to
regulatory	inquiries	and	investigations,	and	an	inability	to	conduct	our	business	.	In	addition,	Brazil’	s	passage	of	the	Lei
Geral	de	Protecao	de	Dados	Pessoais,	or	LGPD,	became	effective	September	2020	and	created	new	privacy	rights	for	consumers
residing	in	Brazil.	Compliance	with	the	GDPR,	LGPD,	CCPA,	CPRA,	and	similar	legal	requirements	has	required	us	to	devote
significant	operational	resources	and	incur	significant	expenses.	We	expect	the	number	of	jurisdictions	adopting	their	own	data
privacy	laws	to	increase,	which	will	require	us	to	devote	additional	significant	operational	resources	and	incur	additional
significant	expenses	and	will	also	increase	our	exposure	to	risks	of	claims	by	our	players	that	we	have	not	complied	with	all
applicable	data	privacy	laws.	All	of	our	games	are	subject	to	our	online	privacy	policy	and	our	terms	of	service	accessible
through	our	platform	providers’	storefronts,	from	our	games,	and	on	our	corporate	website.	While	we	strive	to	comply	with	such
policies	and	all	applicable	laws,	regulations,	other	legal	and	contractual	obligations,	and	certain	industry	standards	and	codes	of
conduct	relating	to	data	privacy	and	data	protection,	these	obligations	may	be	interpreted	and	applied	in	a	manner	that	is
inconsistent	from	one	jurisdiction	to	another	and	may	conflict	with	other	rules	or	our	practices.	It	is	also	possible	that	new	laws,
regulations,	other	legal	obligations	or	industry	codes	of	conduct	may	be	adopted,	or	existing	laws,	regulations,	other	legal
obligations	or	industry	codes	of	conduct	may	be	interpreted	in	such	a	way	that	results	in	us	having	to	take	further	compliance
steps	and	/	or	could	prevent	us	from	being	able	to	offer	services	to	citizens	of	a	certain	jurisdiction	or	makes	it	costlier	or	more
difficult	for	us	to	do	so.	Any	failure	or	perceived	failure	by	us	to	comply	with	our	privacy	policy	and	terms	of	service,	or	our
data	privacy-	related	legal	obligations	including	those	to	our	players	or	other	third	parties,	or	any	compromise	of	security	that
results	in	the	unauthorized	release	or	transfer	of	personal	information,	including	personal	information	about	our	players,	may
result	in	regulatory	investigations,	governmental	enforcement	actions,	and	significant	fines,	which,	as	an	example,	can	be	up	to
20	million	euros	or	up	to	4	%	of	the	annual	global	revenue	of	the	noncompliant	undertaking,	whichever	is	greater,	for	violations
of	certain	requirements	of	the	GDPR.	The	UK	GDPR	mirrors	the	fines	under	the	GDPR.	In	addition	to	the	foregoing,	we	may
suffer	reputational	damage,	orders	to	cease	or	change	our	processing	of	our	data,	civil	claims	including	representative	actions
and	other	class	action	type	litigation	(where	individuals	have	suffered	harm),	potentially	amounting	to	significant	compensation
or	damages	liabilities,	or	public	statements	against	us	by	consumer	advocacy	groups	or	others	which	could	cause	our	players	to
lose	trust	in	us,	any	of	which	could	have	an	adverse	effect	on	our	business,	financial	condition,	or	results	of	operations.
Additionally,	if	third	parties	we	work	with	such	as	our	players	or	vendors	violate	applicable	laws	or	our	policies,	such	violations
may	also	put	personal	information	at	risk	and	expose	us	to	potential	liability	and	reputational	harm.	Further,	public	scrutiny	of,
or	complaints	about,	technology	companies	or	their	data	handling	or	data	protection	practices,	even	if	unrelated	to	our	business,



industry,	or	operations,	may	lead	to	increased	scrutiny	of	technology	companies,	including	us,	and	may	cause	government
agencies	to	enact	additional	regulatory	requirements,	or	to	modify	their	enforcement	or	investigation	activities.	Any	of	the
foregoing	could	have	an	adverse	effect	on	our	business,	financial	condition,	or	results	of	operations.	Our	business	depends	on
our	ability	to	collect	and	use	data	to	deliver	relevant	content	and	marketing	materials,	and	any	limitation	on	the	collection	and
use	of	this	data	could	cause	us	to	lose	revenue.	When	our	players	use	our	games,	we	may	collect	both	personal	and	non-
personal	data	about	our	players.	We	use	some	of	this	data	to	provide	a	better	experience	for	our	players	by	delivering	relevant
content	and	marketing	materials.	Our	players	may	decide	not	to	allow	us	to	collect	some	or	all	of	this	data	or	may	limit	our	use
of	this	data.	Any	limitation	on	our	ability	to	collect	data	about	our	players	and	game	interactions	would	likely	make	it	more
difficult	for	us	to	deliver	targeted	content	and	marketing	materials	to	our	players.	Interruptions,	failures	or	defects	in	our	data
collection,	analysis	and	storage	systems,	as	well	as	privacy	concerns,	increasing	public	scrutiny,	and	regulatory	restrictions
regarding	the	collection	of	data,	could	also	limit	our	ability	to	aggregate	and	analyze	player	data.	If	that	happens,	we	may	not	be
able	to	successfully	adapt	to	player	preferences	to	improve	and	enhance	our	games,	retain	existing	players,	and	maintain	the
popularity	of	our	games,	which	could	cause	our	business,	financial	condition,	or	results	of	operations	to	suffer.	We	are	also
subject	to	evolving	EU	and	UK	privacy	laws	on	cookies	and	similar	technologies	and	eMarketing.	In	the	EU	and	the	UK,
regulators	are	increasingly	focusing	on	compliance	with	requirements	in	the	online	behavioral	advertising	ecosystem,	and
current	national	laws	that	implement	the	ePrivacy	Directive	are	highly	likely	to	be	replaced	by	an	EU	regulation	known	as	the
ePrivacy	Regulation	which	will	significantly	increase	fines	for	non-	compliance.	In	the	EU	and	the	UK,	informed	consent	is
required	for	the	placement	of	a	cookie	or	similar	technologies	on	a	user’	s	device	and	for	direct	electronic	marketing.	The	GDPR
also	imposes	conditions	on	obtaining	valid	consent,	such	as	a	prohibition	on	pre-	checked	consents	and	a	requirement	to	ensure
separate	consents	are	sought	for	each	type	of	cookie	or	similar	technology.	While	the	text	of	the	ePrivacy	Regulation	is	still
under	development,	a	recent	European	court	decision	and	regulators’	recent	guidance	are	driving	increased	attention	to	cookies
and	tracking	technologies.	If	regulators	start	to	enforce	the	strict	approach	endorsed	in	recent	guidance,	this	could	lead	to
substantial	costs,	require	significant	systems	changes,	limit	the	effectiveness	of	our	marketing	activities,	divert	the	attention	of
our	technology	personnel,	adversely	affect	our	margins,	increase	costs,	and	subject	us	to	additional	liabilities.	Regulation	of
cookies	and	similar	technologies,	and	any	decline	in	the	use	of	cookies	or	similar	online	tracking	technologies	as	a	means	to
identify	and	potentially	target	players,	may	lead	to	broader	restrictions	and	impairments	on	our	marketing	and	personalization
activities	and	may	negatively	impact	our	efforts	to	understand	our	players.	Additionally,	Internet-	connected	devices	and
operating	systems	controlled	by	third	parties	increasingly	contain	features	that	allow	device	users	to	disable	functionality	that
allows	for	the	delivery	of	advertising	on	their	devices,	including	through	Apple’	s	Identifier	for	Advertising,	or	IDFA,	or
Google’	s	Advertising	ID,	or	AAID,	for	Android	devices.	Device	and	browser	manufacturers	may	include	or	expand	these
features	as	part	of	their	standard	device	specifications.	Advertising	identifiers	are	frequently	used	as	a	means	to	deliver	targeted
advertising	to	devices.	While	historically	we	have	conducted	limited	advertising	to	our	players	in	our	games	(often	referred	to	as
“	ad	monetization	”),	it	is	a	meaningful	way	to	generate	revenue	for	many	mobile	game	companies.	We	introduced	ad
monetization	mechanics	as	a	limited	pilot	program	and	expanded	it	throughout	2021	and	2022	into	our	legacy	social	casino
games.	In	addition,	our	Tetris	®-	branded	mobile	game	and	all	ten	Brainium	games	currently	generate	most	of	their	revenue
through	ad	monetization.	Since	we	intend	to	continue	to	qualify	and	scale	in-	game	advertising	to	generate	revenue,	we	will	be
limited	in	how	and	to	whom	we	can	present	with	in-	game	advertising,	which	could	adversely	affect	our	ability	to	generate
revenues	from	advertising.	We	rely	on	assumptions	and	estimates	to	calculate	certain	of	our	key	metrics,	and	real	or	perceived
inaccuracies	in	such	metrics	may	harm	our	reputation	and	negatively	affect	our	business.	Certain	of	our	key	metrics,	including
Daily	Active	Users,	or	DAU,	Monthly	Active	Users,	or	MAU,	Average	Daily	Revenue	per	DAU,	or	ARPDAU,	Daily	Paying
Users,	or	DPU,	and	Daily	Payer	Conversion	,	as	well	as	metrics	relating	to	our	playAWARDS	loyalty	program	,	are
calculated	using	data	tracked	by	our	internal	analytics	systems	based	on	tracking	activity	of	player	accounts.	The	analytics
systems	and	the	resulting	data	have	not	been	independently	verified.	While	these	numbers	are	based	on	what	we	believe	to	be
reasonable	calculations	for	the	applicable	period	of	measurement,	there	are	inherent	challenges	in	measuring	usage	and	player
engagement	across	our	player	base	and	our	recently	acquired	operations,	and	factors	relating	to	player	activity	and	systems	may
impact	these	numbers.	Our	awards	rewards	partners,	content	licensors,	advertisers,	and	investors	rely	on	our	key	metrics	as	a
representation	of	our	performance.	We	regularly	review	and	may	adjust	our	processes	for	calculating	our	internal	metrics	to
improve	their	accuracy.	If	we	determine	that	we	can	no	longer	calculate	any	of	our	key	metrics	with	a	sufficient	degree	of
accuracy,	and	we	cannot	find	an	adequate	replacement	for	the	metric,	our	business,	financial	condition,	or	results	of	operations
may	be	harmed.	In	addition,	if	awards	rewards	partners,	content	licensors,	or	advertisers	do	not	perceive	our	player	metrics	to
be	accurate	representations	of	our	user	base	or	player	engagement,	or	if	we	discover	material	inaccuracies	in	our	user	metrics,
our	reputation	may	be	harmed	and	awards	rewards	partners,	content	licensors,	or	advertisers	may	be	less	willing	to	allocate
their	resources,	intellectual	property,	or	budgets	to	our	games,	which	could	negatively	affect	our	business,	financial	condition,	or
results	of	operations.	Companies	and	governmental	agencies	may	restrict	access	to	platforms,	our	website,	mobile	applications,
or	the	Internet	generally,	which	could	lead	to	the	loss	or	slower	growth	of	our	player	base.	Our	players	generally	need	to	access
the	Internet	and,	in	particular,	platforms	such	as	Facebook,	Apple,	Google,	Amazon,	and	our	website	to	play	our	games.	Access
to	Substantially	all	of	our	games	rely	on	data	transferred	over	the	Internet	in	a	,	including	wireless	Internet,	and
accordingly	stable	and	timely	fashion	Internet	access	is	necessary	to	provide	a	satisfactory	player	experience	to	the	players	of
our	games.	Companies	and	governmental	agencies	could	block	access	to	any	platform,	our	website,	mobile	applications,	or	the
Internet	generally,	or	could	limit	the	speed	of	data	transmissions,	for	a	number	of	reasons	such	as	security	or	confidentiality
concerns	or	regulatory	reasons,	or	they	may	adopt	policies	that	prohibit	employees	from	accessing	Facebook,	Apple,	Google,
Amazon,	and	our	website	or	any	other	social	platform.	In	addition,	telecommunications	companies	may	implement	certain
measures,	such	as	increased	cost	or	restrictions	based	on	the	type	or	amount	of	data	transmitted,	that	would	impact	players’



ability	to	access	our	games.	If	companies	or	governmental	entities	block	or	limit	such	access	or	otherwise	adopt	policies
restricting	players	from	playing	our	games,	our	business	could	be	negatively	impacted	and	could	lead	to	the	loss	or	slower
growth	of	our	player	base.	Our	business	depends	on	the	growth	and	maintenance	of	wireless	communications
infrastructure.	Our	success	depends	on	the	continued	growth	and	maintenance	of	wireless	communications
infrastructure	in	the	United	States	and	internationally.	This	includes	deployment	and	maintenance	of	reliable	next-
generation	digital	networks	with	the	speed,	data	capacity	and	security	necessary	to	provide	reliable	wireless
communications	services.	Wireless	communications	infrastructure	may	be	unable	to	support	the	demands	placed	on	it	if
the	number	of	subscribers	continues	to	increase,	or	if	existing	or	future	subscribers	increase	their	bandwidth
requirements.	Wireless	communications	have	experienced	a	variety	of	outages	and	other	delays	as	a	result	of
infrastructure	and	equipment	failures	and	could	face	outages	and	delays	in	the	future.	These	outages	and	delays	could
reduce	the	level	of	wireless	communications	usage	as	well	as	our	ability	to	distribute	our	games	successfully.	In	addition,
changes	by	a	wireless	carrier	to	network	infrastructure	may	interfere	with	downloads	of	our	games	and	may	cause
players	to	lose	functionality	in	our	games	that	they	have	already	downloaded.	This	could	harm	our	reputation,	business,
financial	condition	and	results	of	operations.	Despite	our	security	measures,	we	have	been	subject	to	attacks	by	hackers,	and
our	information	technology	and	infrastructure	may	in	the	future	be	vulnerable	to	attacks	by	hackers	or	breached	due	to	employee
error,	malfeasance,	or	other	disruptions.	Any	such	breach	could	compromise	our	networks	and	the	information	stored	there
could	be	accessed,	publicly	disclosed,	lost,	or	stolen.	Any	such	access,	disclosure,	or	other	loss	of	information	could	result	in
legal	claims	or	proceedings,	liability	under	laws	that	protect	the	privacy	of	personal	information,	regulatory	penalties,	disruption
of	our	operations	and	the	services	we	provide	to	players,	damage	to	our	reputation,	and	a	loss	of	confidence	in	our	products	and
services,	which	could	adversely	affect	our	business.	Cybersecurity	attacks,	including	breaches,	computer	malware	and
ransomware,	computer	hacking,	and	insider	threats	have	become	more	prevalent	in	our	industry,	and	experts	have	warned	that
the	global	disruption	related	to	the	COVID-	19	pandemic	and	remote	working	conditions	may	result	in	increased	threats	and
malicious	activity.	Any	cybersecurity	breach	caused	by	hacking,	which	involves	efforts	to	gain	unauthorized	access	to
information	or	systems,	or	to	cause	intentional	malfunctions,	loss	or	corruption	of	data,	software,	hardware,	or	other	computer
equipment,	or	the	inadvertent	transmission	of	computer	viruses	or	other	unauthorized	access	to	our	systems	caused	by	employee
error,	malfeasance,	or	other	disruptions	could	adversely	affect	our	business,	financial	condition,	results	of	operations,	or
reputation.	Our	information	We	have	experienced	and	will	continue	to	experience	hacking	attacks	of	varying	degrees	from
time	to	time.	Because	of	our	prominence	in	the	social	casino	gaming	industry,	we	believe	we	are	a	particularly	attractive	target
for	hackers.	Additionally,	rapidly	evolving	technology	has	been	and	capabilities,	evolving	changes	in	the	future	may	be
subject	to	sources,	capabilities	and	targets	for	cybersecurity	attacks	,	viruses,	malicious	software,	break-	ins,	theft,	computer
hacking,	employee	error	or	malfeasance	or	other	security	breaches.	While	to	date	no	incidents	have	had	a	material
impact	on	our	operations	or	financial	results,	we	cannot	guarantee	that	material	incidents	will	not	occur	in	the	future.
Hackers	and	data	thieves,	state-	sponsored	threat	actors,	criminal	actors,	hacktivists	and	others	are	increasingly
sophisticated	and	operate	large-	scale	and	complex	automated	attacks	through	a	variety	of	vectors	such	as	social
engineering	/	phishing,	company	insiders,	suppliers	or	providers,	and	as	a	result	of	human	or	technological	errors,
including	misconfigurations,	bugs,	or	other	vulnerabilities	in	software	and	hardware.	Experienced	computer
programmers	and	hackers	may	be	able	to	penetrate	our	security	controls	and	misappropriate	or	compromise	sensitive
personal,	proprietary	or	confidential	information,	create	system	disruptions	or	cause	shutdowns.	They	also	may	be	able
to	develop	and	deploy	malicious	software	programs	that	attack	our	systems	or	otherwise	exploit	any	security
vulnerabilities.	Our	systems	and	the	data	stored	on	those	systems	may	also	be	vulnerable	to	security	incidents	or	security
attacks,	acts	of	vandalism	or	theft,	coordinated	attacks	by	activist	entities,	misplaced	or	lost	data,	human	errors,	or	other
similar	events	that	could	negatively	affect	our	systems	and	the	data	stored	on	those	systems,	and	the	data	of	our	business
partners.	Further,	third	parties,	such	as	hosted	solution	providers,	that	provide	services	to	us	could	also	be	a	source	of
security	risks	in	the	event	of	a	failure	of	their	own	security	systems	and	infrastructure.	Cybersecurity	attacks	are
expected	to	accelerate	on	a	global	basis	in	frequency	and	magnitude	as	threat	actors	are	becoming	increasingly
sophisticated	in	using	techniques	and	tools	–	including	artificial	intelligence	–	that	circumvent	security	controls,	evade
detection	and	remove	forensic	evidence.	As	a	result,	we	may	be	unable	to	detect,	investigate,	remediate	or	recover	from
future	attacks	or	incidents,	or	to	avoid	a	material	adverse	impact	to	our	security	systems	and	infrastructure	and	the
protection	of	our	confidential	information	and	our	business.	The	costs	to	eliminate	or	address	the	foregoing	security
threats	and	vulnerabilities	before	or	after	a	cybersecurity	incident	could	be	significant.	Our	remediation	efforts	may	not
be	successful	and	could	result	in	interruptions,	delays	or	cessation	of	service,	and	loss	of	existing	or	potential	suppliers	or
players.	As	threats	related	to	cybersecurity	attacks	develop	and	grow,	we	may	also	find	it	necessary	to	make	further
investments	to	protect	our	data	and	infrastructure,	which	may	impact	our	results	of	operations.	Although	we	have
insurance	coverage	for	protecting	against	cybersecurity	attacks,	it	may	not	be	sufficient	to	cover	all	possible	claims
stemming	from	security	breaches,	cybersecurity	attacks	and	other	types	of	unlawful	activity,	or	any	resulting	disruptions
from	such	events,	and	we	may	suffer	losses	that	could	have	a	material	adverse	effect	on	our	business.	We	could	also	be
negatively	impacted	by	existing	and	proposed	laws	and	regulations	in	the	United	States,	Israel,	the	European	Union,	and
other	jurisdictions	in	which	we	operate	,	as	well	as	government	policies	and	practices	related	to	cybersecurity,	the
increasing	sophistication	of	cyber	criminals	increase	the	risk	of	material	data	compromise	privacy,	data	localization	and	data
protection.	Furthermore,	the	platforms	on	which	we	distribute	games	may	encourage,	or	business	disruption	require,
compliance	with	certain	security	standards,	such	as	the	voluntary	cybersecurity	framework	released	by	the	National
Institute	of	Standards	and	Technology,	or	NIST,	which	consists	of	controls	designed	to	identify	and	manage
cybersecurity	risks,	and	we	could	be	negatively	impacted	to	the	extent	we	are	unable	to	comply	with	such	standards	.	In



addition,	we	store	sensitive	information,	including	personal	information	about	our	employees,	and	our	games	involve	the	storage
and	transmission	of	players’	personal	information	on	equipment,	networks,	and	corporate	systems	run	by	us	or	managed	by
third-	parties	including	Amazon,	Apple,	Facebook,	Google,	and	Microsoft.	We	are	subject	to	a	number	of	laws,	rules,	and
regulations	requiring	us	to	provide	notification	to	players,	investors,	regulators,	and	other	affected	parties	in	the	event	of	a
security	breach	of	certain	personal	data,	or	requiring	the	adoption	of	minimum	information	security	standards	that	are	often
vaguely	defined	and	difficult	to	practically	implement.	The	costs	of	compliance	with	these	laws	and	regulations,	including	the
GDPR,	the	CCPA,	and	the	CPRA,	have	increased	and	may	increase	in	the	future.	Our	corporate	systems,	third-	party	systems,
and	security	measures	have	been	subject	to	a	breach	and	may	be	breached	in	the	future	due	to	the	actions	of	outside	parties,
employee	error,	malfeasance,	a	combination	of	these,	or	otherwise,	and,	as	a	result,	an	unauthorized	party	may	obtain	access	to,
or	compromise	the	integrity	of,	our	data,	our	employees’	data,	our	players’	data,	or	any	third-	party	data	we	may	possess.	Any
such	data	security	breach	could	require	us	to	comply	with	various	breach	notification	laws,	create	significant	exposure	for	us,
including	under	applicable	data	privacy	laws	and	regulations	such	as	the	GDPR,	the	CCPA,	and	the	CPRA,	in	particular	if	we
have	failed	to	take	appropriate	security	measures,	may	affect	our	ability	to	operate,	and	may	expose	us	to	litigation,	remediation
and	investigation	costs,	increased	costs	for	security	measures,	loss	of	revenue,	damage	to	our	reputation	and	potential	liability,
each	of	which	could	be	material.	Changes	in	tax	laws	or	tax	rulings	could	materially	affect	our	effective	tax	rates,	financial
position,	and	results	of	operations.	The	tax	regimes	we	are	subject	to	or	operate	under	are	unsettled	and	may	be	subject	to
significant	change.	Changes	in	tax	laws	(including	in	response	to	the	COVID-	19	pandemic	or	other	future	health	epidemics	or
contagious	disease	outbreaks)	or	changes	in	interpretations	of	existing	laws	could	cause	us	to	be	subject	to	additional	income-
based	taxes	and	non-	income	based	taxes	(such	as	payroll,	sales,	use,	value-	added,	digital	services,	excise,	net	worth,	property,
and	goods	and	services	taxes),	which	in	turn	could	materially	affect	our	financial	position	and	results	of	operations.	For
example,	in	December	2017,	the	U.	S.	federal	government	enacted	the	Tax	Cuts	and	Jobs	Act,	or	the	2017	Tax	Act.	The	2017
Tax	Act	significantly	changed	the	existing	U.	S.	corporate	income	tax	laws	by,	among	other	things,	lowering	the	corporate	tax
rate,	implementing	a	partially	territorial	tax	system,	and	imposing	a	one-	time	deemed	repatriation	toll	tax	on	cumulative
undistributed	foreign	earnings.	Many	of	the	provisions	of	the	2017	Tax	Act	are	highly	complex	and	may	be	subject	to	further
interpretive	guidance	from	the	Internal	Revenue	Service,	or	IRS,	or	others.	Some	of	the	provisions	of	the	2017	Tax	Act	may	be
changed	by	Congress	and	may	face	future	challenges	by	the	World	Trade	Organization,	or	WTO,	such	as	the	favorable	tax
treatment	for	foreign-	derived	intangible	income	claimed	by	us.	Although	we	cannot	predict	the	nature	or	outcome	of	such
future	interpretive	guidance,	or	actions	by	Congress	or	WTO,	they	could	adversely	impact	the	consolidated	results	of	our
operations	and	financial	position.	In	addition,	many	countries	in	the	EU,	as	well	as	a	number	of	other	countries	and
organizations	such	as	the	Organization	for	Economic	Cooperation	and	Development,	have	recently	proposed	or	recommended
changes	to	existing	tax	laws	or	have	enacted	new	laws	that	could	impact	our	tax	obligations.	Any	significant	changes	to	our
future	effective	tax	rate	may	materially	and	adversely	affect	our	business,	financial	condition,	results	of	operations,	or	cash
flows.	We	could	be	required	to	collect	additional	sales,	value-	added,	or	similar	taxes	or	be	subject	to	other	tax	liabilities	that
may	increase	the	costs	of	our	players	to	engage	with	our	games	and	adversely	affect	our	results	of	operations.	One	or	more	U.	S.
states	or	countries	foreign	jurisdictions	may	seek	to	impose	incremental	or	new	sales,	value-	added,	use,	or	other	tax	collection
obligations	on	us.	While	we	generally	are	not	responsible	for	taxes	generated	on	games	accessed	and	operated	through	third-
party	platforms,	we	are	responsible	for	collecting	and	remitting	applicable	sales,	value-	added,	or	other	similar	taxes	for	revenue
generated	on	games	accessed	and	operated	on	our	own	platforms.	Historically,	we	paid	taxes	on	revenue	generated	from	games
accessed	on	our	own	platforms	in	U.	S.	states	where	we	had	a	sufficient	physical	presence	or	“	nexus	”	based	on	the	location	of
our	U.	S.	offices	and	servers.	However,	there	is	uncertainty	as	to	what	constitutes	sufficient	physical	presence	or	nexus	for	a	U.
S.	state	to	levy	taxes,	fees,	and	surcharges	for	sales	made	over	the	Internet.	Furthermore,	an	increasing	number	of	states	have
considered	or	adopted	laws	that	impose	sales	tax	collection	obligations	on	out-	of-	state	companies.	This	is	also	the	case	in
respect	of	the	EU,	where	value-	added	taxes	may	be	imposed	on	non-	EU	companies	making	digital	sales	to	consumers	within
the	EU.	In	addition,	the	U.	S.	Supreme	Court	ruled	in	South	Dakota	v.	Wayfair,	Inc.,	or	Wayfair,	that	online	sellers	can	be
required	to	collect	sales	and	use	tax	despite	not	having	a	physical	presence	in	the	customer’	s	state.	In	response	to	Wayfair,	or
otherwise,	state	and	local	governments	have	adopted	and	begun	to	enforce,	laws	requiring	us	to	calculate,	collect,	and	remit
sales	taxes	in	their	jurisdictions.	Similarly,	many	foreign	jurisdictions	have	considered	or	adopted	laws	that	impose	value-
added,	digital	services,	or	similar	indirect	taxes	on	companies	despite	not	having	a	physical	presence	in	the	foreign	jurisdiction.
A	successful	assertion	by	one	or	more	states,	or	other	countries	or	jurisdictions,	requiring	us	to	collect	taxes	where	we	presently
do	not	do	so,	or	to	collect	more	taxes	in	a	jurisdiction	in	which	we	currently	collect	some	taxes,	could	result	in	substantial
liabilities,	including	taxes	on	past	sales	as	well	as	penalties	and	interest.	We	continually	monitor	the	ever-	evolving	tax
landscape	in	the	jurisdictions	in	which	we	operate	and	those	jurisdictions	where	our	players	reside.	The	requirement	to	collect
sales,	value-	added,	or	similar	indirect	taxes	by	foreign,	state,	or	local	governments	for	sellers	that	do	not	have	a	physical
presence	in	the	jurisdiction	could	also	create	additional	administrative	burdens	for	us,	put	us	at	a	competitive	disadvantage	if
they	do	not	impose	similar	obligations	on	our	competitors,	or	decrease	our	future	sales,	which	may	materially	and	adversely
affect	our	business,	and	results	of	operations.	We	may	have	exposure	to	greater	than	anticipated	tax	liabilities.	Our	income	tax
obligations	are	based	in	part	on	our	corporate	operating	structure	and	intercompany	arrangements.	The	tax	laws	applicable	to	our
business,	including	the	laws	of	the	U.	S.	and	other	jurisdictions,	are	subject	to	interpretation,	and	certain	jurisdictions	are
aggressively	interpreting	their	laws	in	new	ways	in	an	effort	to	raise	additional	tax	revenue.	Our	existing	corporate	structure	and
intercompany	arrangements	have	been	implemented	in	a	manner	we	believe	is	in	compliance	with	current	prevailing	tax	laws.
However,	the	taxing	authorities	of	the	jurisdictions	in	which	we	operate	may	challenge	our	methodologies	for	intercompany
arrangements,	which	could	impact	our	worldwide	effective	tax	rate	and	harm	our	financial	position	and	results	of	operations.
We	are	currently	under	a	transfer	pricing	examination	by	the	Israel	Tax	Authority	for	fiscal	years	2017	and	2018.	While	we



expect	to	prevail,	it	is	possible	that	a	negative	outcome	in	this	examination	would	have	a	material	impact	on	our	consolidated
results	of	operations	and	financial	position.	In	addition,	changes	to	our	corporate	structure	and	intercompany	agreements,
including	through	acquisitions,	could	impact	our	worldwide	effective	tax	rate	and	harm	our	financial	position	and	results	of
operation.	Our	ability	to	utilize	our	research	credit	carryforwards	and	certain	other	tax	attributes	may	have	been	limited	by	“
ownership	changes	”	and	may	be	further	limited.	Our	ability	to	utilize	our	research	credit	carryforwards	to	offset	potential	future
income	taxes	that	would	otherwise	be	due	is	dependent	upon	our	generation	of	future	income	taxes	--	tax	liabilities	before	the
expiration	dates	of	the	research	credit	carryforwards,	and	we	cannot	predict	with	certainty	when,	or	whether,	we	will	generate
sufficient	income	taxes	--	tax	liabilities	to	use	all	of	our	research	credit	carryforwards.	Under	Section	383	of	the	Internal
Revenue	Code	of	1986,	as	amended,	and	corresponding	provisions	of	state	law,	if	a	corporation	undergoes	an	“	ownership
change	”	(generally	defined	as	a	greater	than	50	percentage	point	change	(by	value)	in	its	equity	ownership	over	a	rolling	three-
year	period),	the	corporation’	s	ability	to	use	its	research	credit	carryforwards	and	other	pre-	change	tax	attributes	to	offset	its
post-	change	income	taxes	may	be	limited.	We	may	have	experienced,	and	we	may	in	the	future	experience,	ownership	changes,
either	as	a	result	of	the	Acies	Merger	or	other	changes	in	our	stock	ownership	(some	of	which	are	not	in	within	our	control).	As
a	result,	if	we	incur	income	tax	liability,	our	ability	to	use	our	pre-	change	research	credit	carryforwards	to	offset	U.	S.	federal
income	taxes	may	be	subject	to	limitations	under	Section	383,	which	could	potentially	result	in	increased	future	tax	liability	to
us.	In	addition,	at	the	state	level,	there	may	be	periods	during	which	the	use	of	research	credit	carryforwards	is	suspended	or
otherwise	limited,	which	could	accelerate	or	permanently	increase	state	taxes	owed.	Risks	Related	to	Managing	Our	Business
Operations	in	Israel	Potential	political,	economic,	and	military	instability	in	Israel	and	the	surrounding	region	may
adversely	affect	our	results	of	operations.	We	have	a	significant	number	of	employees	based	at	our	studio	in	Tel	Aviv,
Israel.	Accordingly,	political,	economic,	and	military	conditions	in	Israel	and	the	surrounding	region	could	directly	affect
our	business	and	operations.	In	October	2023,	Hamas	conducted	a	series	of	coordinated	attacks	from	the	Gaza	Strip
against	the	Israeli	people,	resulting	in	the	outbreak	of	war	between	the	State	of	Israel	and	Hamas.	In	addition,	Israel	is
engaged	in	ongoing	hostilities	with	Hezbollah	in	Lebanon.	Any	armed	conflict	or	other	hostilities	involving	Israel,	or	the
interruption	or	curtailment	of	trade	within	Israel	or	between	Israel	and	other	countries,	could	adversely	affect	our
business	operations.	In	addition,	political	uprisings	in	various	countries	in	the	Middle	East	in	recent	years	have	affected
the	political	stability	of	those	countries	and	have	led	to	a	decline	in	the	regional	security	situation.	Such	instability	could
also	lead	to	deterioration	in	the	political	and	trade	relationships	that	exist	between	Israel	and	these	countries.	Any	armed
conflicts,	terrorist	activities,	or	political	instability	involving	Israel	or	other	countries	in	the	region	could	adversely	affect
our	business	operations.	In	addition,	political	events	within	Israel	may	significantly	affect	our	business,	assets	or
operations.	Social	unrest,	acts	of	terrorism,	regime	changes,	changes	in	laws	and	regulations,	political	upheaval,	and
policy	changes	or	enactments	in	Israel	or	other	countries	in	the	region	could	negatively	impact	our	business.	The
relationship	between	the	United	States	and	Israel	could	be	subject	to	fluctuation	and	periodic	tension.	Changes	in
political	conditions	in	Israel	and	changes	in	the	state	of	U.	S.	relations	with	Israel	are	difficult	to	predict	and	could
adversely	affect	our	operations.	Parties	with	whom	we	do	business	may	be	disinclined	to	travel	to	Israel	during	periods
of	heightened	unrest	or	tension,	forcing	us	to	make	alternative	arrangements	when	necessary	to	meet	with	our	business
partners.	In	addition,	the	political	and	security	situation	in	Israel	may	result	in	parties	with	whom	we	have	agreements
involving	performance	in	Israel	claiming	that	they	are	not	obligated	to	perform	their	commitments	under	those
agreements	pursuant	to	force	majeure	provisions	in	such	agreements.	Our	insurance	may	not	cover	losses	that	we	incur
as	a	result	of	the	security	situation	in	Israel	or	for	any	resulting	disruption	in	our	business	operations.	Although	the
Israeli	government	has	in	the	past	covered	the	reinstatement	value	of	direct	damages	that	were	caused	by	terrorist
attacks	or	acts	of	war,	we	cannot	be	assured	that	this	government	coverage	will	be	maintained	or,	if	maintained,	will	be
sufficient	to	compensate	us	fully	for	any	damages	we	incur.	In	addition,	the	Israeli	government	may	cease	providing	such
coverage	in	the	future,	or	it	may	limit	the	amount	or	scope	of	coverage	provided,	and	as	a	result	any	such	coverage	may
be	insufficient	to	cover	potential	damages	we	may	incur.	Any	losses	or	damages	incurred	by	us	could	have	a	material
adverse	effect	on	our	business.	Any	armed	conflicts,	political	instability,	terrorism,	cybersecurity	attacks	or	any	other
hostilities	involving,	or	threatening	Israel	could	negatively	affect	business	conditions	generally	and	harm	our	results	of
operations.	Our	operations	may	be	disrupted	because	of	the	activation	of	Israeli	citizens	for	military	service.	Our
operations	could	also	be	disrupted	by	absences	due	to	employees	and	service	providers	in	Israel	being	activated	for
military	service.	Some	of	our	employees	in	Israel	are	obliged	to	perform	military	reserve	duty	and,	in	certain	emergency
circumstances,	such	employees	may	be	called	to	immediate	and	unlimited	active	duty.	As	a	result	of	Israel’	s	October	7,
2023	declaration	of	a	state	of	war	and	activation	of	Article	8	of	the	Reserve	Service	Law	(2008),	a	number	of	our
employees	in	Israel	were	activated	for	military	duty	and	we	expect	that	additional	employees	could	be	activated	if	the
war	continues	or	expands.	Any	major	escalation	in	hostilities	in	the	region	could	result	in	a	portion	of	our	employees	and
service	providers	in	Israel	being	called	up	to	perform	military	duty	for	an	extended	period.	Our	operations	could	be
disrupted	by	such	call-	ups.	While	we	have	implemented	business	continuity	measures	to	address	the	military	call-	ups,
any	resulting	disruption	could	materially	adversely	affect	our	business	operations,	financial	condition,	and	results	of
operations.	We	incur	operating	expenses	that	are	denominated	in	currencies	other	than	the	US	Dollar,	including
expenses	denominated	in	New	Israeli	Shekels,	and	as	a	result	our	financial	condition	and	results	of	operations	may	be
harmed	by	currency	exchange	rate	fluctuations.	We	are	exposed	to	currency	fluctuation	risks.	Although	our	functional
currency	is	the	U.	S.	Dollar	and	our	revenues	and	expenses	are	reported	in	U.	S.	Dollars,	we	regularly	incur	operating
expenses	that	are	denominated	in	currencies	other	than	the	U.	S.	Dollar.	A	significant	portion	of	our	headcount	related
expenses,	consisting	principally	of	salaries	and	related	personnel	expenses,	as	well	as	leases	and	certain	other	operating
expenses,	are	denominated	in	New	Israeli	Shekels,	or	NIS.	We	also	incur	operating	expenses	denominated	in	the	Hong



Kong	Dollar,	Euro,	Serbian	Dinar,	Vietnamese	Dong,	Singaporean	Dollar,	Mexican	Peso,	and	Chilean	Peso.	As	a	result,
fluctuations	in	the	exchange	rates	of	the	NIS	and	other	foreign	currencies	relative	to	the	U.	S.	Dollar	have	an	influence
on	our	operating	expenses,	which	are	all	reported	in	U.	S.	Dollars	regardless	of	the	currency	in	which	they	are	incurred.
From	time	to	time,	we	may	enter	into	currency	hedging	arrangements	to	decrease	the	risk	of	financial	exposure	from
fluctuations	in	the	exchange	rate	of	foreign	currencies	relative	to	the	U.	S.	Dollar.	Such	arrangements	may	not	be
sufficient	to	fully	protect	us,	and	our	operating	results	and	financial	condition	could	be	adversely	impacted	by	currency
exchange	rate	fluctuations	notwithstanding	any	risk	mitigation	measures	we	might	employ	from	time	to	time.	General
Risk	Factors	Economic	downturns	and	political	and	market	conditions	beyond	our	control	could	adversely	affect	our	business,
financial	condition,	results	of	operations,	or	prospects.	Our	financial	performance	is	subject	to	U.	S.	economic	conditions	and
their	impact	on	levels	of	spending	by	players,	our	awards	rewards	partners,	and	our	advertisers.	Economic	recessions	have	had,
and	may	continue	to	have,	far-	reaching	adverse	consequences	across	many	industries,	including	the	gaming	industries,	which
may	adversely	affect	our	business	and	financial	condition.	In	the	past	decade,	the	U.	S.	economy	experienced	tepid	growth
following	the	financial	crisis	in	2008	and	2009	and	experienced	a	recession	in	2020	due	to	the	impact	of	the	COVID-	19
pandemic	as	well	as	international	trade	and	monetary	policy	and	other	changes.	If	the	U.	S.	economy	experiences	another
recession	or	any	of	the	relevant	regional	or	local	economies	suffers	a	prolonged	downturn,	our	business,	financial	condition,
results	of	operations,	or	prospects	may	be	adversely	affected.	In	addition,	changes	in	general	market,	economic	and	political
conditions	in	domestic	and	foreign	economies	or	financial	markets,	including	fluctuation	in	stock	markets	resulting	from,	among
other	things,	trends	in	the	economy	as	a	whole,	inflation,	unemployment,	consumer	debt	levels,	geopolitical	events,	and	other
challenges	impacting	the	global	economy,	including	the	COVID-	19	pandemic,	disruption	of	supply	chains,	and	armed	conflict
between	Ukraine	and	Russia,	may	adversely	affect	consumer	confidence	or	cause	a	reduction	to	our	players’	disposable	income
or	our	awards	rewards	partners’	budgets	resulting	in	fewer	or	less	desirable	rewards	to	be	offered	to	our	players.	In	addition,	the
impact	of	inflation	on	our	operating	expenses	may	decrease	profitability.	Any	one	of	these	changes	could	materially	and
adversely	affect	our	business,	financial	condition,	results	of	operations,	or	prospects.	Our	results	of	operations	may	fluctuate	due
to	various	factors	and,	therefore,	our	periodic	operating	results	will	not	be	guarantees	of	future	performance.	Our	financial
results	and	operating	metrics	have	fluctuated	in	the	past	and	we	expect	such	results	to	fluctuate	in	the	future.	These	fluctuations
may	be	due	to	a	variety	of	factors,	some	of	which	are	outside	of	our	control	and	may	not	fully	reflect	the	underlying
performance	of	our	business.	Our	financial	results	and	operations	in	any	given	period	may	be	influenced	by	numerous	factors,
many	of	which	we	are	unable	to	predict	or	are	outside	of	our	control.	Player	engagement	with	our	games	may	decline	or
fluctuate	as	a	result	of	a	number	of	factors,	including	the	popularity	of	the	underlying	games,	the	player’	s	level	of	satisfaction
with	our	games,	our	ability	to	improve	and	innovate	games	and	to	attract	new	awards	rewards	partners,	outages	and	disruptions
of	online	services,	the	services	offered	by	our	competitors,	our	marketing	and	advertising	efforts,	or	declines	in	player	activity
generally	as	a	result	of	economic	downturns,	among	others.	Any	decline	or	fluctuation	in	the	recurring	portion	of	our	business
may	have	a	negative	impact	on	our	business,	financial	condition,	results	of	operations,	or	prospects.	Our	reported	financial
results	may	be	affected	by	changes	in	accounting	principles	generally	accepted	in	the	U.	S.	Generally	accepted	accounting
principles	in	the	U.	S.,	or	GAAP,	are	subject	to	interpretation	by	the	Financial	Accounting	Standards	Board,	or	FASB,	the	SEC
and	various	bodies	formed	to	promulgate	and	interpret	appropriate	accounting	principles.	A	change	in	these	principles	or
interpretations	could	have	a	significant	effect	on	our	reported	financial	results,	and	could	affect	the	reporting	of	transactions
completed	before	the	announcement	of	a	change.	Any	difficulties	in	implementing	any	future	changes	to	accounting	principles
could	cause	us	to	fail	to	meet	our	financial	reporting	obligations,	which	could	result	in	regulatory	discipline	and	harm	investors’
confidence	in	us.	Our	core	values	of	focusing	on	our	players	and	their	experience	within	our	games	and	acting	for	the	long-	term
may	conflict	with	the	short-	term	expectations	of	analysts.	We	believe	that	providing	quality	and	highly	engaging	content	to	our
players	is	essential	to	our	success	and	serves	the	best,	long-	term	interests	of	our	company	and	our	stockholders.	Therefore,	we
have	made	in	the	past	and	we	may	make	in	the	future,	significant	investments	or	changes	in	strategy	that	we	think	will	benefit	us
in	the	long-	term,	even	if	our	decision	has	the	potential	to	negatively	impact	our	operating	results	in	the	short	term.	In	addition,
our	decisions	may	not	result	in	the	long-	term	benefits	that	we	expect,	in	which	case	the	success	of	our	games,	business,
financial	condition,	or	results	of	operations	could	be	harmed.	Securities	analysts	may	not	publish	favorable	research	or	reports
about	our	business	or	may	publish	no	information	at	all,	which	could	cause	our	stock	price	or	trading	volume	to	decline.	Our
stock	price	and	trading	volume	may	be	heavily	influenced	by	the	way	analysts	and	investors	interpret	our	financial	information
and	other	disclosures.	If	securities	or	industry	analysts	do	not	publish	research	or	reports	about	our	business,	delay	publishing
reports	about	our	business,	or	publish	negative	reports	about	our	business,	regardless	of	accuracy,	the	trading	price	and	trading
volume	of	our	Class	A	common	stock	could	decline.	The	trading	market	for	shares	of	our	Class	A	common	stock	may	be
influenced	to	some	extent	by	the	research	and	reports	that	industry	or	financial	analysts	publish	about	us	and	our	business.	We
do	not	control	these	analysts.	The	As	a	recent	public	company,	we	may	be	slow	to	attract	research	coverage	and	the	analysts
who	publish	information	about	us	will	may	have	had	relatively	little	experience	with	us,	which	could	affect	their	ability	to
accurately	forecast	our	results	and	could	make	it	more	likely	that	we	fail	to	meet	their	estimates.	In	the	event	we	obtain
securities	or	industry	analyst	coverage,	if	any	of	the	analysts	who	cover	us	provide	inaccurate	or	unfavorable	research	or	issue
an	adverse	opinion	regarding	our	stock	price,	the	trading	price	of	our	Class	A	common	stock	could	decline.	If	one	or	more	of
these	analysts	cease	coverage	of	us	or	fail	to	publish	reports	covering	us	regularly,	we	could	lose	visibility	in	the	market,	which
in	turn	could	cause	our	stock	price	or	trading	volume	to	decline.	Even	if	we	are	actively	covered	by	analysts,	we	do	not	have
any	control	over	the	analysts	or	the	measures	that	analysts	or	investors	may	rely	upon	to	forecast	our	future	results.	Overreliance
by	analysts	or	investors	on	any	particular	metric	to	forecast	our	future	results	may	lead	to	forecasts	that	differ	significantly	from
our	own.	We	may	require	additional	capital	to	support	our	growth	plans,	and	such	capital	may	not	be	available	on	terms
acceptable	to	us,	if	at	all.	This	could	hamper	our	growth	and	adversely	affect	our	business.	We	intend	to	continue	to	make



significant	investments	to	support	our	business	growth	and	may	require	additional	funds	to	respond	to	business	challenges,
including	the	need	to	develop	new	games	and	features	or	enhance	our	existing	games,	improve	our	operating	infrastructure	or
acquire	complementary	businesses,	personnel,	and	technologies.	Accordingly,	we	may	need	to	engage	in	equity	or	debt
financings	to	secure	additional	funds.	If	we	raise	additional	funds	through	future	issuances	of	equity	or	convertible	debt
securities,	our	existing	stockholders	could	suffer	significant	dilution,	and	any	new	equity	securities	we	issue	could	have	rights,
preferences	and	privileges	superior	to	those	of	holders	of	our	Class	A	common	stock.	In	June	2021,	we	entered	into	the	Credit
Agreement,	which	subjects	us	to	certain	operational	and	financial	covenants.	Any	additional	debt	financing	that	we	secure	in	the
future	could	involve	offering	additional	security	interests	and	undertaking	restrictive	covenants	relating	to	our	capital	raising
activities	and	other	financial	and	operational	matters,	which	may	make	it	more	difficult	for	us	to	obtain	additional	capital	and	to
pursue	business	opportunities,	including	potential	acquisitions.	Additionally,	lingering	impacts	of	the	COVID-	19	pandemic	and
current	economic	and	political	conditions,	including	inflation	and	higher	interest	rates,	have	disrupted	capital	markets,	and	if	we
seek	to	access	additional	capital	or	increase	our	borrowing,	there	can	be	no	assurance	that	debt	or	equity	financing	may	be
available	to	us	on	favorable	terms,	if	at	all.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on	terms	satisfactory	to	us
when	we	require	it,	our	ability	to	continue	to	support	our	business	growth	and	to	respond	to	business	challenges	could	be
significantly	impaired,	and	our	business,	financial	condition,	or	results	of	operations	may	be	harmed.	Our	investment
investments	portfolio	may	become	impaired	by	deterioration	of	the	financial	markets.	Our	cash	equivalent	and	investment
portfolio	consist	primarily	,	including	the	proceeds	of	the	Acies	Merger	and	the	PIPE	financing,	short-	term	investments	of
our	available	cash.	These	funds	have	been	invested	with	a	goal	of	preserving	our	access	to	capital,	and	the	investments
generally	consists	-	consist	of	highly	liquid,	short-	term	instruments	such	as	money	market	funds,	corporate	debt	securities,
U.	S.	government	and	government	agency	debt	securities,	mutual	funds,	certificates	of	deposit,	and	time	deposits.	We	follow	an
investment	policy	and	set	of	guidelines	to	monitor	and	help	mitigate	our	exposure	to	interest	rate	and	credit	risk,	which
guidelines	include	credit	quality	and	concentration	standards	and	permissible	allocations	of	certain	sectors	to	help	manage
limit	our	exposure	to	specific	investment	types	risk	.	Volatility	in	the	global	financial	markets	can	negatively	impact	the	value
of	our	investments	,	and	recent	depressed	performance	in	U.	S.	and	global	financial	markets	due	to	current	economic	and
political	conditions	and	lingering	impacts	of	the	COVID-	19	pandemic	has	negatively	impacted	the	carrying	value	of	our
investment	portfolio.	If	financial	markets	experience	further	volatility,	including	due	to	depressed	economic	production	and
performance	across	the	U.	S.	and	global	economies	due	to	current	economic	and	political	conditions,	including	inflation	or
higher	interest	rates,	or	lingering	impacts	of	the	COVID-	19	pandemic,	investments	in	some	financial	instruments	may	pose
risks	arising	from	market	liquidity	and	credit	concerns.	In	addition,	any	disruption	of	the	capital	markets	could	cause	our	other
income	and	expenses	to	vary	from	expectations	.	Although	we	intend	to	manage	our	investment	portfolio	for	a	low	risk	of
material	impairment,	we	cannot	predict	future	market	conditions,	market	liquidity	or	credit	availability,	and	can	provide	no
assurance	that	our	investment	portfolio	will	remain	materially	unimpaired.	The	requirements	of	being	a	public	company	may
strain	our	resources	and	divert	management’	s	attention,	and	the	increases	in	legal,	accounting	and	compliance	expenses	may	be
greater	than	we	anticipate.	We	are	a	public	company,	and	as	such	(and	particularly	after	we	are	no	longer	an	“	emerging	growth
company	”)	we	incur	significant	legal,	accounting,	and	other	expenses	that	we	did	not	incur	as	a	private	company.	We	are
subject	to	the	reporting	requirements	of	the	Exchange	Act,	and	are	required	to	comply	with	the	applicable	requirements	of	the	U.
S.	Sarbanes-	Oxley	Act	of	2002,	or	the	Sarbanes-	Oxley	Act,	and	the	Dodd-	Frank	Wall	Street	Reform	and	Consumer	Protection
Act,	as	well	as	the	rules	and	regulations	subsequently	implemented	by	the	SEC	and	the	listing	standards	of	the	Nasdaq,
including	changes	in	corporate	governance	practices	and	the	establishment	and	maintenance	of	effective	disclosure	and	financial
controls.	Compliance	with	these	rules	and	regulations	can	be	burdensome.	Our	management	and	other	personnel	need	to	devote
a	substantial	amount	of	time	to	these	compliance	initiatives.	Moreover,	these	rules	and	regulations	have	increased,	and	will
continue	to	increase,	our	historical	legal	and	financial	compliance	costs	and	will	make	some	activities	more	time-	consuming
and	costly.	For	example,	we	expect	that	these	rules	and	regulations	may	make	it	more	difficult	and	more	expensive	for	us	to
attract	and	retain	qualified	members	to	the	Board	of	Directors.	In	particular,	we	expect	to	incur	significant	expenses	and	devote
substantial	management	effort	toward	ensuring	compliance	with	the	requirements	of	Section	404	of	the	Sarbanes-	Oxley	Act,
which	will	increase	when	we	are	no	longer	an	“	emerging	growth	company.	”	We	will	need	to	hire	additional	accounting	and
financial	staff,	and	engage	outside	consultants,	all	with	appropriate	public	company	experience	and	technical	accounting
knowledge	and	maintain	an	internal	audit	function,	which	will	increase	our	operating	expenses.	Moreover,	we	could	incur
additional	compensation	costs	in	the	event	that	we	decide	to	pay	cash	compensation	closer	to	that	of	other	publicly	listed
companies,	which	would	increase	our	general	and	administrative	expenses	and	could	materially	and	adversely	affect	our
profitability.	We	are	evaluating	these	rules	and	regulations,	and	cannot	predict	or	estimate	the	amount	of	additional	costs	we
may	incur	or	the	timing	of	such	costs.	We	may	not	have	adequate	personnel	with	the	appropriate	level	of	knowledge,
experience,	and	training	in	the	accounting	policies,	practices,	or	internal	control	over	financial	reporting	required	of	public
companies.	Our	management	will	need	to	continually	assess	our	staffing	and	training	procedures	to	improve	our	internal	control
over	financial	reporting.	Further,	the	development,	implementation,	documentation,	and	assessment	of	appropriate	processes,	in
addition	to	the	need	to	remediate	any	potential	deficiencies,	will	require	substantial	time	and	attention	from	management.	The
development	and	implementation	of	the	standards	and	controls	necessary	for	us	to	achieve	the	level	of	accounting	standards
required	of	a	public	company	may	require	costs	greater	than	expected.	It	is	possible	that	we	will	be	required	to	expand	our
employee	base	and	hire	additional	employees	to	continue	to	support	our	operations	as	a	public	company	which	will	increase	our
operating	costs	in	future	periods.	As	a	private	company,	Old	PLAYSTUDIOS	was	not	required	to	document	and	test	internal
controls	over	financial	reporting,	management	was	not	required	to	certify	the	effectiveness	of	internal	controls,	and	auditors
were	not	required	to	opine	on	the	effectiveness	of	internal	controls	over	financial	reporting.	Failure	to	maintain	adequate
financial,	information	technology,	and	management	processes	and	controls	could	result	in	material	weaknesses	which	could



lead	to	errors	in	our	financial	reporting,	which	could	adversely	affect	our	business.	Old	PLAYSTUDIOS	was	not	required	to
document	and	test	internal	controls	over	financial	reporting,	management	was	not	required	to	certify	the	effectiveness	of	our
internal	controls,	and	auditors	were	not	required	to	opine	on	the	effectiveness	of	internal	controls	over	financial	reporting.	We
are	not	currently	subject	to	the	auditor	attestation	requirement	of	Section	404	(b)	of	the	Sarbanes-	Oxley	Act.	However,	when
we	lose	our	emerging	growth	company	status	and	become	subject	to	the	auditor	attestation	requirements	of	Section	404	(b)	of
the	Sarbanes-	Oxley	Act,	we	may	not	be	able	to	complete	our	evaluation,	testing,	and	any	required	remediation	in	a	timely
fashion.	In	addition,	our	current	controls	and	any	new	controls	that	we	develop	may	become	inadequate	because	of	poor	design
and	changes	in	our	business,	including	increased	complexity	resulting	from	our	international	operations	and	our	contemplated
international	expansion.	Any	failure	to	implement	and	maintain	effective	internal	controls	over	financial	reporting	could
adversely	affect	the	results	of	assessments	by	our	independent	registered	public	accounting	firm	and	its	attestation	reports.	If	we
are	unable	to	certify	the	effectiveness	of	our	internal	controls,	or	if	our	internal	controls	have	a	one	or	more	material	weakness
weaknesses	,	we	may	not	detect	errors	timely,	our	financial	statements	could	be	misstated,	we	could	be	subject	to	regulatory
scrutiny	and	a	loss	of	confidence	by	stakeholders,	which	could	harm	our	business	and	adversely	affect	the	trading	price	of	our
Class	A	common	stock.	We	are	currently	an	“	emerging	growth	company	”	within	the	meaning	of	the	Securities	Act	and	have
taken	advantage	of	certain	exemptions	from	disclosure	requirements	available	to	emerging	growth	companies,	which	could
make	our	securities	less	attractive	to	investors	and	may	make	it	more	difficult	to	compare	our	performance	to	the	performance	of
other	public	companies.	We	are	currently	an	“	emerging	growth	company	”	as	defined	in	Section	2	(a)	(19)	of	the	Securities	Act,
as	modified	by	the	JOBS	Act.	As	such,	we	are	eligible	for	and	have	taken	advantage	of	certain	exemptions	from	various
reporting	requirements	applicable	to	other	public	companies	that	are	not	emerging	growth	companies,	and	we	intend	to	continue
to	take	advantage	of	such	exemptions	for	as	long	as	we	continue	to	be	an	emerging	growth	company,	including,	but	not	limited
to:	(i)	not	being	required	to	comply	with	the	auditor	attestation	requirements	of	Section	404	(b)	of	the	Sarbanes-	Oxley	Act,	(ii)
reduced	disclosure	obligations	regarding	executive	compensation	in	our	periodic	reports	and	proxy	statements,	and	(iii)
exemptions	from	the	requirements	of	holding	a	nonbinding	advisory	vote	on	executive	compensation	and	stockholder	approval
of	any	golden	parachute	payments	not	previously	approved.	As	a	result,	our	stockholders	may	not	have	access	to	certain
information	they	may	deem	important.	We	will	remain	an	emerging	growth	company	until	the	earliest	of	(1)	the	last	day	of	the
fiscal	year	in	which	the	market	value	of	our	Class	A	common	stock	that	are	held	by	non-	affiliates	exceeds	$	700	million	as	of
June	30	of	that	fiscal	year,	(2)	the	last	day	of	the	fiscal	year	in	which	we	have	total	annual	gross	revenue	of	$	1.	07	billion	or
more	during	such	fiscal	year	(as	indexed	for	inflation),	(3)	the	date	on	which	we	have	issued	more	than	$	1	billion	in	non-
convertible	debt	in	the	prior	three-	year	period,	or	(4)	the	last	day	of	the	fiscal	year	following	the	fifth	anniversary	of	the	date	of
the	first	sale	of	Acies	Class	A	ordinary	shares.	Investors	may	find	our	securities	less	attractive	because	we	have	relied	on	these
exemptions.	If	some	investors	find	our	securities	less	attractive	as	a	result	of	our	reliance	on	these	exemptions,	the	trading	prices
of	our	securities	may	be	lower	than	they	otherwise	would	be,	there	may	be	a	less	active	trading	market	for	our	securities	and	the
trading	prices	of	our	securities	may	be	more	volatile.	Further,	Section	102	(b)	(1)	of	the	JOBS	Act	exempts	emerging	growth
companies	from	being	required	to	comply	with	new	or	revised	financial	accounting	standards	until	private	companies	(that	is,
those	that	have	not	had	a	Securities	Act	registration	statement	declared	effective	or	do	not	have	a	class	of	securities	registered
under	the	Exchange	Act)	are	required	to	comply	with	the	new	or	revised	financial	accounting	standards.	The	JOBS	Act	provides
that	a	company	can	elect	to	opt	out	of	the	extended	transition	period	and	comply	with	the	requirements	that	apply	to	non-
emerging	growth	companies	but	any	such	election	to	opt	out	is	irrevocable.	We	have	elected	not	to	opt	out	of	such	extended
transition	period	which	means	that	when	a	standard	is	issued	or	revised	and	it	has	different	application	dates	for	public	or	private
companies,	we,	as	an	emerging	growth	company,	can	adopt	the	new	or	revised	standard	at	the	time	private	companies	adopt	the
new	or	revised	standard.	This	may	make	comparison	of	our	financial	statements	with	another	public	company	which	is	neither
an	emerging	growth	company	nor	an	emerging	growth	company	which	has	opted	out	of	using	the	extended	transition	period
difficult	or	impossible	because	of	the	potential	differences	in	accounting	standards	used.	Our	workforce	and	operations	have
grown	substantially	since	our	inception	and	we	expect	that	they	will	continue	to	do	so.	If	we	are	unable	to	effectively	manage
that	growth,	our	financial	performance	and	future	prospects	will	be	adversely	affected.	Since	our	inception,	we	have	experienced
growth	in	the	U.	S.	and	internationally.	This	expansion	increases	the	complexity	of	our	business	and	has	placed,	and	will
continue	to	place,	significant	strain	on	our	management,	personnel,	operations,	systems,	technical	performance,	financial
resources,	and	internal	financial	control	and	reporting	functions.	We	may	not	be	able	to	manage	our	growth	effectively,	which
could	damage	our	reputation	and	negatively	affect	our	operating	results.	Properly	managing	our	growth	will	require	us	to
continue	to	hire,	train,	and	manage	qualified	employees	and	staff,	including	engineers,	operations	personnel,	finance	and
accounting	staff,	and	sales	and	marketing	staff,	and	to	improve	and	maintain	our	technology.	If	our	new	hires	perform	poorly,	if
we	are	unsuccessful	in	hiring,	training,	managing,	and	integrating	these	new	employees	and	staff,	or	if	we	are	not	successful	in
retaining	our	existing	employees	and	staff,	our	business	may	be	harmed.	Moreover,	in	order	to	optimize	our	organizational
structure,	we	have	implemented	reductions	in	force	and	may	in	the	future	implement	other	reductions	in	force.	Any	reduction	in
force	may	yield	unintended	consequences	and	costs,	such	as	attrition	beyond	the	intended	reduction	in	force,	the	distraction	of
employees,	and	reduced	employee	morale.	Any	reduction	in	force	also	could	adversely	affect	our	reputation	as	an	employer,
which	could	make	it	more	difficult	for	us	to	hire	new	employees	in	the	future	and	increase	the	risk	that	we	may	not	achieve	the
anticipated	benefits	from	the	reduction	in	force.	Properly	managing	our	growth	will	require	us	to	establish	consistent	policies
across	regions	and	functions,	and	a	failure	to	do	so	could	harm	our	business.	Our	failure	to	upgrade	our	technology	or	network
infrastructure	effectively	to	support	our	growth	could	result	in	unanticipated	disruptions.	To	manage	the	growth	of	our
operations	and	personnel	and	improve	the	technology	that	supports	our	business	operations,	as	well	as	our	financial	and
management	systems,	disclosure	controls	and	procedures,	and	internal	controls	over	financial	reporting,	we	will	be	required	to
commit	substantial	financial,	operational,	and	technical	resources.	Our	current	and	planned	personnel,	systems,	procedures,	and



controls	may	not	be	adequate	to	support	our	future	operations.	If	we	are	unable	to	expand	our	operations	and	hire	additional
qualified	personnel	in	an	efficient	manner,	or	if	our	operational	technology	is	insufficient	to	reliably	service	our	games,	we
could	potentially	face	difficulties	in	retaining	players,	which	would	adversely	affect	our	business,	financial	condition,	and
operating	results.	Our	organizational	structure	is	complex	and	will	continue	to	grow	as	we	add	additional	employees.	We	will
need	to	scale	our	operational,	financial,	and	management	controls	as	well	as	our	reporting	systems	and	procedures	to	support	the
growth	of	our	organizational	structure.	We	will	require	capital	and	management	resources	to	grow	and	mature	in	these	areas.	If
we	are	unable	to	effectively	manage	the	growth	of	our	business,	the	quality	of	our	games	may	suffer,	and	we	may	be	unable	to
address	competitive	challenges,	which	would	adversely	affect	our	business,	operations,	and	financial	condition.	Continued
growth	and	success	will	depend	on	the	performance	of	our	current	and	future	employees,	including	certain	key	employees.
Recruitment	and	retention	of	these	individuals	is	vital	to	growing	our	business	and	meeting	our	business	plans.	The	loss	of	any
of	our	key	executives	or	other	key	employees	could	harm	our	business.	Our	ability	to	compete	and	grow	depends	in	large	part	on
the	efforts	and	talents	of	our	employees	and	executives.	Our	success	depends	in	a	large	part	upon	the	continued	service	of	our
senior	management	team,	including	Andrew	Pascal,	our	Co-	Founder	and	Chief	Executive	Officer.	Mr.	Pascal	is	critical	to	our
vision,	strategic	direction,	culture,	products,	and	technology,	and	the	continued	retention	of	our	entire	senior	management	team
is	important	to	the	success	of	our	operating	plan.	We	do	not	have	employment	agreements	with	members	of	our	senior
management	team,	all	of	whom	are"	at-	will"	employees,	and	we	do	not	maintain	key	man	insurance	for	members	of	our	senior
management	team.	The	loss	of	any	member	of	our	senior	management	team	could	cause	disruption	and	harm	our	business,
financial	condition,	results	of	operations,	or	reputation.	In	addition,	our	ability	to	execute	our	strategy	depends	on	our	continued
ability	to	identify,	hire,	develop,	motivate,	and	retain	highly	skilled	employees,	particularly	in	the	competitive	fields	of	game
design,	product	management,	engineering,	and	data	science.	These	employees	are	in	high	demand,	and	we	devote	significant
resources	to	identifying,	recruiting,	hiring,	training,	and	successfully	integrating	and	retaining	them.	Interviewing,	hiring,	and
integrating	new	employees	has	and	will	continue	to	be	particularly	challenging	following	the	COVID-	19	pandemic	and	the
increase	in	hybrid	/	remote	working	arrangements.	Furthermore,	we	have	observed	labor	shortages,	increased	competition	for
talent,	and	a	rise	in	employee	attrition.	We	will	continue	to	devote	increased	efforts	to	maintaining	the	collaborative	culture	of
the	corporate	headquarters	and	each	of	our	domestic	and	international	game	studios	through	the	use	of	videoconferencing	and
other	online	communication	and	sharing	tools,	and	to	monitoring	the	health,	safety,	morale,	and	productivity	of	our	employees,
including	new	employees,	as	we	evaluate	the	impacts	of	this	challenging	situation	on	our	business	and	employees.	We	believe
that	two	critical	components	of	our	success	and	our	ability	to	retain	our	best	people	are	our	culture	and	our	competitive
compensation	practices.	As	we	continue	to	operate	as	a	public	company,	we	may	find	it	difficult	to	maintain	our	entrepreneurial,
execution-	focused	culture.	In	addition,	any	volatility	in	our	operating	results	and	the	trading	price	of	our	Class	A	common	stock
may	cause	our	employee	base	to	be	more	vulnerable	to	be	targeted	for	recruitment	by	competitors.	While	we	believe	we
compete	favorably,	competition	for	highly	skilled	employees	is	intense.	If	we	are	unable	to	identify,	hire,	and	retain	our	senior
management	team	and	our	key	employees,	our	business,	financial	condition,	or	results	of	operations	could	be	harmed.	Moreover,
if	our	team	fails	to	work	together	effectively	to	execute	our	plans	and	strategies	on	a	timely	basis,	our	business,	financial
condition,	or	results	of	operations	could	be	harmed.	Any	restructuring	actions	and	cost	reduction	initiatives	that	we	have
undertaken	or	may	undertake	in	the	future	may	not	deliver	the	expected	results	and	these	actions	may	adversely	affect	our
business.	We	have	implemented	restructurings	in	the	past	and	may	implement	restructurings	in	the	future	for	purpose	of
reducing	costs,	streamlining	operations,	and	improving	cost	efficiencies	to	better	align	our	operating	expenses	with	our	revenue.
Such	restructurings	may	include	reducing	our	headcount,	rationalizing	our	product	pipeline,	reducing	marketing	and	technology
expenditures,	and	downsizing	or	closing	certain	game	studios.	We	plan	to	continue	to	manage	costs	to	better	and	more
efficiently	manage	our	business.	Our	restructuring	plans	and	other	such	efforts	could	result	in	disruptions	to	our	operations	and
adversely	affect	our	business,	financial	condition,	or	results	of	operations.	We	actively	monitor	our	costs,	however,	if	we	do	not
fully	realize	or	maintain	the	anticipated	benefits	of	any	restructuring	actions	and	cost	reduction	initiatives,	our	business,
financial	condition,	or	results	of	operations	could	be	adversely	affected,	and	additional	restructuring	actions	and	cost	reduction
initiatives	may	be	necessary.	In	addition,	we	cannot	be	sure	that	such	actions	and	initiatives	will	be	as	successful	in	reducing	our
overall	expenses	as	expected	or	that	additional	costs	will	not	offset	any	such	reductions.	If	our	operating	costs	are	higher	than
we	expect	or	if	we	do	not	maintain	adequate	control	of	our	costs	and	expenses,	our	operating	results	will	suffer.	In	addition,	any
cost	reduction	measures	could	negatively	impact	our	business,	financial	condition,	or	results	of	operations	including	but	not
limited	to,	delaying	the	introduction	of	new	games,	features,	or	content,	delaying	introduction	of	new	technology,	impacting	our
ability	to	react	nimbly	to	game	or	technology	issues,	or	impacting	employee	retention	and	morale.	Our	systems	and	operations
are	vulnerable	to	damage	or	interruption	from	natural	disasters,	power	losses,	telecommunications	failures,
cybersecurity	attacks,	terrorist	attacks,	acts	of	war,	human	errors,	break-	ins	and	similar	events.	We	have	in	the	past	and
may	continue	to	experience	disruption	as	a	result	of	catastrophic	events.	The	facility	in	San	Francisco,	California,	and	the
occurrence	of	a	catastrophic	an	earthquake	or	other	natural	disaster	or	other	significant	business	interruption	at	or	near	our	San
Francisco	facility,	or	any	of	our	other	game	studios	or	facilities,	could	cause	damage	to	our	facilities	and	equipment	and	interfere
with	our	operations.	We	rent	an	office	facility	in	San	Francisco,	California,	an	area	known	for	earthquakes,	and	this	facility	is
thus	vulnerable	to	damage	in	the	event	of	an	earthquake	or	other	natural	disaster.	In	addition	,	all	of	our	game	studios	and
facilities	are	vulnerable	to	damage	from	natural	or	man-	made	disasters,	including	power	loss,	fire,	explosions,	floods,
communications	failures,	terrorist	attacks,	contagious	disease	outbreak	(	such	as	a	global	pandemic	like	the	COVID-	19
pandemic	)	or	the	consequences	of	climate	change	,	may	result	in	our	inability	to	continue	business	operations	and	similar
events.	If	may	result	in	system	interruptions,	reputational	harm,	delays	in	application	development,	lengthy	interruptions
in	our	services,	breaches	of	data	security	and	loss	of	critical	data,	such	as	player,	customer	and	billing	data,	as	well	as
intellectual	property	rights,	software,	or	other	relevant	data	regarding	operations,	and	there	can	be	no	assurances	that



our	insurance	policies	will	provide	coverage	for	any	resulting	losses	disaster	were	to	occur	,	our	ability	to	operate	which
could	have	a	material	adverse	effect	on	our	business	at	our	game	studios	or	facilities	could	be	impaired	and	we	could	incur
significant	losses	,	financial	condition,	recovery	from	which	may	require	substantial	time	and	expense	results	of	operations	.
Our	insurance	may	not	provide	adequate	levels	of	coverage	against	claims.	We	believe	that	we	maintain	insurance	customary
for	businesses	of	our	size	and	type.	However,	there	are	types	of	losses	we	may	incur	that	cannot	be	insured	against	or	that	we
believe	are	not	economically	reasonable	to	insure.	Moreover,	any	loss	incurred	could	exceed	policy	limits	and	policy	payments
made	to	us	may	not	be	made	on	a	timely	basis.	Such	losses	could	adversely	affect	our	business	prospects,	results	of	operations,
cash	flows,	and	financial	condition.	Because	we	are	a	“	controlled	company	”	within	the	meaning	of	the	Nasdaq	rules,	our
stockholders	may	not	have	certain	corporate	governance	protections	that	are	available	to	stockholders	of	companies	that	are	not
controlled	companies.	So	long	as	more	than	50	%	of	the	voting	power	for	the	election	of	directors	is	held	by	an	individual,	a
group	or	another	company,	we	will	qualify	as	a	“	controlled	company	”	within	the	meaning	of	the	Nasdaq	corporate	governance
standards.	As	of	December	31,	2022	2023	,	the	Founder	Group	controlled	more	than	70	%	of	the	combined	voting	power	of	our
outstanding	capital	stock.	As	a	result,	we	are	a	“	controlled	company	”	within	the	meaning	of	the	Nasdaq	corporate	governance
standards	and	are	not	subject	to	the	requirements	that	would	otherwise	require	us	to	have:	(i)	a	majority	of	independent	directors;
(ii)	a	nominating	committee	comprised	solely	of	independent	directors;	(iii)	compensation	of	our	executive	officers	determined
by	a	majority	of	the	independent	directors	or	a	compensation	committee	comprised	solely	of	independent	directors;	and	(iv)
director	nominees	selected,	or	recommended	for	the	Board	of	Directors	selection,	either	by	a	majority	of	the	independent
directors	or	a	nominating	committee	comprised	solely	of	independent	directors.	As	of	the	date	of	this	Annual	Report	on	Form
10-	K,	we	do	not	utilize	any	of	these	exemptions,	however,	should	we	later	choose	to	do	so,	you	may	not	have	the	same
protections	afforded	to	stockholders	of	companies	that	are	subject	to	all	of	these	corporate	governance	requirements.	The
Founder	Group	may	have	its	interest	in	us	diluted	due	to	future	equity	issuances	or	its	own	actions	in	selling	shares	of	our	Class
B	common	stock,	in	each	case,	which	could	result	in	a	loss	of	the	“	controlled	company	”	exemption	under	the	Nasdaq	listing
rules.	We	would	then	be	required	to	comply	with	those	provisions	of	the	Nasdaq	listing	requirements.	The	dual	class	structure	of
our	common	stock	has	the	effect	of	concentrating	voting	power	with	Andrew	Pascal,	our	Chairman	and	Chief	Executive	Officer,
which	limits	an	investor’	s	ability	to	influence	the	outcome	of	important	transactions,	including	a	change	in	control.	Shares	of
our	Class	B	common	stock	are	entitled	to	twenty	(20)	votes	per	share,	while	shares	of	our	Class	A	common	stock	are	entitled	to
one	(1)	vote	per	share.	Mr.	Pascal	and	his	affiliated	entities	included	in	the	Founder	Group	hold	all	of	the	issued	and	outstanding
shares	of	our	Class	B	common	stock.	Accordingly,	as	of	December	31,	2022	2023	,	the	Founder	Group,	including	Mr.	Pascal,
beneficially	owned	more	than	70	%	of	the	combined	voting	power	of	our	outstanding	common	stock,	and	is	able	to	control
matters	submitted	to	our	stockholders	for	approval,	including	the	election	of	directors,	amendments	to	our	organizational
documents	and	any	merger,	consolidation,	sales	of	all	or	substantially	all	of	our	assets	or	other	major	corporate	transactions.	Mr.
Pascal	may	have	interests	that	differ	from	yours	and	may	vote	in	a	way	with	which	you	disagree	and	which	may	be	adverse	to
your	interests.	This	concentrated	control	may	have	the	effect	of	delaying,	preventing,	or	deterring	a	change	in	control	of	our
company,	could	deprive	our	stockholders	of	an	opportunity	to	receive	a	premium	for	their	capital	stock	as	part	of	a	sale	of	our
company,	and	may	ultimately	affect	the	market	price	of	shares	of	our	Class	A	common	stock.	We	cannot	predict	the	impact	our
dual	class	structure	may	have	on	the	stock	price	of	our	Class	A	common	stock.	We	cannot	predict	whether	our	dual	class
structure	will	result	in	a	lower	or	more	volatile	market	price	of	our	Class	A	common	stock	or	in	adverse	publicity	or	other
adverse	consequences.	For	example,	certain	index	providers	have	announced	restrictions	on	including	companies	with	multiple-
class	share	structures	in	certain	of	their	indexes.	Under	these	policies,	our	dual	class	capital	structure	would	make	us	ineligible
for	inclusion	in	certain	indices,	and	as	a	result,	mutual	funds,	exchange-	traded	funds,	and	other	investment	vehicles	that	attempt
to	passively	track	those	indices	will	not	be	investing	in	our	stock.	It	is	unclear	what	effect,	if	any,	these	policies	will	have	on	the
valuations	of	publicly	traded	companies	excluded	from	such	indices,	but	it	is	possible	that	they	may	depress	valuations,	as
compared	to	similar	companies	that	are	included.	As	a	result,	the	market	price	of	shares	of	our	Class	A	common	stock	could	be
adversely	affected.	We	may	issue	additional	preferred	stock	or	additional	common	stock,	including	under	the	2021	Plan	and
2021	Employee	Stock	Purchase	Plan.	Any	such	issuances	would	dilute	the	interest	of	our	stockholders	and	likely	present	other
risks.	We	may	issue	additional	shares	of	preferred	stock	(which	may	be	convertible	into	a	substantial	number	of	shares	of
common	stock)	or	additional	shares	of	common	stock,	including	under	the	2021	Plan	and	2021	Employee	Stock	Purchase	Plan.
Any	such	issuances	of	shares	of	preferred	stock	or	additional	shares	of	preferred	stock	or	common	stock:	•	may	significantly
dilute	the	equity	interests	of	our	stockholders;	•	may	subordinate	the	rights	of	holders	of	common	stock	if	preferred	stock	is
issued	with	rights	senior	to	those	afforded	our	common	stock;	•	could	cause	a	change	in	control	if	a	substantial	number	of	shares
of	our	common	stock	are	issued,	which	may	affect,	among	other	things,	our	ability	to	use	our	net	operating	loss	carry	forwards,
if	any,	and	could	result	in	the	resignation	or	removal	of	our	present	officers	and	directors;	and	•	may	adversely	affect	prevailing
market	prices	for	our	Class	A	common	stock	.	The	historical	financial	results	of	Old	PLAYSTUDIOS	included	elsewhere	in	this
Annual	Report	on	Form	10-	K	may	not	be	fully	comparable	to	our	future	results	as	a	result	of	the	Acies	Merger.	The	historical
financial	results	of	Old	PLAYSTUDIOS	included	in	this	Annual	Report	on	Form	10-	K	do	not	necessarily	reflect	the	financial
condition,	results	of	operations	or	cash	flows	we	would	have	achieved	as	a	standalone	company	during	the	periods	presented	or
those	we	will	achieve	in	the	future.	This	is	primarily	the	result	of	the	following	factors:	(i)	we	will	incur	additional	ongoing
costs	related	to	public	company	reporting,	investor	relations	and	compliance	with	the	Sarbanes-	Oxley	Act;	and	(ii)	our	capital
structure	will	be	different	from	that	reflected	in	Old	PLAYSTUDIOS’	historical	financial	statements.	Our	financial	condition
and	future	results	of	operations	could	be	materially	different	from	amounts	reflected	in	Old	PLAYSTUDIOS’	historical
financial	statements	included	elsewhere	in	this	Annual	Report	on	Form	10-	K,	so	it	may	be	difficult	for	investors	to	compare	our
future	results	to	historical	results	or	to	evaluate	its	relative	performance	or	trends	in	our	business	.	Legal	proceedings	in
connection	with	the	Acies	Merger,	the	outcomes	of	which	are	uncertain,	could	divert	management’	s	attention	and	adversely



affect	our	daily	operations.	On	March	2,	2021,	a	lawsuit	was	filed	in	the	Superior	Court	of	California,	Los	Angeles	County,	by	a
purported	Acies	shareholder	in	connection	with	the	Acies	Merger:	McCart	v.	Acies	Acquisition	Corp.,	et	al.	(Sup.	Ct.	L.	A.
County)	(the	“	McCart	Complaint	”).	The	McCart	Complaint	names	Acies	and	members	of	Acies’	board	of	directors	as
defendants.	The	McCart	Complaint	alleges	breaches	of	fiduciary	duties	against	members	of	Acies’	board	of	directors	and	aiding
and	abetting	the	board	of	directors’	alleged	breaches	of	fiduciary	duties	against	Acies.	The	McCart	Complaint	also	alleges	that
the	registration	statement	is	materially	deficient	and	omits	and	/	or	misrepresents	material	information	including,	among	other
things,	certain	financial	information,	certain	details	regarding	Acies’	financial	advisors,	and	other	information	relating	to	the
background	of	the	Acies	Merger.	The	McCart	Complaint	generally	seeks	to	enjoin	the	Acies	Merger	or	in	the	event	that	it	is
consummated,	recover	damages.	Another	purported	Acies	shareholder	sent	a	demand	letter	on	February	19,	2021	(the	“	Demand
”),	making	similar	allegations	as	those	made	in	the	McCart	Complaint	and	demanding	additional	disclosure	regarding	the	Acies
Merger.	While	the	McCart	Complaint	was	voluntarily	dismissed	by	the	plaintiff	on	August	6,	2021,	and	we	have	not	received
any	further	communications	relating	to	the	Demand,	additional	lawsuits	may	be	filed	against	us	or	our	directors	and	officers	in
connection	with	the	Acies	Merger.	On	April	6,	2022,	a	class	action	lawsuit	was	filed	in	the	United	Stated	District	Court,
Northern	District	of	California,	by	a	purported	Company	shareholder	in	connection	with	alleged	federal	securities	law
violations:	Christian	A.	Felipe	et.	al.	v.	PLAYSTUDIOS,	Inc.	(the	“	Felipe	Complaint	”).	On	July	15,	2022,	the	lawsuit	was
transferred	to	the	United	States	District	Court	of	Nevada,	Southern	District.	On	October	4,	2022,	the	plaintiffs	filed	an
amendment	to	the	Felipe	Complaint.	The	Felipe	Complaint	names	the	Company,	several	current	and	former	board	members	of
the	Company,	board	members	and	officers	of	Acies	Acquisition	Corp.,	and	Andrew	Pascal,	the	Company’	s	Chairman	and
CEO,	as	defendants.	The	Felipe	Complaint	alleges	misrepresentations	and	omissions	regarding	the	state	of	the	Company’	s
development	of	the	Kingdom	Boss	game	and	its	financial	projections	and	future	prospects	in	the	S-	4	Registration	Statement
filed	by	Acies	that	was	declared	effective	on	May	25,	2021,	the	Proxy	Statement	filed	by	Acies	on	May	25,	2021,	and	other
public	statements	that	touted	Old	PLAYSTUDIOS’	financial	performance	and	operations,	including	statements	made	on
earnings	calls	and	the	Amended	S-	1	Registration	Statement	filed	by	the	Company	that	was	declared	effective	on	July	30,	2021.
The	Felipe	Complaint	alleges	that	the	misrepresentations	and	omissions	resulted	in	stock	price	drops	of	13	%	on	August	12,
2021,	and	5	%	on	February	25,	2022,	following	(i)	the	Company’	s	release	of	financial	results	for	the	second	quarter	of	2021,
ended	on	June	30,	2021,	and	(ii)	the	filing	of	the	Company’	s	Annual	Report	on	Form	10-	K	for	the	year	ended	December	31,
2021	and	issuance	of	a	press	release	summarizing	financial	results	for	the	fourth	quarter	and	year	ended	December	31,	2021,
respectively.	The	Felipe	Complaint	seeks	an	award	of	damages	for	an	unspecified	amount.	Defending	the	Felipe	Complaint	and
any	such	additional	lawsuits	could	require	us	incur	significant	costs	and	draw	the	attention	of	the	management	team	away	from
the	daily	operations	of	our	business.	Further,	the	defense	or	settlement	of	any	lawsuit	or	claim	may	adversely	affect	our
business,	financial	condition,	results	of	operations,	and	cash	flows.	Warrants	may	be	exercised	for	our	Class	A	common	stock,
and	Earnout	Shares	and	Sponsor	Shares	may	become	issuable	or	vest,	each	of	which	would	increase	the	number	of	shares
eligible	for	future	resale	in	the	public	market	and	result	in	dilution	to	our	stockholders.	Outstanding	Warrants	to	purchase	an
aggregate	of	10,	996,	631	shares	of	our	Class	A	common	stock	became	exercisable	in	accordance	with	the	terms	of	the	Warrant
Agreement	governing	those	securities	on	October	27,	2021.	The	exercise	price	of	these	Warrants	is	$	11.	50	per	share.	The
Company	completed	an	offer	to	purchase	each	of	its	Warrants	in	the	Tender	Offer	(as	defined	and	described	in	Note	12	—
Warrant	Liabilities	in	the	accompanying	consolidated	financial	statements)	on	May	13,	2022,	in	which	holders	of	1,	792,
463	outstanding	Public	Warrants	tendered	their	Public	Warrants	for	a	purchase	price	of	$	1.	00	per	warrant.	Following
redemption	of	the	Public	Warrants	tendered	in	the	Tender	Offer,	approximately	5.	4	million	Public	Warrants	and	approximately
3.	8	million	Private	Warrants	remained	outstanding.	In	addition,	up	to	15,	000,	000	contingently	issuable	shares	(the"	Earnout
Shares	")	may	be	issued	,	and	up	to	900,	000	unvested	shares	previously	issued	to	the	sponsor	of	Acies	(the"	Sponsor	Shares
")	may	vest	and	become	unrestricted	,	upon	the	closing	price	of	the	Class	A	common	stock	exceeding	$	12.	50	and	$	15.	00	per
share,	respectively,	for	any	20	trading	days	within	any	30-	trading	day	window	commencing	on	or	after	November	18,	2021	and
ending	no	later	than	June	21,	2026	(the	Earnout	Shares	will	also	vest	based	on	the	price	targets	in	connection	with	a	sale	of	our
company).	To	the	extent	such	Warrants	are	exercised	and	the	Earnout	Shares	are	issued	or	the	Sponsor	Shares	vest	and	become
unrestricted,	additional	shares	of	our	Class	A	common	stock	will	be	issued	or	become	eligible	for	resale,	which	will	result	in
dilution	to	the	holders	of	our	common	stock	and	increase	the	number	of	shares	eligible	for	resale	in	the	public	market.	Actual	or
potential	sales	of	Earnout	Shares	or	Sponsor	Shares	in	the	public	market,	or	the	fact	that	additional	shares	are	issuable	upon
exercise	of	such	Warrants,	could	adversely	affect	the	market	price	of	our	Class	A	common	stock.	Regulatory	and	licensing
requirements	may	limit	the	ability	of	third	parties	seeking	to	make	investments	in	us	or	acquire	us.	Many	states	require	prior
approval	of	acquisitions	of	“	control,	”	as	defined	under	each	state’	s	laws	and	regulations,	which	may	apply	to	an	investment
without	regard	to	the	intent	of	the	investor.	In	some	states,	the	obligation	to	obtain	approval	is	imposed	on	the	licensee,	and	in
other	states,	the	prospective	investor	bears	the	statutory	obligation.	Depending	on	the	form	of	entity,	the	threshold	trigger	may
be	limited	to	voting	stock.	A	failure	to	make	the	relevant	filings	and	receive	the	requisite	approvals	could	result	in
administrative	sanctions	against	the	prospective	investor	or	the	licensee,	including	the	potential	suspension	of	the	license	in	that
state	until	the	requisite	approval	is	obtained.	These	regulatory	requirements	may	discourage	potential	acquisition	proposals	or
investments	that	would	result	in	a	change	of	control	of	us,	may	delay	or	prevent	acquisition	of	shares	that	would	result	in	a
change	in	control	of	us,	and,	as	a	result,	may	adversely	impact	demand	for,	and	the	trading	price	of,	our	Class	A	common	stock.
Risks	Relating	to	the	Restatement	of	Our	Previously	Issued	Financial	Statements	Our	Warrants	are	accounted	for	as	liabilities
and	changes	in	the	value	of	our	Warrants	could	have	a	material	effect	on	our	financial	results.	On	April	12,	2021,	the	SEC	Staff
expressed	its	view	that	certain	terms	and	conditions	common	to	warrants	issued	by	a	special	purpose	acquisition	corporation
such	as	Acies	may	require	the	Warrants	to	be	classified	as	liabilities	instead	of	equity	on	our	balance	sheet	(the	“	SEC	Staff
Statement	”).	As	a	result	of	the	SEC	Staff	Statement,	we	reevaluated	the	accounting	treatment	of	the	Warrants,	and	determined



to	classify	the	Warrants	as	derivative	liabilities	measured	at	fair	value,	with	changes	in	fair	value	reported	in	our	statement	of
operations	for	each	reporting	period.	As	a	result,	included	on	our	balance	sheet	as	of	December	31,	2022	and	2021	contained
elsewhere	in	this	Annual	Report	on	Form	10-	K	are	derivative	liabilities	related	to	embedded	features	contained	within	the
Warrants.	ASC	815-	40	provides	for	the	remeasurement	of	the	fair	value	of	such	derivative	liabilities	at	each	balance	sheet	date,
with	a	resulting	non-	cash	gain	or	loss	related	to	the	change	in	the	fair	value	being	recognized	in	earnings	in	the	statement	of
operations.	As	a	result	of	the	recurring	fair	value	measurement,	our	financial	statements	and	results	of	operations	may	fluctuate
quarterly	based	on	factors	which	are	outside	of	our	control.	Due	to	the	recurring	fair	value	measurement,	we	expect	that	we	will
recognize	non-	cash	gains	or	losses	on	the	Warrants	each	reporting	period	during	which	any	Warrants	remain	outstanding	and
that	the	amount	of	such	gains	or	losses	could	be	material.	Additional	Risks	Related	to	Ownership	of	Our	Class	A	Common
Stock	and	Our	Operation	as	a	Public	Company	The	price	of	our	Class	A	common	stock	and	Public	Warrants	may	be	volatile.
The	price	of	our	Class	A	common	stock,	as	well	as	our	Public	Warrants,	may	fluctuate	due	to	a	variety	of	factors,	including:	•
changes	in	the	industries	in	which	we	and	our	vendors	operate;	•	developments	involving	our	competitors;	•	changes	in	laws	and
regulations	affecting	our	business;	•	variations	in	our	operating	performance	and	the	performance	of	our	competitors	in	general;
•	actual	or	anticipated	fluctuations	in	our	quarterly	or	annual	operating	results;	•	publication	of	research	reports	by	securities
analysts	about	us	or	our	competitors	or	our	industry;	•	the	public’	s	reaction	to	our	press	releases,	our	other	public
announcements,	and	our	filings	with	the	SEC;	•	sales	of	shares	of	Class	A	common	stock	by	our	stockholders,	including	the
PIPE	Investors	(as	defined	in	Note	3	4	—	Business	Combinations);	•	the	issuance	and	potential	sales	of	15,	000,	000	Earnout
Shares	and	potential	sale	of	900,	000	Sponsor	Shares	upon	the	occurrence	of	an	Earnout	Triggering	Event;	•	additions	and
departures	of	key	personnel;	•	commencement	of,	or	involvement	in,	litigation	against	us;	•	changes	in	our	capital	structure,	such
as	future	issuances	of	securities	or	the	incurrence	of	additional	debt;	•	the	volume	of	shares	of	our	Class	A	common	stock
available	for	public	sale;	and	•	general	economic	and	political	conditions,	such	as	the	effects	of	the	COVID-	19	pandemic,
inflation,	recessions,	interest	rates,	local	and	national	elections,	fuel	prices,	international	currency	fluctuations,	corruption,
political	instability	,	armed	conflict	between	Israel	and	Hamas	in	Gaza	and	between	Israel	and	Hezbollah	in	Jordan	and
the	West	Bank	,	armed	conflict	between	Ukraine	and	Russia,	or	other	acts	of	war	or	terrorism.	These	market	and	industry
factors	may	materially	reduce	the	market	price	of	our	Class	A	common	stock	and	Public	Warrants	regardless	of	our	operating
performance.	In	addition,	fluctuations	in	the	price	of	our	securities	could	contribute	to	the	loss	of	all	or	part	of	your	investment.
If	an	active	market	for	our	securities	develops	and	continues,	the	trading	price	of	our	securities	could	be	volatile	and	subject	to
wide	fluctuations	in	response	to	various	factors,	some	of	which	are	beyond	our	control.	Any	of	the	factors	listed	above	could
have	a	material	adverse	effect	on	your	investment	in	our	securities,	and	our	securities	may	trade	at	prices	significantly	below	the
price	you	paid	for	them.	In	such	circumstances,	the	trading	price	of	our	securities	may	not	recover	and	may	experience	a	further
decline.	We	do	not	intend	to	pay	cash	dividends	for	the	foreseeable	future.	We	currently	intend	to	retain	our	future	earnings,	if
any,	to	finance	the	further	development	and	expansion	of	our	business	and	do	not	intend	to	pay	cash	dividends	in	the	foreseeable
future.	Any	future	determination	to	pay	dividends	will	be	at	the	discretion	of	the	Board	of	Directors	and	will	depend	our
financial	condition,	results	of	operations,	capital	requirements,	restrictions	contained	in	future	agreements	and	financing
instruments,	business	prospects,	and	such	other	factors	as	the	Board	of	Directors	deems	relevant.	We	will	have	broad	discretion
over	the	use	of	proceeds	from	the	exercise	of	the	Public	Warrants	and	options,	and	we	may	invest	or	spend	the	proceeds	in	ways
with	which	investors	do	not	agree	and	in	ways	that	may	not	yield	a	return.	We	will	have	broad	discretion	over	the	use	of
proceeds	from	the	exercises	of	the	Public	Warrants	and	options.	Investors	may	not	agree	with	our	decisions,	and	our	use	of	the
proceeds	may	not	yield	a	return	on	investment.	We	intend	to	use	these	net	proceeds	for	general	corporate	purposes,	which	may
include	capital	expenditures,	investments,	and	working	capital.	In	addition,	from	time	to	time	in	the	past	we	have	considered,
and	we	continue	to	consider,	acquisitions	and	strategic	transactions,	and	we	also	may	use	such	proceeds	for	such	purposes.	Our
use	of	these	proceeds	may	differ	substantially	from	our	current	plans.	Our	failure	to	apply	the	proceeds	from	the	exercises	of	the
Public	Warrants	and	options	effectively	could	impair	our	ability	to	pursue	our	growth	strategy	or	could	require	us	to	raise
additional	capital.	We	are	currently,	and	in	the	future	may	be,	subject	to	securities	litigation,	which	is	expensive	and	could	divert
management	attention.	The	market	price	of	our	Class	A	common	stock	may	be	volatile	and,	in	the	past,	companies	that	have
experienced	volatility	in	the	market	price	of	their	stock	have	been	subject	to	securities	class	action	litigation.	In	addition	to	the
Felipe	Complaint,	we	may	be	the	target	of	this	type	of	litigation	in	the	future.	Additional	securities	litigation	against	us	could
result	in	substantial	costs	and	divert	management’	s	attention	from	other	business	concerns,	which	could	seriously	harm	our
business.	Future	resales	of	Class	A	common	stock	may	cause	the	market	price	of	our	securities	to	drop	significantly,	even	if	our
business	is	doing	well.	Pursuant	to	the	Sponsor	Support	Agreement	and	the	Bylaws	and	subject	to	certain	exceptions,	the	holders
of:	(i)	the	shares	of	our	common	stock	issued	as	consideration	pursuant	to	the	Acies	Merger,	(ii)	any	Old	PLAYSTUDIOS
Options;	(iii)	the	shares	of	our	common	stock	underlying	the	Old	PLAYSTUDIOS	Options;	(iv)	Sponsor	Shares;	or	(v)	Private
Warrants,	in	each	case,	were	restricted	from	selling	or	transferring	any	of	the	securities	described	in	clauses	(i),	(ii),	(iii),	(iv),	or
(v)	(the	“	Lock-	Up	Securities	”)	from	the	Closing	through	June	21,	2022.	Since	such	lock-	up	period	has	expired,	the	Sponsor
and	the	Old	PLAYSTUDIOS	stockholders	are	no	longer	restricted	from	selling	shares	of	our	Class	A	common	stock	held	by
them,	other	than	by	applicable	securities	laws.	Additionally,	the	PIPE	Investors	were	not	restricted	from	selling	any	of	their
shares	of	our	Class	A	common	stock,	other	than	by	applicable	securities	laws.	Since	the	lock-	up	period	has	expired	and	with
registration	statements	(filed	after	the	Closing	to	provide	for	the	resale	of	certain	shares	from	time	to	time)	available	for	use,
sales	of	a	substantial	number	of	shares	of	our	Class	A	common	stock	in	the	public	market	could	occur	at	any	time.	These	sales,
or	the	perception	in	the	market	that	the	holders	of	a	large	number	of	shares	intend	to	sell	shares,	could	have	the	effect	of
increasing	the	volatility	in	the	share	price	of	our	Class	A	common	stock	or	reducing	the	market	price	of	our	Class	A	common
stock.	The	Public	Warrants	may	never	be	in	the	money	,	and	they	may	expire	worthless	,	and	the	terms	of	the	Public	Warrants
may	be	amended	in	a	manner	adverse	to	a	holder	if	holders	of	at	least	65	%	of	the	then	outstanding	Public	Warrants	approve	of



such	amendment.	The	Public	Warrants	were	issued	in	registered	form	under	a	Warrant	Agreement	between	Continental	Stock
Transfer	&	Trust	Company,	as	warrant	agent,	and	Acies.	The	Warrant	Agreement	provides	that	the	terms	of	the	Public	Warrants
may	be	amended	without	the	consent	of	any	holder	to	cure	any	ambiguity	or	correct	any	defective	provision,	but	requires	the
approval	by	the	holders	of	at	least	65	%	of	the	then	outstanding	Public	Warrants	to	make	any	change	that	adversely	affects	the
interests	of	the	registered	holders	of	Public	Warrants.	Accordingly,	we	may	amend	the	terms	of	the	Public	Warrants	in	a	manner
adverse	to	a	holder	if	holders	of	at	least	65	%	of	the	then	outstanding	Public	Warrants	approve	of	such	amendment.	Although
our	ability	to	amend	the	terms	of	the	Public	Warrants	with	the	consent	of	at	least	65	%	of	the	then	outstanding	Public	Warrants
is	unlimited,	examples	of	such	amendments	could	be	amendments	to,	among	other	things,	increase	the	exercise	price	of	the
Public	Warrants,	shorten	the	exercise	period	or	decrease	the	number	of	shares	of	Class	A	common	stock	purchasable	upon
exercise	of	a	Public	Warrant.	We	may	redeem	the	Public	Warrants	prior	to	their	exercise	at	a	time	that	is	disadvantageous	to	the
holders	of	Public	Warrants.	We	have	the	ability	to	redeem	outstanding	Public	Warrants	at	any	time	after	they	become
exercisable	and	prior	to	their	expiration,	at	a	price	of	$	0.	01	per	Public	Warrant	if,	among	other	things,	the	last	reported	sale
price	of	our	Class	A	common	stock	for	any	20	trading	days	within	a	30-	trading	day	period	ending	on	the	third	trading	day	prior
to	the	date	on	which	we	send	the	notice	of	redemption	to	the	holders	of	the	Public	Warrants	equals	or	exceeds	$	18.	00	per	share
(as	adjusted	for	share	splits,	share	dividends,	rights	issuances,	subdivisions,	reorganizations,	recapitalizations,	and	the	like).	If
and	when	the	Public	Warrants	become	redeemable	by	us,	we	may	exercise	our	redemption	right	even	if	we	are	unable	to
register	or	qualify	the	underlying	securities	for	sale	under	all	applicable	state	securities	laws.	As	a	result,	we	may	redeem	the
Public	Warrants	as	set	forth	above	even	if	the	holders	are	otherwise	unable	to	exercise	the	Public	Warrants.	Redemption	of	the
outstanding	Public	Warrants	as	described	above	could	force	the	holders	of	Public	Warrants	to:	(i)	exercise	the	Public	Warrants
and	pay	the	exercise	price	therefor	at	a	time	when	it	may	be	disadvantageous	for	them	to	do	so;	(ii)	sell	the	Public	Warrants	at
the	then-	current	market	price	when	they	might	otherwise	wish	to	hold	their	warrants;	or	(iii)	accept	the	nominal	redemption
price	which,	at	the	time	the	outstanding	Public	Warrants	are	called	for	redemption,	we	expect	would	be	substantially	less	than
the	market	value	of	the	Public	Warrants.	None	of	the	Private	Warrants	will	be	redeemable	by	us	(subject	to	limited	exceptions)
so	long	as	they	are	held	by	our	Sponsor	or	its	permitted	transferees.	In	addition,	we	have	the	ability	to	redeem	the	outstanding
Public	Warrants	at	any	time	after	they	become	exercisable	and	prior	to	their	expiration,	at	a	price	of	$	0.	10	per	Public	Warrant
if,	among	other	things,	the	last	reported	sale	price	of	our	Class	A	common	stock	for	any	20	trading	days	within	a	30-	trading	day
period	ending	on	the	third	trading	day	prior	to	the	date	on	which	we	send	the	notice	of	redemption	to	the	holders	of	the	Public
Warrants	equals	or	exceeds	$	10.	00	per	share	(as	adjusted	for	share	splits,	share	dividends,	rights	issuances,	subdivisions,
reorganizations,	recapitalizations	and	the	like).	In	such	a	case,	the	holders	will	be	able	to	exercise	their	Public	Warrants	prior	to
redemption	for	a	number	of	shares	of	Class	A	common	stock	determined	based	on	the	redemption	date	and	the	fair	market	value
of	our	Class	A	common	stock.	The	value	received	upon	exercise	of	the	Public	Warrants	(i)	may	be	less	than	the	value	the
holders	would	have	received	if	they	had	exercised	their	Public	Warrants	at	a	later	time	where	the	underlying	share	price	is
higher	and	(ii)	may	not	compensate	the	holders	for	the	value	of	the	Public	Warrants,	including	because	the	number	of	shares	of
our	Class	A	common	stock	received	is	capped	at	0.	361	shares	of	Class	A	common	stock	per	Public	Warrant	(subject	to
adjustment)	irrespective	of	the	remaining	life	of	the	Public	Warrants.	Furthermore,	the	shares	of	Class	A	common	stock	issued
upon	exercise	of	the	Public	Warrants	or	Private	Warrants	(or	upon	the	redemption	of	such	Public	Warrants	for	shares	of	our
Class	A	common	stock)	will	result	in	dilution	to	the	existing	holders	of	our	common	stock.	Delaware	law	and	our	organizational
documents	contain	certain	provisions,	including	anti-	takeover	provisions,	that	limit	the	ability	of	stockholders	to	take	certain
actions	and	could	delay	or	discourage	takeover	attempts	that	stockholders	may	consider	favorable.	Our	organizational
documents,	and	the	Delaware	General	Corporation	Law	("	DGCL"),	contain	provisions	that	could	have	the	effect	of	rendering
more	difficult,	delaying	or	preventing	an	acquisition	that	stockholders	may	consider	favorable,	including	transactions	in	which
stockholders	might	otherwise	receive	a	premium	for	their	shares.	These	provisions	could	also	limit	the	price	that	investors	might
be	willing	to	pay	in	the	future	for	shares	of	our	Class	A	common	stock,	and	therefore	depress	the	trading	price	of	our	Class	A
common	stock.	These	provisions	could	also	make	it	difficult	for	stockholders	to	take	certain	actions,	including	electing	directors
who	are	not	nominated	by	the	current	members	of	the	Board	of	Directors	or	taking	other	corporate	actions,	including	effecting
changes	in	our	management.	Among	other	things,	the	organizational	documents	include	provisions	regarding:	•	the	ability	of	the
Board	of	Directors	to	issue	shares	of	preferred	stock,	including	“	blank	check	”	preferred	stock	and	to	determine	the	price	and
other	terms	of	those	shares,	including	preferences	and	voting	rights,	without	stockholder	approval,	which	could	be	used	to
significantly	dilute	the	ownership	of	a	hostile	acquirer;	•	the	Certificate	of	Incorporation	will	prohibit	cumulative	voting	in	the
election	of	directors,	which	limits	the	ability	of	minority	stockholders	to	elect	director	candidates;	•	the	limitation	of	the	liability
of,	and	the	indemnification	of,	our	directors	and	officers;	•	the	ability	of	the	Board	of	Directors	to	amend	the	Bylaws,	which	may
allow	the	Board	of	Directors	to	take	additional	actions	to	prevent	an	unsolicited	takeover	and	inhibit	the	ability	of	an	acquirer	to
amend	the	Bylaws	to	facilitate	an	unsolicited	takeover	attempt;	and	•	advance	notice	procedures	with	which	stockholders	must
comply	to	nominate	candidates	to	the	Board	of	Directors	or	to	propose	matters	to	be	acted	upon	at	a	stockholders’	meeting,
which	could	preclude	stockholders	from	bringing	matters	before	annual	or	special	meetings	of	stockholders	and	delay	changes
in	the	Board	of	Directors	and	also	may	discourage	or	deter	a	potential	acquirer	from	conducting	a	solicitation	of	proxies	to	elect
the	acquirer’	s	own	slate	of	directors	or	otherwise	attempting	to	obtain	control	of	our	company.	These	provisions,	alone	or
together,	could	delay	or	prevent	hostile	takeovers	and	changes	in	control	or	changes	in	the	Board	of	Directors	or	management.
The	provisions	of	our	Certificate	of	Incorporation	requiring	exclusive	forum	in	the	Court	of	Chancery	of	the	State	of	Delaware
for	certain	types	of	lawsuits	may	have	the	effect	of	discouraging	lawsuits	against	our	directors	and	officers.	Our	Certificate	of
Incorporation	provides	that,	to	the	fullest	extent	permitted	by	law,	and	unless	we	consent	in	writing	to	the	selection	of	an
alternative	forum,	the	Court	of	Chancery	of	the	State	of	Delaware	(or,	in	the	event	the	Chancery	Court	does	not	have
jurisdiction,	the	federal	district	court	for	the	District	of	Delaware	or	other	state	courts	of	the	State	of	Delaware)	will	be	the	sole



and	exclusive	forum	for:	(i)	any	derivative	action,	suit,	or	proceeding	brought	on	our	behalf;	(ii)	any	action,	suit,	or	proceeding
asserting	a	claim	of	breach	of	a	fiduciary	duty	owed	by	any	of	our	directors,	officers,	or	stockholders	to	us	or	our	stockholders;
(iii)	any	action,	suit,	or	proceeding	arising	pursuant	to	any	provision	of	the	DGCL	or	our	Bylaws	or	our	Certificate	of
Incorporation	(as	either	may	be	amended	from	time	to	time);	(iv)	any	action,	suit,	or	proceeding	as	to	which	the	DGCL	confers
jurisdiction	on	the	Court	of	Chancery	of	the	State	of	Delaware;	or	(v)	any	action,	suit,	or	proceeding	asserting	a	claim	against	us
or	any	of	our	current	or	former	directors,	officers,	or	stockholders	governed	by	the	internal	affairs	doctrine.	Notwithstanding	the
foregoing,	our	Certificate	of	Incorporation	provides	that	the	exclusive	forum	provision	will	not	apply	to	suits	brought	to	enforce
a	duty	or	liability	created	by	the	Securities	Act	or	the	Exchange	Act,	or	any	other	claim	for	which	the	federal	courts	have
exclusive	jurisdiction.	Section	22	of	the	Securities	Act	creates	concurrent	jurisdiction	for	federal	and	state	courts	over	all	suits
brought	to	enforce	any	duty	or	liability	created	by	the	Securities	Act	or	the	rules	and	regulations	thereunder.	Similarly,	Section
27	of	the	Exchange	Act	creates	exclusive	federal	jurisdiction	over	all	suits	brought	to	enforce	any	duty	or	liability	created	by	the
Exchange	Act	or	the	rules	and	regulations	thereunder.	The	organizational	documents	also	provide	that,	unless	we	consent	in
writing	to	the	selection	of	an	alternative	forum,	to	the	fullest	extent	permitted	by	law,	the	U.	S.	federal	district	courts	shall	be	the
exclusive	forum	for	the	resolution	of	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act.	These
provisions	may	have	the	effect	of	discouraging	lawsuits	against	our	directors	and	officers.	The	enforceability	of	similar	choice
of	forum	provisions	in	other	companies’	certificates	of	incorporation	has	been	challenged	in	legal	proceedings,	and	it	is	possible
that,	in	connection	with	any	applicable	action	brought	against	us,	a	court	could	find	the	choice	of	forum	provisions	contained	in
our	Certificate	of	Incorporation	to	be	inapplicable	or	unenforceable	in	such	action.


