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Inveqtlng in our securities 1nv01ve% risks. You %hould carefully Conqlder the rlsk% and uncertainties described below under=
; : together with alefthe other

1nf0rmat10n in thl% Annual Report on Form 10 K i
making an investment decision. The # v ; y 3
any of the following risks , or additional rlsk% and uncertainties not pre%ently known to us or that we Currently believe to be
immaterial , could materlally and adversely affect our bu%mes% financial Condltlon or re%ults of operatlon% or cause our stock
price to declme Many-The following risks a an-one-ea an
probability-ofoeenrrenee-beeanse-they-have been grouped by categorle% and are not in order —thesteelepﬂee—eeiﬁd-deehﬂe
due-to-any-of theserisks-significance or probability of occurrence . Risk Factors Summary This summary efrisks-below-ts
intended-to-provide-provides an overview of the risks we face and should not be considered a substitute for the more fulsome
risk factors discussed immediately following this summary. ¢ Risks Related to Our Ability to Grow Our Business ¢ Laws,
regulations and customer expectations regarding the use, storage and movement of data may restrict our ability to continue to
optimize our platform and adversely affect our business. * We participate in intensely competitive markets, and if we do not
compete effectively, our business and operating results will be harmed. ¢ If we fail to innovate in response to rapidly evolving
technological and market developments and customer needs, our competitive position and business prospects may be harmed. °
If we are unsuccessful in increasing our penetration of international markets or managing the risks associated with foreign
markets, our business and operating results will be adversely affected. ® We rely on our network of partners for an increasing
portion of our revenues, and if these partners fail to perform, our ability to sell and distribute our products may be impacted, and
our operating results and growth rate may be harmed. ¢ Doing business with the public sector and heavily- regulated
organizations-entities subjects us to risks related to government procurement processes, regulations yand contracting
requirements. ¢ If we fail to comply with applicable anti- corruption and anti- bribery laws, export control laws, economic and
trade sanctions laws, or other global trade laws, we could be subject to penalties and civil and / or criminal sanctions and our
business could be materially adversely affected. « Targeting efforts-are-targeted-at-larger enterprise customers ;onr-sales-eyete
may beeeme-result in longer and more expensive and-we-may-eneounter-sales cycles,increased pricing pressure and
implementation and configuration challenges.® As we acquire or invest in companies and technologies,we may not realize the
expected business or financial benefits and the acquisitions and investments may divert our management’ s attention and result
in additional shareholder dilution.» Risks Related to the Operation of Our Business * Hve-Actual or perceived cybersecurity
events experienced by us or our third- party service providers may create the perception that e*peﬂeﬂee—aﬂ—ae‘fua-l-ef

ur platform is may-be-pereetved-asnot betg-sccure,and we may lose customers or incur
significant liabilities,which Would harm our business ,financial condition and operating results.* If we lose key members of our
management team or qualified employees or are unable to attract and retain the employees we need,our costs sw-may increase
and our business and operating results wi-may be adversely affected.» Delays in the release of, or actual or perceived defects
in, our products may slow the adoption of our latest technologies, reduce our ability to efficiently provide services, decrease
customer satisfaction, and adversely impact future product sales. * /As more of our sales efforts are...... results will be adversely
affected.  Disruptions or defects in our services could damage our customers’ businesses, subject us to substantial liability and
harm our reputation and financial results. « Delays in improving our information systems and processes could interfere with
our ability to support our existing and growing customer and employee base and could adversely impact our business. *
Lawsuits agairstas-by third parties that allege we infringe their intellectual property rights could harm our business and
operating results. * Our intellectual property protections may not provide us with a competitive advantage, and defending our
intellectual property may result in substantial expenses that harm our operating results. * Our use of open = source software
could harm our ability to sell our products and services and subject us to possible litigation. ¢ Various factors, including our
customers’ business, integration, migration, compliance and security requirements, or errors by us, our partners, or our
customers, may cause implementations of our products to be delayed, inefficient or otherwise unsuccessful. « Qur failure or
perceived failure to achieve our ESG goals or maintain ESG practices that meet evolving stakeholder expectations could
adversely affect us. ¢ Natural disasters, including climate change, and other events beyond our control could harm our business.

. RlSk% Related to the F 1nan01al Performance or F inancial Position of Our Business --Our-operating results-may-vary

iubQCrlpthH service over the %uchrlptlon term, a decrease in new subscriptions or renewals duﬂng—a—fepeftﬁ}g—peﬂed—may not
be immediately reflected in our operating results fer-thatpertod-. * As our business grows, we expect our revenue growth rate to
decline over the long term. * Changes in our effective tax rate or disallowance of our tax positions may adversely affect our
financial position and results. « Our debt service obligations may adversely affect our financial condition and-eash-flows—from
operations-. * Risks Related to General Economic Conditions ¢ Global economic conditions may harm our industry, business
and results of operations. ¢ Foreign currency exchange rate fluctuations could harm our financial results. ¢ Risks Related to
Ownership of Our Common Stock ¢ Our stock price is likely to continue to be volatile and could subject us to litigation.
Provisions in our governing documents, Delaware law or 2030 Notes might discourage, delay or prevent a change of control or
changes in our management and, therefore, depress our stock price. Governments have adopted, and may-likely will continue to



adopt, laws and regulations affecting the use, storage and movement of data, including laws related to data privacy and security
, the use ot machme learning and dmhclal mtelllgence (“AD” ) and data sov elewnty or 1es1dency 1equlrements As-a-eloud-

standards applvmgt o the collection, storage, use, sharing, portablllty, tlansfel or other Control or plocessnm of data, mcludnm

personal data-sueh-as-employee-ormarketing-data, could affect our ability to efficiently and cost- effectively offer our services 5

and to develop our products and services for maximum teo-maximize-thetr-utility, as well as our customers” ability to use data or

share data with-servtee-providers- Such changes may restrict our ability to use, store or otherwise process customer data efeur

eusterers-in connection with providing and-supperting-eur-services and could alter or increase our compliance requirements
. In some cases, this could impact our ability to offer our services in certain locations or our customers’ ability to deploy our

services globally. Existing-and-upeoming-For example, the EU Data Act is a proposed taws-- law and-regulations—globaly

with potential significant requirements regarding data portability . interoperability inetidingEurepean-and state-speeifte
accessibility and unclear data transfer restrictions, any of which could impact our operations. In addition, although the

new Trans- Atlantic Data privaey-Privacy taws+trFramework (which replaced the prior Privacy Shield) has been
approved, which could facilitate the transfer of data between the United States (“ U. S. ) and European Union (“ EU *) ,
there remains a possibility that this framework could be challenged in court. As we continue to innovate and improve the
offerings on our platform by leveraging machine learning and Al, our business model may be affected by global trends te

and laws that 1eculate the use of Al and mdchme ledmmg rfh&fuhﬂg—e-ﬁthe—E&fepe&n—Geﬁﬁ—eHu&ﬁee—m—Sehfeﬂas—v— Such

sevefetgﬂty—&ﬂd—tr&nsfeﬂms For 1e0ulat10ns not only : andards-{(i i stlatory-standa ay caus
meu%stlbstaﬂt—ﬁrl-epef&&efm-eesﬁhemqﬂﬁe—us to modlty our data handling plactlces and-+orpetietes-, which may-tmitthe

F-may impact our dblhtv to use certain
or impede produetsfor
customers 1eouldted by such ldV\ s and 1eoulat10ns t0 adopt our products In %922—add1t10n we began-offering-may become
subject to new or heightened legal, ethical or other challenges arising out of the perceived or actual impact of Al on
human rights, intellectual property, privacy, anr-and Eb-employment, among other issues, and we may experience brand
or reputational harm, legal liability or increased costs associated with those issues. We offer region - eentrie-specific
services delivery-medel-, by which customer data is hosted locally and customers may elect to receive support from locally
Eb—based ServiceNow teams rwith-. Setting up arrand maintaining these region- specific services Et;-eloud—hested
digital-workflowsolution—This-offering required-- requlre a—smmhcdnt investment Tﬂ—ﬁﬂ&ﬂet&l—aﬂd—hﬂﬁﬂﬂ—feseﬂfees— 1nclud1ng
to comply with applicable laws and regulations w y
aetaal-Actual or perceived non- compliance with those laws and 1egul¢1t10ns could result in proceedings or 111\re>t1gdt10ns against
us by regulatory authorities or others, lead to significant fines, damages, orders , litigation or reputational harm and may

othem ise adv elsely 1mpact our business, hnanudl Condmon and operating results. We will Changes-in-our-developed-or

; v : d &l-teieer—rﬂefease-etﬂeeemphaﬁee—need to contmually adapt to

adepted—&&d—s-ueeessftﬂ—m—t-he—they change over tlme rratketMtore-conpe velopinecompetine Hrgs ch
these-competitorsfrontadjacentsegments-. For example | Whlle the NOW PlathIm was des1gled ...... focused on these other

areas. Also , as customers increasingly adopt a hybrid (on- premises and off- premises / hyperseale cloud ) approach for their
IT workloads, our cloud services may fail to address evolving customer requirements, including data localization . Further ,
whielr-due to heightened concerns relating to privacy and security regulatory matters, our customers may request certain
certifications and failure to obtain, or consistently maintain, those certifications may adversely impact our reputation
and business. The markets for our enterprise eetld-- cloud eause-a-deetine-solutions are rapidly evolving and highly
competitive, with relatively low barriers to entry. As the market for digital workflow products and offerings matures and
new technologies, in beerrinereasing-Additionatty-- house solutions and competltors enter the market seﬂfees—ef—we
increasingly compete with alternative solutions and approaches 1 v PP 8
vendors-to solve customer needs or experience customer reluctance or unwillingness to migrate away from their current
solutions.Further , sueh-we expect additional competition as we shift our products Oraete;SAR;Salesforee-and services to
compete w1th provnders Wefkdayf—ﬁew—tee%me-}egy—veﬂdefs—aﬂd-eﬂtf&nfs—ﬂn adjacent markets —houseselutions-ofetrrent
p : ad—based-vends .Some of our existing competitors and potential competitors are larger
and have greater name I‘GLOGHIUOH aﬁd— the ablllty to more efficiently scalc their business jlonger-operatinghisteries- more
established operations and customer relationships, targer-marketing-budgets-and greater financial and technical resources than
we do.Competitors and-rew-entrants-,regardless of their size, may be able to respond more quickly and effectively to new or




changing opportunities,technologies,standards,customer requirements and buying practices. They may introduce new
technology,solve similar problems in different ways or more effectively utilize existing technology that reduces demand-for-otr
serviees-demand for our services and-eause-ts-to-expetieneetowergrowth- They may utilize acquisitions, integrations or
consolidations to offer integrated or bundled products, enhanced functionality or other advantages. “ Systems of record ”
operators may attempt to create technology solutions or other mechanisms that would prevent our systems from
integrating with theirs. They may create pricing pressures by reducing the price of competing products, services or
subscriptions or bundling their offerings causing our offerings to appear relatively more expensive. In addition,
Cempetitton-competition from cloud- based vendors may increase as they partner with on- premises hardware providers to
deliver their cloud platform as an on- premises or data localized solution. If we are not able to compete successfully, we could
experience reduced sales and margins, losses or failure of our products to achieve or maintain market acceptance, any of which
could harm our business. We compete in markets that continue to evolve rapidly. The pace of innovation will continue to
accelerate as customers recognize iereasingly-evaltaate-theirpurehases-based-en-the advantages of acquiring leading digital
technologies and adopting theirreedto-shift-te-modern cloud- based infrastructure. As digital transformation accelerates across
a customer’ s enterprise, cutting- edge capabilities such as Al, machrne learnrng, hyper autonlauon low- code / no- code
application development system observabrhty —databasesealab RS srad perierees; €0

------- eryptograph al-seftware-development-opers andpredlctlvemmghts&pphe&&eﬁ—&nd
sefv-tee—a—wareﬂess—become 1ncreaslngly relevant to the customer S evolvrng needs. %eﬁmefs—aﬁd—prespeet—rve—euﬁemefs—afe

d—ynamte—I—T—teeh-ne-}eg-tes—Accordrngly, to Conlpete effectrvely, we must . 1dent1fy and 1nnovate in the rrght ernefgl-ng
technologies; * keep pace with rapidly changing technological developments, such as Al, that-which may disrupt talent needs

and the enterprise software marketplace; ¢ accurately predict our customers’ changing digital transformation needs, priorities
and adoption practices, including their technology infrastructures and buying and budgetary practices; ¢ invest in and continually
optimize our own technology platform so that we continue to meet the very high- performance expectations of our customers;
successfully deliver new, scalable platfermand-database-technologies and products to meet customer needs and priorities; ®
efficiently integrate with ethertechnologies within our customers’ digital environments;  expand our offerings into industries
and to buyers who are not familiar with our offerings; « profitably and efficiently market and sell products te-eempantes-in
markets where our sales and marketing teams have less experience; ¢ successfully adapt new pricing models; ¢ effectively secure
our platform, data and customers’ data -3 and ¢ effectively deliver, directly or through our partner ecosystem, the digital
transformation process plannrng, IT systems archrtecture plannrng, and product 1mplementat10n servrces that our Customers
require to be successful. Hw 0
prospeets-may-be-harmed—I urther in response to evolvmg customer needs we may make srgnlﬁcant investments in
changing how the-way-we offer our products or servrces such as bundhng offerlngs a-nd—or shrftrng toa subscrrptron based
model for support services or
manner-and-seope-of-how the-our services are dehvered a-nd—or prlced If customers are dlssatlsfied Wlth t-he—these fesu-}&ﬂg
ehange-changes , in-the-prieing-model-and-may-resist-or-our business could be materially stew-to-adopt-echangesto-onr

offerings;-altof whieh-may-adversely impaetimpacted eur-ability-to-eompete-. Sales outside of North America represented 36
% and 35 %and-36-" of our total revenues for the years ended December 31, 2023 and 2022 and2624-, respectively. The

growth of our business and future prospects depend on our ability to increase our sales outside of the U. S. as a percentage of our
total revenues. Additionally, operating in international markets requires significant investment and management attention and
subjects us to éifferent-varying regulatory, political and economic risks frefrthese-nthe-B—S-. We have made, and will
continue to make, substantial investments in data centers, geographic = specific service delivery models, advisory councils, cloud
computing infrastructure, sales, marketing, partnership arrangements, personnel and facilities as-we-enter-and-expand-in new
geographic markets. When we make these investments, it is typically unclear whether;-and-when we ;-salesinrthe-new-market
will sustifi-see a return on our rvestments— investment —We-, and we may significantly underestimate the level of investment
and time required to be successful. Our rate of acquisition of new large enterprise customers, a factor affecting our growth, has
been generally lower in territories where we are less established and where there may be -rnefeased—helghtened or ehanging
evolving regulations and operational and IP risks 6 ablished . We have experienced, and
may continue to experience, difficulties in new seﬂ&e—e-f—etuﬁnvesfmenfs—m—geogr aphic e*pa-nﬁeﬁ—markets including hiring
qualified sales management personnel, penetrating the target market, and managing fereign-local operations rsueehloeales-.
Risks inherent-associated with making our products and services available in international markets include, for example: ¢

compliance with multiple, conflicting and changing governmental laws and regulations sinelading-withrespeetto-employment;
taxeompetition; COVID-—9-and- ESG-matters- « requirements to have local partner (s), local entity ownership limitations or

technology transfer or sharing requirements, or to comply with data residency and transfer laws and regulations, privacy and
data protection laws and regulations, which may increase operational costs and restrictions; ¢ the sislepossibility that illegal or
unethical activities of our local employees or business partners will be attributed to erresult-intability-te-us or damage-our
reputation-cause us harm ; - longer and potentially more complex sales and accounts receivable payment cycles and other
collection difficulties; ¢ different pricing and distribution environments; ¢ potential changes in international trade policies,

tariffs, agreements and practrces 1nclud1ng the adoptron and expansron of formal or 1nforn1a1 trade restrictions or regulatory
frameworks fav sloeal-compe 6 0 d 0 ; Atre alnerms-that may favor
local competitors; © governmental dlrectlon, busmess practlces and / or cultural norms that may favor local competitors; °
more prevalent cybersecurity and intellectual property risks fh&F&fe—mere—pfeva}eﬂt—tnjtmsd-teﬁeﬁs—m%teh—we—have

histerieally-ehosennetto-operate-; and © locahzatron of our servrces 1nclud1ng translatron into forergn languages and associated
expenses. If we are unable to manage these risks v ; : 0 AT




: sirg-ma , our revenue growth rate, business and operating
results erl be adversely affected An increasing portlon of our revenues is generated by sales through our network of partners,
including managed service providers and resellers. Increasingly, we and our customers alse-rely on our partners to provide
professional services, including custom implementations, and there may netbe eneugh-insufficient qualified implementation
partners available to meet customer demand. While we provide our partners with training and programs, including
accreditations and certifications, these programs may not be effective or utilized consistently by partners. In addition, new
partners may require extensive training and / or mey-tequire-significant time and resources to achieve-become produetivity
productive . Changes to our direct go- to- market models may cause friction with our partners and-may-inerease-therisk-in-our
partnereeosystern. The actions of our partners may subject us to fawssits;-potential liability ;-and reputational harm if, for
example, any of our partners misrepresent to our customers the functionality of our platform or products te-eastemers-, fail to
perform services to our customers’ expectations or violate laws or our corporate policies. In addition, our partners may utihize
use our platforrn to develop products and services that eeu-ld—petent—tal—l-y—compete with eur products and services , which could
Aty : v ot-IP ownership eeutd-concerns and eonstratn—
-- strain these partnershrps If we fail to effectlvely manage and grow our network of partners —er—pfepeflry—meﬂ-tter—t-he—qua-l-tty

and-effieaey-ofthetrserviee-delivery-, our ability to sell our products and efficiently prov1de our services may be impacted, and
our operating results and growth rate may be harmed. We provide products and services to gevernments-governmental and

heavily- regulated efganiz&txeﬂs—entltles d1rectly and through our partners We have made and may continue to make,
significant investments to support 0 0

entities. Processes to obtain seetuetry—authonzatlons and cert1ﬁcat10ns —Hewever—gevefnmeﬂt—eeﬁrﬁea&efrpfeeesses-reqmred
for us to prov1de our products and services to those entltles often are lengthy and e&n—eften—encounter delays, and we may
not be delayed 0 ey Artee v

resulit, -rf—sueh—reqtnremeﬂts-ehaﬂge—euﬁ or abel-rty—te—sel—l—mte—malntaln compllance with, the assoc1ated gevefnment—seetef
eotld-berestrieted-unti-we-meetanyrevisedrequirements. A substantial maJorrty of our sales te-date-to government entities in

the U. S. have been made indirectly through our distributors, resellers or service provider partners. Doing business with
government entities presents a Variety of risks. The procurement process for governments and their agencies is highly
competitive ;-and time- consuming asne-, may be subj ect to political influence and may involve different rules and conditions on
the offering or pricing of products and services. We incur significant up- front time and expense —wlﬂeh—subjeets—us—te-add-tt-teﬂa-l-
eomplianee-risks-and-eosts;-without any assurance that we (or a third- party distributor, reseller or service provider) will win a
contract. Beyond this, demand for our products and services may be adversely impacted by public sector budgetary cycles and
funding availability that in any given fiscal cycle may be reduced or delayed, including in connection with an extended federal
government shutdown, partisan gridlock fhat—femlﬁs—m—theﬁrbﬁﬁye—f—@eﬁgfess—te—take—aeﬁeﬂ—or changes to government policy.
Further, if we or our partners are successful in receiving a contract award, that award could be challenged during a bid protest
process. Bid protests may result in an increase in expenses related to obtaining contract awards or an unfavorable modification or
loss of an award. Even if a bid protest were unsuccessful, the delay in the startup and funding of the work under these contracts
may cause our actual results to differ materially and adversely from those anticipated. Our customers also include non- U. S.
governments, to which government procurement risks similar to those present in U. S. government contracting and regulatory
compliance also apply, particularly in certain emerging markets where our customer base is less established. We have seen
challenges to successful awards through bid protest procedures in jurisdictions outside the U. S. As our non- U. S. government
business grows, we may see an increase in bid protests as part of the standard government procurement legal procedures that
exist in many jurisdictions. In addition, compliance with complex regulations and contracting provisions in a variety of
jurisdictions can be expensive and consume significant management resources. In certain jurisdictions, our ability to win
business may be constrained by political and other factors unrelated to our competitive position in the market. Each of these
difficulties could have a materially—- material adversely-—-- adverse affeet-effect on our business and results of operations. In
addition, public sector customers may have contractual, statutory or regulatory rights to terminate current contracts with us or
our third- party distributors or resellers for convenience or due to a default, though such risk may be assumed by such third-
party distributor or reseller. If a contract is terminated for convenience, we may only be able to collect fees for products or
services delivered prior to termination and settlement expenses. If a contract is terminated due to a default, we may be liable for
excess costs incurred by the customer for procuring alternative products or services or be precluded from doing further business
with gevernmentgovernmental entities. Further, we are required to comply with a variety of complex laws, regulations, and
contractual provisions relating to the formation, administration, or performance of government contracts that give public sector
customers substantlal rrghts and remedies, many of Wl’llCl’l are not typlcally found in commercral contracts. Fer—examp-le,—a—U—S—

These may also 1nclude rights with respect to price protectron refund and setoff g performance of services in languages other
than English , the accuracy of information provided to the government, contractor compliance with supplier diversity policies,
constraints on sales practices and other obligations that are particular to government contracts. These obligations may apply to
us and / or our third- party resellers or distributors whose practices we may not control. Such parties’ non- compliance could
create impose-repereusstons-withrespeetto-contractual and customer satisfaction issues. In addition, governments routinely
investigate and audit contractors for compliance with these-contractual and regulatory requirements. If frentran-audit-it is
determined that we have failed to comply with these requirements, we may be subject to civil and criminal penalties and
administrative sanctions, including termination of contracts, forfeiture of profits, cost associated with the triggering of price
reduction clauses, fines, and suspensions or debarment from future government business, all of which may cause us to suffer
reputational harm and adversely affect our business and operating results . Further, we are increasingly doing business in



heavily regulated industries, such as the-financial services, telecommunication, media and television , and health care dustries-.
Current and prospective customers in sgel-those industries may be required to comply with more stringent regulations to

eonneetion-with-subseribing-subscribe to and / or implementing--- implement our services er-partiettar-. In addition,
fégu-l&t—tﬁﬂﬁ» regulatory fegafd-mg—agencles may 1mpose requlrements on third- pa1 ty vendors that ma-y—be—mtefpfeted

we may not be—alale—te—eﬁﬁa-y—net-eheese—te—meet Further-l-n—add-rtten— customers in these heavrly— regulated 1ndustrres often
have a right to conduct audits of our systems, products and practices. If one or more customers determine that some aspect of
our business does not meet regulatory requlrements we-our ability to continue or expand our business with those customers
may be restricted 4 . As we continue to expand our business
1nternat10nally, we will 1nev1tably do more business with large private enterprises and the public sector in countries outside that

f publie-seetoreorruptionrthe U. S . Increased business in countries with pereetved-to

have-heightened levels of corruption subjects us and our officers and directors to increased scrutiny and petential liability from
our business operations. We have implemented-and-- an established eent—i-nue—te—upd&te—emompliance program, but there is a
risk that our employees, partners , customers and agents, as well as those companies to which we outsource certain of our
business operations, could take-aetions-in-violation-violate of-our policies and appllcable law, t-hefeby—exposlng us to additional
scrutiny and potential liability. We have experienced this in the past and may experience it again in the future. In addition, we
are subject to global trade laws that apply to our worldwide operations, including prohibitions or restrictions on conducting
business in certain geographies eountries-and-territortes;-with-eertaitrentities-or individuals;and-involving certain
counterparties or cnd- users. As Forexample;asa result of the Russia- Ukraine conflict , for example , the U. S. and other
countries have imposed economic and trade sanctions and export control restrictions against Russia and Belarus. If the-this
conflict continues or if conflict arises in other jurisdictions , the U. S. and other jurisdictions could impose wider economic
and trade sanctions as well as export restrictions, which could impact our business opportunities and operations. Any violation
of the U. S. Foreign Corrupt Practices Act of 1977, as amended (-t-heiFGPAi)— the UK Bribery Act, other applicable anti-
corruption and anti- brlbery laws, or appllcable export Control or economlc and trade sancuons laws by our employees or third-
party intermediaries i eattos oh ompla whieh-could subject us to significant
risks such as adverse media coverage and / or severe criminal or civil sanctions, which could materially adversely affect our
reputation, business, operating results, and prospects. We must successfully continue to release new...... our growth prospects
may be harmed. As we target more of our sales efforts at larger enterprise customers, we may face heightened costs, longer

sales cycles, greater competition and less predictability in eeﬁap-leﬁﬂg—seﬂ&e—e-ﬁour ablllty to close sales Wrth—sueh—Larger
enterprise customers tend ;-their-deetston-to tse-o . :
stgrroff—Suehsalesrequire considerable time -fe&t-he—eustenaeﬁe—evah&ate—evaluatmg and test—testmg our platform prror to

malﬂng a purchasing decision 4

requrre multlple us—te—pfeﬂde—gfeateﬁlevelq of rev1ew edue&ﬁen—regafd-xﬂg—t-he—use-and approvalbeneﬁ-ts—ef—etuesewwes— as

entefpﬁse—eustemers—may—demand more configuration, integration services and features partrcularly When sw1tch1ng From
legacy on- premises solutions. As a result e-f—t-hese—faetefs— these sales opportunmes may requlre us to devote g-reate%mgnlficant
sales support and professlonal sewrces es

v otirees-to a smaller number of larger transactions dlvertlng those
resources from other sales opportunltles If we fail to effectively manage these risks asseeiated—wrth—sales—eyeles—and—sales—te
larger-enterprise-eustomers-, our business, financial condition, and results of operations may be negatively affected . As we
acquire or invest in companies and technologies, we may not realize the expected business or financial benefits and the
acquisitions and investments may divert our management’ s attention and result in additional shareholder dilution or
costs . We have acquired er-and invested in companies and technologies as part of our business strategy and will continue to
evaluate and exeettte-enter into potential strategic transactions, 1nclud1ng acqumtlons of or 1nvestments in bus1nesses
technologies, services, products and other assets , —We-ha v : atrSa
yrith-other-bastnesses-to expand or improve our service 0ffer1ngs and functlonahty go- to market and sales efforts
funettonality-our operations or our ability to source necessary expertise and provide services in international locations.
Although we conduct reasonably extensive due diligence efregarding these businesses and assets , our efforts may not reveal
every material issue. Strategic transactions involve numerous risks, including: ¢ difficulties assimilating or integrating the
businesses, technologies, products, personnel or operations of the acquired companies; ¢ failing to achieve the expected benefits
of the acquisition or investment; ¢ potential loss of key-employees of the acquired company; * inability to maintain relationships
with customers , suppliers and partners of the acquired business; * potential adverse tax consequences; ¢ disruption to our
business and diversion of management attention and other resources; ¢ potential financial and-, credit or regulatory risks
associated with acquired customers , suppliers and partners of the acquired business ; * dependence on acquired technologies
or licenses for which alternatives may not be available to us withewt-or which may involve significant cost or complexity; « in
the case of foreign acquisitions, the challenges associated with integrating operations across different cultures and-, languages ,
and legal regimes and any currency and regulatory risks associated with specific countries; ¢ introducing increased complexity
and burden to maintain the technology platform et ¢ introducing vulnerabilities or threats by integrating acquired technologies
or businesses ; * inrereased-data security or privacy risks, compliance requirements , or integration costs from integrating-the
acquired technology or company; ¢ impairment ¢e-of our investments #f-or the possibility our investees are-will be unable to
obtain future funding on favorable terms or at all; and * potential unknown liabilities or disputes associated with the acquired

businesses. In addition, the amount we-may-pay-eash-inetardebt-or form of consideration we issue-equity-orequity—tinked




Seetl-ﬂ-t-tes—te-pa\ for acquisitions sany-efwhieh-could adversely affect our financial condition or stock price. Furthermere-For
example , if we finance an aequistttoris- acquisition by issuing equity s-or convertible er-ether-debt securities or loans, our
existing sharcholders may be diluted, or we could face constraints related to the terms of and-repayment-obligationrelated-to-the
those ineurrenee-ofsecurities or indebtedness thateould-affeetourstoekpriee- The occurrence of any of these risks could
harm our business, operating results and financial condition. In -Our-eperations-invelve-the ordinary course of our
business,we storage-—- store , transmission-transmit,generate, and proeessing-—-- process ef-our and our customers’
confidential,proprietary and sensitive data .As our business expands across the globe , the number of
employees,contractors,vendors and other third parties remotely accessing our systems continues to grow.Our growing
business operations increase our exposure to cyberattacks by a range of actors,who have used and will continue to use
assorted tactics,techniques,and procedures,including malicious code,ransomware,social engineering,business email
compromises,supply chain attacks,denial of service attacks and similar internet- enabled,fraudulent
activity.Further,during times of war and other major conflicts,we and our third- party providers may be vulnerable to a
heightened risk of geopolitically motivated attacks,including cyberattacks,that could materially disrupt our systems and
operations,supply chain and ability to provide our services.The cybersecurity threats are not limited to actors operating
in the systems we control directly.Our increasing reliance on third- party providers and public cloud infrastructure
introduces new cybersecurity risks to our business operations.We rely on third- party service providers and technologies
to operate business systems in a variety of contexts,and supply chain attacks have increased in frequency and
severity.While we have a vendor security review process,we cannot guarantee that our third- party service providers or
our supply chain infrastructure have not been compromised or that they do not contain exploitable defects or bugs that
could result in a breach of or disruption to our platform,systems and network or the systems and networks of third
parties that support us and our business.Our ability to monitor the data security measures of our third- party providers
is limited,and we necessarily depend in part on our providers to have in place and maintain adequate security measures
to protect against unauthorized access,cyberattacks and the mishandling of data.Further,employee error or malfeasance
in configuring,maintaining and using these services could impact our ability to monitor and secure them
effectively.While we have identified vulnerabilities in our products and services in the past and will continue to do so in
the future,we cannot be certain that we will be able to identify all vulnerabilities or address the vulnerabilities of which
we become aware.Further,there have been delays and may continue to be delays in developing patches that can be
effectively deployed to address vulnerabilities.Third parties have,in the past,actively searched for and exploited actual
and potential vulnerabilities in our software and will do so in the future.Moreover,the incorporation of third- party or
open- source software code into our or our customers’ systems increases the risk of exploitation of vulnerabilities,such as
the vulnerability in the Java logging library known as “ log4j ” that affected our industry.We also have inherited and
may in the future inherit additional security risks from acquiring or partnering with other companies.In most
instances,our customers are responsible for administering access to the data held in their particular instance for their
employees and service providers.While our software is delivered with certain preset configurations,we understand that
our customers require flexibility to configure the Now Platform to their specific business needs.We work closely with our
customers to help them evaluate their security configurations, inelade-including personallytdentifiablte-providing guidance
to align configuration settings with their business needs.Yet,in configuring our platform,both our employees and
customers have made errors in the past and may do so again in the future.We are aware that,on occasion,our customers
and ServiceNow have configured certain settings on our platform,or retained preset configurations,in a manner not
aligned with their preferred security levels,which can result in,and has resulted in, information being made more widely
accessible than intended.Such misconfigurations can be , protected-heatth-information;finanetatinformation-and have been ,
identified publicly inseme-eases-, governmentinformatiorrincreasing the risk of data being exposed unintentionally .While
we have security measures and a data governance framework in place designed to protect our and our eﬂsfemefcustomers
information and prevent data loss,these measures proteetive-meehanisms-we-have-implemented-may not be effective at
preventing material breaches caused by intentional or unintentional aetienractions or inaetton-inactions by employees
,contractors or third parties ;whieh-mayresultinthe-. Techniques used to sabotage or to obtain unauthorized access ertetease
ofto systems are constantly evolving and may go undetected until a successful attack occurs.Moreover,we have
experienced security incidents,which may reoccur in the future,that resulted in unauthorized access to,loss, ot or
instanees-inadvertent disclosure of confidential,proprietary and ultimately-sensitive information.We have observed
attempts by third parties to induce or deceive our employees,contractors or users to fraudulently obtain access to our or
our customers’ data or assets.Further , HP-our employees have fallen victim to phishing attacks in the past and may again
in the future.An actual or perceived security breach can have a material effect on ServiceNow’ s operations,finances and
reputation.The adverse consequences can include accidental or unlawful destruction,loss,alteration,unauthorized
disclosure of or access to data;disruptions to our services;diversion of funds;litigation;indemnification and other
eonfidential-business-information-Third-contractual obligations;regulatory investigations;government fines and parties

penaltles have—&tmﬁpteﬁe—ff&ndt&en&yﬁndtwe—emp}eyees—,reputatmnal damage;negative publicity;loss of sales ,
-ustomers —d&ta—

assefs—F&rﬂaew*e—have—eaqaeﬂeneed—&n—and -rnefease—rn—partners,mltlgatlon and remedlatlon expenses,and fhe—other number

material costs and sephistieation-ofeyberattacksliabilities.In addition,the assessment and response to sccurity ehaltenges

incidents, as the-growing-number-well as 1mplementat10n of empleyees-appropriate safeguards to protect against future
incidents . ¥endors-can lead to material economlc an( operatlonal consequences These consequences can result regardless

of whether other—-- the incident is suffered th




mefe—pfeva-l-eﬂ-t—m—eﬂfrndﬁstry— affects b d
providers -or s—ystenas» stems fn—t-he—past—&nd-may—from customers actlon or 1nact10n.M0re0ver,even if a breach is
O

could still cause us reputatlonal harm and requlre us to undertake significant efforts to assess and respond to the
breach,including further protecting our customers from their own vulnerabilities.There can be no assurance that any
llmltatlons ey%ereﬂmes—&nd-ey%er—eﬂﬁma{—neﬁveﬂes—seme« “liability provisions in whieh-may-be-state-—supported;have

i our otur-eustomers-and-thetr-subscription agreements,terms of usc of
ot or pre&uets—other agreements would be enforceable or adequate or would otherwise protect us from any such

llabllltles or damages with respect to any partlcular claim .In addition, while we have—est&bhshed—e*teﬂswe-éeve}epment—&nd

se-cannot be certain that #astaranee-such coverage will continue

to be d\dlldblL on aeupmble terms or in su[lluenl amounls to cover the-potentiatly—- potential signifteantlosses thatmayresult
from a seeum} incident or that an msmu will not deny coverage as to any [uluu claim. There Add-rt—teﬂa-l-}y—as—we-mefease

101 lalcm in the tuhnolog} industry has—beeeme—rﬂere&stﬁg-l-y—mteﬁse— Our success depends subsmmmllv upon Ihe continued
er,

services of our management team,particularly efour ch cutive officer,chief operating officer and the other members of our



su-fﬁeteﬂt—te—fef&m—aﬂ-ef-&lese—tﬂd-nﬁduﬂ-ls— From time to trme in the ordrnary course of busrne%s there have been and may
continue to be changes in our management team. While we seek to manage these transitions carefully,such changes may result in

a loss of institutional knowledge seause-disraptionsto-onr-business-and negatively affect our business. Fhe-In the highly
competitive technology industry is-subjeet-,we face ongoing challenges in attracting and retaining to-top substantial-and

eontintots-eompetition-for-diverse-talent #r-across various roles,such as product development and engineering (particularly
with AI and machlne learnrng backgroundq) %ale% operatlons sand cybersecurity. ManyThese key individual contributors

y are critical to our success and can command very significant
compensation in the market Our abrhty to achieve Srgnrﬁcant revenue growth may depend on our success in recruiting,training
and retaining sufficient qualified personnel to support our growth.We have faced and may continue to face difficulties
attracting,hiring and retaining highly- skilled,qualified personnel and may not be able to fill positions in desired geographic
areas or at all. Further,as we continue to grow and expand our workforce globally,we may face operational and
workplace culture challenges that could negatively impact our ability to maintain the effectiveness of our business
execution and the beneficial aspects of our corporate culture. While our hybrid-work model,where some-a substantial
portion of our employees work remete-partially for— or part-ofthe-weekand-seme-employees-are-fully remote,increased our
access to talent,we may not be able to take advantage of a broader talent pool if our competitors offer the same work model or if
we continue to lean heavily on our primary operating locations for talent. We are continually evaluating and,as
appropriate,enhancing the attractiveness of our compensation packages.As a result,we have experienced and may continue to
experience increased costs that may not be offset by either improved productivity or higher sales,potentially resulting in a
reduction in our profitability .In addition,we grant equity awards to our employees and sustained declines in our stock
price or lower stock price performance relative to our competitors reduces the retention value of such awards,which can
impact the competitiveness of our compensation .Many of our employees,including all of our executive officers,are employed
“at- will ” and may terminate their employment with us at any time.If we fail to attract qualified,new personnel or fail to retain
and motivate our current perqonnel our bu%lne%s and future growth pro%pect% could be adverqely affected Inadditton;we-beheve

by—us—fera—ye&eeﬂess—We muqt Jee—arb}e—successfully contmue to release new products effeet—we}y—nﬁegra’ee—deve}ep—

metivate-updates to existing products.The success of any release depends on a targe-number of factors,including our abrhty
to manage the risks associated with actual or perceived quality or other defects or deficiencies,delays in the timing of
releases or the adoption of releases by customers,and other complications that may arise during the early stages of
introducing our products.If releases are delayed or if customers perceive that our releases contain bugs or other defects
or are difficult to implement,customer adoption of our new products employees;white-maintaining-the-effeetiveness-efour—
or business-exeeution-updates may be adversely impacted,customer satisfaction may decrease,our ability to efficiently
provide our services may be reduced, and the-benefietal-our growth aspeets-prospects ef-our-eorporate-etlture-Sueh
ehallenges-may be harmed exaeerba-ted—by—t-he—hy%ﬂd—weﬁemedel— Our business depends on our platform to be available

without disruption.From time to time,we experience defects,disruptions,outages and other performance and quality problems
with our platform.New defects may be detected in the future and may arise from our increasing use of the public cloud.For
example,we provide regular updates to our services,which can contain undetected defects when-firstreleased- Defects may also
be introduced by our use of third- party software,including open- source software.Disruptions may result from errors we make in
developing,delivering,configuring or hosting our services,or designing,installing,expanding or maintaining our cloud
infrastructure.Disruptions in service can also result from incidents that are outside of our control,including denial of service or
ransomware attacks.We currently serve our customers primarily using equipment managed by us and co- located in third- party
data centers operated by several different providers located around the world,and we serve certain of our customers that are
primarily in highly regulated markets,using data center facilities operated by public cloud service providers.These data centers
are vulnerable to damage or interruption from earthquakes,hurricanes,floods,fires,energy grid constraints resulting in power loss
and similar events.They may also be subject to break- ins,sabotage,intentional acts of vandalism and similar
misconduct,equipment failure and adverse events caused by operator error or negligence.In addition,an increased use of the
public cloud increases our vulnerability to cyberattacks.Despite precautions taken at these centers,problems at these centers
have occurred,resulting in interruptions in our services.Such problems could occur again and result in similar or lengthier
service interruptions and the loss of customer data.In addition,our customers may use our services in ways that cause disruptions
in service for other customers.In addition to data center providers,we also have a large ecosystem of vendors and service
providers that we use for te-deltver-our products.If there is a compromise to data ,supply chain issue or other incident with our
critical service providers,it may impact our ability to provide our services and reduce our productivity.Our customers use our
services to manage important aspects of their businesses,and our reputation and business will be adversely affected if our
customers and potential customers believe our services are unreliable.Disruptions or defects in our services may reduce our
revenues,cause us to issue credits or pay penalties,subject us to claims and litigation,cause our customers to delay payment or
terminate or fail to renew their subscriptions,and adversely affect our ability to attract new customers.Similarly,customers may
have unique requirements for system resiliency and performance depending on their business models and customers in highly
regulated markets may have more demanding requirements that we may not be able to,or may not choose to,meet. The



occurrence of payment delays,service credit,warranty or termination for material breach or other claims against us could result
in an increase in our bad debt expense,an increase in collection cycles,an increase to our service level credit accruals,other
increased expenses or risks of litigation.We may not have insurance sufficient to compensate us for potentially significant losses
that may result from claims arising from disruptions to our services .We rely on our information systems and those of third
parties to operate and scale our business.We have made and continue to make investments to improve our information
system infrastructure to support the needs of our growing customer and employee base,increase productivity,develop
and enhance our services,expand into new geographic areas,and scale with our overall growth.Such improvements are
often complex,costly,and time consuming.If implementation of such improvements are delayed,or if we encounter
unforeseen problems with our new systems and processes or in migrating away from our existing systems and
processes,our operations and our ability to manage our business could be negatively impacted as we may experience
disruptions in our business operations,loss of customers,loss of revenue,or damage to our reputation,all of which could
harm our business plan to successfully scale our operations and increase productivity . There is considerable patent and
other IP development activity and claims and related litigation regarding patent and IP rights in our industry.Our
competitors,other third parties,including practicing entities and non- practicing entities,own large numbers of
patents,copyrights,trademarks and trade secrets,which they may use and have used to assert claims of
infringement,misappropriation or other violations of IP rights against us.Moreover,the patent portfolios of many of our
competitors and other third parties are larger than ours.This disparity may increase the risk that our competitors or other third
parties may sue us for patent infringement and may limit our ability to counterclaim for patent infringement or settle through
patent cross- licenses.We have recorded material charges for legal settlements of such claims in the past.In any IP
litigation,regardless of the scope or merit,we may incur substantial costs and attorney’ s fees and,if the claims are successfully
asserted against us and we are found to be infringing upon,misappropriating or otherwise violating the IP rights of others,we
could be required to pay substantial damages and / or make substantial ongoing royalty payments;comply with an injunction and
cease offering or modify our products and services;comply with other unfavorable terms,including settlement terms;and
indemnify our customers and business partners,obtain costly licenses on their behalf,and / or refund fees or other payments
previously paid to us.Further,upon expiration of the term of any agreements that allow us to use third- party IP,we may be
unable to renew such agreements on favorable terms,if at all,in which case we may face IP litigation. In addition,our
subscription agreements generally require us to defend our customers against claims that our technology infringes the
intellectual property rights of third parties. The mere existence of any lawsuit,or any interim or final outcomes,and the public
statements related to it (or absence of such statements) by the press,analysts and litigants could be unsettling to our customers
and prospective customers.This could adversely impact our customer satisfaction and related renewal rates,cause us to lose
potential sales,and could also be unsettling to investors or prospective investors and cause a substantial decline in our stock
price.Any claim or litigation against us could be costly,time- consuming and divert the attention of management and key
personnel from our business operations and harm our financial condition and operating results.Our success depends to a
significant degree on our ability to protect our proprietary technology and our brand under patent,copyright,trademark,trade
secret and other IP protections in the U.S.and other jurisdictions. The IP Fheugh-we-seek-patent-protection we have for our

technology swe-may not provide sufficient be-steeessfulin-obtaining-patent-protection,and any patents-IP acquired in the future
may not provide competitive advantages or other value.In addition, any-patents-thathave-beenror-our IP may-be-issted-or

aequtred-may be contested,circumvented,found unenforceable or invalidated,and we may not be able to prevent third parties
from infringing upon them.Further,legal standards relating to the validity,enforceability and scope of protection of IP rights
vary.Despite our efforts to protect our proprietary rights,unauthorized parties may attempt to copy or obtain and use,or may have
copied or obtained and used,our technology to develop products and services that provide features and functionality similar to
ours.Policing unauthorized use of our IP and technology is difficult.Our competitors could also independently develop services
equivalent to ours,and our IP rights may not be broad enough for us to prevent competitors from utilizing their developments to
compete with us.Reverse engineering,unauthorized copying or other misappropriation of our proprietary technology could
enable third parties to benefit from our technology without paying us for it,which would significantly harm our business.Our IP
rights may be challenged by others or invalidated through administrative proceedings or litigation.Effective
patent,trademark,copyright and trade secret protection may not be available in every country in which we offer services.The
laws of some foreign countries may not offer effective protection for,or be as protective of,IP rights as those in the U.S.,and
mechanisms for enforcement of [P rights or available remedies may be inadequate,ineffective or scarce. Additionally,the TP
ownership and license rights of new technologies such as AI have not been fully addressed by U.S.courts interpreting
current and new laws or regulations,and the use or adoption of such technologies in our products and services may
expose us to potential intellectual property claims;breach of a data license,software license,or website terms of service
allegations;claimed violations of privacy rights;and other tort claims.If such laws or regulations require increased
transparency,it may impair protection of our trade secrets or other IP. WWe may be required to spend significant resources to
monitor and protect our IP rights.We have initiated and,in the future,may initiate claims or litigation against third parties for
infringement or misappropriation of our proprietary rights or to establish the validity of our proprietary rights.Any
litigation,whether or not resolved in our favor,could result in significant expense to us,divert the efforts of our technical and
management personnel and may result in counterclaims with respect to infringement or misappropriation of IP rights by us.If we
are unable to prevent third parties from infringing upon or misappropriating our IP rights or are required to incur substantial
expenses defending our IP rights,our business and operating results may be adversely affected.Our products incorporate
software licensed to us by third- party authors under open = source licenses,and we expect to continue to incorporate open =
source software into our products and services in the future. We monitor our use of open = source software in an effort to avoid
subjecting our products and services to adverse licensing conditions.However,there can be no assurance that our efforts have



been or will be successful. There is little or no legal precedent governing the interpretation of the terms of open = source
licenses,and therefore the potential impact of these terms on our business is uncertain and enforcement of these terms may result
in unanticipated obligations regarding our products and services.For example,depending on which open = source license governs
certain open = source software included within our products and services,we may be subjected to conditions requiring us to offer
our products and services to users at no cost;make available the source code for modifications and derivative works based
upon,incorporating or using such open = source software;and license such modifications or derivative works under the terms of
the particular open = source license.Moreover,if an author or other third party that distributes such open = source software were
to allege that we had not complied with the conditions of one or more of these licenses,we could be required to incur significant
legal costs defending ourselves against such allegations,be subject to significant damages or be enjoined from distributing our
products and services.Our business depends upon the successful implementation of our products by our customers either through
us or our partners.Further,our customers’ business,integration,migration,compliance and security requirements,or errors by
us,our partners,or our customers,or other factors may cause implementations to be delayed,inefficient or otherwise
unsuccessful.As a result of these and other risks,we or our customers may incur significant implementation costs in connection
with the purchase,implementation and enablement of our products.Some customer implementations may take longer than
planned,delay our ability to sell additional products or fail to meet our customers’ expectations,resulting in customers canceling
or failing to renew their subscriptions before our products have been fully implemented.Some customers may lack the internal
resources to manage a digital transformation such as our offering and,as a consequence,may be unable to see the benefits of our
products.Unsuccessful,lengthy,or costly implementations and integrations could result in claims from customers,reputational
harm,and opportunities for competitors to displace our products,each of which could have an adverse effect on our business and
operating results. We have published environmental,social,and governance (“ ESG ”) initiatives,goals and commitments.
Our eperating-ability to achieve our objectives is subject to numerous factors both within and outside of our control.Our
failure or perceived failure to achieve some or all of our ESG goals or maintain ESG practices that meet evolving
stakeholder expectations or regulatory requirements could harm our reputation,adversely impact our ability to attract
and retain employees or customers and expose us to increased scrutiny from the investment community,regulatory
authorities and others or subject us to liability.Our reputation also may be harmed by the perceptions that our
customers,employees and other stakeholders have about our action or inaction on ESG issues.Damage to our reputation
and loss of brand equlty may reduce demand for our products and serv1ces and thus have an adverse effect on our future
financial results may y y

damage or disraption—-- dlsrupt to-our operations, international commerce and the global economy, and thus could have a
negative effect on u#s-our business . Our business operations are subject to interruption by natural disasters, flooding, fire,
extreme heat, power shortages, pandemics such as COVID- 19, terrorism, political unrest, telecommunications failure,
vandalism, cyberattacks, geopolitical instability, war, the effects of climate change and other events beyond our control.
Although-While we maintain crisis management and disaster response plans, such planning may not account for all possible
events and the occurrence of such events could make it difficult or impossible for us to deliver our services to our customers,
could decrease demand for our services, and could cause us to incur substantial expense. Our insurance may not be sufficient to

cover losses or additional expenses we may sustain. Although we have backup The-majority-ofourtresearehand-development
aetivities; offiees; I F-systems in place . and-in other—- the event of eritieal-business-eperations-are-toeatednear-major natural
disasters or catastrophic events, seisnﬂe—fau}es—meﬁrfefma—aﬂd%%lashmgteﬂ—eustemeﬂustomer data could be lost, and

resumption of operations could requne ﬂgmflcant time . We may :
subject to increased costs adv y } Attre ; Q q
-rmpaets—ef—regulatlons, reportlng requlrements, standards or expectatlons regardlng climate change drlven 1mpacts on

business rlsks associated with climate change by estabhshlng robust environmental programs as part of our ESG strategy and
partnering with organizations swhe-that are focused on mitigating their own climate- related risks, certain of those risks are
inherent wherever business is conducted. Any of our primary locations may be vulnerable to the adverse effects of climate
change. For example, our California headquarters have experienced, and may continue to experience, climate- related events at
an increasing frequency and severity, including drought, water scarcity, heat waves, wildfires and air quality impacts and power
shutoffs associated with wildfires. Changing market dynamics, global policy developments and increasing frequency and impact
of extreme weather events on critical infrastructure in the U. S. and elsewhere have the potential to disrupt our business, the
business of our customers and third- party suppliers and may cause us to experience higher attrition, losses and additional costs
to maintain or resume operations . Our operations involve the storage,...... addressable market for our products and services . We
generally recognize revenues from customers ratably over the terms of their subscriptions. Net new annual contract value from



new subscriptions and expansion contracts entered into during a period can generally be expected to generate revenues for the
duration of the subscription term. As a result, a significant portion of the revenues we report in each period are derived from the
recognition of deferred revenues relating to subscriptions entered into during previous periods. Consequently, a decrease in new
or renewed subscrrptrons expansmn contracts in any srngle reportrng perrod w111 have a limited impact on our revenues for
that period - 0 y v 0 ; b

but they w111 negatrvely affect our operatrng results in
future perrods Our subscrrptlon model also makes it drfﬁcult for us to raprdly increase our revenues through additional sales in
any period, as revenues from new customers are generally recognized over the applicable subscription term. Also, our ability to
adjust our cost structure in the event of a decrease in new or renewed subscriptions may be limited. You should not rely
on our prior revenue growth as an indication of our future revenue growth. While we have experienced significant revenue
growth in prior periods, eurrevente g Fpartefe and-we expect it to decline over the long term due
to 1ncreas1ng competition, a decrease in the growth rate of our overall rnarket or other reasons. We also expect our costs to
increase in future periods as we continue to invest in our strategic priorities, which may not result in increased revenues or
growth in our business. We are subject to income taxes in the U. S. and various foreign jurisdictions. We believe that our
provision for income taxes is reasonable, but the ultimate tax outcome may differ from the amounts recorded in our consolidated
financial statements and may materially affect our financial results in the period or periods in which such outcome is

determined. Our effective tax rate could be adversely affected by changes in statutory tax rates, changes in the mix of earnings
and losses in countries with differing statutory tax rates, certain non- deductible expenses, the valuation of deferred tax assets
and liabilities and the effects of acquisitions. Increases in our effective tax rate would reduce our profitability or in some cases
increase our losses. Additionally, our future effective tax rate could be nnpacted by changes in accountrng prrncrples or changes
1n federal state or 1nternat10na1 tax laws or tax ruhngs ; : d

Treasury has broad authorrty to issue regulations and 1nterpretatlve guidance that may srgnrfrcantly 1mpact how we will comply
with the law, which could affect our results of operations in the period issued. Many countries and-organizations-sueh-as-are
actively considering or have proposed or enacted changes to the-their tax laws based on the model rules adopted by The
Organization for Economic Cooperation and Development are-aetively-eonsidering-ehangesto-existing-defining a 15 % global
minimum tax taws-orhave-proposed-orenacted-newltaws-(commonly referred to as Pillar 2) that could increase our tax

obligations in countries where we do business or cause us to change the way we operate our business. Reeent-global-Global tax
developments applicable to multinational businesses and increased scrutiny under tax examinations could have a material
impact on our business and negatively affect our financial results. Any changes in federal, state or international tax laws or tax
rulings may increase our worldwide effective tax rate and harm our financial position and results of operations. In addition, we
may be subject to income tax audits by tax jurisdictions throughout the world, many of which have not established clear
guidance on the tax treatment of cloud computing companies. Although we believe our income tax liabilities are reasonably
estimated and accounted for in accordance with applicable laws and principles, an adverse resolution of one or more uncertain
tax positions in any period could have a material impact on our results of operations for that period. Further, many of our most
important intangible assets are held outside the U. S. and are subject to inter- company agreements regarding the development
and distribution of those assets to other jurisdictions with potential challenge under permanent establishment or transfer pricing
principles. While we believe that our position is appropriate and well founded, if our position were successfully challenged by
taxrng authorities i in other Jurlsdrctrons we may become subject to srgnrfrcant tax liabilities, whrch could harm our financial

ineluded-elsewhere-in-thisAnnual-RepertonForm6-—K—Our abrhty to make payments on, repay or refrnance the 2030 Notes in

the future will depend on our future performance which is subject to a variety of risks and uncertainties, many of which are
beyond our control. If we decide to refinance the 2030 Notes, we may be required to do so on different or less favorable terms or
we may be unable to refinance the 2030 Notes at all, both of which may adversely affect our financial condition. Maintenance of
our indebtedness, contractual restrictions, and additional issuances of indebtedness could: ¢ cause us to dedicate a substantial
portion of our cash flows fremreperations-towards debt service obligations and principal repayments; ¢ increase our vulnerability
to adverse changes in general economic, industry and competitive conditions; ¢ limit our flexibility in planning for, or reacting
to, changes in our business and our industry; ¢ impair our ability to obtain future financing for working capital, capital
expenditures, acquisitions, general corporate or other purposes; and ¢ due to limitations within the debt instruments, restrict our
ability to grant liens on property, enter into certain mergers, dispose of all or substantially all of our or our subsidiaries’ assets,
taken as a whole, materially change our business or incur subsidiary indebtedness, subject to customary exceptions. We are
required to comply with the covenants set forth in the indentures governing the 2030 Notes. Our ability to comply with these
covenants may be affected by events beyond our control. If we breach any of the covenants and do not obtain a waiver from the
note holders or lenders, then, subject to applicable cure periods, any outstanding indebtedness may be declared immediately due
and payable. In addition, changes by any rating agency to our credit rating may negatively impact the value and liquidity of our
securities. Downgrades in our credit ratings could restrict our ability to obtain additional financing in the future and could affect
the terms of any such financing. We operate globally and as a result, our business, revenues and profitability are impacted by
global macroeconomic conditions. The success of our activities is affected by general economic and market conditions,
including, among others, inflation, interest rates, tax rates, foreign exchange rates, economic downturns, recession, economic
uncertainty, political instability, warfare, changes in laws, trade barriers, supply chain disruptions and economic and trade
sanctions. The U. S. capital markets experienced and continue to experience extreme volatility and disruption. Furthermore,



inflation rates in the U. S. and other key markets have recently increased to levels not seen in decades resulting in federal
action to increase interest rates, affecting capital markets. Such economic volatility could adversely affect our business, financial
condition, results of operations and cash flows, and future market disruptions could negatively impact us. These unfavorable
economic conditions could increase our operating costs and, because our typical contracts with customers lock in our price for a
few years, our profitability could be negatively affected. Geopolitical destabilization and warfare have impacted and may
continue to impact global currency exchange rates, commodity prices, energy markets, trade and movement of resources, which
may adversely affect the buying power of our customers, our access to and cost of resources from our suppliers, and ability to
operate or grow our business. In addition, from time to time, the U. S. and other key international economies have been impacted
and may continue to be impacted by geopolitical and economic instability, high levels of credit defaults, international trade
disputes, changes in demand for various goods and services, high levels of persistent unemployment, wage and income
stagnation, restricted credit, poor liquidity, reduced corporate profitability, volatility in credit, equity and foreign exchange
markets, inflation, bankruptcies, international trade agreements, export controls, economic and trade sanctions, health crisis
such as the COVID- 19 pandemic and overall economic uncertainty. These conditions can arise suddenly and affect the rate of
digital transformation spending and could adversely affect our customers’ or prospective customers’ ability or willingness to
purchase our services, delay purchasing decisions, reduce the value or duration of their subscriptions, or affect renewal rates, all
of which could harm our operating results. We conduct significant transactions, including revenue transactions and
intercompany transactions, in currencies other than the U. S. Dollar or the functional operating currency of the transactional
entities. In addition, our international subsidiaries maintain significant net assets that are denominated in the functional operating
currencies of these entities. Accordingly, changes in the value of currencies relative to the U. S. Dollar have impacted and may
continue to impact our consolidated revenues and operating results due to transactional and translational remeasurement that is
reflected in our earnings. It is particularly difficult to forecast any impact from exchange rate movements, unanticipated
currency fluctuations have adversely affected and could continue to adversely affect our financial results or cause our results to
differ from investor expectations or our own guidance in any future periods. Volatility in exchange rates and global financial
markets is expected to continue due to political and economic uncertainty globally. We use derivative instruments, such as
foreign currency forwards, to hedge exposures that certain of our balance sheet items have to changes in foreign currency rates.
These hedging contracts have reduced and may continue to reduce, but they have not and cannot entirely eliminate, the impact
of adverse currency exchange rate movements. Further, unanticipated changes in currency exchange rates may result in poorer
overall financial performance than if we had not engaged in any such hedging transactions as we may not be able to establish a
perfect correlation between such hedging instruments and the exposures being hedged. Our stock price is likely to continue to be
volatile and subject to wide fluctuations. In addition, technology companies in general have highly volatile stock prices, and the
volatility in stock price and trading volume of securities is often unrelated or disproportionate to the financial performance of the
companies issuing the securities. Factors affecting our stock price, some of which are beyond our control, include , among other
factors : * changes in the estimates of our operating results, revenue growth, or changes in recommendations by securities
analysts ; » changes in the average contract term of our customer agreements, timing of renewals and renewal rates; ¢ our
ability to meet our financial guidance or financial performance expectations of the securities analysts or investors ; *
announcements of new products, services or technologies, new applications or enhancements to services, strategic alliances,
acquisitions, or other significant events by us or by our competitors; ¢ fluctuations in company valuations, such as high- growth
or cloud companies, perceived to be comparable to us; ¢ changes to our management team; * trading activity by directors,
executive officers and significant shareholders, or the market” s perception that large shareholders intend to sell their shares; ¢
the inclusion, exclusion, or removal of our stock from any major trading indices; * the size of our market float; * the trading
volume of our common stock 1nclud1ng sales following the exercrse of outstandmg optlons or Vestrng of equity awards * the

R-irereases - tOns- ten-exchange - changes rates-in laws or regulatmns
1mpact1ng the dellvery of our services ; ° s1gn1ﬁcant lltlgatlon ma-rket—eondﬁ-teﬁs—m—euﬁ or regulatory actions industry-and
the-industries-efour-eustomers-; eha-nges—te—eufefedrt—the amount and timing of customer payments, payment defaults,
ratifngs—- operating costs and capital expenditures * the amount and timing of equity awards and the related financial
statement expenses; * the impact of new accountmg pronouncements * the 1nab111ty to conclude that our internal controls
over financial reporting are effective; ¢ ¥ our ESG-pregram-and-ability
to accurately estimate other—- the ﬁsues—rmpaeﬁng—total addressable market for our fepufa&en—products and services ; and °
overall performance of the equity markets. Following periods of volatility in the market price of a company’ s securities,
securities class action litigation has often been brought against that company. Securities litigation could result in substantial
costs and divert management’ s attention and resources from our business. This could materially adversely affect our business,
operating results, and financial condition. Our certificate of incorporation and bylaws contain provisions that could depress our
stock price by acting to discourage, delay or prevent a change in control or changes in our management that our shareholders
may deem advantageous These prov1srons among other things: ; althetgh ;
; archeld pg)— permit our board to estabhsh the number of drrectors . pr0V1de that
directors may only be removed “ for cause ” and only with the approval of 66 2 / 3 % of our shareholders; * require super-
majority voting to amend certain provisions in our certificate of incorporation and bylaws; ¢ authorize issuance of “ blank check
” preferred stock that our board could use to implement a shareholder rights plan; ¢ prohibit shareholder action by written
consent, which requires all shareholder actions to be taken at a meeting; ¢ permit our board to make, alter or repeal our bylaws;
and  require advance notice for shareholders to submit director nominations or other business at annual shareholders meetings
(although our bylaws permit shareholders proxy access). Further, Section 203 of the Delaware General Corporation Law may
discourage, delay or prevent a change in control of our company. Section 203 imposes certain restrictions on merger, business




combinations and other transactions between us and certain shareholders. In addition, the terms of our 2030 Notes may cause a
delay or prevent a change in control of our company, as they allow noteholders to require us to repurchase their notes upon the
occurrence of a change in control repurchase event. 26



