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An investment in our shares of common stock involves a high degree of risk. You should consider carefully the risks described
below and all other information contained in this Report, including in the “ Note About Forward- Looking Statements, ” the
section titled “ Management’ s Discussion and Analysis of Financial Condition and Results of Operations ” (“ MD & A ), and
our audited consolidated financial statements and the accompanying notes included elsewhere in this Report. If any of the
following risks actually occur, our business, financial condition and results of operations could be materially and adversely
affected. In that event, the trading price of our shares of common stock would likely decline and you might lose all or part of
your investment. Risk Factor Summary The following is a summary of some of the principal risks we face: ® Our revenue and
results of operations are highly dependent on overall advertising demand and spending and traffic generated by our media
partners; * The impact on advertising demand and spend of factors such as the continuation or worsening of unfavorable
economic or business conditions or downturns and instability in the financial markets; * A failure to grow or to manage growth
effectlvely may cause the quahty of our platform and solutions to suffer —aﬂd—may—advefse&a—ffeet—euf—bttsme&s,—feaﬁts—ef

; » Our sales and marketing efforts may require significant investments and, in certain cases,
involve long sales cycles; * Our re%earch and development efforts may not meet the demands of a rapidly evolving technology
market; ¢ The digital advertmng 1ndu§t1y is 1nten§ely competltlve —and Hwe must de—net—effectlvely Compete against current
and future competitors b P ; v y ; * Loss of media
partners could have a significant impact on our revenue and results of operatlonq » Growth in our business may place demands
on our 1nfra§tructure and resources; * The fallure of our recommendatlon engine to accurately predict user engagement seas

v 8 ; » If the quality of our recommendations

deteriorates, or if we fail to preqent interesting content to our users, we may experience a decline in user engagement, which
could result in the loss of media partners; ¢ Limitations on our ability to collect, use, and disclose data to deliver advertisements;
* Our failure or the failure of third parties to protect our sites, networks and systems against security breaches, or
otherwise to protect the confidential information of us or our partners; * Outages or disruptions that impact us or our
service providers, resulting from cyber incidents, or failures or loss of our infrastructure 5 ;
and ¢ Political and regulatory risks in the various markets in which we operate and the Challenges of compliance with dlfferlng
and changing regulatory requirements. Risks Related to Outbrain and Outbrain’ s Industry Our revenue and results of operations
are highly dependent on overall advertising demand and spending in the markets in which we operate. Factors that affect the
amount of advertising spending, such as economic downturns and-, unexpected events or events outside of our control , can
make it difficult to predict our revenue and could adversely affect our business, results of operations, and financial condition.
Our business depends on the overall advertising demand and spending in the markets in which we operate and on the business
trends of our current and prospective media partners and advertisers. Macroeconomic factors in the U. S. and foreign markets,
including instability in political or market conditions, as well as adverse economic conditions and general uncertainty about
economic recovery or growth, particularly in North America, EMEA (Europe, Middle East and Africa), and Asia, where we
conduct most of our business, could result in, and have resulted in, conservative approaches by advertisers and media owners
when allocating budgets and ad inventory, respectively, and reductions in advertmng demand and %pend The euffeﬂt—contmued
Volatlle fﬁaefe-macroeconomlc environment, with Varlables quch as the HRpe

ﬂew—eveﬁts—sueh—as—t-he—Ruqsla Ukralne eeﬁﬂ-ret—and Israel- Hamas wars, general unrest in Europe and the Mlddle East,
bank failures, inflation, and U. S. interest rates , has impacted certain categories of our advertisers. These conditions have in
turn adversely impacted us and could, if they continue or worsen, adversely impact us in the future, including if our advertisers
were to reduce or further reduce their advertising spending as a result of any of these factors. We continue to monitor our
operations, and the operations of those in our ecosystem (including media partners, advertisers and agencies). However, these
conditions, whether resulting from the factors described above or due to the occurrence of other unanticipated events, make it
difficult for us, our media partners, advertisers and agencies to accurately forecast and plan future business activities and could
cause a reduction or delay, or further reduction or delay, in overall advertising demand and spending. The occurrence of
unforeseen events, like the COVID- 19 pandemic, the-Russta—Heraine-eontiet-conflicts and wars, and other macroeconomic
factors that affect advertising demand may have a disproportionate impact on our revenues and profitability in certain periods

and Could adversely affect our business, reqult% of operatlonq and financial condltlon—“le-ﬂ‘r&m-t&rrrepef&t-mg—eash-aeeeﬂﬂts—&b




; aF SH1e v ; . In order to meet our growth
objectives, we will need to continue to innovate, seek to have advertlsers and media partners adopt our expanding solutions, and
extend our reach into evolving digital media platforms. If we fail to grow, or fail to manage our growth effectively, the quality of
our platform and solutions may suffer, and our business, results of operations, and financial condition may be adversely affected.
Our growth plans depend upon our ability to innovate, attract advertisers and digital media owners to our solutions to buy and
sell new inventory, and expand the use of our solutions by advertisers and media partners utilizing other digital media platforms
and video. Our business model may not translate well into emerging forms of advertising due to market resistance or other
factors, such as evolving regulatory restrictions, and we may not be able to innovate successfully enough to compete effectively.
The advertising technology market is dynamic, and our success depends upon our ability to develop innovative new
technologies and solutions for the evolving needs of sellers of digital advertising, including websites, applications and other
media partners, and buyers of digital advertising. We also need to grow significantly to develop the market reach and scale
necessary to compete effectively with large competitors. This growth depends to a significant degree upon the quality of our
strategic vision and planning. The advertising market is evolving rapidly, and if we make strategic errors, there is a significant
risk that we will lose our competitive position and be unable to achieve our objectives. The growth we are pursuing may itself
strain the organization, harming our ability to continue that growth, and to maintain the quality of our operations. If we are not
able to innovate and grow successfully, our business, results of operations, financial condition and the value of our company
may be adversely affected. Growth in our business may place demands on our infrastructure and our operational, managerial,
administrative, and financial resources. Our success will depend on our ability to manage growth effectively. Among other
things, this will require us at various times to: « strategically invest in the development and enhancement of our platform and
data center infrastructure; * manage multiple relationships with various media partners, advertisers, and other third parties; ®
extend our operating, administrative, legal, financial, and accounting systems and controls; ¢ increase coordination among our
engineering, product, operations, go- to- market and other support organizations; and ¢ recruit, hire, train, and retain
experienced personnel. If we do not manage growth well, the efficacy and performance of our platform may suffer, which may
harm our reputation and reduce demand for our platform and solutions. Failure to manage growth effectively may have an
adverse effect on our business, results of operations, and financial condition. Our sales and marketing efforts may require
significant investments and, in certain cases, involve long sales cycles, and may not yield the results we seek. Even if our sales
and marketing efforts are successful, there can be no assurance that our media partners will be able to generate sufficient traffic.
Our sales and marketing teams educate prospective media partners and advertisers about the use, technical capabilities, and
benefits of our platform. Our sales cycle (with both media partners as well as with certain advertisers and agencies) can take
significant time from initial contact to contract execution and implementation. We may not succeed in attracting new media
partners despite our significant investment in business development and sales and marketing, and it is complex to predict the
extent of the revenue that will be generated with a media partner. We may not succeed in expanding relationships with existing
media partners and advertisers, despite our significant investment in sales, account management, marketing, and research and
development and it is difficult to predict when additional products will generate revenue through our platform, and the extent of
that revenue. Programmatic partners tend to have a fenger—- long sales cycle with distinct technical and integration
requirements, as well as a separate ongoing partner management process. If we are unsuccessful in our sales and marketing
efforts, our results of operations and prospects will be adversely affected. Even if our sales and marketing efforts are successful,
there can be no assurance that the properties of our media partners will be able to generate sufficient user interest, traffic or
engagement. The ability of our media partners to maintain or grow their digital properties is often outside of our control , may
be significantly impacted by broader media consumption trends, and may result in stagnant or declining ad inventory
availability, which could negatively impact our results of operations and prospects. Our research and development efforts may
not meet the demands of a rapidly evolving technology market resulting in a loss of customers, revenue, and / or market share.
We expect to continue to dedicate stgnifteant-considerable financial and other resources to our research and development efforts
in order to maintain or improve our competitive position. However, investing in research and development personnel,
developing new solutions and enhancing existing solutions is expensive and time consuming. Our research and development
activities may be directed at maintaining or increasing the performance of our recommendations, developing tools that improve
productivity or efficiency, or introducing new solutions. However, there is no assurance that such activities will result in
significant new marketable solutions, enhancements to our current solutions, design improvements, additional revenue or other
expected benefits. Furthermore, there is no assurance that our efforts to promote new or enhanced solutions, like video solutions
or new advertiser tools, will be successful. If we are unable to generate an adequate return on our investment with respect to our
research and development efforts, our business, results of operations, and financial condition may be adversely affected. The
digital advertising industry is intensely competitive, and if we do not effectively compete against current and future competitors,
our business, results of operations, and financial condition could be adversely affected. The digital advertising ecosystem is
competitive and complex. Some of our competitors have longer operating histories, greater name recognition, and greater
financial, technical, sales, and marketing resources than we have. In addition, some competitors may have greater flexibility
than we do to compete aggressively on the basis of their scale, price and other contract terms, or to compete with us by including



in their product offerings services that we may not provide. The market is fragmented and we also face competition from many
smaller companies, many of which may be willing to offer their services on prices or terms that are not profitable for us. Some
competitors are able or willing to agree to contract terms that expose them to risks and in order to compete effectively we might
need to accommodate similar risks that could be difficult to manage or insure against. Media partrrers-owners are investing in
capabilities that enable them to connect more effectively and directly with advertisers , or to partner with fewer vendors . Our
business may suffer to the extent that our media partners and advertisers sell and purchase advertising inventory directly from
one another or through intermediaries other than us, reducing the amount of advertising spend on our platform. If we are unable
to compete effectively for media partrers-owners ’ inventory and / or advertisers’ advertising spend, we may experience less
demand, which could adversely affect our business, results of operations, and financial condition. There has also been rapid
evolution and consolidation in digital advertising, and we expect these trends to continue, thereby increasing the capabilities and
competitive positioning of larger companies, particularly those that are already dominant. There is a finite number of large
digital media owners and advertisers in our target markets, and any consolidation of media partners or advertisers may give the
resulting enterprises greater bargaining power or result in the loss of media partners and advertisers that use our platform,
reducing our potential base of media partners and advertisers, each of which would potentially erode our revenue. With the
introduction of new technologies and the influx of new entrants to the market, we expect competition to persist and intensify in
the future, which could harm our ability to increase sales and maintain our profitability. In addition, we and our media partners
compete indirectly for user engagement with larger search and social media companies, such as Meta Platferms;Fre—(formerly
Facebook) . Google fne-, LinkedIn €erp—and-, X (formerly Twitter Inc ) and TikTok . We also broadly compete for
advertiser budgets with other forms of traditional and online marketing, including keyword advertising, social media marketing
and display advertising . In addition, large and established internet and technology companies may have the power to
significantly change the very nature of digital advertising marketplaces in ways that could materially disadvantage us.
Some of these companies could leverage their positions to make changes to their web browsers, mobile operating systems,
platforms, exchanges, networks or other solutions or services that could be significantly harmful to our business and
results of operations. Some of these companies also have significantly larger resources than we do, and in many cases
have advantageous competitive positions in popular products and services such as Amazon Advertising, Google Search,
YouTube, Chrome, Meta Platforms, and Apple Search Ads, which they can use to their advantage. Furthermore, our
competitors have invested substantial resources in innovation, which could lead to technological advancements that
change the competitive dynamics of our business in ways that we may not be able to predict . Loss of existing or future
market share to new competitors and advertisers allocating finite budgets to competitors could substantially harm our business,
results of operations, and financial condition. Loss of large media partners could have a significant impact on our revenue and
results of operations. A significant portion of our recommendations are placed on web pages and mobile applications of a small
number of our media partners. Certain partners may reduce or terminate their business with us at any time for any reason,
including as a result of changes in their financial condition or other business circumstances, such as a change in strategy or
model by which they monetize their propertre% Our largest media partner accounted for appr oxrmately 10 % of our revenues in
2023 and 2022 and 11 % of our revenues in 2022-and-202 1 arre-tw :
for-approximately 10-%-of ourreventesin2026-. If a large media partner feéuees—er—teiﬁmates—rts-re}a&eﬁshrp—ﬁ&ﬂa—us- or if
several small or medium- sized media partners , terminate their relationships with us or reduce the amount of inventory we
receive from them, whether based on their decisions or changes in the ecosystem , we may not have access to sufficient
media partners to satisfy demand from advertisers resulting in lower revenues. In addition, losing key media partners may lead
advertisers to seck alternate advertising solutions, which could slow our growth. A media partner may terminate its relationship
with us and enter into a relationship with a competitor, and to the extent that becomes a long- term relationship, reestablishing
our relationship with that media partner may prove difficult. As discussed above, establishing relationships with media partners
may involve long sales cycles. As a result, the loss of a significant media partner relationship or of several small or medium-
sized media partner relationships could have a material adverse impact on our business, results of operations and financial
condition. Our revenue growth and future prospects will be adversely affected if we fail to expand our advertiser and agency
relationships. Our revenue growth depends on our success in expanding and deepening our relationships with existing
advertisers. Our growth strategy is premised in part on increasing spend from existing advertisers. In order to do so, we must be
able to demonstrate better results for our advertisers with increased user engagement and ROAS, among other things. We do not
have long- term commitments from our advertisers. We also seek to increase the number of advertisers and to reach new
advertisers , both directly and through their media agencies . Attracting new advertisers and expanding existing relationships
with our advertisers requires substantial effort and expense. In particular, large advertisers with well- established brands may
require us to spend significant time educating them about our platform and solutions. It may be difficult and time consuming to
identify, sell and market to potential advertisers who already allocate their budgets to large competitors and who expect to see a
qrnnlar return on investment before drversrfyrng or allocatrng a portion of their advertrsrng budgets tous. As ﬂew—adveft-tsefs

aﬁd—ma—y—exeeed—reseﬁ*es—fe&meh—eeﬁiﬂgeﬂeiesﬂ*s—we expand the apphcatron of our solutions, we 1nerea§1ngly depend on

media agencies te-who assist advertisers in planning and purchasing advertising for brand marketing objectives, such as
preference shift and brand awareness. Media agencies may require platforms like ours to be added to preferred partners
programs, connect to designated intermediaries or make various commitments. It may be difficult, costly or time-
consuming to meet media agency requirements and may not result in revenue growth. If we are unsuccessful in
developing new advertiser and agency relationships and maintaining and expanding our existing relationships, our
results of operations and prospects will be adversely affected. e typteatty-are subject to payment- related risks that may
adversely affect our business, working capital, financial condition and results of operations. Our business has been and




may be further impacted by the ability or willingness of our advertisers to pay for their use of our platform. New
advertisers spending on our platform, or existing advertisers allocating greater budgets to our platform, has resulted in
an increase in our credit loss exposure. We may be involved in disputes with our advertisers, and in the case of agencies,
their advertisers, over the operation of our platform, the terms of our agreements or our billings for purchases made by
them through our platform. If we are unable to resolve disputes with our clients or our advertisers are experiencing
financial hardship, it is less likely that we will be able to collect payment, and we may lose clients or clients may decrease
their use of our platform and our financial performance and growth may be adversely affected. Even if we are not paid
by advertisers on time or at all, we may still be obligated to pay our media partners, and as a consequence, our business,
financial condition and results of operations could be adversely impacted. We have had clients who have declared
bankruptcy or gone out of business without remitting full payment to us, and we have incurred write- offs for credit
losses as a result of the failure of our advertisers to make payments to us in a timely manner or at all. If we are unable to
collect payment from advertisers or media agencies due to their inability to pay, refusal to pay or bankruptcy, we will
incur further write- offs for credit losses, which could harm our results of operations. In the future, credit loss may
exceed reserves for such contingencies and our credit loss exposure may increase over time. Any increase in write- offs
for credit loss could harm our business, financial condition and results of operations. We also regularly experience slow
payment cycles by advertistng-media agencies as is common in our industry . In terms of our payment obligations ,

typically and-inseme-instanees-, we are contractually required to pay our media partners within a negotiated period of
time, regardless of whether our advertisers or agency clients pay us on time, or at all. While we attempt to negotiate long
payment periods with our media partners and shorter periods from our advertisers and seek to enforce the payment
terms currently in place with our clients, we are not always successful. As a result, we must manage timing issues
between our accounts payable and our accounts receivables. Our collections and payments cycle may increasingly
consume working capital if we continue to be successful in growing our business. If we are unable to generate sufficient
funds from operations or borrow on commercially acceptable terms or at all, our working capital availability could be
reduced, and as a consequence, our financial condition and results of operations would be adversely impacted. Many of
our contracts with media agencies provide that if the advertiser does not pay the agency, the agency is not liable to us, and
we must seek payment solely from the advertiser , a type of arrangement called sequential liability . H-we-are-unsueeesstut
Contracting with these agencies, which in some cases have or may developifig—-- develop rew-higher- risk credit profiles,
may subject us to greater credit risk than if we were to contract directly with advertisers. This credit risk may vary
dependlng on the nature of an advertlsmg agency s aggregated advertiser base ﬁﬂd—ageﬂey—fekﬁieﬁs%nps—&ﬂd—mamt&mmg

v . The failure of our
recommenddtlon engine to accumtely predict uset-consumer engdﬂement may ddversely atfect our busmess results of
operations, and financial condition. The success of our recommendation engine depends on the ability of our proprietary
algorithms to predict the likelihood users will engage with our recommendations and on the quality of our data assets. We need
to continuously deliver satisfactory results for users, media partners and advertisers in order to maintain revenue, which, in turn,
depends in part on the optimal functioning of our platform and solutions. Therefore, a failure of our recommendation engine to
accurately predict user engagement could negatively affect our results of operations and revenue. If the quality of our
recommendations-advertisements deteriorates, or if we fail to present interesting content to consumers eurasers-, we may
experience a decline in user engagement, which could result in the loss of media partners. Our technology selects the
recommendations-that-what are-is displayed to users-consumers on the online properties of our media partners. Our success
depends on our ability to make valuable recommendations to organic experiences and ads , which, in turn, depends on the
quality of reeemmendations-tn-our index and our ability to predict engagement by an individual aser-consumer within a specific
context. We believe that one of our key competitive advantages is our recommendation-teehnology-Al prediction engine .
Subject to our advertiser guidelines, we offer our media partners a degree of flexibility with respect to the type of
recommendation that they believe will appeal to their audience based on the editorial tone of their properties. If the quality of
our recommendations suffers, whether due to our actions or decisions made by our media partners, the types of advertisers
interested in utilizing our platform, or we are otherwise unable to provide users with valuable and relevant recommendations,
user engagement may decline or perceptions of our recommendations may be adversely impacted. If we experience a decline in
asers-consumers or w#set-their engagement, for example, because asers-consumers begin to ignore our platform or direct their
attention to other elements on the online properties of our media partners, our media partners and advertisers may in turn not
view our solutions as attractive, which could harm our business, results of operations, and financial condition. The content of
advertisements could damage our reputation and brand, or harm our ability to expand our base of users-consumers , advertisers
and media partners, and negatively impact our business, results of operations, and financial condition. Our reputation and brand
may be negatively affected by ads that are deemed to be hostile, infringing, offensive or inappropriate by asers-consumers and
media partners. From time to time, we make changes in our advertiser guidelines that can result in the inclusion or exclusion of
certain types of ads. We cannot predict with certainty the impact that such changes might have on user engagement or
perceptions of our recommendations. We have adopted policies regarding unacceptable advertisements and retain authority to
remove ads that violate these policies; however, advertisers could nonetheless provide such content and occasionally circumvent
our policies. If any of those ads lead to hostile, infringing, offensive or inappropriate content, our reputation could suffer by
association. The safeguards we have in place may not be sufficient to avoid harm to our reputation and brand. This could
adversely affect existing relationships with media partners and advertisers, as well as our ability to expand our user and media
partner base, and harm our business, results of operations, and financial condition. Conditions in Israel eextd-materiaty,
including the ongoing conflict between Israel and Hamas and other terrorist organizations, may adversely affect our

operations and limit business—Many-of-our employees-ability to market . inelading-support and innovate on our products,




which would lead to a decrease in revenues. Because a material part of our operations are conducted in Israel and certain
members of our board of directors and management tean;-operate-fronr-as well as many of our efftees-employees and
consultants, including employees of our service providers, are located in [sracl , our business and operations are directly
affected by economic, political, geopohtlcal and mllltary condltlons in Israel -I-n—add-rt—teﬁ—Smce the establnshment of the
State of Israel in 1948 a number of e d ofts 5

g with-Jrantan—bae military—fo 111-Syﬂa—thereg10n -I-ﬂ—ae}d-rt-reﬁ—l-f&n—has
ed-toattacksracl-and-ma developingnuelearweapens hese-These conflicts have involved hestilities
mlssﬂe strlkes beiﬂg—ﬁ-fed—ffeﬂa—the—Ga—za—Stﬂp— Lebanon-hostile infiltrations and Syria
terrorism against civilian targets in various parts of Isracl, inelading-areasir-which have enremployees-aretoeated,which

negatively affected business conditions in [srael. Any-In October 2023, Hamas terrorists infiltrated Israel’ s southern
border from the Gaza Strip and conducted a series of attacks on civilian and military targets. Hamas also launched
extensive rocket attacks on the Israeli population, industrial centers located along Israel’ s border with the Gaza Strip
and in other areas within the State of Israel. These attacks resulted in extensive deaths, injuries and kidnapping of
civilians and soldiers. Following the attack, Israel’ s security cabinet declared war against Hamas and a military
campaign against these terrorist organizations commenced in parallel to their continued rocket and terror attacks. In
connection with the Israeli security cabinet’ s declaration of war against Hamas and possible hostilitics invetving-with
other organizations, several hundred thousand Israeli military reservists were drafted to perform immediate military
service. Certain of our employees in Isracl , in addition to employees of er-our service providers located in the-interruption
oreurtatment-of trade-between-Isracl , have been called, and additional employees may be called, for service in the current
or future wars or other armed conﬂlcts, and such persons may be absent for and-- an -rts—tfaérﬂg—p&ftﬂefs—eetr}d-extended
period of time. As a result, our operations may be disrupted by such absences, which may materially and adversely affect
our business and results of operations ;results-. The intensity and duration of Israel’ s current war against Hamas and
other terror organizations, as well as additional potential crises involving hostile countries, such as Iran, are difficult to
predict, as are the economic implications on the Company’ s business and operations and finanetat-on Israel’ s economy in
general. These events may be intertwined with wider macroeconomic indications of a deterioration of Israel’ s economic
standing, including the downgrading of Israel' s credit rating by rating agencies, which may have a material adverse
effect on the Company and its ability to effectively conduct its operations. Furthermore, following the Hamas and
Hezbollah attacks on Israel, the Houthi movement, which controls parts of Yemen, launched several attacks on marine
vessels traversing the Red Sea, which were thought either to be in route toward Israel or to be owned by Israeli persons.
The Red Sea is a vital maritime route for international trade traveling to or from Israel, and in response to the Houthi
movement’ s attacks, coalition forces led by the United States and United Kingdom have targeted sites in Yemen. The
hostilities with Hamas, Hezbollah and other organizations and countries have included and may include terror, missile
and drone attacks. In the event that Israel’ s communications infrastructure or other public utilities are damaged as a
result of hostile actions, or hostilities otherwise disrupt our ongoing operations, our ability to deliver and / or service our
products in a timely manner to meet our customer expectations could be materially and adversely affected. We also do
business with advertisers and media partners located in Israel. The eonditiorrconditions described above may impact
advertising demand and the extent of monetization on media partners in Israel. A portion of our business (less than 5 %
of our revenues) is from advertisers in Israel displaying ads on media partner inventory in Israel which has been
impacted by the above events . Our commercial insurance does not cover losses that may occur as a result of events associated
with war and terrorism. Although the Israeli government currently covers the reinstatement value of property damage and
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government coverage will be mdmldlmd or that it will su lmulll\ cover our potential damages. Am losses or damages incurred
by us could have a material adverse effect on our business. Any-armed-eonthets-Further, in the past, the State of Israel and
Israeli companies have been subjected to economic boycotts. Campaigns of boycotts, divestment and sanctions
undertaken against Israel, could adversely impact our business. In addition, some countries around the world restrict
doing business with Israel and Israeli companies, and additional countries may impose restrictions on doing business
with Israel and Israeli companies if hostilities in Israel or political instability in the region swetddikelyregatively-continue
or increase. There have also been increased efforts by countries, activists and organizations to cause companies and
consumers to boycott Israeli goods and services. In January 2024, the International Court of Justice (“ ICJ ), issued an
interim ruling in a case filed by South Africa against Israel in December 2023, making allegations of genocide amid the
war in Gaza, and ordered Israel, among other things, to take measures to prevent genocidal acts, prevent and punish
incitement to genocide, and take steps to provide basic services and humanitarian aid to civilians in Gaza. There are
concerns that companies and businesses will terminate, and may have already terminated, certain commercial
relationships with Israeli companies following the ICJ decision. The foregoing efforts by countries, activists and
organizations, particularly if they become more widespread, as well as the ICJ rulings and future rulings and orders of
other tribunals against Israel (if handed), may materially and adversely impact our ablllty to sell and provide our
products and services outside of Israel. Finally, political conditions within Israel may affcct business-eonditions-and-eonld
harm-our results-efoperations. Fhe-Israel has held five general elections between 2019 and 2022, and prior to October



2023, the Isracli government pursued ts-eurrently-pursuing-extensive changes to Israel” s judicial system , which sparked
extensive political debate and unrest . [n response to such initiative the-feregoing-developments-, many individuals,
organizations and institutions, both within and outside of Israel, have voiced concerns that the proposed changes may negatively
impact the business environment in Israel including due to reluctance of foreign investors to invest or transact business in Israel,
as well as to increased currency fluctuations, downgrades in credit ating-ratings , increased interest rates, increased volatility in
security markets, and other changes in macroeconomic conditions. To date, these initiatives have been substantially put on

hold. If Sueh-such pfepesed-changee to ma-y—a-lse—advefsebka-ffeet—theh}abeﬁﬁ&rket—m—lsrael ’ s ]udlClal system are agam

pursued by o o J
the government and approved by the parllament th1s may have an adver%e effect on our bu@me@% our re%ult% of operatlonq

s our managemem —Sﬁeh-disﬁtpﬁeﬂ—eet&d—m&teﬂa-l-lry—advefsely
a—ffeet—etuebus*rness—ﬁﬂanetal-eeﬁdtﬁeﬁ—and fesa-l-ts-board of eperattens-directors . Our current business model depends on
media partrers-owners maintaining open access digital properties, monetizing through advertising and attracting users to their
digital properties, and could be impacted by continued pressure on the publishing industry. Our platform depends on users
continuing being-able-to consume content freety-on media partners-owners ° digital propertics. Media owners face challenges
growing and maintaining their audiences a result of the proliferation of new and innovative content distribution
methods such as social media platforms. The overall decline in media owner audiences limits available advertising
inventory creating financial pressure on media owners who rely on advertising to operate their business. As a result of
these evolving trends, we have seen and may continue to see media owners consolidating or ceasing to operate. In
addition, Seme-some media partners, typically those that participate in both print and digital publishing, charge their users a
subscription fee for online access by implementing a paywall. Our business may be negatively impacted by media partners
shifting from open access to paywalls or generating less user interest because it may decrease our access to #sers-consumers
and advertising inventory. If media partners consohdate, cease to operate, or shift thelr revenue model@ from advertlslng’fe—&
subseription—based-serviee-, this they-ma
recommendations-and-ads-whieh-could negatlvely affect our bll§1116§§ re%ult% of operatlonq and ﬁnanc1al condltlon To the
extent we have long- term commitments with our media partners, and they are adversely impacted by the evolving
media owner landscape, we may not be able to recoup our investment in our media partners . Our results of operations
may fluctuate significantly from period to period and may not meet our expectations or those of securities analysts and
investors. Our results of operations have fluctuated in the past, and future results of operations are likely to fluctuate as well. In
addition, because our business continues to evolve, you should not place undue reliance on our historical results of operations in
assessing our future prospects. Factors that can cause our results of operations to fluctuate include: ¢ changes in demand and
competition for ad inventory sold on our platform; ¢ changes in our access to valuable ad inventory of media partners; ¢ the
addition or loss of media partners on our platform, and / or loss of ad inventory from a media partner; ¢ costs associated with
adding or attempting to retain media partners; ¢ the continuation or worsening of unfavorable economic or business conditions or
downturns or instability in financial markets; ¢ seasonality of our business; ¢ changes in consumer usage of devices and channels
to access media and digital content; * changes in the structure of the buying and selling of digital ad inventory; * changes in the
pricing policies of media partners and competitors; ¢ changes in third- party service costs; ¢ changes and uncertainty in our
legislative, regulatory, and industry environment, particularly in the areas of data protection and consumer privacy; *
introduction of new technologies or solutions; ¢ unilateral actions taken by demand side platforms, agencies, advertisers, media
partners, and supply side platforms; ¢ changes in our capital expenditures as we acquire hardware, technologies, and other assets
for our business; and ¢ changes to the cost of retaining and adding highly specialized personnel. Any one or more of the factors
above may result in significant fluctuations in our results of operations. Our profitability has been and may continue to be
adversely impacted, or may fluctuate on a quarterly basis, due to guarantees that we have provided to some of our media
partners. In order to secure favorable terms, such as exclusivity and longer- term agreements, we may offer media partners
contracts with guaranteed minimum rates of payments. These guarantees require us to pay the-our media ewser-partner for the
ad impressions we receive, regardless of whether the consumer engages with the ad or we are paid by the advertiser. If the level
of aser-consumer engagement on a media partner property or overall advertiser demand falls, the payments to our media
partners with guaranteed minimum rates of payment may adversely impact our Ex- TAC Gross Profit and our margins. This
includes the possibility of paying a media partner an amount in excess of the revenue that we generated from ads served on that
media partner property. The revenue from ads served on a media partner property or overall advertiser demand could drop for
reasons outside of our control. It is also possible that we will agree to a rate of payment that is more difficult to profitably
recoup than we originally believed. In addition, many of our contracts that contain guarantee arrangements set a single rate of
payment and do not account for seasonal revenue fluctuations. As a result, our gross profit margins may fluctuate with the
seasonality of the business. Additionally, these guarantees may adversely impact our traffic acquisition costs in absolute dollar
terms and as a percentage of revenue, as well as overall profitability. The provision of guaranteed minimum rates to additional




media partners or to existing media partners upon contract renewal, or the provision of such guarantees in contracts that
contemplate a large number of page views, such as some of the contracts we have entered into with large media partners, may
increase the risk that our gross profit and / or margins may be adversely impacted for the reasons we describe above. Seasonal
fluctuations in advertising activity and large cyclical events could have a material impact on our revenue, cash flow and
operating results. Our revenue, cash flow, operating results and other key operating and performance metrics may vary from
quarter to quarter due to the seasonal nature of our advertisers’ spending. For example, advertisers tend to devote more of their
advertising budgets to the fourth calendar quarter to coincide with user holiday spending. Moreover, advertising inventory in the
fourth quarter may be more expensive due to increased demand. Other large cyclical events that attract advertisers, such as
elections, the Olympics and other sporting events, the Oscars, or other large entertainment events, also could cause our revenue
to increase during certain periods and decrease in other periods. If currency exchange rates fluctuate substantially in the future,
our results of operations, which are reported in U. S. dollars, could be adversely affected. We are exposed to the effects of
fluctuations in currency exchange rates. A significant percentage of our international revenue is from advertisers who pay us in
currencies other than the U. S. dollar. We also incur operating expenses in local currencies, including with respect to employee
compensation, at our offices outside of the United States and, most significantly, in Israel, the United Kingdom and Euro- based
countries where we operate. Fluctuations in the exchange rates between the U. S. dollar and those other currencies could result
in the U. S. dollar equivalent of such foreign- denominated revenue being lower than would be the case if exchange rates were
stable and the U. S. dollar equivalent of such expenses being higher. This could have a negative impact on our reported
operating results. We evaluate periodically the various currencies to which we are exposed and take hedging measures to reduce
the potential adverse impact from the appreciation or the depreciation of our non- U. S.- dollar- denominated operations, as
appropriate. Any such strategies, such as forward contracts, options and foreign exchange swaps related to transaction exposures
that we may 1mplement to mltlgate th1s rlsk may not fully ehrmnate our eXposure to forelgn exchange ﬂuctuatlons —l-nel-ud-tﬁg-euf

Our business depends on our ab111ty to collect use and dlsclose data to dehver advertlsements Any hmltatlon 1mposed on our
collection, use or disclosure of this data could significantly diminish the value of our solution. We use “ cookies, ” or small text
files placed on consumer devices when an Internet browser is used, as well as mobile device identifiers, to gather data that
enables our platform to be more effective. We collect this data through various means, including code that media partners and
advertisers implement on their pages, software development kits installed in mobile applications, our own cookies, and other
tracking technologies. Our advertisers, directly or through third- party data providers, may choose to further target their
campaigns within our platform. The data we collect improves our algorithms and helps us deliver relevant recommendations
with greater #ser-consumer engagement. Our ability to collect and use data is critical to the value of our platform. Without
cookies, mobile device IDs, and other tracking technology data, our recommendations would be informed by less information
about user interests and advertisers may have less visibility into their return on ad spend. If our ability to use cookies, mobile
device IDs or other tracking technologies is limited, we may be required to develop or obtain additional applications and
technologies to compensate for the lack of cookies, mobile device IDs and other tracking technology data, which could be time
consuming or costly to develop, less effective, and subject to additional regulation. As described in more detail below in this
Item 1A under “ User growth and engagement depends upon effective interoperation with devices, platforms and standards set
by third parties that we do not control, ” prominent technology companies also have discontinued, or announced intentions to
discontinue, the use of certain cookies, and to develop alternative methods and mechanisms for tracking users. Additionally, we
are subject to laws and regulations related to data privacy, data protection, information security, and consumer protection across
different markets where we conduct our business, which could potentially impact our ability to collect, use, and disclose data as
described in this Item 1A under “ We are subject to laws and regulations related to online privacy, data protection, and
information security, and consumer protection across different markets where we conduct our business, including in the United
States and Europe. Such laws, regulations, and industry requirements are constantly evolving and changing and could potentially
impact data collection and data usage for advertising and recommendations. Our actual or perceived failure to comply with such
obligations could have an adverse effect on our business, results of operations, and financial condition. ” There are many
technical challenges relating to our ability to collect, aggregate and associate the data, and we cannot assure you that we will be
able to do so effectively, which would adversely affect our business, results of operations, and financial condition. User growth
and engagement depends upon effective interoperation with devices, platforms and standards set by third parties that we do not
control. Our recommendations-advertisements arc currently accessed through desktops, laptops and mobile devices, and are
adaptable across many digital environments, including web pages, mobile applications, email and video players. In the future,
our reeommendations-advertisements may be accessed through other new devices and media platforms. As a result, we depend
on the interoperability of our solutions with popular devices, platforms and standards that we do not control. For example,
because many users access our platform through mobile devices, we depend on the interoperability of our solutions with mobile
devices and operating systems such as Android and iOS. Any changes in, or restrictions imposed by, such devices, platforms or
standards that impair the functionality of our current or proposed solutions , limit what our media partners may or may not
display, how they acquire audiences, or give preferential treatment to competitive products or services could adversely affect
usage of our platform. Some users also download free or paid “ ad blocking ” software on their computers or mobile devices, not
only for privacy reasons, but also to counteract the adverse effect advertisements can have on the user experience, including
increased load times, data consumption, and screen overcrowding. If more users adopt these measures, our business, results of
operations, and financial condition could be adversely affected. Many applications and other devices allow users to avoid
receiving advertisements by paying for subscriptions or other downloads. Prominent media technology companies, including
Google, are also limiting what advertisements may be rendered through their browsers in the name of user experience and load
times. Ad- blocking technologies negatively impact eenld-have-an-adverse-effeetonour business by reducing sresults-of



eoperations;-and-finanetal-eondittonif-theyreduee-the volume or effectiveness and value of advertising. Prominent technology

companies also have discontinued, or announced intentions to discontinue, the use of certain cookies, and to develop alternative
methods and mechanisms for tracking users. The most commonly used Internet browsers allow users to modify their browser
settings to block first- party cookies (placed directly by the media partner or website owner that the user intends to interact with)
or third- party cookies, and some browsers block third- party cookies by default. For example, Apple already prohibits the use
of third- party cookies and moved to *“ opt- in ” privacy models with iOS requiring users to voluntarily choose (opt- in) to permit
app developers to track them across applications and websites and therefore receive targeted ads. InJanaary2020;,-Google has
announced #s-- it w1ll deprecate Tﬁfeﬂﬁeﬁ—te-hﬂ‘ﬂ't—t he use 01‘ third- party cookles in its C lnome web blOV\ ser by the end 01‘ %92—3
2024 —InFebruar y : G 6 W va
s—t-ha-t—wﬂi—pfevﬁrt—&aekmg—&efess—&pphe&ﬁeﬂs— As a consequence 01‘ these ﬂpeeﬂa—rﬁg—chdnges fev\ er of our cookles or medld
partners’ cookies may be set in browsers or be accessible in mobile devices, which adversely affects our business. As companies
replace cookies, it is possible that such companies may rely on proprietary algorithms or statistical methods to track users
without cookies, or may utilize log- in credentials entered by users into other web properties owned by these companies, such as
their email services, to track web usage, including usage across multiple devices. Alternatively, such companies may build
different dnd potentlally plopnetdw user tIdelnL methods mto theu W 1dely used web brow Sers. AnyAl-ﬂ‘reﬂgh—we—beheve-vve
y-ela W hts-transition
Could be more disruptive, SlOWGI or more expensive than we Curlently anticipate, and could mdtendlly atfect the accuracy of
our recommendations and ads and thus our ability to serve our advertisers, adversely affecting our business, results of
operations, and financial condition. If we fail to detect and prevent click fraud or other invalid engagements with the
advertisements we serve, we could lose the confidence of our advertisers, which would cause our business to suffer and
negatively impact our financial results. Our success relies on delivering measurable business value to our advertisers. We are
exposed to the risk of fraudulent and otherwise invalid engagements that advertisers may perceive as undesirable. A major
source of invalid engagements is click fraud in which a user, automated script or computer program intentionally engages with
ads for reasons other than accessing the underlying content. If we are unable to detect and prevent such fraudulent or malicious
activity, or other invalid engagements or if we choose to manage traffic quality in a way that advertisers find unsatisfactory, the
affected advertisers may experience or perceive a reduced return on their investment in our platform, which could lead to
dissatisfaction with our solutions, refusals to pay, refund demands or withdrawal of future business. This could damage our
brand and lead to a financial loss or to a loss of advertisers which would adversely affect our business, results of operations, and
financial condition. Our failure or the failure of third parties to protect our sites, networks and systems against security
breaches, or otherwise to protect our confidential information or the confidential information of our partners, could
damage our reputation and brand and substantially harm our business and operating results. We collect, maintain,
transmit and store data about consumers, clients, employees, business partners and others, including personally
identifiable information, as well as other confidential information. We also engage third parties that store, process and
transmit these types of information on our behalf. We have experienced and expect to continue to experience actual and
attempted cyberattacks. Our security measures, and those of our third- party service providers, might not detect or
prevent all attempts to breach our systems including, denial- of- service attacks, viruses, malicious software, break- ins,
phishing attacks, social engineering, security breaches, ransomware, credential stuffing attacks or other attacks and
similar disruptions that may jeopardize the security of information stored in or transmitted by our websites, networks
and systems or that we or such third parties otherwise maintain. We and such third parties might not anticipate or
prevent all types of attacks, and because techniques used to obtain unauthorized access to or sabotage systems change
frequently, attacks might not be known to us or our third- party service providers until after they are launched. In
addition, security breaches can occur as a result of non- technical issues, including intentional or inadvertent breaches by
our employees or by third parties. These risks may increase over time as the complexity and number of technical systems
and applications we use also increases. Breaches of our security measures or those of our third- party service providers
or cyber security incidents could result in: unauthorized access to our applications, sites, networks and systems;
unauthorized access to and misappropriation of data and customer information, including customers’ personally
identifiable information, or other confidential or proprietary information of ourselves or third parties; phishing scams
and malware, ransomware and other malicious Internet- based activity; deletion or modification of content or the
display of unauthorized content on our sites; interruption, disruption or malfunction of operations; costs relating to
breach remediation, deployment of additional personnel and protection technologies, response to governmental
investigations and media inquiries and coverage; engagement of third- party experts and consultants; litigation;
regulatory action; and other potential liabilities. Any security breach or cyber incident, whether actual or perceived,
which impacts us or one of our third- party service providers could significantly damage our reputation and brand,
cause our business to suffer through, among other things, loss of, or failure to attract, media partners or advertisers and
we could be required to expend significant capital and other resources to alleviate problems caused by such breaches. In
addition, some jurisdictions have enacted laws requiring companies to notify individuals of data security breaches
involving certain types of personal data, and our agreements with certain partners may require us to notify them in the
event of a security incident. These mandatory disclosures may lead to negative publicity and may cause our users, media
partners or advertisers to lose confidence in the effectiveness of our data security measures. In the European Union and
United Kingdom a data breach involving personal data will generally require notification of the relevant Supervisory
Authority (ies) and, where the risk to individuals is high, notification of the affected individuals themselves. In the
European Union and United Kingdom there is a possibility of significant fines being imposed in the event of a security
breach. Any security breach or cyber incident, which impacts us or one of our third- party service providers, or any




failure on our part or on the part of such third parties to protect our sites, networks and systems or to protect our
confidential information or the confidential information of others could damage our reputation and brand and
substantially harm our business and operating results. Our business depends on our ability to maintain and scale our
technology platform. Real or perceived errors, disruptions or outages in our platform, including due to the possible cyberattacks
discussed above or our failure to maintain adequate security and supporting infrastructure, could adversely affect our operating
results and growth prospects. We depend upon the sustained and uninterrupted operation of our platform to generate
recommendations, serve ads, manage our content index, continually improve and analyze our data assets and optimize
performance in real time. If our platform cannot scale to meet demand, or if there are errors, bugs, or other performance failures,
including any related to our third- party service providers, in our execution of any of these functions on our platform, then our
business may be harmed. Undetected bugs, defects, errors and other performance failures may occur, especially when we are
implementing new solutions or features. Despite testing by us, such performance failures in our platform may occur, which
could result in negative publicity, damage to our brand and reputation, loss of or delay in market acceptance of our solutions,
increased costs or loss of revenue, loss of competitive position or claims by advertisers or media partners for losses sustained by
them. We also face risks of disruptions of service from third- party interference with our platform. As discussed above,
Gybefa—t-taelecyberattack technlque% are constantly evolvrng and becomrng mcreasrngly drverqe and eophrqtrcated—‘#e—have

desrgned wrth degr adatron featureq that enable us to turn off our feeeﬁ&mendaﬁeﬁs—orgamc experlences and ads Wrthout
producrng white space on the media partner’ s propertre% for the vast majorrty of our media partners. While we have robu%t
systems in place to counter attacks breaches ane S : akce-o
offtine-by-overloadingitsservers), attacks have occurred and we cannot guarantee that future attacks may not have dire
consequences, including impacting what may be displayed on the properties of our media partners and advertisers. Disruptions
to our platform and our servers could interrupt our ability to provide our solutions and materially affect our reputation,
relationships with media partners and advertisers, business and results of operations. There can be no assurance that any
limitation of liability provisions in our contracts would be enforceable or adequate or would otherwise protect us from any such
liabilities or damages with respect to any particular claim arising from a cyber incident. We also cannot be sure that our existing
insurance coverage will continue to be available on acceptable terms, will be available in sufficient amounts to cover one or
more large claims, or that insurers will not deny coverage as to any future claim. Moreover, anticipating cyberattacks or
alleviating problems resulting from errors or disruptions in our platform could require significant resources, which would
adversely impact our financial position, and results of operations . We use artificial intelligence in our business, and
challenges with properly managing its use could result in reputational harm, competitive harm, and legal liability, and
adversely affect our results of operations. Our business relies on the incorporation of machine learning and predictive Al
solutions into our platform, offerings, services and features. Our competitors or other third parties may incorporate Al
into their products more quickly or more successfully than us, which could impair our ability to compete effectively and
adversely affect our results of operations. Additionally, if the content, analyses, or recommendations that Al applications
assist in producing are or are alleged to be infringing, deficient, inaccurate, or biased, our business, financial condition,
and results of operations may be adversely affected and we may be subject to the risk of litigation. We have also
announced that we are experimenting with various generative Al capabilities with the goal of automating and
significantly enhancing platform functionality, ad variety and overall engagement. Generative Al, however, also presents
emerging ethical issues and if our use of AI becomes controversial, we may experience brand or reputational harm,
competitive harm, or legal liability. The rapid evolution of Al, including government regulation of Al, may impede our
ability to do business and will require significant resources to ensure compliance . Failures or loss of our infrastructure,
including hardware and software, with respect to us and other service providers on which we rely, could adversely affect our
business. We rely on owned and leased servers and other third- party hardware and infrastructure to support our operations. To
support our business needs, we operate our own proprietary cloud infrastructure using third party data centers co- located in
three geographically separate locations managed by three different vendors in the United States. In addition, we also serve
recommendations from a public cloud based in Europe. We do not have control over the operations of these facilities or
technology of our cloud and service providers, including any third- party vendors that collect, process and store personal data on
our behalf. Our systems, servers and platforms and those of our service providers may be vulnerable to computer viruses,
physical or electronic break- ins, sabotage, intentional acts of vandalism and other misconduct that our security measures or the
security measures of these service providers may not detect. Individuals able to circumvent such security measures may disrupt
our operations, damage our hardware and infrastructure, misappropriate confidential or proprietary information or otherwise
impair our reputation and business. Additionally, to the extent that our cloud and other service providers s-experience security
breaches that result in the unauthorized or improper use of confidential data, employee data or personal data, we may not be
indemnified for losses resulting from such breaches. There can be no assurance that we or our third- party providers will be
successful in preventing security breaches, including as a result of cyber attacks, or successfully mitigating their effects. Further,
our servers and data centers are vulnerable to damage or interruption from fires, natural disasters, terrorist attacks, power loss,
telecommunications failures or similar catastrophic events. If a data center goes offline, an alternate data center would take over
our serving and data storage needs, but our service may be slowed or degraded as a result until full data center operations are
restored. We cannot assure you that future outages may not have material adverse consequences to our business. Moreover, if
for any reason our arrangement with one or more of the providers of the servers that we use is terminated, we could incur
additional expenses in establishing new facilities and support. We depend on highly skilled personnel to grow and operate our
business, and if we are unable to hire, retain and motivate our personnel, we may not be able to grow effectively. Our future




success depends upon contributions from our employees, in particular our senior management team. We do not maintain key
person life insurance for any employee. From time to time, there may be changes in our senior management team, and such
changes may be disruptive to our business. Our growth strategy also depends on our ability to expand and retain our
organization with highly skilled personnel. Identifying, recruiting, training and integrating qualified individuals will require
significant time, expense and attention. In addition to hiring new employees, we must continue to focus on retaining our best
employees. Competition for highly skilled personnel in our industry is challenging across all our locations, particularly in New
York City, where our headquarters are located, and in Israel and Slovenia, where we conduct the majority of our research and
development activities. We may need to invest significant amounts of cash and equity and, therefore, may be impacted by our
share performance, to attract and retain employees and we may not realize returns on these investments. If we are not able to
effectively add and retain employees, our ability to achieve our strategic objectives could be adversely impacted, and our
business could be harmed. Our corporate culture has contributed to our success, and if we cannot maintain it as a result of our
hybrid work model or otherwise, we could lose the innovation, creativity, and teamwork fostered by our culture, and our
business may be harmed. We believe our corporate culture has been a critical component of our success as we believe it fosters
innovation, creativity, and teamwork across our business, helping to drive our success. We cannot ensure we can effectively
maintain our corporate culture as we continue to grow and maintain the hybrid work model we established as a result of
COVID- 19. As we expand and change, in particular across multiple geographies, following acquisitions, et-in amore remote
environment-environments or in global talent centers , it may be difficult to preserve our corporate culture, which could
reduce our ability to innovate, create, and operate effectively. Over time, factors such as expansion , dispersal and remote
operations may also decrease the cohesiveness of our teams, which is critical to our corporate culture. The failure to preserve our
culture could adversely affect our business, results of operations, and financial condition by negatively affecting our ability to
attract, recruit, integrate and retdm employees Contmue to perform at current levels, dnd effectiv ely execute our business
strategy. Utilizing labor avatle Ao avatia
in foreign countries may

pemt—te—draw—dewa—eﬁ-rt—the—tefms—e-ﬁetuhfaeﬂﬁysubject us to additional rlsks, whlch could have an adverse effect on our

business, operating restriettons-results and financial condition

bﬁsrﬂess-aﬂd—ﬁ-naﬂemg—&etwr&es— We have attempted S

lower cost labor in foreign countries, such
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eeﬁatn—demesﬁe—sabsrdr&ry—ee— shore labor. Countrles outslde botrey i i d
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degrees of political and social instability and may lack the mfrastructure to w1thstand pohtlcal unrest, natural dlsasters,
pandemics eur—- or other instability + pro d 6 presettattonsatid
wrarranties—, which could interfere -rne}udmg—vv‘rt-heut—l-mtaﬁeﬂ—\ 7ith fespeet—work performed by these labor sources or
could result in our having to eeHateral:-aceountsreeetvable-replace or reduce these labor sources. Moreover, we may have
difficulty in successfully staffing, transitioning knowledge of systems and controls, and managing our foreign operations,
which could impact our business, finanetals— financial +litigation-indietment-and-eomphanee-with-condition or results of
operations. Doing business outside of the U. S. also increases our risk exposure to anti- corruption laws +diselesure-and no
materiat-adverse-effeetregulations such as the F orelgn Corrupt Practlces Act eaeh—any v1olat10n of w hich 1s—a—eeﬁd-rﬁeﬂ
could expose us to significant funding- 6
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a posmxe financial outcome Further, such activity mdy result in the company operatms_ in busmesses beyond its current core
business with risk factors beyond those which are identified here. From time to time, we may evaluate potential mergers and



acquisitions or investment opportunities. We have made a number of acquisitions in the past. Any transactions that we enter into
could be material to our financial condition and results of operations. The process of integrating an acquired company, business
or technology could create unforeseen operating difficulties and expenditures. Acquisitions and investments carry with them a
number of risks, including the following: * diversion of management time and focus from operating our business; °
implementation or remediation of controls, procedures and policies of the acquired company; © integration of financial systems;
« coordination of product, engineering and selling and marketing functions; ¢ retention of employees from the acquired
company; * unforeseen liabilities; ¢ litigation or other claims arising in connection with the acquired company; and ¢ in the case
of foreign acquisitions, the need to integrate operations across different cultures and languages and to address the particular
economic, currency, political and regulatory risks associated with specific countries. Our failure to address these or other risks
encountered in connection with acquisitions could cause us to fail to realize the anticipated benefits of such acquisitions,
resulting in unanticipated liabilities and harming our business, results of operations and financial condition. Risks Relating to
Legal or Regulatory Matters Our business is subject to political and regulatory risks in the various markets in which we operate;
compliance with differing and changing regulatory requirements poses compliance challenges. Our business is subject to
regulation, which is rapidly evolving, and the business and regulatory environment in each of the international markets in which
we operate may differ. For example, regulations relating to our business, including our employees, our arrangements with media
partners and advertisers, stricter rules relating to content running through our network, and privacy related regulations affect
how we conduct our business. The following are some of the political and regulatory risks and challenges we face across
jurisdictions: ¢ greater difficulty in enforcing contracts; ¢ higher costs of doing business internationally, including costs incurred
in establishing and maintaining office space and equipment for our international operations; © risks associated with trade
restrictions and foreign legal requirements, including any certification and localization of our platform that may be required in
foreign countries; * organizing or similar activity by workers, local unions, work councils, or other labor organizations; ¢
our ability to respond to competitive developments and other market and technological dynamics, such as the emergence
of generative AI; ¢ greater risk of unexpected changes in regulatory practices, tariffs, and tax laws and treaties; * compliance
with anti- bribery laws, including, without limitation, compliance with the U. S. Foreign Corrupt Practices Act and the UK
Bribery Act; « compliance with data protection and privacy law regimes of various countries, especially as our business relates
to consumer online privacy and interested- based advertising; * heightened risk of unfair or corrupt business practices in certain
geographies and of improper or fraudulent sales arrangements that may impact financial results and result in restatements of, or
irregularities in, financial statements; ¢ the uncertainty of protection for intellectual property rights in some countries; ¢ general
economic and political conditions in these foreign markets, including political and economic instability in some countries; * the
potential for heightened regulation relating to content curation or discovery as a result of concerns relating to the spread of
disinformation through technology platforms; and ¢ double taxation of our international earnings and potentially adverse tax
consequences due to changes in the tax laws of the United States or the foreign jurisdictions in which we operate. We are
subject to laws and regulations related to online privacy, data protection, information security, content and consumer protection
across different markets where we conduct our business, including in the United States and Europe. Such laws, regulations, and
industry requirements are constantly evolving and changing and could potentially impact data collection and data usage for
advertising and recommendations. Our actual or perceived failure to comply with such obligations could have an adverse effect
on our business, results of operations, and financial condition. We receive, store, and process data about or related to users in
addition to our media partners, advertisers, services providers and employees. Our handling of this data is subject to a variety of
federal, state, and foreign laws and regulations and is subject to regulation by various government authorities. Our data handling
is also subject to contractual obligations and industry standards. The U. S. federal and various state and foreign governments
have adopted or proposed limitations on the collection, distribution, use, and storage of data relating to individuals, including the
use of contact information and online identiﬁers advertising and other communications with individuals and businesses. Hrthe

Additionally, the F ederal Trade Commiss10n and many state attorneys general are interpreting federal and state consumer
protection laws as imposing standards for the online collection, use, dissemination, and security of data and issuing separate
guidance in this area. If we fail to comply with any such laws or regulations, we may be subject to enforcement actions that may
not only expose us to litigation, fines, and civil and / or criminal penalties, but also require us to change our business practices as
well as have an adverse effect on our business, results of operations, and financial condition. The regulatory framework for
online privacy issues Wefld‘vﬂde-ls continuously evolVing and is likely to receive global scrutiny for the foreseeable future —’Phe

management, aggregation and use of information which could result in a material increase in the cost of collecting or otherWise
obtaining certain kinds of data and could limit the ways in which we may use or disclose information. In particular ;-interest-
based-advertising;-or-the use of data to draw inferences about a user’ s interests and deliver relevant advertising to that user, and
similar or related practices (sometimes referred to as interest- based advertiSing, behaVioral advertismg or personalized

advertismg) sueh—as—has eTo

protection or online privacy : H af
Much of this scrutiny has focused on the use of cookies and other technologies to collect information about Internet users’
online browsing activity on web browsers, mobile devices, and other devices, to associate such data with user or device
identifiers or de- identified identities across devices and channels. Beeause-As we rely upon large volumes of saeh-data
collected primarily through cookies and similar technologies, it is possible that these efforts-legislative and technical changes




may have a substantial impact on our ability to collect and use the data frem-of Internet users . It ;and-tis essential that we
monitor global privacy developments n-this-area-domestieatty-and-globalby;-and engage in responsible privacy practices,
1nclud1ng provrdlng users W1th notice of the types of data we collect and how we use that data to provide our services ywith

d atas h s-expressed-privae . In the United States, the U. S.
Congress and state legrslatures along Wrth federal regulatory authorrtles have recently 1ncreased their attention on matters
concernlng the collection and use of consumer data A-th A A ROT-—SERSs constmer-data-generally-may-b

fegistation;-the California Consunler anacy Act along Wrth related regulatlons (together the “CCPA ™), which was
subsequently beeame—effeet—we—m—l‘@%@—a-nd—updated by the €ensumer-California Privacy Rights Act effeetive-n2023-(“
CPRA ”) . The CCPA creates individual privacy rights for California residents and increases the privacy and security
obligations of businesses handling personal data and the CPRA imposes additional data protection obligations including
limitation on the use and processing of sensitive personal data . The CCPA is-and CPRA are enforceable by the California
Attorney General and there is also a private right of action relating to certain data security incidents. The CCPA generally
requires covered businesses to, among other things, provide disclosures to California consumers and afford California
consumers abilities to opt- out of the sharing of personal data between parties, a concept that is defined broadly, with behavioral
advertising triggering such requirements under the CCPA. The CCPA and CPRA or subsequent guidance may require us to
further modrfy our data processrng practrces and pohcres and to incur substantial costs and expenses in an effort to comply -

have been nnplementrng snnrlar prrvacy laws such as V1rg1n1a a-nd— Colorado C onnectlcut and Utah AnyA—Fedefa-l—brl—l—t-he

]

complex1ty, 1nclud1ng a Varratron in requirements, restrictions, and potential legal risk, and may requlre additional investment
in resenrees-te-compliance programs, result in disjointed internal approaches to the collection and eoutd-use of data as a
result of state- based dlfferences or nnpact strategres and avarlabrhty of previously useful data and-eeuldresult-in-inereased

3 g a etes-. In Europe, the General Data Protection Regulation (EU)
201( / (79 (“ GDPR ) tool( effect on May 25, 2018 and apphes to products and services that we provide in Europe, as well as
the processing of personal data of European Economic Area (“ EEA ”) residents, wherever that processing occurs. The GDPR
includes operational requirements for companies that receive or process personal data of residents of the EEA that are different
from those that were in place in the EEA prior to the GDPR. Failure to comply with GDPR, or its implementation in the United
Kingdom through the Data Protection Act 2018 (“ UK GDPR ), may result in significant penalties for non- compliance rangiftg
frem€10-, in the United Kingdom, the greater of £ 17. 5 million te-or 4 % of the total worldwide turnover in the
preceding financial year or, in the case of the GDPR whlchever is greater € 20 million or 24%1—&9-4 % of an enterpnse S
global annual revenue sk ver-is-—gree 6 : 6

the GDPR or the UK GDPR could result in regulatory investigations, reputatronal danlage orders to cease / change our
processing of our data, enforcement notices, and / or assessment notices (for a compulsory audit). We may also face civil claims
including representative actions and other class action type litigation (where individuals have suffered harm), potentially
amounting to significant compensation or damages liabilities, as well as associated costs, diversion of internal resources, and
reputational harm. In addition, Fhere-there is increased an-inereasing-focus on the self- regulatory mechanisms created to

further compliance requirements-with respeet-to-the-these digital-advertising-eeesystem-regulations. For example , inelading
erittetsmrthat-the Internet Advertising Bureau (“ IAB ) Transparency & Consent Framework (“ TCF ") 1s-has been criticized

for being 1nherently 1ncompat1ble with GDPR gyen—ﬂ&e—hgh—veleeﬁy—peﬁemﬂ-data—tradmg— As a result fPhe—BelgtamArttteﬂte

slow adoptlon rates create -fuﬁ-her—eha-l—leﬂges—te—t-he—TGF—may undermrne the viability of the TCF such that there is no industry
standard for requesting and obtaining consent, all of which could negatively affect our business, results of operations, and
financial condition. In addition, the UK Information Commissioner’ s Office (“ ICO ”), the Irish Data Protection Commission
and the French Commission Nationale de 1 2 Informatique et de Libertés (“ CNIL ”) are-continue to investigating-investigate
the ad tech industry and the use of cookies. Further, in the European Union, current national laws that implement the ePrivacy
Directive (2002 / 58 / EC) will be replaced by anrEH-Regulatton; known-as-the ePrivacy Regulation, which will significantly
increase fines for non- compliance and impose burdensome requirements around placing cookies. While the text of the ePrivacy
Regulation is still under development, the CJEU Fashion ID, Planet 49 ard-, Wirtschaftsakademie cases are driving increased
attention to cookies and tracking technologies and nnpactrng comphance requnements across the ecosystern As regulators start
to enforce a strict approach regarding the use of ;-beg 9 ; p esha
probe-tnte-third—partycookies, -t-here—ha-ve—beeﬁ—aﬁd—we expect further —system changes, hnntatlons on the effectlveness of our
advertising activities, and compliance requirements attention-of-ourteehnologypersennel, which may adversely affect our

margins, increase costs, and subject us to additional liabilities. Though GDPR intended to harmonize the privacy and-data




proteetion-laws across the EEA, member state interpretations of the law continue to vary making compliance with-an-already
detatedregilatoryframewotlkcincreasingly complex. For example, seme-eeuntriesirthe-EU;-sueh-as-France and Germany,
have adopted a strict approach to the dropping of any COOkle% without consent, even if cookres are used qtrrctly for technrcal
delivery and not for personalization. Although €e ay-ato 8 preta g8
striethy-teehnteal-eooktes—Fhengh-we developed technical solutions to comply Wrth such cookie lunltatlon% evolvrng
interpretations of required limitations may result in unrntended Conqequences W1th regpect to our operatron% quch as fraud
1dent1ﬁcat10n or user experlence —Amny-fa : : : v

prlvacy laws) GDPR UK GDPR and the ePrlvacy Regulatron in Europe and related @tandard% may be interpreted and apphed in
manners that are, or are asserted to be inconsistent with our data management praetrcei or the technological features of our
solutions , - ; ; : ; and appheation-ofprivaey-and-any failure to
achieve required data protectlon -}aws-standards may result in lawsults, regulatory fines, or other actions or liability, all of
which may harm our results of operations . [n addition to government regulation, privacy advocacy and industry groups may
propose new and different self- regulatory standards that either legally or contractually apply to us, our media partners or our
advertisers, such as the IAB U. S. Global Privacy Platform and Multi- State Privacy Agreement. We are members of self-
regulatory bodies that impose additional requirements related to the collection, use, and disclosure of consumer data, such as the
rlght to opt out of the %harrng or the sale of the1r perqonal 1nf0rmat10n for 1ntere%t baqed advertrsrng purpo%es Hnder—t-he

feputaﬁeﬁ&l—hafm)—[*dd-rﬁeﬁa-l—lry—seme—of these self- regulatory bodre% mrght refer violations of therr requrrements to the F ederal

Trade Commission or other regulatory bodies. If we were to be found responsible for such a violation, it could adversely affect
our reputation, as well as our business , our compliance with self- regulatory frameworks . results of operations, and financial
condition. In Europe, the Digital Servrces Act (EU) 2022 /2065 (*“ DSA ) will be enforceable from February entered-nte
foree-onNovember16;2022-2024 and applies to digital services that connect consumers to goods, services, or content in the
EEA. Wemay-meet-the-threshold-of- Although we have not been classified as a * very large online platforms— platform

under the DSA and-therefore-must-provide-the- E-Commissterr, we may still be required to comply with anannual-risk
assessmentexeretse-the provisions of the DSA for— or support our enline-aetivittes-partners’ compliance with the

provisions of the DSA . The DSA alse-imposes stricter obligations on curbing harmful or unlawful content, such as
implementing tools to automatically monitor, detect and take down illegal online content; implementing a mechanism for Hsers
users to easily flag content and to cooperate with < trusted flaggers & (such as NGOs); reinforcing traceability of our
customers; implementing a mechanism for the public and businesses to challenge content moderation decisions and seek
redress; providing access to vetted researchers to the key data and provision of access to NGOs to public data; increased
transparency on the algorithms used for recommending content to users; implementing risk- based controls to prevent the misuse
of our tools and independent audits of our risk management systems; implementing mechanisms to adapt swiftly and efficiently
in reaction to crises affecting public security or public health; preventing the use of targeted advertising with respect to
children targeting and the-ase-efsensitive personal data fortargeted-advertistng-te—g—health)- Sanctions under the DSA include
fines of up to 6 % of global turnover in the event of non- compliance and can lead to a ban on operating in the EU in ease-cases
of repeated serious breaches. A similar piece of legislation, the Online Safety Bill, is currently being discussed in the UK. In
addition to the foregoing, a breach of the DSA could result in regulatory investigations, reputational damage, orders to cease /
change our services, enforcement notices, and / or assessment notices (for a compulsory audit). We may also face civil claims
including representative actions and other class action type litigation (where individuals have suffered harm), potentially
amounting to significant compensation or damages liabilities, as well as associated costs, diversion of internal resources, and
reputational harm. In addition seme-nstanees-, we may be required to indemnify media partners against sgelclaims with
respect to our advertisers-advertising content . Our advertisers may not have the ability to satisfy their indemnification
obligations to us, in whole s-or in part ex-ataH-, and pursuing any claims for indemnification may be costly or unsuccessful. As a
result, we may be required to satisfy indemnification obligations to media partners, or claims against us, with our own assets. If
media partners, advertisers, and data providers do not obtain necessary and requisite consents from consumers for us to process
their personal data, we could be subject to fines and liability. Pursuant to GDPR, the UK GDPR and related ePrivacy laws,
media partners and any downstream partners are required to obtain unambiguous consent from EEA data subjects to process
their personal data, which the industry has addressed through the release and widespread adoption of the IAB TCF inApti264+8
and-stubsequent2-0-update-inrAngust2026-. Because we do not have direct relationships with users, we rely on media partners,
advertisers, and data providers, as applicable, to implement notice or choice mechanisms required under applicable laws, and
transmit notification of the consent (or no consent) of the user to us. Where applicable, we may only use user data to deliver
interest- based advertisements where we have consent. If media partners, advertisers, or data providers do not follow the process
(and in any event as the legal requirements in this area continue to evolve and develop), we could be subject to fines and
liability. We may not have adequate insurance or contractual indemnity arrangements to protect us against any such claims and
or losqes Ru-l-mgs—freﬁa—Evolvmg leglslatlon and mechanlsms governlng the CourtofJustiee-of the European-Ynten

v e—--- transfer of personal data from the EEA or the
UK to the Unrted State% t-h-ts—tntfed-uees— lntroduce 1ncrea§ed uncertainty Cand may require us to change our EEA / UK data
practices and / or rely on an alternative legally sufficient compliance measure. The GDPR and the UK GDPR, generally prohibit
the transfer of personal data of EEA / UK subjects outside of the EEA / UK, unless a lawful data transfer solution has been




1mplemented or a data trdnster derogatlon dpplles In 9n4u-l-y—l—6—292—9—2023 ra-easeknown-as-SehremsH-the €I E raled-on
G EU- U. S. Data Privacy Framework (DPF) was

adopted as the replacement mechanlsm for transfer of EU data to the US after the 2020 invalidation of the prior E. U.- U.
S. Privacy Shield eperated-mechanism. The DPF is a voluntary certification program administered by the US B-—S-
Department of Commerce ¢-which requires companies to self- certify compliance with the ““DPF principles. Although we
are certified under the DPF, this mechanrsm is already facrng legal scrutmy and challenges, similar to the Priv dLy Shreld
2}, and its invalidation may impact wa ;

StateHs—aresalt—despﬁe—&re—faet—ﬂaﬁ*e—h&d—eer&ﬂed—our ablllty
th-ts—n&eehantsm—as—a—lawfeﬂ—me&ns—to trdnster EEA /UK data to ﬁs—rn—the Unlted Stdtes —WLlﬂ-le—t-he—Hrn-ted—S’fa-tes—&nd-t-he

bus-rness—aﬂd—rnd-ustry— The second meuhamsm the UK dnd EEA Standard Contrdutual ( lauses (“ SCC% ), were upheld asa
valid legal mechanism for transnational data transfer. However, the ruling requires that European organizations seeking to rely
on the EU SCCs to export data out of the EEA ensure the data is protected to a standard that is “ essentially equivalent ™ to that
in the EEA 1nclud1n0 where neeessary by tdkln;: supplementary measures ” to protect the data. Sinee-theJaly28;2024+5K

supplemental measures for the transrer of data outside of the UK and EEA will be deemed suthcrent by media partners,
regulatory bodies and courts. If such supplementary measures are found to be inadequate, this may adversely affect our business,
results of operations and financial condition. In the event that use of the DFP, the SCCs or relying on the UK adequacy decision
are invalidated as aselatiensolutions for data transfers to the Yntted-States-U. S. , or there are additional changes to the data
protection regime in the EEA / UK resulting in any inability to transfer personal data from the EEA / UK to the United-States-U.
S. in compliance with data protection laws, European media partners and advertisers may be more inclined to work with
businesses that do not rely on such compliance mechanisms to ensure legal and regulatory compliance, such as EEA / UK- based
companies or other competitors that do not need to transfer personal data to the Hnited-States-U. S. in order to avoid the above-
identified risks and legal issues. Such changes could cause us to incur penalties under GDPR or UK GDPR, could increase the
cost and complex1ty of operatlns_ our busmess or ddversely impact our busmess results of operations, and flndncml Cond1t10n ¥

Any Lovernmentql investigations, legal proceedmgs or claims against us Could result in liability, harm our reputation and Could
be costly and time- consuming to defend. From time to time, we -may—be—have been subject to 11t1;:at10n claims, Whether arising
in connection with employment , competition, or commercial matters : ;

We also may be exposed to potential claims brought by third parties against us, our media partners or our adv ertlsers Such
claims may allege, for example, that our advertisers’ recommendations (including the destination page reached) infringe the
1ntelleLtual property or other r1;chts of third part1es are fdlse deceptwe 1n1sledd1n,¢: or offensive, or tlldt our ddvertlsers products

EERAL Vv . A
regulatory compliance depends in part on our media partners’ and ddvertlsers adherence to ldWS and reéuldtmns of mult1ple



jurisdictions concerning copyright, trademark and other intellectual property rights, unfair competition, privacy and data
protection, and truth in- advertising, and their use of our platform in ways consistent with users’ expectations. In general, we
require our media partners and advertisers to comply with all applicable laws, including all applicable intellectual property,
content, privacy and data protection regulations. We rely on contractual representations from media partners and advertisers that
they will comply with all such applicable laws. We make reasonable efforts to enforce contractual notice requirements, but, due
to the nature of our business, we are unable to audit fully our media partners’ and advertisers’ compliance with our
recommended disclosures or with applicable laws and regulations. If our media partners or advertisers were to breach their
contractual or other requirements in this regard, or a court or governmental agency were to determine that we, our media
partners and / or our advertisers failed to comply with any applicable law, then we may be subject to potentially adverse
publicity, damages and related possible investigation, litigation or other regulatory activity. In addition, any perception that we,
our media partners and / or our advertisers fail to comply with current or future regulations and industry practices ;may expose
us to public criticism, collective redress actions, reputational harm or claims by regulators, which could disrupt our industry and
/ or operations and expose us to increased liability. As a result of any of the above, we eetld-beeome-have been involved in
litigation or governmental investigations, whether on our own, or involving or concerning our media partners or advertisers,
including class action claims, or and;-as third- parties required to comply with requests for information or subpoenas. As a
result of such actions , we may become subject to significant liability, including claims for damages and-, financial penalties ,
and costs of compliance . Claims may be expensive to defend, divert management’ s attention from our business operations,
and affect the cost and availability of insurance, even if we ultimately prevail. If any of this occurs, it may have a material
adverse effect on our reputation, business operations, financial position, competitive position and prospects. We may be unable
to obtain, maintain and protect our intellectual property rights and proprietary information or prevent third parties from making
unauthorized use of our intellectual property. Our intellectual property rights are important to our business. We rely on a
combination of confidentiality clauses, trade secrets, copyrights, patents and trademarks to protect our intellectual property and
know- how. However, the steps we take to protect our intellectual property may be inadequate. We will not be able to protect
our intellectual property if we are unable to enforce our rights or if we do not detect unauthorized use of our intellectual
property. Despite our precautions, it may be possible for unauthorized third parties, including our employees, consultants,
service providers, media partners or advertisers, to copy our products and / or obtain and use information that we regard as
proprietary to create solutions and services that compete with ours. We cannot assure you that the steps taken by us will prevent
misappropriation of our trade secrets or technology or infringement of our intellectual property. In addition, the laws of some
foreign countries where we operate do not protect our proprietary rights to as great an extent as the laws of the United States,
and many foreign countries do not enforce these laws as diligently as government agencies and private parties in the United
States. Our policy is to enter into confidentiality and invention assignment agreements with our employees and consultants and
enter into confidentiality agreements with the parties with whom we have strategic relationships and business alliances. No
assurance can be given that these agreements will be effective in controlling access to our proprietary information and other
intellectual property. Further, these agreements do not prevent our competitors from independently developing technologies that
are substantially equivalent or superior to our solutions. We may from time to time be subject to claims of prior use, opposition
or similar proceedings with respect to applications for registrations of our intellectual property, including but not limited to our
trademarks and patent applications. The process of seeking patent protection can be lengthy and expensive, and any of our
pending or future patent or trademark applications, whether or not challenged, may not be issued with the scope of the claims we
seek, if at all. We are unable to guarantee that patents or trademarks will issue from pending or future applications or that, if
patents or trademarks issue, they will not be challenged, invalidated or circumvented, or that the rights granted under the patents
will provide us with meaningful protection or any commercial advantage. We rely on our brand and trademarks to identify our
solutions to our media partners and advertisers and to differentiate our solutions from those of our competitors. If we are unable
to adequately protect our trademarks, third parties may use our brand names or trademarks similar to ours in a manner that may
cause confusion to our users or confusion in the market, or dilute our brand names or trademarks, which could decrease the
value of our brand. From time to time, we may discover that third parties are infringing, misappropriating or otherwise violating
our intellectual property rights. However, policing unauthorized use of our intellectual property and misappropriation of our
technology is difficult and we may therefore not always be aware of such unauthorized use or misappropriation. Despite our
efforts to protect our intellectual property rights, unauthorized third parties may attempt to use, copy or otherwise obtain and
market or distribute our intellectual property rights or technology or otherwise develop solutions with the same or similar
functionality as our solutions. If competitors infringe, misappropriate or otherwise misuse our intellectual property rights and we
are not adequately protected, or if such competitors are able to develop solutions with the same or similar functionality as ours
without infringing our intellectual property, our competitive position and results of operations could be harmed and our legal
costs could increase. We may be subject to intellectual property rights claims by third parties, which are costly to defend and
could require us to pay significant damages and could limit our ability to use technology or intellectual property. We operate in
an industry with extensive intellectual property litigation. There is a risk that our business, platform, and services may infringe
or be alleged to infringe the trademarks, copyrights, patents, and other intellectual property rights of third parties, including
patents held by our competitors or by non- practicing entities. We may also face allegations that our employees have
misappropriated or divulged the intellectual property of their former employers or other third parties. Regardless of whether
claims that we are infringing patents or other intellectual property rights have any merit, the claims are time consuming, divert
management attention and financial resources and are costly to evaluate and defend. Some of our competitors have substantially
greater resources than we do and are able to sustain the cost of complex intellectual property litigation to a greater extent and for
longer periods of time than we could. Results of these litigation matters are difficult to predict and may require us to stop
offering some features, purchase licenses, which may not be available on favorable terms or at all, or modify our technology or



our platform while we develop non- infringing substitutes, or incur significant settlement costs. Any of these events could
adversely affect our business, results of operations, and financial condition. Our platform relies on third- party open source
software components. Failure to comply with the terms of the underlying open source software licenses could expose us to
liabilities, and the combination of open source software with code that we develop could compromise the proprietary nature of
our platform. Our platform utilizes software licensed to us by third- party authors under “ open source ” licenses and we expect
to continue to utilize open source software in the future. The use of open source software may entail greater risks than the use of
third- party commercial software, as open source licensors generally do not provide warranties or other contractual protections
regarding infringement claims or the quality of the code. To the extent that our platform depends upon the successful operation
of the open source software we use, any undetected errors or defects in this open source software could prevent the deployment
or impair the functionality of our platform, delay new solutions introductions, result in a failure of our platform, and injure our
reputation. For example, undetected errors or defects in open source software could render it vulnerable to breaches or security
attacks, and, in conjunction, make our systems more vulnerable to data breaches. Furthermore, some open source licenses
contain requirements that we make available source code for modifications or derivative works we create based upon the type of
open source software we use. If we combine our proprietary software with open source software in a specific manner, we could,
under some open source licenses, be required to release the source code of our proprietary software to the public. This would
allow our competitors to create similar solutions with lower development effort and time and ultimately put us at a competitive
disadvantage. Although we monitor our use of open source software to avoid subjecting our platform to conditions we do not
intend, we cannot assure you that our processes for controlling our use of open source software in our platform will be effective.
If we are held to have breached the terms of an open source software license, we could be required to seek licenses from third
parties to continue operating using our solution on terms that are not economically feasible, to re- engineer our solution or the
supporting computational infrastructure to discontinue use of code, or to make generally available, in source code form, portions
of our proprietary code. We are required to comply with international advertising regulations in connection with the distribution
of advertising, including potential regulation or oversight of native advertising disclosure standards. Failure to comply could
negatively impact us, our media partners and / or our advertisers, which could have an adverse effect on our business, results of
operations, and financial condition. We are subject to complex and changing advertising regulations in many jurisdictions in
which we operate, including regulatory and self- regulatory requirements to comply with native advertising regulations in
connection with the advertising we distribute for our advertisers. For example, in the United States, the Federal Trade
Commission requires that all online advertising meet certain principles, including the clear and conspicuous disclosure of
advertisements. If we, or our advertisers, make mistakes in implementing this varied and evolving guidance, or our
commitments with respect to these principles, we could be subject to negative publicity, government investigation, government
or private litigation, or investigation by self- regulatory bodies or other accountability groups. Any such action against us could
be costly and time- consuming and may require us to change our business practices, cause us to divert management’ s attention
and our resources and be damaging to our reputation and our business. Moreover, additional or different disclosures may lead to
a reduction in user engagement, which could have an adverse effect on our business, results of operations, and financial
condition. Environmental, social and governance (“ ESG ”) risks could adversely affect the Company' s reputation, business and
performance and the trading price of its common stock. Companies are facing increasing scrutiny from investors, customers,
regulators and other stakeholders related to their ESG practices and disclosure. The nature, scope and complexity of matters that
we must assess and report are expanding due to growing mandatory and voluntary reporting relating to the environment, climate
change, diversity and inclusion, workplace conduct and human capital management. Significant expenditures and commitment
of time by management, employees and consultants are involved in developing, implementing and overseeing policies,
practices, additional disclosures and internal controls related to ESG risk and performance. An inability to implement such
policies, practices, and internal controls and maintain compliance with laws and regulations, or a perception among stakeholders
that our ESG disclosures and sustainability goals are insufficient e, our goals are unattainable ;-or are not an appropriate
area of focus could harm our reputation and have an adverse impact on our business, financial condition or results of
operations. Investors, investor advocacy groups and investment funds may are-alse-inereasingly-foeused—- focus on these
practices, especially as they relate to the environment, climate change, diversity and inclusion, workplace conduct and human
capital management. Failure to adapt to or comply with regulatory requirements , at the U. S. federal or state level and
internationally, or investor or stakeholder expectations and standards could negatively impact our reputation, our ability to do
business with certain customers, vendors, suppliers or other third parties, and our stock price. Increased ESG- related
compliance costs could result in increases to our overall operational costs which could impact our profitability. Any of the
foregoing could have an adverse impact on our business, financial condition or results of operations. Risks Related to Taxation
Our tax liabilities may be greater than anticipated. The U. S. and non- U. S. tax laws applicable to our business activities are
subject to interpretation and are changing. We are subject to audit by the U. S. Internal Revenue Service and by taxing
authorities of the state, local and foreign jurisdictions in which we operate. Our tax obligations are based in part on our corporate
operating structure, including the manner in which we develop, value, use and hold our intellectual property, the jurisdictions in
which we operate, how tax authorities assess revenue- based taxes such as sales and use taxes, the scope of our international
operations, and the value we ascribe to our intercompany transactions. Taxing authorities may challenge, and have challenged,
our tax positions and methodologies for valuing developed technology or intercompany arrangements, positions regarding the
collection of sales and use taxes, and the jurisdictions in which we are subject to taxes, which could expose us to additional
taxes. Any adverse outcomes of such challenges to our tax positions could result in additional taxes for prior periods, interest
and penalties, as well as higher future taxes. In addition, our future tax expense could increase as a result of changes in tax laws,
regulations or accounting principles, or as a result of earning income in jurisdictions that have higher tax rates. For example, the
European Commission has proposed, and various jurisdictions have enacted or are considering enacting laws that impose



separate taxes on specified digital services, which may increase our tax obligations in such jurisdictions. Digital services or other
similar taxes could, among other things, increase our tax expense, create significant administrative burdens for us, discourage
potential customers from subscribing to our platform due to the incremental cost of any such sales or other related taxes, or
otherwise have a negative effect on our financial condition and results of operations. In addition, the Organization for Economic
Cooperation and Development is progressing on a Base Erosion and Profit Shifting Project that, if implemented, would change
various aspects of the existing framework under which our tax obligations are determined in many of the countries in which we
do business. More than 140 countries tentatively signed on to a framework that imposes a minimum tax rate of 15 %, among
other provisions, and the European Union has adopted a Council Directive which requires these provisions to be transposed into
member states’ national laws. As this framework is subject to further negotiation and implementation by each member country,
the timing and ultimate impact of any such changes on our tax obligations are uncertain. Moreover, the determination of our
provision for income taxes and other tax liabilities requires significant estimates and judgment by management, and the tax
treatment of certain transactions is uncertain. The income tax benefit / expense we record may vary significantly in future
periods based on factors outside of our control, such as the uncertainty with respect to the current macroeconomic environment
on our operations and our stock price. For example, in periods in which our stock price varies from the grant price of the share-
based compensation vesting in that period, we will recognize excess tax benefits or shortfalls that will impact our effective tax
rate. Any changes, ambiguity, or uncertainty in taxing jurisdictions’ administrative interpretations, decisions, policies and
positions, including the position of taxing authorities with respect to revenue generated by reference to certain digital services,
could also materially impact our income tax liabilities. Although we believe that our estimates and judgments are reasonable,
the ultimate outcome of any particular issue may differ from the amounts previously recorded in our financial statements and
any such occurrence could adversely affect our business, results of operations, and financial condition. Future events may
impact our deferred tax asset position including deferred tax assets related to our utilization of net operating losses (“ NOLs, ”
each & NOL ”) and U. S. deferred federal income taxes on undistributed earnings of international affiliates that are considered
to be reinvested indefinitely. We evaluate our ability to utilize deferred tax assets and our need for valuation allowances based
on available evidence. This process involves significant management judgment regarding assumptions that are subject to change
from period to period based on changes in tax laws or variances between future projected operating performance and actual
results. We are required to establish a valuation allowance for deferred tax assets if we determine, based on available evidence
at the time the determination is made, that it is more likely than not that some portion or all of the deferred tax assets will not be
utilized. In making this determination, we evaluate all positive and negative evidence as of the end of each reporting period.
Future adjustments (either increases or decreases), to a deferred tax asset valuation allowance are determined based upon
changes in the expected realization of the net deferred tax assets. The utilization of our deferred tax assets ultimately depends on
the existence of sufficient taxable income in carry- forward periods under the applicable tax law. Due to significant estimates
used to establish a valuation allowance and the potential for changes in facts and circumstances, it is possible that we will be
required to record adjustments to a valuation allowance in future reporting periods. Changes to a valuation allowance or the
amount of deferred taxes could have a materially adverse effect on our business, financial condition and results of operations.
Further, while we have no current intention to do so in the foreseeable future, should we change our assertion regarding the
permanent reinvestment of the undistributed earnings of certain of our foreign subsidiaries, a deferred tax liability may need to
be established. The ability to fully utilize our NOL and tax credit carryforwards to offset future taxable income may be limited.
Under Section 382 of the Internal Revenue Code of 1986, as amended, if a corporation undergoes an *“ ownership change, ” the
corporation’ s ability to use its pre- change NOL carryforwards to offset its post- change income may be limited. In general, an
ownership change ” will occur if there is a cumulative change in our ownership by 5 % or greater stockholders that exceeds 50
% over a rolling three- year period. Similar rules may apply under state tax laws. We may experience ownership changes in the
future as a result of future transactions in our stock. As a result, if we earn net taxable income, our ability to use our pre- change
NOL carryforwards or other pre- change tax attributes to offset United States federal and state taxable income may be subject to
limitations. Any such limitations on the ability to use our NOL carryforwards and other tax assets could adversely impact our
business, financial condition, and operating results. Risks Related to the Securities Markets and Ownership of Our Common
Stock The trading price of the shares of our common stock is likely to be volatile, and purchasers of our common stock could
incur substantial losses. Technology stocks historically have experienced high levels of volatility. The trading price of our
common stock has fluctuated and may continue to do so. These fluctuations could cause you to incur substantial losses,
including all of your investment in our common stock. Factors that could cause fluctuations in the trading price of our common
stock include the following: * significant volatility in the market price and trading volume of technology companies in general
and of companies in the digital advertising industry in particular; « announcements of new solutions or technologies, commercial
relationships, acquisitions, or other events by us or our competitors; ¢ price and volume fluctuations in the overall stock market
from time to time;  changes in how advertisers perceive the benefits of our platform and future offerings; ¢ the public’ s reaction
to our press releases, other public announcements, and filings with the SEC; ¢ the trading of or conversion of our Convertible
Notes; * fluctuations in the trading volume of our shares or the size of our public float; « sales of large blocks of our common
stock; ¢ actual or anticipated changes or fluctuations in our results of operations; ¢ changes in actual or future expectations of
investors or securities analysts; ¢ litigation involving us, our industry, or both; * governmental or regulatory actions or audits;
regulatory developments applicable to our business, including those related to privacy in the United States or globally; * general
economic conditions and trends; * major catastrophic events in our domestic and foreign markets; and ¢ departures of key
employees. In addition, if the market for technology stocks, the stock of digital advertising companies or the stock market, in
general, experiences a loss of investor confidence, the trading price of our common stock could decline for reasons unrelated to
our business, results of operations, or financial condition. The trading price of our common stock might also decline in reaction
to events that affect other companies in the digital advertising industry even if these events do not directly affect us. In the past,



following periods of volatility in the market price of a company’ s securities, securities class action litigation has often been
brought against that company. If litigation is instituted against us, we could incur substantial costs and divert management’ s
attention and resources. In addition, repurchases pursuant to our share repurchase program could affect our stock price and
increase its volatility. The existence of a share repurchase program could also cause our stock price to be higher than it would be
in the absence of such a program and could potentially reduce the market liquidity for our stock. There can be no assurance that
any share repurchases will enhance stockholder value because the market price of our common stock may decline below the
levels at which we repurchased shares of common stock. Although our share repurchase program is intended to enhance long-
term stockholder value, short- term stock price fluctuations could reduce the program’ s effectiveness. Furthermore, the program
does not obligate the Company to repurchase any dollar amount or number of shares of common stock, and may be commenced,
suspended or discontinued at any time and any suspension or discontinuation could cause the market price of our stock to
decline. If securities or industry analysts do not publish research or publish unfavorable research about our business, our stock
price and trading volume could decline. The trading market for our common stock depends, to some extent, on the research and
reports that securities or industry analysts publish about us or our business. We do not have any control over these analysts. If
one or more of the analysts who cover us should downgrade our shares, change their opinion of our business prospects or
publish inaccurate or unfavorable research about our business, our share price may decline. If one or more of these analysts who
cover us ceases coverage of our company or fails to regularly publish reports on us, we could lose Vrsrblhty in the financial
markets, which could cause our share price or tradrng Volurne to dechne W ; :

Sales of substantial amounts of our common stock in the pubhc rnarkets or the perceptron that they may occur, could cause the
market price of our common stock to decline. The market price of our common stock could decline and may make it more
difficult for you to sell your stock at a time and price that you deem appropriate, as a result of substantial sales of our common
stock, particularly sales by our directors, executive officers and significant stockholders, a large number of shares of our
common stock becoming available for sale or the perception in the market that holders of a large number of shares intend to sell
their shares. Our directors, executive officers and employees hold options and restricted stock units under our equity incentive
plans, and the shares issuable upon the exercise of such options or vesting of such restricted stock units have been registered for
public resale under the Securities Act. Accordingly, these shares will be able to be freely sold in the public market upon issuance
subject to certain legal and contractual requirements. Failure to design, implement and maintain effective internal controls may
adversely affect investor confidence in our company and, as a result, the value of our common stock. The Sarbanes- Oxley Act
requires, among other things, that we maintain proper and effective internal control over financial reporting. We are required to
disclose, on a quarterly basis, material changes made in our internal control over financial reporting. We are now also required,
pursuant to Section 404 of the Sarbanes- Oxley Act, to furnish a report by management on, among other things, the effectiveness
of our internal control over financial reporting as of the end of the first complete fiscal year after our IPO. This assessment is
required to include disclosure of any material weaknesses identified by our management in our internal control over financial
reporting. However, our independent registered public accounting firm will not be required to attest to the effectiveness of our
internal control over financial reporting pursuant to Section 404 until the later of the year following our first annual report
required to be filed with the SEC, or the date we are no longer an “ emerging growth company ” as defined in the JOBS Act. At
such time, our independent registered public accounting firm may issue a report that is adverse 1f it is not satisfied with the level
at which our controls are documented, designed or operating. We As-a1
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internal controls 4
-}nfema-l—eoﬂtfo-l—o’v‘eﬁﬁﬂaﬂeia-l—fepoﬁr&g— Any farlure of our 1nterna1 controls could result ina materlal mrsstatement in our
financial statements. Furthermore, if we are unable to conclude that our internal control over financial reporting is effective at
the time that we are required to make such assessment, we could lose investor confidence in the accuracy and completeness of
our financial reports, which would cause the price of our common stock to decline, and we may be subject to investigation or
sanctions by the SEC. We are an emerging growth company subject to reduced disclosure requirements, and there is a risk that
availing ourselves of such reduced disclosure requirements will make our common stock less attractive to investors. We are an
emerging growth company, and for as long as we continue to be an emerging growth company, we intend to take advantage of
exemptions from various reporting requirements such as, but not limited to, not being required to obtain auditor attestation of our
reporting on internal control over financial reporting, having reduced disclosure obligations about our executive compensation
in our periodic reports and proxy statements, and not being required to hold advisory stockholder votes on executive
compensation and stockholder approval of any golden parachute payments not previously approved. If some investors find our
common stock less attractive as a result, there may be a less active trading market for our common stock, and our stock price
may be more volatile. In addition, Section 107 of the JOBS Act provides that an emerging growth company can take advantage
of an extended transition period for complying with new or revised accounting standards. This provision allows an emerging
growth company to delay the adoption of some accounting standards until those standards would otherwise apply to private




companies. We have elected to use the extended transition period under the JOBS Act. Accordingly, our consolidated financial
statements may not be comparable to the financial statements of public companies that comply with such new or revised
accounting standards. We will remain an emerging growth company until the earliest of: the end of the fiscal year in which the
market value of the shares of our outstanding capital stock held by non- affiliates is $ 700 million or more as of the end of the
second quarter of that year, the end of the fiscal year in which we have total annual gross revenue of § 1. 235 billion, the date on
which we Nsue more than $ 1. 0 billion in nonconvertlble debt ina three year penod or five years from the date of our IPO.
ginga public company may strain our
; managementtﬂﬁeas-a—res-u-l-t—ef

geverﬁ-pubﬁe—eenﬁaames—We—ale subject to ﬁew%hpubhe—eemp&&y—we—afe—sﬁbjeet—te—the reportmo requlremente of the Securme@
Exchange Act of 1934,as amended (5erthe * Exchange Act ”) ,the Sarbanes- Oxley Act,the Dodd- Frank Wall Street Reform

and Consumer Protection Act of 2010,the listing requirements of Nasdaq and other applicable securities rules and
regulations.Compliance with these rules and regulations w#H-has irerease-increased our legal and financial compliance costs,
has make-made some activities more difficult,time- consuming or costly and has inerease-increased demand on our systems
and resources, and this will continue particularly after we are no longer an *“ emerging growth company.” The Exchange Act
requires,among other things,that we file annual,quarterly and current reports with respect to our business and results of
operations.The Sarbanes- Oxley Act requires,among other things,that we maintain effective disclosure controls and procedures
and internal control over financial reporting.In order to maintain and improve our disclosure controls and procedures and
internal control over financial reporting to meet this standard, qlgnlﬁcant resources W
and internal-eontrols;-and-eur-management team-oversight may be t anag h-obligati
EFhese-ebl-rg&ﬁeﬁﬁh&ﬂd-sefufmer—reqﬂﬁe-requlred sgmﬁe&nt— As a result management’ s attention may be dlverted from
otr-management-and-eould-diverttheir- other a

which could adversely affect our business, results of operatlonq and ﬁnanClal condmon We expeet—t-h&t—may need to hire more
employees in the future or engage outside consultants to comply with these requirements , which will increase our costs and
expenses. In addition, changing laws, regulations and standards relating to corporate governance and public disclosure
are creating uncertainty for public companies, increasing legal and financial compliance costs —We-have-hired;-and with
need-to-hire-making some activities more time consuming. These laws regulatmns ad&rt—reﬁal—aeeetmtmg—ﬁﬁaﬂeia-l—a
standards are subject to varying interpretations, in fega v ;
aeeeﬂnfmg—kﬁewleége—aﬁd—may—many ﬁeed-cases due to esfabhsh—thelr lack of speclﬁclty, aﬂ—and mtema-l—&udﬂ—ftmeﬁen—We
ay as a result efbeecomting-, thelr application in practice
may evolve over tlme as new guidance is provnded by regulatory and governing bodies. This could result in continuing
uncertainty regarding compliance matters and higher costs necessitated by ongoing revisions to disclosure and
governance practices. We have invested, and may need to further invest in, resources to comply with evolving laws,
regulations and standards, and this investment may result in increased general and administrative expenses and a publie
company-diversion of management’ s time and attention from revenue- generating activities to compliance activities. If or
our the-timing-of-efforts to comply with new laws, regulations and standards differ from these--- the eests-activities
intended by regulatory or governing bodies due to ambiguities related to their application and practice, regulatory
authorities may initiate legal proceedings against us and our business may be adversely affected . As a public company, it
is also more expensive for us to maintain director and officer liability insurance, and we may be required to accept reduced
coverage or incur substantially higher costs to maintain coverage. These factors could also make it more difficult for us to
attract and retain qualified members of our board of directors, particularly to serve on our audit committee , and qualified
executive officers | The requirements of being a public...... are no longer an emerging growth company . We do not intend to pay
dividends on our common stock, so any returns will be limited to the value of our common stock. We have never declared or
paid cash dividends on our common stock and do not expect to pay any dividends in the foreseeable future. Any determination
to pay dividends in the future will be at the discretion of our board of directors and will depend on a number of factors, including
our financial condition, results of operations, capital requirements, general business conditions and other factors that our board
of directors may deem relevant. Our current credit facility imposes certain limitations on our ability to pay dividends and any
new credit facility may contain certain similar restrictions. Until such time that we pay a dividend, investors must rely on sales
of their common stock after price appreciation, which may never occur, as the only way to realize any future gains on their
investments. We may need to raise additional funds to pursue our strategy, and we may be unable to raise capital when needed
or on acceptable terms. From time to time, we may seek additional equity or debt financing to fund our growth, develop new
solutions or make acquisitions or other investments. Our business plans may change, general economic, financial or political
conditions in our markets may change, or other circumstances may arise that have a material adverse effect on our cash flow and
the anticipated cash needs of our business. Any of these events or circumstances could result in significant additional funding
needs, requiring us to raise additional capital. We cannot predict the timing or amount of any such capital requirements at this
time. If financing is not available on satisfactory terms, or at all, we may be unable to expand our business or to develop new
business at the rate desired and our results of operations may suffer. Anti- takeover provisions in our charter documents and
under Delaware law could make an acquisition of our company, which may be beneficial to our stockholders, more difficult and
may prevent attempts by our stockholders to replace or remove our current management. Provisions in our amended and restated
certificate of incorporation and amended and restated bylaws may delay or prevent an acquisition of us or a change in our
management. These provisions include: ¢ authorizing “ blank check ” preferred stock, which could be issued by the board




without stockholder approval and may contain voting, liquidation, dividend and other rights superior to our common stock,
which would increase the number of outstanding shares and could thwart a takeover attempt; ¢ a classified board of directors
whose members can only be dismissed for cause; ¢ the prohibition on actions by written consent of our stockholders; ¢ the
limitation on who may call a special meeting of stockholders; ¢ the establishment of advance notice requirements for
nominations for election to our board of directors or for proposing matters that can be acted upon at stockholder meetings; and ¢
the requirement of at least 75 % of the outstanding capital stock to amend any of the foregoing second through fifth provisions.
In addition, because we are incorporated in Delaware, we are governed by the provisions of Section 203 of the Delaware
General Corporation Law, which limits the ability of stockholders owning in excess of 15 % of our outstanding voting stock to
merge or combine with us. Although we believe these provisions collectively provide for an opportunity to obtain greater value
for stockholders by requiring potential acquirers to negotiate with our board of directors, they would apply even if an offer
rejected by our board were considered beneficial by some stockholders. In addition, these provisions may frustrate or prevent
any attempts by our stockholders to replace or remove our current management by making it more difficult for stockholders to
replace members of our board of directors, which is responsible for appointing the members of our management. 4442



