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Anreeononie-downturi- The loss of a key vendor or reeession-maynegatively-changes in its policies could adversely impact
WEEDE-s-or-our its-agents-willingress-financial results. Alleged or actual violations of a contract that results in either
the termination of our ability to extend-sell the product or a decrease in our certification level with the vendor could
adversely impact our financial results. In addition, a reduction in the trade credit lines or the favorable terms granted to
us by &t—t-he—eﬁrrent—ered-rt—l-rrﬁrt—erour Vendors &n—and ﬁnanclal partners could increase -rn—ered-rt—hmrt—thus—restﬂet-mg—om

material adverse effect on our business, results of operations and financial condition. We-Breaches ofdata securlty and the
failure to protect our information technology systems and confidential information from cybersecurity threats, our
inability to maintain compliance with data privacy laws and regulations, or misuse of our customers’ or employees’
information could adversely impact our business. Our business involves the storage and / or transmission of proprietary
information and sensitive or confidential data, including personal information of our employees, customers, and others.
In addition, we rcly on our vendors that provide goods and services to us to maintain appropriate security measures to
protect our operations. Also, we operate data centers for our customers that host their technology infrastructure and
may store and transmit both business- critical data and confidential information. In connection with our services
business, some of our employees also may have access to our customers’ confidential data and other information. We
have privacy and data security policies in place that are designed to prevent security breaches; however, as newer
technologies emerge, and the portfolio of the service providers with whom we share sensitive information grows, we
could be exposed to increased risk of breaches in data security and other illegal or fraudulent acts, including
ransomware attacks and other types of cyberattacks. The evolving nature of such threats, considering new and
sophisticated methods used by criminals and cyberterrorists, including computer viruses, malware, phishing, social
engineering, and forgery, are making it increasingly challenging to anticipate and adequately mitigate these risks. As a
smattnamber-high percentage of key-our employees work from home more often than in our offices, we are highly reliant
on the availability and functionality of our information systems to enable our operations. Working from home may
increase risk of data loss, including privacy- related events. If our information systems are not operational for reasons
which may include cybersecurity attacks, data center failures, failures by telecom providers to provide services to our
business and to our employees’ homes, as well as the home ofﬁces of our vendors 1’ and customers’ employees, power
failures, eur— or failures suppty g g g a1
apphcatlon software in

ﬂa-tura-l-drsasters—pe-l-rt-tea-l-erour soeta-l—&nrest—busmess and ﬁnanc1al results may be adversely impacted. If third- partles or
our employees are able to maliciously penetrate our network security or otherwise misappropriate our customers’
information or employees’ personal information . or other information for which our customers may be responsible and
for which we agree to be responsible in connection with service contracts into which we may enter, or if we give third-
parties or our employees improper access to certain information, we could be subject to liability. This liability could
include claims for unauthorized access to devices on our network; unauthorized access to our customers’ or suppliers’
networks, hardware, applications, data, devices, or software; unauthorized purchases with credit card information; and
identity theft or other similar fraud- related claims. This liability could also include claims for other misuses of or
inappropriate access to personal information. Other liability could include claims alleging misrepresentation of our
privacy and data security practices. Any such liability for misappropriation of this information could decrease our
profitability. We could incur additional expenses when new laws or regulations regarding the use, safeguarding, or
privacy of information are enacted, or interpreted if governmental agencies require us to substantially modify our
privacy or security practices. We could fail to comply with international eenfliets-and domestic data privacy laws, the
violation of which may result in audits, ﬁnes, penaltles, htlgatlon, or admlmstratlve enforcement actlons with assoc1ated
costs. Third parties , such as hackers Rus S A herp

events-affecting-any-aspeet-of our-vendors bustness-, wuld d-rsr&pt—clrcumventew or Sﬂpp-l-y—eham—\%—zﬁe—expeﬁenemg-
sabotage the security practices and products used in our proc luct and service offermgs eenst—ra—rnts—d-ue—te—the—tmavm-}&brhty
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that could damage our reputation and disrupt our business, as well as that of our customers. Attacks may range from
random attempts to coordinated and targeted attacks, including sophisticated computer crime and advanced persistent
threats. Advances in technology, new discoveries in the field of cryptography, quantum computing, or artificial
intelligence, other events or developments may result in a fess-compromise or breach of the security practices we use to
protect sensitive customer transaction information and employee information. A party that can circumvent our security
measures could misappropriate proprietary information or cause interruptions in our operations. Further, third parties
may attempt to fraudulently induce employees or customers into disclosing sensitive information such as usernames ,
passwords, or other information or otherwise compromise the security of our internal networks and adversely-/ or our
customers’ information. Since techniques used to obtain unauthorized access change frequently and the impact and
severity of security breaches are increasing, we may be unable to implement adequate preventative measures our— or
timely identify or stop security breaches while they are occurring. We may be required to expend significant capital and
other resources to protect against security breaches or to remediate the subsequent risks and issues caused by such
breaches. Our security measures are designed to protect against security breaches, but our failure to prevent such
security breaches could cause us to incur significant expense to investigate and respond to a security breach and
remediate any problems caused by any breach, subject us to liability, damage our reputation, and diminish the value of
our brand. There can be no assurance that the limitations of liability in our contracts would be enforceable or adequate
or would otherwise protect us from any such liabilities or damages with respect to any claim. We also cannot be sure
that our existing insurance coverage for errors and omissions or security breaches will continue to be available on
acceptable terms or in sufficient amounts to cover one or more large claims, or that our insurers will not deny coverage
as to any future claim. The successful assertion of one or more large claims against us that exceeds our available
insurance coverage, or changes in our insurance policies, including additional exclusions, premium increases or the
imposition of large deductible or co- insurance requirements, could have an adverse effect on our business, financial
condition , and results of operations . We depend on having creditworthy customers to avoid an adverse impact on our
operating results and financial condition. Our financing business segment and our technology business segments require
sufficient amounts of debt or equity capital to fund our equipment purchases. If the credit quality of our customer base
materially decreases, or if we experience a material increase in our credit losses, including by the federal government’ s
actual or attempted termination for convenience or other contract termination, we may find it difficult to continue to
obtain the requlred capltal for our busmess, and our results from operations may be affected . [n addition to the impact
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increase in our delmquency ﬂeed—fef,—dnd default experlence would 1tself eest—e-f—weﬁemg—e&p—rta—l—&nd—lmx ¢ a material .ld\‘Cl\L
effect on our business, and results effrom operations . Many of our customers may be susceptible to changes in their
industries, challenges to their business models, economic slowdowns or recessions, or other adverse events and may be
unable to pay for their purchases or repay the leases or notes receivable or multi- year agreements such as maintenance
or software subscription agreements to us or repayment may be extended by our customers or us. Therefore, our non-
performing assets may increase, and the value of our portfolio may decrease during these periods as we are required to
record our investments at their current fair value. Adverse economic conditions also may decrease the value of collateral
securing some of our loans and the value of our equity investments. Economic slowdowns or recessions could lead to
financial losses in our portfolio and a decrease in revenues, net earnings, and assets in our financing segment.
Unfavorable economic eendition-conditions including inflation and / or an increase in interest rates also could increase
our financing segment’ s funding costs, limit our access to capital markets or result in a decision by lenders not to extend
credit to us. These events could prevent us from increasing our financing portfolio and harm our operating results. We
may not be able to hire and / or retain personnel that we need. To increase market awareness and sales of our offerings,
we may need to expand our marketing efforts and sales operations in the future. Our products and services require a
sophisticated sales effort and significant technical engineering talent. For example, our sales and engineering candidates
must possess a high degree of technical acumen, including hardware and software knowledge, to create customized
solutions for our customers’ business processes. Competition for qualified sales, marketing and engineering personnel
fluctuates depending on market conditions. We are currently experiencing a competitive labor market not only for our
sales, marketing, and engineering roles, but for all our roles including support and administrative positions, and as such
are experiencing wage increases. New laws requiring public posting of compensation information may also contribute to
wage increases. If we are unable to pass these increases to our customers, our financial results may be adversely affected.
We provide certain professional and managed services under fixed price contracts. If we fail to accurately estimate our
costs, including due to wage or other inflation, the profitability of our contracts may be adversely affected. Wage
inflation may adversely impact our ability to hire and retain personnel, which may impact our ability to acquire, retain
and serve our customers. Additionally, the loss of senior leaders or the failure to successfully implement a succession
plan could adversely affect our ability to execute strategies and manage operations. In addition, changes to immigration



laws may impact our ability to hire or retain talent. Hiring and retention is difficult to manage, particularly in light of
continually evolving laws relating to noncompete and non- solicitation agreements, including the Federal Trade
Commission’ s rule banning most noncompete agreements, which is currently being challenged by several business
entities. In some cases, our competitors have required their employees to agree to non- compete and / or non- solicitation
agreements as part of their employment, and in some cases, we may not be able to enforce similar restrictions. Both
scenarios present challenges and potential costs. Additionally, in some cases our relationship with a customer may be
impacted by turnover in our sales or engineering teams . We depend on third- party companies to perform certain of our
obligations to our customers, which if not performed adequately could cause significant disruption to our business. We rely on
arrangements with third parties to perform certain professional services, staffing services, managed services, maintenance,
warranties, configuration services, and other services for our customers. If these third- parties do not perform these services in
accordance with the terms of our agreement and efto a professional standard customary for the services, including if their
services include an error or omission, or if they cause disruption of, or security weaknesses #a-within , our customers’
businesses, results to our organization could include legal claims and associated costs, monetary damages paid to our customers,
and an adverse effect on our customer and other business partner relationships, our brand, and-our reputation, and our results
of operations or cash flows could be affected. In addition, the acquisition by our competitors of third- party companies that we
are relying upon to perform certain of our customer obligations Fby-eur-eempetitors-may impact our revenue. We rely on
independent shipping companies to deliver products from us and our vendors to our customers. The failure or inability of these
shipping companies to deliver products, or the lack of uravailability—- availability of their shipping services, even temporarily,
could have an adverse effect on our business. We may also be adversely affected by an increase in freight surcharges that may
result from economic, supply- chain, geopolitical, or other disruptions. We may experience a reduction in incentives offered to
us and earned by us from our vendors that would affect our earnings. We receive payments and credits from vendors, including
consideration pursuant to volume incentive programs, shared marketing expense programs, and early pay discounts. These
programs are usually of finite terms and may not be renewed or may be changed in a way that adversely affects us. Vendor
funding is used to offset inventory costs, costs of goods sold, marketing costs and other operating expenses. Certain of these
funds are based on our volume of purchases, growth rate of purchases, and marketing programs. If we do not grow our sales
over prior periods, or if we do not comply with the terms of these programs, or do not sell certain products or sufficient
quantity of products that earn the incentive, there could be a material negative effect on the ameunt-number of incentives
offered or amounts paid to us by vendors. Supply chain constraints and staffing challenges may affect our ability to meet these
volume requirements and may affect our and our vendors’ ability to engage in marketing programs. We may not continue to
receive such incentives or may not be able to collect outstanding amounts relating to these incentives in a timely manner, or at
all. Any sizeable reduction in, the discontinuance of, a significant delay in receiving, or the inability to collect such incentives,
particularly related to incentive programs with our largest vendors, could have a material adverse effect on our business, results
of operations and financial condition. If we are unable to react timely to any fundamental changes in the programs of vendors,
including the elimination of funding for some of the activities for which we have been compensated in the past, such changes
could have a mdtendl ddverse effect on our busmess results of operations and financial condition. We may -fa-l-l-te—mﬂevafe—ef




reeorded-on-balanee-sheet—We-may-not have adequately designed or maintained our IT platforms for internal use or solutions we
offer to our customers or have adequate or competent I'T personnel to support our business , or we may have inadequate

training and technology safeguards to prevent a cyber event . We depend heavily upon the accuracy and reliability of our
information techmelogy , telecommunication, cybersecurity, and other platforms which are used for customer management,
sales, distribution, marketing, purchasing, inventory management, order processing and fulfillment, customer service and
general accounting functions. We must continually maintain, secure, and improve our systems. We may not properly select or
implement software which may result in the lack of data integrity within or between systems, increase our costs or impair our
control environment or may lead to other negative impacts on our business or results. We may need to implement new software,
or update make-ehanges—to-existing software and processes, to be compliant with rapidly evolving data privacy laws, which may
incur costs and impact data integrity. The protections we have in place address a variety of threats to our information technology
systems, both internal and external, including human error. Inadequate security practices or design of our IT systems, or IT
systems from third parties which we utilize, or third- party service providers’ failure to provide adequate services could result in
the disclosure of sensitive or confidential information or personal information or cause other business interruptions that could
damage our reputation and disrupt our business. Inadequate design or interruption of our information systems sHternet
avatabiity-, telecommunications systems or power failures could have a material adverse effect on our business, our reputation,
financial condition, cash flows, or results of operations. Our managed services busirress-segment requires us to monitor our
customers’ devices on their networks across varying levels of service. If we have not designed our IT systems to provide this
service accurately or if there is a security breach in our IT system or the customers’ systems, we may be liable for claims. In
addition, we rely on our managed services personnel to perform this monitoring service. Illness or insufficient staffing, or
improper training, performance, or supervision may negatively affect the services we provide our customers resulting in
decreased revenue and the potential for litigation. Products as complex as those used to provide our solutions and services,
including er-our cloud automation solutions , can contain unknown and undetected errors, performance problems, or use open-
source code. We may have-identify serious defects following the introduction of new products or enhancements to existing
products. Undetected errors or performance problems may be discovered in the future and certain errors we consider to be minor
may be serious to our customers. Our products ;-and e-our automation solutions ymay be inadvertently harmed, such as during
a product integration or upgrade, or may be circumvented or sabotaged by third parties such as hackers, which could result in
the disclosure of sensitive information or personal information, unauthorized procurement, or cause other business interruptions
that could damage our reputation and disrupt our business. Attacks may range from random attempts to coordinated and targeted
attacks, including sophisticated computer crime and advanced persistent threats. In addition, our customers may experience a
loss in connectivity to our proprietary solutions because of a power loss at our data center, interruption in internet availability, or
defects in our solutions. This could result in lost revenues, business interruption, delays in customer acceptance, security
breaches, and unforeseen liabilities that could be detrimental to our reputation and to our business. We rely on the competency
of our internal IT personnel. Our failure to hire, develop, retain, and supervise competent IT personnel to secure our data, as well
as design and maintain a resilient technology systems— ecosystem including our data and voice networks, infrastructure, and
applications, could significantly interrupt our business causing a negative impact on our results. Additionally H-we-fait-to
identify-aequisition-eandidates-, along with er-our perform-technological safeguards, we rely on our employees’ vigilance
and security awareness to protect against cyber- based attacks. Our failure to suffietent-sufficiently train due-diigenee
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fhaetaate-, which could adversely affect our ability to respond to changes in our business and to manage our operations.
Our technology business, primarily through our subsidiary ePlus Technology, inc., finances its operations with funds
generated from operations, and with a credit facility with Wells Fargo Commercial Distribution Finance, LL.C, and its
agents or (“ WFCDF ). This facility provides short- term capital for certain of our technology business entities. There
are two components of the WFCDF credit facility (collectively, the “ WFCDF Credit Facility ”): (1) a floor plan facility
and (2) a revolving credit facility. As of March 31, 2024, the facility agreement had an aggregate limit of the two
components of $ S00 million, together with a sublimit for a revolving credit facility for up to $ 200 million. The loss of the
WEFCDF Credit Facility could have a material adverse effect on our future results as we rely on this facility and its
components for daily working capital and the operational function of our accounts payable process. Our credit
agreement contains various covenants that must be met each quarter and either party may terminate the agreement for
any reason with 90 days’ notice. There can be no assurance that we will continue to meet those covenants and failure to
do so may limit availability of, or cause us to lose, such financing. There can be no assurance that such financing will
continue to be available to us in the future on acceptable terms. An economic downturn or recession may negatively
impact WFCDEF’ s or its agents’ willingness to extend credit to us at the current credit limit or an increase in credit limit
thus restricting our working capital. We also have lines of credit with our vendors for the purchase of goods and services
for resale or internal use. The loss or decrease of our working capital facility or lines of credit with our vendors may have
a material adverse effect on our business, and results from operations. Our earnings may fluctuate, which could
adversely affect the price of our common stock. Our earnings are susceptible to fluctuations for several reasons, including, but
not limited to, variability in the timing of large transactions in our technology business segments and financing business
segments— segment , product constraints, inflation, and the risk factors discussed herein. In addition, our cost structure is based,
in part, on expected sales and gross profit. Therefore, if we experience any unexpected sales or gross profit shortfall for any
reason, we may not be able to adjust our cost structure rapidly which could have an adverse effect on our business, results of
operations or cash flows. In the event our sales or net earnings are less than the level expected by the market in general, such
shortfall could have an immediate and significant adverse impact on the market price of our common stock. Issues relating to
the use or capabilities of artificial intelligence, including legal, social, and ethical issues, in hardware, software and
services offerings may result in reputational harm and liability and increased costs. Social and ethical issues relating to
the use of new and evolving technologies such as Al in our hardware, software, and service offerings, as well as in our
internal platforms, may result in reputational harm and legal liability. The hardware, software, and services we offer
increasingly utilize Al, and, as with many innovations, Al presents risks and challenges that could affect its adoption,
and therefore our business. If we use, enable, or offer solutions that draw controversy due to their perceived or actual
impact on individuals, entities, or society, we may experience brand or reputational harm, competitive harm, or legal
liability. Increased focus and potential government regulation in the space of Al ethics and efficacy may also increase the
burden and cost of research and development in this area, subjecting us to brand or reputational harm, competitive
harm, or legal liability. Failure by us or others in our industry to address Al ethical and legal issues could undermine
public confidence in AI and slow adoption of Al in our products and services. Additionally, the development, adoption



and use of Al is still in its early stages, and ineffective or inadequate AI development or deployment practices by us or
our vendor partners could result in unintended consequences. Al technologies are complex and rapidly evolving, and we
face significant competition in the market and from other companies regarding such technologies. If we are unable to
identify acquisition candidates, or perform sufficient due diligence prior to completing an acquisition, or fail to
successfully integrate a completed acquisition, or identify an opportunity for or successfully complete an asset
disposition, our earnings may be affected. Mergers and acquisitions are significant factors in our growth strategy. If we
fail to identify businesses available for purchase or at an acceptable valuation, our growth strategy may be negatively
affected and, as such, may negatively affect our results of operations. Additionally, if we fail to identify an opportunity or
fail to successfully complete an intended asset disposition, our operations or earnings may be negatively affected. Our
ability to successfully integrate the operations we acquire, reduce costs, or leverage these operations to generate revenue
and earnings growth, could significantly impact future revenue and earnings. Integrating acquired operations is a
significant challenge, and integration may divert management’ s attention from other business concerns, and there is no
assurance that we will be able to complete the integrations successfully. Failure to successfully integrate acquired
operations may adversely affect our cost structure thereby reducing our earnings and return on investment. In addition,
we may fail to perform adequate due diligence and acquire entities with unknown liabilities, fraud, cultural, data
security, or business environment issues, or that may not have adequate internal controls. If we acquire a company that
does not fit culturally, strategically, or in some other fashion, the acquisition may not produce the expected results or
may negatively affect our reputation, which may negatively affect our business, results of operations, or cash flows. The
unpredictability of the economy, order backlogs, and inflation will also make it difficult to properly value or anticipate
the future success of acquisition targets and impact our overall growth strategy. Supply chain issues, including a
shortage of IT products, may increase our costs or cause a delay in fulfilling customer orders, delivering and completing
professional services, or purchasing IT products or services needed to support our internal infrastructure or operations,
resulting in an adverse impact on our financial results. \We depend upon the supply of products available from our
vendors to fulfill orders from our customers on a timely basis. We may experience supply constraints that could affect
lead times and the predictability of lead times for delivery of products, the cost and availability of products, and our
ability to meet customer demands. As a result of longer lead times, sales to customers may be reguired-to-take-impairment
eharges-delayed and we may carry more inventory which may result in higher warehouse and interest expenses. Delays in
product shipments may delay the completion of related services as well. As a result, we may be at risk for geedwit
customers’ cancelling orders due to delays and we may not be able to cancel our corresponding order with the supplier.
If we are unable to mitigate these disruptions, our financial results may be adversely impacted. Supply chain issues,
including a shortage of IT products and available services, may increase our costs or cause a delay in purchasing IT
products needed to support our internal infrastructure or operations, resulting in an impact on our technology
operations and availability of our IT systems, which could result in an adverse effect on our operations and financial
results. A natural disaster or other intangible-assetsrelated-to-aequisitions-adverse event at one of our primary
conﬁguratlon centers, warehouses, data center, or a third- party provider location could negatively impact our business .
We have aequired-eertain-portions-of-configuration centers, warehouses, and data centers in the US and third- party
providers in the UK and Netherlands. The configuration centers and warehouses contain inventory owned by us and our
customers and serve as distribution centers for orders we do not drop ship directly to the customer. We perform services
in these facilities such as product configuration services, and warehouse and logistics services. If the configuration
centers ot or surrounding infrastructure were to be seriously damaged or disrupted by a natural disaster or other
adverse event, including disruption related to political or social unrest, we could utilize another distribution center or
third- party distributors to ship products to our customers. However, this may not be sufficient to avoid interruptions in
our service or the loss of inventory at that location, may prevent us from meeting all the needs of our customers and may
cause us to incur incremental operating costs. In addition, we operate in facilities which may contain both business -
critical data and assets-through-aequistttons—Further-confidential information of our customers and third parties . such as
part-of-data center colocation and hosted solution partners. A natural disaster eur—- or fong-other adverse event at
locations such as these or third - term-party provider locatlons could negatively 1mpact our busmuss s{-fa-tegy— results e
may-eontintie-to-purste-aequisttions-of operations © 6 prio v v
aeeounted-for-- or cash flows the portion of the lethdSL price paid...... $ 23 0 million, ruspuctl\ ely . \N may not bu able to
realize our entire investment in the equipment we lease. The ualuauon of the residual value of the equipment we lease,
predominantly at the end of the term of a lease, as well as during the life of the lease, is an important element in our financing
business segment. At the inception of certain leases, we record a residual value for the leased equipment based on our estimate
of the value of the equipment at the expected disposition date. A decrease in the market value of leased equipment at a rate
greater than the rate we projected, whether due to rapid technological or economic obxoluunu excessive or unusual wear and
tear on the equipment, or other factors, would adversely affect the recoverability of the estimated residual values of such
equipment. Further, certain equipment residual values are dependent on the vendor’ s warranties, reputation, rules regarding
relicensing of software to operate the equipment, and other factors, including market liquidity. In addition, we may not realize
the full market value of equipment if we need to sell it to meet liquidity needs or for other reasons outside of the ordinary course
of business. Consequently, there can be no assurance that we will realize our estimated residual values for equipment. The
degree of residual realization risk varies by transaction type. Sales- type leases bear less risk because contractual payments
typically cover 90 % or more of the equipment’ s lease cost at inception. Operating leases have a higher degree of risk because a
smaller percentage of the equipment’ s value is covered by contractual cash flows at lease inception. have-aeeounted-for-the
portion of the purchase price paid in excess of the book value of the assets acquired as goodwill or intangible assets,and we may




be required to account for similar premiums paid on future acquisitions in the same manner.Under the applicable accounting
principles,goodwill is not amortized and is carried on our books at its original value,subject to annual review and evaluation for
impairment,whereas intangible assets are amortized over the life of the asset.Changes in the business itself,the economic
environment (including business valuation levels and trends),or the legislative or regulatory environment may trigger a review
and evaluation of our goodwill and intangible assets for potential impairment outside of the normal review periods.These
changes may adversely affect either the fair value of the business or our individual reporting units and we may be required to
take an impairment charge.If market and economic conditions deteriorate,this could increase the likelihood that we will need to
record impairment charges to the extent the carrying value of our goodwill exceeds the fair value of our overall business.Such
impairment charges could materially adversely affect our net earnings during the period in which the impairment is realized.As
of March 31, 20242023 ,we had a carrying value of goodwill and other intangible assets of $ 464136 . 5-1 million and $ 44-25 .
+-0 million,respectively RISKS RELATED TO THE ECONOMY AND OUR INDUSTRY General economic weakness may
harm our operating results and financial condition. Our results of operations are largely dependent upon the state of the
economy. Global economic weakness, inflation, rising cost and interest rates, and other economic uncertainties may result in
decreased sales, gross margin, earnings and / or growth rates from our US based customers and from customers outside the US.
Actions taken by central banks to counter inflation or weakness in the global banklng mdustly, sustalned uncertamty about
global political conditions, periods of intense diplomatic or armed conflict £s
Ylraine-and-responstve-sanetions-againstRussta)-, government spending cuts and the 1mpact of new govelnment pohcles
(including the introduction of new or increased taxes, the imposition of minimum taxes or new or increased limitations on
deductions, credits or other tax benefits), or a tightening of credit markets, or rising interest rates, could cause our customers and
potential customers to postpone or reduce spending on technology products or services which could have an adverse effect on
our business, results of operations or cash flows. Rising-interestrates-We depend on continued innovations in hardware,
software, and service offerlngs by er-our Vendors, as well as the competltlveness of the-their offerlngs less—ef—key—leﬂders-ef

t-ransaeﬁeﬁemt-h—etueeﬂstemers- The eﬁrreﬂt—ba-nkmg—eﬁﬁremﬁeﬁt—p&rﬁeulaﬁy—m—the—technology 1ndustry seeter—ls uﬁder
regutatory-characterized by rapid innovation and eenstumerseratiny-in-the wake-frequent introduction of reeent-bank
fatlures-new and enhanced hardware, software, and service offerings, such as SilieenrValleyBank-generative artificial
intelligence , which-may-make-itmore-diffienit-and cloud- based solutions, including IaaS, SaaS, and PaaS. We depend on
innovations in hardware, software, and service offermgs by our vendors, as well as the acceptance of those innovations
by our customers for the offerings we sell A decrease We-are-alse

subjeetto-ehanges;Hfany;-in the rate of innovation by et

towereredit-qualitytessees;or-our lessees—m—eeftam—market—segmeﬁts—vendors, or the lack of acceptance of innovations by
our customers, ora Shlft by customers to technology platforms that we do not sell could may—expeﬂenee—headwmds—

eﬁd-—user—w—hteh—may—have an adverse effect on our buslness results of operauons or cash ﬂows L ln addmon 1f we are unable to
keep up with changes in technology and new hardware,software,and service offerings — — for example by not providing the
appropriate training to our account managers,sales technology specialists and engineers to enable them to effectively sell and
deliver such new offerings to customers — — our business,results of operations or cash flows could be adversely affected. We also
depend upon our vendors for the development and marketing of hardware,software,and services to compete effectively with
hardware,software,and services of vendors whose products and services we do not currently offer or are not authorized to offer
in one or more customer channels.In addition,our success depends on our ability to develop relationships with and sell
hardware,software,and services from emerging vendors,as well as vendors that we have not historically represented in the
marketplace.To the extent that a vendor’ s offering that is highly in demand is not available to us for resale in one or more
customer channels,and there is not a competitive offering from another vendor that we are authorized to sell in such customer
channels,or we are unable to develop relationships with new technology providers or companies that we have not historically
represented,or we partner with a vendor that is not in demand or the demand for whose products significantly decreases,our
business,results of operations,or cash flows could be adversely impacted —=Changes in the IT industry, customers’ usage yor
procurement of IT, and / or rapid changes in product standards may result in reduced demand for the IT hardware and software
solutions and services we sell as well as financing. Our results of operations are influenced by a variety of factors, including the
condition of the IT industry, shifts in demand for, or availability of, IT hardware, software, peripherals and services, and industry
introductions of new products, upgrades, methods of distribution, and the nature of how IT is consumed and procured. The IT
industry is characterized by rapid technological change and the frequent introduction of new products, product enhancements
and new distribution methods or channels, each of which can decrease demand for current products or render them obsolete. In
addition, the proliferation of cloud technology, IaaS, SaaS, PaaS, software defined networking, or other emerging technologies



may reduce the demand for products and services we sell to our customers. Cloud offerings may influence our customers to
move workloads to cloud providers, which may reduce the procurement of products and services from us. Changes in the IT
industry may also affect the demand for our advanced professional and managed services. These © as a service’ offerings in
many cases are recorded on a net basis which results in a reduction of net sales and an increase in gross margin, or on a ratable
basis. Over the past several years, we have seen a significant increase in gross billings recorded on a net basis and a ratable basis
due to the industry shift to © as a service’ offerings. In addition, these ‘ as a service’ offerings that are billed over time decrease
the demand for financing these types of transactions and do not provide post contract revenue opportunities due to the intangible
nature of the offering as well as similar other software offerings. We have invested a significant amount of capital in our strategy
to provide certain products and services, and this strategy may adversely impact our financial position due to competition or
changes in the industry or improper focus or selection of the products and services we decide to offer. If we fail to react in a
timely manner to such changes, such as generative artificial intelligence, our results of operations may be adversely affected.
Our sales can be dependent on demand for specific product categories, and any change in demand for, or supply of, such
products could have a material adverse effect on our results of operations. Changes in interest rates or the loss of key lenders
or the constricting of credit markets may affect our future profitability and our ability to monetize our financing
receivables and investments in operating leases. \W¢c depend-finance transactions with our customers utilizing fix- rate
borrowmg If we fund such transactions at 1nceptlon w1th a third- party lender, we can lock an interest rate spread on

; v y s-the eempetitiveness-of
transactlon between the customer rate and t-hene thlrd effeﬂngs— party rate. However, we may delay funding the
transaction, and if interest rates increase in the interim, the interest rate spread will decrease, which will adversely
impact our profitability, or we may not choose to fund the transaction due to higher interest rates, thus inhibiting our
ability to partnrer-monetize our portfolio to generate cash and increasing our credit loss exposure. We rely on lenders to
fund financing transactions we originate with new-our customers. Loss of any lender or group of lenders may
significantly impact our ability to originate financing transactions, which may negatively impact our financial condition.
In addition, our lenders may no longer be willing to provide funding under our current terms and emerging-conditions
and may demand updated terms and conditions that negatively impact our ability to consummate a financing
transaction with our customers. The current banking environment, particularly in the technology sector, providers—Fhe
teehnology-industry-is under regulatory eharacterized-byrapidnnovation-and consumer scrutiny, which may make it more
difficult for us to obtain required capital and on desirable terms. We are also subject to changes, if any, in our lenders’
willingness to provide financing for different, particularly lower, credit quality lessees, or lessees in certain market
segments that may experlence headw1nds. Changes in interest rates, the federal government’ S early termination of
contracts, or the-other . .
factors may make it more difficult or impossible for us to ﬁnd or malntaln lenders needed for us to proﬁtably finance
leasmg solutlons where the government is the end - user based—se}ttﬁeﬁs— whlch may tne{ud-rﬁg—la&S—Saa-S—&nd—PaaS—‘vVe

adverse effect on our buslness results of opelatlons or Cash flows | In addition, 1f we are...... or cash flows could be adversely
impacted . RISKS RELATED TO LAWS AND REGULATIONS Failure to comply with new laws or changes to existing laws
may adversely impact our business. Our operations are subject to numerous US and foreign laws and regulations in several &
aamber-ofareas including, but not limited to, areas of labor and employment, immigration, advertising, e- commerce, patent and
copyright, tax, import and export requirements , finaneing , anti- corruption, data privacy requirements, anti- competition, and
environmental, health, and safety. We are also subject to a vast number of peneding-evolving laws, such as state at the local,
state and federal levels, including employment and data privacy laws, and securities laws such as the SEC” s propesed-rules
on climate- related disclosures and prepesed-amended rules on cybersecurity risk management. Compliance with these laws,
regulations, and similar requirements may be onerous and expensive. The laws and regulations may be inconsistent from
jurisdiction to jurisdiction and may be repeatedly and unpredictably modified or rescinded by legislative bodies, regulatory
agencies, and / or courts, further increasing the cost of compliance and doing business, and the risk of noncompliance. We have
implemented policies and procedures designed to help comply with applicable laws and regulations, but there can be no
certainty that our employees, contractors, or agents will fully comply with laws and regulations or our policies and procedures.
Additionally, as our customers and vendors implement policies and processes for their own compliance with current,
anticipated, and pending laws and regulations, they may impose requirements on us, which we may not be able to timely and
cost- effectively fulfill. We may not adequately protect ourselves through our contract vehicles, or our insurance policies may
not be adequate to address potential losses or claims. Our contracts may not protect us against the risks inherent in our business
including, but not limited to, warranties, limitations of liability, indemnification obligations, human resources and subcontractor-
related claims, patent and product liability, regulatory and compliance obligations, data security and privacy, and financing
activities. Also, we face pressure from our customers for competitive pricing and contract terms. In addition, order cancellations
by our customers may result from product constraints, or other economic concerns. While we may mitigate risk through our
contracts, if orders are cancelled by our customers, we may have an increased risk of dispute resulting in non- payment. Such
disputes may be complicated by novel legal arguments relating to contract enforceability, such as the application of force
majeure, impossibility or impracticability of performance, and frustration of purpose. Despite the non- recourse nature of the
loans financing certain of our activities, non- recourse lenders may file suit if the underlying transaction turns out poorly for the
lenders. We are subject to such claims and the cost of defending such claims due to the nature of our business. We also are
subject to audits by various vendor partners and customers, including government agencies, relating to purchases ane-, sales ,



data privacy and compliance under various contracts. In addition, we are subject to indemnification claims under various
contracts. Failure to comply with our public- sector contracts or applicable laws and regulations could result in, among other
things, termination, fines or other liabilities, and changes in procurement regulations could adversely impact our business.
Revenues in our public sector are derived from sales to SLED customers, through various contracts and open market sales of
products and services. Sales to SLED customers are highly regulated and SLED customer purchases are subject to availability of
funds from taxation, grants, or other sources. Noncompliance with contract provisions, government procurement regulations, or
other applicable laws or regulations could result in civil, criminal, and administrative liability, including substantial monetary
fines or damages, termination of SLED sector customer contracts, and suspension, debarment, or ineligibility from doing
business with the government and other customers in the SLED sector. Contracts in the SLED sector are generally terminable at
any time for convenience of the contracting agency or upon default and are subject to audits. In addition, most contracts require
successfully bidding and award of the contract. These bid processes can be complex and require extensive review of terms and
conditions and data compilation. Multiple bidders may win a product category, which creates aggressive competition even after
contract award. The effect of any of these possible actions could adversely affect our business, results of operations or cash
flows. In addition, the adoption of new or modified procurement regulations and other requirements may increase our
compliance costs and reduce our gross margins, which could have a negative effect on our business, results of operations, or
cash flows. We face risks of claims from third parties for intellectual property infringement, including counterfeit products, that
which could harm our business. We may be subject to claims that our products and services, or products that we resell, infringe
on the intellectual property rights of third parties and / or are counterfeit products. In addition, decreased the-eurrent-product
accessibility eenstraintenvirenment-may foster more counterfeit product availability , including components within products
that we purchase, and we may be subject to claims by our customers, vendors, or suppliers for unknowingly selling these types
of products. The vendor of certain products or services we resell may not provide us with indemnification for infringement or
indemnification; however, our customers may seek indemnification from us. We could incur substantial costs in defending
infringement claims against ourselves and our customers. In the event of such claims, we and our customers may be required to
obtain one or more licenses from third parties. We may not be able to obtain such licenses from third parties at a reasonable cost
or at all. Defense of any lawsuit or failure to obtain any such required license could significantly increase our expenses and / or
adversely affect our ability to offer one or more of our services. We may be unable to protect our intellectual property and costs
to protect our intellectual property may affect our earnings. The success of our business strategy depends, in part, upon
proprietary technology and other intellectual property rights. To date, we have relied primarily on a combination of copyright,
trademark, and trade secret laws, and contractual provisions with our customers, subcontractors, and employees to protect our
proprietary technology. It may be possible for unauthorized third parties to copy certain portions of our products or reverse
engineer or obtain and use information that we regard as proprietary. Some of our agreements with our customers and
technology licensors contain residual clauses regarding confidentiality and the rights of third parties to obtain the source code
for our products. These provisions may limit our ability to protect our intellectual property rights in the future that could
seriously harm our business and operating results. Our means of protecting our intellectual property rights may not be adequate.
The legal and associated costs to protect our intellectual property in the US and foreign jurisdictions may significantly increase
our expenses and have a material adverse effect on our operating results. We may deem it necessary to protect our intellectual
property rights and significant expenses could be incurred with no certainty of the results of these potential actions. Costs
relative to lawsuits are usually expensed in the periods incurred and there is no certainty in recouping any of the amounts
expended regaldless ofthe outcome of any action. RISKS RELATED TO OWNERSHIP OF OUR STOCK OurI—Pseeurrt—tes

er—dewngrade—etu&common stock —t-he—prlce may be volatlle and may declme regardless of our operatlng performance, and
holders of our common stock could deeline-lose a significant portion of their investment . The trading-market price for our
common stock depends-may be volatile. Our stockholders may not be able to resell their shares of common stock at or
above the price at which they purchased such shares, due to fluctuations in part-the market price of our common stock,
which may be caused by several factors, many of which we cannot control, including the risk factors described in this
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of securities; * or-our more-failure to obtain our financial guidance estimates; ¢ significant variations in our quarterly
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* future sales of our common stock by our officers, dlrectors, and significant stockholderS° « market conditions or trends
in our industry or the economy as a whole including market expectations of changes in interest rates; ¢ investors’
perceptions of our prospects; * announcements by us or our competitors of significant contracts, acquisitions, joint
ventures, or capital commitments; and ¢ changes in key personnel. In addition, the stock markets have experienced
extreme price and volume fluctuations that have affected and continue to affect the market prices of equity securities of
many companies, including companies in our industry. In the past, securities class action litigation has followed periods
of market volatility. If we were involved in securities litigation, we could deeline-incur substantial costs, and our
resources and the attention of management could be diverted from our business. In the future, we may also issue our
securities in connection with investments or acquisitions. The number of shares of our common stock issued in
connection with an investment or acquisition could constitute a material portion of our then- outstanding shares of our



common stock and depress our stock price. There can be no assurance that we will continue to repurchase any of our
common stock under our share repurchase program. Any determination to repurchase, shares of our common stock in
the future will depend upon our results of operations, financial condition, business prospects, capital requirements,
contractual restrictions (including in current or future agreements governing our indebtedness), restrictions imposed by
applicable law, market conditions, tax considerations and other factors our Board of Directors deems relevant. There
can be no assurance that we will continue to repurchase shares of our common stock and, therefore, the future
realization of a gain on your investment will depend entirely on the appreciation of the price of our common stock, which
may never occur . Future offerings of debt or equity securities, which would rank senior to our common stock, may adversely
affect the market price of our common stock. If, in the future, we decide to issue debt or equity securities that rank senior to our
common stock, it is likely that such securities will be governed by an indenture or other instrument containing covenants
restricting our operating flexibility. Additionally, any convertible or exchangeable securities that we issue in the future may have
rights, preferences, and privileges more favorable than those of our common stock and may result in dilution to owners of our
common stock. We and, indirectly, our stockholders, will bear the cost of issuing and servicing such securities. Because our
decision to issue debt or equity securities in any future offering will depend on market conditions and other factors beyond our
control, we cannot predict or estimate the amount, timing, or nature of our future offerings, if any. Thus, holders of our common
stock will bear the risk of our future offerings reducing the market price of our common stock and diluting the value of their
holdings in our common stock. ITEM 1B. UNRESOLVED STAFF COMMENTS



