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These	are	not	the	only	risks	and	uncertainties	that	we	face.	Our	business,	financial	condition,	operating	results,	and	stock	price
can	be	materially	and	adversely	affected	by	a	number	of	factors,	whether	currently	known	or	unknown,	including,	but	not
limited	to,	those	described	below.	Any	one	or	more	of	such	factors	could	directly	or	indirectly	cause	our	actual	financial
condition	and	operating	results	to	vary	materially	from	our	past	or	anticipated	future	financial	condition	or	operating	results.
RISKS	RELATED	TO	OUR	INDUSTRY	The	widespread	outbreak	of	an	illness	or	any	other	communicable	disease,	or	any
other	public	health	crisis,	such	as	the	COVID-	19	pandemic,	and	the	governmental	and	societal	responses	thereto,	could
adversely	affect	our	business,	results	of	operations,	and	financial	position.	Widespread	outbreaks	of	disease	or	other	public
health	crises,	such	as	the	COVID-	19	pandemic,	and	responses	thereto	have	in	the	past	and	may	in	the	future	cause	harm	to	us,
our	employees,	customers,	vendors,	and	financial	institutions,	which	could	have	a	material	adverse	effect	on	our	results	of
operations,	financial	condition,	and	cash	flows.	The	impacts	may	include,	but	would	not	be	limited	to:	•	Disruption	to	operations
due	to	the	unavailability	of	employees	due	to	illness,	quarantines,	risk	of	illness,	travel	restrictions,	vaccination	mandates,	or
other	factors	that	limit	the	availability	of	our	existing	or	potential	workforce;	•	Limitations	to	the	availability	of	our	key
personnel	due	to	travel	restrictions	and	access	restrictions	to	our	customers'	facilities;	•	Elevated	employee	turnover	which	may
impact	our	performance	and	/	or	increase	payroll	expense	and	recruiting-	related	expenses;	•	New	or	additional	measures
required	by	national,	state,	or	local	governments	to	combat	COVID-	19,	such	as	a	COVID-	19	vaccine	mandate,	may	impact	the
availability	of	our	employees	and	/	or	increase	operating	costs;	•	Decreased	patient	volumes	which	could	impact	the	financial
health	of	our	customers	and	thereby	increase	our	associated	credit	risk	with	customers	and	increase	pressure	to	modify	our
contractual	terms;	and	•	Significant	disruption	of	global	financial	markets,	which	could	negatively	impact	our	or	our	customers'
ability	to	access	capital	in	the	future.	The	further	spread	of	COVID-	19,	and	the	requirements	to	take	action	to	help	limit	the
spread	of	the	virus,	could	impact	the	resources	required	to	carry	out	our	business	as	usual	and	may	have	a	material	adverse	effect
on	our	results	of	operations,	financial	condition,	and	cash	flows.	The	extent	to	which	COVID-	19	will	impact	our	business	and
our	financial	results	will	depend	on	future	developments,	which	are	highly	uncertain	and	cannot	be	predicted.	Such
developments	may	include	the	ongoing	geographic	spread	of	the	virus,	the	severity	of	the	disease,	the	duration	of	the	outbreak
and	the	type	and	duration	of	actions	that	may	be	taken	by	various	government	authorities	in	response	to	the	outbreak	and	the
impact	on	the	United	States	and	the	global	economy.	Any	of	these	developments,	individually	or	in	aggregate,	could	materially
impact	our	business	and	our	financial	results	and	conditions.	Additionally,	concerns	over	the	economic	impact	of	the	COVID-
19	pandemic	have	caused	extreme	volatility	in	financial	and	other	capital	markets	which	has	and	may	continue	to	adversely
impact	our	stock	price	and	may	adversely	impact	our	ability	to	access	capital,	at	all	or	on	reasonable	terms.	To	the	extent	the
COVID-	19	pandemic	adversely	affects	our	business	and	financial	results,	it	may	also	have	the	effect	of	heightening	many	of
the	other	risks	described	herein.	There	are	a	limited	number	of	hospitals	in	our	target	market.	Saturation	or	consolidation	in	the
healthcare	industry	could	result	in	the	loss	of	existing	clients,	a	reduction	in	our	potential	client	base	and	downward	pressure	on
the	prices	of	our	products	and	services.	The	limited	number	of	hospitals	with	fewer	than	200	acute	care	beds	in	our	general	target
market	for	our	acute	care	product	and	service	offerings	has	resulted	in	an	ever	narrowing	market	for	new	system	installations
and	add-	on	sales	which	could	materially	and	adversely	impact	our	business,	financial	condition	and	operating	results.	Our
primary	objectives	are	to	increase	the	market	share	of	our	RCM	services,	aggressively	pursue	competitive	and	vulnerable	EHR
replacement	opportunities,	and	differentiate	our	products	and	services	on	a	client	experience	basis	that	enables	us	to	sell	a
broader	set	of	services	into	a	loyal	base	of	clients	that	are	our	advocates.	Although	we	have	formulated	strategic	responses	for
capitalizing	on	each	of	the	identified	opportunities,	there	is	no	guarantee	that	such	responses	will	ultimately	prove	successful.
Additionally,	to	the	extent	that	these	opportunities	fail	to	develop	or	develop	more	slowly	than	expected,	our	business,	financial
condition	and	operating	results	could	be	materially	and	adversely	impacted.	Furthermore,	many	healthcare	providers	have
consolidated	to	create	larger	healthcare	delivery	enterprises	with	greater	market	power.	If	this	consolidation	continues,	we	could
lose	existing	clients	and	could	experience	a	decrease	in	the	number	of	potential	purchasers	of	our	products	and	services.	The	loss
of	existing	and	potential	clients	due	to	industry	consolidation	could	cause	our	revenue	growth	rate	to	decline.	Economic,	market
and	other	factors	may	cause	a	decline	in	spending	for	information	technology	and	services	by	our	current	and	prospective	clients
which	may	result	in	less	demand	for	our	products,	lower	prices	and,	consequently,	lower	revenues	and	a	lower	revenue	growth
rate.	The	purchase	of	our	information	system	involves	a	significant	financial	commitment	by	our	clients.	At	the	same	time,	the
healthcare	industry	faces	significant	financial	pressures	that	could	adversely	affect	overall	spending	on	healthcare	information
technology	and	services.	To	the	extent	spending	for	healthcare	information	technology	and	services	declines	or	increases	slower
than	we	anticipate,	demand	for	our	products	and	services,	as	well	as	the	prices	we	charge,	could	be	adversely	affected.
Accordingly,	we	cannot	assure	you	that	we	will	be	able	to	increase	or	maintain	our	revenues	or	our	revenue	growth	rate.	There
is	significant	uncertainty	in	the	healthcare	industry,	both	as	a	result	of	recently	enacted	legislation	and	changing	government
regulation,	which	may	have	a	material	adverse	impact	on	the	businesses	of	our	hospital	clients	and	ultimately	on	our	business,
financial	condition	and	results	of	operations.	The	healthcare	industry	is	subject	to	changing	political,	economic	and	regulatory
influences	that	may	affect	the	procurement	processes	and	operation	of	healthcare	facilities,	including	our	hospital	clients.	During
the	past	decade,	the	healthcare	industry	has	been	subject	to	increased	legislation	and	regulation	of,	among	other	things,
reimbursement	rates,	payment	programs,	information	technology	programs	and	certain	capital	expenditures	(collectively,	the"
Health	Reform	Laws").	The	Health	Reform	Laws	contain	various	provisions	which	impact	us	and	our	clients.	Some	of	these



provisions	have	a	positive	impact,	by	expanding	the	use	of	electronic	health	records	in	certain	federal	programs,	for	example,
while	others,	such	as	reductions	in	reimbursement	for	certain	types	of	providers,	have	a	negative	impact	due	to	fewer	available
resources.	The	continued	increase	in	fraud	and	abuse	penalties	is	expected	to	adversely	affect	participants	in	the	healthcare
sector,	including	us.	Among	other	things,	the	Health	Reform	Laws	provide	for	the	expansion	of	Medicaid	eligibility,	mandate
material	changes	to	the	delivery	of	healthcare	services	and	reduce	the	reimbursement	paid	for	such	services	in	order	to	generate
savings	in	the	Medicare	program.	The	Health	Reform	Laws	also	modify	certain	payment	systems	to	encourage	more	cost-
effective,	quality-	based	care	and	a	reduction	of	inefficiencies	and	waste,	including	through	various	tools	to	address	fraud	and
abuse.	The	Health	Reform	Laws	will	continue	to	affect	hospitals	differently	depending	upon	the	populations	they	serve	and	their
payor	mix.	Our	target	market	of	community	hospitals	typically	serve	higher	uninsured	populations	than	larger	urban	hospitals
and	rely	more	heavily	on	Medicare	and	Medicaid	for	reimbursement.	It	remains	to	be	seen	whether	the	increase	in	the	insured
population	for	community	hospitals	will	be	sufficient	to	offset	actual	and	proposed	additional	cuts	in	Medicare	and	Medicaid
reimbursements	contained	in	the	Health	Reform	Laws.	The	Health	Reform	Laws	are	leading	to	significant	changes	in	the
healthcare	system,	but	the	full	impact	of	the	legislation	and	of	further	statutory	and	regulatory	actions	to	reform	healthcare	on
our	business	is	unknown.	As	a	result,	there	can	be	no	assurances	that	the	legislation	will	not	adversely	impact	either	our
operational	results	or	the	manner	in	which	we	operate	our	business.	We	believe	some	healthcare	industry	participants	have
reduced	their	investments	or	postponed	investment	decisions,	including	investments	in	our	solutions	and	services.	Cost-
containment	measures	instituted	by	healthcare	providers	as	a	result	of	regulatory	reform	or	otherwise	could	result	in	a	reduced
allocation	of	capital	funds.	Such	a	reduction	could	have	an	adverse	effect	on	our	ability	to	sell	our	systems	and	related	services.
Although	the	Biden	administration	promises	to	prioritize	public	health	by	fortifying	and	expanding	implementation	of	such	laws
and	legislation,	we	cannot	predict	what	effect,	if	any,	such	additional	proposals	or	healthcare	reforms	might	have	on	our
business,	financial	condition	and	results	of	operations.	As	existing	regulations	mature	and	become	better	defined,	we	anticipate
that	these	regulations	will	continue	to	directly	affect	certain	of	our	products	and	services,	but	we	cannot	fully	predict	the	effect	at
this	time.	We	have	taken	steps	to	modify	our	products,	services	and	internal	practices	as	necessary	to	facilitate	our	compliance
with	the	regulations,	but	there	can	be	no	assurance	that	we	will	be	able	to	do	so	in	a	timely	or	complete	manner.	Achieving
compliance	with	these	regulations	could	be	costly	and	distract	management’	s	attention	and	divert	other	company	resources,	and
any	noncompliance	by	us	could	result	in	civil	and	criminal	penalties.	The	healthcare	industry	is	heavily	regulated	at	the	local,
state	and	federal	levels.	Our	failure	to	comply	with	regulatory	requirements	could	create	liability	for	us,	result	in	adverse
publicity	and	negatively	affect	our	business.	The	healthcare	industry	is	heavily	regulated	and	is	constantly	evolving	due	to	the
changing	political,	legislative	and	regulatory	landscapes.	In	some	instances,	the	impact	of	these	regulations	on	our	business	is
direct	to	the	extent	that	we	are	subject	to	these	laws	and	regulations	ourselves.	However,	these	regulations	also	impact	our
business	indirectly	as,	in	a	number	of	circumstances,	our	solutions,	devices	and	services	must	be	capable	of	being	used	by	our
clients	in	a	way	that	complies	with	those	laws	and	regulations,	even	though	we	may	not	be	directly	regulated	by	the	specific
healthcare	laws	and	regulations.	There	is	a	significant	number	of	wide-	ranging	regulations,	including	regulations	in	the	areas	of
healthcare	fraud,	e-	prescribing,	claims	processing	and	transmission,	medical	devices,	the	security	and	privacy	of	patient	data,
the	ARRA	meaningful	use	program,	patient	access	rights	and	interoperability	standards,	that	may	be	directly	or	indirectly
applicable	to	our	operations	and	relationships	or	the	business	practices	of	our	clients.	Specific	areas	that	are	subject	to	increased
regulation	include,	but	are	not	limited	to,	the	following:	Healthcare	Fraud.	Federal	and	state	governments	continue	to	enhance
regulation	of	and	increase	their	scrutiny	over	practices	potentially	involving	healthcare	fraud,	waste	and	abuse	by	healthcare
providers	whose	services	are	reimbursed	by	Medicare,	Medicaid	and	other	government	healthcare	programs.	Our	healthcare
provider	clients	are	subject	to	laws	and	regulations	regarding	fraud	and	abuse	that,	among	other	things,	prohibit	the	direct	or
indirect	payment	or	receipt	of	any	remuneration	for	patient	referrals,	or	arranging	for	or	recommending	referrals	or	other
business	paid	for	in	whole	or	in	part	by	these	federal	or	state	healthcare	programs.	Federal	enforcement	personnel	have
substantial	funding,	powers	and	remedies	to	pursue	suspected	or	perceived	fraud	and	abuse.	The	effect	of	this	government
regulation	on	our	clients	is	difficult	to	predict.	Many	of	the	regulations	applicable	to	our	clients	and	that	may	be	applicable	to	us,
including	those	relating	to	marketing	incentives	offered	in	connection	with	medical	device	sales	may	be	interpreted	or	applied
by	a	prosecutorial,	regulatory	or	judicial	authority	in	a	manner	that	could	broaden	their	applicability	to	us	or	require	our	clients
to	make	changes	in	their	operations	or	the	way	in	which	they	deal	with	us.	If	such	laws	and	regulations	are	determined	to	be
applicable	to	us	and	if	we	fail	to	comply	with	any	applicable	laws	and	regulations,	we	could	be	subject	to	civil	and	criminal
penalties,	sanctions	or	other	liabilities,	including	exclusion	from	government	healthcare	programs,	which	could	have	a	material
adverse	effect	on	our	business,	results	of	operations	and	financial	condition.	Even	an	unsuccessful	challenge	by	a	regulatory	or
prosecutorial	authority	of	our	activities	could	result	in	adverse	publicity,	could	require	a	costly	response	from	us	and	could
adversely	affect	our	business,	results	of	operations	and	financial	condition.	E-	Prescribing.	The	use	of	our	solutions	by
physicians	for	electronic	prescribing	and	electronic	routing	of	prescriptions	via	the	Surescripts	network	to	pharmacies	is
governed	by	federal	and	state	laws.	States	have	differing	regulations	that	govern	the	electronic	transmission	of	certain
prescriptions	and	prescription	requirements.	Standards	adopted	by	the	National	Council	for	Prescription	Drug	Programs	and
regulations	adopted	by	the	Centers	for	Medicare	and	Medicaid	Services	("	CMS	")	related	to"	EPrescribing	and	the	Prescription
Drug	Program"	set	forth	implementation	standards	for	the	transmission	of	electronic	prescriptions.	These	standards	are	detailed
and	broad,	and	cover	not	only	routing	transactions	between	prescribers	and	pharmacies,	but	also	electronic	eligibility,	formulary
and	benefits	inquiries.	In	general,	regulations	in	this	area	can	be	burdensome	and	evolve	regularly,	meaning	that	any	potential
benefits	to	our	clients	from	utilizing	such	solutions	and	services	may	be	superseded	by	a	newly-	promulgated	regulation	that
adversely	affects	our	business	model.	Our	efforts	to	provide	solutions	that	enable	our	clients	to	comply	with	these	regulations
could	be	time	consuming	and	expensive.	Claims	Processing	and	Transmission.	Our	system	electronically	transmits	medical
claims	by	physicians	to	patients’	payors	for	immediate	approval	and	reimbursement.	In	addition,	we	offer	business	management



services	that	include	the	manual	and	electronic	processing	and	submission	of	medical	claims	by	healthcare	providers	to	patients’
payors	for	approval	and	reimbursement.	Federal	and	state	laws	provide	that	it	is	a	violation	for	any	person	to	submit,	or	cause	to
be	submitted,	a	claim	to	any	payor,	including,	without	limitation,	Medicare,	Medicaid	and	all	private	health	plans	and	managed
care	plans,	seeking	payment	for	any	service	or	product	that	overbills	or	bills	for	items	that	have	not	been	provided	to	the	patient.
We	have	in	place	policies	and	procedures	that	we	believe	assure	that	all	claims	that	are	transmitted	by	our	system	and	through
our	services	are	accurate	and	complete,	provided	that	the	information	given	to	us	by	our	clients	is	also	accurate	and	complete.	If,
however,	we	do	not	follow	those	procedures	and	policies,	or	they	are	not	sufficient	to	prevent	inaccurate	claims	from	being
submitted,	we	could	be	subject	to	substantial	liability	including,	but	not	limited	to,	civil	and	criminal	liability.	Additionally,	any
such	failure	of	our	billing	and	collection	services	to	comply	with	these	laws	and	regulations	could	adversely	affect	demand	for
our	services	and	could	force	us	to	expend	significant	capital,	research	and	development,	and	other	resources	to	address	the
failure.	Where	we	are	permitted	to	do	so,	we	calculate	charges	for	our	billing	and	collection	services	based	on	a	percentage	of
the	collections	that	our	clients	receive	as	a	result	of	our	services.	To	the	extent	that	violations	or	liability	for	violations	of	these
laws	and	regulations	require	intent,	it	may	be	alleged	that	this	percentage	calculation	provides	us	or	our	employees	with
incentive	to	commit	or	overlook	fraud	or	abuse	in	connection	with	submission	and	payment	of	reimbursement	claims.	CMS	has
stated	that	it	is	concerned	that	percentage-	based	billing	services	may	encourage	billing	companies	to	commit	or	to	overlook
fraudulent	or	abusive	practices.	A	portion	of	our	business	involves	billing	Medicare	claims	on	behalf	of	our	clients.	In	an	effort
to	combat	fraudulent	Medicare	claims,	the	federal	government	offers	rewards	for	reporting	of	Medicare	fraud	which	could
encourage	others	to	subject	us	to	a	charge	of	fraudulent	claims,	including	charges	that	are	ultimately	proved	to	be	without	merit.
As	discussed	below,	the	HIPAA	security	and	privacy	standards	also	affect	our	claims	transmission	services,	since	those	services
must	be	structured	and	provided	in	a	way	that	supports	our	clients’	HIPAA	compliance	obligations.	Regulation	of	Medical
Devices.	The	United	States	Food	and	Drug	Administration	(the"	FDA	")	has	determined	that	certain	of	our	solutions,	such	as	our
ImageLink	®	and	Blood	Administration	®	products,	are	medical	devices	that	are	actively	regulated	under	the	Federal	Food,
Drug	and	Cosmetic	Act,	as	amended.	If	other	of	our	solutions	are	deemed	to	be	actively	regulated	medical	devices	by	the	FDA,
we	could	be	subject	to	extensive	requirements	governing	pre-	and	post-	marketing	activities	including	registration	of	the
applicable	manufacturing	facility	and	software	and	hardware	products,	application	of	detailed	record-	keeping	and
manufacturing	standards,	application	of	the	medical	device	excise	tax,	and	FDA	approval	or	clearance	prior	to	marketing.
Complying	with	these	medical	device	regulations	is	time	consuming	and	expensive,	and	our	marketing	and	other	sales	activities
could	be	subject	to	unanticipated	and	significant	delays.	Further,	it	is	possible	that	the	FDA	may	become	more	active	in
regulating	software	and	medical	devices	that	are	used	in	the	healthcare	industry.	If	we	are	unable	to	obtain	the	required
regulatory	approvals	for	any	such	software	or	medical	devices,	our	short-	to	long-	term	business	plans	for	these	solutions	or
medical	devices	could	be	delayed	or	canceled	and	we	could	face	FDA	refusal	to	grant	pre-	market	clearance	or	approval	of
products;	withdrawal	of	existing	clearances	and	approvals;	fines,	injunctions	or	civil	penalties;	recalls	or	product	corrections;
production	suspensions;	and	criminal	prosecution.	FDA	regulation	of	our	products	could	increase	our	operating	costs,	delay	or
prevent	the	marketing	of	new	or	existing	products,	and	adversely	affect	our	revenue	growth.	Security	and	Privacy	of	Patient
Information.	Federal,	state	and	local	laws	regulate	the	privacy	and	security	of	patient	records	and	the	circumstances	under	which
those	records	may	be	released.	These	regulations	govern	both	the	disclosure	and	use	of	confidential	patient	medical	record
information	and	require	the	users	of	such	information	to	implement	specified	security	and	privacy	measures.	United	States
regulations	currently	in	place	governing	electronic	health	data	transmissions	continue	to	evolve	and	are	often	unclear	and
difficult	to	apply.	In	the	United	States,	HIPAA	regulations	require	national	standards	for	some	types	of	electronic	health
information	transactions	and	the	data	elements	used	in	those	transactions,	security	standards	to	ensure	the	integrity	and
confidentiality	of	health	information,	and	standards	to	protect	the	privacy	of	individually	identifiable	health	information.
Covered	entities	under	HIPAA,	which	include	healthcare	organizations	such	as	our	clients,	and	our	claims	processing,
transmission	and	submission	services,	are	required	to	comply	with	the	privacy	standards,	transaction	regulations	and	security
regulations.	Moreover,	HITECH	and	associated	regulatory	requirements	extend	many	of	the	HIPAA	obligations,	formerly
imposed	only	upon	covered	entities,	to	business	associates	as	well.	As	a	business	associate	of	our	clients	who	are	covered
entities,	we	are	in	most	instances	already	contractually	required	to	ensure	compliance	with	the	HIPAA	regulations	as	they
pertain	to	the	handling	of	covered	client	data.	However,	the	extension	of	these	HIPAA	obligations	to	business	associates	by	law
has	created	a	direct	liability	risk	related	to	the	privacy	and	security	of	individually	identifiable	health	information.	Evolving
HIPAA	and	HITECH-	related	laws	or	regulations	could	restrict	the	ability	of	our	clients	to	obtain,	use	or	disseminate	patient
information.	This	could	adversely	affect	demand	for	our	solutions	and	devices	if	they	are	not	re-	designed	in	a	timely	manner	in
order	to	meet	the	requirements	of	any	new	interpretations	or	regulations	that	seek	to	protect	the	privacy	and	security	of	patient
data	or	enable	our	clients	to	execute	new	or	modified	healthcare	transactions.	We	may	need	to	expend	additional	capital	and
software	development	and	other	resources	to	modify	our	solutions	to	address	these	evolving	data	security	and	privacy	issues.
Furthermore,	our	failure	to	maintain	the	confidentiality	of	sensitive	personal	information	in	accordance	with	the	applicable
regulatory	requirements	could	damage	our	reputation	and	expose	us	to	claims,	fines	and	penalties.	Federal	and	state	statutes	and
regulations	have	granted	broad	enforcement	powers	to	regulatory	agencies	to	investigate	and	enforce	compliance	with	these
privacy	and	security	laws	and	regulations.	Federal	and	state	enforcement	personnel	have	substantial	funding,	powers	and
remedies	to	pursue	suspected	or	perceived	violations.	If	we	fail	to	comply	with	any	applicable	laws	or	regulations,	we	could	be
subject	to	civil	penalties,	sanctions	or	other	liability.	Enforcement	investigations,	even	if	meritless,	could	have	a	negative	impact
on	our	reputation,	cause	us	to	lose	existing	clients	or	limit	our	ability	to	attract	new	clients.	ARRA	Meaningful	Use	Program.
The	ARRA	initially	required"	meaningful	use	of	certified	electronic	health	record	technology"	by	healthcare	providers	by	2015
in	order	to	receive	limited	incentive	payments	and	to	avoid	related	reduced	reimbursement	rates	for	Medicare	claims.	Related
standards	and	specifications	are	subject	to	interpretation	by	the	entities	designated	to	certify	such	technology.	While	a



combination	of	our	solutions	has	been	certified	as	meeting	stage	one,	stage	two,	and	stage	three	standards	for	certified	electronic
health	record	technology,	the	regulatory	standards	to	achieve	certification	will	continue	to	evolve	over	time.	We	may	incur
increased	development	costs	and	delays	in	delivering	solutions	if	we	need	to	upgrade	our	software	or	healthcare	devices	to	be	in
compliance	with	these	varying	and	evolving	standards.	In	addition,	further	delays	in	interpreting	these	standards	may	result	in
postponement	or	cancellation	of	our	clients’	decisions	to	purchase	our	software	solutions.	If	our	software	solutions	are	not
compliant	with	these	evolving	standards,	our	market	position	and	sales	could	be	impaired	and	we	may	have	to	invest
significantly	in	changes	to	our	software	solutions.	Interoperability	Standards.	Our	clients	are	concerned	with	and	often	require
that	our	software	and	systems	be	interoperable	with	other	third	party	healthcare	information	technology	systems.	Market	forces
or	governmental	or	regulatory	authorities	could	create	software	interoperability	standards	that	would	apply	to	our	software	and
systems,	and	if	our	software	and	systems	are	not	consistent	with	those	standards,	we	could	be	forced	to	incur	substantial
additional	development	costs.	For	example,	the	HITECH	Act	contains	interoperability	standards	that	healthcare	providers	are
required	to	adhere	to	in	order	to	receive	stimulus	funds	from	the	federal	government	under	the	ARRA.	Compliance	with	these
and	related	standards	is	becoming	a	competitive	requirement	and,	although	a	combination	of	our	solutions	has	been	certified	as
meeting	all	such	required	interoperability	standards	to	date,	maintaining	such	compliance	with	these	varying	and	evolving	rules
may	result	in	increased	development	costs	and	delays	in	upgrading	our	client	software	and	systems.	To	the	extent	these	rules	are
narrowly	construed,	subsequently	changed	or	supplemented,	or	that	we	are	delayed	in	achieving	certification	under	these
evolving	rules	for	applicable	products,	our	clients	may	postpone	or	cancel	their	decisions	to	purchase	or	implement	our	software
and	systems.	As	it	relates	specifically	to	interoperability,	we	are	a	member	of	CommonWell	Health	Alliance	("	CommonWell"),
a	not-	for-	profit	trade	association	comprised	of	healthcare	information	technology	vendors	devoted	to	the	notion	that	patient
data	should	be	safely,	securely	and	immediately	available	to	patients	and	healthcare	providers	to	support	better	care	delivery,
regardless	of	where	that	care	occurs.	CommonWell	is	committed	to	fostering	standards	that	make	this	possible,	and	to	having
healthcare	information	technology	companies	embed	these	capabilities	natively	and	cost	effectively	into	their	EHR	systems.
Despite	our	membership	in	CommonWell,	there	is	no	guarantee	that	we	will	successfully	manage	the	interoperability	of	our
software	and	systems	with	third-	party	health	IT	providers.	Patient	Access	Rights.	In	March	2020,	the	Office	of	National
Coordinator	for	Health	Information	Technology	("	ONC")	of	the	U.	S.	Department	of	Health	and	Human	Services	("	HHS")
released	the"	21st	Century	Cures	Act:	Interoperablity,	Information	Blocking,	and	the	ONC	Health	IT	Certification	Program,
Final	Rule."	The	rule	implements	several	of	the	key	interoperability	provisions	included	in	the	21st	Century	Cures	Act.
Specifically,	it	calls	on	developers	of	certified	EHRs	and	health	IT	products	to	adopt	standardized	APIs,	which	will	help	allow
individuals	to	securely	and	easily	access	structured	and	unstructured	EHI	formats	using	smartphones	and	other	mobile	devices.
This	provision	and	others	included	in	the	final	rule	create	a	potentially	lengthy	list	of	certification	and	maintenance	of
certification	requirements	that	developers	of	EHRs	and	other	health	IT	products	have	to	meet	in	order	to	maintain	approved
federal	government	certification	status.	Meeting	and	maintaining	this	certification	status	could	require	additional	development
costs.	The	ONC	rule	also	implements	the	information	blocking	provisions	of	the	21st	Century	Cures	Act,	including	identifying
reasonable	and	necessary	activities	that	do	not	constitute	information	blocking.	Under	the	21st	Century	Cures	Act,	the	HHS	has
the	regulatory	authority	to	investigate	and	assess	civil	monetary	penalties	of	up	to	$	1,	000,	000	against	health	IT	developers	and
/	or	providers	found	to	be	guilty	of"	information	blocking."	This	new	oversight	and	authority	to	investigate	claims	of
information	blocking	creates	significant	risks	for	us	and	our	clients	and	could	potentially	create	substantial	new	compliance
costs.	The	HHS	may	impose	penalties	for	information	blocking	that	has	occurred	after	September	1,	2023,	and	the	ONC
and	the	HHS	proposed	a	rule	on	November	1,	2023	listing	certain	disincentives	for	actors	that	conduct	information
blocking.	Standards	for	Submission	of	Healthcare	Claims.	Effective	October	2015,	CMS	mandated	the	use	of	new	requires	all
providers,	payors,	clearinghouses	and	billing	services	to	utilize	patient	codes	for	reporting	medical	diagnosis	and	inpatient
procedures,	referred	to	as	the	ICD-	10	codes.	CMS	requires	all	providers,	payors,	clearinghouses	and	billing	services	to	utilize
these	ICD-	10	codes	when	submitting	claims	for	payment.	ICD-	10	codes	affect	medical	diagnosis	and	inpatient	procedure
coding	for	everyone	covered	by	HIPAA,	not	just	those	who	submit	Medicare	or	Medicaid	claims.	Claims	for	services	must	use
ICD-	10	codes	for	medical	diagnosis	and	inpatient	procedures	or	they	will	not	be	paid.	While	we	have	successfully	implemented
the	use	of	ICD-	10	codes	within	our	products	and	services	since	their	initial	mandate	in	2015	,	the	possibility	exists	for	similar
future	mandates	by	CMS.	If	our	products	and	services	do	not	accommodate	CMS	mandates	at	any	future	date,	clients	may	cease
to	use	those	products	and	services	that	are	not	compliant	and	may	choose	alternative	vendors	and	products	that	are	compliant.
This	could	adversely	impact	future	revenues.	RISKS	RELATED	TO	OUR	BUSINESS	Our	strategy	to	transition	to	a
subscription-	based	recurring	revenue	model	and	continued	modernization	of	our	technology	may	adversely	affect	our	near-
term	revenue	growth	and	results	of	operations.	As	we	transition	more	of	our	offerings	to	leverage	cloud	technologies,	we	may
incur	disruption	and	be	less	competitive	as	we	transition	existing	clients	to	new	product	offerings,	which	could	impact	revenue
and	profitability.	We	believe	we	must	continue	to	dedicate	a	significant	amount	of	resources	to	our	research	and	development
efforts	to	maintain	our	competitive	position,	and	oftentimes,	successful	investments	require	several	years	before	generating
significant	revenue.	We	expect	our	ongoing	shift	from	a	software	license	model	to	a	subscription-	based	services	revenue	model
to	create	a	recurring	revenue	stream	that	is	more	predictable.	The	transition,	however,	creates	changes	related	to	the	timing	of
revenue	recognition	compared	to	historical	patterns.	We	also	incur	certain	expenses	associated	with	the	infrastructures	of	our
cloud-	based	offerings	in	advance	of	our	ability	to	recognize	the	revenues	associated	with	these	offerings,	which	may	adversely
affect	our	near-	term	reported	revenues,	results	of	operations,	and	cash	flows.	A	decline	in	renewals	of	recurring	revenue
offerings	in	any	period	may	not	be	immediately	reflected	in	our	results	for	that	period	but	may	result	in	a	decline	in	our	revenue
and	results	of	operations	in	future	periods.	Competition	with	companies	that	have	greater	financial,	technical	and	marketing
resources	than	we	have	could	result	in	a	loss	of	clients	and	/	or	a	lowering	of	prices	for	our	products,	causing	a	decrease	in	our
revenues	and	/	or	market	share.	Our	principal	competitors	in	the	business	management,	consulting	and	managed	IT	services



market	are	Resolution	Health,	Inc.,	The	Outsource	Group	Inc.,	Patient	Focus,	Inc.,	Xtend	Healthcare	Inc.,	Ensemble	Health
Partners,	and	nThrive,	Inc.	All	of	these	companies	provide	one	or	more	of	the	services	we	offer,	with	their	primary	focus	being
on	providing	business	management	services	to	the	healthcare	market.	The	services	they	offer	are	comparable	in	scope	to	the
competing	services	we	offer.	Secondary	competitors	include	ARx	LLC,	Citadel	Outsource	Group	LLC,	Patient	Matters,	LLC,
KIWI-	TEK,	LLC,	and	Aviacode	Inc.	Our	principal	competitors	for	RCM	solutions	include	RelayHealth	Corp,	SSI	Group,	LLC,
Quadax	Inc.,	Change	Healthcare	Holdings,	Inc.,	Availity,	LLC,	and	Navicure,	Inc.	TruCode'	s	primary	competitors	include	3M,
Nuance	and	Optum.	Our	principal	competitors	in	the	acute	EHR	market	are	Cerner	Corporation,	Medical	Information
Technology,	Inc.	("	Meditech"),	and	MEDHOST,	Inc.	These	companies	compete	with	us	directly	in	our	target	market	of	small
and	midsize	hospitals.	They	offer	products	and	systems	that	are	comparable	to	our	solutions	and	address	the	needs	of	hospitals
in	the	markets	we	serve.	Our	secondary	competitors	in	the	acute	care	EHR	market	include	N.	Harris	Computer	Corporation	and
Epic	Systems	Corporation.	These	companies	are	significantly	larger	than	we	are,	and	they	typically	sell	their	products	and
services	to	larger	hospitals	outside	of	our	target	market.	However,	they	will	sometimes	compete	with	us	directly	or,	more
commonly,	a	larger	health	system	who	uses	a	system	provided	by	one	of	these	competitors	will	offer	it	to	a	smaller	hospital	as
part	of	a	merger	or	alliance.	We	also	face	competition	from	providers	of	practice	management	systems,	general	decision	support
and	database	systems,	and	other	segment-	specific	applications.	Any	of	these	companies,	as	well	as	other	technology	or
healthcare	companies	could	decide	at	any	time	to	specifically	target	hospitals	within	our	target	market.	Our	principal
competitors	in	the	post-	acute	care	EHR	market	are	PointClickCare	Corporation	and	MatrixCare,	Inc.	These	companies	compete
with	us	directly	in	our	target	market	of	long-	term	post-	acute	care	facilities.	They	offer	products	and	systems	that	are
comparable	to	our	system	and	address	the	needs	of	long-	term	care	providers.	Our	principal	competitors	in	the	patient
engagement	market	include	Relay	Health,	Get	Well	Network	/	Healthloop,	Apollo	Care	Connect,	Bridge	Patient	Portal,
eClinicalWorks	Patient	Portal,	Influence	Health,	and	InteliChart.	A	number	of	existing	and	potential	competitors	are	more
established	than	we	are	and	have	greater	name	recognition	and	financial,	technical	and	marketing	resources.	Products	of	our
competitors	may	have	better	performance,	lower	prices	and	broader	market	acceptance	than	our	products.	We	expect	increased
competition	that	could	cause	us	to	lose	clients,	lower	our	prices	to	remain	competitive	and,	consequently,	experience	lower
revenues,	revenue	growth	and	profit	margins.	We	recently	completed	the	acquisitions	of	TruCode	and	,	HRG	and	Viewgol	,	and
we	may	engage	in	future	acquisitions.	Such	strategic	acquisitions	may	be	expensive,	time	consuming,	and	subject	to	other
inherent	risks	which	may	jeopardize	our	ability	to	realize	anticipated	benefits.	We	may	acquire	additional	businesses,
technologies	and	products	if	we	determine	that	these	additional	businesses,	technologies	and	products	are	likely	to	serve	our
strategic	goals.	Acquisitions	have	inherent	risks,	which	may	have	a	material	adverse	effect	on	our	business,	financial	condition,
operating	results	or	prospects,	including,	but	not	limited	to	the	following:	•	significant	acquisition	and	integration	costs;	•	failure
to	achieve	projected	synergies	and	performance	targets;	•	potentially	dilutive	issuances	of	our	securities,	the	incurrence	of	debt
and	contingent	liabilities	and	amortization	expenses	related	to	intangible	assets	with	indefinite	useful	lives,	which	could
adversely	affect	our	results	of	operations	and	financial	condition;	•	using	cash	as	acquisition	currency	may	adversely	affect
interest	or	investment	income,	which	may	in	turn	adversely	affect	our	earnings	and	/	or	earnings	per	share;	•	difficulty	in	fully	or
effectively	integrating	the	acquired	technologies,	software	products,	services,	business	practices	or	personnel,	which	would
prevent	us	from	realizing	the	intended	benefits	of	the	acquisition;	•	failure	to	maintain	uniform	standard	controls,	policies	and
procedures	across	acquired	businesses;	•	difficulty	in	predicting	and	responding	to	issues	related	to	product	transition	such	as
development,	distribution	and	client	support;	•	the	possible	adverse	effect	of	such	acquisitions	on	existing	relationships	with
third	party	partners	and	suppliers	of	technologies	and	services;	•	the	possibility	that	staff	or	clients	of	the	acquired	companies
might	not	accept	new	ownership	and	may	transition	to	different	technologies	or	attempt	to	renegotiate	contract	terms	or
relationships,	including	maintenance	or	support	agreements;	•	the	assumption	of	known	and	unknown	liabilities;	•	the
possibility	that	the	due	diligence	process	in	any	such	acquisition	may	not	completely	identify	material	issues	associated	with
product	quality,	product	architecture,	product	development,	intellectual	property	issues,	key	personnel	issues	or	legal	and
financial	contingencies,	including	any	deficiencies	in	internal	controls	and	procedures	and	the	costs	associated	with	remedying
such	deficiencies;	•	difficulty	in	entering	geographic	and	/	or	business	markets	in	which	we	have	no	or	limited	prior	experience;
•	diversion	of	management’	s	attention	from	other	business	concerns;	and	•	the	possibility	that	acquired	assets	become	impaired,
requiring	us	to	take	a	charge	to	earnings	which	could	be	significant.	A	failure	to	successfully	integrate	acquired	businesses	or
technology	in	a	timely	manner	could,	for	any	of	these	reasons,	have	an	adverse	effect	on	our	financial	condition	and	results	of
operations.	As	a	result,	we	may	not	be	able	to	realize	the	expected	benefits	that	we	seek	to	achieve	from	the	acquisitions,	which
could	also	affect	our	ability	to	service	our	debt	obligations.	In	addition,	we	may	be	required	to	spend	additional	time	or	money
on	integration	that	otherwise	would	be	spent	on	the	development	and	expansion	of	our	business.	If	we	are	unable	to	attract	and
retain	qualified	personnel,	our	business	and	operating	results	will	suffer.	Our	client	service	and	support	is	a	key	component	of
our	business.	Most	of	our	hospital	clients	have	small	information	technology	staffs,	and	they	depend	on	us	to	service	and
support	their	systems.	Future	difficulty	in	attracting,	training	and	retaining	capable	client	service	and	support	personnel	could
cause	a	decrease	in	the	overall	quality	of	our	client	service	and	support.	That	decrease	would	have	a	negative	effect	on	client
satisfaction	which	could	cause	us	to	lose	existing	clients	and	could	have	an	adverse	effect	on	our	new	client	sales.	The	loss	of
clients	due	to	inadequate	client	service	and	support	would	negatively	impact	our	ability	to	continue	to	grow	our	business.	We
periodically	have	restructured	our	sales	force,	which	can	be	disruptive.	We	continue	to	rely	heavily	on	our	direct	sales	force.
Periodically,	we	have	restructured	or	made	other	adjustments	to	our	sales	force	in	response	to	factors	such	as	product	changes,
geographical	coverage	and	other	internal	considerations.	Change	in	the	structures	of	the	sales	force	and	sales	force	management
can	result	in	temporary	lack	of	focus	and	reduced	productivity	that	may	affect	revenues	in	one	or	more	quarters.	Future
restructuring	of	our	sales	force	could	occur,	and	if	so	we	may	again	experience	the	adverse	transition	issues	associated	with	such
restructuring.	The	markets	for	our	RCM	service	offering	may	develop	more	slowly	than	we	expect.	Our	success	depends,



in	part,	on	the	willingness	of	healthcare	organizations	to	implement	integrated	solutions	for	the	areas	in	which	we
provide	services.	Some	organizations	may	be	reluctant	or	unwilling	to	implement	our	solutions	for	a	number	of	reasons,
including	failure	to	perceive	the	need	for	improved	revenue	cycle	operations,	lack	of	knowledge	about	the	potential
benefits	our	solutions	provide,	concerns	over	the	cost	of	using	an	external	solution,	or	as	a	result	of	investments	or
planned	investments	in	internally	developed	solutions,	choosing	to	continue	to	rely	on	their	own	internal	resources.	If	we
are	unable	to	manage	our	growth	in	the	new	markets	we	may	enter,	our	business	and	financial	results	could	suffer.	Our	future
financial	results	will	depend	in	part	on	our	ability	to	profitably	manage	our	business	in	new	markets	that	we	may	enter.	We	are
engaging	in	the	strategic	identification	of,	and	competition	for,	growth	and	expansion	opportunities	in	new	markets	or	offerings.
In	order	to	successfully	execute	on	these	future	initiatives,	we	will	need	to,	among	other	things,	manage	changing	business
conditions	and	develop	expertise	in	areas	outside	of	our	business'	s	traditional	core	competencies.	Difficulties	in	managing
future	growth	in	new	markets	could	have	a	significant	negative	impact	on	our	business,	financial	condition	and	results	of
operations.	We	are	currently	in	the	process	of	implementing	a	new	enterprise	resource	planning	(“	ERP	”)	software
solution.	If	we	do	not	effectively	implement	this	project,	or	any	future	associated	updates,	our	operations	could	be
significantly	disrupted.	We	are	in	the	process	of	implementing	of	a	new	ERP	software	solution.	This	project	requires	us
to	migrate	and	reconfigure	all	of	our	current	system	processes,	transactions,	data	and	controls	to	a	new	cloud-	based
platform	and	is	expected	to	have	a	significant	impact	on	our	business	processes,	sales	pipeline	management,	customer
relationship	management,	financial	reporting,	information	systems	and	internal	controls.	This	implementation	process	is
expected	to	require	significant	change	management,	meaningful	investment	in	capital	and	personnel	resources	and
coordination	of	software	and	system	providers	and	internal	business	teams.	We	may	experience	difficulties	as	we
manage	these	changes	and	transition	to	this	new	ERP	solution,	including	loss	or	corruption	of	data,	delayed	sales,
delayed	financial	reporting,	decreases	in	productivity	as	our	personnel	implement	and	become	familiar	with	the	new
systems	and	processes,	unanticipated	expenses	(including	increased	costs	of	implementation	and	costs	of	conducting
business)	and	lost	revenue.	Once	implemented,	this	cloud-	based	ERP	solution	will	be	eligible	for	periodic	updates	from
the	vendor.	Although	we	will	conduct	design	validations	and	user	testing,	these	updates	may	cause	delays	in	transacting
our	business	due	to	system	challenges,	limitations	in	functionality,	inadequate	change	management	or	process
deficiencies	in	the	production	and	use	of	the	system.	Difficulties	in	implementing	this	new	ERP	solution	or	the	related
quarterly	updates	could	disrupt	our	operations,	divert	management’	s	attention	from	key	strategic	initiatives	and	have
an	adverse	effect	on	our	results	of	operations,	financial	condition	and	cash	flows.	Our	international	business	activities	and
processes	expose	us	to	numerous	and	often	conflicting	laws,	regulations,	policies,	standards	or	other	requirements,	and	to	risks
that	could	harm	our	business,	financial	condition	and	results	of	operations.	Our	subsidiary,	Get	Real	Health,	sells	patient
engagement	technology	to	hospital	systems	and	government	agencies	in	Canada,	Australia,	England,	the	United	Arab	Emirates
and	the	Netherlands,	directly	and	through	resellers,	and	Evident	has	we	have	had	limited	sales	of	EHR	software	to	government
agencies	in	Canada	and	the	Caribbean	.	Our	subsidiary,	Viewgol,	provides	RCM	analytics	and	complementary	outsourcing
services	in	India	.	Our	business	in	these	countries	is	subject	to	numerous	risks	inherent	in	international	business	operations.
Among	others,	these	risks	include:	•	data	protection	and	privacy	regulations	regarding	access	by	government	authorities	to
customer,	partner,	or	employee	data;	•	data	residency	requirements	(the	requirement	to	store	certain	data	only	in	and,	in	some
cases,	also	to	access	such	data	only	from	within	a	certain	jurisdiction);	•	conflict	and	overlap	among	tax	regimes;	•	possible	tax
constraints	impeding	business	operations	in	certain	countries;	•	expenses	associated	with	the	localization	of	our	products	and
compliance	with	local	regulatory	requirements;	•	discriminatory	or	conflicting	fiscal	policies;	•	operational	difficulties	in
countries	with	a	high	corruption	perception	index;	•	difficulties	enforcing	intellectual	property	and	contractual	rights	in	certain
jurisdictions;	•	country-	specific	software	certification	requirements;	•	the	difficulty	of	managing	and	staffing	our
international	operations	and	the	increased	travel,	infrastructure	and	legal	compliance	costs	associated	with	multiple
international	locations;	•	differing	labor	and	employment	regulations,	especially	where	foreign	labor	laws	are	more
advantageous	to	employees	as	compared	to	the	U.	S.;	•	compliance	with	various	industry	standards;	and	•	market	volatilities
or	workforce	restrictions	due	to	changing	laws	and	regulations	resulting	from	political	decisions	(e.	g.	Brexit,	government
elections).	As	we	expand	into	new	countries	and	markets,	these	risks	could	intensify.	The	application	of	the	respective	local
laws	and	regulations	to	our	business	is	sometimes	unclear,	subject	to	change	over	time,	and	often	conflicting	among
jurisdictions.	Additionally,	these	laws	and	government	approaches	to	enforcement	are	continuing	to	change	and	evolve,	just	as
our	products	and	services	continually	evolve.	Compliance	with	these	varying	laws	and	regulations	could	involve	significant
costs	or	require	changes	in	products	or	business	practices.	Non-	compliance	could	result	in	the	imposition	of	penalties	or
cessation	of	orders	due	to	alleged	non-	compliant	activity.	We	do	not	believe	we	have	engaged	in	any	activities	sanctionable
under	these	laws	and	regulations,	but	governmental	authorities	could	use	considerable	discretion	in	applying	these	statutes	and
any	imposition	of	sanctions	against	us	could	be	material.	One	or	more	of	these	factors	could	have	an	adverse	effect	on	our
operations	globally	or	in	one	or	more	countries	or	regions,	which	could	have	an	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	We	face	the	risks	and	uncertainties	that	are	associated	with	investigations	and	litigation
against	us,	which	may	adversely	impact	our	marketing,	distract	management	and	have	a	negative	impact	upon	our	business,
results	of	operations	and	financial	condition.	We	face	the	risks	associated	with	litigation	concerning	the	operation	of	our
business.	For	example,	companies	in	our	industry,	including	many	of	our	competitors,	have	been	subject	to	litigation	based	on
allegations	of	patent	infringement	or	other	violations	of	intellectual	property	rights.	In	particular,	patent	holding	companies	often
engage	in	litigation	to	seek	to	monetize	patents	that	they	have	obtained.	As	the	number	of	competitors,	patents	and	patent
holding	companies	in	our	industry	increases,	the	functionality	of	our	products	and	services	expands,	and	we	enter	into	new
geographies	and	markets,	the	number	of	intellectual	property	rights-	related	actions	against	us	is	likely	to	continue	to	increase.
The	uncertainty	associated	with	substantial	unresolved	litigation	may	have	an	adverse	effect	on	our	business.	In	particular,	such



litigation	could	impair	our	relationships	with	existing	clients	and	our	ability	to	obtain	new	clients.	Defending	such	litigation
may	result	in	a	diversion	of	management'	s	time	and	attention	away	from	business	operations,	which	could	have	an	adverse
effect	on	our	business,	results	of	operations	and	financial	condition.	Such	litigation	may	also	have	the	effect	of	discouraging
potential	acquirers	from	bidding	for	us	or	reducing	the	consideration	such	acquirers	would	otherwise	be	willing	to	pay	in
connection	with	an	acquisition.	There	can	be	no	assurance	that	such	litigation	will	not	result	in	liability	in	excess	of	our
insurance	coverage,	that	our	insurance	will	cover	such	claims	or	that	appropriate	insurance	will	continue	to	be	available	to	us	in
the	future	at	commercially	reasonable	rates.	Investigations	may	lead	to	future	requests	for	information	and	ultimately	the
assertion	of	claims	or	the	commencement	of	legal	proceedings	against	us,	which	themselves	may	lead	to	material	fines,	penalties
or	other	material	liabilities.	In	addition,	our	responses	to	these	and	any	future	requests	require	time	and	effort,	which	can	result	in
additional	cost	to	us.	Given	the	highly-	regulated	nature	of	our	industry,	we	have	been	and	may,	from	time	to	time,	be	subject	to
subpoenas,	requests	for	information,	or	investigations	from	various	government	agencies.	We	Our	use	of	offshore	labor
resources	could	third-	party	partners	in	India,	Panama,	the	Philippines	and	Kenya	that	expose	us	to	risks	that	could	have	a
material	adverse	effect	on	our	operating	costs.	Our	reliance	on	an	international	workforce	exposes	us	to	business	disruptions
caused	by	the	political	and	economic	environment	in	those	regions.	Terrorist	attacks	and	acts	of	violence	or	war	may	directly
affect	our	workforce	or	contribute	to	general	instability.	Our	global	business	services	operations	require	us	to	comply	with	local
laws	and	regulatory	requirements,	which	are	complex	and	of	which	we	may	not	always	be	aware,	and	expose	us	to	foreign
currency	exchange	rate	risk.	Our	global	business	services	operations	may	also	subject	us	to	trade	restrictions,	reduced	or
inadequate	protection	for	intellectual	property	rights,	security	breaches,	and	public	health	events,	including	the	COVID-	19
pandemic	and	other	factors	which	may	adversely	affect	our	business.	Negative	developments	in	any	of	these	areas	could
increase	our	operating	costs	or	otherwise	harm	our	business.	In	addition,	local	laws	and	customs	in	countries	in	which	we
contract	with	third-	party	partners	may	differ	from	those	in	the	U.	S.	For	example,	it	may	be	a	local	custom	for	businesses	to
engage	in	practices	that	are	prohibited	by	our	internal	policies	and	procedures	or	U.	S.	laws	and	regulations	applicable	to	us,
such	as	the	Foreign	Corrupt	Practices	Act	("	FCPA").	The	FCPA	generally	prohibits	U.	S.	companies	from	giving	or	offering
money,	gifts,	or	anything	of	value	to	a	foreign	official	to	obtain	or	retain	business	and	requires	businesses	to	make	and	keep
accurate	books	and	records	and	a	system	of	internal	accounting	controls.	We	cannot	guarantee	that	our	employees,	contractors,
and	agents	will	comply	with	all	of	our	FCPA	compliance	policies	and	procedures.	If	we	or	our	employees,	contractors,	or	agents
fail	to	comply	with	the	requirements	of	the	FCPA	or	similar	legislation,	government	authorities	in	the	U.	S.	and	elsewhere	could
seek	to	impose	civil	or	criminal	fines	and	penalties	which	could	have	a	material	adverse	effect	on	our	business,	operating	results,
and	financial	condition.	Offshore	outsourcing	is	a	politically	sensitive	topic	in	the	U.	S.	For	example,	various	organizations
and	public	figures	in	the	United	States	have	expressed	concern	about	a	perceived	association	between	offshore
outsourcing	providers	and	the	loss	of	jobs	in	the	U.	S.	Current	or	prospective	customers	may	elect	to	perform	such	RCM
services	themselves	or	may	be	discouraged	from	transferring	these	services	from	onshore	to	offshore	providers	to	avoid
negative	perceptions	that	may	be	associated	with	using	an	offshore	provider.	Any	slowdown	or	reversal	of	existing
industry	trends	towards	offshore	outsourcing,	and	the	resulting	need	to	relocate	aspects	of	our	services	from	our	global
business	services	operations	to	the	U.	S.,	where	operating	costs	are	higher,	would	increase	the	cost	of	delivering	our
services.	We	utilize	artificial	intelligence,	which	could	expose	us	to	liability	or	adversely	affect	our	business,	especially	if
we	are	unable	to	compete	effectively	with	others	in	adopting	artificial	intelligence.	We	utilize	artificial	intelligence,
including	generative	artificial	intelligence,	machine	learning,	and	similar	tools	and	technologies	that	collect,	aggregate,
analyze,	or	generate	data	or	other	materials	or	content	(collectively,	“	AI	”)	in	connection	with	our	business.	There	are
significant	risks	involved	in	using	AI	and	no	assurance	can	be	provided	that	our	use	of	AI	will	enhance	our	products	or
services,	produce	the	intended	results,	or	keep	pace	with	our	competitors.	For	example,	AI	algorithms	may	be	flawed,
insufficient,	of	poor	quality,	rely	upon	incorrect	or	inaccurate	data,	reflect	unwanted	forms	of	bias,	or	contain	other
errors	or	inadequacies,	any	of	which	may	not	be	easily	detectable;	AI	has	been	known	to	produce	false	or	“	hallucinatory
”	inferences	or	outputs;	our	use	of	AI	can	present	ethical	issues	and	may	subject	us	to	new	or	heightened	legal,
regulatory,	ethical,	or	other	challenges;	and	inappropriate	or	controversial	data	practices	by	developers	and	end-	users,
or	other	factors	adversely	affecting	public	opinion	of	AI,	could	impair	the	acceptance	of	AI	solutions,	including	those
incorporated	in	our	products	and	services.	If	the	AI	tools	that	we	use	are	deficient,	inaccurate,	or	controversial,	we	could
incur	operational	inefficiencies,	competitive	harm,	legal	liability,	brand	or	reputational	harm,	or	other	adverse	impacts
on	our	business	and	financial	results.	If	we	do	not	have	sufficient	rights	to	use	the	data	or	other	material	or	content	on
which	the	AI	tools	we	use	rely,	we	also	may	incur	liability	through	the	violation	of	applicable	laws	and	regulations,	third-
party	intellectual	property,	data	privacy,	or	other	rights,	or	contracts	to	which	we	are	a	party.	In	addition,	AI	regulation
is	rapidly	evolving	worldwide	as	legislators	and	regulators	increasingly	focus	on	these	powerful	emerging	technologies.
The	technologies	underlying	AI	and	its	uses	are	subject	to	a	variety	of	laws	and	regulations,	including	intellectual
property,	data	privacy	and	security,	consumer	protection,	competition,	and	equal	opportunity	laws,	and	are	expected	to
be	subject	to	increased	regulation	and	new	laws	or	new	applications	of	existing	laws	and	regulations.	AI	is	the	subject	of
ongoing	review	by	various	U.	S.	governmental	and	regulatory	agencies,	and	various	U.	S.	states	and	other	foreign
jurisdictions	are	applying,	or	are	considering	applying,	their	platform	moderation,	data	privacy,	and	security	laws	and
regulations	to	AI	or	are	considering	general	legal	frameworks	for	AI.	We	may	not	be	able	to	anticipate	how	to	respond	to
these	rapidly	evolving	frameworks,	and	we	may	need	to	expend	resources	to	adjust	our	operations	or	offerings	in	certain
jurisdictions	if	the	legal	frameworks	are	inconsistent	across	jurisdictions.	Furthermore,	because	AI	technology	itself	is
highly	complex	and	rapidly	developing,	it	is	not	possible	to	predict	all	of	the	legal,	operational,	or	technological	risks	that
may	arise	relating	to	the	use	of	AI.	RISKS	RELATED	TO	OUR	PRODUCTS	AND	SERVICES	Our	failure	to	develop	new
products	or	enhance	current	products	in	response	to	market	demands	could	adversely	impact	our	competitive	position	and



require	substantial	capital	resources	to	correct.	The	needs	of	hospitals	in	our	target	market	are	subject	to	rapid	change	due	to
government	regulation,	trends	in	clinical	care	practices	and	technological	advancements.	As	a	result	of	these	changes,	our
products	may	quickly	become	obsolete	or	less	competitive.	New	product	introductions	and	enhancements	by	our	competitors
that	more	effectively	or	timely	respond	to	changing	industry	needs	may	weaken	our	competitive	position.	We	continually
redesign	and	enhance	our	products	to	incorporate	new	technologies	and	adapt	our	products	to	ever-	changing	hardware	and
software	platforms.	Often	we	face	difficult	choices	regarding	which	new	technologies	to	adopt.	If	we	fail	to	anticipate	or
respond	adequately	to	technological	advancements,	or	experience	significant	delays	in	product	development	or	introduction,	our
competitive	position	could	be	negatively	affected.	Moreover,	our	failure	to	offer	products	acceptable	to	our	target	market	could
require	us	to	make	significant	capital	investments	and	incur	higher	operating	costs	to	redesign	our	products,	which	could
negatively	affect	our	financial	condition	and	operating	results.	Our	products	assist	clinical	decision-	making	and	related	care	by
capturing,	maintaining	and	reporting	relevant	patient	data.	If	our	products	fail	to	provide	accurate	and	timely	information,	our
clients	could	assert	claims	against	us	that	could	result	in	substantial	cost	to	us,	harm	our	reputation	in	the	industry	and	cause
demand	for	our	products	to	decline.	We	provide	products	that	assist	clinical	decision-	making	and	related	care	by	capturing,
maintaining	and	reporting	relevant	patient	data.	Our	products	could	fail	or	produce	inaccurate	results	due	to	a	variety	of	reasons,
including	unexpected	service	disruptions,	mechanical	error,	product	flaws,	faulty	installation	and	/	or	human	error	during	the
initial	data	conversion.	If	our	products	fail	to	provide	accurate	and	timely	information,	clients	and	/	or	patients	could	sue	us	to
hold	us	responsible	for	losses	they	incur	from	these	errors.	These	lawsuits,	regardless	of	merit	or	outcome,	could	result	in
substantial	cost	to	us,	divert	management’	s	attention	from	operations	and	decrease	market	acceptance	of	our	products.	We
attempt	to	limit	by	contract	our	liability	for	damages	arising	from	negligence,	errors	or	mistakes.	Despite	this	precaution,	such
contract	provisions	may	not	be	enforceable	or	may	not	otherwise	protect	us	from	liability	for	damages.	We	maintain	general
liability	insurance	coverage,	including	coverage	for	errors	or	omissions.	However,	this	coverage	may	not	be	sufficient	to	cover
one	or	more	large	claims	against	us	or	otherwise	continue	to	be	available	on	terms	acceptable	to	us.	In	addition,	the	insurer	could
disclaim	coverage	as	to	any	future	claim.	Breaches	of	security	and	viruses	in	our	systems	could	result	in	client	claims	against	us
and	harm	to	our	reputation	causing	us	to	incur	expenses	and	/	or	lose	clients.	In	the	course	of	our	business	operations,	we
compile	and	transmit	confidential	information,	including	patient	health	information.	We	have	included	security	features	in	our
systems	that	are	intended	to	protect	the	privacy	and	integrity	of	this	information.	Despite	the	existence	of	these	security	features,
our	system	may	experience	break-	ins	and	similar	disruptive	problems	that	could	jeopardize	the	security	of	information	stored	in
and	transmitted	through	the	information	technology	networks	of	our	clients.	In	addition,	the	other	systems	with	which	we	may
interface,	such	as	the	Internet	and	related	systems,	may	be	vulnerable	to	security	breaches,	viruses,	programming	errors	or
similar	disruptive	problems.	Based	on	the	size	of	our	company,	the	industry	in	which	we	operate,	and	the	overall	percentage	of
impacted	companies	in	the	same	or	similar	industry,	it	is	probable	there	will	be	attempts	to	breach	our	security.	Healthcare
information	has	become	a	prime	target	for	attackers	based	on	the	value	of	the	information	and,	therefore,	has	the	potential	to
increase	the	risk	of	us	experiencing	a	cyber	attack.	Our	systems	have	experienced	various	immaterial	breaches	in	the	past,
including	ransomware,	denial-	of-	service,	malware,	and	phishing.	Also,	our	business	partners	have	experienced	security
breaches,	which	is	disruptive	for	our	customers.	While	these	events	have	not	had	an	adverse	impact	on	our	business	or	financial
condition,	security	breaches	such	as	these	could	have	a	material	adverse	effect	on	our	financial	condition,	as,	(a)	clients	could
sue	us	for	breaches	of	security	involving	our	system	due	to	the	sensitivity	of	the	medical	information	we	compile	and	transmit;
(b)	actual	or	perceived	security	breaches	in	our	system	could	harm	the	market	perception	of	our	products	which	could	cause	us
to	lose	existing	and	prospective	clients;	and	(c)	the	effect	of	security	breaches	and	related	issues	could	disrupt	our	ability	to
perform	certain	key	business	functions	and	could	potentially	reduce	demand	for	our	products	and	services.	Accordingly,	we
have	expended	significant	resources	toward	establishing	and	enhancing	the	security	of	our	related	infrastructures	and	we	have
enhanced	our	cybersecurity	risk	management	program	and	disclosure	controls	and	procedures,	as	discussed	under"	Business-
Our	Products	and	Services."	However,	no	assurance	can	be	given	that	these	efforts	will	be	sufficient	to	protect	against	a	breach
or	other	cybersecurity	incident.	Also,	maintaining	and	enhancing	our	infrastructure	security	may	require	us	to	expend	significant
capital	in	the	future.	Our	networks	have	been,	and	likely	will	continue	to	be,	subject	to	Distributed	Denial	of	Service	("	DDoS")
attacks.	Recent	industry	experience	has	demonstrated	that	DDoS	attacks	continue	to	grow	in	size	and	sophistication	and	have	the
ability	to	widely	disrupt	services.	In	recent	years,	the	size	of	DDoS	attacks	has	grown	rapidly.	While	we	have	adopted	mitigation
techniques,	procedures	and	strategies	to	defend	against	DDoS	attacks,	there	can	be	no	assurance	that	we	will	be	able	to	defend
against	every	attack,	especially	as	the	attacks	increase	in	size	and	sophistication.	Any	attack,	even	if	only	partially	successful,
could	disrupt	our	networks,	increase	response	time,	negatively	impact	our	ability	to	meet	our	service	level	obligations,	and
generally	impede	our	ability	to	provide	reliable	service	to	our	customers	and	the	broader	internet	community	.	Recently,	there
have	been	reports	of	disruptions	in	billing	and	data	systems	in	healthcare	(e.	g.,	the	cybersecurity	incident	affecting
Change	Healthcare).	Such	cybersecurity	events	which	materially	disrupt	the	healthcare	system	upon	which	our	business
relies	could	adversely	affect	our	business	if	such	disruption	is	widespread	and	continues	for	an	extended	period	of	time.
Cyber	incidents	could	also	include	the	use	of	AI	to	launch	more	automated,	targeted	and	coordinated	attacks	on	targets	.
New	products	that	we	introduce	or	enhancements	to	our	existing	products	may	contain	undetected	errors	or	problems	that	could
affect	client	satisfaction	and	cause	a	decrease	in	revenues.	Highly	complex	software	products	such	as	ours	sometimes	contain
undetected	errors	or	failures	when	first	introduced	or	when	updates	and	new	versions	are	released.	Tests	of	our	products	may	not
detect	bugs	or	errors	because	it	is	difficult	to	simulate	our	clients’	wide	variety	of	computing	environments.	Despite	extensive
testing,	from	time	to	time	we	have	discovered	defects	or	errors	in	our	products.	Defects	or	errors	discovered	in	our	products
could	cause	delays	in	product	introductions	and	shipments	and	unexpected	service	disruptions,	result	in	increased	costs	and
diversion	of	development	resources,	require	design	modifications,	decrease	market	acceptance	or	client	satisfaction	with	our
products,	cause	a	loss	of	revenue,	result	in	legal	actions	by	our	clients	and	cause	increased	insurance	costs.	We	may	not	be



successful	in	convincing	customers	to	migrate	to	current	or	future	releases	of	our	products,	which	may	lead	to	reduced	services
and	maintenance	revenues	and	less	future	business	from	existing	customers.	Our	customers	may	not	be	willing	to	incur	the	costs
or	invest	the	resources	necessary	to	complete	upgrades	to	current	or	future	releases	of	our	products.	This	may	lead	to	our	loss	of
services	and	maintenance	revenues	and	future	business	from	customers	that	continue	to	operate	prior	versions	of	our	products	or
choose	to	no	longer	use	our	products.	Failure	to	maintain	our	margins	and	service	rates	for	implementation	services	could	have	a
material	adverse	effect	on	our	operating	performance	and	financial	condition.	A	significant	portion	of	our	revenues	is	derived
from	implementation	services.	If	we	fail	to	scope	our	implementation	projects	correctly,	our	services	margins	may	suffer.	We
bill	for	implementation	services	predominately	on	an	hourly	or	daily	basis	(time	and	materials)	and	sometimes	under	fixed	price
contracts,	and	we	generally	recognize	revenue	from	those	services	as	we	perform	the	work.	If	we	are	not	able	to	maintain	the
current	service	rates	for	our	time	and	materials	implementation	services,	without	corresponding	cost	reductions,	or	if	the
percentage	of	fixed	price	contracts	increases	and	we	underestimate	the	costs	of	our	fixed	price	contracts,	our	operating
performance	may	suffer.	The	rates	we	charge	for	our	implementation	services	depend	on	a	number	of	factors,	including	the
following:	•	perceptions	of	our	ability	to	add	value	through	our	implementation	services;	•	complexity	of	services	performed;	•
competition;	•	pricing	policies	of	our	competitors	and	of	systems	integrators;	•	the	use	of	globally	sourced,	lower-	cost	service
delivery	capabilities	within	our	industry;	and	•	economic,	political	and	market	conditions.	Services	revenues	carry	lower	gross
margins	than	license	revenues	and	an	overall	increase	in	services	revenues	as	a	percentage	of	total	revenues	could	have	an
adverse	impact	on	our	business.	Because	our	service	revenues	have	lower	gross	margins	than	do	our	license	revenues,	an
increase	in	the	percentage	of	total	revenues	represented	by	service	revenues	could	have	a	detrimental	impact	on	our	overall	gross
margins	and	could	adversely	affect	operating	results.	We	may	be	subject	to	liability	in	the	event	we	provide	inaccurate	claims
data	to	payors.	We	offer	electronic	claims	submission	services	as	part	of	our	business	management	services.	While	we	have
implemented	certain	product	features	designed	to	maximize	the	accuracy	and	completeness	of	claims	submissions,	these
features	may	not	be	sufficient	to	prevent	inaccurate	claims	data	from	being	submitted	to	payors.	Should	inaccurate	claims	data
be	submitted	to	payors,	we	may	be	subject	to	liability	claims.	We	may	experience	liability	claims	arising	out	of	the	licensing	of
our	software	and	provision	of	services.	Our	agreements	normally	contain	provisions	designed	to	limit	our	exposure	to	potential
liability	claims	and	generally	exclude	consequential	and	other	forms	of	extraordinary	damages.	However,	these	provisions	could
be	rendered	ineffective,	invalid	or	unenforceable	by	unfavorable	judicial	decisions	or	by	federal,	state,	local	or	foreign	laws	or
ordinances.	For	example,	we	may	not	be	able	to	avoid	or	limit	liability	for	disputes	relating	to	product	performance	or	the
provision	of	services.	If	a	claim	against	us	were	to	be	successful,	we	may	be	required	to	incur	significant	expense	and	pay
substantial	damages,	including	consequential	or	punitive	damages,	which	could	have	a	material	adverse	effect	on	our	business,
operating	results	and	financial	condition.	Even	if	we	prevail	in	contesting	such	a	claim,	the	accompanying	publicity	could
adversely	affect	the	demand	for	our	products	and	services.	We	also	rely	on	certain	technology	that	we	license	from	third	parties,
including	software	that	is	integrated	with	our	internally	developed	software.	Although	these	third	parties	generally	indemnify	us
against	claims	that	their	technology	infringes	on	the	proprietary	rights	of	others,	such	indemnification	is	not	always	available	for
all	types	of	intellectual	property.	Often	such	third-	party	indemnifiers	are	not	well	capitalized	and	may	not	be	able	to	indemnify
us	in	the	event	that	their	technology	infringes	on	the	proprietary	rights	of	others.	As	a	result,	we	may	face	substantial	exposure	if
technology	we	license	from	a	third	party	infringes	on	another	party’	s	proprietary	rights.	Defending	such	infringement	claims,
regardless	of	their	validity,	could	result	in	significant	cost	and	diversion	of	resources.	We	are	dependent	on	our	licenses	of
rights,	products	and	services	from	third	parties,	disruptions	of	which	may	cause	us	to	discontinue,	delay	or	reduce	product
shipments.	We	are	increasingly	dependent	upon	licenses	for	some	of	the	technology	used	in	our	products	as	well	as	other
products	and	services	from	third-	party	vendors,	and	the	costs	of	these	licenses	have	increased	in	recent	years.	Most	of	these
arrangements	can	be	continued	/	renewed	only	by	mutual	consent	and	may	be	terminated	for	any	number	of	reasons.	We	may
not	be	able	to	continue	using	the	technology,	products	or	services	made	available	to	us	under	these	arrangements	on
commercially	reasonable	terms	or	at	all.	As	a	result,	we	may	have	to	discontinue,	delay	or	reduce	product	shipments	or	services
provided	until	we	can	obtain	equivalent	technology	or	services.	Most	of	our	third-	party	licenses	are	non-	exclusive.	Our
competitors	may	obtain	the	right	to	use	any	of	the	business	elements	covered	by	these	arrangements	and	use	these	elements	to
compete	directly	with	us.	In	addition,	if	our	vendors	choose	to	discontinue	providing	their	technology,	products	or	services	in	the
future	or	are	unsuccessful	in	their	continued	research	and	development	efforts,	we	may	not	be	able	to	modify	or	adapt	our	own
products.	The	operation	of	our	products	would	be	impaired	if	errors	occur	in	third	party	technology	or	content	that	we
incorporate,	and	we	may	incur	additional	costs	to	repair	or	replace	the	defective	technology	or	content.	It	may	be	difficult	for	us
to	correct	any	errors	in	third	party	products	because	the	products	are	not	within	our	control.	Because	we	believe	that	proprietary
rights	are	material	to	our	success,	misappropriation	of	these	rights	could	limit	our	ability	to	compete	effectively	and	adversely
affect	our	financial	condition.	We	are	heavily	dependent	on	the	maintenance	and	protection	of	our	intellectual	property	and	we
rely	largely	on	a	combination	of	confidentiality	provisions	in	our	client	agreements,	employee	nondisclosure	agreements,
trademark	and	trade	secret	laws	and	other	measures	to	protect	our	intellectual	property.	Additionally,	our	software	is	not
patented	or	copyrighted.	Although	we	attempt	to	control	access	to	our	intellectual	property,	unauthorized	persons	may	attempt	to
copy	or	otherwise	use	our	intellectual	property.	There	can	be	no	assurance	that	the	legal	protections	and	precautions	we	take	will
be	adequate	to	prevent	misappropriation	of	our	technology	or	that	competitors	will	not	independently	develop	technologies
equivalent	or	superior	to	ours.	Monitoring	unauthorized	use	of	our	intellectual	property	is	difficult,	and	the	steps	we	have	taken
may	not	prevent	unauthorized	use.	If	our	competitors	gain	access	to	our	intellectual	property,	our	competitive	position	in	the
industry	could	be	damaged.	An	inability	to	compete	effectively	could	cause	us	to	lose	existing	and	potential	clients	and
experience	lower	revenues,	revenue	growth	and	profit	margins.	Third	parties	could	obtain	patents	that	may	require	us	to
negotiate	licenses	to	conduct	our	business,	and	the	required	licenses	may	not	be	available	on	reasonable	terms	or	at	all.	We	also
rely	on	nondisclosure	agreements	with	certain	employees,	and	we	cannot	be	certain	that	these	agreements	will	not	be	breached



or	that	we	will	have	adequate	remedies	for	any	breach.	If	we	are	deemed	to	infringe	on	the	intellectual	property	rights	of	third
parties,	we	could	incur	unanticipated	expense	and	be	prevented	from	providing	our	products	and	services	if	we	cannot	obtain
licenses	to	these	rights	on	commercially	acceptable	terms.	We	do	not	believe	that	our	operations	or	products	infringe	on	the
intellectual	property	rights	of	others.	However,	there	can	be	no	assurance	that	others	will	not	assert	infringement	or	trade	secret
claims	against	us	with	respect	to	our	current	or	future	products.	Many	participants	in	the	technology	industry	have	an	increasing
number	of	patents	and	patent	applications	and	have	frequently	demonstrated	a	readiness	to	take	legal	action	based	on	allegations
of	patent	and	other	intellectual	property	infringement.	Further,	as	the	number	and	functionality	of	our	products	increase,	we
believe	we	may	become	increasingly	subject	to	the	risk	of	infringement	claims.	If	infringement	claims	are	brought	against	us,
these	assertions	could	distract	management.	We	may	have	to	spend	a	significant	amount	of	money	and	time	to	defend	or	settle
those	claims.	In	addition,	claims	against	third	parties	from	which	we	purchase	software	could	adversely	affect	our	ability	to
access	third-	party	software	for	our	systems.	If	we	were	found	to	infringe	on	the	intellectual	property	rights	of	others,	we	could
be	forced	to	pay	significant	license	fees	or	damages	for	infringement.	If	we	were	unable	to	obtain	licenses	to	these	rights	on
commercially	acceptable	terms,	we	would	be	required	to	discontinue	the	sale	of	our	products	that	contain	the	infringing
technology.	Our	clients	would	also	be	required	to	discontinue	the	use	of	those	products.	We	are	unable	to	insure	against	this	risk
on	an	economically	feasible	basis.	Even	if	we	were	to	prevail	in	an	infringement	lawsuit,	the	accompanying	publicity	could
adversely	impact	the	demand	for	our	products.	Under	some	circumstances,	we	agree	to	indemnify	our	clients	for	some	types	of
infringement	claims	that	may	arise	from	the	use	of	our	products.	Interruptions	in	our	power	supply	and	/	or	telecommunications
capabilities	could	disrupt	our	operations,	cause	us	to	lose	revenues	and	/	or	increase	our	expenses.	We	currently	have	backup
generators	to	be	used	as	alternative	sources	of	power	in	the	event	of	a	loss	of	power	to	our	facilities.	If	these	generators	were	to
fail	during	any	power	outage,	we	would	be	temporarily	unable	to	continue	operations	at	our	facilities.	This	would	have	adverse
consequences	for	our	clients	who	depend	on	us	for	system	support,	business	management,	and	managed	IT	and	professional
services.	Any	such	interruption	in	operations	at	our	facilities	could	damage	our	reputation,	harm	our	ability	to	retain	existing
clients	and	obtain	new	clients,	and	result	in	lost	revenue	and	increased	insurance	and	other	operating	costs.	We	also	have	clients
for	whom	we	store	and	maintain	computer	servers	containing	critical	patient	and	administrative	data.	Those	clients	access	this
data	remotely	through	telecommunications	lines.	If	our	power	generators	fail	during	any	power	outage	or	if	our
telecommunications	lines	are	severed	or	impaired	for	any	reason,	those	clients	would	be	unable	to	access	their	mission	critical
data	causing	an	interruption	in	their	operations.	In	such	event	our	remote	access	clients	and	/	or	their	patients	could	seek	to	hold
us	responsible	for	any	losses.	We	would	also	potentially	lose	those	clients,	and	our	reputation	could	be	harmed.	RISKS
RELATED	TO	OUR	INDEBTEDNESS	Volatility	in	and	disruption	to	the	global	capital	and	credit	markets	and	tightened
lending	standards	may	adversely	affect	our	ability	to	access	credit	in	the	future,	the	cost	of	any	credit	obtained	in	the	future,	and
the	financial	soundness	of	our	clients	and	our	business.	Domestic	and	international	events	have	frequently	resulted	in	volatility
and	disruption	to	the	global	capital	and	credit	markets,	often	adversely	affecting	the	availability,	terms	and	cost	of	credit.
Although	we	believe	that	our	operating	cash	flow	and	financial	assets	will	give	us	the	ability	to	meet	our	financing	needs	for	the
foreseeable	future,	there	can	be	no	assurance	that	the	volatility	and	disruption	in	the	global	capital	and	credit	markets	will	not
impair	our	liquidity	or	increase	the	costs	of	any	future	borrowing.	Our	business	could	also	be	negatively	impacted	to	the	extent
that	our	hospital	clients	continue	to	face	tight	capital	and	credit	markets	and	other	disruptions	resulting	from	the	deteriorating
COVID-	related	economic	macroeconomic	recession	conditions	or	cuts	in	Medicare	and	Medicaid	funding.	Hospitals	may
modify,	delay	or	cancel	plans	to	purchase	our	software	systems	or	services.	Additionally,	if	hospitals’	operating	and	financial
performance	deteriorates,	or	if	they	are	unable	to	make	scheduled	payments	or	obtain	credit,	they	may	not	be	able	to	pay,	or
may	delay	payment	of,	accounts	receivable	owed	to	us.	Any	inability	of	clients	to	pay	us	for	our	products	and	services	may
adversely	affect	our	earnings	and	cash	flow.	Tightened	lending	standards	and	the	absence	of	third-	party	credit	has	resulted	in
many	of	our	hospital	clients	seeking	financing	arrangements	from	us	to	purchase	our	software	systems	and	services.	These
financing	arrangements	impact	our	short-	term	operating	cash	flow	and	cash	available.	Should	the	requests	for	these	financing
arrangements	continue	or	increase,	our	business	could	be	negatively	impacted	by	our	inability	to	finance	these	arrangements.	In
addition,	the	absence	of	credit	could	negatively	impact	our	existing	financing	receivables	should	our	clients	with	financing
arrangements	be	unable	to	meet	their	obligations.	Our	substantial	indebtedness	may	adversely	affect	our	available	cash	flow	and
our	ability	to	operate	our	business,	remain	in	compliance	with	debt	covenants	and	make	payments	on	our	indebtedness.	As	of
December	31,	2022	2023	,	we	had	approximately	$	141	199	.	1	6	million	in	principal	amount	of	indebtedness,	which	includes	$
67	63	.	4	9	million	under	our	term	loan	facility	and	$	73	135	.	7	million	borrowed	under	our	revolving	credit	facility.	We	also
had	$	86	24	.	3	million	of	unused	commitments	under	our	revolving	credit	facility	as	of	December	31,	2022	2023	.	Our
substantial	indebtedness	increases	the	possibility	that	we	may	be	unable	to	generate	cash	sufficient	to	pay,	when	due,	the
principal	of,	interest	on	or	other	amounts	due	in	respect	of	our	indebtedness.	Our	substantial	indebtedness,	combined	with	our
other	financial	obligations	and	contractual	commitments,	could	have	important	consequences.	For	example,	it	could:	•	make	it
more	difficult	for	us	to	satisfy	our	obligations	with	respect	to	our	indebtedness,	and	any	failure	to	comply	with	the	obligations
under	any	of	our	debt	instruments,	including	restrictive	covenants,	could	result	in	an	event	of	default	under	such	instruments;	•
make	us	more	vulnerable	to	adverse	changes	in	general	economic,	industry	and	competitive	conditions	and	adverse	changes	in
government	regulation;	•	require	us	to	dedicate	a	substantial	portion	of	our	cash	flow	from	operations	to	payments	on	our
indebtedness,	thereby	reducing	the	availability	of	our	cash	flow	to	fund	working	capital,	capital	expenditures,	acquisitions	and
other	general	corporate	purposes;	•	limit	our	flexibility	in	planning	for,	or	reacting	to,	changes	in	our	business	and	the	industry	in
which	we	operate;	•	place	us	at	a	competitive	disadvantage	compared	to	our	competitors	that	are	less	highly	leveraged	and
therefore	able	to	take	advantage	of	opportunities	that	our	indebtedness	prevents	us	from	exploiting;	and	•	limit	our	ability	to
borrow	additional	amounts	for	working	capital,	capital	expenditures,	acquisitions,	debt	service	requirements,	execution	of	our
business	strategy	or	other	purposes.	Any	of	the	above	listed	factors	could	have	a	material	adverse	effect	on	our	business,



prospects,	results	of	operations	and	financial	condition.	Furthermore,	our	interest	expense	could	increase	if	interest	rates	increase
because	our	debt	bears	interest	at	floating	rates,	which	could	adversely	affect	our	cash	flows.	If	we	do	not	have	sufficient
earnings	to	service	our	debt,	we	may	be	required	to	refinance	all	or	part	of	our	existing	debt,	sell	assets,	borrow	more	money	or
sell	securities,	none	of	which	we	can	guarantee	we	will	be	able	to	do.	In	addition,	the	credit	agreement	governing	our	term	loan
facility	and	revolving	credit	facility	contains	restrictive	covenants	that	limit	our	ability	to	engage	in	activities	that	may	be	in	our
long-	term	best	interests.	See"	The	terms	of	the	credit	agreement	governing	our	term	loan	facility	and	revolving	credit	facility
may	restrict	our	current	and	future	operations,	particularly	our	ability	to	respond	to	changes	in	our	business	or	to	take	certain
actions."	Despite	our	current	indebtedness	levels,	we	and	our	subsidiaries	may	still	be	able	to	incur	substantially	more	debt,
which	could	exacerbate	the	risks	associated	with	our	substantial	leverage.	We	and	our	subsidiaries	may	be	able	to	incur
substantial	additional	indebtedness	in	the	future,	including	secured	indebtedness.	Although	the	credit	agreement	governing	our
term	loan	facility	and	revolving	credit	facility	contains	restrictions	on	the	incurrence	of	additional	indebtedness,	these
restrictions	are	subject	to	a	number	of	significant	qualifications	and	exceptions,	and	the	indebtedness	incurred	in	compliance
with	these	restrictions	could	be	substantial.	If	new	debt	is	added	to	our	or	our	subsidiaries’	current	debt	levels,	the	related	risks
that	we	face	would	be	increased.	To	service	our	indebtedness,	we	will	require	a	significant	amount	of	cash.	Our	ability	to
generate	cash	depends	on	many	factors	beyond	our	control,	and	any	failure	to	meet	our	debt	service	obligations	could	have	a
material	adverse	effect	on	our	business,	prospects,	results	of	operations	and	financial	condition.	Our	ability	to	pay	interest	on	and
principal	of	our	debt	obligations	principally	depends	upon	our	operating	performance.	As	a	result,	prevailing	economic
conditions	and	financial,	business	and	other	factors,	many	of	which	are	beyond	our	control,	will	affect	our	ability	to	make	these
payments.	If	we	do	not	generate	sufficient	cash	flow	from	operations	to	satisfy	our	debt	service	obligations,	we	may	have	to
undertake	alternative	financing	plans,	such	as	refinancing	or	restructuring	our	indebtedness,	selling	assets,	reducing	or	delaying
capital	investments	or	capital	expenditures	or	seeking	to	raise	additional	capital.	Our	ability	to	restructure	or	refinance	our	debt,
if	at	all,	will	depend	on	the	condition	of	the	capital	markets	and	our	financial	condition	at	such	time.	Any	refinancing	of	our	debt
could	be	at	higher	interest	rates	and	may	require	us	to	comply	with	more	onerous	covenants,	which	could	further	restrict	our
business	operations.	In	addition,	the	terms	of	existing	or	future	debt	instruments	may	restrict	us	from	adopting	some	of	these
alternatives.	Our	inability	to	generate	sufficient	cash	flow	to	satisfy	our	debt	service	obligations,	or	to	refinance	our	obligations
at	all	or	on	commercially	reasonable	terms,	could	affect	our	ability	to	satisfy	our	debt	obligations	and	have	a	material	adverse
effect	on	our	business,	prospects,	results	of	operations	and	financial	condition.	Our	term	loan	facility	and	revolving	credit	facility
contain,	and	any	future	indebtedness	of	ours	would	likely	contain,	a	number	of	restrictive	covenants	that	impose	significant
operating	restrictions,	including	restrictions	on	our	ability	to	engage	in	acts	that	may	be	in	our	best	long-	term	interests.	The
credit	agreement	governing	our	term	loan	facility	and	revolving	credit	facility	includes	covenants	restricting,	among	other
things,	our	ability	to:	•	incur	additional	debt;	•	incur	liens	and	encumbrances;	•	pay	dividends	on	our	equity	securities	or
payments	to	redeem,	repurchase	or	retire	our	equity	securities;	•	enter	into	restrictive	agreements;	•	make	investments,	loans	and
acquisitions;	•	merge	or	consolidate	with	any	other	person;	•	dispose	of	assets;	•	enter	into	sale	and	leaseback	transactions;	•
engage	in	transactions	with	our	affiliates;	and	•	materially	alter	the	business	we	conduct.	The	operating	restrictions	and
covenants	in	these	debt	agreements	and	any	future	financing	agreements	may	adversely	affect	our	ability	to	finance	future
operations	or	capital	needs	or	to	engage	in	other	business	activities.	The	credit	agreement	requires	compliance	with	a
consolidated	net	leverage	ratio	test	and	a	fixed	charge	coverage	ratio	test.	On	March	10,	2023,	the	calculation	of	the	fixed
charge	coverage	ratio	was	amended	to	specifically	exclude	from	the	definition	of	fixed	charges	the	Company'	s	share
repurchases	conducted	during	the	third	and	fourth	quarters	of	2022.	As	of	September	30,	2023,	we	were	not	in	compliance
with	the	fixed	charge	coverage	ratio	required	by	the	credit	agreement.	On	November	8,	2023,	the	Company	and	the
subsidiary	guarantors	entered	into	a	Waiver	with	Regions	Bank,	as	administrative	agent,	and	various	other	lenders,
which	provided	for	a	waiver	of	this	failure	as	an	event	of	default.	Similarly,	we	were	not	in	compliance	with	this	ratio	as
of	December	31,	2023,	and	we	received	another	waiver	of	this	failure	as	an	event	of	default	pursuant	to	the	Fourth
Amendment	to	the	credit	agreement	entered	into	by	the	parties	on	February	29,	2024.	Any	failure	by	us	to	comply	with
this	or	another	covenant	in	the	future	may	result	in	an	event	of	default.	There	can	be	no	assurance	that	we	will	be	able	to
continue	to	comply	with	this	covenant	or	obtain	amendments	to	avoid	future	covenant	violations,	or	that	such	amendments	will
be	available	on	commercially	acceptable	terms	.	The	credit	agreement	requires	us	to	mandatorily	prepay	the	term	loan	facility
and	amounts	borrowed	under	the	revolving	credit	facility	with	net	cash	proceeds	from	certain	financing	and	other	transactions	.
Our	ability	to	comply	with	these	covenants	may	be	affected	by	events	beyond	our	control,	and	any	material	deviations	from	our
forecasts	could	require	us	to	seek	waivers	or	amendments	of	covenants,	alternative	sources	of	financing	or	reductions	in
expenditures.	In	addition,	the	outstanding	indebtedness	under	our	term	loan	facility	and	revolving	credit	facility	is,	subject	to
certain	exceptions,	secured	by	security	interests	in	substantially	all	of	our	and	the	subsidiary	guarantors’	tangible	and	intangible
assets	(subject	to	certain	exceptions).	A	breach	of	any	of	the	restrictive	covenants	in	the	credit	agreement	governing	our	term
loan	facility	and	revolving	credit	facility	would	result	in	a	default,	and	our	lenders	may	elect	to	declare	all	outstanding
borrowings,	together	with	accrued	interest	and	other	fees,	to	be	immediately	due	and	payable,	or	enforce	and	foreclose	on	their
security	interest	and	liquidate	some	or	all	of	such	pledged	assets.	The	lenders	under	our	term	loan	facility	and	revolving	credit
facility	also	have	the	right	in	these	circumstances	to	terminate	any	commitments	they	have	to	provide	further	borrowings.
RISKS	RELATED	TO	OUR	COMMON	STOCK	AND	OTHER	GENERAL	RISKS	We	are	subject	to	changes	in	and
interpretations	of	financial	accounting	matters	that	govern	the	measurement	of	our	performance,	one	or	more	of	which	could
adversely	affect	our	business,	financial	condition,	cash	flows,	revenue	and	results	of	operations.	Based	on	our	reading	and
interpretations	of	relevant	guidance,	principles	or	concepts	issued	by,	among	other	authorities,	the	American	Institute	of
Certified	Public	Accountants,	the	Financial	Accounting	Standards	Board	and	the	Securities	and	Exchange	Commission,	we
believe	revenue	received	pursuant	to	our	current	sales	and	licensing	contract	terms	and	business	arrangements	have	been



properly	recognized.	However,	there	continue	to	be	issued	interpretations	and	guidance	for	applying	the	relevant	standards	to	a
wide	range	of	sales	and	licensing	contract	terms	and	business	arrangements	that	are	prevalent	in	the	software	industry.	Future
interpretations	or	changes	by	the	regulators	of	existing	accounting	standards,	including	Financial	Accounting	Standards	Board	("
FASB")	Accounting	Standards	Codification	("	ASC")	Topic	606,	Revenue	from	Contracts	with	Customers,	or	changes	in	our
business	practices	could	result	in	changes	in	our	revenue	recognition	and	/	or	other	accounting	policies	and	practices	that	could
adversely	affect	our	business,	financial	condition,	cash	flows,	revenue	and	results	of	operations.	We	may	be	required	to	record	a
additional	significant	charge	charges	to	earnings	if	our	goodwill	or	intangible	assets	become	impaired.	We	are	required	under
U.	S.	generally	accepted	accounting	principles	("	U.	S.	GAAP")	to	test	our	goodwill	for	impairment	annually	or	more	frequently
if	indicators	for	potential	impairment	exist.	Indicators	that	are	considered	include	significant	changes	in	performance	relative	to
expected	operating	results,	significant	changes	in	the	use	of	the	assets,	significant	negative	industry,	or	economic	trends,	or	a
significant	decline	in	the	Company'	s	stock	price	and	/	or	market	capitalization	for	a	sustained	period	of	time.	In	addition,	we
periodically	review	our	intangible	assets	for	impairment	when	events	or	changes	in	circumstances	indicate	that	the	carrying
value	may	not	be	recoverable.	Factors	that	may	be	considered	a	change	in	circumstances	indicating	that	the	carrying	value	of
our	intangible	assets	may	not	be	recoverable	include	slower	growth	rates,	the	loss	of	significant	clients,	or	divestiture	of	a
business	or	asset	for	less	than	its	carrying	value.	We	may	be	required	to	record	a	significant	charge	to	earnings	in	our
consolidated	financial	statements	during	the	period	in	which	any	impairment	of	our	goodwill	or	intangible	assets	is	determined.
We	For	example,	we	recorded	a	goodwill	impairment	charge	of	$	28	35	.	0	9	million	in	the	fourth	quarter	of	2017	relating	to
2023,	$	21.	9	million	of	which	was	associated	with	our	Post-	acute	Care	care	EHR	reporting	unit,	$	6.	4	million	of	which
consists	soley	was	associated	with	our	Acute	care	EHR	reporting	unit	and	$	7.	6	million	of	AHT,	which	we	acquired	in
January	2016	as	was	part	of	associated	with	our	acquisition	of	HHI	Patient	Engagement	reporting	unit	.	This	These
impairment	charge	charges	had	a	significant	negative	effect	on	our	consolidated	net	income	for	the	year	ended	December	31,
2017	2023.	We	subsequently	sold	our	Post-	acute	care	EHR	business	in	January	2024.	The	Company	is	currently
finalizing	the	accounting	for	the	sale	but	does	not	expect	a	material	gain	or	loss	to	be	recorded	in	2024	since	the	related
asset	impairments	were	recorded	in	2023.	Exclusive	of	our	Post-	acute	care	EHR	reporting	unit,	which	was	disposed	of
in	January	2024,	we	have	remaining	goodwill	of	$	171.	9	million	as	of	December	31,	2023	.	Any	future	impairment	charges
could	have	a	material	adverse	impact	on	our	results	of	operations.	There	are	inherent	uncertainties	in	management'	s	estimates,
judgments	and	assumptions	used	in	assessing	recoverability	of	goodwill	and	intangible	assets.	Any	changes	in	key	assumptions,
including	failure	to	meet	business	plans,	a	deterioration	in	the	market,	or	other	unanticipated	events	and	circumstances,	may
affect	the	accuracy	or	validity	of	such	estimates	and	could	potentially	result	in	an	impairment	charge.	The	unpredictability	of	our
quarterly	operating	results	may	cause	us	to	fail	to	meet	revenues	or	earnings	expectations	which	could	cause	the	price	of	our
common	stock	to	fluctuate	or	decline.	There	is	no	assurance	that	consistent	quarterly	growth	in	our	business	will	occur.	Our
quarterly	revenues	may	fluctuate	and	may	be	difficult	to	forecast	for	a	variety	of	reasons.	For	example,	prospective	clients	often
take	significant	time	evaluating	our	system	and	related	services	before	making	a	purchase	decision.	Moreover,	a	prospective
client	who	has	placed	an	order	for	our	system	could	decide	to	cancel	that	order	or	postpone	installation	of	the	ordered	system.	If
a	prospective	client	delays	or	cancels	a	scheduled	system	installation	during	any	quarter,	we	may	not	be	able	to	schedule	a
substitute	system	installation	during	that	quarter.	The	amount	of	revenues	that	would	have	been	generated	from	that	installation
will	be	postponed	or	lost.	The	possibility	of	delays	or	cancellations	of	scheduled	system	installations	could	cause	our	quarterly
revenues	to	fluctuate.	The	following	factors	may	also	affect	demand	for	our	products	and	services	and	cause	our	quarterly
revenues	to	fluctuate:	•	changes	in	client	budgets	and	purchasing	priorities;	•	the	ability	of	our	clients	to	obtain	financing	for	the
purchase	of	our	products;	•	the	financial	stability	of	our	clients;	•	the	specific	mix	of	software,	hardware	and	services	in	orders
from	clients;	•	the	timing	of	new	product	announcements	and	product	introductions	by	us	and	our	competitors;	•	market
acceptance	of	new	products,	product	enhancements	and	services	from	us	and	our	competitors;	•	product	and	price	competition;	•
our	success	in	expanding	our	sales	and	marketing	programs;	•	the	availability	and	cost	of	system	components;	•	delay	of	revenue
recognition	to	future	quarters	due	to	an	increase	in	the	sales	of	our	remote	access	SaaS	services;	•	the	length	of	sales	cycles	and
installation	processes;	•	changes	in	revenue	recognition	or	other	accounting	guidelines	employed	by	us	and	/	or	established	by
the	Financial	Accounting	Standards	Board	or	other	rulemaking	bodies;	•	accounting	policies	concerning	the	timing	of
recognition	of	revenue;	•	personnel	changes;	and	•	general	market	and	economic	factors.	Variations	in	our	quarterly	revenues
may	adversely	affect	our	operating	results.	In	each	fiscal	quarter,	our	expense	levels,	operating	costs	and	hiring	plans	are	based
on	projections	of	future	revenues	and	are	relatively	fixed.	Because	a	significant	percentage	of	our	expenses	are	relatively	fixed,	a
variation	in	the	timing	of	systems	sales,	implementations	and	installations	can	cause	significant	variations	in	operating	results
from	quarter	to	quarter.	As	a	result,	we	believe	that	interim	period-	to-	period	comparisons	of	our	results	of	operations	are	not
necessarily	meaningful	and	should	not	be	relied	upon	as	indications	of	future	performance.	Further,	our	historical	operating
results	are	not	necessarily	indicative	of	future	performance	for	any	particular	period.	Due	to	all	of	the	foregoing	factors,	it	is
possible	that	our	operating	results	may	be	below	the	expectations	of	securities	analysts	and	investors.	In	such	event,	the	price	of
our	common	stock	would	likely	be	adversely	affected.	Our	common	stock	price	has	periodically	experienced	significant
volatility,	which	could	result	in	substantial	losses	for	investors	purchasing	shares	of	our	common	stock	and	in	litigation	against
us.	Volatility	may	be	caused	by	a	number	of	factors	including	but	not	limited	to:	•	actual	or	anticipated	quarterly	variations	in
operating	results;	•	rumors	about	our	performance,	software	solutions,	or	merger	and	acquisition	activity;	•	changes	in
expectations	of	future	financial	performance	or	changes	in	estimates	of	securities	analysts;	•	governmental	regulatory	action;	•
healthcare	reform	measures;	•	client	relationship	developments;	•	purchases	or	sales	of	Company	stock;	•	changes	occurring	in
the	markets	in	general;	•	macroeconomic	conditions,	both	nationally	and	internationally;	and	•	other	factors,	many	of	which	are
beyond	our	control.	Furthermore,	the	stock	market	in	general,	and	the	market	for	software,	healthcare	and	high	technology
companies	in	particular,	has	experienced	significant	volatility	in	recent	years	that	often	has	been	unrelated	to	the	operating



performance	of	particular	companies.	These	broad	market	and	industry	fluctuations	may	adversely	affect	the	trading	price	of	our
common	stock,	regardless	of	actual	operating	performance.	Moreover,	in	the	past,	securities	class	action	litigation	has	often	been
brought	against	a	company	following	periods	of	volatility	in	the	market	price	of	its	securities.	We	may	in	the	future	be	the	target
of	similar	litigation.	Securities	litigation	could	result	in	substantial	costs	and	divert	management’	s	attention	and	resources.	If	we
fail	to	maintain	effective	internal	control	over	financial	reporting,	this	may	adversely	affect	investor	confidence	in	our	company
and,	as	a	result,	the	value	of	our	common	stock.	We	are	required	under	Section	404	of	the	Sarbanes-	Oxley	Act	to	furnish	a
report	by	management	on	the	effectiveness	of	our	internal	control	over	financial	reporting	and	to	include	a	report	by	our
independent	auditors	attesting	to	such	effectiveness.	Any	failure	by	us	to	maintain	effective	internal	control	over	financial
reporting	could	adversely	affect	our	ability	to	report	accurately	our	financial	condition	or	results	of	operations.	As	reported	in
our	Quarterly	Report	on	Form	10-	Q	for	the	period	ended	September	30,	2023,	we	identified	a	material	weakness	in	our
internal	control	over	financial	reporting	in	the	third	quarter	of	2023,	as	our	controls	over	debt	covenant	monitoring	and
compliance	were	not	operating	with	sufficient	precision	and	timeliness.	As	of	December	31,	2023,	this	weakness	had	been
remediated	with	more	robust	and	timely	review	controls	over	the	related	covenant	calculations.	If	we	are	unable	to
maintain	effective	internal	control	over	financial	reporting,	or	if	our	independent	auditors	determine	that	we	have	a	any
additional	material	weakness	weaknesses	in	our	internal	control	over	financial	reporting,	we	could	lose	investor	confidence	in
the	accuracy	and	completeness	of	our	financial	reports,	the	market	price	of	our	common	stock	could	decline,	and	we	could	be
subject	to	sanctions	or	investigations	by	the	Securities	and	Exchange	Commission	(“	SEC	”)	or	other	regulatory	authorities.
Failure	to	remedy	any	material	weakness	in	our	internal	control	over	financial	reporting,	or	to	implement	or	maintain	other
effective	control	systems	required	of	public	companies,	also	could	restrict	our	future	access	to	the	capital	markets	.	We	do	not
have	employment	or	non-	competition	agreements	with	most	of	our	key	personnel,	and	their	departure	could	harm	our	future
success.	Our	future	success	depends	to	a	significant	extent	on	the	leadership	and	performance	of	our	chief	executive	officer	and
other	executive	officers.	Other	than	Mr.	Fowler,	we	do	not	have	employment	or	non-	competition	agreements	with	any	of	our
executive	officers.	Therefore,	they	may	terminate	their	employment	with	us	at	any	time	and	may	compete	against	us.	The	loss	of
the	services	of	any	of	our	executive	officers	could	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results
of	operations	.	As	a	result	of	the	inherent	limitations	in	our	internal	control	over	financial	reporting,	misstatements	due	to	error
or	fraud	may	occur	and	not	be	detected.	Our	disclosure	controls	and	procedures	are	designed	to	provide	reasonable	assurance
that	information	required	to	be	disclosed	by	us	in	reports	we	file	with	or	submit	to	the	SEC	under	the	Securities	Exchange	Act	of
1934	(“	Exchange	Act	”)	is	accumulated	and	communicated	to	management	and	recorded,	processed,	summarized,	and	reported
within	the	time	periods	specified	in	SEC	rules	and	forms.	We	believe	that	any	disclosure	controls	and	procedures	or	internal
controls	and	procedures,	no	matter	how	well	conceived	and	operated,	can	provide	only	reasonable,	not	absolute,	assurance	that
the	objectives	of	the	control	system	are	met.	These	inherent	limitations	include	the	realities	that	judgments	in	decision-	making
can	be	faulty	and	that	breakdowns	can	occur	because	of	simple	error	or	mistake.	In	addition,	controls	can	be	circumvented	by
the	individual	acts	of	some	persons,	by	collusion	of	two	or	more	people,	or	by	an	unauthorized	override	of	the	controls.	Most	of
our	facilities	are	located	in	an	area	vulnerable	to	hurricanes	and	tropical	storms,	and	the	occurrence	of	a	severe	hurricane,	similar
storm	or	other	natural	disaster	could	cause	damage	to	our	facilities	and	equipment,	which	could	require	us	to	cease	or	limit	our
operations.	A	significant	portion	of	our	facilities	and	employees	are	located	within	30	miles	of	the	coast	of	the	Gulf	of	Mexico.
Our	facilities	are	vulnerable	to	significant	damage	or	destruction	from	hurricanes	and	tropical	storms.	Such	disasters	may
become	more	frequent	and	/	or	severe	as	the	result	of	climate	change.	We	are	also	vulnerable	to	damage	from	other	types	of
disasters,	including	tornadoes,	fires,	floods	and	similar	events.	If	any	disaster	were	to	occur,	our	ability	to	conduct	business	at
our	facilities	could	be	seriously	impaired	or	completely	destroyed.	This	would	have	adverse	consequences	for	our	clients	who
depend	on	us	for	system	support	or	business	management,	consulting	and	managed	IT	services.	Also,	the	servers	of	clients	who
use	our	remote	access	services	could	be	damaged	or	destroyed	in	any	such	disaster.	This	would	have	potentially	devastating
consequences	to	those	clients.	Although	we	have	an	emergency	recovery	plan,	including	back-	up	systems	in	remote	locations,
there	can	be	no	assurance	that	this	plan	will	effectively	prevent	the	interruption	of	our	business	due	to	a	natural	disaster.
Furthermore,	the	insurance	we	maintain	may	not	be	adequate	to	cover	our	losses	resulting	from	any	natural	disaster	or	other
business	interruption.	Moreover,	we	could	be	affected	by	climate	change	and	other	environmental	issues	to	the	extent	such
issues	adversely	affect	the	general	economy,	adversely	impact	our	supply	chain	or	increase	the	costs	of	supplies	needed	for	our
operations,	or	otherwise	result	in	disruptions	impacting	the	communities	in	which	our	facilities	are	located.	We	are	exposed	to
market	risk	related	to	interest	rate	changes.	We	are	exposed	to	market	risk	related	to	changes	in	interest	rates	as	a	result	of	the
floating	interest	rates	applicable	to	the	outstanding	debt	under	our	term	loan	facility	and	revolving	credit	facility.	The	interest
rate	for	the	outstanding	debt	under	our	term	loan	facility	and	revolving	credit	facility	as	of	December	31,	2022	2023	was	6	8	.	39
48	%.	Each	of	our	credit	facilities	continues	to	bear	interest	at	a	rate	per	annum	equal	to	an	applicable	margin	plus,	at	our	option,
either	(1)	the	Adjusted	Secured	Overnight	Financing	Rate	("	SOFR")	rate	for	the	relevant	interest	period,	subject	to	a	floor	of	0.
50	%,	(2)	an	alternate	base	rate	determined	by	reference	to	the	greater	of	(a)	the	prime	lending	rate	of	Regions,	(b)	the	federal
funds	rate	for	the	relevant	interest	period	plus	one	half	of	one	percent	per	annum	and	(c)	the	one	month	SOFR	rate,	subject	to
the	aforementioned	floor,	plus	one	percent	per	annum,	or	(3)	a	combination	of	(1)	and	(2).	The	applicable	margin	for	SOFR
loans	and	the	letter	of	credit	fee	ranges	from	1.	8	%	to	3.	0	%.	The	applicable	margin	for	base	rate	loans	ranges	from	0.	8	%	to	2.
0	%,	in	each	case	based	on	the	Company'	s	consolidated	net	leverage	ratio.	A	one	hundred	basis	point	change	in	interest	rate	on
our	borrowings	outstanding	as	of	December	31,	2022	2023	would	result	in	a	change	in	interest	expense	of	approximately	$	1	2	.
4	0	million	annually.	Macroeconomic	conditions	could	have	a	materially	adverse	impact	on	our	business,	financial	condition,	or
results	of	operations.	In	recent	months,	record	levels	of	inflation	have	resulted	in	significant	volatility	and	disruptions	in	the
global	economy.	In	response	to	rising	inflation,	central	banks,	including	the	United	States	Federal	Reserve,	have	tightened	their
monetary	policies	and	raised	interest	rates,	and	such	measures	may	continue	if	there	is	a	period	of	sustained	heightened	inflation.



Higher	interest	rates	and	volatility	in	financial	markets	could	lead	to	additional	economic	uncertainty	or	recession.	Increased
inflation	rates	have	increased	our	and	our	suppliers’	operating	costs,	including	labor	costs.	There	is	no	assurance	that	we	will	be
able	to	promptly	increase	our	pricing	to	offset	our	increased	costs	in	a	higher	inflationary	environment,	or	that	our	operations
will	not	be	materially	impacted	by	rising	inflation	and	its	broader	effect	on	the	markets	in	which	we	operate	in	the	future.
Impacts	from	inflationary	pressures	could	be	more	pronounced	and	materially	adversely	impact	aspects	of	our	business	where
revenue	streams	and	costs	commitments	are	linked	to	contractual	agreements	that	extend	into	the	future,	as	we	may	not	be	able
to	quickly	or	easily	adjust	pricing,	reduce	costs,	or	implement	countermeasures.	We	are	unable	to	predict	the	impact	of	efforts	by
central	banks	and	federal,	state,	and	local	governments	to	combat	elevated	levels	of	inflation.	If	their	efforts	to	create	downward
pressure	on	inflation	are	too	aggressive,	they	may	lead	to	a	recession.	Alternatively,	if	they	are	insufficient	or	are	not	sustained
long	enough	to	bring	inflation	to	lower,	more	acceptable	levels,	our	customers’	ability	or	willingness	to	spend	on	healthcare
information	technology	may	be	impacted	for	a	prolonged	period	of	time.	If	a	recession	occurs,	economies	weaken,	or
inflationary	trends	continue,	our	business	and	operating	results	could	be	materially	adversely	affected.	Moreover,	a	potential	U.
S.	federal	government	shutdown	resulting	from	budgetary	decisions,	a	prolonged	continuing	resolution,	breach	of	the
federal	debt	ceiling,	or	a	potential	U.	S.	sovereign	default	and	the	uncertainty	surrounding	the	2024	U.	S.	presidential
election	may	increase	uncertainty	and	volatility	in	the	global	economy	and	financial	markets.	Weak	economic	conditions
or	significant	uncertainty	regarding	the	stability	of	financial	markets	related	to	stock	market	volatility,	inflation,
recession,	changes	in	tariffs,	trade	agreements	or	governmental	fiscal,	monetary	and	tax	policies,	among	others,	could
adversely	impact	our	business,	financial	condition	and	operating	results.	41


