Risk Factors Comparison 2024-02-27 to 2023-02-27 Form: 10-K

Legend: New Text Remeved-Fext-Unchanged Text Moved Text Section

ﬂsks—fegafd-mg—t-he—fel-}eimg—f{lsk% Related to Our Busmeqs and Indu%try . the 1mpact of macroeconomic uncertalntles .
fluctuations in our quarterly results and our ability to meet securities analysts’ and investors’ expectations; ¢ the effectiveness of
actions taken to restructure our business in alignment with our strategic priorities; * our business unit the-petential-disruption
eatsed-by-the-reorganization ef-and further changes to our business tn’fe—bustness—tuﬂfs—organlzatlon and reporting segments
; * our ability to maintain and grow our relationships with existing customers such that they increase their usage of our platform;
« our ability to attract new customers in a cost- effective manner and-; ® our ability to increase adoption of our products by
enterprises; * our ability to develop new products and enhancements that achieve market acceptance and adapt to
changing technology and regulatlons, mdustry standards and mteroperablllty requlrementS' e the evolution of the market
markets for our products and-p y epers—; * our ability to effectively
manage our growth; ¢ our ability to compete effectlvely in a-n—lnten%ely competitive -ma-rket—markets * our history of losses and
uncertainty about our future profitability; ¢ our ability to hire, integrate and retain highly skilled pel%onnel e our ability to
malntaln and enhance our brand and increase market awareness of our Company and products . etueabrl-rtry—te-ad&pt—&ﬂd-fespeﬂd

fequifenﬂenfs—ef—pfefefenees—‘—dlqruptlonq or detenoratlon in t-he—quahty of service and Connect1V1ty by thnd party service
providers; « a-failure to set optimal prices for our products; * stgnifteantrisks-assoetated-with-expanstenofour international

operations; ¢ our reliance on our largest customers to generate a significant amount of our revenue; * our ability to integrate and
achieve the expected benefits of acquisitions, partnerships and investments; Risks Related to Cybersecurity €yber-Seeurity-,
Data Privacy and Intellectual PIOpeI ty . any breache% of our networks or %yitemq or those of Amazon Web Services (“ AWS

) or our service providers < ; * our actual or perceived failure to
comply with increasingly stringent laws, regulations and obhgatlons relatlng to pnvacy, data protection and data security; ¢ our
ability to protect our intellectual property rights; « our use of open source software ; ® our reliance on third- party technology
and intellectual property; ¢ our use of Al technologies in our platform and business ; Risks Related to Legal and Regulatory
Matters ¢ our ability to comply with telecommunications- related regulations, and the impact of future legislative or regulatory
actions; ¢ our ability to obtain or retain geographical, mobile, regional, local or toll- free numbers and to effectively process
requests to port such numbers in a timely manner due to industry regulations; « federal and state legislation and international
laws imposing obligations on the senders of commercial emails; « fraudulent or illegal usage of or activity relating to our
products; ¢ changes in laws and regulations related to the Internet or its infrastructure; * compliance with applicable laws and
regulations, including export control, economic trade sanctions, and anti- corruption regulations; * standards imposed by private
entities and inbox service providers that interfere with the effectiveness of our platform; ¢ any legal proceedings or claims
against us; Risks Related to Financial and Accounting Matters  exposure to foreign currency exchange rate fluctuations; * our
substantial indebtedness that may decrease our business flexibility; ¢ our ability to obtain additional capital to support our
business and its availability on acceptable terms; ¢ the accuracy of our key metrics, and assumptions and estimates used to
calculate them; ¢ the accuracy of our estimates and judgments related to our critical accounting policies; « changes in
accounting standards that may cause adverse financial reporting fluctuations ; ¢ the possibility that our goodwill or intangible
assets could become impaired ; * our failure to maintain an effective system of disclosure controls and internal control over
financial reporting; Risks Related to Tax Matters ¢ our ability to use our net operating losses and certain other tax attributes to
offset future taxable income and taxes; ¢ additional tax liabilities or potentially adverse tax consequences on our global
operations and structure; ¢ changes in tax rules and regulations; Risks Related to Ownership of Our €tassA-Common Stock ¢
volatility of the trading price of our €lassA—common stock; ¢ potential decline in the market price of our €tassA-common stock
due to substantial future sales of shares +=the-dual-elassnatare-ofeourstoek; * the possibility that we may not realize the
anticipated long- term stockholder value of our share repurchase program; ¢ securities or industry analysts changing their
recommendations regarding our €lassA—common stock; and- anti- takeover provisions contained in our governing documents
and the exclusive forum provision in our bylaws ; General Risks ¢ the occurrence of natural catastrophic events and other
events beyond our control; and ° our initiatives, goals, commitments, and disclosures related to ESG matters . Risks
Related to Our Business and Our Industry Global economic and political conditions, including macroeconomic uncertainties,
may continue to adversely impact our business, results of operations and financial condition. Global economic and business
activities continue to face widespread macroeconomic uncertainties, including changes in the labor shertagesmarket and
supply chain disruptions, inflation and monetary supply shifts, assweH-as-volatility in the banking and financial services




sectors, and recession risks, which may continue for an extended period. Additionally, the instability in the geopolitical
environment in many parts of the world, including from the war in Ukraine and conflict in the Middle East , may continue to
cause or exacerbate put-pressure-omrandead-to-uncertain economic conditions. These macroeconomic conditions have resulted
in, and may continue to result in, decreased business spending by our eustomers-current and prospective customers and
business partners, reduced demand for or usage of our products, lower renewal rates by our customers, longer or delayed sales
cycles, including eusterters-current and prospective customers delaying contract signing or contract renewals, reduced budgets
or minimum commitments related to the products that we offer, or delays in customer payments or our ability to collect accounts
receivable, all of which could have an dd\ erse impact on our busmess results of operations and fmdnClal Condmon The

geeds—d-rreet——te-—eeﬁstuﬁer—aﬁd-et-heﬁ the budgets

e*teﬂt—ﬂ&&n—}&rgefeﬂterpﬂses—wﬁ-}rgre&ter—fnmnudl resources of some of our current and prospectlve customers, which has

caused them to become more budget- conscious and to delay and / or reduce spending . Given that a majority of our
revenue is usage- based and impacted by general consumer sentiment and activity , our business may be more immediately
and severely impacted by adverse macroeconomic conditions than those that rely primarily on software- as- a- service (* SaaS
) subscription revenue. Prolonged-The current eeenomie-macroeconomic slowdewns-may-alsoresultirenvironment has
caused certain of our Communications customers to reduce withoutlong—ternreontraets-with-ts-mayreduetng-or terminating

terminate their usage of our products without notice or termination ehanges-charges , which has negatively impacted, and,
despite recent stabilization in usage volumes, may in the future negatively impact, our Communications revenue .
Similarly, these—- the eendittons-may-restlt-in-current macroeconomic environment has caused certain of our Segment and
other subscription- based customers regquesting-to renegotiate existing contracts on less advantageous terms to us than those
currently in place, reduce or limit their contract value, defauiting—-- default on payments due on existing contracts, or netfail

to rerrewing—-- renew at the end of their current contract term —Ferexample-, ﬂsmg—rﬂterest—rafes—m—t-he—U-mted—Stafes—Whlch has
had, and may continue to have begun—te—a—f-feet— a negatlve 1mpact on y b

-rnéus’fﬂes—rne{udmg—etw our revenue

revenue growth in both may A y y our fee}ueﬁeﬂSﬂ—speﬁ&mg—Communlcatlons and
Segment business units . Additionally, #when customers fail to pay us or reduce their spending with us, we may be adversely

affected by an inability to collect amounts due, the costs of enforcing the terms of our contracts, including through litigation,
and / or a reduction in revenue. Fo-For example, in February 2023, one of our customers, Oi SA, a Brazilian telecom
company, initiated reorganization proceedings in a Brazilian bankruptcy court as well as a secondary proceeding under
Chapter 15 in the United States and exposed us to risks on collections of pre- petition receivables and ongoing revenue.
Many of our customers are in industries that have been negatively impacted by recent macroeconomic conditions,
including customers in social media, cryptocurrencies, retail and e- commerce, consumer packaged goods, direct- to-
consumer and the-other industries dependent on consumer spending, and the concentration of our customer base within
these industries could exacerbate the effects of weakening macroeconomic conditions on our business. For example, we
have experienced declines in usage of our Communications products by customers in industries negatively impacted by
macroeconomic conditions which, despite recent stabilization in usage volumes, could reoccur or worsen in the future.
We have also generally experienced, and expect to continue to experience to varying degrees, longer sales cycles when
engaging with current and potential customers in such industries. Our customers include many small and medium- sized
businesses, which have been, and may continue to be, adversely affected by the macroeconomic conditions and
uncertainties to a greater cxtent that-than larger enterprises with greater financial resources. If the effects of the current
macroeconomic aneertainties-environment continue to harm-adversely affect our business and the businesses of our current
and prospective customers , our results of operations and financial condition may continue to be harmed ., and many of the
other risks described in this * Risk Factors ” section will be exacerbated. Our quarterly and annual results of operations have
fluctuated in the past and may continue to do so in the future. As a result, we may fail to meet securities analysts’ and investors’
expectdtlons VVhl(,h could cause the price of our Glass—A—common stock to declme Our quarterly and annual results of
operations : G AtHE have fluctuated in the past and may
continue to do so in the future duetoav duety of fdctors many ofw hlch are outs1de of our control. These fluctuations and the
related impacts to any earnings guidance we may issue from time to time could cause the price of our €lassA-common stock to
change significantly or experience declines. In addition to the other risks described in this *“ Risk Factors ” section, some of the
factors that may result in fluctuations to our results of operations include: ¢ fluctuations in demand for, pricing of, or usage of,
our products, including due to the effects of global macroeconomic conditions ;the-easing-of the-COVID-—19-pandemie-,
competition, and differing levels of demand for our products based on changing customer priorities, resources, financial
conditions and economic outlook; ¢ general economic conditions, including a downturn or recession, rising inflation and #ising

interest rates, and <re0p011t1cal unceltamty and 1nstab111ty . changes in the organlzatlon expeeted-eostsand-benefits-of our
business unit-units o ; » the amount and timing of costs, ineluding-and any




adverse effects associated with, our reeent-workforce reductions; ¢ our ability to attract and retain new customers, obtain
renewals from existing customers and cross- sell or otherwise increase revenue from existing customers; ¢ our ability to
introduce new products and enhance existing products; ¢ our ability to leverage more of our self- service capabilities for
customers; * competition and the actions of our competitors, including pricing changes and the introduction of new
technologies, products, services and geographies; * significant security breaches or incidents impacting our platform, or
interruptions to ythe delivery and use of our products; ¢ changes in cloud infrastructure, network services and other third- party
technology, including the fees charged by their providers; * the rate-productivity of our sales force satesfereeinetuding-onr
eﬁtefpﬂse—sa-lesfefee—; * the length and complex1ty of the sales cycle for certain of our products espeetallyfor— or customers

G ; g &8 rs-; « changes in the mix of products that our customers use
during a partlcular penod . seasonal trends in consumer act1v1ty; e changes in the mix or amount of products sold in the
United States versus internationally;  the amount and timing of operating costs and capital expenditures related to the
operations and expansion of our business; ¢ expenses in connection with mergers, acquisitions , dispositions, or other strategic
transactions; ¢ the timing of customer payments and our ability to collect accounts receivable from customers; © rising-increases
in inflation and our ability to control costs, including our operating expenses; * the amount and timing of costs associated with
recruiting, training and integrating new employees, and retaining existing employees; ¢ changes in foreign currency exchange
rates and our ability to effectively hedge our foreign currency exposure; ¢ extraordinary expenses such as litigation or other
dispute- related settlement payments; * changes in laws, industry standards and regulations that affect our business; ¢ sales tax
and other tax determinations by authorities in the jurisdictions in which we conduct business; ¢ the impact of new accounting
pronouncements; and ¢ fluctuations in stock- based compensation expense-expenses . The occurrence of one or more of the
foregoing and other factors may cause our results of operations to vary significantly. As such, comparing our operating results
on a period- to- period basis may not be meaningful and should not be relied upon as an indication of future performance. In
addition, a significant percentage of our operating expenses is fixed in nature and is based on forecasted revenue trends.
Accordingly, in the event of a revenue shortfall, we may not be able to mitigate the negative impact on our net income (loss)
and margins in the short term. If we fail to meet or exceed the expectations of investors or securities analysts, then the trading
price of our €lassA-common stock could fall substantially, and we could face costly lawsuits, including securities class action
suits , which, in turn, could harm our business, results of operations and financial condition . Actions that we are taking to
restructure our business in alignment with our strategic priorities may not be as effective as anticipated. In December Septenber
0f2622-2023 , we reduced our workforce by approximately 5 %, after reducing our workforce by approximately 11 % s-and
ﬁFebfuew—ZG%—we-fedueed-etuHﬁeﬂefefee—by—a&and addittenat-approximately 17 % in September 2022 and February
2023, respectively . While our reductions in force and other efforts to restructure our business were designed to streamline
operations, reduce operating costs, improve operating margins , and shiftrealign our selling capacity to-aeeelerate-software
sales-, we may encounter challenges in the execution of these efforts that could prevent us from recognizing the intended
benefits of such efforts or otherwise adversely affect our business, results of operations and financial condition. As a result of
the reductions in force, we have incurred , and may continue to incur , additional costs in the short —term, including cash
expenditures for employee transttier-transitions , notice period and severance payments, employee benefits and related
facilitation costs, as well as non- cash expenditures related to vesting of share- based awards. These additional cash and non-
cash expenditures could have the effect of reducing our operating margins. Our reductions in force may result in ether
umntended consequences 1nclud1ng employee attrition beyond our 1ntended reduction in force ;whieh-may-also-be-further

ards-; damage to our corporate culture and decreased

employee morale among our remaining employees —meludiﬂg—as—a—fea&t—ef—fedueed—em—pleyee—pefks— diversion of management
attention; damage to our reputation as an employer, which could make it more difficult for us to hire new employees in the
future; and the loss of institutional knowledge and expertise of departing employees. If we experience any of these adverse
consequences, our reductions in force and other restructuring efforts may not achieve or sustain their intended benefits, or the
benefits, even if achieved, may not be adequate to meet our long- term profitability and operational expectations, which could
adversely affect our business, results of operations and financial condition. In addition, our reductions in force and other
restructuring efforts could lead us to fail to meet, or cause delays in meeting, our operational and growth targets. While positions
have been eliminated, functions that they performed remain necessary to our operations, and we may be unsuccessful in
effectively and efficiently distributing the duties and obligations of departed employees among our remaining employees. The
reduction in our workforce could also prevent us from pursuing new opportunities and initiatives or require us to adjust our
growth strategy. As part of our reductions in force, we have reduced the size of our sales force to drive further efficiencies in our
sales operations. With a smaller As-the-size-ofour-workforce deereases-, we witHnereasinglyrely-are relying more heav1ly
on our self- service model to drive sales of our eemmunteations-Communications products to customers that do not require
direct account coverage. Our self- service capabilities may not be as successful as we anticipate, and similarly, our efforts to
accelerate seftware-Segment sales may not be effective or may take longer than we expect to drive growth. If we experience
any of these faetorstead-us-to-fat-adverse consequences, our reductions in force and other restructuring efforts may not
achieve or sustain their intended benefits, or the beneﬁts, even if achleved may not be adequate to meet our long- term
profitability and operational expectations and-g , which could adversely
affect our business, results of operations and ﬁnanc1al cond1t1onmay—be-ad¥efselry—a-ffeefed— As we continue to identify areas of
cost savings and operating efficiencies, we may consider implementing further measures to reduce operating costs and improve
operating margins. We may not be successful in implementing such initiatives, including as a result of factors beyond our
control. If we are unable to realize the anticipated savings and efficiencies from our reductions in force, other restructuring
efforts and future strategic initiatives, our business, results of operations and financial condition could be harmed. In the first
quarter of 2023, we reorganized our business into business units , and we have since adopted a two- segment reporting




structure and further modified our business units and reporting segments . These changes may be disruptive to our
business and may not have the desired effects. In As-we-announeedinFebraary2023in-the first quarter of 2023, we
reorganized our business into two business units — —Fwilie-Communications and Fwilie-Data & Applications —— to enable us
to develop the organization and systems to successfully operate a multi- product business and to better align our sales resources
with customer and market opportunities. We-expeetthat-In addition, as the business units were created based on how
management views and evaluates our business, beginning with the quarter ended June 30, 2023, we changed our
operating and reporting segment structure from one reportable segment to two reportable segments and revised our
prior period presentation to conform to the new segments. In the fourth quarter of 2023, we modified the organization of
our business units by moving Flex and Marketing Campaigns from Data & Applications to Communications, and we
subsequently renamed Data & Applications to Segment. Our business unit reorganization and changes in our segment
reporting structure have required, and will continue to require , significant expenditures ane-, allocation of valuable
management resources , and sray-plaee-significant demands on our operational and financial infrastructure. This could lead to a
number of risks, including: actual or perceived disruption of service or reduction in service standards to our customers; the
failure to preserve adequate internal controls as we reorganize our general and administrative functions, including our
information technology and financial reporting infrastructure; the failure to preserve partnership, sales and other important
relationships and to resolve conflicts that may arise; loss of sales as we eliminate certain sales positions, reorganize our sales
teams into business units, and feeus-onteveragingimprove and expand our use of sclf- service capabilities; failure to develop
effective cross- selling motions between the businesses; failure of the business units to drive efficiencies and leverage; diversion
of management attention from ongoing business activities and core business objectives in order to manage operational changes;
and the failure to maintain our corporate culture, employee morale and productivity, and to retain highly skilled employees due
to reductions in our workforce and changes in leadership structure. Because of these and other factors, we cannot predict
whether we will realize the purpose and anticipated benefits of the-our business unitreorganizattorrreorganizations and
segment reporting changes, and any similar changes in the future , and if we do not, our business, results of operations and
financial condition could be adversely affected . We are currently conducting an operational review of our Segment
business, which we expect to complete in March 2024 and which could result in further changes to our Segment business.
There is no guarantee that investors, analysts or the market will understand or favorably view the changes we make to
our financial reporting in connection with the shift from one to two segments or that any such changes will have the
desired effect. Failure of investors or analysts to understand our revised segment reporting structure may negatively
affect their ability to understand our business and operating results, which could adversely affect our stock price. In
addition, we test for goodwill impairment at the reporting unit level and consider the difference between the fair value of
a reporting unit and its carrying value when determining whether any impairment exists. There can be no assurance
that changes to our segment reporting structure and business units will not result in impairment charges in future
periods, which could harm our operating results . Our business depends on customers increasing their use of our products,
and a loss of customers or decline in their use of our products could adversely affect our business, results of operations and
financial condition. Our revenue grows as customers increase their usage of a product, extend their usage of a product to new
applications or adopt a new product that we offer. The majority of our revenue is usage- based and our ability to grow and
generate incremental revenue depends, in part, on our ability to maintain and grow our relationships with existing customers and
to have them increase their usage of our platferm-products . If our customers do not increase their use of our products, then our

revenue may decline —Fhe-majority-ofour— or eustomers-are-eharged-grow at rates lower than expected. Most of our usage-
based en-theirusage-ofourproduets—Meost-customers do not have long- term contractual financial commitments to us and,

therefore, mostofeureustomers-may reduce or cease their use of our products at any time without penalty or termination
charges. Our subscription- based customers generally base their contract value on anticipated usage, and if their
anticipated levels of usage are not met, they may reduce their contract value or choose not to renew their contract upon
its expiration. Customers may terminate or reduce their use of our products for any number of reasons, including
dissatisfaction #they-are-notsatisfied-with our products s-or with the value proposition of our products , er-our eur-abtity
inability to meet their needs and expectations, erdueto-their use of competitors’ products —, macroeconomic conditions, For--
or examptereductions in their budgets. Additionally . prior instances of disruptions in our cloud communications platform
impacted our customers’ ability to use products on our platform for up to several hours at a time. Issues with our products have
caused, and may in the future cause, us to incur certain costs associated with offering credits to our affected customers, which
have had, and in the future may have, an adverse impact on customer satisfaction and our ability to retain or attract customers.
Additionally, we believe our ability to provide customers with high- quality, effective customer support services at all stages of
the process is a crucial component of maintaining customer satisfaction, generating increased customer usage of our products
and ultimately retaining customers. If we are unable Qurinabiity-to-devotesuffietentresourees-to effectively assist our
customers , it could adversely affect our ability to retain existing customers and could disincentivize prospective customers from
adopting our products. W-e-The resources we dedicate to customer service at a particular time may be-prove insufficient,
such as in the event we are unable to respond quickly enough to accommodate short- term increases in demand for customer
support. We also may be unable to modify the nature, scope and delivery of our customer support in order to compete with
changes in the support services provided by our competitors. Our sales are highly dependent on our business reputation and on
positive recommendations from our customers. Ourinability-If we are unable to provide high- quality customer support, or if
there is a market perception that we do not maintain high- quality customer support, it could erode the trust of current and
potential customers and adversely affect our reputation. Customer usage of our products #s-depends on factors generally outside
of our control and-therefore-, including macroeconomic conditions, so it is difficult to accurately predict customers’ usage
levels. The loss of customers or reductions in their usage levels of our products may each have a negative impact on our



business, results of operations and financial condition. Our Dollar- Based Net Expansion Rate has recently declined as
compared to prior periods, and it may continue to decline in the future if customers are not satisfied with our products and
related customer service experience, the value proposition of our products or our ability to meet their needs and expectations , or
due to macroeconomic conditions or reductions in customers’ budgets . If a significant number of customers cease using, or
reduce their usage of our products, including due to cost- saving measures in the face of macroeconomic uncertainty or changes
in the competitive landscape, then we may be required to spend significantly more on sales and marketing than we currently
expect in order to maintain or increase revenue from customers. Such additional sales and marketing expenditures could
adversely affect our business, results of operatlon% and financial condition. If we are unable to attract new customers or sell
additional products to our ex1st1ng customers in a cost- effectlve manner, sel-additional-produets-to-otr-existing-eustomers-or
v d 6 d v p-our business, results of operatloni
and ﬁnan01al condition Would be adversely affected. To grow our business, we must continue to attract new customers in a cost-
effective manner, increase revenue from existing customers, and increase gross srargins-profits , each of which depends in part
on our ability to enhanee-and-improve-eurexisting-produets-increase adoption and usage of our products, and intreduee
successfully market new products, partiestarty-including products with higher gross margins , in a cost- effective manner .
We use a variety of marketing channels to promote our products and platform, such as developer events and developer
evangelism, search engine marketing and optimization, regional customer events, email campaigns, billboard advertising and
public relations initiatives. If the costs of the marketing channels we use increase, then we may choose to use alternative and
less expensive channels, which may not be as effective as the channels we currently use. We have made in the past, and may
make in the future, significant expenditures and investments of time and resources in new marketing campaigns and sales
motions , and we cannot guarantee that any such investments will lead to wider adoption of our products or to the cost- effective
acquisition of additional customers. In addition, new products that we develop may require increasingly sophisticated and
more costly sales efforts and result in a longer sales cycle. [f we are unable to maintain effective marketing programs, thesr
our ability to efficiently attract new customers could be adversely affected , and we may not be able to attract the number and
types of new customers we are seeking. In addition, eur-abtity-we are continuing to attraetnew-improve and expand our use
of self- service capabilities, particularly for our Communications API customers and-, which may not be as effective as we
anticipate in driving adoption or increased usage of our products. If we are unable to successfully increase revenue-from
adoption and usage of our cxisting 0 y and tmpfeve-etmextsfmg—pfeduets
aﬁd—te—tﬁt-fe&uee—eempel—hﬂg—new products that reﬂect the changmg nature of our...... products, and increase our gross margins ,
or 1f our efforts to 1ncrea§e the uqage of our productq are more expensive fhaﬂ—we—expeet,—theﬁ—e% or time bus-lﬁess—fesu-l-ts—ef

y - consuming party products used by us or our
our products are more expensive than we expect then our bu%lne%i results of operations and financial condition would be
adversely affected. If we are unable to increase adoption of our products by enterprises, our business, results of operations and
financial condition may be adversely affected. Historically, a majority of our revenue has been generated as a result of software
developers adopting our Communications API products through our self- service model. Our ability to increase our customer
base, especially among enterprises, and achieve broader market acceptance of our products will depend, in part, on our ability to
effectively organize, focus and train our sales, marketing and other employees. Our ability to convince enterprises to adopt our
products will depend, in part, on our ability to attract and retain sales employees with experience selling to enterprises. We
believe that there is significant competition for experienced sales professionals with the skills and technical knowledge that we
require. Even if we are successful in hiring qualified sales employees, new hires require significant training and experience
before they achieve full productivity, particularly for sales efforts targeted at enterprises and new territories. Our recent hires
and planned hires may not become as productive as quickly as we expect, and we may encounter difficulties or be unable to hire
or retain sufficient numbers of qualified individuals in the future in the markets where we do business. Because we do not have a
long history of targeting our sales efforts at enterprises, we cannot predict whether, or to what extent, our sales will increase as
we organize and train our sales force or how long it will take for sales employees to become productive. As we seek to increase
the adoption of our products by enterprises, including pfe&uefs—hke—Segment and Engage Wthh are prlmarlly aimed at Complex
customer data platform implementations at larger Compamei ard W
implementations-atlargereompantes;-we expect to incur higher costs and longer sales cycle% In the enterprl%e market segment,
the decision to adopt our products may require the approval of multiple technical and business decision makers, including legal,
security, compliance, procurement, operations and information technology (“ IT ). In addition, while enterprise customers may
quickly deploy our products on a limited basis, before they will commit to deploying our products at scale, they often require
extensive education about our products and significant customer support time and also engage in protracted pricing and contract
negotiations, which may be exacerbated by changing inflationary pressure and reduced IT budgets and may result in higher
costs and longer sales cycles. In addition, sales cycles for enterprises are inherently more complex and less predictable than the
sales through our self- service model, and some enterprise customers may not use our products enough to generate revenue that
justifies the cost to obtain such customers. These complex and resource- intensive sales efforts could place additional strain on
our product and engineering resources. Further, enterprises, including some of our existing customers, may choose to develop
their own solutions that do not include our products. They may also demand reductions in pricing as their usage of our products




increases, notwithstanding increased costs incurred by us to provide such products, which could have an adverse impact on our
gross margin. Additionally, eeonemie-reeesstonrs-we have experienced, and may continue to experience, certain of er-our
slowdeowns-eanresult-inrourenterprise-customers ’femm&&ng—fallmg to renew their arrangements-contracts with us, reducing
or limiting their contract values, and engaging in longer sales cycles rand-redueed-ortimited-eontract-valtes-as enterprise
erganizations-these customers focus on general cost reductions in the face of macroeconomic uncertainty. As a result of our
limited experience selling and marketing to enterprises, our efforts to sell to these potential customers may not be successful. If
we are unable to increase the revenue that we derive from enterprises, then our business, results of operations and financial
condition may be adversely affected. Our future success depends, in part, on our ability to develop new products and
product enhancements that achieve market acceptance, as well as adapt and respond effectively to rapidly changing
technology and regulations, dynamic industry standards, and evolving interoperability requirements. Our ability to
attract new customers and increase revenue from existing customers depends in large part on our ability to enhance and
improve our existing products and to introduce compelling new products that reflect the changing nature of our
markets, technology, industry standards, and customer needs and preferences. The Fhe-success of any enhancements or
new products we introduce depends on several factors,including timely completion,adequate quality testing,actual performance
quality,market- accepted pricing levels and overall market acceptance.Enhancements and new products that we develop may not
be introduced in a timely or cost- effective manner,may contain errors or defects,may require reworking features and
capabilities,may have interoperability difficulties with our platform or other products or may not achieve the broad market
acceptance necessary to generate significant revenue or increase our gross srargins-profits .Furthermore,our ability to increase
the usage of our products depends,in part,on the development of new use cases for our products,which is typically driven by our
developer community and may be outside of our control. The markets for our Guf—&brl-&yhte-geﬂefﬁe-tﬁ&g&e-ﬁ&ddfﬁeﬂa-}
products by-including the market for eurg v communications in general 5
and cloud communications in particular, is-are subjeut to mpld tedmolouudl hange ev 01\ ing industry standards, and Chanumo
regulations,as well as changing customer needs,requirements and preferences.These are all uncertain and we cannot predict the
consequences,effects,or introduction of new,disruptive,emerging technologies or the manner and pace at which our market
markets develops— develop over time,and our ability to compete in eur-these marketmarkets depends on predicting and
adapting to these changing circumstances.The success of our business will depend,in part,on our ability to adapt and respond
effectively to these changes on a timely basis 3,and anticipating these factors requires that we are-unable-to-developnew

produets-allocate significant resources without any guarantee that satisfy-eur-eustomers-any such investments and provide
eﬂh&neeﬂieﬂfs-&nd—new—efforts will result in 1n1tlal or enhanced adoptlon of our products i in the marketplace. For example,

customers. The providers of such thnd pcutv products may modn‘v the Teatmes functlondhty pllung,dnd other teIms and
conditions with respect to such products in a manner adverse to us and to our customers that use such third- party products in
connection with our products.If we are unable to maintain the integrations between our products ase-with such third- party
products,our ability to meet the needs and expectations of our current and prospective customers could be adversely affected
and ;whieh-eetdd-adversely affect our business. Our-If we are unable to successfully enhance our existing products to meet
evolving customer requirements,increase adoption and usage of our products,develop and drive adoption of new
products,maintain integrations with third- party products,anticipate changes in technology,customers’ needs and
expectations,or industry standards,and increase our gross margins,or if our efforts to increase the usage of our products
are more expensive platform must integrate with and leverage a variety of infrastructure, network, hardware, mobile
and software platforms and technologies, and we need to continuously modify and enhance our products and platform to
adapt to changes and innovation in these technologies. For example, Apple, Google, Yahoo and other cell- phone
operating system providers or inbox service providers have developed, and may in the future develop, new applications
or functions intended to filter spam and unwanted phone calls, messages or emails. Third party platforms may also
implement changes to their privacy policies or practices that may adversely impact us or our customers. In addition, our
network service providers may adopt new filtering technologies in an effort to combat spam or robocalling. Such
technologies may inadvertently filter desired messages or calls to or from our customers. If cell- phone operating system
providers, network service providers, our customers or their end users adopt new software platforms or infrastructure,
we may be required to develop new versions of our products to work with those new platforms or infrastructure. This
development effort may require significant resources, which would adversely affect our business, results of operations
and financial condition. Any failure of our products and platform to operate effectively with evolving or new platforms
and technologies could reduce the demand for our products. If we are unable to respond to these changes in a cost-
effective manner, our products may become less marketable and less competitive or obsolete, and our business, results of
operations and financial condition could be adversely affected. If we are unable to successfully and cost- effectively
increase adoption and usage of our existing products, develop and drive adoption of new products, maintain integrations
with third- party products, or anticipate and keep pace with changes in technology, customers’ needs, customers’
expectations, and industry standards, our business, results of operations and financial condition would be adversely
affected. The markets for our products eontintes— contmue to evolve ;and may decline or experience limited growth . The

; ; se-our ploduuts —’Phe—maﬁeet—fe%eﬂf




~f developers-current and

ﬁfga-n-i-z&t—tens—prospectlve customers do not recognize the need for and benefrts of our products and platform, they may decide
to adopt alternative products and services to satisfy some portion of their business needs. In order to grow our business and
extend our market position, we intend to focus on educating developers and enterprises other-potential-eustomers-about the
benefits of our products and platform, expanding and improving the functionality of our products and bringing new technologies
to market to increase market acceptance and use of our platform Our growth wrll depend in part on our abrhty to expand the

ef-our products address fesa-l-ts-ef—epef&&eﬁs—

q i i depends upon a number of factors, including the
cost, performance and perceived Value assocrated with such products and platform. The matketmarkets for our products and
platform could fail to grow significantly, or at all, or there could be a reduction in demand for our products as a result of any
number of factors, including a lack of developer-customer acceptance, technological challenges, competing products and
servrces decreases in spendrng by current and prospectrve customers, weakemng eeonefte-macroeconomic conditions,

y d ; es-and other causes. [f eur-these market
markets dees—do not experlenee s1gn1frcant growth or demand for our products decreases, then our business, results of
operations and financial condition could be adversely affected. If we fail to effectively manage our growth, then our business,
results of operations and financial condition could be adversely affected. Although we cannot provide any assurance that our
business will continue to grow at the same rate or at all in the future, we have experienced substantial growth in our business and
operations in recent years, which has placed, and may continue to place, significant demands on our management and our
operational and financial resources , especially as we continue to focus on improving our operating efficiency . Although we
eem&ed—te—have conducted workforce feeluet-teﬂ—reductlons p}a-ns—ln the past September%@%%&nd—Febﬂmfy%e%—te—feduee
ope mprove-opetating-mare eeele -, we may experience employee growth in the future. We
have also experleneed s1gn1frcant growth in the number of Customers usage and amount of data that our platform and associated
infrastructure support. As a result of this growth, our organizational structure is becoming more complex as we improve our
operational, financial and management controls as well as our reporting systems and procedures. The expansion of our systems
and infrastructure, as well as the changes arising from our business anitreerganizatiorrreorganizations , has required, and
will continue to require , us to commit substantial financial, operational, and technical resources. Our revenue may not increase
as a result of our investments in these areas and, if revenue does increase, it may not increase enough to offset these investments,
or it may take several periods before we begin to see the benefits of these investments. If we are unable to adequately manage
our growth and other business changes in a manner that preserves the key aspects of our corporate culture, including as a result
of our reeent-past reductions in force and the reorganization of our business unittreerganization, the quality and performance
of our products may suffer, which could negatively affect our brand, reputation and ability to retain and attract customers and
employees. Finally, if we are unable to maintain reliable service levels for our customers or if the level of efficiency in our
organization suffers as we grow and transform our operating model, then our business, results of operations and financial
condition could be adversely affected. We continue to scale the capacity of, and enhance the capability and reliability of,
our technical infrastructure to support increased activity on our platform. Any failure to maintain performance,
reliability, security, integrity and availability of our products and infrastructure to the satisfaction of our customers may
harm our reputation and our ability to retain existing customers or attract new customers. If we fail to efficiently scale
and manage our infrastructure, or if our customers experience service disruptions or outages, our business, financial
condition and operating results may be adversely impacted. The marketmarkets in which we participate is-are intensely
competitive, and if we do not compete effectively, our business, results of operations and financial condition could be harmed.
The marketmarkets for our products are eustomer-engagementplatform-is-rapidly evolving, significantly fragmented and
highly competitive, with relatively low barriers to entry in some segments. The principal competitive factors in our market
include completeness of offering, credibility with customers, global reach, ease of integration and programmability, product
features, platform scalability, reliability, deliverability, security and performance, brand awareness and reputation, the strength
of sales and marketing efforts, customer support, and as-weH-as-the cost of deploying and using esproducts. In our
Communications business, our competitors are primarily (i ) CPaaS companies that offer communications products and
applications, (ii) other software companies that compete with portions of our communications product line, and (iii )
reg1onal network service prov1ders that offer l1m1ted developer functlonahty on top of the1r own physrcal 1nfrastructure —61-1-)

peft-teﬁs—ef—eu%eenﬂﬁtmleaﬁeﬁs—pfed&et—hne— ln our Segment -Bata—&—App-l-re&t—tens—busmess our Competltors are prrmarrly (1 )
fegaey-on—premises-vendors;(i) SaaS companies and marketing cloud platform vendors that offer bundled applications and
platforms, (if) CRM and customer experience vendors and (iii) standalone ERM-and-customer experienee-data platform
vendors. Some of our competitors and potential competitors are larger and have greater name recognition, longer operating
histories, more established customer relationships, larger budgets, lower operating costs, and significantly greater resources than
we do. As a result, our competitors may be able to respond more quickly and effectively than we can to new or changing
opportunities, technologies, standards, customer requirements or changing economic conditions. Our competitors may also offer
products or services that address one or a limited number of functions at lower prices, with greater depth than our products or in
different geographies. Our current and potential competitors may develop and market new products and services with
comparable functionality to our products, and this could lead to us having to decrease prices in order to remain competitive.
With the introduction of new products and services and new market entrants, we expect competition to intensify in the future.
As we expand the scope of our products, we may face additional competition and, in some cases, may find our products in
competition with those of our customers, which could cause them to replace our products with competitive offerings. If one or




more of our competitors were to merge or partner with another of our competitors or our suppliers, the change in the competitive
landscape could also adversely affect our ability to compete effectively. For example, certain of our competitors have engaged in
acquisition activity and we expect that our competitors will continue to evaluate the acquisition of companies and technologies
that could increase competition with our products in the future. In addition, some of our competitors have lower list prices than
us, which may be attractive to certain customers even if those products have different or lesser functionality. Pricing pressures
and increased competition generally could result in reduced revenue, reduced margins, increased losses or the failure of our
products to achieve or maintain widespread market acceptance, any of which could harm our business, results of operations and
financial condition. Our business, results of operations and financial condition also depends, in part, on our ability to establish
and maintain relationships through resellers, distributors, and strategic partners. A portion of our revenue is derived from sales
made by these partners and any one of them may later decide to sell their own products or those of third parties that may be
competitive with our products. A loss or reduction in sales of our products through these third- party intermediaries could
adversely affect our revenue and other results of operations. We have a history of losses and may not achieve or sustain
profitability in the future. We have incurred net losses in each year since our inception, including net losses of $ 1. 0 billion, $ 1.
3 billion yand $ 949. 9 mithenand-$494-6-million in the years ended December 31, 2023, 2022 ;-and 202 | and-2026-,
respectively. We had an accumulated deficit of $ 3-5 . 4-1 billion as of December 31, 20222023 . We will need to generate and
sustain increased revenue levels, and manage our operating expenses, in future periods to become profitable and achieve our
stated profitability goals and, even if we do, we may not be able to maintain or increase our level of profitability. We expect to
continue to expend substantial financial and other resources on, among other things: investments in our engineering team;
improvements in security and data protectron the development of new products features and functlonahty and enhancements to
our platform sales and marketlng 5 g i ARz ; : :

domestlcally and 1nternat10nally, and general admmlstratlon 1nclud1ng legal, accounting and other expenses related to being a
public company. Our efforts to grow our business may be more costly than we expect, and we may not be able to increase our
revenue enough to offset our inereased-associated operating expenses. We may incur significant losses in the future for a
number of reasons, including the other risks described herein, and unforeseen expenses, difficulties, complications and delays
and other unknown events. If we are unable to achieve and sustain profitability, or if we incur significant losses, the value of our
business and €lass-A-common stock may significantly decrease. We depend largely on the continued services of highly skilled
personnel, including our senior management and other key employees, and faiting-the inability to attract, integrate or retain such
employees could adversely affect our business, results of operations and financial condition. Our future performance depends on
the continued services and contributions of highly skilled personnel, including our senior management and other key employees,
to execute on our business plan, to develop our products and platform, to deliver our products to customers, to attract and retain
customers and to identify and pursue opportunities to expand our business. We believe that there is, and will continue to be,
intense competition for highly skilled management, technical, sales and other employees with experience in our industry. In
addition, we have conducted reductions in force and experienced and may continue to experience highdevels-efemployee
attrition, which could significantly delay or prevent the achievement of our business objectives, and any resulting influx of new
employees may require us to expend time, attention and resources to recruit and retain employees restructure parts of our
orgamzatron and train and 1ntegrate new personnel —We-ha RE

W v ; ares lf we farl to effectlvely
manage attrition, and to hire, mtegrate and adequately incentivize our personnel, our efficiency and ability to meet our
operational and growth targets, as well as our corporate culture, employee morale, productivity and retention, could suffer, and
our business and operating results would be adversely impacted. Additionally, loss of services of senior management or other
key employees could srgmﬁcantly delay or prevent the achrevement of our development and strategic objectives. In partieutar
January 2024 | w of-our co- founder and-, Jeff
Lawson, resigned as Chref Executlve Officer and as a member of our board of dlrectors Jeffbawson-and Khozema
Shipchandler, our former President, Twilio Communications, was appointed as Chief Executive Officer and as a
member of our board of directors. We will incur various expenses in connection with the transition and we may face
challenges in connection with the transition, such as potential changes to our strategy, corporate culture, and other
changes in our management structure or roles . Any of our executive officers may terminate employment with us at any time
with no advance notice. We have experienced, and may continue to experience, high attrition among our senior management
team and key employees. The replacement of any of our senior management or other key employees will involve significant time
and costs, and any loss of services of any such key employee for any reason could significantly delay or prevent the

achievement of our business objectives and could adversely affect our business, results of operations and financial condition.

The labor market for our business is subject to external factors that are beyond our control 1nclud1ng our mdustry ] hrghly
competitive market for skilled workers and leaders ; an ;

market-and-wotkforeepartieipationrates-. We must provrde competltrve compensatlon packages and a hlgh quahty work

environment to hire, retain and motivate employees. Volatility in, or the actual or perceived lack of performance of, our stock
price may affect our ability to attract, motivate and retain key employees. In September 2022 and-, February 2023 and
December 2023, we implemented reductions in force, which may have an impact on our ability to hire, retain and motivate
employees. If we are unable to retain and motivate our existing employees and attract qualified employees to fill key positions,
we may be unable to manage our business effectrvely, including the development marketing and sale of our products 'W"h'teh'




ene-of-which could adversely affect our busrness results of operatrons and flnancral condrtron If we are not able to malntaln and
enhance our brand and increase market awareness of our company and products, then our business, results of operations and
financial condition may be adversely affected. We believe that maintaining and enhancing the “ Twilio ” brand identity and
increasing market awareness of our company and products, particularly among developers and enterprises, is critical to
achieving widespread acceptance of our platform, to strengthen-strengthening our relationships with our existing customers and
to our ability to attract new customers. The successful promotion of our brand will depend largely on our continued marketing
efforts, our ability to continue to offer high- quality products, and our ability to successfully differentiate our products and
platform from competing products and services. Our brand promotion and thought leadership activities may not be successful or
yield increased revenue. In addition, independent industry analysts often provide reviews of our products and competing
products and services, which may significantly influence the perception of our products in the marketplace. If these reviews are
negative or not as strong as reviews of our competitors’ products and services, then our brand may be harmed. The promotion of
our brand also requires us to make substantial expenditures, and we anticipate that these expenditures will increase as our marlet
markets beeerres-- become more competitive and as we expand into new markets. To the extent that these activities increase
revenue, this revenue still may not be enough to offset the increased expenses we incur , including, but not limited to...... and
financial condition could be adversely affected|. To deliver our products, we rely on network service providers and internet
service providers for our network service and connectivity, and disruption or deterioration in the quality of these services or
changes in network service provider fees that we pay in connection with the delivery of communications on our platform could
adversely affect our business, results of operations and financial condition. We currently interconnect with fixed and mobile
network service providers around the world to enable the use by our customers of our products over their networks. Although we
are in the process of acquiring authorization in many countries for direct access to phone numbers and for the provision of voice
and messaging services on the networks of fixed and mobile network service providers, we expect that we will continue to rely
on network service providers for these services. Where we do not have direct access to phone numbers, our reliance on network
service providers has reduced our operating flexibility, ability to make timely service changes and control quality of service. In
addition, the fees that we are charged by network service providers may change daily or weekly and we can be subject to the
imposition of additional fees, penalties, or other administrative or technical requirements, and even service interruption, due to
regulatory, competitive, or other industry related changes over which we have little to no control. We typically do not change our
customers’ pricing as rapidly and, as a result, such fee increases could adversely affect our business and results of operations.
For example, in recent years, multiple major U. S. mobile carriers have introduced Appheationto-Persen{-A2P 2-SMS service
offerings that added a new fee for A2P SMS messages delivered to their respective subscribers, and, from time —to —time, other
U. S. mobile carriers have added similar fees. While we have h1st0rlcally responded to these types of fee increases through a
combination of further negotiating efforts with our network service providers, absorbing the increased costs or ehanging-our
priees-passing the fees through to customers, there is no guarantee that we will continue to be able to respond in these ways in
the future Wrthout a materral negatlve 1mpact to our busrness {n—th&ease-efbheseﬂew—eafﬂefsﬂﬁiLS-NfS—fees—aﬁeﬁa—sheﬁ

=Sy - Passrng these fees through to our customers typrcally has the effect of
1ncreas1ng our Communications revenue and cost of revenue, but typically does not impact the gross profit dollars received for
sending these messages and, as a result, has a negative impact on our gross margins. Additionally, our ability to respond to any
new fees may be constrained if all network service providers in a particular market impose equivalent fee structures, if the
magnitude of the fees is disproportionately large when compared to the underlying prices paid by our customers, or if the
market conditions limit our ability to increase the price we charge our customers. Furthermore, many of these network service
providers do not have long- term committed contracts with us and may interrupt services or terminate their agreements with us
without notice. If a significant portion of our network service providers stop providing us with access to their infrastructure, fail
to provide these services to us on a cost- effective basis, cease operations, or otherwise terminate these services, the delay
caused by qualifying and switching to other network service providers could be time consuming and costly and could adversely
affect our business, results of operations and financial condition. Further, if problems occur with our network service providers,
it may cause errors, service outages, or poor- quality communications on our products, and we could encounter difficulty
identifying the source of the problem. The occurrence of errors, service outages, or poor- quality communications on our
products, whether caused by our platform or a network service provider, may result in the loss of our existing customers or the
delay of adoption of our products by potential customers and may adversely affect our business, results of operations and
financial condition. Further, we sometimes access network services through intermediaries who have direct access to network
service providers. Although we are in the process of securing direct connections with network service providers in many
countries, we expect that we will continue to rely on intermediaries for these services for some period of time. These
intermediaries sometimes have offerings that directly compete with our products and may stop providing services to us on a
cost- effective basis. If a significant portion of these intermediaries stop providing services or stop providing services on a cost-
effective basis, our business could be adversely affected. We also interconnect with internet service providers around the world
to enable the use of our email products by our customers, and we expect to that-we-witl-continue to rely on internet service
providers for network connectivity going forward. Our reliance on internet service providers reduces our control over quality of
service and exposes us to potential service outages and rate fluctuations. The occurrence of poor- quality of service or service



outages on our products may result in the loss of our existing customers or the delay of adoption of our products by potential
customers and may adversely affect our business, results of operations and financial condition. Similarly, if a significant portion
of our internet service providers stop providing us with access to their network infrastructure, fail to provide access on a cost-
effective basis, cease operations, or otherwise terminate access, the delay caused by qualifying and switching to other internet
service providers could be time consuming and costly and could adversely affect our business, results of operations, and
financial condition. Failure to set optimal prices for our products could adversely impact our business, results of operations and
financial condition. For certain of our products, we primarily charge our customers based on their #se-usage of such products £
usage—basedprietng>)- One of the challenges of eur-this usage- based pricing model is the variability of the fees that we pay to
network service providers over whose networks we transmit communications. Such network fees can vary daily or weekly and
are affected by volume and other factors that may be outside of our control, and which are difficult to predict. This can result in
us incurring increased costs that we may be unable or unwilling to pass through to our customers, which could adversely impact
our business, results of operations and financial condition. If we elect to pass through increased fees to our customers, it could
adversely affect our relationship with our customers and our customers may look for lower cost alternatives. We adjust the
pricing models for our products from time to time and cxpect that we mayneed-will continue to ehange-do so. Many of our
usage- based customers enter into contracts with negotiated pricing medeHrom-time-to-time—n-the-past, and we-haveat
timesredueed-our subscription priees-ettherfor-individual-customers are also subject to negotiated prlcmg inreonteetion-with
hﬂg—%f&ragfeemenﬁﬁr—fe&a—paiﬁeu%ar—pfedﬁet— As Farther-as-competitors introduce new products or services that compete

Wlth ours or reduce their prlce% we may be unable to attract new customers or retain eX1€t1ng customers based on our historical

or choose to ;revise-ourprieing—As-aresultin

t-he—’f‘ufufe—we-may—be—feqiﬁfed-e%eheese—te-reduce our prlces efehange-eufpﬂemg—mede}s- whieh-it could adversely affect our
business, results of operations and financial condition. Qur We—&fe—eeﬂt-tﬂurng—te—expand—eﬂf—lnternatlonal operatlon% —whteh

e*peses—~ expose us to risks 1nherent in global operatlon% —W

2022 and 2021 we derlved 34 %, 34 % and 32 % of our revenue from Cuqtomer account% located outside the United States
respectively. The future success of our business will depend in part on our ability to strateglcally maintain and expand our

customer baqe worldwide =

aﬂd-m Operatlng in 1nternat10nal market% requires qlgnlﬁcant resources and management
attention and swiksubjeetsubjects us to regulatory, economic and political risks in addition to those we already-face in the

United States. In addition, we sw#H-face risks in doing business internationally that could adversely affect our business, including:
« inflation and actions taken by central banks to counter inflation;  the difficulty of managing and staffing international
operations and the increased operations, travel, infrastructure and legal compliance costs associated with servicing international
customers and operating numerous international locations; ¢ our ability to effectively price our products in competitive
international markets; « new and different sources of competition or other changes to our current competitive landscape; *
potentially greater difficulty collecting accounts receivable and longer payment cycles; ¢ higher or more variable network
service provider fees outside of the United States; ¢ the need to adapt and localize our products and support for specific
countries; * understanding, reconciling, and implementing technical controls to address, different technical standards, data
privacy and telecommunications regulations, and registration and certification requirements outside the United States, which
could prevent customers from deploying our products or limit their usage; ¢ our ability to comply with laws, regulations and
industry standards relating to data privacy, data protection, data localization and data security , as well as sustainability and
other ESG matters, enacted in countries and other regions in which we operate or do business, and the associated costs and
management attention required to support such compliance; ¢ difficulties in understanding and complying with local
laws, regulations and customs in non- U. S. jurisdictions; * compliance with export controls and economic sanctions
regulatlons admlnlstered by U S and forelgn governmental entltles 1n jurisdictions in which we operate, including the
oretEngo dietio v g-the-Department of Commerce' s Bureau of Industry
and Secunty and the Treasury Department s Ofﬁce of Forelgn Assets Control  compliance with various anti- bribery and anti-
corruption laws such as the U.S.Foreign Corrupt Practices Act,as amended (“ FCPA ) and United Kingdom Bribery Act of
2010;° changes in international trade policies,tariffs and other non- tariff barriers,such as quotas and local content rules;* more
limited protection for intellectual property rights in some countries;® adverse tax consequences;e fluctuations in currency
exchange rates,which could increase the price of our products outside of the United States,increase the expenses of our
international operations and expose us to foreign currency exchange rate risk;* currency control regulations,which might restrict
or prohibit our conversion of other currencies into U.S.dollars;e restrictions on the transfer of funds;* deterioration of political
relations between the United States and other countries;e the impact of natural disasters and public health epidemics or
pandemics such as COVID- 19 on employees,contingent workers,partners,travel and the global economy and the ability to
operate freely and effectively in a region that may be fully or partially on lockdown;and ° political or social unrest,economic
instability,conflict or war in a specific country or region in which we,our customers,partners or service providers operate,which
could have an adverse impact on our operations in the region or otherwise have a material impact on regional or global
economies,any or all of which could adversely affect our business.Also,due to costs from our international operations expansiot
efferts-and network service provider fees outside of the United States,which generally are higher than domestic rates,our
Communications gross margin for international customers is typically lower than our Communications gross margin for
domestic customers.As a result,our Communications gross margin has been,and may continue to be,adversely impacted by as




yre-expand-our international operations and-eustomer-base-worldwide- Our failure to manage any of these risks successfully
could harm our international operations,and adversely affect our business,results of operations and financial condition.We
currently generate significant revenue from our largest customers,and the loss or decline in revenue from any of these customers
could harm our business,results of operations and financial condition.In the years ended December 31, 2023, 2022 -and 2021
and2026-our 10 largest Active Customer Accounts generated an aggregate of 10 %, 12 % sand 11 %-and+4-"% of our
revenue,respectively.If any of these customers,or other large customers , do not continue to use our products,use fewer of our
products,or use our products in a more limited capacity,or not at all,our business,results of operations and financial condition
could be adversely affected. Additionally,the usage of our products by customers that do not have long- term contracts with us
may change between periods.Those with no long- term contract with us may reduce or fully terminate their usage of our products
at any time without notice,penalty or termination charges,which may adversely impact our results of operations.We may not
realize potential benefits from our acquisitions,partnerships and investments because of difficulties related to integration,the
achievement of synergies,and other challenges.We have acquired and invested in businesses and technologies that are
complementary to our business through acquisitions,partnerships or investments,and we expect to continue to selectively
evaluate strategic opportunities in the future. There can be no assurances that our businesses can be combined in a manner that
allows for the achievement of substantial benefits. Any integration process may require significant time and resources,and we
may not be able to manage the process successfully as our ability to acquire and integrate larger or more complex
companies,products,or technology in a successful manner is unproven.If we are not able to successfully integrate these acquired
businesses with ours or pursue our customer and product strategy successfully,the anticipated benefits of such acquisitions may
not be realized fully or may take longer than expected to be realized.Further,it is possible that there could be a loss of our key
employees and customers,disruption of ongoing businesses or unexpected issues,higher than expected costs and an overall post-
completion process that takes longer than originally anticipated.In addition,the following issues,among others,must be addressed
in order to realize the anticipated benefits of our acquisitions,partnerships or investments:* combining the acquired businesses’
corporate functions with our corporate functions;* combining acquired businesses with our existing business in a manner that
permits us to achieve the synergies anticipated to result from such acquisitions,the failure of which would result in the
anticipated benefits of our acquisitions not being realized in the time frame currently anticipated or at all;» maintaining existing
agreements with customers,distributors,providers,talent and vendors and avoiding delays in entering into new agreements with
prospective customers,distributors,providers,talent and vendors;* determining whether and how to address possible differences
in corporate cultures and management philosophies;® integrating the companies’ compliance,administrative and IT
infrastructure;* developing products and technology that allow value to be unlocked in the future;e evaluating and forecasting
the financial impact of such acquisitions,partnerships and investments,including accounting charges;and ¢ effecting potential
actions that may be required in connection with obtaining regulatory approvals.In addition,at times the attention of certain
members of our management and resources may be focused on integration of the acquired businesses and diverted from day- to-
day business operations,which may disrupt our ongoing business.We have incurred,and may continue to
incur,significant,nonrecurring costs in connection with our acquisitions,partnerships and investments and integrating our
operations with those of the acquired businesses,including costs to maintain employee morale and to retain key
employees.Management cannot ensure that the elimination of duplicative costs or the realization of other efficiencies will offset
the transaction and integration costs in the near term or at all. From time to time we may also divest or stop investing in
certain businesses or products.For example,in the second quarter of 2023,we sold our Internet of Things assets and
liabilities,and in the third quarter of 2023,we sold our ValueFirst business. The effeets-sale of the-COVHID-—9-pandemie-a
business or product may require us to restructure operations and / or terminate employees,and could expose us to
unanticipated ongoing obligations and liabilities,including as a result of our indemnification
obligations.Additionally,such transactions could disrupt our customer,supplier and / or employee relationships and
divert management and our employees time and attention.During the pendency of a divestiture,we may be subject to
risks related pubhteh ; to a decline in the business,loss of employees, customers,

paﬁners—a—nd—seﬁtee—pfeﬂdefshﬁe—epefaﬁﬂg—etﬂe or supphers fespeetwe—busrnesses— and that the transaction e*teﬁt—e-ﬂt-he

could have an advefse}y—-— adverse affeet—effect on emefease—the ve’:&t-ﬂ-rty—ef—busmess to be dlvested and on
us.Additionally,we may experience harm to our financial results -Anyprotonged-—eontractions-in-industries-including loss of

revenue,and we may not realize the expected beneﬁts and cost sav1ngs of these actlons and our operatlng results may be
adversely 1mpacted v W . . ;




systems,or those of Amazen-Web-ServteesA WS Z-or our service providers,could degrade our ability to conduct our
business,compromise the integrity of our products,platform and data,result in significant loss or unavailability of data and the
theft of our intellectual property,damage our reputation,expose us to liability to third parties and require us to incur significant
additional costs to maintain the security of our networks and data. We depend upon our IT systems to conduct virtually all of our
business operations,ranging from our internal operations and research and development activities to our marketing and sales
efforts and communications with our customers and business partners.We have in the past and may in the future be subject to a
variety of evolving threats,including but not limited to social- engineering attacks (including through phishing attacks),malicious
code (such as viruses and worms),malware (including as a result of advanced persistent threat intrusions),denial- of- service
attacks (such as credential stuffing),personnel misconduct or error,ransomware attacks,supply- chain attacks,software
bugs,server malfunctions,software or hardware failures,loss or unavailability of data or other information technology
assets,adware,telecommunications failures,earthquakes,fires,floods ,natural disasters, and other similar threats.Individuals or
entities may attempt to penetrate the security of our platform,or of our network or systems,and to cause harm to our business
operations,including by misappropriating our proprietary information or that of our customers,employees and business partners
or to cause interruptions of our products and platform.In particular,cyberattacks and other malicious internet- based activity
continue to increase in frequency and in magnitude generally,and cloud- based companies have been targeted in the past.In
addition to threats from traditional computer hackers,malicious code,software vulnerabilities,supply chain attacks and
vulnerabilities through our third- party partners,employees theft or misuse,password
spraying,phishing,smishing,vishing,credential stuffing and denial- of- service attacks,we also face threats from sophisticated
organized crime,nation- state,and nation- state supported actors who engage in attacks (including advanced persistent threat
intrusions) that add to the risk to our systems (including those hosted on AWS or other cloud services),internal networks,our
customers’ systems and the information that they store and process.Ransomware and cyber extortion attacks,including those
perpetrated by organized criminal threat actors,nation- states,and nation- state- supported actors,are becoming increasingly
prevalent and severe and can lead to significant interruptions in our operations,loss of data and income,reputational harm,and
diversion of funds.Extortion payments may alleviate or reduce the negative impact of a ransomware attack,but we may be
unwilling or unable to make such payments due to,for example,applicable laws or regulations prohibiting such
payments.Because the techniques used to access,disrupt or sabotage devices,systems and networks change frequently and may
not be recognized until launched against a target,we may be required to make further investments over time to protect data and
infrastructure as cybersecurity threats develop,evolve and grow more complex over time.We may also be unable to anticipate
these techniques,and we may not become aware in a timely manner of any security breach or incident,which could exacerbate
any damage we experience.Additionally,we depend upon our employees and contractors to appropriately handle confidential
and sensitive data,including customer data,and to deploy our IT resources in a safe and secure manner that does not expose our
network systems to security breaches or incidents or the loss,alteration,unavailability,or other unauthorized processing of
data.We have been and expect to be subject to cybersecurity threats and incidents,including denial- of- service attacks,employee
errors or individual attempts to gain unauthorized access to information systems. We also continue to incorporate Al solutions
and features into our platform,which may result in security incidents or otherwise increase cybersecurity
risks.Further,Al technologies may be used in connection with certain cybersecurity attacks,resulting in heightened risks
of security breaches and incidents. Any data security incidents,including internal malfeasance or inadvertent disclosures by
our employees or a third party’ s fraudulent inducement of our employees to disclose information,unauthorized access or usage,
the introduction of virus-viruses or simtlar-other malicious code or any other breach or incident or disruption of our
platform,systems,or networks or those of our service providers,such as AWS,could result in loss ,eorruption ,unavailability,or
other unauthorized processing of confidential information,and any such event,or the perception that it has occurred,may result in
damage to our reputation,erosion of customer trust,loss of customers,litigation,regulatory investigations,fines,penalties and other
liabilities.For example,in June and August 2022,we became aware that threat actors had conducted sophisticated social
engineering campaigns against some of our employees after having obtained employee names and cell phone numbers from
unknown sources. The attack identified in August,which involved smishing text messages that purported to be from our IT
department,resulted in the threat actor obtaining some of our employees’ credentials and access to certain data of approximately
209 customers out of our total customer base of approximately 270,000 at that time.We notified and worked with our affected
customers.We also notified appropriate regulators and addressed their questions about the incident.We also took steps to
remediate the incident,including enhancing our security training,improving our two factor authentication
requirements,implementing additional layers of control within our VPN,reducing access to certain internal applications and
tools,and increasing the refresh frequency for access to certain internal applications.Industry reports indicate that the threat
actors also attacked other technology,telecommunication and cryptocurrency companies.Furthermore,we are required to comply
with laws and regulations that require us to maintain the security of personal information and we may have contractual and other
legal obligations to notify customers,regulators ,government agencies ,impacted individuals or other relevant stakeholders of
security breaches.Such disclosures are costly,and the disclosures or the failure to comply with such requirements could lead to
adverse consequences.If we (or a third party upon whom we rely) experience a security incident or are perceived to have
experienced a security incident,we may experience adverse consequences.These consequences may include:government
enforcement actions and other actions or proceedings (for example,investigations,audits,and inspections),and related
fines,penalties,required remedial actions,or other obligations and liabilities;additional reporting requirements and / or
oversight;restrictions on processing or transferring data (including personal data);claims,demands,and litigation (including class
claims);indemnification obligations;monetary fund diversions;interruptions in our operations (including availability of
data);financial loss and other similar harms.Actual and perceived security incidents and attendant consequences could also lead
to negative publicity and reputational harm,may cause our customers to lose confidence in the effectiveness of our security



measures and require us to expend significant capital and other resources to respond to and / or mitigate the security

incident. Accordingly,if our cybersecurity measures or those of AWS or our service providers fail to protect against unauthorized
access,attacks (which may include sophisticated cyberattacks), or if our employees or contractors compromise or the
mishandling-mishandle ef-data by-ouremployees-and-eontraetors- then our reputation,customer trust,business,results of
operations and financial condition could be adversely affected. While we maintain errors,omissions and cyber liability insurance
policies covering certain security and privacy damages,we cannot be certain that our existing insurance coverage will continue
to be available on acceptable terms or will be available,and in sufficient amounts,to cover the potentially significant losses
that may result from a security incident or breach or that the insurer will not deny coverage as to any future claim.Our
actual or perceived failure to comply with increasingly stringent laws,regulations and contractual obligations relating to
privacy,data protection and data security could harm our reputation and subject us to significant fines and liability or
loss of business.We and our customers are subject to numerous domestic (for example,the California Consumer Privacy
Act of 2018 (“ CCPA ”)) and forelgn (for example,the General Data Protectlon Regulatlon (“ GDPR d&fa—seeu%rﬁy—eeu%&

Geﬂefa-l—Bafa—P-fe’feet-:eﬂ—Regﬂ-}aﬁeﬁ—(—GBPk”) in the European UHIOH (“ EU ”)) prlvacy,data plotectlon and data Securlty laws

and regulations that restrict the collection,use,disclosure and processing of personal information,including financial and health
data.These laws and regulations are expanding globally,evolving,are being tested in courts,may result in increasing regulatory
and public scrutiny of our practices relating to personal information and may increase our exposure to regulatory enforcement
action,sanctions and litigation.The breadth and depth of changes in data protection obligations has required significant
time and resources,including a review of our technology and systems currently in use against the requirements of
GDPR.The CCPA (as amended by the California Privacy Rights Act of 2020) imposes obligations on businesses to which it
applies.These obligations include,but are not limited to,providing specific disclosures in privacy notices and affording California
residents (both consumers and employees) certaln rlght% related to thelr personal mformatlon The CCPA allows f01 itatutory
fines for noncomphance A-ad 0 Rig hieh-beeame-en

proposed at the %tate and federal levels For example, Connectlcut Utah Vlrglnla and Colorado have each passed laws similar to
but different from the CCPA and-EPRA-that took effect in 2023;Florida,Montana,Oregon and Texas have taken-er-enacted
similar legislation that becomes effective in 2024;Tennessee,Delaware,New Jersey and Iowa have passed such a law that
will take effect in 2623-2025 ;and Indiana has enacted similar legislation that will become effective in 2026 .If we become
subject to new privacy,data protection and data security laws,the risk of enforcement action against us could increase because
we may become subject to additional obligations,and the number of individuals or entities that can initiate actions against us
may increase,including individuals,via a private right of action,and state actors.Outside the United States, an-inereastng-amnd-—-
right-ef-aetiomand-state-aetors-Outside-the- Untted-States;-an increasing number of laws,regulations,and industry standards apply
to privacy,data protection and data security.For example,the GDPR,the United Kingdom’ s Data Protection Act 2018 (“ UK
GDPR ”) and the new Swiss Federal Act on Data Protection , impose strict requirements for processing the personal information
of individuals protected by the legislation,whether their data is processed within or outside the European Economic Area (“ EEA
”),the United Kingdom (“ UK ”) and Switzerland,respectively (such jurisdictions,collectively,” Europe ”).For example,the
GDPR imposes significant requirements regarding the processing of individuals’ personal information,including in relation to
transparency,lawfulness of processing,individuals’ privacy rights,compliant contracting,data minimization,data breach
notification,data re- usage,data retention,security of processing and international data transfers.Under the GDPR and UK
GDPR,government regulators may impose temporary or definitive bans on data processing or data transfers,require a company
to delete data,as well as impose significant fines,potentially ranging up to 20 million Euros under the GDPR,17.5 million GBP
under the UK GDPR, or 4 % of a company’ s worldwide revenue,whichever is higher.Further,individuals may initiate
compensation claims or litigation related to our processing of their personal information.Other privacy laws in Europe impose
strict requirements around marketing communications and the deployment of cookies on users’ devices.As another example,
Brazts-Brazil” s General Data Protection Law (Lei Geral de Protecdo de Dados Pessoais ) (Law No. 13,...... Lei Geral de
Protegao de Dados Pessoais , or “ LGPD ™) (Law No. 13, 709 /2018) may apply to our operations. The LGPD broadly regulates
processing of personal information of individuals in Brazil and imposes compliance obligations and penalties comparable to
those of the GDPR. Additionally, we expect an increase in the regulation of the use of AI and ML in products and
services. For example, in Europe, the proposed Artificial Intelligence Act (“ AI Act ), once adopted, could impose
onerous obligations related to the development, placing on the market and use of Al- related systems. We may have to
change our business practices to comply with obligations under these or other new and evolving regimes. Further, the
interpretation and application of new domestic and foreign laws and regulations in many cases is uncertain, and our legal and
regulatory obligations in such jurisdictions are subject to frequent and unexpected changes, including the potential for various
regulatory or other governmental bodies to enact new or additional laws or regulations, to issue rulings that invalidate prior laws
or regulations, or to increase penalties significantly. For example, the EU’ s Digital Services Act and-, Digital Markets Act and
Data Act recently entered into force . Also , whereasproposed-the UK Parliament is currently debating the Data Protection
and Digital Information (No. 2) Bill which, if enacted, will introduce certain changes to the UK’ s data protection laws i
Europe-inehade-the-ArtifietaHnteHigenee Aetand-the PataAet-. Similarly, with our registration as an interconnected VolP
provider for certain products with the Federal Communications Commission (“ FCC ), we also must comply with privacy
laws associated with customer proprietary network information €~ERNF-rules in the United States. If we fail or are perceived
to have failed to maintain compliance with these requirements, we could be subject to regulatory audits, civil and criminal
penalties, fines and breach of contract claims, as well as reputational damage, which could impact the willingness of customers



to do business with us. In addition to our legal obligations, our contractual obligations relating to privacy, data protection and
data security have become increasingly stringent due to changes in laws and regulations and the expansion of our offerings.
Certain privacy, data protection and data security laws, such as the GDPR and the CCPA, require our customers to impose
specific contractual restrictions on their service providers. In addition, we support customer workloads that involve the
processing of protected health information and are required to sign business associate agreements with customers that subject us
to requirements under the federal Health Insurance Portability and Accountability Act of 1996, as amended by the Health
Information Technology for Economic and Clinical Health Act of 2009, as well as state laws that govern health information.
Our actual or perceived failure to comply with laws, regulations, contractual commitments, or other actual or asserted
obligations, including certain industry standards, regarding privacy, data protection and data security could lead to costly legal
action, adverse publicity, significant liability, inability to process data, and decreased demand for our services, which could
adversely affect our business, results of operations and financial condition. As a cumulative example of these risks, because our
primary data processing facilities are in the United States, we have experienced hesitancy, reluctance, or refusal by European or
multinational customers to continue to use our services due to the potential risks posed as a result of the Court of Justice’ s July
2020 ruling in the *“ Schrems II ” case, as well as related guidance from regulators and the recent enforcement action against
Meta by the Irish Data Protection Commission . For example, absent appropriate safeguards or other circumstances, the
GDPR and laws in Switzerland and the UK generally restrict the transfer of personal information to countries outside of the
EEA, Switzerland and the UK such as the United States . On July 10, -t-hftt—2023 the European Cornrnrssron adopted its does
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Gemssreﬂ—pubhshed-a—dfa-ft—adequaeyedemsron - eﬁ—t-he—level-ef—pfeteeﬁeﬁ—ef—personal dafa—unéeﬂnformatmn can flow from
the EU to U. S. companies participating in the EU- U. S. Data Privacy Framework ;butthis-without having to put in place
additional data protection safeguards. We are certified under the EU- U. S. Data Privacy framewotk-Framework hasnot
yet-been-established-, the UK Extension to the EU- U. S. Data Privacy Framework, and the Swiss- U. S. Data Privacy
Framework . [f we cannot implementand-maintain a valid mechanism for cross- border data transfers, we and our customers
may face increased exposure to regulatory actions, substantial fines, and injunctions against processing or transferring personal
information from Europe or elsewhere. The inability to tmpert-transfer personal information to the United States could
signiﬁcantly and negatively impact our business operations; limit our ability to collaborate with parties that are subject to data
privacy and security laws; or requlre us to increase our personal 1nforrnatron processmg Capabrhtres in Europe and / or elsewhere
at significant expense. W a 0 H
ff&ﬂsfefs—ffeﬁﬁ—Eurepe—fbr—the—pfmﬂsteﬁ-e-ﬁotﬂeseﬁ‘tees—ln addmon outside of Europe, other Jurlsdrctrons have proposed and
enacted laws relating to cross- border data transfer or requiring personal information, or certain subcategories of personal
information, to be stored in the jurisdiction of origin. If we are unable to increase our data processing capabilities and storage in
Europe and other countries to limit or eliminate the need for data transfers out of Europe and other applicable countries quickly
enough, and ether-valid solutions for personal information transfers to the United States or other countries are not available or
are difficult to implement in the interim, we will likely face continuing reluctance from European and multinational customers to
use our services and increased exposure to regulatory actions, substantial fines and injunctions against processing or transferring
personal information across borders. Evolving laws, regulations, and other actual and asserted obligations relating to privacy,
data protection, and data security , as well as any new or evolving obligations relating to the use of AI and ML technologies,
could reduce demand for our platform, increase our costs, impair our ability to grow our business, or restrict our ability to store
and process data or, in some cases, impact our ability to offer our service in some locations and may subject us to liability.
Further, in view of new or modified federal, state or foreign laws and regulations, industry standards, contractual obligations and
other actual and asserted obligations, or any changes in their interpretation, we may find it necessary or desirable to
fundamentally change our business activities and practices or to expend significant resources to modify our practices and
platform and otherwise adapt to these changes. We may be unable to make such changes and modifications in a commercially
reasonable manner or at all, and our ability to develop new products and features could be limited. We could incur substantial
costs in protecting or defending our intellectual property rights, and any failure to protect our intellectual property could
adversely affect our business, results of operations and financial condition. Our success depends, in part, on our ability to protect
our brand and the proprietary methods and technologies that we develop under patent and other intellectual property laws. We
rely on a combination of patents, copyrights, trademarks, service marks, trade secret laws and other intellectual property laws,
contractual provisions, and internal processes, procedures, and controls in an effort to establish, maintain, enforce, and protect
our intellectual property and proprietary rights. However, the steps we take to protect our intellectual property may be
inadequate. While we have been issued patents in the United States and other countries and have additional patent applications
pending, we may be unable to obtain patent protection for the technology covered in our patent applications. In addition, any
patents issued to us in the future may not provide us with competitive advantages or may be successfully challenged by third
parties. Further, the laws of some countries do not protect intellectual property or proprietary rights to the same extent as the
laws of the United States, and mechanisms for enforcement of such rights in some foreign countries may be inadequate. To the
extent we expand our international activities, our exposure to unauthorized copying and use of our products and proprietary
information may increase. Accordingly, despite our efforts, we may be unable to prevent third parties from infringing upon or
misappropriating our technology and intellectual property. We also rely, in part, on contractual confidentiality obligations we
impose on our business partners, employees, consultants, advisors, customers and others in our efforts to protect our proprietary




technology, processes and methods. These obligations may not effectively prevent unauthorized disclosure or use of our
confidential information, and it may be possible for unauthorized parties to copy or access our software or other proprietary
technology or information, or to develop similar products independently without eur-us having an adequate remedy for
unauthorized use or disclosure of our confidential information. In addition, others may independently discover our trade secrets
and proprietary information, and in these cases, we may not be able to assert any trade secret rights against those parties. We
may be required to spend significant resources to monitor, enforce, maintain, and protect our intellectual property and
proprietary rights. Litigation brought to protect and enforce our intellectual property or proprietary rights could be costly, time-
consuming and distracting to management, result in a diversion of significant resources, or the narrowing or invalidation of
portions of our intellectual property. Our efforts to enforce our intellectual property or proprietary rights may be met with
defenses, counterclaims and countersuits attacking the validity and enforceability of such rights. Our failure to meaningfully
protect our intellectual property and proprietary rights, could have an adverse effect on our business, results of operations and
financial condition. We have been sued and may, in the future, be sued by third parties for alleged infringement of their
intellectual or other proprietary rights, which could adversely affect our business, results of operations and financial condition.
There is considerable patent and other intellectual property development activity in our industry. We may also introduce or
acquire new products or technologies, including in areas where we historically have not participated, which could increase our
exposure to intellectual property infringement claims brought by third parties. Our future success depends, in part, on not
infringing the intellectual property or proprietary rights of others and we may be unaware of such rights that may cover some or
all of our technology or intellectual property. We have from time to time been subject to claims that our products or platform and
underlying technology are infringing upon third- party intellectual property or proprietary rights. We may be subject to such
claims in the future and we may be found to be infringing upon such rights. Any claims or litigation could cause us to incur
significant expenses (including settlement payments and costs associated with litigation) and, if successfully asserted against us,
could require that we pay substantial damages or ongoing royalty payments, prevent us from offering our products, or require
that we comply with other unfavorable terms. Additionally, our agreements with customers and other third parties typically
include indemnification or other provisions under which we agree to indemnify or are otherwise liable to them for losses
suffered or incurred by them as a result of claims of intellectual property infringement. Although we typically limit our liability
with respect to such obligations through such agreements, we may still incur substantial liability related to our indemnification
obligations. Regardless of the merits or ultimate outcome of any claims of infringement, misappropriation, or violation of
intellectual or other proprietary rights that have been or may be brought against us or that we may bring against others, these
types of claims, disputes, and lawsuits are time- consuming and expensive to resolve, divert management’ s time and attention,
and could harm our reputation. Litigation is inherently unpredictable and we cannot predict the timing, nature, controversy or
outcome of disputes brought against us or assure you that the results of any of these actions will not have an adverse effect on
our business, results of operations or financial condition. Our use of open source software could negatively affect our ability to
sell our products and subject us to possible litigation. Our products and platform incorporate open source software, and we
expect to continue to incorporate open source software in our products and platform in the future. Few of the licenses applicable
to open source software have been interpreted by courts, and there is a risk that these licenses could be construed in a manner
that could impose unanticipated conditions or restrictions on our ability to commercialize our products and platform. Although
we have implemented policies to regulate the use and incorporation of open source software into our products and platform, we
cannot be certain that we have not incorporated open source software in our products or platform in a manner that is inconsistent
with such policies. If we fail to comply with open source licenses, we may be subject to certain requirements, including
requirements that we offer our products that incorporate the open source software for no cost, that we make available the source
code for any modifications or derivative works we create based upon, incorporating or using the open source software and that
we license such modifications or derivative works under the terms of applicable open source licenses. If an author or other third
party that distributes such open source software were to allege that we had not, or have not, complied with the terms and
conditions of the license for such open source software, we could be required to incur significant legal expenses defending
against such allegations and could be subject to significant damages, enjoined from generating revenue from customers using
products that contained the open source software and required to comply with onerous conditions or restrictions on these
products. In any of these events, we and our customers could be required to seek licenses from third parties in order to continue
offering our products and platform and to re- engineer our products or platform or discontinue offering our products to
customers in the event re- engineering cannot be accomplished on a timely basis. Any of the foregoing could require us to
devote additional research and development resources to re- engineer our products or platform, damage our reputation, give rise
to increased scrutiny regarding our use of open source software, result in customer dissatisfaction and may adversely affect our
business, results of operatlons and financial condition. We rely on technology we-may-experienee-adverse-eonsequenees-These
aetionis-and intellectual property of third parties, other—- the aetions-loss
of whlch could hmlt the functlonahty of or-our products pfeeeedfngs—éfer—examp}e—mvesﬂg&ﬁeﬂs—auéﬁs—and disrupt
ps;or-our other-obligations-business.We use technology and
habtht-tes—mtellectual property hcensed from third partles in certaln of our products and our platform,and we expect to
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seenritymeastres-and could require us to redesign €
mitigate-products or platform.In addition,if the third- party technology and 1ntellectual property we use has errors,
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substantial majonty of our cloud 1nhdstructu1e to AWS, WlllCh hosts our ploducts and platform.Our Customers need to be able to
reliably access our platform,without material interruption or degradation of performance. AWS runs its own platform that we
access,and we are,therefore,vulnerable to service interruptions at AWS.We have experienced,and expect that we may
experience interruptions,delays and outages in service and availability in the future due to a variety of factors,including
infrastructure changes,human or software errors,website hosting disruptions and capacity constraints.Capacity constraints could
be caused by a number of potential causes,including technical failures,natural disasters,public health epidemics or pandemics
{sueh-as-COVD-—9)- fraud or security attacks.In addition,if our security,or that of AWS,is compromised,our products or
platform are-become unavailable,or if our users are unable to use our products within a reasonable amount of time or at all,any
one of which may be due to circumstances beyond our control,then our business,results of operations and financial condition
could be adversely affected.In some instances,we may encounter difficulties or otherwise not be able to identify the cause or
causes of these performance problems within a period of time acceptable to our customers.It may become increasingly difficult
to maintain and improve our platform performance and to troubleshoot performance issues,especially during peak usage times,as
our products become more complex and the usage of our products increases.To the extent that we do not effectively address
capacity constraints,either through AWS or alternative providers of cloud infrastructure,or through other factors that may result
in interruptions,delays and outages in service and availability of our products and / or services,our business,results of operations
and financial condition may be adversely affected.In addition,if Amazon .com,Inc.(“ Amazon *) requires that we comply with
unfavorable terms in order to continue our use of AWS efor if Amazon implements any changes in its service levels for
AWS, the changes may adversely affect our ability to meet our customers’ requirements,result in negative publicity which could
harm our reputation and brand and may adversely affect the usage of our platform.The substantial majority of the services we
use from AWS are for cloud- based server—~ reserve service capacity and,to a lesser extent,storage and other optimization
offerings. AWS enables us to order and reserve server-—- service capacity in varying amounts and sizes distributed across multiple
regions.We access AWS infrastructure through standard IP connectivity protocols. AWS provides us with computing and storage
capacity pursuant to an agreement that continues until terminated by either party. AWS may terminate the agreement if we fail to
cure a breach of the agreement within 30 days of our being notified of the breach and,in some cases,AWS may suspend the
agreement immediately for cause upon notice.Although we expect that we could procure similar services from other third
parties,if any of our arrangements with AWS are terminated,we could experience interruptions to our platform and encounter
difficulties in our ability to make our products reliably accessible by customers,as well as delays and additional expenses in
procuring,implementing,and transitioning to alternative cloud infrastructure services.Any of the above circumstances or events
may harm our reputation,erode customer trust,cause customers to stop using or reduetrg-reduce their usage of our
products,discourage them-customers from renewing their contracts,impair our ability to increase revenue from existing
customers,impair our ability to grow our customer base,subject us to financial penalties and liabilities under our service level
agreements and otherwise harm our business,results of operations and financial condition. The use of Al technologies in our
platform and our business may not produce the desired benefits,and may result in increased liability,reputational
harm,or other adverse consequences.We continue to incorporate additional Al solutions and features into our platform
and our business,including CustomerAland these solutions and features may become more important to our operations
or to our future growth over time.We expect to rely on Al solutions and features to help drive future growth in our
business,but there can be no assurance that we will realize the desired or anticipated benefits from Al Our aetaat
investments in Al solutions and features have and may continue to negatively impact or-our pereetved-fature-cost of
revenue and gross margins,particularly for our Segment business,until we are able to eemply-increase revenue enough to
offset these investments.We may also fail to properly implement or market our Al solutions and features.Our
competitors or other third parties may incorporate Al into their products,offerings,and solutions more quickly or more
successfully than us,which could impair our ability to compete effectively and adversely affect our results of
operations.Our ability to effectively implement and market our Al solutions and features will depend,in part,on our
ability to attract and retain employees with Al expertise inereasinglystringenttaws-, and we expect significant competition
for professionals with the skills and technical knowledge that we will require.Additionally,our offerings based on AI may
expose us to addltlonal clalms,demands and proceedlngs by prlvate partles and fegu-lat-reﬂs- regulatory authorities and
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€eﬁﬂeeﬁettt—0ur busmess ﬁnancnal condltlon Hta-h—Vrrgrma—dnd Cotorado-results of operations may be adversely affected
if content or recommendations that Al solutions or features assist in producing are or are alleged to be
deficient,inaccurate,or biased,or if such content,recommendations,solutions,or features or their development or
deployment (including the collection,use,or other processing of data used to train or create such Al solutions or features)
are found to have eachpassed-or alleged to have infringed upon or misappropriated third- party intellectual property
rights or violated applicable laws ,regulations,or simtlarto-but-differentfrom-the-other actual CEPA-and-CPRAthathave
taketror asserted legal obligations to which will-take-effeetin2623-1f-we are or may become Sllb_] ect ’fe—ﬂew—pﬂvaey— The
legal . regulatory dataprotectionrand-data-seeurity-taws-, t
policy environments around Al are evolving rapidly,and we may become subject to addittonalnew and evolvmg legal and
other obligations ;. These and the-other developments may require number-ofindividuals-orentities-thatean-initiate-actions
aganst-us may-inerease-to make significant changes to our use of Al ,including ndividuals;viaaprivate-rightby limiting or
restricting our use of aettorrAl ,and state-aetors-Outside-which may require us to make significant changes to our policies
and practices,which may necessitate expenditure of significant time,expense,and the-other United-States-resources.Al also
presents emerging ethical issues . and if our use of AI becomes controversial,we may experience brand or reputational
harm. Certain of our products are subject to telecommunications- related regulations, and future legislative or regulatory actions
could adversely affect our business, results of operations and financial condition. As a provider of communications products, we
are subject to existing or potential FCC regulations relating to privacy, telecommunications, consumer protection and other
requirements. In addition, the extension of telecommunications regulations to our non- interconnected VolP services could result
in additional federal and state regulatory obligations and taxes. We are also in discussions with certain jurisdictions regarding
potential sales and other taxes for prior periods that we may owe. In the event any of these jurisdictions disagree with
management’ s assumptions and analysis, the assessment of our tax exposure could differ materially from management' s
current estimates, which may increase our costs of doing business and negatively affect the prices our customers pay for our
services. If we do not comply with FCC rules and regulations, we could be subject to FCC enforcement actions, fines, loss of
licenses and possibly restrictions on our ability to operate or offer certain of our products. For example, on January 25, 2023,
we received a “ cease- and- desist ” letter from the FCC related to reported fraudulent traffic on our messaging
platform. We subsequently removed the identified traffic. In response to written questions from the FCC, we sent a
follow- up letter to the agency on February 10, 2023 detailing our fraud mitigation practices and various planned
improvements to reduce future risks. There has been no further communication from the agency on this matter. Any
enforcement action by the FCC, which may be a public process, would hurt our reputation in the industry, could erode customer
trust, possibly impair our ability to sell our VoIP ane-, other telecommunications products and / or other services to customers
and could adversely affect our business, results of operations and financial condition. Certain of our products are subject to a
number of FCC regulations and laws that are administered by the FCC. Among others, we must comply (in whole or in part)
with: ¢ the Communications Act of 1934, as amended, which regulates communications services and the provision of such
services; * the Telephone Consumer Protection Act, which limits the use of automatic dialing systems for calls and texts,
artificial or prerecorded voice messages and fax machines; ¢ the Communications Assistance for Law Enforcement Act, which
requires covered entities to assist law enforcement in undertaking electronic surveillance; * requirements to safeguard the
privacy of certain customer information; ¢ payment of annual FCC regulatory fees and contributions to FCC- administered funds
based on our interstate and international revenues; and ¢ rules pertaining to access to our services by people with disabilities and
contributions to the Telecommunications Relay Services fund. In addition, Congress and the FCC are attempting to mitigate the
prevalence of robocalls by requiring participation in a technical standard called Signature- based Handling of Asserted
Information Using toKENs (“ SHAKEN ”) and Secure Telephone Identity Revisited (“ STIR ”) (together, “ SHAKEN /
STIR ), which allows voice carriers to authenticate caller ID, prohibiting malicious spoofing . The FCC also has open
proceedings relating to robocalls and robotexts. While we do not currently expect the FCC to require more than the
robocall and robotexting measures that we have started to implement, if the FCC were to implement new regulations or
requirements that limited the types of customers allowed to use our platform or overly burdensome requirements for our
customers, those actions could limit the customers that we are able to serve . Similarly, in May 2021, the Biden
Administration issued an Executive Order requiring federal agencies to implement additional information technology security
measures, including, among other things, requiring agencies to adopt multifactor authentication and encryption for data at rest
and in transit to the maximum extent consistent with Federal records laws and other applicable laws. The National Institute of
Standards and Technology issued a Secure Software Development Framework (SSDF) on September 30, 2021 and Software
Supply Chain Security Guidance (incorporating the SSDF), on February 4, 2022, and on March 7, 2022, the Office of
Management and Budget directed federal agencies to incorporate both documents into their software lifecycle and acquisitions
practices. The Executive Order also may lead to the development of additional secure software development practices and / or
criteria for a consumer software labeling program, the criteria which will reflect a baseline level of secure practices, for software
that is developed and sold to the U. S. federal government. Software developers will be required to provide visibility into their
software and make security data publicly available. Due to this Executive Order, federal agencies may require us to modify our




cybersecurity practices and policies, thereby increasing our compliance costs. If we are unable to meet the requirements of the
Executive Order, our ability to work with the U. S. government may be impaired and may result in a loss of revenue. If we do
not comply with any current or future rules or regulations that apply to our business, we could be subject to substantial fines and
penalties, and we may have to restructure our offerings, exit certain markets or raise the price of our products. In addition, any
uncertainty regarding whether particular regulations apply to our business, and how they apply, could increase our costs or limit
our ability to grow. As we continue to expand internationally, we have become subject to telecommunications laws and
regulations in the foreign countries where we offer our products. Internationally, we currently offer our products in more than
180 countries and territories. Our international operations are subject to country- specific governmental regulation and related
actions that have increased and will continue to increase our compliance costs or impact our products and platform or prevent us
from offering or providing our products in certain countries. Moreover, the regulation of CPaaS companies like us is continuing
to evolve internationally and many existing regulations may not fully contemplate the CPaaS business model or how they fit
into the communications regulatory framework. As a result, interpretation and enforcement of regulations often involve
significant uncertainties. In many countries, including those in the European Union, a number of our products or services are
subject to licensing and communications regulatory requirements which increases the level of scrutiny and enforcement by
regulators. Future legislative, regulatory or judicial actions impacting CPaaS services could also increase the cost and
complexity of compliance and expose us to liability. For example, in some countries, some or all of the services we offer are not
considered regulated telecommunications services, while in other countries they are subject to telecommunications regulations,
including but not limited to payment into universal service funds, licensing fees, provision of emergency services, provision of
information to support emergency services and number portability. Failure to comply with these regulations could result in our
Company being issued remedial directions to undertake independent audits and implement effective systems, processes and
practices to ensure compliance, significant fines or being prohibited from providing telecommunications services in a
jurisdiction. In addition, from time to time we implement Know- Your- Customer and / or Know- Your- Traffic related
processes in the jurisdictions in which we operate, which may create friction for our customers, require management
attention, and increase our compliance costs. Morcover, certain of our products may be used by customers located in
countries where voice and other forms of Internet Protocol (* IP ”’) communications may be illegal or require special licensing or
in countries on a U. S. embargo list. Even where our products are reportedly illegal or become illegal or where users are located
in an embargoed country, users in those countries may be able to continue to use our products in those countries notwithstanding
the illegality or embargo. We may be subject to penalties or governmental action if consumers continue to use our products in
countries where it is illegal to do so or if we use a local partner to provide services in a country and the local partner does not
comply with applicable governmental regulations. Any such penalties or governmental action may be costly and may harm our
business and damage our brand and reputation. We may be required to incur additional expenses to meet applicable international
regulatory requirements or be required to raise the prices of services, or restructure or discontinue those services if required by
law or if we cannot or will not meet those requirements. Any of the foregoing could adversely affect our business, results of
operations and financial condition. If we are unable to obtain or retain geographical, mobile, regional, local or toll- free
numbers, or to effectively process requests to port such numbers in a timely manner due to industry regulations, our business and
results of operations may be adversely affected. Our future success depends in part on our ability to obtain allocations of
geographical, mobile, regional, local and toll- free direct inward dialing numbers or phone numbers as well as short codes and
alphanumeric sender IDs (collectively, “ Numbering Resources ) in the United States and foreign countries at a reasonable cost
and without overly burdensome restrictions. Our ability to obtain allocations of, assign and retain Numbering Resources depends
on factors outside of our control, such as applicable regulations, the practices of authorities that administer national numbering
plans or of network service providers from whom we can provision Numbering Resources, such as offering these Numbering
Resources with conditional minimum volume call level requirements, the cost of these Numbering Resources and the level of
overall competitive demand for new Numbering Resources. In addition, in order to obtain allocations of, assign and retain
Numbering Resources in the EU or certain other regions, we are often required to be licensed by local telecommunications
regulatory authorities, some of which have been increasingly monitoring and regulating the categories of Numbering Resources
that are eligible for provisioning to our customers. We have obtained licenses and are in the process of obtaining licenses in
various countries in which we do business, but in some countries, the regulatory regime around provisioning of Numbering
Resources is unclear, subject to change over time, and sometimes may conflict from jurisdiction to jurisdiction. Furthermore,
these regulations and governments’ approach to their enforcement, as well as our products and services, are still evolving and
we may be unable to maintain compliance with applicable regulations, or enforce compliance by our customers, on a timely
basis or without significant cost. Also, compliance with these types of regulation may require changes in products or business
practices that result in reduced revenue. Due to our or our customers’ assignment and / or use of Numbering Resources in certain
countries in a manner that violates applicable rules and regulations, we have been subjected to government inquiries and audits,
and may in the future be subject to significant penalties or further governmental action, and in extreme cases, may be precluded
from doing business in that particular country. We have also been forced to reclaim Numbering Resources from our customers
as a result of certain events of non- compliance. These reclamations result in loss of customers, loss of revenue, reputational
harm, erosion of customer trust, and may also result in breach of contract claims, all of which could have an adverse effect on
our business, results of operations and financial condition. Due to their limited availability, there are certain popular area code
prefixes that we generally cannot obtain. Our inability to acquire or retain Numbering Resources for our operations may make
our voice and messaging products less attractive to potential customers in the affected local geographic areas. In addition, future
growth in our customer base, together with growth in the customer bases of other providers of cloud communications, has
increased, which increases our dependence on needing sufficiently large quantities of Numbering Resources. It may become
increasingly difficult to source larger quantities of Numbering Resources as we scale and we may need to pay higher costs for



Numbering Resources, and Numbering Resources may become subject to more stringent regulation or conditions of usage such
as the registration and on- going compliance requirements discussed above. Additionally, in some geographies, we support
number portability, which allows our customers to transfer their existing phone numbers to us and thereby retain their existing
phone numbers when subscribing to our voice and messaging products. Transferring existing numbers is a manual process that
can take up to 15 business days or longer to complete. Any delay that we experience in transferring these numbers typically
results from the fact that we depend on network service providers to transfer these numbers, a process that we do not control,
and these network service providers may refuse or substantially delay the transfer of these numbers to us. Number portability is
considered an important feature by many potential customers, and if we fail to reduce any related delays, then we may
experience increased difficulty in acquiring new customers. United States federal and state legislation and international laws
impose certain obligations on the senders of commercial emails, which could minimize the effectiveness of our platform, and
establish financial penalties for non- compliance, which could increase the costs of our business. The Federal Controlling the
Assault of Non- Solicited Pornography and Marketing Act of 2003 (the “ CAN- SPAM Act ”) establishes certain requirements
for commercial email messages and transactional email messages and specifies penalties for the transmission of email messages
that are intended to deceive the recipient as to source or content. Among other things, the CAN- SPAM Act, obligates the
sender of commercial emails to provide recipients with the ability to *“ opt- out ” of receiving future commercial emails from the
sender. In addition, some states have passed laws regulating commercial email practices that are significantly more restrictive
and difficult to comply with than the CAN- SPAM Act. For example, Utah and Michigan prohibit the sending of email
messages that advertise products or services that minors are prohibited by law from purchasing or that contain content harmful
to minors to email addresses listed on specified child protection registries. Some portions of these state laws may not be
preempted by the CAN- SPAM Act. In addition, certain non- U. S. jurisdictions in which we operate have enacted laws
regulating the sending of email that are more restrictive than U. S. laws. For example, some foreign laws prohibit sending broad
categories of email unless the recipient has provided the sender advance consent (or £ opted- in ) to receipt of such email.
If we were found to be in violation of the CAN- SPAM Act, applicable state laws governing email not preempted by the CAN-
SPAM Act or foreign laws regulating the distribution of email, whether as a result of violations by our customers or our own
acts or omissions, we could be required to pay large penalties, which would adversely affect our financial condition,
significantly harm our business, injure our reputation and erode customer trust. The terms of any injunctions, judgments,
consent decrees or settlement agreements entered into in connection with enforcement actions or investigations against our
company in connection with any of the foregoing laws may also require us to change one or more aspects of the way we operate
our business, which could impair our ability to attract and retain customers or could increase our operating costs. Our customers’
and other users’ violation of our policies or other misuse of our platform to transmit unauthorized, offensive or illegal messages,
spam, phishing scams, and website links to harmful applications or for other fraudulent or illegal activity could damage our
reputation, and we may face a risk of litigation and liability for illegal activities on our platform and unauthorized, inaccurate, or
fraudulent information distributed via our platform. The actual or perceived improper sending of text messages or voice calls
may subject us to potential risks, including liabilities or claims relating to consumer protection laws and regulatory enforcement,
including fines. For example, the Telephone Consumer Protection Act of 1991 (“ TCPA ”) restricts telemarketing and the use of
automatic SMS text messages without explicit customer consent. TCPA violations can result in significant financial penalties, as
businesses can incur penalties or criminal fines imposed by the FCC or be fined up to $ 1, 500 per violation through private
litigation or state attorneys general or other state actor enforcement. Class action suits are the most common method for private
enforcement. This has resulted in civil claims against our company and requests for information through third- party subpoenas.
The scope and interpretation of the laws that are or may be applicable to the delivery of text messages or voice calls are
continuously evolving and developing. If we do not comply with these laws or regulations or if we become liable under these
laws or regulations due to the failure of our customers to comply with these laws by obtaining proper consent, we could face
direct liability. Moreover, certain customers may use our platform to transmit unauthorized, offensive or illegal messages, calls,
spam, phishing scams, and website links to harmful applications, reproduce and distribute copyrighted material or the
trademarks of others without permission, and report inaccurate or fraudulent data or information. These issues also arise with
respect to a portion of those users who use our platform on a free trial basis or upon initial use. These actions are in violation of
our policies, in particular, our Acceptable Use Policy. For example, on January 24-25 , 2023, we received a cease- and- desist
letter from the FCC alleging that we were transmitting illegal robocall traffic that originated from an independent software
vendor customer and their end user customer. In response, we hawe-suspended the customers’ accounts and sent are-in-the

proeess-ofrespondingto-the FCC regardingthesteps-we-are-taking-to-preventniew-a follow- up letter on February 10, 2023

detailing or-our renewing-eustomers-fraud mitigation practices and various planned improvements to reduce future risks.
There has been no further communication from the agency on this matter usrng—eufneﬁveﬂﬁe—tf&nﬁmt—ﬂ-}egal—rebeeﬁs—
Failure to respond appropriately to the FCC’ s allegations could allow domestic carriers to begin blocking all voice traffic
transmitting from our network. However, our efforts to defeat spamming attacks, illegal robocalls and other fraudulent activity
will not prevent all such attacks and activity. Such use of our platform could damage our reputation and we could face claims
for damages, regulatory enforcement, copyright or trademark infringement, defamation, negligence, or fraud. Furthermore,
enacting more stringent controls on our customers’ use of our platform to combat such violations of our Acceptable Use Policy
could increase friction for our legitimate customers and decrease their use of our platform. Our customers’ and other users’
promotion of their products and services through our platform might not comply with federal, state, and foreign laws or of
contractual requirements imposed by carriers, such as the CTIA Shortcode Agreement, The Campaign Registry, and associated
policies. We rely on contractual representations made to us by our customers that their use of our platform will comply with our
policies and applicable law, including, without limitation, our email and messaging policies. Although we retain the right to
verify that customers and other users are abiding by certain contractual terms, our Acceptable Use Policy and our email and



messaging policies and, in certain circumstances, to review their email, messages and distribution lists, our customers and other
users are ultimately responsible for compliance with our policies, and we do not systematically audit our customers or other
users to confirm compliance with our policies. We cannot predict whether our role in facilitating our customers’ or other users’
activities will result in violations of carrier policies which could result in fines, administrative delays, or service interruptions.
We also cannot predict whether our role in facilitating our customers’ or other users’ activities would expose us to liability under
applicable state or federal law, or whether that possibility could become more likely if changes to current laws regulating
content moderation, such as Section 230 of the Communications Decency Act, are enacted. If we are found liable for our
customers’ or other users’ activities, we could be required to pay fines or penalties, redesign business methods or otherwise
expend resources to remedy any damages caused by such actions and to avoid future liability. Additionally, our products may be
subject to fraudulent usage, including but not limited to revenue share fraud, domestic traffic pumping, subscription fraud,
premium text message scams and other fraudulent schemes. Although our customers are required to set passwords or personal
identification numbers to protect their accounts, third parties have in the past been, and may in the future be, able to access and
use their accounts through fraudulent means. Furthermore, spammers attempt to use our products to send targeted and untargeted
spam messages. We cannot be certain that our efforts to defeat spamming attacks will be successful in eliminating all spam
messages from being sent using our platform. In addition, a cybersecurity breach of our customers’ systems could result in
exposure of their authentication credentials, unauthorized access to their accounts or fraudulent calls on their accounts, any of
which could adversely affect our business, results of operations and financial condition. Changes in laws and regulations related
to the Internet or changes in the Internet infrastructure itself may diminish the demand for our products, and could adversely
affect our business, results of operations and financial condition. The future success of our business depends upon the continued
use of the Internet as a primary medium for commerce, communications and business applications. Federal, state or foreign
government bodies or agencies have in the past adopted, and may in the future adopt, laws or regulations affecting the use of the
Internet as a commercial medium. Changes in these laws or regulations could require us to modify our products and platform in
order to comply with these changes. In addition, government agencies or private organizations have imposed and may impose
additional taxes, fees or other charges for accessing the Internet or commerce conducted via the Internet. These laws or charges
could limit the growth of Internet- related commerce or communications generally or result in reductions in the demand for
Internet- based products and services such as our products and platform. Hrpartiewdar;are—adoption-The current legislative
and regulatory landscape regarding the regulation of the Internet is subject to uncertainty. For example, in J anuary
2018 the FCC released an order that repealed the “ ﬂetwefleopen Internet rules, ” often known as “ net ncutrality , ” rales
: er-could affect the services used by us and our
customers. In response to this dec1s1on California and a number of states implemented their own net neutrality rules
which mirrored parts of the repealed federal regulations. In October 2023, the FCC voted to begin the process of
reinstating substantially all of the net neutrality rules that had been in place prior to the 2018 repeal. We cannot predict
the actions the FCC may take, whether any new FCC order or state initiatives regulating providers will be modified,
overturned, or vacated by legal action, federal legislation, or the FCC itself, or the degree to which further regulatory
action — or inaction — may adversely affect our business. Should the FCC not reinstate net neutrality or if state initiatives
codlfylng similar protections are modified, overturned, or vacated, internet service providers may be able to limit our

users ’ s-state-networkneuntrality taw-went-into-effeet-ability to access our platform or make our platform a less attractive
alternative to our competitors’ applications. On the other hand, if limits are imposed on the types Mareh+6,202+4A

temporary-njunetion-preventing-implementation-of traffic that U. S. domestic carriers can carry over their broadband
networks, it could adversely affect the amount of carrier- originated traffic that we carry. In a simiartaw-inVermont
expited-related regulatory context, while the EU requires equal access to internet content, under its Digital Single Market
1n1t1at1ve the EU may 1mpose additional requlrements that could increase our costs. If new FCC EU or other rules

bfead-ba-nd—prowders like our bus1ness, our expenses may rise. Were any of these outcomes to occur, our ablhty to retain
existing users or attract new users may be impaired, our costs may increase, and our business may be significantly
harmed . In addition, the use of the Internet as a business tool could be adversely affected due to delays in the development or
adoption of new standards and protocols to handle increased demands of Internet activity, security, reliability, cost, ease- of-
use, accessibility and quality of service. The performance of the Internet and its acceptance as a business tool has been adversely
affected by “ viruses, ” “ worms, ” and similar malicious programs. If the use of the Internet is reduced as a result of these or
other issues, then demand for our products could decline, which could adversely affect our business, results of operations and
financial condition. Our global operations subject us to potential liability under export control, economic trade sanctions, anti-
corruption, and other laws and regulations, and such violations could impair our ability to compete in international markets and
could subject us to liability for compliance violations. Certain of our products and services may be subject to export control and
economic sanctions laws and regulations, including the U. S. Export Administration Regulations, U. S. Customs regulations,
and various economic and trade sanctions regulations administered by the U. S. Treasury Department’ s Office of Foreign
Assets Control as well as similar laws and regulations in other countries in which we do business. Exports of our products and
the provision of our services must be made in compliance with these requirements. We Adtheugh-we-take precautions to prevent
our products and services from being provided in violation of such laws ; however , we are aware of prevteus-exports of certain
of our products to a small number of persons and organizations that are the subject of U. S. sanctions or are located in countries
or regions subject to U. S. sanctions. If we fail to comply with these laws and regulations, we and certain of our employees could
be subject to substantial civil or criminal penalties, including: the possible loss of export privileges; fines, which may be
imposed on us and responsible employees or managers; and, in extreme cases, the incarceration of responsible employees or



managers. Any change in trade protection laws, policies, export, sanctions and other regulatory requirements affecting trade and
investments, shift in the enforcement or scope of existing regulations, or change in the countries, governments, persons or
technologies targeted by such regulations, could also result in decreased use of our products and services, or in our decreased
ability to export our products or provide our services to existing or prospective customers with international operations. Any
decreased use of our products and services or limitations on our ability to export our products and provide our services could
adversely affect our business, results of operations and financial condition. Further, we incorporate encryption technology into
certain of our products. Various countries regulate the import of certain encryption technology, including through import
permitting and licensing requirements, and have enacted laws that could limit our customers’ ability to import our products into
those countries. Encryption products and the underlying technology may also be subject to export control restrictions.
Governmental regulation of encryption technology and regulation of exports of encryption products, or our failure to obtain
required approval for our products, when applicable, could harm our international sales and adversely affect our revenue.
Compliance with applicable regulatory requirements regarding the export of our products and provision of our services,
including with respect to new releases of our products and services, may create delays in the introduction of our products and
services in international markets, prevent our customers with international operations from deploying our products and using our
services throughout their globally- distributed systems or, in some cases, prevent the export of our products or provision of our
services to some countries altogether. We are also subject to U. S. and foreign anti- corruption and anti- bribery laws, including
the FCPA, the UK Bribery Act 2010, and other anti- corruption laws and regulations in the countries in which we conduct
activities. Anti- corruption laws are interpreted broadly and generally prohibit companies, their employees, agents,
representatives, business partners, and third parties—- party intermediaries from directly or indirectly authorizing, offering, or
providing, improper payments or things of value to recipients in the public or private sector, and also require that we maintain
accurate books and records and adequate internal controls and compliance procedures designed to prevent violations. We
sometimes leverage third parties to sell our products and conduct our business abroad. We, our employees, agents,
representatives, business partners and third- party intermediaries may have direct or indirect interactions with officials and
employees of government agencies or state- owned or affiliated entities and we may be held liable for the corrupt or other illegal
activities of these employees, agents, representatives, business partners or third- party intermediaries even if we do not explicitly
authorize such activities. It is possible We-eannot-assare-youthat nene-efour employees , agents, representatives, business
partners or third- party intermediaries swH-could fail to comply with our policies and applicable laws and regulations, for which
we may ultimately be held responsible. Any allegations or violation of the FCPA or other applicable anti- bribery and anti-
corruption laws and anti- money laundering laws could result could result in whistleblower complaints, sanctions, settlements,
prosecution, enforcement actions, significant fines and penalties, damages, adverse media coverage, investigations, loss of
export privileges, severe criminal or civil sanctions, or suspension or debarment from government contracts, all of which may
have an adverse effect on our reputation, business, results of operations, and prospects. Responding to any investigation or
action wil-would likely result in a materially significant diversion of management’ s attention and resources ane-, significant
defense costs and other professional fees. The standards imposed by private entities and inbox service providers to regulate the
use and delivery of email have in the past interfered with, and may continue to interfere with, the effectiveness of our platform
and our ability to conduct business. From time to time , private entities and inbox service providers impose requirements
that impact our and our customers’ ability to use and deliver email. For example . some of our [P addresses have become,
and we expect will continue to be, listed with one or more denylisting entities due to the messaging practices of our customers
and other users. We may be at an increased risk of having our IP addresses denylisted due to our scale and volume of email
processed, compared to our smaller competitors. There can be no guarantee that we will be able to successfully remove
ourselves from those lists. Because we fulfill email delivery on behalf of our customers, denylisting of this type could
undermine the effectiveness of our customers’ transactional email, email marketing programs and other email communications,
all of which could have a material negative impact on our business, financial condition and results of operations. In the first
quarter of 2024, Google and Yahoo began enforcing new email sender requirements aimed at sender authentication,
including Domain- based Message Authentication, Reporting and Conformance (“ DMARC ”) record requirements. We
expect that these requirements will require us to devote time and resources toward compliance efforts, and these or
similar authentication requirements imposed in the future could result in reduced volumes for our email products and
could adversely affect our business, financial condition and results of operations. Additionally, inbox service providers can
block emails from reaching their users or categorize certain emails as “ promotional ” emails and, as a result, direct them to an
alternate or ““ tabbed * section of the recipient’ s inbox. The implementation of new or more restrictive policies by inbox service
providers may make it more difficult to deliver our customers’ emails, particularly if we are not given adequate notice of a
change in policy or struggle to update our platform or services to comply with the changed policy in a reasonable amount of
time. If the open rates of our customers’ emails are negatively impacted by the actions of inbox service providers to block or
categorize emails then customers may question the effectiveness of our platform and cancel their accounts. This, in turn, could
harm our business, financial condition and results of operations. Any legal proceedings or claims against us could be costly and
time- consuming to defend and could harm our reputation regardless of the outcome. We are and may in the future become
subject to legal proceedings and claims that arise in the ordinary course of business, such as disputes or employment claims
made by our current or former employees. Any litigation, whether meritorious or not, could harm our reputation, will increase
our costs and may divert management’ s attention, time and resources, which may in turn seriously harm our business. Insurance
might not cover such claims or the costs to defend such claims, might not provide sufficient payments to cover all the costs to
resolve one or more such claims, and might not continue to be available on terms acceptable to us. A claim brought against us
that is uninsured or underinsured could result in unanticipated costs and could seriously harm our business. If we are required to
make substantial payments or implement significant changes to our operations as a result of legal proceedings or claims, our



business, results of operations and financial condition could be adversely affected. We face exposure to foreign currency
exchange rate fluctuations, and such fluctuations could adversely affect our business, results of operations and financial
condition. As our international operations expand, our exposure to the effects of fluctuations in currency exchange rates grows.
For example, global geopolitical events, such as the war in Ukraine and conflict in the Middle East , cconomic events, public
health epidemics and pandemics such as the COVID- 19 pandemic, trade tariff developments and other events have caused
global economic uncertainty and variability in foreign currency exchange rates. While we have primarily transacted with
customers and business partners in U. S. dollars, we have also conducted business in currencies other than the U. S. dollar. We
expect to signifteantly-expand the number of transactions with customers that are denominated in foreign currencies in the future
as we continue to expand our business internationally. We also incur expenses for some of our network service provider costs
outside of the United States in local currencies and for employee compensation and other operating expenses at our non- U. S.
locations in the respective local currency. Fluctuations in the exchange rates between the U. S. dollar and other currencies could
result in an increase to the U. S. dollar equivalent of such expenses. In addition, our international subsidiaries maintain net assets
that are denominated in currencies other than the functional operating currencies of these entities. As we continue to expand our
international operations, we become more exposed to the effects of fluctuations in currency exchange rates. Accordingly,
changes in the value of foreign currencies relative to the U. S. dollar can affect our results of operations due to transactional and
translational remeasurements. As a result of such foreign currency exchange rate fluctuations, it could be more difficult to detect
underlying trends in our business and results of operations. In addition, to the extent that fluctuations in currency exchange rates
cause our results of operations to differ from our expectations or the expectations of our investors and securities analysts who
follow our stock, the trading price of our €tass-A—common stock could be adversely affected. We reeently-have implemented a
program to hedge transactional exposure against the Euro, and may do so in the future with respect to other foreign currencies.
We also use derivative instruments, such as foreign currency forward and option contracts, to hedge certain exposures to
fluctuations in foreign currency exchange rates. The use of such hedging activities may not offset any or more than a portion of
the adverse financial effects of unfavorable movements in foreign exchange rates over the limited time the hedges are in place.
Moreover, the use of hedging instruments may introduce additional risks if we are unable to structure effective hedges with such
instruments. We have incurred substantial indebtedness that may decrease our business flexibility, access to capital, and / or
increase our borrowing costs, and we may still incur substantially more debt, which may adversely affect our operations and
financial results. As of December 31, 20222023 , we had $ 1. 0 billion of indebtedness outstanding (excluding intercompany
indebtedness). Our indebtedness may: ¢ limit our ability to obtain additional financing to fund future working capital, capital
expenditures, business opportunities, acquisitions or other general corporate requirements; * require a portion of our cash flows
to be dedicated to debt service payments instead of other purposes, thereby reducing the amount of cash flows available for
working capital, capital expenditures, business opportunities, acquisitions and other general corporate purposes; * increase our
vulnerability to adverse changes in general economic, industry and competitive conditions; * expose us to the risk of increased
interest rates as certain of our borrowings, including borrowings under a future revolving credit facility, may be at variable rates
of interest; * place us at a competitive disadvantage compared to our less leveraged competitors; and ¢ increase our cost of
borrowing. In addition, the indenture which governs our 3. 625 % notes due 2029 (the ““ 2029 Notes ") and our 3. 875 % notes
due 2031 (the “ 2031 Notes, ” and together with the 2029 Notes, the “ Notes ) contains restrictive covenants that limit our
ability to engage in activities that may be in our long- term best interest. Our failure to comply with those covenants could result
in an event of default which, if not cured or waived, could permit the trustee, or permit the holders of the Notes to cause the
trustee, to declare all or part of the Notes to be immediately due and payable or to exercise any remedies provided to the trustee
and / or result in the acceleration of substantially all of our indebtedness. Any such event would adversely affect our business,
results of operations and financial condition. If our cash flows and capital resources are insufficient to fund our debt service
obligations, we could face substantial liquidity problems and may be forced to reduce or delay investments and capital
expenditures ;-or. We may be forced to sell assets, seek additional capital , or restructure or refinance our indebtedness,
including the Notes. Our ability to restructure or refinance our debt will depend on, among other things, the condition of the
capital markets and our financial condition at such time. Any refinancing of our debt could be at higher interest rates and may
require us to comply with more onerous covenants, which could further restrict our business operations. The terms of existing or
future debt instruments and the indenture that governs the Notes may restrict us from adopting some of these alternatives. In
addition, any failure to make payments of interest and principal on our outstanding indebtedness on a timely basis would likely
result in a reduction of our credit rating, which could harm our ability to incur additional indebtedness and our financial
condition. In the absence of such cash flows and resources, we could face substantial liquidity problems and might be required
to dispose of material assets or operations to meet our debt service and other obligations. We may require additional capital to
support our business, and this capital might not be available on acceptable terms, if at all. We intend to continue to make
investments to support our business and may require additional funds. In particular, we may seek additional funds to develop
new products and enhance our platform and existing products, expand our operations, including our sales and marketing
organizations and our presence outside of the United States, improve our infrastructure or acquire complementary businesses,
technologies, services, products and other assets. In addition, we may use a portion of our cash to satisfy tax withholding and
remittance obligations related to outstanding restricted stock units. Accordingly, we may need to engage in equity or debt
financings to secure additional funds. If we raise additional funds through future issuances of equity or convertible debt
securities, our stockholders could suffer significant dilution, and any new equity securities we issue could have rights,
preferences and privileges superior to those of holders of our €lassA-eommensteekand-ClassB-common stock. Any debt
financing that we may secure in the future could involve restrictive covenants relating to our capital raising activities, our ability
to repurchase stock, and other financial and operational matters, which may make it more difficult for us to obtain additional
capital and to pursue business opportunities. We may not be able to obtain additional financing on terms favorable to us, if at all,



particularly during times of market volatility and general economic instability. If we are unable to obtain adequate financing or
financing on terms satisfactory to us when we require it, our ability to continue to support our business growth, scale our
infrastructure, develop product enhancements and to respond to business challenges could be significantly impaired, and our
business, results of operations and financial condition may be adversely affected. We rely on assumptions and estimates to
calculate certain of our key metrics, and real or perceived inaccuracies in such metrics could adversely affect our reputation and
our business. We rely on assumptions and estimates to calculate certain of our key metrics, such as Active Customer Accounts
and Dollar- Based Net Expansion Rate. Our key metrics are not based on any standardized industry methodology and are not
necessarily calculated in the same manner or comparable to similarly titled measures presented by other companies. Similarly,
our key metrics may differ from estimates published by third parties or from similarly titled metrics of our competitors due to
differences in methodology. The numbers that we use to calculate Active Customer Accounts and Dollar- Based Net Expansion
Rate are based on internal data. While these numbers are based on what we believe to be reasonable judgments and estimates for
the applicable period of measurement, there are inherent challenges in measuring usage. We regularly review and may adjust
our processes for calculating our internal metrics to improve their accuracy. If investors or analysts do not perceive our metrics
to be accurate representations of our business, or if we discover material inaccuracies in our metrics, our reputation, business,
results of operations, and financial condition would be harmed. If our estimates or judgments relating to our critical accounting
policies prove to be incorrect, our results of operations could be adversely affected. The preparation of financial statements in
conformity with U. S. generally accepted accounting principles (“ GAAP ) requires management to make estimates and
assumptions that affect the amounts reported in the consolidated financial statements and accompanying notes. We base our
estimates on historical experience and on various other assumptions that we believe to be reasonable under the circumstances, as
provided in Part HIT, Item 2-7 , “ Management’ s Discussion and Analysis of Financial Condition and Results of Operations. ”
The results of these estimates form the basis for making judgments about the carrying values of assets, liabilities and equity, and
the amount of revenue and expenses that are not readily apparent from other sources. Assumptions and estimates used in
preparing our consolidated financial statements include those related to revenue recognition and business combinations. Our
results of operations may be adversely affected if our assumptions change or if actual circumstances differ from those in
our assumptions, which could cause our results of operations to fall below the expectations of securities analysts and
investors, resulting in a decline in the trading price of our common stock. Changes in accounting standards or practices
may cause adverse, unexpected financial reporting fluctuations and affect our results of operations. A change in
accounting standards or practices may have a significant effect on our results of operations and may even affect our
reporting of transactions completed before the change is effective. New accounting pronouncements and varying
interpretations of accounting pronouncements have occurred and may occur in the future. Changes to existing rules or
the questioning of current practices may adversely affect our reported financial results or the way we conduct our
business. For example, Accounting Standards Codification (“ ASC ”) 842, “ Leases ” that became effective January 1,
2019, had a material impact on our consolidated financial statements as described in detail in Note 2 to the consolidated
financial statements included in our Annual Report on Form 10- K for the year ended December 31, 2020. Adoption of
these types of accounting standards and any difficulties in implementation of changes in accounting principles, including
the ability to modify our accounting systems, could cause us to fail to meet our financial reporting obligations, which
result in regulatory discipline and harm investors' confidence in us. If our goodwill or intangible assets become
impaired, we may be required to record a significant charge to earnings. We review our intangible assets for impairment
when events or changes in circumstances indicate the carrying value may not be recoverable. Goodwill is required to be
tested for impairment at least annually. As of December 31, 2023, we carried a net $ S. 6 billion of goodwill and
intangible assets. An adverse change in market conditions or significant changes in accounting conclusions, particularly
if such changes have the effect of changing one of our critical assumptions or estimates, could result in a change to the
estimation of fair value that could result in an impairment charge to our goodwill or intangible assets. For example,
during the year ended December 31, 2023, we recorded an impairment of intangible assets related to Segment totaling
approximately $ 285. 7 million, as described in additional detail in Note 6 to our consolidated financial statements
included elsewhere in this Annual Report on Form 10- K. Any such charges may adversely affect our results of
operations. If we fail to maintain an effective system of disclosure controls and internal control over financial reporting,
our ability to produce timely and accurate financial statements or comply with applicable regulations could be impaired.
As a public company, we are required to maintain internal control over financial reporting and to report any material
weaknesses in such internal control. Section 404 of the Sarbanes- Oxley Act of 2002 (the “ Sarbanes- Oxley Act )
requires that we evaluate and determine the effectiveness of our internal control over financial reporting and provide a
management report on internal control over financial reporting. A material weakness is a deficiency, or combination of
deficiencies, in internal control over financial reporting, such that there is a reasonable possibility that a material
misstatement of our financial statements will not be prevented or detected on a timely basis. Our current controls and
any new controls that we develop may become inadequate because of changes in conditions in our business. Further,
weaknesses in our disclosure controls and internal control over financial reporting may be discovered in the future. In
addition, if we acquire additional businesses, we may not be able to successfully integrate the acquired operations and
technologies and maintain internal control over financial reporting, if applicable, in accordance with the requirements of
Section 404 of the Sarbanes- Oxley Act. Any failure to develop or maintain effective controls or any difficulties
encountered in their implementation or improvement could harm our results of operations or cause us to fail to meet our
reporting obligations and may result in a restatement of our financial statements for prior periods. Any failure to
implement and maintain effective internal control over financial reporting also could adversely affect the results of
periodic management evaluations and annual independent registered public accounting firm attestation reports



regarding the effectiveness of our internal control over financial reporting that we are required to include in our
periodic reports that will be filed with the SEC. Ineffective disclosure controls and procedures and internal control over
financial reporting could also cause investors to lose confidence in our reported financial and other information, and
could have a material and adverse effect on our business, results of operations and financial condition and could cause a
decline in the trading price of our common stock. In addition, if we are unable to continue to meet these requirements,
we may not be able to remain listed on the New York Stock Exchange. Our ability to use our net operating losses and
certain other tax attributes to offset future taxable income and taxes may be subject to certain limitations. As of
December 31, 2023 we had U. S. federal, state and foreign net operating loss carryforwards (“ NOLs ”), of $ 3. 4 billion,
$ 2. 6 billion and $ 1. 0 billion, respectively. Utilization of these NOL carryforwards depends on our future taxable
income, and there is risk that a portion of our existing NOLSs could expire unused, and that even if we achieve
profitability, the use of our unexpired NOLSs would be subject to limitations, which could materially and adversely affect
our operating results. U. S. federal NOLs generated in taxable years beginning before January 1, 2018, may be carried
forward only 20 years to offset future taxable income, if any. Under current law, U. S. federal NOLs generated in taxable
years beginning after December 31, 2017, can be carried forward indefinitely, but the deductibility of such U. S. federal
NOL:s in taxable years beginning after December 31, 2020, is limited to 80 % of taxable income. It is uncertain if and to
what extent various states will conform to federal law. Under Sections 382 and 383 of the Internal Revenue Code of
1986, as amended (the “ Code ”), and corresponding provisions of state law, a corporation that undergoes an “
ownership change ” (generally defined as a greater than S0- percentage- point cumulative change (by value) in the equity
ownership of certain stockholders over a rolling three- year period) is subject to limitations on its ability to utilize its pre-
change NOLs and other pre- change tax attributes to offset post- change taxable income and taxes. Our existing NOLs
and other tax attributes may be subject to limitations arising from previous ownership changes, and if we undergo an
ownership change in the future, our ability to utilize NOLs could be further limited by Section 382 of the Code. Future
changes in our stock ownership, some of which may be outside of our control, could result in an ownership change under
Section 382 of the Code. In addition, at the state level, there may be periods during which the use of NOL carryforwards
is suspended or otherwise limited, which could accelerate or permanently increase state taxes owed. We may have
additional tax liabilities, which could harm our business, results of operations and financial condition. Significant
judgments and estimates are required in determining our provision for income taxes and other tax liabilities. Our tax
expense may be impacted, for example, if tax laws change or are clarified to our detriment or if tax authorities
successfully challenge the tax positions that we take, such as, for example, positions relating to the arm’ s- length pricing
standards for our intercompany transactions and our indirect tax positions. In determining the adequacy of our
provision for income taxes, we assess the likelihood of adverse outcomes that could result if our tax positions were
challenged by the Internal Revenue Service (“ IRS ”), and other tax authorities. Should the IRS or other tax authorities
assess additional taxes as a result of examinations, we may be required to record charges to operations that could
adversely affect our results of operations and financial condition. We conduct operations in many tax jurisdictions
throughout the United States and internationally. In many of these jurisdictions, non- income- based taxes, such as sales,
value- added tax, goods and services tax, and telecommunications taxes, are assessed on our operations or our sales to
customers. We are subject to indirect taxes, and may be subject to certain other taxes, in some of these jurisdictions. We
collect certain telecommunications- based taxes from our customers in certain jurisdictions, and we expect to continue
expanding the number of jurisdictions in which we will collect these taxes in the future. Many states are also pursuing
legislative expansion of the scope of goods and services that are subject to sales and similar taxes as well as the
circumstances in which a vendor of goods and services must collect such taxes. Following the United States Supreme
Court decision in South Dakota v. Wayfair, Inc., states are now free to levy taxes on sales of goods and services based on
an “ economic nexus, ” regardless of whether the seller has a physical presence in the state. Any additional fees and taxes
levied on our services by any state may adversely impact our results of operations. Historically, we have not billed or
collected taxes in certain jurisdictions and, in accordance with GAAP, we have recorded a provision for our tax exposure
in these jurisdictions when it is both probable that a liability has been incurred and the amount of the exposure can be
reasonably estimated. We reserved $ 18. 0 million and $ 22. 2 million for domestic jurisdictions and jurisdictions outside
of the United States, respectively, on our December 31, 2023 balance sheet for these tax payments. These estimates
include several key assumptions, including, but not limited to, the taxability of our products, the jurisdictions in which
we believe we have nexus or a permanent establishment, and the sourcing of revenues to those jurisdictions. In the event
these jurisdictions challenge our assumptions and analysis, our actual exposure could differ materially from our current
estimates and reserves. If the actual payments we make to any jurisdiction exceed the accrual in our balance sheet, our
results of operations would be harmed. In addition, some customers may question the incremental tax charges and seek
to negotiate lower pricing from us, which could adversely affect our business, results of operations and financial
condition. We are in discussions with certain jurisdictions regarding potential sales and other indirect taxes for prior
periods that we may owe. If any of these jurisdictions disagree with management’ s assumptions and analysis, the
assessment of our tax exposure could differ materially from management’ s current estimates. For example, in 2020, San
Francisco City and County assessed us for $ 38. 8 million in taxes, including interest and penalties, which exceeded the $
11. 5 million we had accrued for that assessment. We paid the full amount under protest and filed a lawsuit on May 27,
2021 contesting the assessment. We entered into a settlement agreement in November 2023 pursuant to which San
Francisco paid us $ 18. 0 million in settlement of our claims. Our global operations and structure subject us to
potentially adverse tax consequences. We generally conduct our global operations through subsidiaries and report our
taxable income in various jurisdictions worldwide based upon our business operations in those jurisdictions. In



particular, our intercompany relationships are subject to complex transfer pricing regulations administered by taxing
authorities in various jurisdictions. Also, our tax expense could be affected depending on the applicability of withholding
and other taxes (including withholding and indirect taxes on software licenses and related intercompany transactions)
under the tax laws of certain jurisdictions in which we have business operations. The relevant revenue and taxing
authorities may disagree with positions we have taken generally, or our determinations as to the value of assets sold or
acquired or income and expenses attributable to specific jurisdictions. If such a disagreement were to occur, and our
position were not sustained, we could be required to pay additional taxes, interest and penalties, which could result in
one- time tax charges, higher effective tax rates, reduced cash flows and lower overall profitability of our operations.
Changes in, or interpretations of, tax rules and regulations or our tax positions may materially and adversely affect our
income taxes. We are subject to income taxes in both the United States and numerous international jurisdictions.
Significant judgment is required in determining our worldwide provision for income taxes. In the ordinary course of our
business, there are many transactions and calculations where the ultimate tax determination is uncertain. Our effective
tax rates may fluctuate significantly on a quarterly basis because of a variety of factors, including changes in the mix of
earnings and losses in countries with differing statutory tax rates, changes in our business or structure, changes in tax
laws that could adversely impact our income or non- income taxes or the expiration of or disputes about certain tax
agreements in a particular country. We are subject to audit by various tax authorities. In accordance with U. S. GAAP,
we recognize income tax benefits, net of required valuation allowances and accrual for uncertain tax positions. Although
we believe our tax estimates are reasonable, the final determination of tax audits and any related litigation could be
materially different than that which is reflected in historical income tax provisions and accruals. Should additional taxes
be assessed as a result of an audit or litigation, an adverse effect on our results of operations, financial condition and cash
flows in the period or periods for which that determination is made could result. Changes in tax laws or tax rulings, or
changes in interpretations of existing laws, could cause us to be subject to additional income- based taxes and non-
income taxes (such as payroll, sales, use, value- added, digital tax, net worth, property, and goods and services taxes),
which in turn could materially affect our financial position and results of operations. Additionally, new, changed,
modified, or newly interpreted or applied tax laws could increase our customers’ and our compliance, operating and
other costs, as well as the costs of our products. For example, on August 16, 2022, the Inflation Reduction Act of 2022
was signed into law, with tax provisions primarily focused on implementing a 15 % minimum tax on global adjusted
financial statement income, effective for tax years beginning after December 31, 2022, and a 1 % excise tax on share
repurchases occurring after December 31, 2022, which resulted in an excise tax payable calculated on our 2023 share
repurchases. As another example, beginning in 2022, the Tax Cuts and Jobs Act of 2017 (the “ Tax Act ”) eliminates the
option to deduct research and development expenditures currently and requires taxpayers to capitalize and amortize
them over five or fifteen years pursuant to Section 174 of the Code, which impacts our effective tax rate and our cash tax
liability in 2023. If the requirement to capitalize Section 174 expenditures is not modified by legislation, it will continue
to impact our effective tax rate and our cash tax liability. On October 8, 2021, the Organization for Economic Co-
operation and Development (the “ OECD ”) announced the OECD / G20 Inclusive Framework on Base Erosion and
Profit Shifting (the “ Framework ) which agreed to a two- pillar solution to address tax challenges arising from
digitalization of the economy. On December 20, 2021, the OECD released Pillar Two Model Rules defining the global
minimum tax rules, which contemplate a minimum tax rate of 15 % for large multinational companies. On December 15,
2022, the European Union (EU) Member States formally adopted the EU’ s Pillar Two Directive and various countries
have enacted or are in the process of enacting legislation on these rules. These changes, when enacted by various
countries in which we do business, may increase our taxes in these countries. Changes to these and other areas in relation
to international tax reform, including future actions taken by foreign governments in response to the Tax Act, could
increase uncertainty and may adversely affect our tax rate and cash flow in future years. The trading price of our
common stock has been volatile and may continue to be volatile, and you could lose all or part of your investment. The
trading price of our common stock has, and may continue to, fluctuate significantly in response to numerous factors,
many of which are beyond our control and may not be related to our operating performance, including: ¢ price and
volume fluctuations in the overall stock market from time to time; * volatility in the trading prices and trading volumes
of technology stocks; ¢ changes in operating performance and stock market valuations of other technology companies
generally, or those in our industry in particular; ¢ sales of shares of our common stock by our stockholders; ¢ our
issuance or repurchase of shares of our common stock; ° short selling of our common stock or related derivatives; °
failure of securities analysts to maintain coverage of us, changes in financial estimates or the publication of reports or
statements by securities analysts or investors who follow our company, or our failure to meet these estimates or the
expectations of investors; ° the financial projections we may provide to the public, any changes in those projections or
our failure to meet those projections; * announcements by us or our competitors of new products or services; * the
public’ s reaction to our press releases, other public announcements and filings with the SEC; * rumors and market
speculation involving us or other companies in our industry; * changes in laws, industry standards, regulations or
regulatory enforcement in the United States or internationally; ¢ actual or anticipated changes in our results of
operations or fluctuations in our results of operations or actual or anticipated changes in our strategy or the organization
of our business; * actual or anticipated developments in our business, our competitors’ businesses or the competitive
landscape generally; ¢ litigation involving us, our industry or both, or investigations by regulators into our operations or
those of our competitors; * developments or disputes concerning our intellectual property or other proprietary rights; ¢
announced or completed acquisitions of businesses, products, services or technologies by us or our competitors; * changes
in accounting standards, policies, guidelines, interpretations or principles; * any significant change in our management,



including changes in the pace of hiring; and * general political, social, economic and market conditions, in both domestic
and foreign markets, including the effects of the war in Ukraine and conflict in the Middle East on the global economy,
changes in the labor market, supply chain disruptions, inflation, increased interest rates, instability and volatility in the
banking and financial services sector, and slow or negative growth of our markets. In addition, in the past, following
periods of volatility in the overall market and the market price of a particular company’ s securities, securities class
action litigation has often been instituted against these companies. This litigation, if instituted against us, could result in
substantial costs and a diversion of our management’ s attention and resources. Substantial future sales of shares of our
common stock could cause the market price of our common stock to decline. The market price of our common stock
could decline as a result of substantial sales of our common stock, particularly sales by our directors, executive officers
and significant stockholders, or the perception in the market that holders of a large number of shares intend to sell their
shares. Additionally, the shares of common stock subject to outstanding options and restricted stock unit awards under
our equity incentive plans and the shares reserved for future issuance under our equity incentive plans will become
eligible for sale in the public market upon issuance, subject to applicable insider trading policies. We may not realize the
anticipated long- term stockholder value of our share repurchase program, and any failure to repurchase our common
stock after we have announced our intention to do so may negatively impact our stock price. In February 2023, our
board of directors authorized the repurchase of up to $ 1. 0 billion of our common stock from time to time through a
share repurchase program. Under our share repurchase program, we may make repurchases of stock through a variety
of methods, including open share market purchases, privately negotiated purchases, entering into one or more
confirmations or other contractual arrangements with a financial institution counterparty to effectuate one or more
accelerated stock repurchase contracts, forward purchase contracts or similar derivative instruments, Dutch auction
tender offers, or through a combination of any of the foregoing, in accordance with applicable federal securities laws.
Our share repurchase program terminates at 11: 59 pm Pacific Time on December 31, 2024, does not obligate us to
repurchase any specific number of shares, and may be suspended at any time at our discretion and without prior notice.
The timing and amount of any repurchases, if any, will be subject to liquidity, stock price, market and economic
conditions, compliance with applicable legal requirements such as Delaware surplus and solvency tests and other
relevant factors. Any failure to repurchase stock after we have announced our intention to do so may negatively impact
our reputation and investor confidence in us and may negatively impact our stock price. The existence of our share
repurchase program could cause our stock price to be higher than it otherwise would be and could potentially reduce the
market liquidity for our stock. Although our share repurchase program is intended to enhance long- term stockholder
value, there is no assurance that it will do so because the market price of our common stock may decline below the levels
at which we repurchase shares, and short- term stock price fluctuations could reduce the effectiveness of the program.
Repurchasing our common stock reduces the amount of cash we have available to fund working capital, capital
expenditures, strategic acquisitions or business opportunities, and other general corporate purposes, and we may fail to
realize the anticipated long- term stockholder value of any share repurchase program. If securities or industry analysts
change their recommendations regarding our common stock adversely, the trading price of our common stock and
trading volume could decline. The trading market for our common stock is influenced by the research and reports that
securities or industry analysts may publish about us, our business, our market or our competitors. If any of the analysts
who cover us change their recommendation regarding our common stock adversely, or provide more favorable relative
recommendations about our competitors, the trading price of our common stock would likely decline. If any analyst who
covers us were to cease coverage of our company or fail to regularly publish reports on us, we could lose visibility in the
financial markets, which in turn could cause the trading price of our common stock or trading volume to decline. Anti-
takeover provisions contained in our certificate of incorporation and bylaws, as well as provisions of Delaware law, could
impair a takeover attempt. Our certificate of incorporation, bylaws and Delaware law contain provisions which could
have the effect of rendering more difficult, delaying, or preventing an acquisition deemed undesirable by our board of
directors. Among other things, our certificate of incorporation and bylaws include provisions: * authorizing “ blank
check ” preferred stock, which could be issued by our board of directors without stockholder approval and may contain
voting, liquidation, dividend and other rights superior to our common stock;  limiting the liability of, and providing
indemnification to, our directors and officers; * limiting the ability of our stockholders to call and bring business before
special meetings; * providing that our board of directors is classified into three classes of directors with staggered three-
year terms; * prohibiting stockholder action by written consent, instead requiring all stockholder actions to be taken at a
meeting of our stockholders; * requiring advance notice of stockholder proposals for business to be conducted at
meetings of our stockholders and for nominations of candidates for election to our board of directors; ¢ controlling the
procedures for the conduct and scheduling of board of directors and stockholder meetings; and ¢ providing for advance
notice procedures that stockholders must comply with in order to nominate candidates to our board of directors or to
propose matters to be acted upon at a meeting of stockholders, which may discourage or deter a potential acquirer from
conducting a solicitation of proxies to elect the acquirer’ s own slate of directors or otherwise attempting to obtain
control of us. These provisions, alone or together, could delay or prevent hostile takeovers and changes in control or
changes in our management. As a Delaware corporation, we are also subject to provisions of Delaware law, including
Section 203 of the Delaware General Corporation Law, which prevents certain stockholders holding more than 15 % of
our outstanding common stock from engaging in certain business combinations without approval of the holders of at
least two- thirds of our outstanding common stock not held by such 15 % or greater stockholder. Any provision of our
certificate of incorporation, bylaws or Delaware law that has the effect of delaying, preventing or deterring a change in
control could limit the opportunity for our stockholders to receive a premium for their shares of our common stock and



could also affect the price that some investors are willing to pay for our common stock. Our bylaws provide that the
Court of Chancery of the State of Delaware is the exclusive forum for substantially all disputes between us and our
stockholders, which could limit our stockholders’ ability to obtain a favorable judicial forum for disputes with us or our
directors, officers or employees. Our bylaws provide that the Court of Chancery of the State of Delaware is the exclusive
forum for the following types of actions or proceedings under Delaware statutory or common law: * any derivative
action or proceeding brought on our behalf; * any action asserting a breach of fiduciary duty owed by our directors,
officers, employees or our stockholders; * any action asserting a claim against us arising under the Delaware General
Corporation Law; and ¢ any action asserting a claim against us that is governed by the internal- affairs doctrine (the «
Delaware Forum Provision ). The Delaware Forum Provision would not apply to suits brought to enforce a duty or
liability created by the Exchange Act or any other claim under the Securities Act, for which the United States District
Court for the Northern District of California has sole and exclusive jurisdiction (the “ Federal Forum Provision ), as we
are based in the State of California. In addition, our bylaws provide that any person or entity purchasing or otherwise
acquiring any interest in shares of our capital stock is deemed to have notice of and consented to the Delaware Forum
Provision and the Federal Forum Provision; provided, however, that stockholders cannot and will not be deemed to have
waived our compliance with the U. S. federal securities laws and the rules and regulations thereunder. The Delaware
Forum Provision and the Federal Forum Provision may limit a stockholder’ s ability to bring a claim in a judicial forum
that it finds favorable for disputes with us or our directors, officers or employees, which may discourage lawsuits against
us and our directors, officers and employees. If a court were to find the Delaware Forum Provision and the Federal
Forum Provision in our bylaws to be inapplicable or unenforceable in an action, we may incur additional costs associated
with resolving the dispute in other jurisdictions, which could seriously harm our business. We do not expect to declare
any dividends in the foreseeable future. We have never paid dividends and we do not anticipate declaring any cash
dividends to holders of our common stock in the foreseeable future. Consequently, investors may need to rely on sales of
their common stock after price appreciation, which may never occur, as the only way to realize any future gains on their
investment. Investors seeking cash dividends should not purchase our common stock. Our business is subject to the risks
of pandemics, earthquakes, fire, floods and other natural catastrophic events, and to interruption by man- made
problems such as power disruptions, computer viruses, data security breaches, terrorism or war. Our business
operations are subject to interruption by natural disasters, flooding, fire, power shortages, public health epidemics or
pandemics, terrorism, political unrest, cyber- attacks, geopolitical instability, war, the effects of climate change and
other events beyond our control. For example, our corporate headquarters are located in the San Francisco Bay Area, a
region known for seismic activity. A significant natural disaster, such as an earthquake, fire or flood, occurring at our
headquarters, at one of our other facilities or where a business partner is located could adversely affect our business,
results of operations and financial condition. Further, if a natural disaster or man- made problem were to affect our
service providers, this could adversely affect the ability of our customers to use our products and platform. Natural
disasters, public health epidemics or pandemics, such as the COVID- 19 pandemic, and geopolitical events, such as the
war in Ukraine and conflict in the Middle East, could cause disruptions in our or our customers’ businesses, national
economies or the world economy as a whole. We also rely on our network and third- party infrastructure and enterprise
applications and internal technology systems for our engineering, sales and marketing, and operations activities.
Although we maintain incident management and disaster response plans, in the event of a major disruption caused by a
natural disaster or man- made problem, we may be unable to continue our operations and may endure system
interruptions, reputational harm, delays in our development activities, lengthy interruptions in service, breaches of data
security and loss of critical data, any of which could adversely affect our business, results of operations and financial
condition. In addition, computer malware, viruses and computer hacking, fraudulent use attempts and phishing attacks
have become more prevalent in our industry, have occurred on our platform in the past and may occur on our platform
in the future. Though it is difficult to determine what, if any, harm may directly result from any specific interruption or
attack, any failure to maintain performance, reliability, security, integrity and availability of our products and technical
infrastructure to the satisfaction of our customers may harm our reputation and our ability to retain existing customers
and attract new customers. In addition, global climate change could result in certain types of natural disasters occurring
more frequently or with more intense effects. Any such events may result in users being subject to service disruptions or
outages, and we may not be able to recover our technical infrastructure in a timely manner to maintain or resume
operations, which may adversely affect our financial results. Our reputation and / or business could be negatively
impacted by ESG matters and / or our reporting of such matters. There is an increasing focus from regulators, certain
investors, and other stakeholders concerning ESG matters, both in the United States and internationally. We
communicate certain ESG- related initiatives, goals, and / or commitments regarding environmental matters, diversity,
responsible sourcing and social investments, and other matters in our annual Impact and DEI Report, on our website, in
our filings with the SEC, and elsewhere. These initiatives, goals, or commitments could be difficult to achieve and costly
to implement. We could fail to achieve, or be perceived to fail to achieve, our ESG- related initiatives, goals, or
commitments. In addition, we could be criticized for the timing, scope or nature of these initiatives, goals, or
commitments, or for any revisions to them. To the extent that our required and voluntary disclosures about ESG matters
increase, we could be criticized for the accuracy, adequacy, or completeness of such disclosures. Our actual or perceived
failure to achieve our ESG- related initiatives, goals, or commitments could negatively impact our reputation, result in
ESG- focused investors not purchasing and holding our stock, or otherwise materially harm our business.



