Risk Factors Comparison 2023-02-27 to 2022-02-22 Form: 10-K

Legend: New Text Remeved-Fext-Unchanged Text Moved Text Section

Risks Related to Our Business, Operations, and Industry We have a history of losses and may not achieve or sustain profitability
m the future. We have experlenced 51gn1ficant net 1osses ona GAAP ba51s in edch penod since 1ncept10n In addition We

stgnifteantrevenue growth inrreeentperiods-thisgrowthrate may-has varied and has in certain quarters dechned and could
vary and decline in the futule peﬂeds— partlcularly ina dlfﬁcult macroeconomic climate and-youshouldnotrely-on-the

. We are not certain whether we will be-able

5
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v G achieve or maintain profitability in the
futule We also expect our costs dnd expenses to mcrease in ftttﬂ-re—peﬂeds—the long term on a GAAP basis , which could

expenses-. [n particular, we mtend to continue to mdke s1s_mhcdnt investments to achleve profitablllty grew—eﬂfbﬁs-rness-
such areas as: * research and development, including investments in our engineering teams and in further differentiating our
pldtfmm dnd solutlons w ith 1mp10vements to our Create and Gpefate—Grow Solutlons as well as the dev elopment of new

orgdmzatlom to engage our existing and prospective customers, increase brand awareness dnd drlve adoption and expansion of
our platform and solutions; ¢ research and development and sales and marketing initiatives to grow our presence in new
industries and use cases beyond the gaming industry; * our technology infrastructure, including systems architecture, scalability,
availability, performance, and security; * acquisitions or strategic investments; ¢ global expansion; and ¢ our general and
administration organization, including inereased-faetitiesexpense-as-welas-legal, information-teehnotogy-(~IT Y-, and
accounting expenses associated with betag-ongoing a public company compliance and reporting obligations . Our efforts to
achieve profitability grew-our-busittess-may be costlier than we expect and may not be effective resultin-inereased-revente-.

Even lf such investments mcrease our re\ enue dI]y SUCh Increase may not be enough to offset 0’&1“1HCI€dSed opemtmﬂ expenses

not be effectlve b . : ; N o

stgnrﬁeaﬂt-}y—éeefease—btmty—Se-foafe—Iﬁe— We hdve a 11mlted h1st01y opemtmﬂ our busmess at its current scale 1nclud1ng with
ironSource, and as a result, our past results may not be indicative of future operating performance. In recent years, we have
significantly grown the scale of our business —Ferexampte-, both organically welaunched-the-firstof our-Operate-Selutionsin
%9+4,—we—exp&n&ed—mte—&&gmenfed—and through acqu1s1tlons, 1nclud1ng virtaaltreality platforms-in26+6-and-industries-beyond
samingt ad ave-a pantes-sittee-the ironSource Merger beginning-of2649-. Accordingly,

we hdve a limited history operating our busmess at its culrent scale and scope. You should not rely on our past results of
operations as indicators of future performance . Overall growth of our revenue is difficult to predict and depends in part on
our ability to execute on our integration of ironSource and other growth strategies. For example, in the second and third
quarters of 2022, our growth rate declined below our target long- term growth due to a variety of factors which could
continue to impact our business, including the maturation of our business. In addition, recent negative macroeconomic
factors, such as inflation and corresponding higher interest rates, and the strengthening of the U. S. dollar, have and may
continue to negatively impact our business, as could the softening of the advertising market . You should consider and
evaluate our prospects in light of the risks and uncertainties frequently encountered by growing companies in rapidly evolving
markets. These risks and uncertainties include challenges in accurate financial planning as a result of limited historical data
relevant to the current scale and scope of our business and the uncertainties resulting from having had a relatively limited time
period in which to implement and evaluate our business strategies as compared to companies with longer operating histories.
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CIf the assumptions that we use to plan...... users play their games, or if we are not able to replace customers Who deCIeaqe or
cease their w111 develop and how much it W111 grow efﬁclently —tna




not achieve profitablllty w1despread adoptlon in these othel

mdrkets ...... customers the dblhty to deploy then content ona GAAP bas1s V&ﬂet—ye%t-htf&—pai—*ry—p-l-&t—fefms—S&a—teg}e




epefa-&eﬂs—eeﬂ-ld—b&hﬂfmed- le Ulowlh and expansion 01 our busmcss plaecs a eommuous Sl“l]lilull]l sllam on our
management, operational and financial resources. As usage of our platform grows, we will need to devote additional resources to
improving its capabilities, features and functionality. In addition, we will need to appropriately scale our internal business, IT,
and financial, operating and administrative systems to serve our growing customer base, and continue to manage headcount,
capital and operating and reporting processes , and integrate them with ironSource' s, in an efficient manner. Any failure of or
delay in these efforts could result in impaired performance and reduced customer satisfaction, resulting in decreased sales to
new customers or lower dollar- based net expansion rates, which would hurt our revenue growth and our reputation. Further, any
failure in optimizing the costs associated with our third- party cloud services as we scale could negatively impact our gross
margins. Even if we are successful in our expansion efforts, they will be expensive and complex, and require the dedication of
significant management time and attention. We may also suffer inefficiencies or service disruptions as a result of our efforts to
scale our internal infrastructure. We cannot be sure that the expansion of and improvements to our internal infrastructure will be
effectively implemented on a timely basis, if at all, and such failures could harm our business, financial condition and results of
operations. While growing our business necessarily requires increased costs in some parts of our business, we are also
focusing on cost reduction efforts where possible. However, our cost reduction efforts may not be effective or sufficient to
offset our increased expenses, and may themselves have adverse impacts, such as loss of continuity or accumulated
knowledge, inefficiency during transitional periods, distraction, and potential challenges operating our business with
fewer resources. Any failure of our cost reduction efforts could harm our business, financial condition and results of
operations. If our revenue growth does not meet our expectations in future periods and if we are unable to allocate our
resources in a manner that results in sustainable revenue growth, while also managing our overall costs, we may not
achieve or maintain profitability. Ve may fail to realize all of the anticipated benefits of the ironSource Merger, or those
benefits may take longer to realize than expected. We believe that there arc dependentomn-significant benefits and
synergies that may be realized through leveraging the suaeeess-efour-products, scale and combined enterprise eusternters—

customer in-the-gaming-market-bases of Unity and ironSource . However, Adverse-events-relating-to-otreustomers-or-thetr—-
the g&mes—eeu-}d—have-efforts to reallze these beneﬁts and synergies is a neg&t—we—rmpaet—en—complex process and may

- the games-ironSource Merger including the anticipated
sal es e-f—ettﬁ or growth opportumtles, may n0t Gfeate—Se-l-uﬁeﬂs—&nd-eﬁrepef&te—Se-}&&ens—eeu}d-be reallzed fed-ueed—T—he

ttneeft&'rn-ty—aﬂd,—as expected stteh—t-hefe—ts—ne—gﬁ&r&ntee—t-h&t—&ny-e%eﬂﬁ or may n0t be achleved eﬁs-tefnefs—g&mes—wﬂ-l—g&rﬂ
any—me&mngfu—l—traeﬁen—wrth—wnhm end—usefs—the antlclpated t1me frame, or at all In addition, seﬂ&e—e-ﬁwe may incur

achieve create or operate popular games using our...... many of which occur in advance of the dnllCl])dIL,d benefits resulting-from

such-expenses;~amount-and-timing-of non- cash expenses, including stock...... our teams or customers, and they - the
ironSource Merger may misappropriate and engage in unauthorized use...... by one of our competitors, which could adversely

affect our results of operations or cash flows, cause dilution to our earnings per share, decrease or delay any accretive
effect of the 1r0nSource Merger and negatlvely 1mpact our stock prlce. Our success will depend, in part, on our ability to

manage se our expansmn dep’:ey—eﬂﬁse-l-uﬁeﬁs— whlch

pOSCS numerous

-rnve-lrve—l isks t-hat—may—net—be—pfeseﬁt—and uncertalntles, 1nclud1ng the need to mtegrate the operatlons and busmess of
ironSource into or-our thatare-presentexisting business in an efficient and timely manner, to atesserextent-combine

systems and management controls and to integrate relatlonshlps with respeetto-sales-to-smaler-eustomers—One-of the




the combmed company, and to successfully alrgnlng the
busmess practlces and operatlons of Unlty and 1ronSource. This process may dlsrupt the busmesses and , if ineffective we

ﬁs&ge—e—ﬁeﬂfpl-a-t-feiﬁ,—whteh—\x ould adversely 1mpact our revenue and tmanmal COI]dlthIl ...... operatlons Although we attempt
to contractually limit eurlia 0

eases—the—h&brhty—ts—net—hmrted—gwen—et-heﬁ the antlclpated strateglc tacets ot the relat10nsh1p and we...... to resolve issues

and realize the full benehts

e*tst&tg—e%peteﬁﬁal-ettstemers—eet&d-sa—ffer— Acqmsmons mergers stmteuc inv estments pdltnelshlps and alliances could be
difficult to identify, pese-integratiorrintegrate ehallenges-, divert the attention of management, disrupt our business, dilute

stockholder value, and adversely affect our business ;-finanetal-eondition-andresults-efoperattons-. We have in the past
acquired or invested and may in the future seck to acquire or invest in businesses, joint ventures, platferm-platforms , or
technologies that we believe could complement or expand our platform, enhance our technical capabilities, or otherwise offer
growth opportunities. We have grown Adthough-the-signifieantmajority-ofour revenue growth-has-been-organie-organically
and through —we—hwe—eempleted—mere—th&n—léﬁlcqmsnlons s-rnee—t-he—begmfﬂﬂg—e%%@-l—%mcludum elel-taDNA—Vwe#Parsec

and-Weta Digital, and ironSource soluttons—tor-al-ereatorneeds . Our Any
sueh-aequisttion-acquisitions and mergers have placed and will contmue to place added burden on or-our investmentmay
divertmanagement and internal resources, and the diversion of management' s attention away from day- ef management

a-nd—eaﬁse—us—to day buslness concerns fneuﬁaﬂeﬁs—e*penses—m—tden&fymg—rrwes&ga&ng—and any pﬂfstl-l-ﬂ-g—stlﬁab-l-e

the trans1tlon and expendtt&res—lntegratlon process could adversely affect our ﬁnancnal results We I-n—pameu-lar,—we—may

acquired companies or assets pdlt]ullatly if the key personnel of an acquned company Choose not to work for us et face
cultural challenges integrating-with-etnreempany-, or-if their software or technology is not easily adapted to work with our
platform, or we have difficulty retaining the customers of any acquired business due-to-ehanges-tn-ownership;managementor

otherwise-. In addition, we have invested and may in the future invest in private companies and may not realize a return on our

inv estments. We eeu-ld—alse—faee—ﬂsksufelated-te—l-r&b&ﬁﬁ—have 1ncurred slgnlﬁcant costs, expenses and fees for professmnal
services 4 o

ﬂelattens-e-ﬂw%—eeﬁnﬁereial—disptﬁeshtafh&b&mes—and othe1 transactlon costs knewn—a-nd—unkne%%rh&la—lﬁes—and—h&g&ﬁeﬂ
er-otherelaims-in connection with the aequired-eompan g€

stoekholders-Weta Digital Acquisition and the 1ronSource Merger. We may also incur unantlclpated costs in the
integration of certain of Weta Digital' s assets and of ironSource with er-our business. The substantial majority of these
costs will be non- recurring expenses relating to the Weta Digital Acquisition and the ironSource Merger. We have been
subject to litigation related to the ironSource Merger and could become subject to further litigation related to it or any
other acquisition third-parties-, which and-ourefforts-to-mitsuehtiabilittes-could be-tnsueeessfulresult in significant costs
and expenses . These and any future transactions may also disrupt our business, divert our resources, and require significant
management attention that would otherwise be available for development of our existing business. Any such transactions that
we are able to complete may not result in any synergies or other benefits we had expected to achieve, which could result in
impairment charges that could be substantial. In addition, we may not be able to find and identify desirable acquisition targets or
business opportunities or be successful in entering into an agreement with any particular strategic partner. These transactions
have historically resulted and in the future could alse-result in dilutive issuances of equity securities or the incurrence of debt,
contingent liabilities, amortization expenses, incremental operating expenses, or the impairment of goodwill, any of which could
adversely affect our results of operations. In addition, if the resulting business from such a transaction fails to meet our
expectations, our business, financial condition and results of operations may be adversely affected or we may be exposed to




disruptions-be unsuccessful. If we are unable to retaln eﬁﬁbﬂﬂness—efour Jaﬁsrﬂess-re}aﬁeﬂshrps—emstmg customers —
including ironSource customers — and expand their use of our platform , swhieh-or attract new customers, our growth and
operating results could be have-an-adverse-adversely impaet-affected, and we may be required to reconsider our growth
strategy. Our future success depends on our ability to results-ofoperattons—The-integration-of-eertain— retain our existing
customers, expand their use of WetaDigital's-assets-our platform and attract new customers. Our targeted marketing
efforts may plaee-not be successful despite the resources we devote to them. We derive a significant burden-portion of our
revenue from our Grow Solutions, and such revenue is primarily generated under a revenue- share or profit- share
model. Under such models, our customers depend on us as a source of their own revenue, which in some cases may
represent a significant portion of their revenue. Should customers lose confidence in the value et or managementand
nternal-effectiveness of our monetization products or if our Grow products are less effective, consumption of these
products could decline. For example, our revenue growth in the first half of 2022 was negatively impacted by challenges
with our Grow products (including a fault in our platform that resulted in reduced accuracy of one of our monetization
tools, as well as the consequences of ingesting bad data from a large customer) that reduced the efficacy of such products.
We focused our resources —Fthe-diversion-on addressing the data quality and accuracy challenges we observed with
certain monetization tools in the first quarter of management-2022. Our interventions to address such challenges through
the fourth quarter of 2022 have been effective; however, external factors, including the competitive landscape, recent
negative macroeconomic conditions, longer sales cycles, and reduced advertiser spend have prolonged our recovery and
lead us to believe that the growth of our Grow Solutions revenue will be adversely impacted into 2023. We must
continually add new features and functionality to our Grow Solutions to remain competitive and respond to our
customers ' s-attention;-parttewdarty-needs. If we are not successful in retaining and attracting new customers to our Grow
Solutions, our business and results of operations would be adversely affected. In addition, if we fail to attract our— or
retain existing ironSource customers into our Grow Solutions, our business could be harmed. Our Grow Solutions is also
dependent upon the continued proliferation of mobile connected devices, such as smartphones and tablets, which can
connect to the Internet over a cellular, wireless or other network, as well as the increased consumption of content
through those devices. Consumer usage of these mobile connected devices may be inhibited for a number of reasons
beyond our control. If user adoption of mobile connected devices or user consumption of content on those devices do not
continue to grow, our business could be harmed. Create Solutions customers have no obligation to renew their
subscriptions , away-fromrday-which are primarily one to three years in length, after they expire, and have no obligation
to continue using our Grow Solutions, which are primarily sold under revenue - to-share or profit - day-share- based
models. Even if one or several studios within a customer adopts our Create or Grow Solutions, other studios within that
customer may choose to adopt different solutions or to continue to employ internally- developed solutions. Our customers
rely on us to attract a broad range of advertisers to our platform to generate demand for their impressions through our
Unified Auction. If we are unable to also serve the needs of advertisers, they may reduce their consumption of our
solutions and, because the advertising market is highly competitive, they may shift their business to eeﬂeefns—&ﬂd—&ny
difftenlties-encounteredin-the-other advertising solutions which transitien-and-integration-proeesscould adversely affect our
finanetal-revenue. All of our products are also subject to factors and events beyond our control. For example,
macroeconomic factors like labor shortages, supply chain disruptions, and inflation continue to cause logistical
challenges, increased input costs, and inventory constraints for advertisers, and these factors are currently decreasing,
and may in the future decrease or halt, advertiser spending. For us to maintain or improve our results of operations, it is
important that our Create Solutions customers renew and expand their subscriptions with us and that our Grow
Solutions customers continue using and expanding their use of our products . We invest in targeted sales and account- based
marketing efforts to identify opportunities to grow use of our solutions within and across multiple studios within a single
customer.However,our efforts may not be successful despite the resources we devote to them.Even if one or several studios
within a customer adopts our Create or Operate-Grow Solutions,other studios within that customer may choose to adopt
different solutions or to continue to employ internally- developed solutions.It is also important for us to cross- sell more Create
Solutions to our ©perate-Grow Solutions customers,as well as ©perate-Grow Solutions to our Create Solutions customers. While
we believe there are significant cross- selling opportunities between our Create and Operate-Grow Solutions,and that our Create
and ©Operate-Grow Solutions work together synergistically,we have ineutred-signifieantonly recently focused our sales efforts

on targetmg ©OSts— Cross - sellmg opportunltles e*peﬁses—dnd we cannot be sure that fees—fe%pfe-fessreﬂa-l-seﬁﬂees-aﬂd

e%eeft&ﬁre%\*Vefa—B%giﬁﬂLs—assefs—wﬁh—oul efforts bﬁsrﬂess—The—stﬂasf&rﬁtaHﬂajeﬂfye-ﬁ&rese—eesfs—\\ 111 bu SllCCCSSflllﬁOﬁ-
CHEFig ating he-WetaDig sittotr-. We-alse-The markets in which we participate are competitive,

and if we do not compete effectlvely, our busmess, financial condition, and results of operations could be subjeetharmed.
The markets in which we operate are highly competitive. Specifically, we have faced and may continue to litigationrrelated
to-face competition as a result of:  the internal development of alternative solutions by a significant number of
companies, including the-other Weta-Digital- gaming companies; ¢ lower prices or free solutions offered by our
competitors, some of whom may offer more favorable payment terms to publishers;  mergers, Aeqtisition-acquisitions
and other strategic relationships amongst our competitors which may allow them to provide more comprehensive
offerings or achieve greater economies of scale than us, and may introduce new competitors in our markets; ¢ intense
competition within the gaming market which may impact our company and a significant number of our customers, who
also operate in the gaming market; ¢ the introduction of alternative solutions by larger, more experienced companies




that offer 2D and 3D design products in the industries in which we may expand into; and * rapid technological change,
evolving industry standards, changing regulations, as well as changing customer needs, requirements and preferences.
Our competitors may have greater name recognition, longer operating histories, more established customer
relationships, larger marketing budgets and greater financial and operational resources than we do. We cannot assure
you that we will not be forced to engage in price- cutting or revenue limiting initiatives, change payment terms or
increase our advertising and other expenses to attract and retain customers in response to competitive pressures. For all
of these reasons, we may not be able to compete successfully against our current or future competitors , which could
result in signifieant-eosts-the failure of our platform to continue to achieve or maintain market acceptance, which would
harm our business, financial condition, and expenses-results of operations . Our estimates of market opportunity and
forecasts of market growth may prove to be inaccurate, and even if the market in which we compete achieves the forecasted
growth, our business could fail to grow at a similar rate, if at all. Fre-Our estimates of market opportunity and forecasts of
market growth we-have-made-and-may-make-may prove to be inaccurate. Market opportunity estimates and growth forecasts,
including those we have generated ourselves, are subject to significant uncertainty and are based on assumptions and estimates
that may not prove to be accurate. The variables that affect the calculation of our market opportunity are also subject to change
over time. Estimates of market opportunity in industries beyond gaming are particularly uncertain, given the earlier stage of
adoption of solutions for RT3D content creation in those markets. Our estimates of the market opportunity that we can address
outside gaming depend on a variety of factors, including the number of software developers, architects and engineers that are
potential users of our products. We cannot be sure that the industries in which these developers, architects or engineers are
employed will adopt RT3D generally, or our solutions specifically, to any particular extent or at any particular rate. Our
expectations regarding potential future market opportunities that we may be able to address are subject to even greater
uncertainty. For example, our expectations regarding future market opportunities in gaming depend, among other things, on the
extent to which we are able to develop new products and features that expand the applicability of our platform. In addition, our
expectations regarding future market opportunities represented by augmented reality and virtual reality applications are subject
to uncertainties relating from the fact that such applications are at relatively early stages of development and may not grow at
the rates we expect. The extent to which engineers, technicians or other potential users of our products in industries outside
gaming are representative of other future market opportunities will depend on those industries having use cases that can be
served by RT3D content. Our ability to address those opportunities will depend on our developing products that are responsive
to those use cases. In addition, there is significant uncertainty with respect to our estimate of the amount by which the
acquisition of Weta Digital or the ironSource Merger will increase our total market opportunity, which is based on internal
models and assumptions. For example, with respect to Weta Digital, our model assumes that there is a significant market
opportunity ameurt-among consumers as well as professional artists for digital visual effects solutions. We cannot assure you
that any particular number or percentage of addressable users or companies covered by our market opportunity estimates will
purchase our solutions at all or generate any particular level of revenue for us. In addition, any expansion in our market depends
on a number of factors, including the cost, performance and perceived value associated with our platform and those of our
competitors. Even if the market in which we compete meets the size estimates and growth we forecast, our business could fail to
achieve a substantial share of this market or grow at a similar rate, if at all. Our growth is subject to many risks and
uncertainties. Accordingly, the estimates of market opportunity or foreca%t% of market growth we have made and may make
%hould not be taken as mdrcatlve of our future growth strateglc pe s ; ;

eases;-the relatlonshlp -]-tab-r-]-rﬁy—ls—net—hmﬁed—and we may still incur %uhstantral habrhty related to %uch agreementq and we may
be required to cease providing certain functions or features on our platform as a result of any such claims.Even if we succeed in
contractually limiting our liability,such limitations may not always be enforceable.Any dispute with a customer or other third
party with respect to such obligations could have adverse effects on our relationship with such customer or other third party and
other existing or prospective customers,reduce demand for our platform and adversely affect our business,financial conditions
and results of operations.In addition, although we carry general liability insurance, our insurance may not be adequate to
indemnify us for all liability that may be imposed on us or otherwise protect us from liabilities or damages with respect to
claims,including elaims— clams on such matters as alleged compromises of customer data,which may be substantial. Any such
coverage may not continue to be available to us on acceptable terms or at all.If we fail to offer high- quality support,our
ability to retain and attract customers could suffer.Our customers rely on our sales,customer success and customer
support personnel and tools to resolve issues and realize the full Our business could be disrupted by catastrophic events ,
including health pandemics . Any Oeeurrenee-ofany—catastrophic event, including earthquake, fire, flood, tsunami or other
weather event, power loss, telecommunications failure, software or hardware malfunction, cyber- attack, war or terrorist attack,
explosion, or pandemic could impact our business. In particular, our corporate headquarters are located in the San Francisco Bay
Area, a region known for seismic activity, and are thus vulnerable to damage in an earthquake. Our insurance coverage may not
compensate us for losses that may occur in the event of an earthquake or other significant natural disaster. If any disaster were to
occur, our ability to operate our business at our facilities could be impaired and we could incur significant losses, require
substantial recovery time and experience significant expenditures in order to resume operations. If we are unable to develop
adequate plans to ensure that our business functions continue to operate during and after a disaster and to execute successfully

on thoqe plan% in the event of a disaster or emergency, our bu%me%i would be har med Heal-t-h—ep-tdemres—mel-ud-mg—t-he—emreﬂt




btts-rness—()ur current operatlons are and will continue to be global in scope, creating a v arlety of operational challenges. We
currently have operatlons and customers across all major global markets
0

Untted-States-. We expect that our global activ mes will continue to grow for the foreseeable mtule as we continue to pursue

growth opportunities, which will require significant dedication of management attention and financial resources. Our current and
future global business and operations involve a variety of risks, including: * slower than anticipated availability and adoption of
0u1 pldtform by creators outs1de the Hﬂ-rted—S’fa-tes—U S. ;0 C mnges or mstablllty n local a—speei—ﬁe—eeﬁ&ﬁy—s—ol fegieﬁ—reglonal

Yntenr; ° the need to adapt and localize our platform f01 speuhc countries; © mamtammg our company culture , which
emphasizes developing and launching new and innovative solutions and which we believe is essential to our business,
across all of our offices globally;  greater-difficulty collecting accounts receivable and potential for longer payment cycles; ®
increased reliance on resellers and other third parties for our global expansion; * burdens of complying with a variety of foreign
laws, including costs associated with legal structures, accounting, statutory filings and tax liabilities; * mere-stringent and
evolving regulations relating to privacy and data security and the unauthorized use of, or access to, commercial and personal



information, partrcularly n Europe and Chlna « differing and potentially more onerous labor regulatlons and practlces
especnlly in Europe 5wh : : . ' . ;

ttn-ieﬁs—' * challenges 1nherent n etﬁcrently managrng, and the increased costs associated Wrth an increased number of
employees over large geographic distances, including the need to implement appropriate systems, policies, benefits, statutory

equlty requnements and comphance programs that are specrﬁc to each jurisdiction; « petential-changes—ntaws; reglations-and

unexpected changes in trade relations, regulations, laws
or enforcement 1nclud1ng changes to export control restrictions, economic sanctions, and trade embargoes ; * difficulties
in managing a busrness in new markets with diverse cultures, languages, customs, legal systems, alternative dispute systems, and
regulatory systems; ¢ increased travel, real estate, infrastructure and legal compliance costs associated with multiple global
locations and subsidiaries; * currency exchange rate fluctuations and the resulting effect on our revenue and expenses, and the
cost and risk of enteringinto-hedging transactions #-we-ehoseto-do-so-inthe-futare-; * higher levels of credit risk and payment
fraud , particularly the risk that excessive fraudulent activity could harm our ability to meet credit card association
merchant standards and our right to accept credit cards for payment ; « restrictions on the transfer of funds, such as
limitations on our abrhty to re1nveit earnrnos from operatrons in one country to fund the capital needs of our operations in other
countries * A y 8 ps-; * laws and business practices favoring local
competitors or general market preterences for local Vendors e reduced or uncertaln intellectual property protection or difficulties
obtaining, maintaining, protecting or enforcing our intellectual property rights, including eurtrademarks-and-patents:foreign
government interference with our 1nte11ectual property that resides outside of the U S Hﬂﬁed—Sf&tes—saeh—&s—t-lﬁe—Hske-f—ehaﬂges-

deve}eped—it—' ‘-pOllthEll 1nstab1hty, hostrhtres war, or terrorist activities ; and subsequent retallatory measures and sanctlons

; * exposure to liabilities under anti- corruption and anti- money laundering laws, including the U. S. Foreign Corrupt Practices

Act (" FCPA™"), U. S. bribery laws, the B¥&-United Kingdom (" U. K.") Bribery Act, and similar laws and regulations in other

jurisdictions; and ¢ adverse tax burdens and foreign exchange controls that could make it difficult to repatriate earnings and
cash. If we invest substantial time and resources to grow our business in markets outside the U. S. and are unable to do so

successtully andina tnnely manner, our buslness and results of operatrons will sutter—I—Pwe—e*peﬂenee-e*eesswe—frattdu-}eﬁ%

collection and credit rlsks Wthh could impact our operatrng results. Our accounts recervable are subject to collectlon and credit
risks, which could impact our operating results. Our Create Solutions typically include upfront purchase commitments for a one-
to three- year subscription, which may be invoiced over multiple reporting periods, increasing these risks. For example, ¥tk
with respect to our Operate-Grow Solutions, we rely on payments from advertisers in order to pay our customers their revenue
earned from our Unified Auction , LevelPlay and Sonic . We are generally obligated to pay our customers for revenue earned
within a negotiated period of time, regardless of whether or not our advertisers have paid us on time, or at all. While we attempt
to negotiate a longer payment period with our customers and shorter periods for our advertisers, we are not always successful.
As aresult we can face a timing issue with our accounts payable on shorter cycles than our accounts receivable, requiring us to
remit payments from our own funds, and accept the risk of bad debt. Businesses that are good credit risks at the time of sale
may become bad credit risks over time. In times of economic recession, the number of our customers who default on payments
owed to us tends to increase. Our operating results may be impacted by significant bankruptcies among customers, which could
negatively impact our revenue and cash flows. We cannot assure you that our processes to monitor and mitigate these risks will
be effective. If we fail to adequately assess and monitor our credit risks, we could experience longer payment cycles, increased
collection costs and higher bad debt expense, and our business, operating results and financial condition could be harmed.

F luctuatrons in currency exchange rates could harm our operatlng results and ﬁnaneral condltron We offer our solutions to

maj or1ty of our cash generated ﬁom revenue is denonnnated in U. S dollars revenue generated and expenses 1ncur1ed by our



subsidiaries outside of the Haited-States-U. S. are often denominated in the currencies of the local countries. As a result, our
consolidated U. S. dollar financial statements are-have been and will continue to be subject to fluctuations due to changes in
exchange rates as the financial results of our non- U. S. subsidiaries are translated from local currencies into U. S. dollars. In
particular, the strengthening of the U. S. dollar could continue to negatively impact our business. Our financial results are
also subject to changes in exchange rates that impact the settlement of transactions in non- local currencies. Because we conduct
business in currencies other than U. S. dollars but report our results of operations in U. S. dollars, we also face remeasurement
exposure to fluctuations in currency exchange rates, which could hinder our ability to predict our future results and earnings and
could materially impact our results of operations. Fe-date-As a result of the ironSource Merger . we have certain limited
forward currency contracts in place to hedge foreign currency exposure, but we have not otherwise engaged in currency
hedging activities to 11mlt the rlsk of exchmge ﬂuctuatlons and, as a result our financial Condltlon and opemtmﬂ results have

éeehﬂe—m—ﬂ&e—m&fket—pﬂee—ef—eﬁﬁeemmeﬂ—s’feel& We may require dddmonal Cdpltdl to support the s_rowth of our busmess and

this capital might not be available on acceptable terms, if at all. We have funded our operations since inception primarily with
sales of our convertible preferred stock, common stock and convertible notes and with cash generated from sales of our Create
Solutions and Operate-Grow Solutions and from our strategic partnerships. We cannot be certain when or if our operations will
generate sufficient cash to fully fund our ongoing operations or the growth of our business. We intend to continue to make
investments to support our business and may require additional funds to respond to business challenges, including the need to
develop new solutions, products, services or enhance our existing solutions, products or services, enhance our operating
infrastructure, expand globally and acquire complementary businesses and technologies. Additional financing may not be
available on terms favorable to us, if at all. In-parttentar-Macroeconomic trends like inflation , the-euvrrent-COVID—9
pandemte-hasrising interest rates, geopolitical tension and supply chain issues have caused and may continue to cause
disruption in the global financial markets, which may reduce our ability to access capital and negatively affect our liquidity in
the future. If adequate funds are not available on acceptable terms, we may be unable to invest in future growth opportunities,
which could harm our business, operating results, and financial condition. If we incur additional debt ;-the debt holders would
have rights senior to holders of common stock to make claims on our assets, and the terms of any debt could restrict our
operations, including our ability to pay dividends on our common stock. Furthermore, if we issue additional equity securities,
stockholders will experlence dllutlon and the new equlty sewrltles could have rights semor to those of holders of our common




ﬁmeﬂa-meﬁ-steel&aﬂd—di-}u&ﬂg—t-heﬂ—r&tefests— Our 1nab111ty to obtarn adequate frnancmg on terms satrsfactory o u us, When we

require it, could significantly limit our ability to continue to support our business growth, respond to business challenges, expand
our operations or otherwise capitalize on our business opportunities due to lack of sufficient capital. Even if we are able to raise
such capital, we cannot assure you that it will enable us to achieve better operating results or grow our business. Risks Related
to eur-Our Platform and Technology If we do not make our platform, including new versions or technology advancements,
easier to use or properly train customers on how to use our platform, our ability to broaden the appeal of our platform and
solutions and to increase our revenue could suffer. Our platform can be complex to use, and our ability to expand the appeal of
our platform depends in part on ensuring that it can be used by a variety of creators. While certain features of our solutions are
designed to address the needs of professional developers, we believe that our ability to expand adoption of our platform will
depend in part on our ability to address the needs of creators with varied needs and levels of expertise, including artists,
animators and sound technicians, as well as new categories of creators and end users, such as architects, civil and mechanical
engrneers and designers, in industries beyond gaming. Accordingly, it will be important to our future success that we continue
to 1ncrease the aceessrblllty of our platform —I-f—and if we ée—are not able sueeeed—rn—ma-tﬂta-tﬂtﬂg—aﬂd—bfeadeﬁmg—t-he

ter-10 wse-thamours-, our ability to
increase adoptron of our platform will suffer ln order to get full use of our platform users generally need training. We provide a
variety of training resources to our customers, and we believe we will need to continue to maintain and enhance the breadth and
effectiveness of our training resources as the scope and complexity of our platform increase. If we do not provide effective
training resources for our customers on how to efficiently and effectively use our platform, our ability to grow our business will
suffer, and our business and results of operations may be adversely affected. Additionally, when we announce or release new
versions of our platform or advancements in our technology, we could fail to sufficiently explain or train our customers on how
to use such new versions or advancements or we may announce or release such versions prematurely. These failures on our part
may lead to our customers being confused about use of our products or expected technology releases, and our ability to grow our
business, results of operations, brand and reputation may be adversely affected. For example, such failures have in the past led to
customers expressing frustration with our platform on social media and other internet sites. Interruptions, performance
problems, or defects associated with our platform may adversely affect our business, financial condition, and results of
operations. Our reputation and ability to attract and retain customers and grow our business depends in part on our ability to
operate our platform at high levels of reliability, scalability and performance, including the ability of our existing and potential
customers to access our platform at any time and within an acceptable amount of time. Interruptions in the performance of our
platform and solutions, whether due to system failures, computer viruses or physical or electronic break- ins, could affect the
availability of our platform. We have experienced, and may in the future experience, disruptions, outages and other performance
problems due to a variety of factors, including infrastructure changes, introductions of new functionality, human or software
errors, capacity constraints due to an overwhelming number of customers accessing our platform simultaneously, denial of
service attacks or other security- related incidents. It may become increasingly difficult to maintain and improve our
performance, especially during peak usage times and as our customer base grows and our platform becomes more complex. If
our platform is unavailable or if our customers are unable to access our platform within a reasonable amount of time or at all, we
may experience a loss of customers, lost or delayed market acceptance of our platform, delays in payment to us by customers,
injury to our reputation and brand, legal claims against us, significant cost of remedying these problems and the diversion of our
resources. In addition, to the extent that we do not effectively address capacity constraints, upgrade our systems as needed and
continually develop our technology and network architecture to accommodate actual and anticipated changes in technology, our
business, financial condition and results of operations, as well as our reputation, may be adversely affected. For example, due to
heightened concerns about the regulatory environment with respect to privacy and security matters, our customers are
increasingly requesting audit certifications, such as SOC 2, Type 11, that we have not yet achieved with respect to some of our
products . Failure to achieve these certifications may adversely impact our ability to grow our business at the pace that may be
expected by our investors. Additionally, material interruptions to our service due to security- related incidents may expose us to
regulatory fines in certain jurisdictions where we operate even in the absence of data loss. Further, the software technology
underlying our platform is inherently complex and may contain material defects or errors, particularly when new products are
first introduced or when new features or capabilities are released. We have from time to time found defects or errors in our
platform, and new defects or errors in our existing platform or new products may be detected in the future by us or our users .
For example, our revenue growth in the first half of 2022 was negatively impacted by challenges with our Grow Solutions
products (including a fault in our platform that resulted in reduced accuracy of one of our monetization tools, as well as
the consequences of ingesting bad data from a large customer) that reduced the efficacy of such products . We cannot
assure you that our existing platform and new products will not contain defects. Any real or perceived errors, failures,
vulnerabilities, or bugs in our platform could result in negative publicity or lead to data security, access, retention or other
performance issues, all of which could harm our business. The costs incurred in correcting such defects or errors may be
substantial and could harm our business. Moreover, the harm to our reputation and legal liability related to such defects or errors
may be substantial and could similarly harm our business. If we or our third- party service providers experience a security
breach or unauthorized parties otherwise obtain access to our customers’ data, our data, or our platform, our platform may be
perceived as not secure, our reputation may be harmed, our business operations may be disrupted, demand for our products may
be reduced, and we may incur significant liabilities. Operating our business and platform involves the collection, storage and
transmission of sensitive, proprietary and confidential information, including personal information of our personnel, customers
and their end users, our proprietary and confidential information and the confidential information we collect from our partners,




customers and creators. The-seeurity-measures-we-take-to-proteet this-Cyber- attacks, malicious internet- based activity,

online and offline fraud, and other similar activities threaten the confidentiality, integrity, and availability of our
sensitive information may-be-breached-and information technology systems, and those of the third parties upon which we
rely. Such threats are prevalent and continue to rise, are increasingly difficult to detect, and come from a variety of
sources, including traditional computer' hackers," threat actors," hacktivists' ” organized criminal threat actors,
personnel (such as through theft or misuse), sophisticated nation states, and nation- state- supported actors. We and the
third parties upon which we rely are subject to a variety of evolving threats, including but not limited to, computer
malware (including as a result of advanced persistent threat mtrusmns) eyber—attacks;eomputer-malware-, software bugs
and vulnerabilities, malicious code, viruses and worms , social engineering (including spear phishing and ransomware attacks),
denial- of- service attacks (such as credential stuffing attacks), credential harvesting, personnel misconduct or error, supply

chain attacks and-valnerabilittes-thretgh-server malfunctions, software ot or hardware fallures ﬂ%&d—p&r&y—veﬂdefs—
haekmg—&nd—loss of data or other mformatlon technology assets effo v g e

similar threats Such 1nc1dents have become more prevalent in our industry in recent years. For example, attempts by malicious
actors to fraudulently induce our personnel into disclosing usernames, passwords or other information that can be used to access
our systems have increased and could be successful. Ransomware attacks are becoming increasingly prevalent and severe and
can lead to significant interruptions, delays, or outages in our operations, loss of data, loss of income, significant extra expenses
to restore data or systems, reputational harm, and the diversion of funds. Extortion payments may alleviate the negative impact
of a ransomware attack, but we may be unwilling or unable to make such payments due to, for example, applicable laws or
regulations prohibiting payments. Our security measures could also be compromised by personnel, theft or errors, or be
insufficient to prevent harm resulting from security vulnerabilities in software or systems on which we rely. Additionally, the
COHD—19pandemte-and-our remote workforce pese-poses increased risks to our IT information-teehnology-assets and data.
Future or past business transactions (such as acquisitions or integrations) could alse-expose us to additional cybersecurity
risks and vulnerabilities fremranynewly-, as our systems could be negatively affected by vulnerabilities present in acquired
or integrated entities’ systems and technologies. Furthermore, we may discover security issues that were not found
during due diligence of such acquired or integrated entities, and it may be difficult to integrate companies into our
information technology infrastraetare-environment and security program . Such incidents have occurred in the past, and may
occur in the future, resulting in unauthorized, unlawful or inappropriate access to, inability to access, disclosure of or loss of the
sensitive, proprietary and confidential information that we handle . For example, like many companies, we use Log4j with
respect to certain software or systems to log security and performance information. A vulnerability in Log4j was
discovered in late 2021 and widely exploited by threat actors, and, upon learning of this vulnerability, we made updates
to our products and infrastructure intended to reduce risks associated with the vulnerability . [nvestigations into potential
incidents occur on a regular basis as part of our Seewrity-security program. Security incidents could also damage our IT
systems, our ability to provide our products and services, and our ability to make the financial reports and other public
disclosures required of public companies. We rely on third parties to provide critical services that help us deliver our solutions
and operate our business. In the course of providing their services, these third parties may support or operate critical business
systems for us or store or process personal information and any of the same sensitive, proprietary and confidential information
that we handle. These third- party providers may not have adequate security measures and have experienced and could
experience in the future security incidents that compromise the confidentiality, integrity or availability of the systems they
operate for us or the information they process on our behalf. Such occurrences could adversely affect our business to the same
degree as if we had experienced these occurrences directly and we may not have recourse to the responsible third parties for the
resulting liability we incur. Because there are many different cybercrime and hacking techniques and such techniques continue
to evolve, we may be unable to anticipate attempted security breaches, react in a timely manner or implement adequate
preventative measures. While we have developed systems and processes designed to protect the integrity, confidentiality and
security of our and our customers’ confidential and personal information under our control, we cannot assure you that any
security measures that we or our third- party service providers have implemented will be effective against current or future
security threats. A security breach or other security incident, or the perception that one has occurred, could result in a loss of
customer confidence in the security of our platform and damage to our reputation and brand, reduce demand for our solutions,
disrupt normal business operations, require us to incur material costs to investigate and remedy the incident and prevent
recurrence, expose us to litigation, regulatory enforcement action, fines, penalties and damages and adversely affect our
business, financial condition and results of operations. These risks are likely to increase as we continue to grow and process,
store and transmit an increasingly large volume of data. We have contractual and legal obligations to notify relevant stakeholders
of security breaches. Most jurisdictions have enacted laws requiring companies to notify individuals, regulatory authorities and
others of security breaches involving certain types of data. In addition, our agreements with certain customers and partners may
require us to notify them in the event of a security breach. Such mandatory disclosures are costly, could lead to negative
publicity and may cause our customers to lose confidence in the effectiveness of our security measures. A security breach could
lead to claims by our customers, their end users or other relevant parties that we have failed to comply with contractual
obligations to implement specified security measures. As a result, we could be subject to legal action or our customers could end
their relationships with us. We cannot assure you that the limitations of liability in our contracts would be enforceable or
adequate or would otherwise protect us from liabilities or damages. Security breaches could similarly result in enforcement
actions by government authorities alleging that we have violated laws requiring us to maintain reasonable security measures.
Additionally, we cannot be certain that our insurance coverage will be adequate for data security liabilities actually incurred,
will cover any indemnification claims against us relating to any incident, will continue to be available to us on economically



reasonable terms, or at all, or that any insurer will not deny coverage as to any future claim. The successful assertion of one or
more large claims against us that exceed available insurance coverage, or the occurrence of changes in our insurance policies,
including premium increases or the imposition of large deductible or co- insurance requirements, could adversely affect our
reputation, business, financial condition and results of operations. In addition, we continue to expend significant costs to seek to
protect our platform and solutions and to introduce additional security features for our customers, and we expect to continue to
have to expend significant costs in the future. Any increase in these costs will adversely affect our business, financial condition
and results of operations. If we fail to timely release updates and new features to our platform and adapt and respond effectively
to rapidly changing technology, evolving industry standards, changing regulations, or changing customer needs, requirements, or
preferences, our platform may become less competitive. The market in which we compete is subject to rapid technological
change, evolving industry standards, and changing regulations, as well as changing customer needs, requirements and
preferences. The success of our business will depend, in part, on our ability to adapt and respond effectively to these changes on
a timely basis. Accordingly, our ability to increase our revenue depends in large part on our ability to maintain, improve and
differentiate our existing platform and introduce new functionality. We must continue to improve existing features and add new
features and functionality to our platform in order to retain our existing customers and attract new ones. For example, if the
technology underlying our high- definition rendering pipeline or our graphics, animation and audio tools become obsolete or do
not address the needs of our customers, our business would suffer. Revenue growth from our products depends on our ability to
continue to develop and offer effective features and functionality for our customers and to respond to frequently changing
privacy and data preteetionrsecurity laws and regulations, policies, and end- user demands and expectations, which will
require us to incur additional costs to implement. If we do not continue to improve our platform with additional features and
functionality in a timely fashion, or if improvements to our platform are not well received by customers, our revenue could be
adversely affected. If we fail to deliver timely releases of our products that are ready for commercial use, release a new version,
service, tool or update with material errors, or are unable to enhance our platform to keep pace with rapid technological and
regulatory changes or respond to new offerings by our competitors, or if new technologies emerge that are able to deliver
competitive solutions at lower prices, more efficiently, more conveniently or more securely than our solutions, or if new
operating systems, gaming platforms or devices are developed and we are unable to support our customers =' deployment of
games and other applications onto those systems, platforms or devices, our business, financial condition and results of
operations could be adversely affected. Our business depends on the interoperability of our solutions across third- party
platforms, operating systems, and applications, and on our ability to ensure our platform and solutions operate effectively on
those platforms. If we are not able to integrate our solutions with third- party platforms in a timely manner, our business may be
harmed. One of the most important features of our platform and solutions is broad interoperability with a range of diverse
devices, operating systems and third- party applications. Our customers rely on our solutions to create and simultaneously
deploy content to a variety of third- party platforms. Similarly, we and our customers also rely on our solutions' interoperability
with third- party platforms in order to deliver services. Currently, we support and have strategic partnerships with over 20 such
platforms. Third- party platforms are constantly evolving, and we may not be able to modify our solutions to assure
compatibility with that of other third parties following development changes within a timely manner. For example, third- party
platforms frequently deploy updates to their hardware or software and modify their system requirements. The success of our
business depends on our ability to incorporate these updates to third- party licensed software into our technology, effectively
respond to changes to device and operating system platform requirements, and maintain our relationships with third- party
platforms. Our success also depends on our ability to simultaneously manage solutions on multiple platforms and our ability to
effectively deploy our solutions to an increasing number of new platforms. Given the number of platforms we support, it can be
difficult to keep pace with the number of third- party updates that are required in order to provide the interoperability our
customers demand. If we fail to effectively respond to changes or updates to third- party platforms that we support, our business,
financial condition, and results of operations could be harmed. We rely upon third- party data centers and providers of cloud-
based infrastructure to host our platform. Any disruption in the operations of these third- party providers, limitations on capacity
or interference with our use could adversely affect our business, financial condition, and results of operations. We currently
serve our users from co- located data centers in the Ynited-States-U. S . We also use various third- party cloud hosting providers
such as Google Cloud, AWS and Tencent to provide cloud infrastructure for our platform. Our Create Solutions and Operate
Grow Solutions rely on the operations of this infrastructure. Customers need to be able to access our platform at any time,
without interruption or degradation of performance, and we provide some customers with service- level commitments with
respect to uptime. In addition, our Operate-Grow Solutions and enterprise game server hosting depend on the ability of these
data centers and cloud infrastructure to allow for our customers’ configuration, architecture, features and interconnection
specifications and to secure the information stored in these data centers. Any limitation on the capacity of our data centers or
cloud infrastructure could impede our ability to onboard new customers or expand the usage of our existing customers, host our
products or serve our customers, which could adversely affect our business, financial condition and results of operations. In
addition, any incident affecting our data centers or cloud infrastructure that may be caused by cyber- attacks, natural disasters,
fire, flood, severe storm, earthquake, power loss, outbreaks of contagious diseases, telecommunications failures, terrorist or
other attacks and other similar events beyond our control could negatively affect the cloud- based portion of our platform. A
prolonged service disruption affecting our data centers or cloud- based services for any of the foregoing reasons would
negatively impact our ability to serve our customers and could damage our reputation with current and potential customers,
expose us to liability, cause us to lose customers or otherwise harm our business. We may also incur significant costs for using
alternative providers or taking other actions in preparation for, or in response to, events that damage the third- party hosting
services we use. In the event that our service agreements relating to our data centers or cloud infrastructure are terminated, or
there is a lapse of service, elimination of services or features that we utilize, interruption of internet service provider



connectivity or damage to such facilities, we could experience interruptions in access to our platform, loss of revenue from
revenue- share and consumption- based solutions, as well as significant delays and additional expense in arranging or creating
new facilities and services or re- architecting our platform for deployment on a different data center provider or cloud
infrastructure service provrder Wthh could adversely affect our business, ﬁnancral condition and results of operations. Hthe

obtain, maintain, protect or enforce our 1ntellectual property and proprietary rrghtq Could impair our ability to protect our
proprietary technology and our brand. Our success depends to a significant degree on our ability to obtain, maintain, protect and
enforce our intellectual property rights, 1nclud1ng our proprretary technology, know- how and our brand The We—fel-y—eﬁ—a

obtain, maintain, protect and enforce our intellectual property rights may be 1nadequate We erl not be able to protect our
intellectual property rights if we are unable to enforce our rights or if we do not detect unauthorized use of our intellectual
property rights. If we fail to protect our intellectual property rights adequately, or fail to continuously innovate and advance our
technology, our competitors could gain access to our proprietary technology and develop and commercialize substantially
identical products, services or technologies. In addition, defending our intellectual property rights might entail significant
expense. Any patents, trademarks or other intellectual property rights that we have or may obtain may be challenged or

errcumvented by others or 1nva11dated or held unenforceable through adnnnrqtratrve proce%%eq —mel-ud-lﬁg—fe——e*a-m—rnﬂt-teﬁ,—rntef

pfeeeed-tngs—er—l-r&ga&en— ln addrtron —desptte—eur—peﬂdmg—pateﬂt—amﬂ-teaﬁens— Wwe cannot assure you that our patent
applications will result in issued patents —Evenif-we-eontinue-to-seekpatent-proteetiontnrthe-fature-, and we may be unable to

obtain or maintain patent protection for our technology. In addition, any patents issued from pending or future patent
applications or licensed to us in the future may not provide us with competitive advantages, or may be successfully challenged
by third parties. Furthermore, legal standards relating to the validity, enforceability and scope of protection of intellectual
property rights are uncertain. Despite our precautions, it may be possible for unauthorized third parties to copy our solutions and
use information that we regard as proprietary to create products that compete with ours. Patent, trademark, copyright and trade
secret protection may not be available to us in every country in which our products are available. The value of our intellectual
property could diminish if others assert rights in or ownership of our trademarks and other intellectual property rights, or
trademarks that are similar to our trademarks. We may be unable to successfully resolve these types of conflicts to our
satisfaction. In some cases, litigation or other actions may be necessary to protect or enforce our trademarks and other
intellectual property rights. Furthermore, third parties may assert intellectual property claims against us, and we may be subject
to liability, required to enter into costly license agreements, required to rebrand our products or prevented from selling some of
our products if third parties successfully oppose or challenge our trademarks or successfully claim that we infringe,
misappropriate or otherwise violate their trademarks or other intellectual property rights. In addition, the laws of some foreign
countries may not be as protective of intellectual property rights as those in the Hnited-States-U. S. , and mechanisms for
enforcement of intellectual property rights may be inadequate. As we expand our global activities, our exposure to unauthorized
copying and use of our platform and proprietary information will likely increase. Moreover, policing unauthorized use of our
technologies, trade secrets and intellectual property may be difficult, expensive and time- consuming, particularly in foreign
countries where the laws may not be as protective of intellectual property rights as those in the Hnited-States-U. S. and where
mechanisms for enforcement of intellectual property rights may be weak. Accordingly, despite our efforts, we may be unable to
prevent third parties from infringing upon, misappropriating or otherwise violating our intellectual property rights. We enter into
confidentiality and invention assignment agreements with our employees and consultants and enter into confidentiality
agreements with other third parties, including suppliers and other partners. However, we cannot guarantee that we have entered
into such agreements with each party that has or may have had access to our proprietary information, know- how and trade
secrets or that has or may have developed intellectual property in connection with their engagement with us. Moreover, we
cannot assure you that these agreements will be effective in controlling access to, distribution, use, misuse, misappropriation,
reverse engineering or disclosure of our proprietary information, know- how and trade secrets. Further, these agreements may
not prevent our competitors from independently developing technologies that are substantially equivalent or superior to our
platform. These agreements may be breached, and we may not have adequate remedies for any such breach. In order to protect



our intellectual property rights, we may be required to spend significant resources to monitor and protect our intellectual
property rights. Litigation may be necessary in the future to enforce our intellectual property rights, such as rights under our
software licenses, and to protect our trade secrets. Litigation brought to protect and enforce our intellectual property rights could
be costly, time- consuming and distracting to management, and could result in the impairment or loss of portions of our
intellectual property. Further, our efforts to enforce our intellectual property rights may be met with defenses, counterclaims 5
and countersuits attacking the validity and enforceability of our intellectual property rights, and if such defenses, counterclaims
or countersuits are successful, we could lose valuable intellectual property rights. Our inability to enforce our unique licensing
structure, including financial eligibility tiers, and our inability to protect our proprietary technology against unauthorized
copying or use, as well as any costly litigation or diversion of our management’ s attention and resources, could delay further
sales or the implementation of our solutions, impair the functionality of our platform, delay introductions of new solutions,
result in our substituting inferior or more costly technologies into our products, or injure our reputation. We license and make
available source code to customers. Although those customers are restricted in the manner in which they can use and share our
source code, we cannot assure you that unauthorized use or copying of our source code will not occur. We rely on periodic
significant updates to our source code to encourage our customers to access our source code through us on a paying or, for
qualified users, non- paying, basis. However, we cannot assure you that this strategy will be effective in ensuring that users are
not misusing or accessing our source code on an authorized basis. Our ability to acquire and maintain licenses to intellectual
property may affect our revenue and profitability. These licenses may become more expensive and increase our costs. While
most of the intellectual property we use is created by us, we have also acquired rights to proprietary intellectual property that
provide key features and functionality in our solutions. We have also obtained rights to use intellectual property through licenses
and service agreements with third parties. Proprietary licenses typically limit our use of intellectual property to specific uses and
for specific time periods. If we are unable to maintain these licenses or obtain additional licenses on reasonable economic terms
or with significant commercial value, our revenue and profitability may be adversely impacted. These licenses may become
more expensive and increase the advances, guarantees and royalties that we may pay to the licensor, which could significantly
increase our costs and adversely affect our profitability. We are-have been and may in the future become subject to intellectual
property drsputes Wl’llCl’l are costly and may subject us to srgmﬁcant lrabrlrty and 1ncreased costs of doing bus1ness We have

otbe -fem&d—teﬂﬂfﬁmge—mtsappfepm&e—eﬁfhemse
y ; are-time- consumlng and expensive to resolve and they divert
management’ s time and attention. Companies in the mternet technology and gaming industries own large numbers of patents,
copyrights, trademarks, domain names and trade secrets and frequently enter into litigation based on allegations of infringement,
misappropriation or other violations of intellectual property or other rights. As we face increasing competition and gain a higher
profile, the possibility of intellectual property rights and other claims against us grows. Our technologies may not be able to
withstand any third- party claims against their use. In addition, many companies have the capability to dedicate substantially
greater resources to enforce the1r 1ntellectual property rlghts and to defend clarms that may be brought agamst them —\Ve—have—a

Any lrtlgat1on may also mvolve patent holdlng companies or other adverse patent owners that have no relevant product revenue,
and therefore, our patents and patent applications may provide little or no deterrence as we would not be able to assert them
against such entities or individuals. If a third party is able to obtain an injunction preventing us from accessing such third- party
intellectual property rights, or if we cannot license or develop alternative technology for any infringing aspect of our business,
we would be forced to limit or stop sales of our solutions or cease business activities related to such intellectual property. In
addition, we may need to settle litigation and disputes on terms that are unfavorable to us. Although we carry general liability
insurance and patent infringement insurance, our insurance may not cover potential claims of this type or may not be adequate to
indemnify us for all liability that may be imposed. We cannot predict the outcome of lawsuits and cannot ensure that the results
of any such actions will not have an adverse effect on our business, financial condition or results of operations. Any intellectual
property claim asserted against us, or for which we are required to provide indemnification, may require us to do one or more of
the following: * cease selling or using products that incorporate the intellectual property rights that we allegedly infringe,
misappropriate or violate;  make substantial payments for legal fees, settlement payments or other costs or damages; * obtain a
license, which may not be available on reasonable terms or at all, to sell or use the relevant technology; or ¢ redesign or rebrand
the allegedly infringing products to avoid infringement, misappropriation or violation, which could be costly, time- consuming

or 1mposs1ble Even if the clarms do not result in htrgatron or are resolved in our favor t-hese—ela-tms—aﬂd—t-he—t-tme—aﬂd—feseufees

there could be pubhc announcements of the results of hearmgs motrons or other interim proceedmgs or developments and 1f
securities analysts or investors perceive these results to be negative, it could have a substantial adverse effect on the price of our
common stock. We expect that the occurrence of infringement claims is likely to grow as the market for our solutions grow.
Accordingly, our exposure to damages resulting from infringement claims could increase, and this could further exhaust our
financial and management resources. We use open source software in our products, which could negatively affect our ability to
sell our services or subject us to litigation or other actions. We use open source software in our products, and we expect to
continue to incorporate open source software in our services in the future. Few of the licenses applicable to open source software



have been interpreted by courts, and there-is-a-riskthat-these licenses could be construed in a manner that could impose
unanticipated conditions or restrictions on our ability to commercialize our products. Moreover, we cannot ensure you that we
have not incorporated additional open source software in our software in a manner that is inconsistent with the terms of the
applicable license or our current policies and procedures. Depending on the terms of certain of these licenses, we may be subject
to certain requirements, including that we make source code available for modifications or derivative works we create based
upon, incorporating or using the open source software and that we license such modifications or derivative works under the
terms of applicable open source licenses. If an author or other third party that distributes such open source software were to
allege that we had not complied with the conditions of one or more of these licenses, we could be required to incur significant
legal expenses defending against such allegations and could be subject to significant damages, enjoined from the sale of our
products that contained the open source software and required to comply with onerous conditions or restrictions on these
products, which could disrupt the distribution and sale of these products. From time to time, there have been claims challenging
the ownership rights in open source software against companies that incorporate it into their products, and the licensors of such
open source software provide no warranties or indemnities with respect to such claims. As a result, we and our customers could
be subject to lawsuits by partlei Clannlng owner%hlp of what we beheve to be open source %oftware thlgatlon could be costly
for us to defend, kav Ramneta ditionrand efoperations;-or require us to devote
additional research and development resources to change our products , elther of whlch could harm our business . [n addition,
although we employ open source software license screening measures, if we were to combine our proprietary software products
with certain open source software in a particular manner we could, under certain open source licenses, be required to release the
source code of our proprietary software productq Some open source projects have known vulnerabilities and architectural
instabilities and are provided on an <" as- is 2" basis which, if not properly addressed, could negatively affect the performance
of our product. If we inappropriately use or incorporate open source software subject to certain types of open source licenses
that challenge the proprietary nature of our products, we may be required to re- engineer such products, discontinue the sale of
such products or take other remed1a1 aetlonq Rl§k§ Related to ear-Our Management, and Brand Attracting , managing and

W , tne{ud-rng—etnema-nagemeﬂt—and et-heiekey—emp}eyees—and-t-he
p a-Sten : y aet-at atirretaining
e*ee&ﬁves—&nd—emp%eyees—we—need—te—suppeﬁ—our talent is crltlcal to epef&&ens—a-nd-gfewt-h—eet&d—hama—our bttsrness—success
Our success and future growth depend upon the continued services of our management team and other key employees. In
particular, our President and Chief Executive Officer, John Riccitiello, is critical to our overall management, as well as the

continued development of our platform, our culture and our strategic d1rect10n Ffeﬂa—&me—te—&me,—t-hefe—may—be—ehaﬁges

Changes in our management team tes whteh—mcludmg

changes due to the ironSource Merger, Could disrupt our bu%lne%i We also are dependent on the continued service of our

existing %oftware englneers because of the CornpleX1ty of our eolutlons Gtrr—seﬂ-ter—m&ﬂagement—&ﬂd-keyemp{eyees-&fe

Mr. Rlccmello or key employee% could harm our business, and we may not be able to ﬁnd adequate replacements. We cannot
ensure that we will be able to retain the services of any members of our senior management or key employees. For example,
certain of our senior management members are subject to share holding thresholds under an Israeli tax ruling we
obtained in connection with the ironSource Merger. Their noncompliance with such tax ruling may result in adverse tax
consequences to them which could harm their morale and that of their teams, and ultimately harm our business. [n
addition ste-exeente-ourgrowth-plan-, we must attract and retain highly qualified personnel. We have had difficulty quickly
filling certain open positions in the past, and we expect to have significant future hiring needs. Competition is intense,
particularly in the San Francisco Bay Area , Tel Aviv, and other areas in which we have offices, for engineers experienced in
designing and developing cloud- based platform products, data scientists with experience in machine learning and artificial
intelligence and experienced sales professionals. In order to continue to access top talent, we will likely continue to grow our
footprint of office locations, which may add to the complexity and costs of our business operations. In addition Frem-time-te
time-, the recent move by companies we-have-expetrienieed;and-we-expeet-to eontinte-to-experieneediffieulty-in-hiring-and
retaining-offer a remote of hybrid work environment may increase the competition for such employee% withrappropriate
qralifieations-from competitors outside of our traditional office locations . Many of the companies with which we compete
for experienced personnel have greater resources than we have. If we hire employees from competitors or other companies, their
former employers may attempt to assert that these employees or we have breached their legal obligations, resulting in a
diversion of our time and resources. In addition, prospective and existing employees often consider the value of the equity
awards they receive in connection with their employment. If the perceived value of our equity awards declines, expetierees

signifteant-volatiity-it may not be as effectlve an mcentlve eiefor -rnefeases-sueh—t-hat—pfes-peeﬁve—attractlng, retalnlng, and

motlvatlng employee% v d

festgﬁ&&eﬁ—eeeuﬁmg—ﬂafettghettt—the—U—S—eeeﬂeﬂa—y— N ew hires require tralnlng and take time before they achleve full

productivity. New employees may not become as productive as we expect, and we may be unable to hire or retain sufficient
numbers of qualified individuals. If we fail to attract new personnel or fail to retain and motivate our current personnel, our
business and future growth prospects would be harmed. If we fail to maintain and enhance our brand, our ability to expand our
customer base will be impaired and our business, financial condition, and results of operations may suffer. We believe that
maintaining and enhancing our brand reputatlon is nnportant to e*paﬂd—support the marketlng and sales— sale of our platform
to new and existing customers, § 0 O
eusterers-and grow our strategic partnerships. We also beheve that the nnportance of brand recognltlon will increase as




competition in our market increases. Successfully maintaining and enhancing our brand will depend largely on the effectiveness
of our marketing efforts, our ability to offer a reliable platform that continues to meet the needs and preferences of our customers
at competitive prices, our ability to maintain our customers’ trust, our ability to continue to develop new functionality to address
a wide variety of use cases and our ability to successfully differentiate our platform from competitors. Our brand promotion
activities may not generate customer awareness or yield increased revenue, and even if they do, any increased revenue may not
oﬁset the expenses we incur in bu11dmo our bmnd lf we fail to sucuessfully plomote and mdmtdm our brand, our busmess

eefmaet—rt—ﬁfe—pes-meﬂ—ma-y—be—hafmed—f{ls ks Reldted to Ld\\ S, Reouldtlons and the (Jlobdl Economy We are sub]ect to 1ap1dly

changing and increasingly stringent laws, regulations, contractual obligations, and industry standards relating to privacy, data
security, and the protection of children. The restrictions and costs imposed by these requirements, or our actual or perceived
failure to comply with them, could harm our business. Our products, and particularly our Operate-Grow Solutions, rely on our
ability to process sensitive, proprietary, confidential, and regulated information, including personal infermation;-trade-seerets;
intelleetnal-propertyand-business-information, that belongs to us or that we handle on behalf of others such as our customers.
These activities are regulated by a variety of federal, state, local, and foreign privacy and data security laws and regulations,
which have become increasingly stringent in recent years and continue to evolve. Any actual or perceived non- compliance
could result in litigation and proceedings against us by-governmental-entities-, eustomers;-individuals-er-others—fines and civil or
criminal penalties , for-us-oreompany-offtetats;-obligations to cease offerings or to substantially modify our Operate-Grow
Solutions in ways that make them less effective in certain jurisdictions +, negative publicity , and-harmrte-otur-brand-and
reputation;-and reduced overall demand for our platform or reduced returns on our ©perate-Grow Solutions. Internationally,
most jurisdictions in which we or our customers operate have adopted privacy and data security laws. For example, European
privacy and data security laws, including the European Union' s “EB&"-General Data Protection Regulation (" EU GDPR ”
) 26+6+679-, the United Kingdom’ s GDPR (*“ UK GDPR") applies-and others, impose significant and complex burdens
on processing personal information and provide for robust regulatory enforcement and significant penalties for
noncompliance. For example, under the EU GDPR, companies can face litigation, bans on data processing, fines of up to
the greater of 20 million Euros or 4 % of worldwide annual revenue, and private litigation related to processing of
personal information brought by classes of data subjects or consumer protection organizations authorized at law to
represent their interests. Regulators, courts, and platforms have increasingly interpreted the GDPR and other privacy
and data security laws as requiring affirmative opt- in consent to use cookies and similar technologies for
personalization, advertising, and analytics. Proposed regulations could also impose onerous obligations related to
artificial intelligence ("' AI"), the use of cookies and other online tracking technologies on which our products rely, and
online direct marketing. Any of these could increase our exposure to regulatory enforcement actions, increase our
compliance costs, and adversely affect our business. Globally, certain jurisdictions have enacted laws that may require
data localization and have imposed requirements for cross- border transfers of personal information. For example, the
cross- border transfer landscape in Europe remains unstable despite an agreement in principle between the U. S. and
Europe, and other countries outside of Europe have enacted or are considering enacting cross border data transfer
restrictions and laws requiring data residency. The EU GDPR, UK GDPR, and other European privacy and data
securlty laws generally prohlblt the transfer of personal information to countries 0uts1de the Eumpedn Economic Area ("

eeuﬁ’fﬂes—eu’fs-tée—t-he—E-E%r such as the U-mt:ed—Stafes—U S Whteh—that are not considered by the Eumpedn Commission to
provide an adequate level of data protection. In-addition;-Swiss-Although there are currently various mechanisms that may
be used to transfer personal information from the EEA and Hi-the United Kingdom to the U. S. in compliance with law ,
eeﬁf&rn—ﬁmr}&r—d&ta—tf&nsfeﬁes&te&eﬁs—as—ﬂ&e—these GBP-R—mechanlsms are subject to legal challenges, and there is no




jurisdietions;there-remains seme-uneertainty—- uncertain in light regarding-the-future-of these—- the evolving regulatory
landscape both w1th1n and efess-—beﬁie%d&ta—tf&ﬂsfefs—@eﬂﬂtﬂes—oumde of Eulope hwe—eﬂaefed—e%afe—eeﬂstdeﬂﬂg—s-rm-}ﬁ

y ata-tra , which
could increase the cost and complex1ty 01‘ domg busmess If we cannot 1mplement a valid meuhamsm for cross- border personal
information transfers, we may face increased exposure to regulatory actions, penalties, and data processing restrictions or bans,
and reduce demand for our services. Loss of our ability to import personal information from Europe and elsewhere may also
require us to increase our data processing capabilities outside the U. S. at significant expense. Similarly Addittonaly—inAugust
262+, China adepted-the-' s Personal Information Protection Law and Data Security Law (“PHE")-, Canada’' s Personal
Information Protection and Electronic Documents Act, related provincial laws, and Canada' s Anti- Spam Legislation,
Israel' s Privacy Protection Law 5741- 1981, and new and emerglng privacy and data security regimes in other

Jurlsdlctlons in w hich fakes—effeet—we operate, such as J apan s Act on Nevem-ber—l,—Z—GQ—l.—'Phe—P—I—P—L—m&edﬂee&a—}ega-}

Act, broadly regulate processing of personal information 1 3
developing-impose comprehensive compliance obligations and penaltles ﬂ&e—mpaet—t-l&a-t—P—I—P{r\#rH—ha-ve-eﬂ—bttsrnesses
remains-uneertan. [n the Ynited-States-U. S. , federal, state, and local governments have enacted numerous privacy and data
secunty ]dWS 1mlud1ng ddtd breach notlhcatlon laws, personal information prwdcy laws, health information privacy laws, and

A Yy . A e —For example, Califernia
eﬂaefed-the TCPA i lmposes various consumer consent requlrements and other restrlctlons on certain telemarketing
activity and other communications with consumers by phone, fax or text message. TCPA violations can result in
significant financial penalties, including penalties or criminal fines imposed by the Federal Communications Commission
or fines of up to $ 1, S00 per violation imposed through private litigation or by state authorities. In addition, the
California Consumer Privacy Act (" CCPA") , which teekeffeetondanuary+applies to personal information of consumers ,
%G%G-busmess representatlves, and employees, IMpOses sev eral obllgatlons on cov ered busmesses mcludmo feqﬂ-rmrg—speerﬁe

requirements to , among other things, respond to requests hom ( dllfOInld remdents reldted to thelr pelsondl 1nt0rmdt10n The
(CPA contains smmhednt potentlal penaltles for noncompllame (up to b 7,500 per violation). Additionally, #is-antietpated

d newly-adopted-California Privacy Rights
ALt (Lexpands the GP-&A— CCPA —)—’ s requlrements 1nclud1ng by addmg new rights whiehis-setto-beecome-effeetive-in
January2623-and whiehis-expeeted-establishing a new regulatory agency to implement and inerease-the-risk-ofenforeement
---- enforce aetions-the law . Other states are considering or have also enacted privacy and data security laws. For example,
Virginia and-. Utah, Colorado , and Connecticut have similarly enacted comprehensive privacy and data security laws. Our
actual or percelved noncomphance w1th these and other emerglng state laws such eempfehemswe—laws could harm our
business 0 : ; 0 oPriv ; v d 0 d
beeeme—effeet—we—m%@%%— TheIe 1S also increasing focus at the state and fedeml lex el on use 01‘ sensitive categories of data thdt
Yntty-we may be deemed to collect from time to time. For example, several states and localities have enacted statutes banning or
restricting the collection of biometric information and have enacted measures related to the use of AI and machine learning
in products and services . In addition, Seme-some of our products employ technology to help creators build augmented and
virtual reality applications, and their use to recognize and collect information about individuals could be perceived as subject to
these—- the emerging regulations relating to biometric privacy laws. Although we aim have-endeavered-to comply with these
emerging laws, our actual or perceived noncompliance may expose us the-eoteetiorrof biometrie-information-has
tnereasingly-beensubjeet-to litigation risks . There are emerging cases applying existing privacy and data security laws in the U.
S., such as the federal and state wiretapping laws in novel and potentially impactful ways that may affect our ability to offer
certain products. The outcome of these cases could cause us to make changes to our products to avoid costly litigation,
government enforcement actions, damages, and penalties under these laws, which could adversely affect our business, results of
operations, and our financial condition. Another area of increasing focus by regulators is children' s privacy. Enforcement of
longstanding privacy laws, such as the Children' s Online Privacy Protection Act (" COPPA"), has increased and may that-trend
is-expeetedto-continue under the new generation of privacy and data secunty laws and regulations ., such as the GDPR, CCPA,
and-EPRA-Ferexample;the UK’ Bs Information Commissioner & s Office reeently-enaeted-the-Age Appropriate Design
Code (" Children’ s Code"), and whieh-impeses-various-obligationsrelating-to-the proeessing-ofehildrenr’s-data-California
Age- Appropriate Design Code Act (“ Design Code ). European regulators are expected to introduce guidance for age
appropriate design across all countries implementing the GDPR as well . We have previously been subject to claims related
to the privacy of minors predicated on COPPA and other privacy and data security laws, and we may in the future face claims
under COPPA, the GDPR, the Children' s Code, the CCPA, the €PRA-Design Code , or other laws relating to children>'s
privacy —Apart-frotrtherequirements-ef privaey-and data security taws-. In addition to i increasing government regulation ,
we have obligations relating to privacy and data security under our published policies and documentation, contracts and
applicable industry standards . For example, we may also be subject to the PCI DSS, which requires companies to adopt
certain measures to ensure the security of cardholder information, including using and maintaining firewalls, adopting
proper password protections for certain devices and software, and restricting data access. Noncompliance with PCI-
DSS can result in penalties ranging from $ 5, 000 to $ 100, 000 per month by credit card companies, litigation, damage to
our reputation, and revenue losses. Our business is materially reliant on revenue from behavioral, interest- based, or
tailored advertising (collectively," targeted advertising'), but delivering targeted advertisements is becoming
increasingly difficult due to changes to our ability to gather information about user behavior through third party




platforms, new laws and regulations, and consumer resistance. Major technology platforms on which we rely to gather
information about consumers have adopted or proposed measures to provide consumers with additional control over the
collection, use, and sharing of their personal data for targeted advertising purposes. For example, Apple allows users to
easily opt- out of activity tracking across devices, which has impacted and may continue to impact our business.
Similarly, Google announced similar plans to adopt additional privacy controls on its Android devices to allow users to
limit sharing of their data with third parties and reduce cross- device tracking for advertising purposes. Additionally,
Google has announced that it intends to phase out third- party cookies in its Chrome browser, which could make it more
difficult for us to target advertisements. Other browsers, such as Firefox and Safari, have already adopted similar
measures. In addition, legislative proposals and present laws and regulations regulate the use of cookies and other
tracking technologies, electronic communications, and marketing. For example, in the EEA and the U. K., regulators are
increasingly focusing on compliance with requirements related to the targeted advertising ecosystem. European
regulators have issued significant fines in certain circumstances where the regulators alleged that appropriate consent
was not obtained in connection with targeted advertising activities. It is anticipated that the ePrivacy Regulation and
national implementing laws will replace the current national laws implementing the ePrivacy Directive, which may
require us to make significant operational changes. In the U. S., the CCPA, for example, grants California residents the
right to opt- out of a company' s sharing of personal data for advertising purposes in exchange for money or other
valuable consideration and requires covered businesses to honor user- enabled browser signals from the Global Privacy
Control. Partially as a result of these developments, individuals are becoming increasingly resistant to the collection, use,
and sharing of personal data to deliver targeted advertising. Individuals are now more aware of options related to
consent," do not track" mechanisms (such as browser signals from the Global Privacy Control), and “ ad- blocking ”
software to prevent the collection of their personal information for targeted advertising purposes. As a result, we may be
required to change the way we market our products, and any of these developments or changes could materially impair
our ability to reach new or existing customers or otherwise negatlvely affect our operatlons Although we endeavor to
comply with these obligations, we may have actually or allegedly fa 0 4
thatwe-have-failed to do so or have otherwise processed data improperly. For example, in 2019 we becqme aware of a resedwh
paper alleging that our software, including an older version of the Unity Editor, was inappropriately configured to collect
hardware- based persistent identifiers, or MAC addresses. Although we did not use this information to measure behavior or track
individuals as alleged by the researchers and we have disabled the configuration described in the paper, we could be subject to
enforcement action or litigation alleging that this instance or our other data processing practices violate our contractual
obligations, policies, federal or state laws prohibiting unfair or deceptive business practices, or other privacy laws. In response to
the increasing restrictions of global privacy and data security laws, our customers have sought and may continue to seek
increasingly stringent contractual assurances regarding our handling of personal information, and may adopt internal policies
that limit their use of our Operate-Grow Solutions. In addition, privacy advocates and industry groups have regularly proposed,
and may propose in the future, self- regulatory standards by which we are legally or contractually bound. If we fail to Comply

W 1th these contractual oblls_dtlons or standards, we may face substdntldl contractual liability or fmes The =

imposed by rapidly chdns_um prwdcy and data security laws, plattorm providers, and dppllCdthl] stores reguires— require us to
dedicate significant resources to compliance, and could also hmlt our ablllty to opemte hdrm our reputdtlon reduce demdnd for

our products, and subject us to regulatory enforcement action
personabinformation)-, private litigation, and other liability. Such occurrences could ddversely atfect our busmess hndncml
condition, and results of operations. Companies and governmental agencies may restrict access to platforms, our website, mobile
applications, application stores or the Internet generally, which could lead to the loss or slower growth of our customers’ end
users and negatively impact our operations. Governmental agencies in any of the countries in which we, our customers or end
users are located, such as China, could block access to or require a license for our platform, our website, mobile applications,
operatms_ system pldtfmms dppllCdthH stores or the Internet generally for a number of reasons, mcludmo sewrlty,

Collectmg, data w 1thm a country’ s bordeIs as part of broadel prwdcy reldted concerns, which Could atfect our busmess F01
example, the Indian government reeently-blocked the distribution of several applications of Chinese origin in the interest of
sovereignty and integrity of India, defense of India, and security of the Indian state. In undertaking thls action, the lndldn

government partially blocked some of Umty s services. Whlle W
to-explatn-our services were ultimately by ey
unblocked eur-serviees—H-in that instance, if other Countrles block our data transfers or services or take similar action against
us, our customers, our services, and our business could be harmed. Adverse changes in the geopolitical relationship between the
Bnited-States-U. S. and China or changes in China' s economic and regulatory landscape could have an adverse effect on
business conditions. Because our continued business operations in China , including our joint venture in China, constitute a




significant part of our current and future revenue growth plans, adverse changes in economic and political policies relating to
China could have an adverse effect on our business. An escalation of recent trade tensions between the U. S. and China has
resulted in trade restrictions that harm our ability to participate in Chinese markets. For example, U. S. export control
regulations relating to China have created restrictions with respect to the sale of our products to various Chinese customers and
further changes to regulations could result in additional restrictions. Additionally, proposed restrictions in the U. S. on
outbound investment may impair our ability to support our subsidiaries in China, including our majority owned joint
venture. Sustained uncertainty about, or worsening of, current global economic conditions and further escalation of trade
tensions between the U. S. and its trading partners, especially China, could result in a global economic slowdown and long- term
chanoes to ;Dlobal trade, 1nclud1ng retallatory tldde restrictions that further resmct our ablhty to operate in Chlna T—he—Gh-rﬂese

eha-&ges—Any actions dnd pollcles adopted by the govemment of the People s Republic of Chlna (" PRC") partlcularly with
regard to intellectual property rights and existing cloud- based and Internet restrictions for non- Chinese businesses, or any
prolonged slowdown in China’ s economy, due to the COVID- 19 pandemic or otherwise , could have an adverse effect on our
business, results of operations and financial condition. In particular, PRC laws and regulations impose restrictions on foreign
ownershlp of comp"lmes that engage in mternet market survey, cloud based services and other related busmesses hom time to

operating results. We are subject to anti- corruption, anti- br1be1y, anti- money 1dunder1no and umlhr laws, and non-
compliance with such laws can subject us to criminal or civil liability and harm our business, financial condition and results of
operations. We are subject to the FCPA, U. S. domestic bribery laws, the B&-U. K. Bribery Act and other anti- corruption and

anti- money 1aunder1ng laws in the countries 1r1 which we conduct activities —Anti—eorraptionand-anti—briberylaws-have-been

feei-p-}eﬁs—m—t-he—pub-l-te—efpfwa{e-seefe% As we increase our globdl sales and busmess to the pubhc sector dnd fulther de\ elop

our reseller channel, we may engage with business partners and third- party intermediaries to market our solutions and obtain
necessary permits, licenses and other regulatory approvals. In addition, we or our third- party intermediaries may have direct or
indirect interactions with officials and employees of government agencies or state- owned or affiliated entities. We can be held
liable f01 the cmrupt or other illegal activ mes of these thlrd pcuty 1ntermedlar1es our employees representmves Contractors

Compllance Wlth such laws is costly we cannot assure you that none of our employees and agents will take actions in violation
of our pollcles and applicable law, for Whlch we may be ultlmately held responsible. As-we-inerease-ourglobal-sales-and
v Y D = v A 9 A A Z ctotatio a

fees-. We are subject to 5ove1nmenta1 expmt and import controls and economic sanctions laws that could impair our ability to

compete in ;Dlobal markets or subject us to liability if we violate the controls. Qurplatformis-subjeetto-U—S—exporteontrols:




operate add-rt—teﬁ—te—t-he—U-mted—Stafes—res_ulate the 1mp0rt and expmt of certam encryptlon and other technology, including
import and export licensing requirements, and have enacted laws that could limit our ability to distribute our products or could
limit our customers’ ability to implement our products in those countries. Our €hanges-neur-products and services are subject
to export controls and economic sanctions laws and regulations of the United States and potentially other jurisdictions in
which we have operations. Compliance with such laws and regulations can be time- consuming and may result in the
delay or loss of sales opportunities. We previously inadvertently provided products and services to some customers in
apparent violation of U. S. export control and economic sanctions laws. After voluntarily disclosing such noncompliance
to relevant U. S. authorities, we received a warning letter, with no imposition of monetary fines or penalties. In the future
ehanges-, if we, or our resellers, are found to be in violation of U. S. sanctions or export control regulations, significant
fines or penalties and possible incarceration for responsible employees and managers, as well as reputational harm and

loss of busmess, could result Any change in export or 1mp01t reguldtlons - 1nclud1ng may—efeafe-de{ays—m—t-he—mtfeéueﬂeﬁ

and import controls or chan;ae in the countries, 5ove1nments persons or technoloues targeted by such res_ulatlons could result
m decredsed use of our platfmm by, or in our decreased ablhty to expmt or sell our products to, ex1st1ng or potentldl customers

majefg-}eba-l—mﬁﬂéets—would adv ersely affect our business, results of opeldtlons and growth prospects Sales to government
entities and highly regulated organizations are subject to a number of challenges and risks. We sell our offerings, particularly

within our Create Solutions aﬂd-epef&fe—Se-}t&teﬁs—te—U—S—feéefal— state-to a varlety of domestic and teeal-foreign

as-to customers in highly
Sellmg to such entities can be hléhly

affected by public sector budgetdry cycles and funding authorlzatlons dnd fundmo reductions or del"lys may ddversely affect

public sector demand that could develop for our solutions. Further, these gevernmentat-and-highlyregulated-cntities may

demand or require contract terms and product and-selutterfeatures or certifications that differ from our standard arrangements
and are less favorable or more difficult to maintain than our standard terms that-we-negotiate-with-private-seetor-eustomers-or
product features otherwise-make-avatlable-. Such entities may have statutory, contractual or other legal rights to terminate
contracts with us or our partners for convenience or for other reasons. Any such termination may adversely affect our ability to
provide our platform to other government customers and could adversely impact our reputation, business, financial condition
and results of operations —=We could be required to collect additional sales, value added or similar taxes or be subject to other tax
liabilities that may increase the costs our clients would have to pay for our solutions and adversely affect our results of
operations. We collect sales, value added or similar indirect taxes in a number of jurisdictions. An increasing number of states
have considered or adopted laws that attempt to impose sales tax collection obligations on out- of- state companies.
Additionally, the Supreme Court of the United States ruled in South Dakota v. Wayfair, Inc. et al (" Wayfair") that online sellers
can be required to collect sales and use tax despite not having a physical presence in the buyer’ s state. In response to Wayfair, or
otherwise, states or local governments may adopt, or begin to enforce, laws requiring us to calculate, collect, and remit taxes on
sales in their jurisdictions. Similarly, many foreign jurisdictions have considered or adopted laws that impose walae-added;
digital-servieeor-simiar-taxes ;on companies despite not having a physical presence in the foreign jurisdiction , including
digital service taxes . A successful assertion by one or more states, or foreign jurisdictions, requiring us to collect taxes where
we presently do not do so, or to collect more taxes in a jurisdiction in which we currently do collect some taxes, could result in

substantial tax 1lab111tles 1ndud1ng taxes on past sales, as well as penaltles and interest. Thls:f—he—feqtufeﬂ&eﬁt—te-ee-l-}eet—sa-}es—

jﬁrisdieﬁeﬂ—could also create dddltlondl ddmmlstmtlve burdens for us, put us at a competitive dlsadvqntaoe if they do not impose
similar obligations on our competitors, and decrease our future sales, which could harm our business and results of
operations. Changes in our effective tax rate or tax liability may have an a-matertaladverse effect on our results of



operations. Our effective tax rate could increase due to several factors, including: ¢ changes in the relative amounts of
income before taxes in the various jurisdictions in which we operate that have differing statutory tax rates; * changes in
tax laws, tax treaties, and regulations or the interpretation of them; * changes to our assessment of our ability to realize
our deferred tax assets that are based on estimates of our future results, the feasibility of possible tax planning strategies,
and the economic and political environments in which we do business ; * the outcome of current and future tax audits,
examinations or administrative appeals; and ¢ limitations or adverse findings regarding our ability to do business in
some jurisdictions. Any of these developments could adversely affect our results of operations. Uncertainties in We
eontinualy-monitor-the evelving-interpretation and application of existing, new and proposed tax reguirements-laws and
regulations could materially affect our tax obligations and effective tax rate. The tax regimes to which we are subject or
under which we operate are unsettled and may be subject to significant change. The issuance of additional guidance
related to existing or future tax laws, or changes to tax laws, tax treaties or regulations proposed or implemented by the
current or a future U. S. presidential administration, Congress, or taxing authorities in the-other jurisdictions , including
jurisdictions outside of the United States, could materially affect our tax obligations and effective tax rate. To the extent
that such changes have a negative impact on us, including as a result of related uncertainty, these changes may adversely
impact our business, financial condition, results of operations, and cash flows. The amount of taxes we pay in different
jurisdictions depends on the application of the tax laws of various jurisdictions, including the United States, to our
international business activities, the relative amounts of income before taxes in the various jurisdictions in which we
operate , new and-thesejurisdietions-where-otr— or eustomersresiderevised tax laws, or interpretations of tax laws and
policies, the outcome of current and future tax audits, examinations or administrative appeals, our ability to realize our
deferred tax assets, and our ability to operate our business in a manner consistent with our corporate structure and
intercompany arrangements . Our ability to use our net operating losses, credits, and certain other tax attributes to offset future
taxable income or taxes may be subject to certain limitations. As of December 31, 2624-2022 , we had net operating loss ("
NOL") carryforwards for U. S. federal, state, and foreign purposes of $ 785 +—0-billten; $3922-millien,and-$449- 8 million,
$ 415. 0 million and $ 1. 1 billion , respectively, which may be available to offset taxable income in the future, and portions of
which expire in various years beginning in 2024. A lack of future taxable income would adversely affect our ability to utilize a
portion of these NOLs before they expire. Under the current law, federal NOLs incurred in tax years beginninL after December

, 2017, may be carried forward indefinitely, but the deductibility of such federal NOLs , is limited to 80 % of taxable income.
ln addition, under Sections 382 and 383 of the Internal Revenue Code of 1986, as amended (;erthe " Code "), a corporation

that undergoes an “-'"" ownership change 2" (as defined under Section 382 of the Code and applicable Treasury Regulations) is

subject to limitations on its ability to utilize its pre- change NOL carryforwards and certain other tax attributes to offset post-
change taxable income or taxes. We may experience future ownership changes that could affect our ability to utilize our NOL
carryforwards to offset our income. Furthermore, our ability to utilize NOL carryforwards of companies that we have acquired
or may acquire in the future may be subject to limitations. In addition, at the state level, there may be periods during which the
use of NOL canvtom ards is suspended or otherwise llmlted w hich Could au:elerate or peunanently increase state taxes owed.

mﬁmﬁ—aﬂﬂttaﬁy—fer—%@%@—l@%l—aﬂd%@%ﬁhese reasons, we may not be able to utlllze all ot the N()Ls even 1t we attam

profitability, which could potentially result in increased future tax liability to us and could adversely affect our operating results
and financial condition . The tax benefits that are available to us require us to continue to meet various conditions and
may be terminated or reduced in the future, which could increase our costs and taxes. We believe that our main Israeli
subsidiaries acquired as part of the ironSource Merger are eligible for certain tax benefits provided to a" Preferred
Technological Enterprise" under the Israeli Law for the Encouragement of Capital Investments, 5719- 1959 (the «
Investment Law ”). In order to remain eligible for the tax benefits provided to a" Preferred Technological Enterprise"
we must continue to meet certain conditions stipulated in the Investment Law and its regulations, as amended. If these
tax benefits are reduced, canceled or discontinued, our Israeli taxable income from the Preferred Technological
Enterprise would be subject to regular Israeli corporate tax rates. The standard corporate tax rate for Israeli companies
has been 23 % since 2018 . Any legal proceedings, claims against us, or other disputes could be costly and time- consuming to
defend and could harm our reputation regardless of the outcome. We are and may in the future become subject to legal
proceedings and claims that arise from time to time, such as claims brought by our customers in connection with commercial
disputes e, employment claims made by our current or former employees , or securities class action litigation suits . We-were
previousty-involvedin-For example, we are currently defendlng agalnst a putatlve securities class action complaint, and
two derivative complaints, alleging rets W ames-that inetude-the
Company and 1ts executlves made false ot or se-ft-w&re—mlsleadmg statements dnd -rnel-u&e—&l-}egat-reﬂs—fe}ated-/ or failed to




A attons—\We are subject to laws and regulatrons worldwide, many of
Wthh are unsettled and strll developmg and Wthh could increase our costs or adversely affect our business. We are subject to a
variety of laws in the United-States-U. S. and abroad that affect our business, including state and federal laws regarding
consumer protection, advertising, electronic marketing, protection of minors, privacy and data security proteetion-and-privaey-,
data localization requirements, online services, anti- competition, labor, real estate, taxation, intellectual property ownership and
infringement, export and national security, tariffs, anti- corruption and telecommunications, all of which are continuously
evolving and developing. The scope and interpretation of the laws that are or may be applicable to us are often uncertain and
may be conflicting, particularly laws outside the United-States-U. S., and compliance with laws, regulations and similar
requirements may be burdensome and expensive. Laws and regulations may be inconsistent from jurisdiction to jurisdiction,
which may increase the cost of compliance and doing business. Any such costs, which may rise in the future as a result of
changes in these laws and regulations or in their interpretation, could make our platform less attractive to our customers or cause
us to change or limit our ability to sell our platform. We have policies and procedures designed to ensure compliance with
applicable laws and regulations, but we cannot assure you that our employees, contractors or agents will not violate such laws
and regulations or our policies and procedures. In particular, as a result of our Operate-Grow Solutions, we are potentially
subject to a number of foreign and domestic laws and regulations that affect the offering of certain types of content, such as that
which depicts violence, many of which are ambiguous, still evolving and could be interpreted in ways that could harm our
business or expose us to liability. In addition, there are ongoing academic, political and regulatory discussions in the Hnited:
States-U. S. , Europe, Australia and other jurisdictions regarding whether certain game mechanisms, such as loot boxes, and
game genres, such as social casino, rewarded gaming and gambling, should be subject to a higher level or different type of
regulation than other game genres or mechanics to protect consumers, in particular minors and persons susceptible to addiction,
and, if so, what such regulation should include. New regulation by the U. S. federal government and its agencies, such as the
FTC, U. S. states and state agencies or foreign jurisdictions, which may vary significantly across jurisdictions, could require that
certain game content be modified or removed from games, increase the costs of operating our customer’ s games, impact player
engagement and thus the functionality and effectiveness of our Operate-Grow Solutions or otherwise harm our business
performance . For example, one of our acquired products within our Grow Solutions, Tapjoy’ s Offerwall, is subject to
certain obligations under a consent order which resulted from an FTC investigation. Noncompliance with this consent
order, or other future orders, may result in the imposition of substantial fines, penalties and costs that would adversely
impact our financial condition and operating results . It is difficult to predict how existing or new laws may be applied. If
we become liable, directly or indirectly, under these laws or regulations, we could be harmed, and we may be forced to
implement new measures to reduce our exposure to this liability. This may require us to expend substantial resources or to
modify our Operate-Grow Solutions, which would harm our business, financial condition and results of operations. In addition,
the increased attention focused upon liability issues as a result of lawsuits and legislative proposals could harm our reputation or
otherwise impact the growth of our business. Any costs incurred as a result of this potential liability could harm our business,
financial condition , or results of operations. It is possible that a number of laws and regulations may be adopted or construed to
apply to us or our customers in the Batted-States-U. S. and elsewhere that could restrict the online and mobile industries,
including player privacy, advertising, taxation, content suitability, copyright, distribution and antitrust, and our solutions or
components thereof may be deemed or perceived illegal or unfair practices. Furthermore, the growth and development of
electronic commerce and virtual items may prompt calls for more stringent consumer protection laws that may impose
additional burdens on companies such as us and our customers conducting business through the Internet and mobile devices. We
anticipate that scrutiny and regulation of our industry will increase and we will be required to devote legal and other resources to
addressing such regulation. For example, existing laws or new laws regarding the marketing or the use of in- app purchases or
such enabling technology, labeling of free- to- play games or regulation of currency, banking institutions, unclaimed property or
money transmission may be interpreted to cover games made with our solutions and the revenue that we receive from our
Operate-Grow Solutions. If that were to occur, we may be required to seek licenses, authorizations or approvals from relevant
regulators, the granting of which may be dependent on us meeting certain capital and other requirements and we may be subject
to additional regulation and oversight, all of which could significantly increase our operating costs. Changes in current laws or
regulations or the imposition of new laws and regulations in the United-States-U. S. or elsewhere regarding these activities may
lessen the growth of mobile gaming and impair our business, financial condition or results of operations. Risks Related to eur
Our Convertible Notes Qur Notes and the issuance of shares of our common stock upon conversion of the Notes, if any,
may impact our financial results, result in dilution to our stockholders, create downward pressure on the price of our
common stock, and restrict our ability to raise additional capital or to engage in a beneficial takeover. Scrvicing our debt
requires a significant amount of cash, and we may not have sufficient cash flow from our business to pay our substantial debt.

Our abrhty to make scheduled payments of the prmcrpal of, to pay interest on or to refinance our indebtednessineluding the $1-

%92—1—depends on our future performance Wthh is subject to economic, financial, competitive and other factors beyond our
control. If the assumptions underlying our cash flow guidance are incorrect, fer—e*am-p%e—due—te—t-he—uﬁkﬁewn—tmpaets—e-f—t-he
GGSH-B-—IQ-paﬁdemte—our busmess may not continue to generate cash flow from operations in the future sufficient to service
our debt 4 Hig - Feapita . If we are unable to generate such cash flow, we
may be required to adopt one or more alternatives, such as selling assets restructuring debt or issuing additional equity, equity-
linked or debt instruments on terms that may be onerous or highly dilutive. Our ability to refinance our indebtedness will
depend on the capital markets and our financial condition at such time. If we are unable to engage in any of these activities or
engage in these activities on desirable terms, we may be unable to meet the eur-debt-obligations of our inelading the 2626




Notes, which w ould muterlally dnd adv e1sely 1mpdct our busmess financial condition and opemtma 1esults In addltlon, 1f

of our common stock —T—he—are 1ssued to the holders of the Notes upon conversion , e-f—seme—era-l—l—eﬂ-he—there w1ll be
dilution to %9%6%tes—may—d-rlute—t-he—ew&ershrp—rﬂterests—e-ﬁou1 stockholders ? equlty and —Upoen-eonversiorrof-the market
price 6N G : : f our common stock rer-aeombination
ef—eash—&nd—shares—may decrease due to the addltlonal selling pressure m the market Any downward pressure on the price
of our common stock caused by the sale, —I-Pwe—eleet—te-sett-le—etuh or eeﬁverswﬂ—eb-l-rg&ﬁeﬁ—m—potentlal sale, of shares efeur

1ssuable upon conversion of the Notes could also encourage short sales by thlrd parties, creatmg additional downward
pressure on our share price. Certain provisions in the indenture governing the Notes may delay or prevent an otherwise
beneficial takeover attempt of us. For example, a takeover of us may trigger a requirement in each indenture governing
the Notes that we repurchase the Notes and / or increase the conversion rate, which could make it costlier for a potential
acquirer to engage in such eonversioneould-adversely-takeover. Such additional costs may have the affeet-effect of
delaying or preventing a takeover of us that would otherwise be beneficial to investors. We may from time to time seek to
retire or purchase our outstanding debt, including the Notes, through cash purchases and / or exchanges for equity
securities, in open market purchases, privately negotiated transactions or otherwise. Such repurchases or exchanges, if
any, will depend on prevailing market priees-ef-conditions, our liquidity requirements, contractual restrictions, and other
factors. The amounts mvolved in any such transactlons, 1nd1v1dually ot or in eeﬂa-rneﬁ—steelel-n—add-rﬁeﬁ—the aggregate,

indebtedness, which could impact b
Notes-into-shares-of such indebtedness ot . The conditional
conversion feature of the 2026-Notes, if triggered, may dd\ ersely affect our financial condmon dnd operating results. In the
event the conditional conversion feature of the 2626-Notes is triggered, holders of the 2026-Notes will be entitled under each
indenture governtng-the2026-Netes-to convert their notes at any time during specified periods at their option. If one or more
holders elect to convert their 2626-Notes, unless we elect to satisfy our conversion obligation by delivering solely shares of our
common stock (other than paying cash in lieu of delivering any fractional share), we would be required to settle a portion or all
of our conversion obligation through the payment of cash, which could adversely affect our liquidity. As of December 31, 202+
2022 , the 2626-Notes are not convertible at the option of the holder. In addition, even if holders do not elect to convert their
2026-Notes, we could be required under applicable accounting rules to reclassify all or a portion of the outstanding principal of
the %9%6—N0tes as a current rather thdn long- term lmblhty which would 1esult in a material reduction of our net working capltal

common stock. In connection with the pﬂetng—lssuance of ] p 6

the option-to-purchase-additional-2026 Notes, we entered into cupped Call transactions (the" (dpped C all Tmnsact]ons”) with
certain of the initial purchasers of the 2026 Notes or affiliates thereof and other financial institutions (the" option
counterparties"). The Capped Call Transactions cover, subject to customary adjustments, the number of shares of our common
stock initially underlying the 2026 Notes. The Capped Call Transactions are expected generally to reduce the potential dilution
to our common stock upon any conversion of 2026 Notes and / or offset any cash payments we are required to make in excess of
the principal amount of converted 2026 Notes, as the case may be, with such reduction and / or offset subject to a cap. In
connection with establishing their initial hedges of the Capped Call Transactions, the counterparties or their respective affiliates



likely entered into various derivative transactions with respect to our common stock and / or purchased shares of our common
stock concurrently with or shortly after the pricing of the 2026 Notes, including with certain investors in the 2026 Notes. The
counterparties and / or or their respective affiliates may modify their hedge positions by entering into or unwinding various
derivatives with respect to our common stock and / or purchasing or selling our common stock or other securities of ours in
secondary market transactions prior to the maturity of the 2026 Notes (and are likely to do so on each exercise date of the
Capped Call Transactions or, to the extent we exercise the relevant election under the Capped Call Transactions, following any
repurchase, redemption or conversion of the 2026 Notes). We cannot make any prediction as to the direction or magnitude of
any potential effect that the transactions described above may have on the prices of the 2026 Notes or the shares of our common
stock. Any of these activities could adversely affect the value of the 2026 Notes and our common stock. We are subject to
counterparty risk with respect to the eapped-Capped eal-Call transaettons-Transactions . The option counterparties are
financial institutions, and we will be subject to the risk that any or all of them might default under the Capped Call Transactions.
Our exposure to the credit risk of the option counterparties will not be secured by any collateral. If an option counterparty
becomes subject to insolvency proceedings, we will become an unsecured creditor in those proceedings with a claim equal to
our exposure at that time under the Capped Call Transaction with such option counterparty. Our exposure will depend on many
factors but, generally, an increase in our exposure will be correlated to an increase in the market price and in the volatility of our
common stock. In addition, upon a default by an option counterparty, we may suffer more dilution than we currently anticipate
with respect to our common stock We can prov ide no assurances as to the financial Stdblllty or V1<1b111ty of the option

tvestors—Risks Reldted to Ownershlp of Our Common Stock Our stock price has been dnd may continue to be volatlle and the
value of our common stock may decline. The market price of our common stock has been and may continue to be highly volatile

and may fluctuate or decline substantially as a result of a variety of factors, seme-ofwhieh-are-beyond-eureentroh-including

those discussed —=-aetual-or-antietpated-fluetaations-in our-finanetal-condition-orrestlts-of operations;—=the risk factors in this
sectlon, as well as variance in our fmanClal perfonn"mce from expectatlons of securities analysts +echangesinrthe-prieingofthe

by us ,—-—srgﬂrﬂeaﬁt—dﬁta—bfeaehes— d sation:
ditt 6 of ; i the trading
5eneral economlc and

that we do not beheve are m terlal {-n—addrrt-teﬂ—tee%me-}egy-Technology stocks have hlStOl‘lC'lHy experlenced high levels of
volatility. In the past, companies who have experienced volatility in the market price of their securities have been subject to
securities class action litigation. We have been, are, and may continue to be the target of this type of litigation in the future,
which could result in substantial expenses and divert our management’ s attention. Future sales of our common stock in the
public market could cause the market price of our common stock to decline. Sales of a substantial number of shares of our
common stock in the public market or the perception that these sales might occur could depress the market price of our common
stock and could impair our ability to raise capital through the sale of additional equity securities. We are unable to predict the
timing of or the effect that future sales may have on the prevailing market price of our common stock. H-seeurittes-Our share
repurchase program, while intended to help offset dilution from the ironSource Merger, may not achieve such goal and
the amount of such repurchases may be impacted by new legislation. The proceeds from the PIPE have been and are
expected to be continued to be used to partially fund the repurchase of up to $ 2. 5 billion of shares of er-our industry
analysts-common stock pursuant to our previously announced stock repurchase program, with the objective to offset
potential dilution to our stockholders as a result of the issuance of the ironSource Merger consideration. However, we are
not obligated to repurchase any shares of our common stock and there is no assurance that we will do netpublish
feseafeh—so on the tlmelme 1ntended Whlle we expect the share repurchases to be accretive to or-our earnings per share

G b 6 , there may be factors that will reduce the expected anti-
dilutive effects of the potentlal repurchases. Although the 2027 Notes were priced at a premium to the market price ane
trading-volame-of our common stock eeutd-deehne—The-market-at the time of signing, and we intend to repurchase the
shares at prices lower than the conversion price and-trading-volume-of the 2027 Notes, we can' t provide any assurance
that our stock price will not fluctuate significantly prior to any share repurchases, including as a result of downward

pressure on the price of our common stock caused may—be—heaﬂ-l-y—rrrﬂ-ueﬂeed-by the conversion of Way—&ﬂa-l-ysts—rﬂtefpfet—eﬂf
finanetaHnformationand-other—- the 2027 Notes diselo Mede A v v . it




erreports-abott-ourbusiness;downgrade-our common stock at a bl ¥ i 6
yrouldikely-deeline—1f-one-or-that is lower than the conversion price of the 2027 Notes, any anti- dllutlve effect of such
repurchases may be less than expected and dilution resulting from the issuance of merger consideration may be more of
than expected. In addition, repurchases are sub]ect to t-hese» the 1 % Share Repurchase Excise Tax enacted by the
Inflation Reduction Act analy ; ;
eould-deerease-, which fmght—eattse—may be offset by shares newly issued durlng that ﬁscal year (the" Share Repurchase
Excise Tax"). We have and will continue to take the Share Repurchase Excise Tax into account with respect to our
decisions to repurchase shares, but there can be no assurance that such tax Wlll not reduce the number of shares we are
able to our- or ultimately stoelprice-to-deeline- decide to repurchase ;
steele. Concentration of ownership of our common stock among our existing executive offrcers drrectors and principal
stockholders may prevent new investors from influencing significant corporate decisions. Our executive officers, directors, and
current beneficial owners of 5 % or more of our common stock beneficially own a significant percentage of our outstanding
common stock. These persons, acting together, will be able to significantly influence all matters requiring stockholder approval,
including the election and removal of directors and any merger or other significant corporate transactions. The interests of this
group of stockholders may not coincide with the interests of other stockholders. Our issuance of additional capital stock in
connection with financings, acquisitions, investments, our equity incentive plans or otherwise will dilute all other stockholders.
We expect to issue additional capital stock in the future that will result in dilution to all other stockholders. We grant and expect
to continue granting equity awards to employees, directors and consultants under our equity incentive plans. We may also raise
capital through the sale and issuance of equity securities or convertible securities in the future. As part of our business strategy,
we have in the past made acquisitions and investments, and issued equity securities to pay for such acquisitions or
investments. For example, we issued 112, 547, 375 shares in the ironSource Merger. We may continue to acquire or make
investments in companies, products or technologies and issue equity securities to pay for any such acquisition or investment.
Any such issuances of additional capital stock may cause stockholders to experience significant dilution of their ownership
interests and the per share value of our common stock to decline. We do not intend to pay dividends for the foreseeable future
and, as a result, your ability to achieve a return on your investment will depend on appreciation in the price of our common
stock. We have never declared or paid any cash dividends on our capital stock, and we do not intend to pay any cash dividends
in the foreseeable future. Any determination to pay dividends in the future will be at the discretion of our board of directors.
Accordingly, you may need to rely on sales of our common stock after price appreciation, which may never occur, as the only
way to realize any future gains on your investment. We incur increased costs as a result of operating as a public company, and
our management is required to devote substantial time to compliance with our public company responsibilities and corporate
governance practrces As a pubhc company, we 1ncur srgmﬁcant legal accountmg sand other expenses t-hat—we—d-td—net—rneu-r—as
5 . v . ST . 2The
Sarbanes Oxley Act the Dodd Frank Wall Street Reform and Consumer Protectlon Act the hstrng requrrements of the NYSE,
and other applicable securities rules and regulations impose various requirements on public companies. Our management and
other personnel devote a substantial amount of time to compliance with these requirements. Moreover, these rules and
regulations may change from time to time. Monitoring such changes, and updating our procedures to comply with any such
changes, may increase our legal and financial compliance costs and will make some activities more time- consuming and costly.
We cannot predict or estimate the totality of any such additional costs we incur as a public company or the specific timing of
such costs. We As-aresult-ofbeing-a-publie-eompany;-we-are obligated to develop and maintain proper and effective internal
controls over financial reporting, and any failure to maintain the adequacy of these internal controls may adversely affect
investor confidence in our company and, as a result, the value of our common stock. We are required, pursuant to Section 404 of
the Sarbanes- Oxley Act, to furnish a report by management on, among other things, the effectiveness of our internal control
over financial reporting. This assessment will need to include disclosure of any material weaknesses identified by our
management in our internal control over financial reporting. In addition, our independent registered public accounting firm is
requrred to attest to the effectrveness of our 1nternal control over ﬁnancral reportmg Based—eﬂ—t-he—maﬁeet—va-l-ue—e-fetueeeﬁnﬁen

However—emecurrent controls and any new controls that we develop may become 1nadequate because of changes in condrtrons
in our business , including in connection with the ironSource Merger . In addition, changes in accounting principles or
interpretations could also challenge our internal controls and require that we establish new business processes, systems and
controls to accommodate such changes. Additionally, if these new systems, controls or standards and the associated process
changes do not give rise to the benefits that we expect or do not operate as intended, it could adversely affect our financial
reporting systems and processes, our ability to produce timely and accurate financial reports or the effectiveness of internal
control over financial reporting. Moreover, our business may be harmed if we experience problems with any new systems and
controls that result in delays n the1r 1mp1ementatron or increased costs to correct any post- implementation issues that may arise.
: valte g : we are identify-one-or-more-material-weaknessesirour
%ﬁtemal—eeﬂtrel—eveﬁﬁﬂaﬂeial—repef&ngﬁfe—wﬂ—be-unable to eeﬁr—ﬁy—conclude that our internal control over ﬁnancral reporting

is effective =V




overfinanetal-reporting-is-effeetive-, or if our independent registered pubhc dccountlng firm determmes we have a material
weakness or significant deficiency in our internal control over financial reporting, we could lose investor confidence in the
accuracy and completeness of our financial reports, the market price of our common stock could decline, and we could be

subject to sanctions or investigations by the SEC or othel res_ulatory authormes —Fa-r}ufe—te—femedy—aﬁyhm&teﬂa{—we&kness—m—euf

nternal-eontrol-overfinanetal-reporting-, and we
eompantes;-could lose alserestrietour-future-access to the capital mdlkets The growth dnd expansion of our busmess pldces a
continuous, significant strain on our operational and financial resources , including as a result of the ironSource Merger .
Further growth of our operations to support our customer base, our IT systems and our internal controls and procedures may not
be adequate to support our operations. For example, we are still in the process of implementing IT and accounting systems , and
1ntegrat1ng these systems with 1r0nSource S, to help manage c11tlcdl functlons such as billing and financial forecasts. As-we

systems dnd processes, or thelr failure to operate in the intended manner, Whethel as aresult of the g ;Drowth of our business ,
including the integration of ironSource, or otherwise, may result in our inability to accurately forecast our revenue and
expenses, or to prevent certain losses. Moreover, the failure of our systems and processes could undermine our ability to provide
accurate, timely and reliable reports on our financial and operating results and could impact the effectiveness of our internal
control over financial reporting. In addition, our systems and processes may not prevent or detect all errors, omissions, or fraud.
Anti- takeover provisions in our charter documents and under Delaware law could make an acquisition of our company more
difficult, limit attempts by our stockholders to replace or remove our current management and limit the market price of our
common stock. Provisions in our amended and restated certificate of incorporation and amended and restated bylaws may have
the effect of preventing a change of control or changes in our management. Our amended and restated certificate of
mcorpomtlon and amended and restated bylaws 1nclude prox isions that —‘-&ttt-heﬂzeheﬂﬂaeﬁd-e-fdﬁeefefs—teﬂsue—wﬁ-heut
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mcorpomted in DelaW"lre we are governed by the provmons of Section 203 of the Deldw are General Corporatlon Law, which
generﬂlly—sabjeet—te-eeﬁ&&rexeepﬁeﬂs- prohibits a Delaware corporation from engagmg in any of a brmd r"mge of busmess

combinations with any “ interested ”* stockholder for a period of three years
an-~nterested=stoelholder- Any of the foregoing provisions could limit the price that mvestors mlght be Wlllmg to pay in the
future for shares of our common stock, and they could deter potential acquirers of our company, thereby reducing the likelihood
that you would receive a premium for your shares of our common stock in an acquisition. Our amended and restated certificate
of incorporation designates the Court of Chancery of the State of Delaware and the federal district courts of the United States of
America as the exclusive forums for certain disputes between us and our stockholders, which restricts our stockholders’ ability
to choose the JudlClal forum for disputes with us or our directors, officers, or employees Our dmended and restated certificate of




Fhese-choice of forum provisions which may limit a stockholder’ s ability to bring a claim in a judicial forum that it finds
favorable for disputes with us or our directors, officers, or other employees. While the Delaware courts have determined that
such choice of forum provisions are facially valid, a stockholder may nevertheless seek to bring such a claim arising under the
Securities Act against us, our directors, officers, or other employees in a venue other than in the federal district courts of the
United States of America. In such an instance, we would expect to vigorously assert the validity and enforceability of the
exclusive forum provisions of our amended and restated certificate of incorporation. This may require significant additional
costs associated with resolving such action in other jurisdictions and we cannot assure you that the provisions will be enforced
by a court in those other jurisdictions. If a court were to find either exclusive- forum provision in our amended and restated
certificate of incorporation to be inapplicable or unenforceable in an action, we may incur further significant additional costs

associated with resolving the dispute in other jurisdictions, all of which could harm our business. Item 1B. Unresolved Staff
Comments None. [tem 2. Properties



