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Our	business	faces	significant	risks	and	uncertainties.	Certain	important	factors	may	have	a	material	adverse	effect	on	our
business	prospects,	financial	condition	and	results	of	operations,	and	they	should	be	carefully	considered.	Accordingly,	in
evaluating	our	business,	we	encourage	you	to	consider	the	following	discussion	of	risk	factors,	in	its	entirety,	in	addition	to	other
information	contained	in	or	incorporated	by	reference	to	this	Annual	Report	on	Form	10-	K	and	our	other	public	filings	with	the
SEC.	Other	events	that	we	do	not	currently	anticipate	or	that	we	currently	deem	immaterial	may	also	affect	our	business,
prospects,	financial	condition	and	results	of	operations.	See	"	“	Special	Note	Regarding	Forward-	Looking	Statements	"	”
elsewhere	in	this	Annual	Report	on	Form	10-	K.	A	large	portion	of	our	revenue	depends	on	maintaining	and	growing	our
revenue	from	existing	customers	and	adding	new	customers,	and	if	we	fail	to	add	new	customers,	retain	our	customers,	or
expand	their	usage	of	our	solutions,	our	business,	results	of	operations,	financial	condition	,	and	cash	flows	would	be	harmed.
We	currently	derive	a	substantial	portion	of	our	revenue	from	subscriptions	to	our	indirect	tax	software.	We	have	added,	and	will
continue	to	add,	additional	solutions	to	expand	our	offerings,	but,	at	least	in	the	near	term,	we	expect	to	continue	to	derive	the
majority	of	our	revenue	from	our	indirect	tax	software.	As	such,	the	ability	of	our	indirect	tax	software	to	meet	our	customers'
requirements	is	critical	to	our	success.	Demand	for	our	solutions	is	affected	by	a	number	of	factors,	many	of	which	are	beyond
our	control,	such	as	continued	market	acceptance	and	continued	employment	of	our	solutions	by	existing	and	new	customers,
the	timing	of	the	development	and	release	of	upgraded	or	new	solutions,	the	introduction	or	upgrading	of	products	and	services
by	our	competitors,	technological	change	,	and	growth	or	contraction	in	our	addressable	market.	If	our	indirect	tax	software	does
not	continue	to	meet	customer	requirements,	our	business,	results	of	operations,	financial	condition	,	and	growth	prospects	will
suffer.	Our	customers	have	no	obligation	to	renew	their	subscriptions	for	our	solutions	after	the	expiration	of	their	subscription
periods	and	our	customers	may	not	renew	subscriptions	for	a	similar	mix	of	solutions.	Our	retention	rates	would	decline	as	a
result	of	a	number	of	factors,	including	customer	dissatisfaction,	decreased	customer	spending	levels,	decreased	customer
transaction	volumes,	increased	competition,	changes	in	tax	laws	or	rules,	pricing	changes	,	or	legislative	changes	affecting	tax
compliance	providers.	If	our	customers	do	not	renew	their	subscriptions,	or	our	customers	reduce	the	solutions	purchased	under
their	subscriptions,	our	revenue	would	decline	and	our	business	may	be	harmed.	Our	future	success	also	depends	in	part	on	our
ability	to	sell	additional	solutions	to	existing	customers	and	on	our	customers	'	’	expanded	use	of	our	solutions.	If	our	efforts	to
sell	our	additional	solutions	to	our	customers	are	not	successful	or	if	our	customers	do	not	expand	their	use	of	our	solutions,	it
would	decrease	our	revenue	growth	and	harm	our	business,	results	of	operations,	financial	condition	,	and	cash	flows.	Our
business	and	success	depend	in	part	on	our	strategic	relationships	with	third	parties,	including	our	partner	ecosystem,	and	our
business	would	be	harmed	if	we	fail	to	maintain	or	expand	these	relationships.	We	depend	in	part	on	and	anticipate	that	we	will
continue	to	depend	in	part	on,	various	third-	party	relationships	to	sustain	and	grow	our	business.	Our	relationships	with	third-
party	publishers	of	software	business	applications,	including	accounting,	ERP,	eCommerce,	POS,	recurring	billing	,	and	CRM
systems,	help	drive	our	business	because	the	integration	of	our	solutions	with	their	applications	allows	us	to	reach	their	sizeable
customer	bases.	Our	customers'	user	experience	is	dependent	on	our	ability	to	connect	easily	to	such	third-	party	software
applications.	We	may	fail	to	retain	and	expand	these	integrations	or	relationships	for	many	reasons,	including	due	to	failures	by
third	parties	to	maintain,	support	,	or	secure	their	technology	platforms	in	general	and	our	integrations	in	particular,	or	errors,
bugs	or	defects	in	such	third-	party	technology,	or	changes	in	our	technology	platform.	Any	such	failure	could	harm	our
relationship	with	our	customers,	our	reputation	and	brand	,	and	our	business	and	results	of	operations.	In	addition,	integrating
third-	party	technology	can	be	complex,	costly	,	and	time-	consuming.	Third	parties	may	be	unwilling	to	build	integrations,	and
we	may	be	required	to	devote	additional	resources	to	develop	integrations	for	business	applications	on	our	own.	Providers	of
business	applications	with	which	we	have	integrations	may	decide	to	compete	with	us	or	enter	into	arrangements	with	our
competitors,	resulting	in	such	providers	withdrawing	support	for	our	integrations.	In	addition,	any	failure	of	our	solutions	to
operate	effectively	with	business	applications	could	reduce	the	demand	for	our	solutions,	resulting	in	customer	dissatisfaction
and	harm	to	our	business.	If	we	are	unable	to	respond	to	these	changes	or	failures	in	a	cost-	effective	manner,	our	solutions	may
become	less	marketable,	less	competitive	or	obsolete	,	and	our	results	of	operations	may	be	negatively	impacted.	If	we	are
unable	to	adapt	to	technological	change	by	successfully	introducing	new	and	enhanced	solutions	and	services,	our	business,
results	of	operations,	financial	condition	,	and	cash	flows	would	be	adversely	affected.	The	market	for	our	solutions	is
characterized	by	rapid	technological	change,	frequent	new	product	and	service	introductions	and	enhancements,	changing
customer	demands	,	and	evolving	industry	standards.	The	introduction	of	software	embodying	new	technologies	can	quickly
make	existing	software	obsolete	and	unmarketable.	Software	solutions	are	inherently	complex,	and	it	can	take	a	long	time	and
require	significant	research	and	development	expenditures	to	develop	and	test	new	or	enhanced	solutions.	The	success	of	any
enhancements	or	improvements	to	our	software	solutions	or	any	new	solutions	and	services	depends	on	several	factors,
including	timely	completion,	competitive	pricing,	adequate	quality	testing,	integration	with	existing	technologies	,	and	our
platform	and	overall	market	acceptance.	We	cannot	be	sure	that	we	will	succeed	in	developing,	marketing	,	and	delivering	on	a
timely	and	cost-	effective	basis	enhancements	or	improvements	to	our	software	or	any	new	solutions	and	services	that	respond	to
technological	change	or	new	customer	requirements,	nor	can	we	be	sure	that	any	enhancements	or	improvements	to	our	software
or	any	new	solutions	and	services	will	be	free	of	errors	and	defects	or	that	they	will	achieve	market	acceptance.	Moreover,	even
if	we	introduce	new	solutions,	we	would	experience	a	decline	in	revenue	of	our	existing	solutions	that	is	not	offset	by	revenue
from	the	new	solutions.	Customers	may	delay	making	purchases	of	new	solutions	to	permit	them	to	make	a	more	thorough



evaluation	of	these	solutions	or	until	industry	and	marketplace	reviews	become	widely	available.	In	addition,	we	may	lose
existing	customers	who	choose	a	competitor'	s	solutions	rather	than	migrate	to	our	new	solutions.	This	could	result	in	a
temporary	or	permanent	revenue	shortfall	and	adversely	affect	our	business.	Any	failures	in	information	technology	or
infrastructure	could	lead	to	disruptions	of	our	software,	loss	of	customer	data	or	untimely	remittance	of	taxes,	any	of	which
could	adversely	affect	our	reputation	and	financial	condition.	Our	software	depends	on	uninterrupted,	high-	speed	access	to	the
internet	in	order	to	provide	real-	time	tax	determinations	and	processing	of	indirect	tax	data.	Failures	in	our	or	our	customers'
and	partners'	information	technology	and	infrastructure,	or	service	outages	at	third-	party	internet	providers,	could	lead	to
disruptions	to	our	software.	Such	failures	may	be	caused	by	numerous	factors,	including	mechanical	failure,	power	outage,
human	error,	physical	or	electronic	security	breaches,	war,	terrorism,	fire,	earthquake,	hurricane,	flood	and	other	natural
disasters,	sabotage	,	and	vandalism.	Disruptions	to	our	software	could	cause	customers	to	lose	sensitive	or	confidential
information	and	could	also	lead	to	our	or	our	customers'	inability	to	timely	remit	taxes	to	the	appropriate	authorities.	Any	of
these	outcomes	could	lead	customers	to	switch	to	our	competitors	or	avoid	using	our	solutions,	which	would	negatively	impact
our	revenue	and	harm	our	opportunities	for	growth.	We	may	face	challenges	in	using	and	properly	managing	use	of
Artificial	Intelligence	(“	AI	”)	in	our	business,	which	could	result	in	reputational	or	competitive	harm,	and	legal	liability,
and	could	adversely	and	materially	affect	the	results	of	our	business,	operations,	financial	condition,	and	cash	flows.	We
may	incorporate	AI	solutions	into	our	platform,	offerings,	and	/	or	services,	and	these	solutions	may	grow	over	time	and
become	significant	in	our	operations.	If	the	content,	analyses,	or	recommendations	that	AI	applications	assist	in
producing	are	or	are	alleged	to	be	deficient,	inaccurate,	or	biased,	our	business,	operations,	or	financial	condition	may
be	adversely	and	materially	affected.	The	use	of	AI	applications	have	resulted	in	cybersecurity	incidents	that	implicate
the	personal	data	of	end	users	of	such	applications.	Any	such	cybersecurity	incidents	related	to	our	use	of	AI	applications
could	adversely	affect	our	reputation	and	operations.	AI	also	presents	emerging	ethical	issues	and	if	our	use	of	AI
becomes	controversial,	we	may	experience	brand	or	reputational	harm,	competitive	harm,	or	legal	liability.	Incorrect	or
improper	implementation,	integration	,	or	use	of	our	solutions	could	result	in	customer	dissatisfaction	and	negatively	affect	our
business,	results	of	operations,	financial	condition	,	and	cash	flows.	Our	customers	may	need	training	or	education	in	the	proper
use	of,	and	the	variety	of	benefits	that	can	be	derived	from,	our	solutions	to	maximize	their	potential	benefits.	If	our	solutions
are	not	implemented	or	used	correctly	or	as	intended,	inadequate	performance	may	result.	Because	our	customers	rely	on	our
solutions	to	manage	a	wide	range	of	tax	compliance	operations,	the	incorrect	or	improper	implementation	or	use	of	our
solutions,	or	our	failure	to	provide	adequate	support	to	our	customers,	may	result	in	negative	publicity	or	legal	claims	against	us,
which	could	harm	our	business,	results	of	operations,	financial	condition	,	and	cash	flows.	Also,	as	we	continue	to	expand	our
customer	base,	any	failure	by	us	to	properly	provide	training	and	support	will	likely	result	in	lost	opportunities	for	additional
subscriptions	for	our	solutions.	In	addition,	the	upfront	costs	of	our	solutions	can	limit	our	sales	to	businesses	using	manual
processes.	If	11If	we	fail	to	attract	and	retain	qualified	technical	and	tax-	content	personnel,	our	business	could	be	harmed.	Our
technology	is	complex	and	our	success	depends	in	large	part	on	our	ability	to	attract	and	retain	highly	qualified	personnel,
particularly	tax-	content	specialists,	software	developers,	technical	support	,	and	research	and	development	personnel.
Competition	for	skilled	personnel	is	intense	and	we	may	not	be	successful	in	attracting,	motivating	,	and	retaining	needed
personnel.	We	have	recently	experienced	efforts	by	a	significant	competitor	to	solicit	our	employees,	and	other	competitors	may
take	similar	actions	in	the	future.	We	also	may	be	unable	to	attract	or	integrate	into	our	operations	qualified	personnel	on	the
schedule	we	desire.	Any	inability	to	attract,	integrate,	motivate	,	and	retain	the	necessary	personnel	could	harm	our	business.
Dealing	with	the	loss	of	the	services	of	our	executive	officers	or	key	personnel	and	the	process	to	replace	any	of	our	executive
officers	or	key	personnel	may	involve	significant	time	and	expense,	take	longer	than	anticipated,	and	significantly	delay	or
prevent	the	achievement	of	our	business	objectives,	which	would	harm	our	financial	condition,	results	of	operations,	and
business.	11We	We	face	competitive	pressures	from	other	tax	software	and	services	providers,	as	well	as	the	challenge	of
convincing	businesses	using	native	ERP	functions	to	switch	to	our	software.	We	face	significant	competitive	challenges	from
other	tax-	specific	software	vendors	and	from	outsourced	transaction	tax	compliance	services	offered	by	accounting	and
specialized	consulting	firms.	There	are	a	number	of	competing	tax-	specific	software	vendors,	and	technologies,	some	of	which
have	substantially	greater	revenue,	personnel	,	and	other	resources	than	we	do.	Corporate	competitors,	as	well	as	the	state	and
local	tax	services	offered	by	accounting	firms,	have	historically	targeted	our	customer	base	of	large	enterprise	companies.	In
addition,	our	competitors	who	currently	focus	their	tax	compliance	services	on	small-	to	medium-	sized	businesses	may	be
better	positioned	to	increase	their	market	share	with	small-	to	medium-	sized	businesses	and	may	choose	to	enter	our	markets,
whether	competing	based	on	price,	service	or	otherwise.	We	also	face	a	growing	number	of	competing	private	transaction	tax
compliance	businesses	focused	primarily	on	eCommerce.	Increased	competition	may	impact	our	ability	to	add	new	customers
and	to	retain	and	expand	revenues	from	existing	customers.	It	is	also	possible	that	large	enterprises	with	substantial	resources
that	operate	in	adjacent	compliance,	finance	or	eCommerce	verticals	may	decide	to	pursue	transaction	tax	compliance
automation	and	become	immediate,	significant	competitors.	Our	failure	to	successfully	and	effectively	compete	with	current	or
future	competitors	could	lead	to	lost	business	and	negatively	affect	our	revenue.	Our	recent	success	may	not	be	indicative	of	our
future	results	of	operations.	We	cannot	predict	with	certainty	our	customers	'	’	future	usage	or	retention	given	the	diversity	of
our	customer	base	across	industries,	geographies,	customer	size	,	and	other	factors.	Accordingly,	we	may	be	unable	to
accurately	forecast	our	revenues	notwithstanding	our	substantial	investments	in	sales	and	marketing,	tax	content	infrastructure	,
and	research	and	development	in	anticipation	of	continued	growth	in	our	business.	If	we	do	not	realize	returns	on	these
investments	in	our	growth,	our	results	of	operations	could	differ	materially	from	our	prior	results,	which	could	cause	our	stock
price	to	decline.	Changes	to	customers	'	’	and	partners	'	’	software	systems	may	impact	our	ability	to	offer	a	specific	software
deployment	method	to	existing	customers,	which	could	cause	a	termination	of	customer	contracts	utilizing	that	deployment
method,	or	otherwise	affect	our	results	of	operations,	financial	condition	,	and	cash	flow	flows	.	Our	solutions	are	integrated



with	the	software	systems	and	complex	workflows	of	our	customers	and	partners.	In	the	event	that	such	software	systems	are
modified	or	updated	in	a	way	that	is	incompatible	with	our	software,	we	may	be	unable	to	continue	to	support	the	operations	of
our	customers	and	partners.	If	our	customers	are	unable	to	implement	our	solutions	successfully	or	in	a	timely	manner,	or	if	our
partners	are	unable	to	integrate	with	our	solutions	through	our	integrations,	customer	perceptions	of	our	solutions	may	be
impaired,	our	reputation	and	brand	may	suffer	,	and	customers	may	choose	not	to	renew	or	expand	the	use	of	our	solutions.	In
addition,	if	we	fail	to	anticipate	technological	changes	that	our	customers	and	partners	may	look	to	adopt,	our	solutions	may	be
perceived	as	being	less	effective	or	obsolete.	Any	of	these	changes	could	have	a	material	adverse	effect	on	our	results	of
operations	and	financial	condition.	We	need	to	continue	making	significant	investments	in	software	development	and	equipment
to	improve	our	business.	To	improve	the	scalability,	security	,	and	efficiency	of	our	solutions,	and	to	support	the	expansion	of
our	software	into	other	tax	types,	we	will	need	to	continue	making	significant	capital	expenditures	and	also	invest	in	additional
software	and	infrastructure	development.	If	we	experience	increasing	demand	in	subscriptions,	we	may	not	be	able	to	augment
our	infrastructure	quickly	enough	to	accommodate	such	increasing	demand.	In	the	event	of	decreases	in	subscription	sales,
certain	12certain	of	our	fixed	costs,	such	as	for	capital	expenditures,	may	make	it	difficult	for	us	to	quickly	adjust	our	expenses
downward.	Additionally,	we	are	continually	updating	our	software	and	content,	which	increases	expenses	for	us.	We	may	also
need	to	review	or	revise	our	software	architecture	as	we	grow,	which	may	require	significant	resources	and	investments.	As	a
result,	although	we	may	have	significant	research	and	development	expenditures,	which	may	be	incurred	and	certain	of	which
may	be	capitalized,	there	is	no	guarantee	our	solutions	will	be	accepted	by	the	market.	This	could	result	in	increased	costs	or	an
impairment	of	capitalized	development	costs	with	no	resulting	future	revenue	benefit.	If	we	fail	to	effectively	manage	our
growth,	our	business,	results	of	operations,	financial	condition	,	and	cash	flows	will	be	harmed.	We	have	experienced,	and	may
continue	to	experience,	growth	in	our	headcount	and	operations,	both	domestically	and	internationally,	which	has	placed,	and
may	continue	to	place,	significant	demands	on	our	management	and	our	administrative,	operational	,	and	financial	reporting
resources.	We	have	also	experienced	significant	growth	in	the	number	12of	of	customers,	number	of	transactions	,	and	the
amount	of	tax	content	that	our	platform	and	solutions	support.	Our	growth	will	require	us	to	hire	additional	employees	and	make
significant	expenditures,	particularly	in	sales	and	marketing	but	also	in	our	technology,	professional	services,	finance	and
administration	teams,	as	well	as	in	our	facilities	and	infrastructure.	Our	ability	to	effectively	manage	our	growth	will	also	require
the	allocation	of	valuable	management	and	employee	resources	and	improvements	to	our	operational	and	financial	controls	and
our	reporting	procedures	and	systems.	In	addition,	as	we	seek	to	continue	to	expand	internationally,	we	will	likely	encounter
unexpected	challenges	and	expenses	due	to	unfamiliarity	with	local	requirements,	practices	and	markets.	Our	expenses	may
increase	more	than	we	plan,	and	we	may	fail	to	hire	qualified	personnel,	expand	our	customer	base,	enhance	our	existing
software,	expand	our	tax	content,	develop	new	solutions,	integrate	any	acquisitions,	satisfy	the	requirements	of	our	existing
customers,	respond	to	competitive	challenges	or	otherwise	execute	our	strategies.	If	we	are	unable	to	effectively	manage	our
growth,	our	business,	results	of	operations,	financial	condition	and	cash	flows	would	likely	be	harmed.	Future	acquisitions	of,
and	investments	in,	other	businesses,	software,	tax	content	or	technologies	may	not	yield	expected	benefits,	and	our	inability	to
successfully	integrate	acquisitions	may	negatively	impact	our	business,	results	of	operations,	financial	condition	and	cash	flows.
We	may	in	the	future	seek	to	grow	our	operations	by	pursuing	acquisitions	of	businesses,	software	and	technologies.	We	may
not	realize	the	anticipated	benefits,	or	any	benefits,	from	future	acquisitions.	In	addition,	if	we	finance	acquisitions	by	incurring
debt	or	by	issuing	equity	or	convertible	or	debt	securities,	our	existing	stockholders	may	be	diluted	or	we	could	face	constraints
related	to	covenants	in	the	agreements	governing	the	indebtedness,	which	could	affect	the	market	value	of	our	capital	stock.	To
the	extent	that	the	acquisition	consideration	is	paid	in	the	form	of	an	earnout	on	future	financial	results,	the	success	of	such
acquisition	will	not	be	fully	realized	by	us	for	a	period	of	time	as	it	is	shared	with	the	sellers.	Further,	if	we	fail	to	properly
evaluate	and	execute	acquisitions	or	investments,	our	business	and	prospects	may	be	seriously	harmed,	and	the	value	of	your
investment	may	decline.	For	us	to	realize	the	benefits	of	future	acquisitions,	we	must	successfully	integrate	the	acquired
businesses,	software	or	technologies	with	ours.	This	may	take	time	and	divert	management'	s	attention	from	our	day-	to-	day
operations,	which	could	negatively	impact	our	business,	results	of	operations,	financial	condition	and	cash	flows.	Our	quarterly
and	annual	results	of	operations	will	fluctuate	in	future	periods.	We	will	experience	quarterly	or	annual	fluctuations	in	our
results	of	operations	due	to	a	number	of	factors,	many	of	which	are	outside	of	our	control.	This	makes	our	future	results	difficult
to	predict	and	could	cause	our	results	of	operations	to	fall	below	expectations	or	our	predictions.	Factors	that	might	cause
quarterly	or	annual	fluctuations	in	our	results	of	operations	include,	but	are	not	limited	to:	●	our	ability	to	attract	new	customers
and	retain	and	grow	revenue	from	existing	customers;	●	our	ability	to	maintain,	expand,	train	and	achieve	an	acceptable	level	of
production	from	our	sales	and	marketing	teams;	●	our	ability	to	find	and	nurture	successful	sales	opportunities;	●	the	timing	of
our	introduction	of	new	solutions	or	updates	to	existing	solutions;	●	our	ability	to	grow	and	maintain	our	relationships	with	our
ecosystem	of	third-	party	partners,	including	integration	partners	and	referral	partners;	13	●	the	success	of	our	customers'
businesses;	●	the	timing	of	large	subscriptions	and	customer	renewal	rates;	●	new	government	regulations;	●	changes	in	our
pricing	policies	or	those	of	our	competitors;	●	the	amount	and	timing	of	our	expenses	related	to	the	expansion	of	our	business,
operations	and	infrastructure;	●	any	impairment	of	our	intangible	assets,	capitalized	software,	long-	lived	assets	and	goodwill;	●
any	seasonality	in	connection	with	new	customer	agreements,	as	well	as	renewal	and	upgrade	agreements,	each	of	which	have
historically	occurred	at	a	higher	rate	in	the	fourth	quarter	of	each	year;	13	●	future	costs	related	to	acquisitions	of	content,
technologies	or	businesses	and	their	integration;	and	●	general	economic	conditions.	Any	one	of	the	factors	above,	or	the
cumulative	effect	of	some	or	all	of	the	factors	referred	to	above,	may	result	in	significant	fluctuations	in	our	quarterly	and	annual
results	of	operations.	This	variability	and	unpredictability	could	result	in	our	failure	to	meet	or	exceed	our	internal	operating
plan.	In	addition,	a	percentage	of	our	operating	expenses	is	fixed	in	nature	and	is	based	on	forecasted	financial	performance.	In
the	event	of	revenue	shortfalls,	we	may	not	be	able	to	mitigate	the	negative	impact	on	our	results	of	operations	quickly	enough
to	avoid	short-	term	impacts.	We	generally	recognize	revenue	from	subscription	fees	paid	by	customers	ratably	over	the



subscription	term.	As	a	result,	most	of	the	subscription	revenue	we	report	in	each	quarter	is	the	result	of	agreements	entered	into
during	previous	quarters.	Consequently,	a	decline	in	new	or	renewed	subscriptions	in	any	one	quarter	will	not	be	fully	reflected
in	our	revenue	results	for	that	quarter.	Any	such	decline,	however,	will	negatively	affect	our	revenue	in	future	quarters.	Our
subscription	model	also	makes	it	difficult	for	us	to	rapidly	increase	our	revenue	through	additional	sales	in	any	period,	as
subscription	revenue	from	new	customers	is	generally	recognized	over	the	applicable	subscription	terms.	Operating	globally
involves	challenges	that	may	adversely	affect	our	ability	to	grow.	We	plan	to	continue	expanding	our	business	operations
globally	and	to	enter	new	markets	where	we	have	limited	or	no	experience	in	marketing,	selling	and	deploying	our	solutions.	If
we	fail	to	deploy	or	manage	our	operations	in	international	markets	successfully,	our	business	may	suffer.	In	the	future,	as	our
international	operations	increase,	or	more	of	our	expenses	are	denominated	in	currencies	other	than	the	U.	S.	dollar,	our	results
of	operations	may	become	more	sensitive	to	fluctuations	in	the	exchange	rates	of	the	currencies	in	which	we	do	business.	In
addition,	we	are	subject	to	a	variety	of	risks	inherent	in	doing	business	internationally,	including:	●	political,	social	and
economic	instability;	●	risks	related	to	the	legal	and	regulatory	environment	in	foreign	jurisdictions,	including	with	respect	to
privacy,	localization	and	content	laws	as	well	as	unexpected	changes	in	laws,	regulatory	requirements	and	enforcement	due	to
the	wide	discretion	given	to	some	local	lawmakers	and	regulators	regarding	the	enactment,	interpretation	and	implementation	of
local	regulations;	●	potential	damage	to	our	brand	and	reputation	due	to	compliance	with	local	laws,	including	potential
censorship	and	requirements	to	provide	user	information	to	local	authorities;	●	fluctuations	in	currency	exchange	rates;	●	higher
levels	of	credit	risk	and	payment	fraud;	●	complying	with	the	tax	laws	and	regulations	of	multiple	tax	jurisdictions;	●	enhanced
difficulties	of	integrating	any	foreign	acquisitions;	●	complying	with	a	variety	of	foreign	laws,	including	certain	employment
laws	requiring	national	collective	bargaining	agreements	that	set	minimum	salaries,	benefits,	working	conditions	and
termination	requirements;	●	reduced	protection	for	intellectual	property	rights	in	some	countries;	14	●	difficulties	in	staffing	and
managing	global	operations	and	the	increased	travel,	infrastructure	and	compliance	costs	associated	with	multiple	international
locations;	●	regulations	that	might	add	difficulties	in	repatriating	cash	earned	outside	our	core	markets	and	otherwise	prevent	us
from	freely	moving	cash;	●	import	and	export	restrictions	and	changes	in	trade	regulation;	●	complying	with	statutory	equity
requirements;	●	complying	with	the	U.	S.	Foreign	Corrupt	Practices	Act	(the"	FCPA"),	the	U.	K.	Bribery	Act	and	similar	laws
in	other	jurisdictions;	and14	--	and	●	complying	with	export	controls	and	economic	sanctions	administered	by	the	relevant	local
authorities,	including	in	the	U.	S.	and	European	Union,	in	our	international	business.	If	we	are	unable	to	expand	internationally
and	manage	the	complexity	of	our	global	operations	successfully,	our	business	could	be	seriously	harmed.	We	hold	significant
amounts	of	money	that	we	remit	to	taxing	authorities	on	behalf	of	our	customers,	and	this	may	expose	us	to	liability	from	errors,
delays,	fraud	or	system	failures,	which	may	not	be	covered	by	insurance.	We	handle	significant	amounts	of	our	customers'
money	so	that	we	can	remit	those	amounts	to	various	taxing	jurisdictions	on	their	behalf.	If	we	make	mistakes	in	the
determination	or	remittance	of	tax	payments	to	the	appropriate	jurisdictions,	our	reputation	and	results	of	operations	could
suffer.	Moreover,	if	our	banks'	or	our	own	internal	compliance	procedures	regarding	cash	management	fail,	are	hacked	or
sabotaged,	there	is	a	communication	error	of	taxing	jurisdiction	remittance	instructions	between	the	banks’	and	our	systems,	or
if	our	banks	or	we	are	the	subject	of	fraudulent	behavior	by	personnel	or	third	parties,	we	could	face	significant	financial	losses.
Our	efforts	to	remit	tax	payments	to	applicable	taxing	jurisdictions	after	receiving	the	corresponding	funds	from	our	customers
may	fail,	which	would	expose	us	to	the	financial	risk	of	collecting	from	our	customers	after	we	have	remitted	funds	on	their
behalf.	Additionally,	we	are	subject	to	risk	from	concentration	of	cash	and	cash	equivalent	accounts,	including	cash	from	our
customers	that	is	to	be	remitted	to	taxing	jurisdictions,	with	financial	institutions	where	deposits	routinely	exceed	federal
insurance	limits.	If	the	financial	institutions	in	which	we	deposit	our	customers'	cash	were	to	experience	insolvency	or	other
financial	difficulty,	our	access	to	cash	deposits	could	be	limited,	any	deposit	insurance	may	not	be	adequate,	we	could	lose	our
cash	deposits	entirely	and	we	could	be	exposed	to	liability	to	our	customers.	Any	of	these	events	would	negatively	impact	our
liquidity,	results	of	operations	and	our	reputation.	If	we	are	unable	to	successfully	adapt	to	organizational	changes	and
effectively	implement	strategic	initiatives,	our	reputation	and	results	of	operations	could	be	impacted.	We	have	a	dynamic
organization	and	routinely	implement	changes	to	our	priorities	and	workforce	in	order	to	keep	up	with	the	constantly	evolving
market	in	which	we	operate.	We	expect	these	types	of	changes	to	continue	for	the	foreseeable	future.	Our	success	is	dependent
on	identifying,	developing	and	retaining	key	employees	to	provide	uninterrupted	leadership	and	direction	for	our	business.	This
includes	developing	organizational	capabilities	in	key	growth	markets	where	the	depth	of	skilled	employees	is	limited	and
competition	for	these	resources	is	intense.	Further,	business	and	organizational	changes	may	result	in	more	reliance	on	third
parties	for	various	services,	and	that	reliance	may	increase	reputational,	operational	and	compliance	risks.	Errors	in	our
customers'	transaction	tax	determinations	and	reporting	functions,	or	delays	in	the	remittance	of	their	tax	payments,	could	harm
our	reputation,	results	of	operations	and	growth	prospects.	The	tax	determinations	functions	that	our	customers	have	to	perform
are	complicated	from	a	data	management	standpoint,	time-	sensitive	and	dependent	on	the	accuracy	of	the	database	of	tax
content	underlying	our	solutions.	Some	of	our	processes	are	not	fully	automated,	such	as	our	process	for	monitoring	updates	to
tax	rates	and	rules,	and	even	to	the	extent	our	processes	are	automated,	our	solutions	are	not	proven	to	be	without	any	possibility
of	errors.	If	errors	are	made	in	our	customers'	tax	determinations	and	reporting	functions,	or	delays	occur	in	the	remittance	of
their	tax	payments,	our	customers	may	be	assessed	interest	and	penalties.	Although	our	agreements	generally	have	disclaimers
of	warranties	and	limit	our	liability,	a	court	could	determine	that	such	disclaimers	and	limitations	are	unenforceable	as	a	matter
of	law	and	hold	us	liable	for	these	errors.	Additionally,	erroneous	tax	determinations	could	result	in	overpayments	to	taxing
authorities	that	15that	are	difficult	to	reclaim	from	the	applicable	taxing	authorities	or	underpayments	that	could	result	in
penalties.	Any	history	of	erroneous	tax	determinations	for	our	customers	could	also	harm	our	reputation,	could	result	in	negative
publicity,	loss	of	or	delay	in	market	acceptance	of	our	solutions,	loss	of	customer	renewals	and	loss	of	competitive	position.	In
addition,	our	insurance	coverage	may	not	cover	all	amounts	claimed	against	us	if	such	errors	or	failures	occur.	The	financial	and
reputational	costs	associated	with	any	erroneous	tax	determinations	may	be	substantial	and	could	harm	our	results	of	operations.



15Changes	--	Changes	in	tax	laws	and	regulations,	or	their	interpretation	or	enforcement,	may	cause	us	to	invest	substantial
amounts	to	modify	our	software,	cause	us	to	change	our	business	model	or	draw	new	competitors	to	the	market.	Changes	in	tax
laws	or	regulations	or	interpretations	of	existing	taxation	requirements	in	the	U.	S.	or	in	other	countries	may	require	us	to	change
the	manner	in	which	we	conduct	some	aspects	of	our	business	and	could	harm	our	ability	to	attract	and	retain	customers.	For
example,	a	material	portion	of	our	revenue	is	generated	by	performing	what	can	be	complex	transaction	tax	determinations	and
the	corresponding	preparation	of	tax	returns	and	remittance	of	taxes.	Changes	in	tax	laws	or	regulations	that	reduce	complexity
or	decrease	the	frequency	of	tax	filings	could	negatively	impact	our	revenue.	In	addition,	there	is	considerable	uncertainty	as	to
if,	when	and	how	tax	laws	and	regulations	might	change.	As	a	result,	we	may	need	to	invest	substantial	funds	to	modify	our
solutions	to	adapt	to	new	tax	laws	or	regulations.	If	our	software	solutions	are	not	flexible	enough	to	adapt	to	changes	in	tax
laws	and	regulations,	our	financial	condition	and	results	of	operations	may	suffer.	A	number	of	states	have	considered	or
adopted	laws	that	attempt	to	require	out-	of-	state	retailers	to	collect	sales	taxes	on	their	behalf	or	to	provide	the	jurisdiction	with
information	enabling	it	to	more	easily	collect	use	tax.	On	June	21,	2018,	the	U.	S.	Supreme	Court	issued	its	opinion	in	South
Dakota	v.	Wayfair,	Inc.,	upholding	South	Dakota'	s	economic	nexus	law,	which	requires	certain	out-	of-	state	retailers	to	collect
and	remit	sales	taxes	on	sales	into	South	Dakota.	Following	the	Supreme	Court'	s	decision,	certain	states	with	pre-	existing
economic	nexus	provisions	announced	that	they	would	begin	enforcing	these	provisions	on	out-	of-	state	retailers	and	additional
states	have	proceeded	with	similar	efforts.	There	also	has	been	consideration	of	federal	legislation	related	to	taxation	of
interstate	sales,	which,	if	enacted	into	law,	would	place	guidelines	or	restrictions	on	states'	authority	to	require	online	and	other
out	of	state	merchants	to	collect	and	remit	indirect	tax	on	products	and	services	that	they	may	sell.	Similar	issues	exist	outside	of
the	U.	S.,	where	the	application	of	value-	added	taxes	or	other	indirect	taxes	on	online	retailers	is	uncertain	and	evolving.	The
effect	of	changes	in	tax	laws	and	regulations	is	uncertain	and	dependent	on	a	number	of	factors.	Depending	on	the	content	of
any	indirect	tax	legislation,	the	role	of	third-	party	compliance	vendors	may	change,	we	may	need	to	invest	substantial	amounts
to	modify	our	solutions	or	our	business	model,	we	could	see	a	decrease	in	demand,	we	could	see	new	competitors	enter	the
market,	or	we	could	be	negatively	impacted	by	such	legislation	in	a	way	not	yet	known.	We	are	exposed	to	cybersecurity	and
data	privacy	risks	that,	if	realized,	could	expose	us	to	legal	liability,	damage	our	reputation	and	harm	our	business.	We	face	risks
of	cyber-	attacks,	computer	hacks,	theft,	viruses,	malicious	software,	phishing,	employee	error,	denial-	of-	service	attacks	and
other	security	breaches	that	could	jeopardize	the	performance	of	our	software	and	expose	us	to	financial	and	reputational	harm.
Any	of	these	occurrences	could	create	liability	for	us,	put	our	reputation	in	jeopardy	and	harm	our	business.	Such	harm	could	be
in	the	form	of	theft	of	our	or	our	customers'	confidential	information,	the	inability	of	our	customers	to	access	our	systems	or	the
improper	re-	routing	of	customer	funds	through	fraudulent	transactions	or	other	frauds	perpetrated	to	obtain	inappropriate
payments.	In	some	cases,	we	rely	on	the	safeguards	put	in	place	by	third	parties	to	protect	against	security	threats.	These	third
parties,	including	vendors	that	provide	products	and	services	for	our	operations,	could	also	be	a	source	of	security	risk	to	us	in
the	event	of	a	failure	or	a	security	incident	affecting	their	own	security	systems	and	infrastructure.	Our	network	of	ecosystem
partners	could	also	be	a	source	of	vulnerability	to	the	extent	their	applications	interface	with	ours,	whether	unintentionally	or
through	a	malicious	backdoor.	We	do	not	review	the	software	code	included	in	third-	party	integrations	in	all	instances.	Because
the	techniques	used	to	obtain	unauthorized	access	or	to	sabotage	systems	change	frequently	and	generally	are	not	recognized
until	launched	against	a	target,	we	or	these	third	parties	may	be	unable	to	anticipate	these	techniques	or	to	implement	adequate
preventative	measures.	We	have	internal	controls	designed	to	prevent	cyber-	related	frauds	related	to	authorizing	the	transfer	of
funds,	but	such	internal	controls	may	not	be	adequate.	With	the	increasing	frequency	of	cyber-	related	frauds	to	obtain
inappropriate	payments	and	other	threats	related	to	cyber-	attacks,	we	may	find	it	necessary	to	expend	resources	to	remediate
cyber-	related	incidents	or	to	enhance	and	strengthen	our	cybersecurity.	Our	remediation	efforts	may	not	be	successful	and	could
result	in	interruptions,	delays	or	cessation	of	service.	Although	we	have	insurance	coverage	for	losses	associated	with	cyber-
attacks,	as	with	all	insurance	policies,	there	are	coverage	exclusions	and	limitations,	and	our	coverage	may	not	be	sufficient	to
cover	16cover	all	possible	claims,	and	we	may	still	suffer	losses	that	could	have	a	material	adverse	effect	on	our	reputation	and
business.	Our	customers	provide	us	with	information	that	our	solutions	store,	some	of	which	may	be	confidential	information
about	them	or	their	financial	transactions.	In	addition,	we	store	personal	information	about	our	employees	and,	to	a	lesser	extent,
those	who	purchase	products	or	services	from	our	customers.	We	have	security	systems	and	information	technology
infrastructure	designed	to	protect	against	unauthorized	access	to	such	information.	The	security	systems	and	infrastructure	16we
we	maintain	may	not	be	successful	in	protecting	against	all	security	breaches	and	cyber-	attacks,	social-	engineering	attacks,
computer	break-	ins,	theft	and	other	improper	activity.	Threats	to	our	information	technology	security	can	take	various	forms,
including	viruses,	worms	and	other	malicious	software	programs	that	attempt	to	attack	our	solutions	or	platform	or	to	gain
access	to	the	data	of	our	customers	or	their	customers.	Like	other	companies,	we	have	on	occasion	and	will	continue	to
experience	threats	to	our	data	and	systems.	Any	significant	data	breach	could	result	in	the	loss	of	business,	litigation	and
regulatory	investigations,	loss	of	customers	and	fines	and	penalties	that	could	damage	our	reputation	and	brand	and	adversely
affect	the	growth	of	our	business.	To	date,	the	Company	has	not	experienced	any	material	impact	to	the	business	or	operations
resulting	from	information	or	cybersecurity	attacks;	however,	because	of	the	frequently	changing	attack	techniques,	along	with
the	increased	volume	and	sophistication	of	the	attacks,	there	is	the	potential	for	the	Company	to	be	adversely	impacted.	The
increase	in	remote	working	arrangements	by	our	employees,	vendors,	and	other	third	parties	also	increases	the	risk	of	a	data
security	compromise	and	the	possible	attack	surfaces.	Although	we	conduct	training	as	part	of	our	information	security,
cybersecurity,	and	data	privacy	efforts,	that	training	cannot	be	completely	effective	in	preventing	those	attacks	from	being
successful	.	There	can	be	no	assurance	that	our	cybersecurity	risk	management	program	and	processes,	including	our
policies,	controls,	or	procedures,	will	be	fully	implemented,	complied	with	or	effective	in	protecting	our	systems	and
information	.	We	may	become	involved	in	material	legal	proceedings	and	audits,	the	outcomes	which	could	adversely	affect
our	business,	results	of	operations,	financial	condition	and	cash	flows.	From	time	to	time,	we	are	involved	in	claims,	suits,



investigations,	audits	and	proceedings	arising	in	the	ordinary	course	of	our	business,	and	we	may	in	the	future	become	involved
in	legal	proceedings	and	audits	that	could	have	a	material	adverse	effect	on	our	business,	results	of	operations,	financial
condition	and	cash	flows.	Claims,	suits,	investigations,	audits	and	proceedings	are	inherently	difficult	to	predict	and	their	results
are	subject	to	significant	uncertainties,	many	of	which	are	outside	of	our	control.	Regardless	of	the	outcome,	such	legal
proceedings	could	have	a	negative	impact	on	us	due	to	legal	costs,	diversion	of	management	resources	and	other	factors.	In
addition,	it	is	possible	that	a	resolution	of	one	or	more	such	proceedings	could	result	in	reputational	harm,	substantial
settlements,	judgments,	fines	or	penalties,	criminal	sanctions,	consent	decrees	or	orders	preventing	us	from	offering	certain
features,	functionalities,	products	or	services,	requiring	us	to	change	our	development	process	or	other	business	practices.	There
is	also	inherent	uncertainty	in	determining	reserves	for	these	matters.	There	is	significant	judgment	required	in	the	analysis	of
these	matters,	including	assessing	the	probability	of	potential	outcomes	and	determining	whether	a	potential	exposure	can	be
reasonably	estimated.	Further,	it	may	take	time	to	develop	factors	on	which	reasonable	judgments	and	estimates	can	be	based.	If
we	fail	to	establish	appropriate	reserves,	our	business	could	be	negatively	impacted.	Undetected	errors,	bugs	or	defects	in	our
software	could	harm	our	reputation	or	decrease	market	acceptance	of	our	software,	which	would	harm	our	business	and	results
of	operations.	Our	software	may	contain	undetected	errors,	bugs	or	defects.	We	have	experienced	these	errors,	bugs	or	defects	in
the	past	in	connection	with	new	software	and	software	upgrades	and	we	expect	that	errors,	bugs	or	defects	may	be	found	from
time	to	time	in	the	future	in	new	or	enhanced	software	after	their	commercial	release.	Our	software	is	often	used	in	connection
with	large-	scale	computing	environments	with	different	operating	systems,	system	management	software,	equipment	and
networking	configurations,	which	may	cause	or	reveal	errors	or	failures	in	our	software	or	in	the	computing	environments	in
which	they	are	deployed.	Despite	testing	by	us,	errors,	bugs	or	defects	may	not	be	found	in	our	software	until	they	are	used	by
our	customers.	In	the	past,	we	have	discovered	errors,	bugs	and	defects	in	our	software	after	they	have	been	deployed	to
customers.	Any	errors,	bugs,	defects,	disruptions	in	service	or	other	performance	problems	with	our	software	may	damage	our
customers'	businesses	and	could	hurt	our	reputation,	brand	and	business.	We	may	also	be	required,	or	may	choose,	for	customer
17customer	relations	or	other	reasons,	to	expend	additional	resources	to	correct	actual	or	perceived	errors,	bugs	or	defects	in	our
software.	If	errors,	bugs	or	defects	are	detected	or	perceived	to	exist	in	our	software,	we	may	experience	negative	publicity,	loss
of	competitive	position	or	diversion	of	the	attention	of	our	key	personnel,	our	customers	may	delay	or	withhold	payment	to	us	or
elect	not	to	renew	their	subscriptions,	or	other	significant	customer	relations	problems	may	arise.	We	may	also	be	subject	to
liability	claims	for	damages	related	to	errors,	bugs	or	defects	in	our	software.	A	material	liability	claim	or	other	occurrence	that
harms	our	reputation	or	decreases	market	acceptance	of	our	software	may	harm	our	business	and	results	of	operations.	17Our	--
Our	software	utilizes	open-	source	software,	and	any	defects	or	security	vulnerabilities	in	the	open-	source	software	could
negatively	affect	our	business.	Certain	of	our	software	employs	open-	source	software	and	we	expect	to	use	open-	source
software	in	the	future.	To	the	extent	that	our	software	depends	upon	the	successful	operation	of	open-	source	software,	any
undetected	errors	or	defects	in	this	open-	source	software	could	prevent	the	deployment	or	impair	the	functionality	of	our
software,	delay	the	introduction	of	new	solutions,	result	in	a	failure	of	our	software,	and	injure	our	reputation.	For	example,
undetected	errors	or	defects	in	open-	source	software	could	render	it	vulnerable	to	breaches	or	security	attacks,	and,	in
conjunction,	make	our	systems	more	vulnerable	to	data	breaches.	In	addition,	the	terms	of	various	open-	source	licenses	have
not	been	interpreted	by	U.	S.	courts,	and	there	is	a	risk	that	such	licenses	could	be	construed	in	a	manner	that	imposes
unanticipated	conditions	or	restrictions	on	our	ability	to	market	certain	of	our	software	solutions.	Some	open-	source	licenses
might	require	us	to	make	our	source	code	available	for	no	cost,	to	make	publicly	available	source	code	for	modifications	or
derivative	works	that	we	create	based	upon,	incorporating	or	using	the	open-	source	software,	and	/	or	to	license	such
modifications	or	derivative	works	under	the	terms	of	the	particular	open-	source	license.	While	we	try	to	insulate	our	proprietary
code	from	the	effects	of	such	open-	source	license	provisions,	we	cannot	guarantee	we	will	be	successful.	In	addition	to	risks
related	to	open-	source	license	requirements,	usage	of	open-	source	software	can	lead	to	greater	risks	than	use	of	third-	party
commercial	software,	as	open-	source	licensors	generally	do	not	provide	warranties	or	controls	on	the	origin	of	the	software.
Many	of	the	risks	associated	with	usage	of	open-	source	software	cannot	be	eliminated	and	could	negatively	affect	our	business,
financial	condition	and	results	of	operations.	We	rely	on	third-	party	data	centers,	systems	and	technologies	to	operate	our
business,	and	interruptions	or	performance	problems	with	these	third-	party	providers	may	adversely	affect	our	business	and
results	of	operations.	We	rely	on	data	centers	and	other	technologies	and	services	provided	by	third	parties	in	order	to	operate
our	business.	If	any	of	these	services	becomes	unavailable	or	otherwise	is	unable	to	serve	our	requirements,	there	could	be
interruptions	to	our	software	and	provision	of	services	to	our	customers.	Our	business	depends	on	our	ability	to	protect	the
growing	amount	of	information	stored	in	data	centers	and	related	systems,	offices	and	hosting	facilities	against	damage	from
earthquakes,	floods,	fires,	other	extreme	weather	conditions,	power	loss,	telecommunications	failures,	hardware	failures,	viruses,
terrorist	attacks,	acts	of	war,	unauthorized	electronic	or	physical	intrusion,	overload	conditions	and	other	events.	If	our	data
centers	or	related	systems	fail	to	operate	properly	or	become	disabled	even	for	a	brief	period	of	time,	we	could	suffer	financial
loss,	a	disruption	of	our	business,	liability	to	customers	or	damage	to	our	reputation.	Our	response	to	any	type	of	disaster	may
not	be	successful	in	preventing	the	loss	of	customer	data,	service	interruptions,	disruptions	to	our	operations	or	damage	to	our
important	facilities.	Our	data	center	providers	have	no	obligations	to	renew	their	agreements	with	us	on	commercially	reasonable
terms,	or	at	all,	and	it	is	possible	that	we	will	not	be	able	to	switch	our	operations	to	another	provider	in	a	timely	and	cost-
effective	manner	should	the	need	arise.	If	we	are	unable	to	renew	our	agreements	with	these	providers	on	commercially
reasonable	terms,	or	if	in	the	future	we	add	additional	data	center	facility	providers,	we	may	face	additional	costs	or	expenses	or
downtime,	which	could	harm	our	business.	We	also	rely	on	computer	hardware	purchased	or	leased	from,	software	licensed
from,	content	licensed	from	and	services	provided	by	a	variety	of	third	parties,	which	include	database,	operating	system,
virtualization	software,	tax	requirement	content	and	geolocation	content	and	services.	Any	errors,	bugs	or	defects	in	such	third-
party	hardware,	software,	content	or	services	could	result	in	errors	or	a	failure	of	our	solutions,	which	could	harm	our	business.



In	the	future,	we	might	need	to	license	other	hardware,	software,	content	or	services	to	enhance	our	solutions	and	meet	evolving
customer	requirements.	Any	inability	to	license	or	otherwise	obtain	such	hardware	or	software	could	result	in	a	reduction	in
functionality,	or	errors	or	failures	of	our	products,	until	equivalent	technology	is	either	developed	by	us	or,	if	available,	is
identified,	obtained	through	purchase	or	license,	and	integrated	into	our	solutions,	any	of	which	may	reduce	demand	for	our
solutions	and	increase	our	expenses.	In	addition,	third-	party	licenses	may	expose	us	to	increased	risks,	including	risks
associated	with	the	integration	of	new	technology,	the	diversion	of	resources	from	the	development	of	our	own	proprietary
technology	18technology	,	and	our	inability	to	generate	revenue	from	new	technology	sufficient	to	offset	associated	acquisition
and	maintenance	costs,	all	of	which	may	increase	our	expenses	and	harm	our	results	of	operations.	Our	business	is	dependent
upon	the	proper	functioning	of	our	business	processes	and	information	systems,	and	modification	or	interruption	of	such
systems	may	disrupt	our	business,	processes	and	internal	controls.	We	rely	upon	internal	processes	and	information	systems	to
support	key	business	functions,	including	our	assessment	of	internal	controls	over	financial	reporting	as	required	by	Section	404
of	the	Sarbanes-	Oxley	Act.	The	efficient	operation	18of	of	these	processes	and	systems	is	critical,	and	these	processes	and
systems	need	to	be	scalable	to	support	our	growth.	We	have	recently	launched	a	project	to	implement	implemented	a	new	ERP
system	,	which	.	The	scope	of	the	project	includes	included	multiple	business	areas	across	the	organization	,	and	has	consumed
and	will	continue	to	consume	significant	time,	and	requires	significant	resource	allocation	in	the	planning,	executing,	and	testing
phases	.	Any	issues,	problems,	and	errors	with	from	the	implementation	of	the	ERP	system	or	its	subsequent	operation	may
impact	our	continued	ability	to	successfully	operate	our	business	or	to	timely	and	accurately	report	our	financial	results.	In
addition,	failure	to	implement	of	our	new	or	updated	controls	governing	the	new	ERP	system,	or	difficulties	encountered	in
from	its	implementation,	or	subsequent	operation,	could	harm	our	results	of	operations	or	cause	us	to	fail	to	meet	our
reporting	obligations	.	In	connection	with	the	ERP	system	implementation,	material	weaknesses	or	significant	deficiencies	may
be	identified.	If	we	identify	weaknesses	or	deficiencies	in	our	internal	control	over	financial	reporting	that	we	are	unable	to
sufficiently	remediate,	our	management	may	be	unable	to	assert	that	our	disclosure	controls	and	procedures	and	our	internal
control	over	financial	reporting	is	effective.	If	we	are	unable	to	assert	that	our	internal	control	over	financial	reporting	is
effective,	or	if	our	independent	registered	public	accounting	firm	is	required	but	unable	to	express	an	unqualified	opinion	as	to
the	effectiveness	of	our	internal	control	over	financial	reporting,	investors	may	lose	confidence	in	the	accuracy	and
completeness	of	our	financial	reports,	the	market	price	of	our	Class	A	common	stock	could	be	adversely	affected	and	we	could
become	subject	to	litigation	or	investigations	by	NASDAQ,	the	SEC,	or	other	regulatory	authorities,	which	could	require
additional	financial	and	management	resources	.	If	we	fail	to	effectively	protect,	maintain	and	enhance	our	brand,	our	business
may	suffer.	As	a	leader	in	our	industry	for	over	40	years,	our	brand	is	one	of	our	most	valuable	assets,	and	any	failure	to	protect
our	brand	could	cause	our	business	to	suffer.	In	addition,	the	promotion	of	our	brand	requires	us	to	make	substantial
expenditures,	and	we	anticipate	that	the	expenditures	will	increase	as	our	market	becomes	more	competitive	and	as	we	expand
into	new	regions.	The	demand	for	and	cost	of	online	and	traditional	advertising	have	been	increasing	and	may	continue	to
increase.	Our	brand	promotion	efforts	will	require	investment	not	just	in	our	indirect	tax	solutions,	but	also	in	our	full	suite	of
software	and	services.	To	the	extent	that	these	activities	yield	increased	revenue,	this	revenue	may	not	offset	the	increased
expenses	we	incur.	If	we	do	not	successfully	maintain	and	enhance	our	brand,	our	business	may	not	grow,	we	may	have	reduced
pricing	power	relative	to	competitors	and	we	could	lose	customers	or	fail	to	attract	potential	new	customers,	all	of	which	would
adversely	affect	our	business,	results	of	operations,	financial	condition	and	cash	flows.	Changes	in	the	application,	scope,
interpretation	or	enforcement	of	laws	and	regulations	pertaining	to	our	operations	may	harm	our	business	or	results	of
operations,	subject	us	to	liabilities	and	require	us	to	implement	new	compliance	programs	or	business	methods.	We	perform	a
number	of	critical	business	functions	for	our	customers,	including	remittance	of	the	taxes	our	customers	owe	to	taxing
authorities.	Our	electronic	payment	of	customers'	taxes	may	be	subject	to	federal	or	state	laws	or	regulations	relating	to	money
transmission.	The	Federal	Bank	Secrecy	Act	requires	that	financial	institutions,	of	which	money	transmitters	are	a	subset,
register	with	the	U.	S.	Department	of	Treasury'	s	Financial	Crimes	Enforcement	Network	and	maintain	policies	and	procedures
reasonably	designed	to	monitor,	identify,	report	and,	where	possible,	avoid	money	laundering	and	criminal	or	terrorist	financing
by	customers.	Most	U.	S.	states	also	have	laws	that	apply	to	money	transmitters,	and	impose	various	licensure,	examination	and
bonding	requirements	on	them.	We	believe	these	federal	and	state	laws	and	regulations	were	not	intended	to	cover	the	business
activity	of	remitting	transaction	taxes	that	taxpayers	owe	to	the	various	states	and	localities.	However,	if	federal	or	state
regulators	were	to	apply	these	laws	and	regulations	to	this	business	activity,	whether	through	expansion	of	enforcement
activities,	new	interpretations	of	the	scope	of	certain	of	these	laws	or	regulations	or	of	available	exemptions,	or	if	our	activities
are	held	by	a	court	to	be	covered	by	such	laws	or	regulations,	we	could	be	required	to	expend	time,	money	and	other	resources
to	deal	with	enforcement	actions	and	any	penalties	that	might	be	asserted,	to	institute	and	maintain	a	compliance	program
specific	to	money	transmission	laws,	and	possibly	to	change	aspects	of	how	we	conduct	our	business	to	achieve	compliance	or
minimize	regulation.	Application	of	these	laws	to	our	business	could	also	make	it	more	difficult	or	costly	for	us	to	maintain	our
banking	relationships.	Financial	institutions	may	also	be	unwilling	to	provide	banking	services	to	us	due	to	concerns	about	the
large	dollar	volume	moving	in	and	out	of	our	accounts	on	behalf	of	our	customers	in	the	ordinary	course	of	our	business.	As	we
continue	to	expand	the	solutions	we	offer	and	the	jurisdictions	in	which	we	offer	them,	we	could	become	subject	to	other
licensing,	examination	or	regulatory	requirements	relating	to	financial	services.	Determining	the	taxes	owed	by	our	customers
involves	providing	solutions	tailored	to	the	types	and	prices	of	products	our	customers	sell,	as	well	as	information	regarding
addresses	that	products	are	shipped	from	and	delivered	to.	Numerous	19federal	--	federal	,	state	and	local	laws	and	regulations
govern	the	collection,	dissemination,	use	and	safeguarding	of	personal	information	and	other	data,	the	scope	of	which	is
changing,	subject	to	differing	interpretations,	and	which	may	be	costly	to	comply	with,	inconsistent	between	jurisdictions	or
conflicting	with	other	rules.	We	may	be	subject	to	these	laws	in	certain	circumstances.	Most	states	have	also	adopted	laws	that
require	notice	be	given	to	affected	consumers	in	the	event	of	19of	a	security	breach.	In	the	event	of	a	security	breach,	our



compliance	with	these	laws	may	subject	us	to	costs	associated	with	notice	and	remediation,	as	well	as	potential	investigations
from	federal	regulatory	agencies	and	state	attorneys	general.	A	failure	on	our	part	to	safeguard	consumer	data	adequately	or	to
destroy	data	securely	may	subject	us,	depending	on	the	personal	information	in	question,	to	costs	associated	with	notice	and
remediation,	as	well	as	to	potential	regulatory	investigations	or	enforcement	actions,	and	possibly	to	civil	liability,	under	federal
or	state	data	security	or	unfair	practices	or	consumer	protection	laws.	If	federal	or	state	regulators	were	to	expand	their
enforcement	activities	or	change	their	interpretation	of	the	applicability	of	these	laws,	or	if	new	laws	regarding	privacy	and
protection	of	consumer	data	were	to	be	adopted,	the	burdens	and	costs	of	complying	with	them	could	increase	significantly,
negatively	affecting	our	results	of	operations	and	possibly	the	manner	in	which	we	conduct	our	business.	For	example,	the
European	Union'	s	General	Data	Protection	Regulation	requires	certain	operational	changes	for	companies	that	receive	or
process	personal	data	of	residents	of	the	EU	and	includes	significant	penalties	for	noncompliance.	In	addition,	other
governmental	authorities	around	the	world	are	considering	implementing	similar	types	of	legislative	and	regulatory	proposals
concerning	data	protection.	We	may	incur	significant	costs	to	comply	with	these	mandatory	privacy	and	security	standards.	If
economic	conditions	worsen,	it	may	negatively	affect	our	business	and	financial	performance.	Our	financial	performance
depends,	in	part,	on	the	state	of	the	economy,	both	in	the	U.	S.	and	globally.	Declining	levels	of	economic	activity	may	lead	to
declines	in	spending	and	customer	revenue,	which	may	result	in	decreased	revenue	for	us.	Concern	about	the	strength	of	the
economy	may	slow	the	rate	at	which	businesses	of	all	sizes	are	willing	to	hire	an	outside	vendor	to	perform	the	determination
and	remittance	of	their	transaction	taxes	and	filing	of	related	returns.	If	our	customers	and	potential	customers	experience
financial	hardship	as	a	result	of	a	weak	economy,	industry	consolidation	or	other	factors,	the	overall	demand	for	our	solutions
could	decrease.	If	economic	conditions	worsen,	our	business,	results	of	operations,	financial	condition	and	cash	flows	could	be
harmed.	Additionally,	over	the	past	year,	the	consumer	price	index	has	increased	substantially	year	over	year.	Federal	policies
to	stimulate	the	economy	during	the	pandemic	and	more	recent	global	events,	such	as	the	rising	price	of	oil	and	the	conflict
between	Russia	and	Ukraine,	may	have	exacerbated,	and	may	continue	to	exacerbate,	inflation	and	increases	in	the	consumer
price	index.	There	is	no	guarantee	that	we	will	be	able	to	offset	this	inflationary	pressure	through	price	increases,	and	a
sustained	or	further	increase	in	inflation	could	have	an	adverse	impact	on	our	operating	expenses	our	business,	results	of
operations,	financial	condition	and	cash	flows.	The	extent	of	these	effects	on	our	business	and	financial	results	will	depend
largely	on	future	developments,	which	are	highly	uncertain	and	cannot	be	predicted.	Natural	disasters,	epidemic	or	pandemic
outbreaks,	terrorist	acts	and	political	events	could	disrupt	business	and	result	in	lower	sales	and	otherwise	have	a	material
adverse	effect	on	our	business,	financial	performance	and	results	of	operations.	The	occurrence	of	one	or	more	major	natural
disasters,	unusual	weather	conditions,	epidemic	or	pandemic	outbreaks,	terrorist	attacks	or	disruptive	political	events,	each	of
which	is	out	of	our	control,	may	result	in	reduced	consumer	and	supplier	spending	and	transactions,	which	in	turn	could	cause
our	revenues	to	decline	and	our	business	to	suffer.	Natural	disasters	including	tornados,	hurricanes,	floods	and	earthquakes	may
damage	the	facilities	of	our	customers	or	those	of	their	suppliers	or	retailers	or	their	other	operations,	which	could	lead	to
reduced	revenue	for	our	customers	and	thus	could	result	in	declines	in	our	revenue	that	is	aligned	with	customer	transaction
volume.	In	addition,	a	global	epidemic	or	pandemic	outbreak	,	such	as	the	outbreak	of	coronavirus	disease	2019	(“	COVID-	19
”),	may	have	a	material	adverse	effect	on	global	economic	conditions,	consumer	spending	and	the	stability	of	global	financial
markets.	Similarly,	terrorist	attacks	or	disruptive	political	events,	such	as	the	imposition	of	retaliatory	tariffs	or	governmental
trade	or	price	manipulation,	could	cause	our	customers,	or	their	customers,	to	defer	spending	plans	or	otherwise	reduce	their
economic	activity.	If	any	of	the	foregoing	risks	were	to	be	realized,	it	could	have	a	material	adverse	effect	on	or	business,
financial	performance	and	results	of	operations.	We	are	subject	to	anti-	corruption,	anti-	bribery	and	similar	laws	and
noncompliance	with	such	laws	can	subject	us	to	criminal	penalties	or	significant	fines	and	harm	our	business	and	reputation.	We
are	subject	to	requirements	under	the	U.	S.	Treasury	Department'	s	Office	of	Foreign	Assets	Control,	anti-	corruption,	anti-
bribery	and	similar	laws,	such	as	the	FCPA,	the	U.	S.	domestic	bribery	statute	contained	in	18	U.	S.	C.	§	20201	--	201	,	the	U.	S.
Travel	Act,	the	USA	PATRIOT	Act,	the	U.	K.	Bribery	Act	2010,	and	other	anti-	corruption,	anti-	bribery	and	anti-	money
laundering	laws	in	countries	in	which	we	conduct	activities.	Anti-	corruption	and	anti-	bribery	laws	have	been	enforced
aggressively	in	recent	years	and	are	interpreted	broadly	and	prohibit	companies	and	their	employees	and	agents	from	promising,
authorizing,	making,	offering	or	providing	anything	of	value	to	a"	foreign	official"	for	the	purposes	of	influencing	official
decisions	or	obtaining	or	retaining	business,	or	otherwise	obtaining	favorable	treatment.	As	we	increase	our	international
operations,	our	risks	under	these	laws	may	increase.	Non-	compliance	with	these	laws	could	subject	us	to	investigations,
sanctions,	settlements,	prosecution,	other	enforcement	actions,	disgorgement	of	profits,	significant	fines,	damages	20damages	,
other	civil	and	criminal	penalties	or	injunctions,	adverse	media	coverage	and	other	consequences.	Any	investigations,	actions	or
sanctions	could	harm	our	business,	results	of	operations,	financial	condition	and	cash	flows.	In	addition,	in	the	future	we	may
use	third	parties	to	sell	access	to	our	software	and	conduct	business	on	our	behalf	abroad.	We	or	such	future	third-	party
intermediaries	may	have	direct	or	indirect	interactions	with	officials	and	employees	of	government	agencies	or	state-	owned	or
affiliated	entities,	and	we	can	be	held	liable	for	the	corrupt	or	other	illegal	activities	of	such	future	third-	party	intermediaries,
and	our	employees,	representatives,	contractors,	partners	and	agents,	even	if	we	do	not	explicitly	authorize	such	activities.	We
cannot	provide	assurance	that	our	internal	controls	and	compliance	systems	will	always	protect	us	from	liability	for	acts
committed	by	employees,	agents	or	business	partners	of	ours	(or	of	businesses	we	acquire	or	partner	with)	that	would	violate	U.
S.	and	/	or	non-	U.	S.	laws,	including	the	laws	governing	payments	to	government	officials,	bribery,	fraud,	kickbacks,	false
claims,	pricing,	sales	and	marketing	practices,	conflicts	of	interest,	competition,	employment	practices	and	workplace	behavior,
export	and	import	compliance,	economic	and	trade	sanctions,	money	laundering,	data	privacy	and	other	related	laws.	Any	such
improper	actions	or	allegations	of	such	acts	could	subject	us	to	significant	sanctions,	including	civil	or	criminal	fines	and
penalties,	disgorgement	of	profits,	injunctions	and	debarment	from	government	contracts,	as	well	as	related	stockholder	lawsuits
and	other	remedial	measures,	all	of	which	could	adversely	affect	our	reputation,	business,	results	of	operations	and	financial



condition.	Any	violation	of	economic	and	trade	sanction	laws,	export	and	import	laws,	the	FCPA	or	other	applicable	anti-
corruption	laws	or	anti-	money	laundering	laws	could	also	result	in	whistleblower	complaints,	adverse	media	coverage,
investigations	and	severe	criminal	or	civil	sanctions,	any	of	which	could	have	a	materially	adverse	effect	on	our	reputation,
business,	results	of	operations	and	prospects.	Our	ability	to	protect	our	intellectual	property	is	limited,	and	we	may	be	subject	to
claims	of	infringement	by	third	parties.	Our	success	depends,	in	part,	upon	our	proprietary	technology,	processes,	trade	secrets,
and	other	proprietary	information	and	our	ability	to	protect	this	information	from	unauthorized	disclosure	and	use.	We	primarily
rely	upon	a	combination	of	copyright,	trademark	and	trade	secret	laws,	as	well	as	confidentiality	procedures,	contractual
provisions	and	other	similar	measures	to	protect	our	proprietary	or	confidential	information	and	intellectual	property.	Our
trademarks	and	service	marks	include	VERTEX	™	and	O	Series	™,	which	is	our	flagship	indirect	tax	solution.	Despite	our
efforts	to	protect	our	proprietary	rights	and	intellectual	property,	unauthorized	parties	may	attempt	to	copy	aspects	of	our
solutions	or	to	obtain	and	use	information	that	we	regard	as	proprietary,	and	third	parties	may	attempt	to	independently	develop
similar	technology,	policing	unauthorized	use	of	our	technology	and	intellectual	property	rights	may	be	difficult	and	may	not	be
effective.	In	addition,	third	parties	may	claim	infringement	by	us	with	respect	to	current	or	future	solutions	or	other	intellectual
property	rights.	The	software	and	technology	industries	are	characterized	by	the	existence	of	a	large	number	of	patents,
trademarks	and	copyrights	and	by	frequent	litigation	based	on	allegations	of	infringement	or	other	violations	of	intellectual
property	rights.	The	outcome	of	any	claims	or	litigation,	regardless	of	the	merits,	is	inherently	uncertain.	Any	claims	and
lawsuits	to	enforce	our	intellectual	property	rights	or	to	defend	ourselves	against	claims	of	infringement	of	third-	party
intellectual	property	rights,	and	the	disposition	of	such	claims	and	lawsuits,	whether	through	settlement	or	licensing	discussions,
or	litigation,	could	be	time-	consuming	and	expensive	to	resolve,	divert	management	attention	from	executing	our	strategies,
result	in	efforts	to	enjoin	our	activities,	lead	to	attempts	on	the	part	of	other	parties	to	pursue	similar	claims,	and,	in	the	case	of
intellectual	property	claims,	require	us	to	change	our	technology,	change	our	business	practices,	pay	monetary	damages,	or	enter
into	short-	or	long-	term	royalty	or	licensing	agreements.	Any	adverse	determination	related	to	intellectual	property	claims	or
other	litigation	could	prevent	us	from	offering	our	solutions	to	others,	could	be	material	to	our	financial	condition	or	cash	flows,
or	both,	or	could	otherwise	harm	our	results	of	operations.	21Our	--	Our	ability	to	obtain	additional	capital	on	commercially
reasonable	terms	may	be	limited.	We	intend	to	continue	to	make	investments	to	support	our	business	growth	and	may	require
additional	funds,	beyond	those	generated	by	our	initial	public	offering	or	available	under	our	existing	credit	facility,	to	respond
to	business	challenges,	including	to	better	support	and	serve	our	customers,	develop	new	software	or	enhance	our	existing
solutions,	expand	our	tax	content,	improve	our	operating	and	technology	infrastructure	or	acquire	complementary	businesses	and
technologies.	Accordingly,	we	may	need	to	engage	in	public	or	private	equity,	equity-	linked	or	debt	financings	to	secure
additional	funds.	If	we	raise	additional	funds	through	future	issuances	of	equity	or	convertible	debt	securities,	our	existing
stockholders	could	suffer	significant	dilution,	and	any	new	equity	securities	we	issue	could	have	rights,	preferences	and
privileges	21privileges	superior	to	those	of	holders	of	our	Class	A	common	stock.	Any	debt	financing	that	we	secure	in	the
future	could	involve	restrictive	covenants	relating	to	our	capital	raising	activities	and	other	financial	and	operational	matters,
including	the	ability	to	pay	dividends.	This	may	make	it	more	difficult	for	us	to	obtain	additional	capital	and	to	pursue	business
opportunities,	including	potential	acquisitions.	We	may	not	be	able	to	obtain	additional	financing	on	terms	favorable	to	us,	if	at
all.	If	we	are	unable	to	obtain	adequate	financing	on	terms	satisfactory	to	us	when	we	require	it,	our	ability	to	continue	to
support	our	business	growth	and	respond	to	business	challenges	could	be	significantly	impaired,	and	our	business	and	prospects
could	be	adversely	affected.	If	we	fail	to	maintain	an	effective	system	of	disclosure	controls	and	internal	control	over	financial
reporting,	or	fail	to	remediate	any	material	weaknesses	in	our	internal	controls	over	financial	reporting,	our	ability	to	produce
timely	and	accurate	financial	statements	or	comply	with	applicable	regulations	could	be	impaired.	Ensuring	that	we	have
adequate	internal	financial	and	accounting	controls	and	procedures	in	place	to	produce	accurate	financial	statements	on	a	timely
basis	is	a	costly	and	time-	consuming	effort	that	needs	to	be	re-	evaluated	frequently.	The	rapid	growth	of	our	operations	and	our
ongoing	transition	to	a	publicly	traded	company	has	created	a	need	for	additional	resources	within	the	accounting	and	finance
functions	due	to	the	increasing	need	to	produce	timely	financial	information	and	to	ensure	a	level	of	segregation	of	duties
customary	for	a	U.	S.	public	company.	We	continue	to	reassess	the	sufficiency	of	accounting	and	finance	personnel	in	response
to	these	increasing	demands	and	expectations.	Our	management	is	responsible	for	establishing	and	maintaining	adequate
internal	control	over	financial	reporting	to	provide	reasonable	assurance	regarding	the	reliability	of	our	financial	reporting	and
the	preparation	of	financial	statements	for	external	purposes	in	accordance	with	generally	accepted	accounting	principles.	Our
management	does	not	expect	that	our	internal	control	over	financial	reporting	will	prevent	or	detect	all	errors	and	all	fraud.	A
control	system,	no	matter	how	well	designed	and	operated,	can	provide	only	reasonable,	not	absolute,	assurance	that	the	control
system'	s	objectives	will	be	met.	Because	of	the	inherent	limitations	in	all	control	systems,	no	evaluation	of	controls	can	provide
absolute	assurance	that	misstatements	due	to	error	or	fraud	will	not	occur	or	that	all	control	issues	and	instances	of	fraud,	if	any,
within	our	company	will	have	been	detected.	We	previously	identified	and	disclosed	certain	material	weaknesses	in	our	internal
control	over	financial	reporting	in	our	Annual	Report	on	Form	10-	K	for	the	year	ended	December	31,	2020.	These	material
weaknesses	have	since	been	remediated,	but	additional	material	weaknesses	or	significant	deficiencies	may	be	discovered	in	the
future.	If	we	identify	additional	any	material	weaknesses	in	our	internal	control	over	financial	reporting,	our	management	will
be	unable	to	assert	that	our	disclosure	controls	and	procedures	and	our	internal	control	over	financial	reporting	is	effective.	If	we
are	unable	to	assert	that	our	internal	control	over	financial	reporting	is	effective,	or	if	our	independent	registered	public
accounting	firm	is	required	but	unable	to	express	an	unqualified	opinion	as	to	the	effectiveness	of	our	internal	control	over
financial	reporting,	investors	may	lose	confidence	in	the	accuracy	and	completeness	of	our	financial	reports,	the	market	price	of
our	common	stock	could	be	adversely	affected	and	we	could	become	subject	to	litigation	or	investigations	by	NASDAQ,	the
SEC,	or	other	regulatory	authorities,	which	could	require	additional	financial	and	management	resources.	The	price	of	our	Class
A	common	stock	may	fluctuate	significantly,	and	you	could	lose	all	or	part	of	your	investment.	The	market	price	of	our	Class	A



common	stock	is	likely	to	be	volatile	and	could	be	subject	to	wide	fluctuations	in	response	to	many	risk	factors	listed	in	this
section,	and	others	beyond	our	control,	including:	●	actual	or	anticipated	fluctuations	in	our	results	of	operations	and	financial
condition;	●	variance	in	our	financial	performance	from	expectations	of	securities	analysts;	●	changes	in	our	software
subscription	revenue;	●	changes	in	our	projected	operating	and	financial	results;	●	changes	in	tax	laws	or	regulations;	●
announcements	by	us	or	our	competitors	of	significant	business	developments,	acquisitions	or	new	offerings;	●	our
involvement	in	any	litigation;	●	our	sale	of	our	Class	A	common	stock	or	other	securities	in	the	future;	●	changes	in
senior	management	or	key	personnel;	●	the	trading	volume	of	our	Class	A	common	stock;	22	●	changes	in	the
anticipated	future	size	and	growth	rate	of	our	market;	and	●	general	economic,	regulatory	and	market	conditions.	The
stock	markets	have	historically	experienced	price	and	volume	fluctuations	that	at	times	have	been	extreme	and	have
affected	and	continue	to	affect	the	market	prices	of	equity	securities	of	many	companies.	These	fluctuations	have	often
been	unrelated	or	disproportionate	to	the	operating	performance	of	those	companies.	Broad	market	and	industry
fluctuations,	as	well	as	general	economic,	political,	regulatory	and	market	conditions,	may	negatively	impact	the	market
price	of	our	Class	A	common	stock.	If	the	market	price	of	our	Class	A	common	stock	falls	below	your	investment	price,
you	may	lose	some	or	all	of	your	investment.	In	the	past,	companies	that	have	experienced	volatility	in	the	market	price
of	their	securities	have	been	subject	to	securities	class	action	litigation.	We	may	be	the	target	of	this	type	of	litigation	in
the	future,	which	could	result	in	substantial	costs	and	divert	our	management'	s	attention.	We	are	a"	controlled
company"	within	the	meaning	of	the	NASDAQ	Rules	and,	as	a	result,	expect	to	qualify	for,	and	intend	to	rely	on,
exemptions	from	certain	corporate	governance	requirements.	You	will	not	have	the	same	protections	afforded	to
stockholders	of	companies	that	are	subject	to	such	requirements.	Our	current	principal	stockholders	beneficially	own	a
majority	of	the	combined	voting	power	of	all	classes	of	our	outstanding	voting	stock;	thus,	we	are	a	controlled	company
within	the	meaning	of	the	NASDAQ	Rules,	which	state	a	company	with	more	than	50	%	of	the	voting	power	held	by
another	person	or	group	of	persons	acting	together	is	a	controlled	company	and	may	elect	not	to	comply	with	certain
corporate	governance	requirements,	including	the	requirements	that:	●	a	majority	of	the	board	of	directors	consist	of
independent	directors	as	defined	under	the	rules	of	the	NASDAQ	Global	Market;	●	the	nominating	and	governance
committee	be	composed	entirely	of	independent	directors	with	a	written	charter	addressing	the	committee'	s	purpose
and	responsibilities;	and	●	the	compensation	committee	be	composed	entirely	of	independent	directors	with	a	written
charter	addressing	the	committee'	s	purpose	and	responsibilities.	These	requirements	will	not	apply	to	us	as	long	as	we
remain	a	controlled	company.	We	have	elected	to	take	advantage	of	the	exemption	from	the	requirement	that	a	majority
of	our	board	of	directors	consist	of	independent	directors	and	that	our	nominating	and	corporate	governance	committee
consist	entirely	of	independent	directors.	Accordingly,	you	may	not	have	the	same	protections	afforded	to	stockholders	of
companies	that	are	subject	to	all	of	the	corporate	governance	requirements	of	the	NASDAQ	Global	Market.	We	are	no
longer	an	“	emerging	growth	company,	”	and	we	are	no	longer	able	to	take	advantage	of	the	reduced	disclosure
requirements	applicable	to	“	emerging	growth	companies,	”	which	may	increase	our	costs.	We	no	longer	qualify	as	an	“
emerging	growth	company,	”	as	defined	in	the	Jumpstart	Our	Business	Startups	Act	of	2012.	As	a	result,	we	are	now
subject	to	various	disclosure	and	compliance	requirements	that	did	not	previously	apply	to	us,	such	as:	●	the
requirement	that	our	independent	registered	public	accounting	firm	attest	to	the	effectiveness	of	our	internal	control
over	financial	reporting	under	Section	404	(b)	of	the	Sarbanes-	Oxley	Act	;	●	the	requirement	that	we	adopt	new	or
revised	accounting	standards	when	they	are	applicable	to	public	companies,	instead	of	delaying	their	adoption	until	they
are	applicable	to	private	companies	;	●	compliance	with	any	requirement	that	may	be	adopted	by	the	Public	Company
Accounting	Oversight	Board	regarding	obligatory	audit	firm	rotation	or	a	supplement	to	the	auditor’	s	report	providing
additional	information	about	the	audit	and	financial	statements	;	●	the	requirement	that	we	provide	full	and	more
detailed	disclosures	regarding	executive	compensation	;	and	●	the	requirement	that	we	hold	a	non-	binding	advisory	vote
on	executive	compensation	and	obtain	stockholder	approval	of	any	golden	parachute	payments	not	previously	approved.
We	expect	that	the	loss	of	emerging	growth	company	status	and	compliance	with	these	additional	requirements	will
increase	our	legal	and	financial	compliance	costs	and	cause	management	and	other	personnel	to	divert	attention	from	23


