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Investing	in	our	common	stock	involves	a	high	degree	of	risk.	You	should	carefully	consider	the	following	risks	and	all	other
information	contained	herein,	including	our	consolidated	financial	statements	and	the	related	notes	thereto,	before	investing	in
our	common	stock.	The	risks	and	uncertainties	described	below	are	not	the	only	ones	we	face.	Additional	risks	and	uncertainties
that	we	are	unaware	of,	or	that	we	currently	believe	are	not	material,	also	may	become	important	factors	that	affect	us.	If	any	of
the	following	risks	materialize,	our	business,	financial	condition	and	results	of	operations	could	be	materially	harmed.	In	that
case,	the	trading	price	of	our	common	stock	could	decline,	and	you	may	lose	some	or	all	of	your	investment.	Risks	Related	to
the	Industry	in	which	we	Operate	The	market	for	software	that	analyzes,	secures,	governs,	manages	and	migrates	enterprise	data
may	not	continue	to	grow	or	grow	at	the	same	pace.	We	believe	our	future	success	depends	in	large	part	on	the	continued	growth
of	the	market	for	software	that	enables	enterprises	to	analyze,	secure,	govern,	manage	and	migrate	their	data.	In	order	for	us	to
market	and	sell	our	products,	we	must	successfully	demonstrate	to	enterprise	IT,	security	and	business	personnel	the	potential
value	of	their	data	and	the	risk	of	that	data	getting	compromised	or	stolen.	Despite	a	number	of	high-	profile	cyberattacks	around
the	world,	we	must	still	persuade	customers	to	devote	a	portion	of	their	budgets	to	a	unified	platform	that	we	offer	to	analyze,
secure,	govern,	manage	and	extract	value	from	this	resource.	Enterprises	may	not	recognize	the	need	for	our	products	or,	if	they
do,	may	not	decide	that	they	need	a	solution	that	offers	the	range	of	functionalities	that	we	offer.	Software	solutions	focused	on
enterprise	data	may	not	yet	be	viewed	as	a	necessity,	and	accordingly,	our	sales	effort	is	and	will	continue	to	be	focused	in	large
part	on	explaining	the	need	for,	and	value	offered	by,	our	solution.	The	market	for	our	solution	may	not	continue	to	grow	at	its
current	rate	or	at	all.	The	failure	of	the	market	to	continue	to	develop	would	materially	adversely	impact	our	results	of
operations.	Prolonged	economic	uncertainties	or	downturns	could	materially	adversely	affect	our	business.	Our	business
depends	on	our	current	and	prospective	customers’	ability	and	willingness	to	invest	in	IT	services,	including	cybersecurity
projects,	which	in	turn	is	dependent	upon	their	overall	economic	health.	Negative	conditions	in	the	general	economy	both	in	the
United	States	and	abroad,	including	inflationary	pressure,	recession,	currency	fluctuations	and	a	higher	interest	rate
environment,	changes	in	gross	domestic	product	growth,	instability	in	connection	with	the	upcoming	presidential	election	in
the	United	States,	potential	future	government	shutdowns,	the	federal	government’	s	failure	to	raise	the	debt	ceiling,	financial
and	credit	market	fluctuations,	the	imposition	of	trade	barriers	and	restrictions	such	as	tariffs,	political	deadlock,	restrictions	on
travel,	natural	catastrophes,	warfare	,	including	geopolitical	turmoil	and	sanctions	caused	by	the	war	between	Russia	and
Ukraine,	and	terrorist	attacks,	could	cause	a	decrease	in	business	investments,	including	corporate	spending	on	enterprise
software	in	general	and	negatively	affect	the	rate	of	growth	of	our	business.	For	example,	our	operations,	and	the	operations	of
our	customers	and	partners,	were	affected	by	geopolitical	turmoil	and	sanctions	caused	by	the	war	between	Russia	and
Ukraine,	and	the	COVID-	19	pandemic	and	efforts	to	control	its	spread,	including	by	mandatory	business	closures	and	capacity
limitations	imposed	by	the	jurisdictions	in	which	we	operate.	Similar	events	and	restrictions	in	the	future	could	negatively
affect	our	business.	Uncertainty	in	the	global	economy	makes	it	extremely	difficult	for	our	customers	and	us	to	forecast	and	plan
future	business	activities	accurately.	This	could	cause	our	customers	to	reevaluate	decisions	to	purchase	our	product	or	to	delay
their	purchasing	decisions,	which	could	lengthen	our	sales	cycles	and	negatively	impact	our	results.	In	For	example,	in	the
beginning	of	2022,	in	connection	with	the	war	between	Russia	and	Ukraine	and	related	sanctions,	we	made	the	decision	to	exit
our	Russia	business.	As	2022	progressed	and	throughout	2023	,	the	European	economy	began	to	experience	experienced
increased	economic	turmoil	that	has	caused	the	devaluation	of	local	European	currencies	(specifically,	the	Euro	and	the	Pound
Sterling),	inflationary	pressures	and	general	economic	uncertainty.	As	a	result,	there	has	been	increasing	some	budgetary
tightening	and	we	have	started	to	see	longer	sales	cycles	in	the	region	and	which	may	negatively	impact	our	results	of
operations	to	date	have	been	negatively	impacted	.	The	In	the	United	States	,	we	have	also	experienced	a	higher	inflationary
environment,	which	may	put	further	pressure	on	discretionary	spending	by	our	customers,	and	we	may	in	the	future	see	a
further	lengthening	of	our	sales	cycle	in	the	region	which	could	negatively	impact	our	results.	A	downturn	in	any	of	our	leading
industries,	or	a	reduction	in	any	revenue-	generating	vertical,	may	cause	enterprises	to	react	to	worsening	conditions	by	reducing
their	spending	on	IT.	Customers	may	delay	or	cancel	IT	projects,	choose	to	focus	on	in-	house	development	efforts	or	seek	to
lower	their	costs	by	renegotiating	maintenance	and	support	agreements.	To	the	extent	purchases	of	licenses	for	our	software	are
perceived	by	customers	and	potential	customers	to	be	discretionary,	our	revenues	may	be	disproportionately	affected	by	delays
or	reductions	in	general	IT	spending.	In	addition,	consolidation	in	certain	industries	may	result	in	reduced	overall	spending	on
our	software.	If	the	economic	conditions	of	the	general	economy	or	industries	in	which	we	operate	worsen	from	present	levels,
our	business,	results	of	operations	and	financial	condition	could	be	adversely	affected.	Overall	economic	uncertainty	has
resulted	in,	and	may	in	the	future	give	rise	to,	a	number	of	risks,	including,	but	not	limited	to,	the	following:	•	reduced	economic
activity	could	lead	to	a	prolonged	recession,	which	could	negatively	impact	spending	by	our	customers	or	the	ability	of
consumers	to	pay	for	our	services	and	in	return	could	severely	impact	our	business	operations,	financial	condition	and	liquidity;
•	an	impairment	of	our	ability	to	continue	to	show	the	positive	trends	at	the	levels	we	have	shown	in	the	last	several	quarters	for
certain	key	performance	metrics,	such	as	renewal	rates	and	annual	recurring	revenues;	•	a	negative	effect	on	our	customer
success	efforts,	our	ability	to	enter	into	new	markets	and	our	ability	to	acquire	new	customers,	in	part	due	to	potentially	lower
conversion	rates	on	risk	assessments	and	delay	and	lengthen	our	sales	cycles;	•	a	reduction	in	the	number	of	users	as	customers
terminate	and	furlough	employees;	•	an	increase	in	bad	debt	reserves	as	customers	face	economic	hardship	and	collectability
becomes	more	uncertain,	including	the	risk	of	bankruptcies;	•	variability	with	forward-	looking	guidance	and	financial	results,



including	management’	s	accounting	estimates	and	assumptions;	and	•	our	ability	to	raise	capital.	The	challenges	posed	by	and
the	full	impact	of	negative	conditions	in	the	general	economy	on	our	business	and	our	future	performance	are	difficult	to	predict
and	there	is	a	risk	that	any	guidance	we	provide	to	the	market	may	turn	out	to	be	incorrect.	We	may	face	increased	competition
in	our	market.	While	there	are	some	companies	which	offer	certain	features	similar	to	those	embedded	in	our	solutions,	as	well
as	others	with	whom	we	compete	in	certain	tactical	use	cases,	we	believe	that	we	do	not	currently	compete	with	a	company	that
offers	the	same	breadth	of	functionalities	on	the	number	of	platforms	and	application	that	we	cover.	Nevertheless,	we	do
compete	against	a	select	group	of	software	vendors	that	provide	standalone	solutions,	similar	to	those	found	in	our
comprehensive	software	suite,	in	the	specific	markets	in	which	we	operate.	We	also	face	direct	competition	with	respect	to
certain	use	cases	of	our	products	,	specifically	Data	data	migration	Transport	Engine	,	DatAnswers	data	subject	access
requests	and	Active	DatAdvantage	for	Directory	Services	security	.	As	we	continue	to	augment	our	functionality	with	insider
threat	detection	and	user	behavior	analytics	and	as	we	expand	our	classification	capabilities	to	better	serve	compliance	needs,
such	as	GDPR,	CCPA	and	other	data	privacy	laws,	we	may	face	increased	perceived	and	real	competition	from	other	security
and	classification	technologies.	As	we	expand	our	coverage	and	penetration	in	the	cloud,	we	may	face	increased	perceived	and
real	competition	from	other	cloud-	focused	technologies.	In	the	future,	as	customer	requirements	evolve	and	new	technologies
are	introduced,	we	may	experience	increased	competition	if	established	or	emerging	companies	develop	solutions	that	address
the	enterprise	data	market.	Furthermore,	because	we	operate	in	an	evolving	area,	we	anticipate	that	competition	will	increase
based	on	customer	demand	for	these	types	of	products.	In	particular,	if	a	more	established	company	were	to	target	our	market,
we	may	face	significant	competition.	They	may	have	competitive	advantages,	such	as	greater	name	recognition,	larger	sales,
marketing,	research	and	acquisition	resources,	access	to	larger	customer	bases	and	channel	partners,	a	longer	operating	history
and	lower	labor	and	development	costs,	which	may	enable	them	to	respond	more	quickly	to	new	or	emerging	technologies	and
changes	in	customer	requirements	or	devote	greater	resources	to	the	development,	promotion	and	sale	of	their	products	than	we
do.	Increased	competition	could	result	in	us	failing	to	attract	customers	or	maintain	licenses	at	the	same	rate.	It	could	also	lead
to	price	cuts,	alternative	pricing	structures	or	the	introduction	of	products	available	for	free	or	a	nominal	price,	reduced	gross
margins,	longer	sales	cycles,	lower	renewal	rates	and	loss	of	market	share.	In	addition,	our	current	or	prospective	channel
partners	may	establish	cooperative	relationships	with	future	competitors.	These	relationships	may	allow	future	competitors	to
rapidly	gain	significant	market	share.	These	developments	could	also	limit	our	ability	to	obtain	revenues	from	existing	and	new
customers.	Our	ability	to	compete	successfully	in	our	market	will	also	depend	on	a	number	of	factors,	including	ease	and	speed
of	product	deployment	and	use,	the	quality	and	reliability	of	our	customer	service	and	support,	total	cost	of	ownership,	return	on
investment	and	brand	recognition.	Any	failure	by	us	to	successfully	address	current	or	future	competition	in	any	one	of	these	or
other	areas	may	reduce	the	demand	for	our	products	and	adversely	affect	our	business,	results	of	operations	and	financial
condition.	We	are	subject	to	a	number	of	legal	requirements,	contractual	obligations	and	industry	standards	regarding	security,
data	protection	and	privacy,	and	any	failure	to	comply	with	these	requirements,	obligations	or	standards	could	have	an	adverse
effect	on	our	reputation,	business,	financial	condition	and	operating	results.	Privacy	and	data	information	security	have	become
a	significant	issue	in	the	United	States	and	in	many	other	countries	where	we	have	employees	and	operations	and	where	we
offer	licenses	to	our	products.	The	regulatory	framework	for	privacy	and	personal	information	security	issues	worldwide	is
rapidly	evolving	and	is	likely	to	remain	uncertain	for	the	foreseeable	future.	The	U.	S.	federal	and	various	state	and	foreign
government	bodies	and	agencies	have	adopted	or	are	considering	adopting	laws	and	regulations	limiting,	or	laws	and	regulations
regarding,	the	collection,	distribution,	use,	disclosure,	storage	and	security	of	personal	information.	For	example,	the	CCPA,
which	went	into	effect	on	January	1,	2020,	requires,	among	other	things,	covered	companies	to	provide	new	disclosures	to
California	consumers	and	afford	such	consumers	new	abilities	to	opt-	out	of	certain	sales	of	personal	information.	Consumer
rights	and	obligations	under	the	CCPA	were	expanded	by	the	California	Privacy	Rights	Act	(CPRA)	on	November	3,	2020.	The
CPRA	took	effect	on	January	1,	2023,	along	with	the	Virginia	Consumer	Data	Protection	Act	;	.	In	addition,	the	Colorado
Privacy	Act	,	the	Utah	Consumer	Privacy	Act	and	the	Connecticut	Act	Concerning	Personal	Data	Privacy	and	Online
Monitoring	took	are	all	set	to	go	into	effect	in	on	July	1,	2023,	and	the	Utah	Consumer	Privacy	Act	took	effect	on
December	31,	2023.	These	laws	impose	similar	obligations	on	businesses	with	regard	to	the	use,	disclosure	and	security	of
personal	information,	and	grant	additional	rights	in	that	personal	information	to	consumers.	Internationally,	virtually	every
jurisdiction	in	which	we	operate	has	established	its	own	data	security	and	privacy	legal	framework	with	which	we	or	our
customers	must	comply.	Laws	and	regulations	in	these	jurisdictions	apply	broadly	to	the	collection,	use,	storage,	disclosure	and
security	of	data	that	identifies	or	may	be	used	to	identify	or	locate	an	individual,	such	as	names,	email	addresses	and,	in	some
jurisdictions,	Internet	Protocol	addresses.	These	laws	and	regulations	often	are	more	restrictive	than	those	in	the	United	States
and	are	rapidly	evolving.	For	example,	the	European	Union’	s	(“	EU	”)	data	protection	regime,	the	GDPR,	became	enforceable
on	May	25,	2018.	Additionally,	the	United	Kingdom	has	enacted	legislation	that	substantially	implements	the	GDPR,	but	the
United	Kingdom’	s	exit	from	the	EU	(which	formally	occurred	on	January	31,	2020),	commonly	referred	to	as	“	Brexit,	”	has
created	uncertainty	with	regard	to	the	regulation	of	data	protection	in	the	United	Kingdom.	In	particular,	the	United	Kingdom’	s
government	has	announced	that	it	is	considering	revising	some	aspects	of	its	domestic	data	protection	regime	to	move	further
away	from	the	EU	approach,	and	it	is	unclear	how	the	two	regimes	will	interact	after	that.	In	addition,	the	United	Kingdom	is
reviewing	its	data	transfer	rules	with	respect	to	transfers	to	the	United	States	and	other	jurisdictions,	and	has	issued	its	own	UK-
specific	International	Data	Transfer	Agreement,	together	with	a	UK	Addendum	to	the	EU	Standard	Contractual	Clauses	,	which
create	further	divergence	from	the	EU	approach	.	Depending	on	how	these	measures	are	implemented,	and	how	they	are
enforced,	they	may	result	in	substantively	different	compliance	obligations	with	respect	to	transfers	of	personal	data	out	of	the
United	Kingdom	and	the	EU,	respectively.	Complying	with	the	GDPR	or	other	laws,	regulations	or	other	obligations	relating	to
privacy,	data	protection	or	information	security	may	cause	us	to	incur	substantial	operational	costs	or	require	us	to	modify	our
data	handling	practices.	Non-	compliance	could	result	in	proceedings	against	us	by	governmental	entities	or	others,	could	result



in	substantial	fines	or	other	liability,	and	may	otherwise	adversely	impact	our	business,	financial	condition	and	operating	results.
Some	statutory	requirements,	both	in	the	United	States	and	abroad,	include	obligations	of	companies	to	notify	individuals	of
security	breaches	involving	particular	personal	information,	which	could	result	from	breaches	experienced	by	us	or	our	service
providers.	Even	though	we	may	have	contractual	protections	with	our	service	providers,	a	security	breach	could	impact	our
reputation,	harm	our	customer	confidence,	hurt	our	sales	or	cause	us	to	lose	existing	customers	and	could	expose	us	to	potential
liability	or	require	us	to	expend	significant	resources	on	data	security	and	in	responding	to	such	breach.	In	addition	to
government	regulation,	privacy	advocates	and	industry	groups	may	propose	new	and	different	self-	regulatory	standards	that
either	legally	or	contractually	apply	to	us.	We	also	expect	that	there	will	continue	to	be	new	proposed	laws	and	regulations
concerning	privacy,	data	protection	and	information	security,	and	we	cannot	yet	determine	the	impact	such	future	laws,
regulations	and	standards	may	have	on	our	business.	New	laws,	amendments	to	or	re-	interpretations	of	existing	laws	and
regulations,	industry	standards,	contractual	obligations	and	other	obligations	may	require	us	to	incur	additional	costs	and	restrict
our	business	operations.	Because	the	interpretation	and	application	of	laws	and	other	obligations	relating	to	privacy	and	data
protection	are	still	uncertain,	it	is	possible	that	these	laws	and	other	obligations	may	be	interpreted	and	applied	in	a	manner	that
is	inconsistent	with	our	existing	data	management	practices	or	the	features	of	our	software.	If	so,	in	addition	to	the	possibility	of
fines,	lawsuits	and	other	claims,	we	could	be	required	to	fundamentally	change	our	business	activities	and	practices	or	modify
our	software,	which	could	have	an	adverse	effect	on	our	business.	We	may	be	unable	to	make	such	changes	and	modifications	in
a	commercially	reasonable	manner	or	at	all,	and	our	ability	to	develop	new	features	could	be	limited.	Any	inability	to	adequately
address	privacy	concerns,	even	if	unfounded,	or	comply	with	applicable	privacy	or	data	protection	laws,	regulations	and	policies
could	result	in	additional	cost	and	liability	to	us,	damage	our	reputation,	inhibit	sales	and	adversely	affect	our	business.
Furthermore,	the	costs	of	compliance	with,	and	other	burdens	imposed	by,	the	laws,	regulations	and	policies	that	are	applicable
to	the	businesses	of	our	customers	may	increase	the	costs	associated	with,	limit	the	use	and	adoption	of,	and	reduce	the	overall
demand	for,	our	products.	Privacy	and	personal	information	security	concerns,	whether	valid	or	not	valid,	may	inhibit	market
adoption	of	our	products	particularly	in	certain	industries	and	foreign	countries.	Risks	Related	to	Our	Operations	Security
breaches,	cyberattacks	or	other	cyber-	risks	of	our	IT	and	production	systems	could	expose	us	to	significant	liability	and	cause
our	business	and	reputation	to	suffer	and	harm	our	competitive	position.	Our	corporate	infrastructure	stores	and	processes	our
sensitive,	proprietary	and	other	confidential	information	(including	as	related	to	financial,	technology,	employees,	marketing,
sales,	etc.)	which	is	used	on	a	daily	basis	in	our	operations.	In	addition,	our	software	involves	transmission	and	processing	of	our
customers’	confidential,	proprietary	and	sensitive	information.	We	have	legal	and	contractual	obligations	to	protect	the
confidentiality	and	appropriate	use	of	customer	data.	Being	As	a	leader	leading	pioneer	in	the	cyber	industry,	we	may	be	an
attractive	target	for	cyber	attackers	or	other	data	thieves.	High-	profile	cyberattacks	and	security	breaches	have	increased	in
recent	years,	with	the	potential	for	such	acts	heightened	as	a	result	of	the	number	of	employees	working	remotely	due	to	many
companies	adopting	a	hybrid	working	model.	Security	industry	experts	and	government	officials	have	warned	about	the	risks	of
hackers	and	cyberattacks	targeting	IT	products	and	enterprise	infrastructure.	Because	techniques	used	to	obtain	unauthorized
access	or	to	sabotage	systems	change	frequently	and	often	are	not	recognized	until	launched	against	a	specific	target,	we	may	be
unable	to	anticipate	these	techniques	or	to	implement	adequate	preventative	measures.	As	we	continue	to	increase	our	client	base
and	expand	our	brand,	we	may	become	more	of	a	target	for	third	parties	seeking	to	compromise	our	security	systems	and	we
anticipate	that	hacking	attempts	and	cyberattacks	will	increase	in	the	future.	We	may	not	always	be	successful	in	preventing	or
repelling	unauthorized	access	to	our	systems.	We	also	may	face	delays	in	our	ability	to	identify	or	otherwise	respond	to	any
cybersecurity	incident	or	any	other	breach.	Additionally,	we	use	third-	party	service	providers	to	provide	some	services	to	us
that	involve	the	cloud	hosting,	storage	or	transmission	of	data,	such	as	SaaS,	cloud	computing,	and	internet	infrastructure	and
bandwidth,	and	they	face	various	cybersecurity	threats	and	also	may	suffer	cybersecurity	incidents	or	other	security	breaches.
Despite	our	security	measures,	our	IT	and	infrastructure	may	be	vulnerable	to	attacks.	Threats	to	IT	security	can	take	a	variety	of
forms.	Individual	and	groups	of	hackers	and	sophisticated	organizations,	including	state-	sponsored	organizations	or	nation-
states,	continuously	undertake	attacks	that	pose	threats	to	our	customers	and	our	IT.	These	actors	may	use	a	wide	variety	of
methods,	which	may	include	developing	and	deploying	malicious	software	or	exploiting	vulnerabilities	in	hardware,	software,	or
other	infrastructure	in	order	to	attack	our	products	and	services	or	gain	access	to	our	networks,	using	social	engineering
techniques	to	induce	our	employees,	users,	partners,	or	customers	to	disclose	passwords	or	other	sensitive	information	or	take
other	actions	to	gain	access	to	our	data	or	our	users’	or	customers’	data,	or	acting	in	a	coordinated	manner	to	launch	distributed
denial	of	service	or	other	coordinated	attacks.	Inadequate	account	security	practices	may	also	result	in	unauthorized	access	to
confidential	and	/	or	sensitive	data	or	loss	of	SaaS	platform	availability.	Security	risks,	including,	but	not	limited	to,	unauthorized
use	or	disclosure	of	customer	data,	loss	of	availability	of	our	SaaS	platform	offering,	cyberattack	on	our	cloud	providers	theft	of
proprietary	information,	theft	of	intellectual	property,	theft	of	internal	employee’	s	PII	/	PHI	information,	theft	of	financial	data
and	financial	reports,	loss	or	corruption	of	customer	data	and	computer	hacking	attacks	or	other	cyberattacks,	could	require	us	to
expend	significant	capital	and	other	resources	to	alleviate	the	problem	and	to	improve	technologies,	may	impair	our	ability	to
provide	services	to	our	customers	and	protect	the	privacy	of	their	data,	may	result	in	product	development	delays,	may
compromise	confidential	or	technical	business	information,	may	harm	our	competitive	position,	may	result	in	theft	or	misuse	of
our	intellectual	property	or	other	assets	and	could	expose	us	to	substantial	litigation	expenses	and	damages,	indemnity	and	other
contractual	obligations,	government	fines	and	penalties,	mitigation	expenses,	costs	for	remediation	and	incentives	offered	to
affected	parties,	including	customers,	other	business	partners	and	employees,	in	an	effort	to	maintain	business	relationships	after
a	breach	or	other	incident,	and	other	liabilities.	We	are	continuously	working	to	improve	our	IT	systems,	together	with	creating
security	boundaries	around	our	critical	and	sensitive	assets.	We	provide	advanced	security	awareness	training	to	our	employees
and	contractors	that	focuses	on	various	aspects	of	the	cybersecurity	world.	All	of	these	steps	are	taken	in	order	to	mitigate	the
risk	of	attack	and	to	ensure	our	readiness	to	responsibly	handle	any	security	violation	or	attack.	Additionally,	on	July	26,	2023,



the	SEC	issued	a	final	rule	requiring	public	companies	to	provide	timely	disclosure	of	material	cybersecurity	incidents.	If
an	actual	or	perceived	breach	of	our	security	occurs,	the	market	perception	of	the	effectiveness	of	our	security	measures	and	our
products	could	be	harmed,	we	could	lose	potential	sales	and	existing	customers,	our	ability	to	operate	our	business	could	be
impaired,	we	may	incur	significant	liabilities,	we	could	suffer	harm	to	our	reputation	and	competitive	position,	and	our	operating
results	could	be	negatively	impacted.	Our	quarterly	results	of	operations	have	fluctuated	and	may	fluctuate	significantly	due	to
variability	in	our	revenues	which	could	adversely	impact	our	stock	price.	Our	revenues	and	other	results	of	operations	have
fluctuated	from	quarter	to	quarter	in	the	past	and	could	continue	to	fluctuate	in	the	future.	Historically,	the	fluctuation	was
partially	due	to	the	front-	loaded	revenue	recognition	nature	of	our	business.	Additionally,	as	the	Company	transitions	to	a
predominantly	SaaS	delivery	-	based	business	model	that	recognizes	revenue	ratably,	we	will	no	long	longer	front-	load
revenue	and,	as	a	result,	may	expect	to	present	reduced	revenues	as	compared	to	prior	periods.	As	a	result,	comparing	our
revenues	and	results	of	operations	on	a	period-	to-	period	basis	may	not	be	meaningful,	and	should	not	be	relied	on	for	any
particular	period.	Our	revenues	depend	in	part	on	the	conversion	of	enterprises	that	have	undergone	risk	assessments,	which	can
be	performed	remotely,	into	paying	customers;	however,	these	risk	assessments	may	not	be	converted	at	the	same	historical
rates.	At	the	same	time,	the	majority	of	our	sales	are	typically	made	during	the	last	three	weeks	of	every	quarter.	We	may	fail	to
meet	market	expectations	for	that	quarter	if	we	are	unable	to	close	the	number	of	transactions	that	we	expect	during	this	short
period	and	closings	are	deferred	to	a	subsequent	quarter	or	not	closed	at	all.	In	addition,	our	sales	cycle	from	initial	contact	to
delivery	of	and	payment	for	the	software	license	generally	becomes	longer	and	less	predictable	with	respect	to	large	transactions
and	often	involves	multiple	meetings	or	consultations	at	a	substantial	cost	and	time	commitment	to	us.	The	closing	of	a	large
transaction	in	a	particular	quarter	may	raise	our	revenues	in	that	quarter	and	thereby	make	it	more	difficult	for	us	to	meet	market
expectations	in	subsequent	quarters	and	our	failure	to	close	a	large	transaction	in	a	particular	quarter	or	any	renewals	may
adversely	impact	our	revenues	in	that	quarter.	Moreover,	we	base	our	current	and	future	expense	levels	on	our	revenue	forecasts
and	operating	plans,	and	our	expenses	are	relatively	fixed	in	the	short-	term.	Accordingly,	we	would	likely	not	be	able	to	reduce
our	costs	sufficiently	to	compensate	for	an	unexpected	shortfall	in	revenues	and	even	a	relatively	small	decrease	in	revenues
could	disproportionately	and	adversely	affect	our	financial	results	for	that	quarter.	The	variability	and	unpredictability	of	these
and	other	factors,	many	of	which	are	outside	of	our	control,	could	result	in	our	failing	to	meet	or	exceed	financial	expectations
for	a	given	period	and	may	cause	the	price	of	our	common	stock	to	decline	substantially.	If	the	transition	to	a	SaaS	delivery	-
based	business	model	fails	to	yield	the	benefits	that	we	expect,	our	results	of	operations	could	be	negatively	impacted.	We
successfully	completed	our	transition	to	a	subscription-	based	business	model	and	are	currently	transitioning	our	business	to	a
SaaS	delivery	-	based	business	model.	It	is	uncertain	whether	this	transition	will	prove	successful.	Market	acceptance	of	our
products	is	dependent	on	our	ability	to	include	functionality	and	usability	that	address	certain	customer	requirements.
Additionally,	we	must	optimally	price	our	products	in	light	of	marketplace	conditions,	our	costs	and	customer	demand.	This
transition	may	have	negative	revenue	and	earnings	implications,	including	on	our	quarterly	results	of	operations.	This	SaaS
strategy	may	give	rise	to	a	number	of	risks,	including	the	following:	•	our	revenues	and	operating	margins	may	fluctuate	more
than	anticipated	over	the	short-	term	as	a	result	of	this	strategy;	•	if	new	or	current	customers	desire	only	self-	hosted	licenses
our	SaaS	sales	may	lag	behind	our	expectations;	•	the	shift	to	a	SaaS	strategy	may	raise	concerns	among	our	customer	base,
including	concerns	regarding	changes	to	pricing	over	time	and	access	to	data	once	a	subscription	has	expired;	•	we	may	be
unsuccessful	in	maintaining	or	implementing	our	target	pricing	or	new	pricing	models,	product	adoption	and	projected	renewal
rates,	or	we	may	select	a	target	price	or	new	pricing	model	that	is	not	optimal	and	could	negatively	affect	our	sales	or	earnings;	•
our	shift	to	a	SaaS	business	model	may	result	in	confusion	among	new	or	existing	customers	(which	can	slow	adoption	rates),
resellers	and	investors;	•	if	our	customers	do	not	renew	their	subscriptions	or	do	not	renew	them	on	a	timely	basis,	our	revenues
may	decline	and	our	business	may	suffer;	•	we	may	incur	hosting	costs	at	a	higher	than	forecasted	rate	or	our	SaaS
platform	can	operate	less	efficiently	than	anticipated;	•	we	may	incur	sales	compensation	costs	at	a	higher	than	forecasted
rate	if	the	pace	of	our	subscription	transition	is	faster	than	anticipated;	and	•	our	sales	force	may	struggle	with	the	transition
which	may	lead	to	increased	turnover	rates	and	lower	headcount.	The	expansion	of	cloud-	delivered	services	(as	opposed	to
traditional	on-	premises	delivery	of	our	products)	has	and	will	introduce	a	number	of	risks	and	uncertainties	unique	to	such	a
shift,	which	could	adversely	affect	our	business,	results	of	operations	and	financial	condition.	We	recently	launched	cloud
offerings	that	allow	customers	to	use	hosted	software.	This	launch	required,	and	any	future	expansion	of	our	cloud-	delivered
services	may	require,	a	considerable	investment	in	resources,	including	technical,	financial,	legal,	sales,	information	technology
and	operation	systems.	Additionally,	market	acceptance	of	such	offerings	is	affected	by	a	variety	of	factors,	including	but	not
limited	to:	security,	reliability,	scalability,	customization,	performance,	current	license	terms,	customer	preference,	customer
concerns	with	entrusting	a	third	-	party	to	store	and	manage	their	data,	public	concerns	regarding	privacy	and	the	enactment	of
restrictive	laws	or	regulations.	It	is	possible	that	demand	for	our	cloud	offerings	will	not	be	as	strong	as	anticipated.	Moreover,
expansion	of	our	cloud	offerings	may	cause	a	decline	in	revenue	of	our	existing	products	and	services	that	is	not	offset	by
revenue	from	the	new	products	or	services.	For	example,	customers	may	delay	making	purchases	of	products	and	services	to
permit	them	to	make	a	more	thorough	evaluation	of	these	new	products	and	services	or	until	industry	and	marketplace	reviews
become	widely	available.	In	addition,	the	transition	to	a	SaaS	delivery	-	based	business	model,	and	the	additional	demands
involved	in	selling	multiple	products	as	well	as	new	product	offerings,	has	increased	the	complexity	and	to	some	extent	imposed
new	challenges	in	finding,	hiring	and	retaining	qualified	sales	force	members.	We	may	be	unable	to	realize	the	benefits	of	our
investments,	or	the	resources	we	have	committed,	toward	launching	or	expanding	our	cloud-	delivered	services.	An	increasing
number	of	jurisdictions	are	imposing	data	localization	laws,	which	require	personal	information,	or	certain	subcategories	of
personal	information,	to	be	stored	in	the	jurisdiction	of	origin.	These	regulations	may	deter	customers	from	using	cloud-	based
services,	and	may	inhibit	our	ability	to	expand	into	certain	markets	or	prohibit	us	from	continuing	to	offer	services	in	those
markets	without	significant	additional	costs.	Our	hosted	offerings	rely	upon	third-	party	providers	to	supply	data	center	space,



equipment	maintenance	and	other	colocation	services	and	rely	upon	the	ability	of	those	providers	to	maintain	continuous	service
availability	and	protect	customer	data	on	their	services.	Customers	of	our	cloud-	based	offerings	need	to	be	able	to	access	our
platform	at	any	time,	without	interruption	or	degradation	of	performance,	and	we	provide	them	with	service	level	commitments
with	respect	to	uptime.	Third-	party	cloud	providers	run	their	own	platforms	that	we	access,	and	we	are,	therefore,	vulnerable	to
their	service	interruptions.	Although	we	have	entered	into	various	agreements	for	the	lease	of	data	center	space,	equipment
maintenance	and	other	services,	third	parties	could	fail	to	live	up	to	their	contractual	obligations.	The	failure	of	a	third-	party
provider	to	prevent	service	disruptions,	data	losses	or	security	breaches	may	require	us	to	issue	credits	or	refunds	or	indemnify
or	otherwise	be	liable	to	customers	or	third	parties	for	damages	that	may	occur,	and	contractual	provisions	with	our	third-	party
providers	and	public	cloud	partners	may	limit	our	recourse	against	the	third-	party	provider	or	public	cloud	partner	responsible
for	such	failure.	Additionally,	if	these	third-	party	providers	fail	to	deliver	on	their	obligations,	our	reputation	could	be	damaged,
our	customers	could	lose	confidence	in	us,	and	our	ability	to	maintain	and	expand	our	hosted	offerings	would	be	impaired.
Lastly,	our	cloud	product	offering	and	pricing	is	new	and	hosting	and	other	costs	may	be	more	expensive	to	us	than	anticipated.
We	may	not	be	able	to	predict	renewal	rates	and	their	impact	on	our	future	revenues	and	operating	results.	Although	our
subscription	solutions	are	designed	to	increase	the	number	of	customers	that	purchase	our	solutions	and	the	number	of	products
purchased	by	existing	and	new	customers	to	create	a	recurring	revenue	stream	that	increases	and	is	more	predictable	over	time,
our	customers	are	not	required	to	renew	their	subscriptions	for	our	solutions	and	they	may	elect	not	to	renew	when,	or	as	we
expect,	or	they	may	elect	to	reduce	the	scope	of	their	original	purchases	or	delay	their	purchase.	We	cannot	accurately	predict
renewal	rates	given	our	varied	customer	base	of	enterprise	and	small	and	medium	size	business	customers	and	the	number	of
multiyear	subscription	contracts.	Customer	renewal	rates	may	decline	or	fluctuate	due	to	a	number	of	factors,	including	offering
pricing,	competitive	offerings,	customer	satisfaction	and	reductions	in	customer	spending	levels	or	customer	activity	due	to
economic	downturns,	the	adverse	impact	of	import	tariffs,	inflation,	the	pandemic	or	other	market	uncertainty.	If	our	customers
do	not	renew	their	subscriptions	when	or	as	we	expect,	or	if	they	choose	to	renew	for	fewer	subscriptions	(in	quantity	or
products)	or	renew	for	shorter	contract	lengths	or	if	they	renew	on	less	favorable	terms,	our	revenues	and	earnings	may	decline,
and	our	business	may	suffer.	We	have	been	growing	and	expect	to	continue	to	invest	in	our	growth	for	the	foreseeable	future.	If
we	fail	to	manage	this	growth	effectively,	our	business	and	results	of	operations	will	be	adversely	affected.	We	intend	to
continue	to	grow	our	business	and	plan	to	continue	to	hire	new	sales	employees	either	for	expansion	or	replacement	of	existing
sales	personnel.	If	we	cannot	adequately	and	timely	hire	new	employees	and	if	we	fail	to	adequately	train	these	new	employees,
including	our	sales	force,	engineers	and	customer	support	staff,	our	sales	may	not	grow	at	the	rates	we	project	and	/	or	our	sales
productivity	might	suffer,	our	customers	might	decide	not	to	renew	or	reduce	the	scope	of	their	original	purchases,	or	our
customers	may	lose	confidence	in	the	knowledge	and	capability	of	our	employees	or	products.	We	must	successfully	manage
our	growth	to	achieve	our	objectives.	Although	our	business	has	experienced	significant	growth	in	the	past,	we	may	not	be	able
to	continue	to	grow	at	the	same	rate,	or	at	all.	Our	ability	to	effectively	manage	any	significant	growth	of	our	business	will
depend	on	a	number	of	factors,	including	our	ability	to	do	the	following:	•	satisfy	existing	customers	and	attract	new	customers;
•	adequately	and	timely	recruit,	train,	motivate	and	integrate	new	employees,	including	our	sales	force	and	engineers,	while
retaining	existing	employees,	maintaining	the	beneficial	aspects	of	our	corporate	culture	and	effectively	executing	our	business
plan;	•	successfully	introduce	new	products	and	enhancements;	•	effectively	manage	existing	channel	partnerships	and	expand	to
new	ones;	•	improve	our	key	business	applications	and	processes	to	support	our	business	needs;	•	enhance	information	and
communication	systems	to	ensure	that	our	employees	and	offices	around	the	world	are	well-	coordinated	and	can	effectively
communicate	with	each	other	and	our	growing	customer	base;	•	enhance	our	internal	controls	to	ensure	timely	and	accurate
reporting	of	all	of	our	operations	and	financial	results;	•	protect	and	further	develop	our	strategic	assets,	including	our
intellectual	property	rights;	•	continue	to	capitalize	on	the	transition	to	a	subscription-	based	business	model	and	manage	our
introduction	of	cloud-	based	solutions;	and	•	successfully	manage	and	integrate	any	future	acquisitions	of	businesses,	including
without	limitation,	the	amount	and	timing	of	expenses	and	potential	future	charges	for	impairment	of	goodwill	from	acquired
companies.	These	activities	will	require	significant	investments	and	allocation	of	valuable	management	and	employee	resources,
and	our	growth	will	continue	to	place	significant	demands	on	our	management	and	our	operational	and	financial	infrastructure.
We	may	not	be	able	to	grow	our	business	in	an	efficient	or	timely	manner,	or	at	all.	Moreover,	if	we	do	not	effectively	manage
the	growth	of	our	business	and	operations,	the	quality	of	our	software	could	suffer,	which	could	negatively	affect	our	brand,
results	of	operations	and	overall	business.	We	have	a	limited	operating	history	at	our	current	scale,	which	makes	it	difficult	to
evaluate	and	predict	our	future	prospects	and	may	increase	the	risk	that	we	will	not	be	successful.	We	have	a	relatively	short
history	operating	our	business	at	its	current	scale.	For	example,	we	have	increased	the	number	of	our	employees	and	have
expanded	our	operations	and	product	offerings.	This	limits	our	ability	to	forecast	our	future	operating	results	and	subjects	us	to	a
number	of	uncertainties,	including	our	ability	to	plan	for	and	model	future	growth.	We	have	encountered	and	will	continue	to
encounter	risks	and	uncertainties	frequently	experienced	by	growing	companies	in	new	markets	that	may	not	develop	as
expected.	Because	we	depend	in	part	on	the	market’	s	acceptance	of	our	products,	it	is	difficult	to	evaluate	trends	that	may	affect
our	business.	If	our	assumptions	regarding	these	trends	and	uncertainties,	which	we	use	to	plan	our	business,	are	incorrect	or
change	in	reaction	to	changes	in	our	markets,	or	if	we	do	not	address	these	risks	successfully,	our	operating	and	financial	results
could	differ	materially	from	our	expectations	and	our	business	could	suffer.	Moreover,	although	we	have	experienced	significant
growth	historically,	we	may	not	continue	to	grow	as	quickly	in	the	future.	Our	future	success	will	depend	in	large	part	on	our
ability	to,	among	other	things:	•	successfully	transition	to	a	SaaS	delivery	-	based	business	model	and	manage	our	introduction
of	cloud-	based	solutions;	•	maintain	and	expand	our	business,	including	our	customer	base	and	operations,	to	support	our
growth,	both	domestically	and	internationally;	•	develop	new	products	and	services	and	bring	products	and	services	in	beta	to
market;	•	renew	customer	agreements	and	sell	additional	products	to	existing	customers;	•	maintain	high	customer	satisfaction
and	ensure	quality	and	timely	releases	of	our	products	and	product	enhancements;	•	increase	market	awareness	of	our	products



and	enhance	our	brand;	•	maintain	compliance	with	applicable	governmental	regulations	and	other	legal	obligations,	including
those	related	to	intellectual	property,	international	sales	and	taxation;	•	hire,	integrate,	train	and	retain	skilled	talent,	including
members	of	our	sales	force	and	engineers;	and	•	our	ability	to	successfully	manage	and	integrate	any	acquisitions	of	businesses.
If	we	fail	to	address	the	risks	and	difficulties	that	we	face,	including	those	associated	with	the	challenges	listed	above	as	well	as
those	described	elsewhere	in	this	“	Risk	Factors	”	section,	our	business	will	be	adversely	affected,	and	our	results	of	operations
will	suffer.	If	we	are	unable	to	attract	new	customers	and	expand	sales	to	existing	customers,	both	domestically	and
internationally,	our	growth	could	be	slower	than	we	expect,	and	our	business	may	be	harmed.	Our	success	will	depend,	in	part,
on	our	ability	to	support	new	and	existing	customer	growth	and	maintain	customer	satisfaction.	Our	sales	and	marketing	teams
host	in-	person	events	and	have,	and	in	the	future	may	continue	to	engage	with	customers	online	and	through	other
communications	channels,	including	virtual	meetings.	Our	sales	and	marketing	teams	may	not	be	as	successful	or	effective	in
building	relationships.	If	we	cannot	provide	the	tools	and	training	to	our	teams	to	efficiently	do	their	jobs	and	satisfy	customer
demands,	we	may	not	be	able	to	achieve	anticipated	revenue	growth	as	quickly	as	expected.	Our	future	growth	depends	upon
expanding	sales	of	our	products	to	existing	customers	and	their	organizations	and	receiving	renewals.	If	our	customers	do	not
purchase	additional	licenses	or	capabilities,	our	revenues	may	grow	more	slowly	than	expected,	may	not	grow	at	all	or	may
decline.	Our	efforts	may	not	result	in	increased	sales	to	existing	customers	(“	upsells	”)	and	additional	revenues.	If	our	efforts	to
upsell	to	our	customers	are	not	successful,	our	business	would	suffer.	Our	future	growth	also	depends	in	part	upon	increasing	our
customer	base,	particularly	those	customers	with	potentially	high	customer	lifetime	values.	Our	ability	to	achieve	significant
growth	in	revenues	in	the	future	will	depend,	in	large	part,	upon	the	effectiveness	of	our	sales	and	marketing	efforts,	both
domestically	and	internationally,	and	our	ability	to	attract	new	customers.	Our	ability	to	attract	new	customers	may	be	adversely
affected	by	newly	enacted	laws	that	may	prohibit	certain	sales	and	marketing	activities,	such	as	legislation	passed	in	the	State	of
New	York,	pursuant	to	which	unsolicited	telemarketing	sales	calls	are	prohibited.	If	we	fail	to	attract	new	customers	and
maintain	and	expand	those	customer	relationships,	our	revenues	may	be	adversely	affected,	and	our	business	will	be	harmed.
We	have	a	history	of	losses,	and	we	may	not	be	profitable	in	the	future.	We	have	incurred	net	losses	in	each	year	since	our
inception,	including	a	net	loss	of	$	100.	9	million,	$	124.	5	million	,	and	$	116.	9	million	and	$	94.	0	million	in	each	of	the	years
ended	December	31,	2023,	2022	,	and	2021	and	2020	,	respectively.	Because	the	market	for	our	software	is	rapidly	evolving
and	has	still	not	yet	reached	widespread	adoption,	it	is	difficult	for	us	to	predict	our	future	results	of	operations.	We	expect	our
operating	expenses	to	increase	over	the	next	several	years	as	we	hire	additional	personnel,	expand	and	improve	the	effectiveness
of	our	distribution	channels,	and	continue	to	develop	features	and	applications	for	our	software.	If	we	are	unable	to	maintain
successful	relationships	with	our	channel	partners,	our	business	could	be	adversely	affected.	We	rely	on	channel	partners,	such
as	distribution	partners	and	resellers,	to	sell	licenses	and	support	and	maintenance	agreements	for	our	software	and	to	perform
some	of	our	professional	services	.	In	2022	2023	,	our	channel	partners	fulfilled	substantially	all	of	our	sales,	and	we	expect	that
sales	to	channel	partners	will	continue	to	account	for	substantially	all	of	our	revenues	for	the	foreseeable	future.	Our	ability	to
achieve	revenue	growth	in	the	future	will	depend	in	part	on	our	success	in	maintaining	successful	relationships	with	our	channel
partners.	Our	agreements	with	our	channel	partners	are	generally	non-	exclusive,	meaning	our	channel	partners	may	offer
customers	the	products	of	several	different	companies.	If	our	channel	partners	do	not	effectively	market	and	sell	our	software,
choose	to	use	greater	efforts	to	market	and	sell	their	own	products	or	those	of	others,	or	fail	to	meet	the	needs	of	our	customers	,
including	through	the	provision	of	professional	services	for	our	software	,	our	ability	to	grow	our	business,	sell	our	software	and
maintain	our	reputation	may	be	adversely	affected.	Our	contracts	with	our	channel	partners	generally	allow	them	to	terminate
their	agreements	for	any	reason	upon	30	days’	notice.	A	termination	of	the	agreement	has	no	effect	on	orders	already	placed.
The	loss	of	a	substantial	number	of	our	channel	partners,	our	possible	inability	to	replace	them,	or	the	failure	to	recruit	additional
channel	partners	could	materially	and	adversely	affect	our	results	of	operations.	If	we	are	unable	to	maintain	our	relationships
with	these	channel	partners,	our	business,	results	of	operations,	financial	condition	or	cash	flows	could	be	adversely	affected.
Finally,	even	if	we	are	successful,	our	relationships	with	channel	partners	may	not	result	in	greater	customer	usage	of	our
products	and	professional	services	or	increased	revenue.	Our	long-	term	growth	depends,	in	part,	on	being	able	to	continue	to
expand	internationally	on	a	profitable	basis,	which	subjects	us	to	risks	associated	with	conducting	international	operations.
Historically,	we	have	generated	the	majority	of	our	revenues	from	customers	in	North	America.	For	the	year	ended	December
31,	2022	2023	,	approximately	74	75	%	of	our	total	revenues	were	derived	from	sales	in	North	America.	Nevertheless,	we	have
operations	across	the	globe,	and	we	plan	to	continue	to	expand	our	international	operations	as	part	of	our	long-	term	growth
strategy.	The	further	expansion	of	our	international	operations	will	subject	us	to	a	variety	of	risks	and	challenges,	including:	•
sales	and	customer	service	challenges	associated	with	operating	in	different	countries;	•	increased	management	travel,
infrastructure	and	legal	compliance	costs	associated	with	having	multiple	international	operations	and	a	lack	of	travel	due	to
pandemics;	•	difficulties	in	receiving	payments	from	different	geographies,	including	difficulties	associated	with	currency
fluctuations,	payment	cycles,	transfer	of	funds	or	collecting	accounts	receivable,	especially	in	emerging	markets;	•	variations	in
economic	or	political	conditions	between	each	country	or	region;	•	economic	uncertainty	around	the	world	and	adverse	effects
arising	from	economic	interdependencies	across	countries	and	regions;	•	the	uncertainty	around	the	effects	of	global	pandemics
on	our	business	and	results	of	operations;	•	uncertainty	around	a	potential	reverse	or	renegotiation	of	international	trade
agreements	and	partnerships;	•	compliance	with	foreign	laws	and	regulations	and	the	risks	and	costs	of	non-	compliance	with
such	laws	and	regulations;	•	ability	to	hire,	retain	and	train	local	employees	and	the	ability	to	comply	with	foreign	labor	laws	and
local	labor	requirements,	such	as	representations	by	an	internal	labor	committee	in	France	which	is	affiliated	with	an	external
trade	union	and	the	applicability	of	collective	bargaining	arrangements	at	the	national	level	in	certain	European	countries;	•
compliance	with	laws	and	regulations	for	foreign	operations,	including	the	U.	S.	Foreign	Corrupt	Practices	Act	of	1977,	as
amended	(the	“	FCPA	”),	the	U.	K.	Bribery	Act	of	2010	(the	“	UK	Bribery	Act	”),	import	and	export	control	laws,	tariffs,	trade
barriers,	economic	sanctions	and	other	regulatory	or	contractual	limitations	on	our	ability	to	sell	our	software	in	certain	foreign



markets,	and	the	risks	and	costs	of	non-	compliance;	•	heightened	risks	of	unfair	or	corrupt	business	practices	in	certain
geographies	and	of	improper	or	fraudulent	sales	arrangements	that	may	impact	financial	results	and	result	in	restatements	of
financial	statements	and	irregularities	in	financial	statements;	•	reduced	protection	for	intellectual	property	rights	in	certain
countries	and	practical	difficulties	and	costs	of	enforcing	rights	abroad;	and	•	compliance	with	the	laws	of	numerous	foreign
taxing	jurisdictions	and	overlapping	of	different	tax	regimes	and	digital	tax	imposed	on	our	operations	in	foreign	taxing
jurisdictions.	Any	of	these	risks	could	adversely	affect	our	international	operations,	reduce	our	revenues	from	outside	the	United
States	or	increase	our	operating	costs,	adversely	affecting	our	business,	results	of	operations	and	financial	condition	and	growth
prospects.	There	can	be	no	assurance	that	all	of	our	employees,	independent	contractors	and	channel	partners	will	comply	with
the	formal	policies	we	have	and	will	implement,	or	applicable	laws	and	regulations.	Violations	of	laws	or	key	control	policies	by
our	employees,	independent	contractors	and	channel	partners	could	result	in	delays	in	revenue	recognition,	financial	reporting
misstatements,	fines,	penalties	or	the	prohibition	of	the	importation	or	exportation	of	our	software	and	services	and	could	have	a
material	adverse	effect	on	our	business	and	results	of	operations.	We	are	exposed	to	collection	and	credit	risks,	which	could
impact	our	operating	results.	Our	accounts	trade	receivable	and	contract	assets	are	subject	to	collection	and	credit	risks.	These
agreements	may	include	purchase	commitments	for	multiple	years	of	subscription-	based	software	licenses	and	maintenance
services,	which	may	be	invoiced	over	multiple	reporting	periods	increasing	these	risks.	For	example,	our	operating	results	may
be	impacted	by	significant	bankruptcies	among	customers	and	resellers,	which	could	negatively	impact	our	revenues	and	cash
flows.	Although	we	have	processes	in	place	that	are	designed	to	monitor	and	mitigate	these	risks,	we	cannot	guarantee	these
programs	will	be	effective.	If	we	are	unable	to	adequately	control	these	risks,	our	business,	operating	results	and	financial
condition	could	be	harmed.	If	currency	exchange	rates	fluctuate	substantially	in	the	future,	our	results	of	operations,	which	are
reported	in	U.	S.	dollars,	could	be	adversely	affected.	Our	functional	and	reporting	currency	is	the	U.	S.	dollar,	and	we	generate
the	majority	of	our	revenues	and	incur	the	majority	of	our	expenses	in	U.	S.	dollars.	Revenues	and	expenses	are	also	incurred	in
other	currencies,	primarily	Euros,	Pounds	Sterling,	Canadian	dollars,	Australian	dollars	,	Singapore	dollar	and	the	New	Israeli
Shekel.	Accordingly,	changes	in	exchange	rates	may	have	a	material	adverse	effect	on	our	business,	results	of	operations	and
financial	condition.	The	exchange	rates	between	the	U.	S.	dollar	and	foreign	currencies	have	fluctuated	substantially	in	recent
years	and	may	continue	to	fluctuate	substantially	in	the	future.	Furthermore,	a	strengthening	of	the	U.	S.	dollar	could	increase
the	cost	in	local	currency	of	our	software	and	renewals	to	customers	outside	the	United	States,	which	could	adversely	affect	our
business,	results	of	operations,	financial	condition	and	cash	flows.	We	incur	expenses	for	employee	compensation	and	other
operating	expenses	at	our	non-	U.	S.	locations	in	local	currencies.	The	weakening	of	the	U.	S.	dollar	against	such	currencies
would	cause	the	U.	S.	dollar	equivalent	of	such	expenses	to	increase	which	could	have	a	negative	impact	on	our	reported	results
of	operations	and	our	ability	to	attract	employees	in	such	non-	U.	S.	locations	due	to	the	actual	increase	in	the	compensation	to
be	paid	to	such	employees.	We	use	forward	foreign	exchange	contracts	to	hedge	or	mitigate	the	effect	of	changes	in	foreign
exchange	rates	on	our	operating	expenses	denominated	in	certain	foreign	currencies.	However,	this	strategy	might	not	eliminate
our	exposure	to	foreign	exchange	rate	fluctuations	and	involves	costs	and	risks	of	its	own,	such	as	cash	expenditures,	ongoing
management	time	and	expertise,	external	costs	to	implement	the	strategy	and	potential	accounting	implications.	Additionally,
our	hedging	activities	may	contribute	to	increased	losses	as	a	result	of	volatility	in	foreign	currency	markets	and	the	difference
between	the	interest	rates	of	the	currencies	being	hedged.	Our	business	is	highly	dependent	upon	our	brand	recognition	and
reputation,	and	the	failure	to	maintain	or	enhance	our	brand	recognition	or	reputation	may	adversely	affect	our	business.	We
believe	that	enhancing	the	“	Varonis	”	brand	identity	and	maintaining	our	reputation	in	the	IT	industry	is	critical	to	our
relationships	with	our	customers	and	to	our	ability	to	attract	new	customers.	Our	brand	recognition	and	reputation	are	dependent
upon:	•	our	ability	to	continue	to	offer	high	quality,	innovative	and	error-	and	bug-	free	products;	•	our	ability	to	maintain
customer	satisfaction	with	our	products;	•	our	ability	to	be	responsive	to	customer	concerns	and	provide	high	quality	customer
support,	training	and	professional	services;	•	our	marketing	efforts;	•	any	misuse	or	perceived	misuse	of	our	products;	•	positive
or	negative	publicity;	•	our	ability	to	prevent	or	quickly	react	to	any	cyberattack	on	our	IT	systems	or	security	breach	of	or
related	to	our	software;	•	interruptions,	delays	or	attacks	on	our	website;	and	•	litigation	or	regulatory-	related	developments.	We
may	not	be	able	to	successfully	promote	our	brand	or	maintain	our	reputation.	In	addition,	independent	industry	analysts	often
provide	reviews	of	our	products,	as	well	as	other	products	available	in	the	market,	and	perception	of	our	product	in	the
marketplace	may	be	significantly	influenced	by	these	reviews.	If	these	reviews	are	negative,	or	less	positive	than	reviews	about
other	products	available	in	the	market,	our	brand	may	be	adversely	affected.	Furthermore,	negative	publicity	relating	to	events	or
activities	attributed	to	us,	our	employees,	our	channel	partners	or	others	associated	with	any	of	these	parties,	may	tarnish	our
reputation	and	reduce	the	value	of	our	brand.	If	we	do	not	successfully	enhance	our	brand	and	maintain	our	reputation,	our
business	may	not	grow,	we	may	have	reduced	pricing	power	relative	to	competitors	with	stronger	brands,	and	we	could	lose
customers	or	renewals,	all	of	which	would	adversely	affect	our	business,	operations	and	financial	results.	Moreover,	damage	to
our	reputation	and	loss	of	brand	equity	may	reduce	demand	for	our	products	and	have	an	adverse	effect	on	our	business,	results
of	operations	and	financial	condition.	Any	attempts	to	rebuild	our	reputation	and	restore	the	value	of	our	brand	may	be	costly
and	time	consuming,	and	such	efforts	may	not	ultimately	be	successful.	Moreover,	it	may	be	difficult	to	enhance	our	brand	and
maintain	our	reputation	in	connection	with	sales	to	channel	partners.	Promoting	our	brand	requires	us	to	make	significant
expenditures,	and	we	anticipate	that	the	expenditures	will	increase	as	our	market	becomes	more	competitive,	as	we	expand	into
new	markets	and	geographies	and	as	more	sales	are	generated	to	our	channel	partners.	To	the	extent	that	these	activities	yield
increased	revenues,	these	revenues	may	not	offset	the	increased	expenses	we	incur.	Our	success	depends	in	part	on	maintaining
and	increasing	our	sales	to	customers	in	the	public	sector.	We	derive	a	portion	of	our	revenues	from	contracts	with	federal,	state,
local	and	foreign	governments	and	government-	owned	or-	controlled	entities	(such	as	public	health	care	bodies,	educational
institutions	and	utilities),	which	we	refer	to	as	the	public	sector	herein.	We	believe	that	part	of	the	success	and	growth	of	our
business	will	continue	to	depend	on	our	successful	procurement	of	public	sector	contracts.	Selling	to	public	sector	entities	can	be



highly	competitive,	expensive	and	time	consuming,	often	requiring	significant	upfront	time	and	expense	without	any	assurance
that	our	efforts	will	produce	any	sales.	Government	demand	and	payment	for	our	products	and	services	may	be	impacted	by
public	sector	budgetary	cycles,	or	lack	of,	and	funding	authorizations,	including	in	connection	with	an	extended	government
shutdown,	with	funding	reductions	or	delays	adversely	affecting	public	sector	demand	for	our	products	and	services.	Factors	that
could	impede	our	ability	to	maintain	or	increase	the	amount	of	revenues	derived	from	public	sector	contracts	include:	•	changes
in	public	sector	fiscal	or	contracting	policies;	•	decreases	or	elimination	of	available	public	sector	funding;	•	non-	compliance
with	or	an	inability	to	attain	the	proper	certification	to	conduct	business	in	the	public	sector;	•	changes	in	public	sector	programs
or	applicable	requirements;	•	the	adoption	of	new	laws	or	regulations	or	changes	to	existing	laws	or	regulations;	•	potential
delays	or	changes	in	the	public	sector	appropriations	or	other	funding	authorization	processes;	•	the	requirement	of	contractual
terms	that	are	unfavorable	to	us,	such	as	most-	favored-	nation	pricing	provisions;	and	•	delays	in	the	payment	of	our	invoices	by
public	sector	payment	offices.	Furthermore,	we	must	comply	with	laws	and	regulations	relating	to	public	sector	contracting,
which	affect	how	we	and	our	channel	partners	do	business	in	both	the	United	States	and	abroad.	These	laws	and	regulations	may
impose	added	costs	on	our	business,	and	failure	to	comply	with	these	or	other	applicable	regulations	and	requirements,	including
non-	compliance	in	the	past,	could	lead	to	claims	for	damages	from	our	channel	partners,	penalties,	termination	of	contracts,	and
temporary	suspension	or	permanent	debarment	from	public	sector	contracting.	Moreover,	governments	routinely	may
investigate	and	audit	government	contractors’	administrative	processes,	and	any	unfavorable	audit	could	result	in	the
government	refusing	to	continue	buying	our	products,	which	would	adversely	impact	our	revenue	and	results	of	operations,	or
institute	fines	or	civil	or	criminal	liability	if	the	audit	uncovers	improper	or	illegal	activities.	The	occurrence	of	any	of	the
foregoing	could	cause	public	sector	customers	to	delay	or	refrain	from	purchasing	licenses	of	our	software	in	the	future	or
otherwise	have	an	adverse	effect	on	our	business,	operations	and	financial	results.	We	are	subject	to	governmental	export	and
import	controls	that	could	subject	us	to	liability	or	impair	our	ability	to	compete	in	international	markets.	We	incorporate	certain
encryption	technology	into	certain	of	our	products	and,	as	a	result,	are	required	to	comply	with	U.	S.	export	control	laws	and
regulations,	including	the	Export	Administration	Regulations	administered	by	the	U.	S.	Department	of	Commerce’	s	Bureau	of
Industry	and	Security	(“	BIS	”).	We	are	also	subject	to	Israeli	export	control	laws	on	encryption	technology.	These	export
control	laws	and	regulations	prohibit,	restrict,	or	regulate	our	ability	to,	directly	or	indirectly,	export,	re-	export,	or	transfer
certain	products	to	certain	countries	and	territories,	entities,	and	individuals	for	certain	end	uses.	If	the	applicable	U.	S.	or	Israeli
legal	requirements	regarding	the	export	of	encryption	technology	were	to	change	or	if	we	change	the	encryption	means	in	our
products,	we	may	(i)	be	unable	to	export	our	products,	(ii)	need	to	apply	for	new	licenses	or	(iii)	be	unable	to	rely	on	certain
license	exceptions.	Furthermore,	various	other	countries	regulate	the	import	of	certain	encryption	technology,	including	import
permitting	and	licensing	requirements,	and	have	enacted	laws	that	could	limit	our	ability	to	distribute	our	products	or	could	limit
our	customers’	ability	to	implement	our	products	in	those	countries.	We	are	also	subject	to	U.	S.	and	Israeli	economic	sanctions
laws,	which	prohibit	the	shipment	of	certain	products	to	embargoed	or	sanctioned	countries,	sanctioned	governments	and
sanctioned	persons.	Like	with	export	controls,	we	take	precautions	to	prevent	our	products	from	being	provided	in	violation	of
these	laws,	including	requiring	our	business	partners	to	commit	to	compliance	through	contractual	undertakings.	However,	if
our	business	partners	were	to	provide	our	products	to	certain	countries,	governments,	or	sanctioned	persons	in	violation	of	these
laws,	such	provision	could	have	negative	consequences,	including	government	investigations,	penalties	and	reputational	harm.
Any	change	in	export	or	import	regulations,	economic	sanctions	or	related	legislation,	shift	in	the	enforcement	or	scope	of
existing	regulations,	or	change	in	the	countries,	governments,	persons	or	technologies	targeted	by	such	regulations,	could	result
in	decreased	use	of	our	products	by,	or	in	our	decreased	ability	to	export	or	sell	our	products	to,	existing	or	potential	customers
with	international	operations.	Moreover,	any	new	export	or	import	restrictions,	new	legislation	or	shifting	approaches	in	the
enforcement	or	scope	of	existing	regulations,	or	in	the	countries,	persons	or	technologies	targeted	by	such	regulations,	could
result	in	decreased	use	of	our	products.	Any	decreased	use	of	our	products	or	limitation	on	our	ability	to	export	or	sell	our
products	would	likely	adversely	affect	our	business,	financial	condition	and	results	of	operations	.	Our	business	in	countries	with
a	history	of	corruption	and	transactions	with	foreign	governments	increase	the	risks	associated	with	our	international	activities.
As	we	operate	and	sell	internationally,	we	are	subject	to	the	FCPA,	the	UK	Bribery	Act	and	other	laws	that	prohibit	improper
payments	or	offers	of	payments	to	foreign	governments	and	their	officials	and	political	parties	for	the	purpose	of	obtaining	or
retaining	business.	We	have	operations,	deal	with	and	make	sales	to	governmental	customers	in	countries	known	to	experience
corruption,	particularly	certain	emerging	countries	in	Eastern	Europe,	South	and	Central	America,	East	Asia,	Africa	and	the
Middle	East.	Our	activities	in	these	countries	create	the	risk	of	unauthorized	payments	or	offers	of	payments	by	one	of	our
employees,	consultants,	channel	partners	or	sales	agents	that	could	be	in	violation	of	various	anti-	corruption	laws,	even	though
these	parties	may	not	be	under	our	control.	While	we	have	implemented	safeguards	to	prevent	these	practices	by	our	employees,
consultants,	channel	partners	and	sales	agents,	our	existing	safeguards	and	any	future	improvements	may	prove	to	be	less	than
effective,	and	our	employees,	consultants,	channel	partners	or	sales	agents	may	engage	in	conduct	for	which	we	might	be	held
responsible.	Violations	of	the	FCPA	or	other	anti-	corruption	laws	may	result	in	severe	criminal	or	civil	sanctions,	including
suspension	or	debarment	from	government	contracting,	and	we	may	be	subject	to	other	liabilities,	which	could	negatively	affect
our	business,	operating	results	and	financial	condition.	Acquisitions	could	disrupt	our	business	and	adversely	affect	our	results	of
operations,	financial	condition	and	cash	flows.	As	we	continue	to	pursue	business	opportunities,	we	may	make	acquisitions	that
could	be	material	to	our	business,	results	of	operations,	financial	condition	and	cash	flows.	Acquisitions	involve	many	risks,
including	the	following:	•	an	acquisition	may	negatively	affect	our	results	of	operations,	financial	condition	or	cash	flows
because	it	may	require	us	to	incur	charges	or	assume	substantial	debt	or	other	liabilities,	may	cause	adverse	tax	consequences	or
unfavorable	accounting	treatment,	including	potential	write-	downs	of	deferred	revenues,	may	expose	us	to	claims	and	disputes
by	third	parties,	including	intellectual	property	claims	and	disputes,	or	may	not	generate	sufficient	financial	return	to	offset
additional	costs	and	expenses	related	to	the	acquisition;	•	we	may	encounter	difficulties	or	unforeseen	expenditures	in



integrating	the	business,	technologies,	products,	personnel	or	operations	of	any	company	that	we	acquire,	particularly	if	key
personnel	of	the	acquired	company	decide	not	to	work	for	us;	•	an	acquisition	may	disrupt	our	ongoing	business,	divert
resources,	increase	our	expenses	and	distract	our	management;	•	an	acquisition	may	result	in	a	delay	or	reduction	of	customer
purchases	for	both	us	and	the	company	we	acquired	due	to	customer	uncertainty	about	continuity	and	effectiveness	of	service
from	either	company;	•	we	may	encounter	difficulties	in,	or	may	be	unable	to,	successfully	sell	any	acquired	products;	•	an
acquisition	may	involve	the	entry	into	geographic	or	business	markets	in	which	we	have	little	or	no	prior	experience	or	where
competitors	have	stronger	market	positions;	•	challenges	inherent	in	effectively	managing	an	increased	number	of	employees	in
diverse	locations;	•	the	potential	strain	on	our	financial	and	managerial	controls	and	reporting	systems	and	procedures;	•
potential	known	and	unknown	liabilities	or	deficiencies	associated	with	an	acquired	company	that	were	not	identified	in
advance;	•	our	use	of	cash	to	pay	for	acquisitions	would	limit	other	potential	uses	for	our	cash	and	affect	our	liquidity;	•	if	we
incur	debt	to	fund	such	acquisitions,	such	debt	may	subject	us	to	material	restrictions	on	our	ability	to	conduct	our	business	as
well	as	financial	maintenance	covenants;	•	the	risk	of	impairment	charges	related	to	potential	write-	downs	of	acquired	assets	or
goodwill	in	future	acquisitions;	•	to	the	extent	that	we	issue	a	significant	amount	of	equity	or	convertible	debt	securities	in
connection	with	future	acquisitions,	existing	stockholders	may	be	diluted	and	earnings	per	share	may	decrease;	and	•	managing
the	varying	intellectual	property	protection	strategies	and	other	activities	of	an	acquired	company.	We	may	not	succeed	in
addressing	these	or	other	risks	or	any	other	problems	encountered	in	connection	with	the	integration	of	any	acquired	business.
Our	ability	as	an	organization	to	successfully	acquire	and	integrate	technologies	or	businesses	is	limited.	The	inability	to
successfully	integrate	the	business,	technologies,	products,	personnel	or	operations	of	any	acquired	business,	or	any	significant
delay	in	achieving	integration,	could	have	a	material	adverse	effect	on	our	business,	results	of	operations,	financial	condition	and
cash	flows.	Risks	Related	to	Human	Capital	A	failure	to	maintain	sales	and	marketing	personnel	productivity	or	hire	and
integrate	additional	sales	and	marketing	personnel	could	adversely	affect	our	results	of	operations	and	growth	prospects.	Our
business	requires	intensive	sales	and	marketing	activities.	Our	sales	and	marketing	personnel	are	essential	to	attracting	new
customers	and	expanding	sales	to	existing	customers,	both	of	which	are	key	to	our	future	growth.	We	face	a	number	of
challenges	in	successfully	expanding	our	sales	force.	Our	transition	to	a	SaaS	delivery	-	based	business	model,	and	the
additional	demands	involved	in	selling	our	platform,	has	increased	the	complexity	and	to	some	extent	imposed	new	challenges
in	finding,	hiring	and	retaining	qualified	sales	force	members.	We	must	locate	and	hire	a	significant	number	of	qualified
individuals,	and	competition	for	such	individuals	is	intense.	In	addition,	as	we	expand	into	new	markets	with	which	we	have	less
familiarity	and	develop	existing	territories,	we	will	need	to	recruit	individuals	who	have	skills	particular	to	a	certain	geography
or	territory,	and	it	may	be	difficult	to	find	candidates	with	those	qualifications.	We	may	be	unable	to	achieve	our	hiring	or
integration	goals	due	to	a	number	of	factors,	including,	but	not	limited	to,	the	challenge	in	remotely	recruiting	employees	and
adequately	training	them,	the	number	of	individuals	we	hire,	challenges	in	finding	individuals	with	the	correct	background	due
to	increased	competition	for	such	hires,	increased	attrition	rates	among	new	hires	and	existing	personnel	as	well	as	the	necessary
experience	to	sell	the	Varonis	Data	Security	Platform	rather	than	individual	software	products.	Furthermore,	based	on	our	past
experience	in	mature	territories,	it	can	take	up	to	12	months	before	a	new	sales	force	member	is	trained	and	operating	at	a	level
that	meets	our	expectations.	We	invest	significant	time	and	resources	in	training	new	members	of	our	sales	force,	and	we	may	be
unable	to	achieve	our	target	performance	levels	with	new	sales	personnel	as	rapidly	as	we	have	done	in	the	past,	or	at	all,	due	to
larger	numbers	of	hires	or	lack	of	experience	training	sales	personnel	to	operate	in	new	jurisdictions	or	because	of	the	remote
hiring	and	training	process.	Our	failure	to	hire	a	sufficient	number	of	qualified	individuals,	to	integrate	new	sales	force	members
within	the	time	periods	we	have	achieved	historically	or	to	keep	our	attrition	rates	at	levels	comparable	to	others	in	our	industry
may	materially	impact	our	projected	growth	rate.	Failure	to	retain,	attract	and	recruit	highly	qualified	personnel	could	adversely
affect	our	business,	operating	results,	financial	condition	and	growth	prospects.	Our	future	success	and	growth	depend,	in	part,
on	our	ability	to	continue	to	recruit	and	retain	highly	skilled	personnel	and	to	preserve	the	key	aspects	of	our	corporate	culture.
Because	our	future	success	is	dependent	on	our	ability	to	continue	to	enhance	and	introduce	new	products,	we	are	particularly
dependent	on	our	ability	to	hire	and	retain	engineers.	Any	of	our	employees	may	terminate	their	employment	at	any	time,	and
we	face	intense	competition	for	highly	skilled	employees.	Competition	for	qualified	employees,	particularly	in	Israel,	where	we
have	a	substantial	presence	and	need	for	qualified	engineers,	from	numerous	other	companies,	including	other	software	and
technology	companies,	many	of	whom	have	greater	financial	and	other	resources	than	we	do,	is	intense.	Moreover,	to	the	extent
we	hire	personnel	from	other	companies,	we	may	be	subject	to	allegations	that	they	have	been	improperly	solicited	or	may	have
divulged	proprietary	or	other	confidential	information	to	us.	If	we	are	unable	to	timely	attract,	retain	or	train	qualified
employees,	particularly	our	engineers,	salespeople	and	key	managers,	our	ability	to	innovate,	introduce	new	products	and
compete	would	be	adversely	impacted,	and	our	financial	condition	and	results	of	operations	may	suffer.	Lastly,	equity	grants	are
a	critical	component	of	our	current	compensation	programs.	If	we	reduce,	modify	or	eliminate	our	equity	compensation
programs	or	if	there	is	a	decline	in	our	stock	price,	which	will	result	in	the	value	of	our	equity	compensation	being	lower,	we
may	have	difficulty	attracting	and	retaining	employees.	We	are	dependent	on	the	continued	services	and	performance	of	our	co-
founder,	Chief	Executive	Officer	and	President,	the	loss	of	whom	could	adversely	affect	our	business.	Much	of	our	future
performance	depends	on	the	continued	services	and	continuing	contributions	of	our	co-	founder,	Chief	Executive	Officer	and
President,	Yakov	Faitelson,	to	successfully	manage	our	company,	to	execute	on	our	business	plan	and	to	identify	and	pursue
new	opportunities	and	product	innovations.	The	loss	of	Mr.	Faitelson’	s	services	could	significantly	delay	or	prevent	the
achievement	of	our	development	and	strategic	objectives	and	adversely	affect	our	business.	Risks	Related	to	our	Technology,
Products,	Services	and	Intellectual	Property	Our	failure	to	continually	enhance	and	improve	our	technology	could	adversely
affect	sales	of	our	products.	The	market	is	characterized	by	the	exponential	growth	in	enterprise	data,	rapid	technological
advances,	changes	in	customer	requirements,	including	customer	requirements	driven	by	changes	to	legal,	regulatory	and	self-
regulatory	compliance	mandates,	frequent	new	product	introductions	and	enhancements	and	evolving	industry	standards	in



computer	hardware	and	software	technology.	As	a	result,	we	must	continually	change	and	improve	our	products	in	response	to
changes	in	operating	systems,	application	software,	computer	and	communications	hardware,	networking	software,	data	center
architectures,	programming	tools,	computer	language	technology	and	various	regulations.	Moreover,	the	technology	in	our
products	is	especially	complex	because	it	needs	to	effectively	identify	and	respond	to	a	user’	s	data	retention,	security	and
governance	needs,	while	minimizing	the	impact	on	database	and	file	system	performance.	Our	products	must	also	successfully
interoperate	with	products	from	other	vendors.	While	we	extend	our	technological	capabilities	though	innovation	and	strategic
transactions,	including	our	recently	announced	Managed	Data	Detection	and	Response	and	cloud-	based	solutions,	we	cannot
guarantee	that	we	will	be	able	to	anticipate	future	market	needs	and	opportunities	or	be	able	to	extend	our	technological
expertise	and	develop	new	products	or	expand	the	functionality	of	our	current	products	in	a	timely	manner	or	at	all.	Even	if	we
are	able	to	anticipate,	develop	and	introduce	new	products	and	expand	the	functionality	of	our	current	products,	there	can	be	no
assurance	that	enhancements	or	new	products	will	achieve	widespread	market	acceptance.	Our	product	enhancements	or	new
products	could	fail	to	attain	sufficient	market	acceptance	for	many	reasons,	including:	•	failure	to	accurately	predict	market
demand	in	terms	of	product	functionality	and	to	supply	products	that	meet	this	demand	in	a	timely	fashion;	•	inability	to
interoperate	effectively	with	the	database	technologies	and	file	systems	of	prospective	customers;	•	defects,	errors	or	failures;	•
negative	publicity	or	customer	complaints	about	performance	or	effectiveness;	and	•	poor	business	conditions,	causing
customers	to	delay	IT	purchases.	If	we	fail	to	anticipate	market	requirements	or	stay	abreast	of	technological	changes,	we	may
be	unable	to	successfully	introduce	new	products,	expand	the	functionality	of	our	current	products	or	convince	our	customers
and	potential	customers	of	the	value	of	our	solutions	in	light	of	new	technologies.	In	addition,	it	is	possible	that	our	product
innovations,	including	our	recently	announced	Managed	Data	Detection	and	Response	and	cloud-	based	solutions,	may
not	provide	satisfactory	results	to	our	customers.	Accordingly,	our	business,	results	of	operations	and	financial	condition
could	be	materially	and	adversely	affected.	If	our	technical	support,	customer	success	or	professional	services	are	not
satisfactory	to	our	customers,	they	may	not	renew	their	agreements	or	not	buy	additional	products	in	the	future,	which	could
adversely	affect	our	future	results	of	operations.	Our	business	relies	on	our	customers’	satisfaction	with	the	technical	support
and	professional	services	we	provide	to	support	our	products.	Our	customers	have	no	obligation	to	renew	their	agreements	with
us	after	the	initial	terms	have	expired.	Our	customers	have	an	option	to	renew	their	agreements	and,	for	us	to	maintain	and
improve	our	results	of	operations,	it	is	important	that	our	existing	customers	renew	their	agreements,	if	applicable,	when	the
existing	contract	term	expires.	For	example,	our	renewal	rate	for	the	years	ended	December	31,	2023,	2022	,	and	2021	and	2020
continued	to	be	over	90	%.	Customer	satisfaction	will	become	even	more	important	as	almost	all	of	our	licensing	has	shifted	to
subscription	license	agreements.	If	we	fail	to	provide	technical	support	services	that	are	responsive,	satisfy	our	customers’
expectations	and	resolve	issues	that	they	encounter	with	our	products	and	services,	then	they	may	elect	not	to	purchase	or	renew
contracts	and	they	may	choose	not	to	purchase	additional	products	and	services	from	us.	Accordingly,	our	failure	to	provide
satisfactory	technical	support	or	professional	services	could	lead	our	customers	not	to	renew	their	agreements	with	us	or	renew
on	terms	less	favorable	to	us,	and	therefore	have	a	material	and	adverse	effect	on	our	business	and	results	of	operations.	Because
we	derive	substantially	all	the	vast	majority	of	our	revenues	and	cash	flows	from	sales	of	licenses	from	a	single	platform	of
products,	failure	of	the	products	in	the	platform	to	satisfy	customers	or	to	achieve	increased	market	acceptance	would	adversely
affect	our	business.	In	2022	2023	,	we	generated	substantially	all	of	our	revenues	from	sales	of	licenses	from	DatAdvantage,
DatAlert,	Data	Classification	Engine,	DataPrivilege	and	Data	Transport	Engine.	We	expect	to	continue	to	derive	the	majority	of
our	revenues	from	license	sales	relating	to	these	products	in	the	future.	As	such,	market	acceptance	of	these	products	is	critical	to
our	continued	success.	Demand	for	licenses	for	our	platform	of	products	is	affected	by	a	number	of	factors,	some	of	which	are
outside	of	our	control,	including	continued	market	acceptance	of	our	software	by	referenceable	accounts	for	existing	and	new
use	cases,	technological	change	and	growth	or	contraction	in	our	market.	We	expect	the	proliferation	of	enterprise	data	to	lead	to
an	increase	in	the	data	analysis	demands,	and	data	security	and	retention	concerns,	of	our	customers,	and	our	software,	including
the	software	underlying	the	Varonis	Data	Security	Platform,	may	not	be	able	to	scale	and	perform	to	meet	those	demands.	If	we
are	unable	to	continue	to	meet	customer	demands	or	to	achieve	more	widespread	market	acceptance	of	our	software,	our
business,	operations,	financial	results	and	growth	prospects	will	be	materially	and	adversely	affected.	Interruptions	or
performance	problems,	including	associated	with	our	website	or	support	website	or	any	caused	by	cyberattacks,	may	adversely
affect	our	business.	Our	continued	growth	depends	in	part	on	the	ability	of	our	existing	and	potential	customers	to	quickly	access
our	website	and	support	website.	Access	to	our	support	website	is	also	imperative	to	our	daily	operations	and	interaction	with
customers,	as	it	allows	customers	to	download	our	software,	fixes	and	patches,	as	well	as	open	and	respond	to	support	tickets
and	register	license	keys	for	evaluation	or	production	purposes.	We	have	experienced,	and	may	in	the	future	experience,	website
disruptions,	outages	and	other	performance	problems	due	to	a	variety	of	factors,	including	technical	failures,	cyberattacks,
natural	disasters,	infrastructure	changes,	human	or	software	errors,	capacity	constraints	due	to	an	overwhelming	number	of	users
accessing	our	website	simultaneously	and	denial	of	service	or	fraud.	In	some	instances,	we	may	not	be	able	to	identify	the	cause
or	causes	of	these	performance	problems	within	an	acceptable	period	of	time.	System	failures	or	outages,	including	any	potential
disruptions	due	to	a	period	of	increased	global	demand	on	certain	cloud-	based	systems	or	disruptions	of	our	cloud-	based
solutions,	could	compromise	our	or	our	customer’	s	ability	to	perform	day-	to-	day	operations	in	a	timely	manner,	which	could
negatively	impact	our	business	or	delay	our	financial	reporting.	It	may	become	increasingly	difficult	to	maintain	and	improve
the	performance	of	our	websites,	especially	during	peak	usage	times	and	as	our	software	becomes	more	complex	and	our	user
traffic	increases.	If	our	websites	are	unavailable	or	if	our	users	are	unable	to	download	our	software,	patches	or	fixes	within	a
reasonable	amount	of	time	or	at	all,	we	may	suffer	reputational	harm	and	our	business	would	be	negatively	affected.	If	our
software	is	perceived	as	not	being	secure,	customers	may	reduce	the	use	of	or	stop	using	our	software,	and	we	may	incur
significant	liabilities.	Our	software	involves	the	transmission	of	data	between	data	stores,	and	between	data	stores	and	desktop
and	mobile	computers,	and	will	increasingly	involve	the	storage	of	data.	We	have	a	legal	and	contractual	obligation	to	protect



the	confidentiality	and	appropriate	use	of	customer	data.	Any	security	breaches	with	respect	to	such	data	could	result	in	the	loss
of	this	information,	litigation,	indemnity	obligations	and	other	liabilities.	The	security	of	our	products	and	accompanied	services
is	important	in	our	customers’	decisions	to	purchase	or	use	our	products	or	services.	Security	threats	are	a	significant	challenge
to	companies	like	us	whose	business	is	providing	technology	products	and	services	to	others.	While	we	have	taken	steps	to
protect	the	confidential	information	that	we	have	access	to,	including	confidential	information	we	may	obtain	through	our
customer	support	services	or	customer	usage	of	our	products,	we	have	no	direct	control	over	the	substance	of	the	content.
Security	measures	might	be	breached	as	a	result	of	third-	party	action,	employee	error,	malfeasance	or	otherwise.	We	also
incorporate	open	source	software	and	other	third-	party	software	into	our	products.	There	may	be	vulnerabilities	in	open	source
software	and	third-	party	software	that	may	make	our	products	likely	to	be	harmed	by	cyberattacks.	Moreover,	our	products
operate	in	conjunction	with	and	are	dependent	on	products	and	components	across	a	broad	ecosystem	of	third	parties.	If	there	is
a	security	vulnerability	in	one	of	these	components,	and	if	there	is	a	security	exploit	targeting	it,	such	security	vulnerability	may
adversely	impact	our	product	vulnerability	and	we	could	face	increased	costs,	liability	claims,	reduced	revenue,	or	harm	to	our
reputation	or	competitive	position.	Because	techniques	used	to	obtain	unauthorized	access	or	sabotage	systems	change
frequently	and	generally	are	not	identified	until	they	are	launched	against	a	target,	we	may	be	unable	to	anticipate	these
techniques	or	to	implement	adequate	preventative	measures.	The	limitations	of	liability	in	our	contracts	may	not	be	enforceable
or	adequate	or	otherwise	protect	us	from	any	such	liabilities	or	damages	with	respect	to	any	particular	claim.	While	we	maintain
insurance	coverage	for	some	of	the	above	events,	the	potential	liabilities	associated	with	these	security	breach	events	could
exceed	the	insurance	coverage	we	maintain.	We	incorporate	machine	learning	and	artificial	intelligence	(“	AI	”)	solutions
into	parts	of	our	platform,	offerings,	services	and	features,	and	these	applications	may	become	more	important	in	our
operations	over	time.	AI	technologies,	including	generative	AI,	are	complex	and	rapidly	evolving,	and	we	face
competition	from	other	companies	as	well	as	an	evolving	regulatory	landscape.	Several	jurisdictions	around	the	globe,
including	Europe	and	the	United	States,	have	already	proposed	or	enacted	laws	governing	AI,	and	we	may	need	to
commit	significant	resources	to	maintain	business	practices	that	comply	with	the	evolving	regulatory	landscape.	Our
competitors	or	other	third	parties	may	incorporate	AI	into	their	products	more	quickly	and	successfully	than	us,	which
could	impair	our	ability	to	compete	effectively	and	adversely	affect	our	results	of	operations.	Any	or	all	of	these	issues
could	tarnish	our	reputation,	negatively	impact	our	ability	to	attract	new	customers	or	sell	additional	products	to	our	existing
customers,	cause	existing	customers	to	elect	not	to	renew	their	maintenance	and	support	agreements	or	subject	us	to	third-	party
lawsuits,	regulatory	fines	or	other	action	or	liability,	thereby	adversely	affecting	our	results	of	operations.	Our	use	of	open
source	software	could	negatively	affect	our	ability	to	sell	our	software	and	subject	us	to	possible	litigation.	We	use	open	source
software	and	expect	to	continue	to	use	open	source	software	in	the	future.	Some	open	source	software	licenses	require	users	who
distribute	open	source	software	as	part	of	their	own	software	product	to	publicly	disclose	all	or	part	of	the	source	code	to	such
software	product	or	to	make	available	any	derivative	works	of	the	open	source	code	on	unfavorable	terms	or	at	no	cost.	We	may
face	ownership	claims	of	third	parties	over,	or	seeking	to	enforce	the	license	terms	applicable	to,	such	open	source	software,
including	by	demanding	the	release	of	the	open	source	software,	derivative	works	or	our	proprietary	source	code	that	was
developed	using	such	software.	These	claims	could	also	result	in	litigation,	require	us	to	purchase	a	costly	license	or	require	us
to	devote	additional	research	and	development	resources	to	change	our	software,	any	of	which	would	have	a	negative	effect	on
our	business	and	results	of	operations.	In	addition,	if	the	license	terms	for	the	open	source	code	change,	we	may	be	forced	to	re-
engineer	our	software	or	incur	additional	costs	.	Some	open	source	software	may	include	generative	AI	software	or	other
software	that	incorporates	or	relies	on	generative	AI.	The	use	of	such	software	may	expose	us	to	risks	as	the	intellectual
property	ownership	and	license	rights,	including	copyright,	of	generative	AI	software	and	tools,	has	not	been	fully
interpreted	by	U.	S.	courts	or	been	fully	addressed	by	federal	or	state	regulation	.	Finally,	while	we	implement	policies	and
procedures,	we	cannot	provide	assurance	that	we	have	incorporated	open	source	software	into	our	own	software	in	a	manner
that	conforms	with	our	current	policies	and	procedures	and	we	cannot	assure	that	all	open	source	software	is	reviewed	prior	to
use	in	our	solution,	that	our	programmers	have	not	incorporated	open	source	software	into	our	solution,	or	that	they	will	not	do
so	in	the	future.	In	addition,	our	solution	may	incorporate	third-	party	software	under	commercial	licenses.	We	cannot	be	certain
whether	such	third-	party	software	incorporates	open	source	software	without	our	knowledge.	In	the	past,	companies	that
incorporate	open	source	software	into	their	products	have	faced	claims	alleging	noncompliance	with	open	source	license	terms
or	infringement	or	misappropriation	of	proprietary	software.	Therefore,	we	could	be	subject	to	suits	by	parties	claiming
noncompliance	with	open	source	licensing	terms	or	infringement	or	misappropriation	of	proprietary	software.	Because	few
courts	have	interpreted	open	source	licenses,	the	manner	in	which	these	licenses	may	be	interpreted	and	enforced	is	subject	to
some	uncertainty.	There	is	a	risk	that	open	source	software	licenses	could	be	construed	in	a	manner	that	imposes	unanticipated
conditions	or	restrictions	on	our	ability	to	market	or	provide	our	solution.	As	a	result	of	using	open	source	software	subject	to
such	licenses,	we	could	be	required	to	release	proprietary	source	code,	pay	damages,	re-	engineer	our	solution,	limit	or
discontinue	sales	or	take	other	remedial	action,	any	of	which	could	adversely	affect	our	business.	False	detection	of	security
breaches,	false	identification	of	malicious	sources	or	misidentification	of	sensitive	or	regulated	information	could	adversely
affect	our	business.	Our	cybersecurity	products	may	falsely	detect	threats	that	do	not	actually	exist.	For	example,	our	DatAlert
product	may	enrich	metadata	collected	by	our	products	with	information	from	external	sources	and	third-	party	data	providers.
If	the	information	from	these	data	providers	is	inaccurate,	the	potential	for	false	positives	increases.	These	false	positives,	while
typical	in	the	industry,	may	affect	the	perceived	reliability	of	our	products	and	solutions	and	may	therefore	adversely	impact
market	acceptance	of	our	products.	As	definitions	and	instantiations	of	personal	identifiers	and	other	sensitive	content	change,
automated	classification	technologies	may	falsely	identify	or	fail	to	identify	data	as	sensitive.	If	our	products	and	solutions	fail
to	detect	exposures	or	restrict	access	to	important	systems,	files	or	applications	based	on	falsely	identifying	legitimate	use	as	an
attack	or	otherwise	unauthorized,	then	our	customers’	businesses	could	be	adversely	affected.	Any	such	false	identification	of



use	and	subsequent	restriction	could	result	in	negative	publicity,	loss	of	customers	and	sales,	increased	costs	to	remedy	any
problem	and	costly	litigation.	Failure	to	protect	our	proprietary	technology	and	intellectual	property	rights	could	substantially
harm	our	business.	The	success	of	our	business	and	competitive	position	depends	on	our	ability	to	obtain,	protect	and	enforce
our	trade	secrets,	trademarks,	copyrights,	patents	and	other	intellectual	property	rights.	We	attempt	to	protect	our	intellectual
property	under	patent,	trademark,	copyrights	and	trade	secret	laws,	and	through	a	combination	of	confidentiality	procedures,
contractual	provisions	and	other	methods,	all	of	which	offer	only	limited	protection	and	may	not	now	or	in	the	future	provide	us
with	a	competitive	advantage.	As	of	December	31,	2022	2023	,	we	had	85	88	issued	patents	in	the	United	States	and	12	16
pending	U.	S.	patent	applications.	We	also	had	55	67	patents	issued	and	42	31	applications	pending	for	examination	in	non-	U.
S.	jurisdictions,	and	two	seven	pending	PCT	patent	applications,	all	of	which	are	counterparts	of	our	U.	S.	patent	applications.
We	may	file	additional	patent	applications	in	the	future.	The	process	of	obtaining	patent	protection	is	expensive	and	time-
consuming,	and	we	may	not	be	able	to	prosecute	all	necessary	or	desirable	patent	applications	at	a	reasonable	cost	or	in	a	timely
manner	all	the	way	through	to	the	successful	issuance	of	a	patent.	We	may	choose	not	to	seek	patent	protection	for	certain
innovations	and	may	choose	not	to	pursue	patent	protection	in	certain	jurisdictions.	Furthermore,	it	is	possible	that	our	patent
applications	may	not	issue	as	granted	patents,	that	the	scope	of	our	issued	patents	will	be	insufficient	or	not	have	the	coverage
originally	sought,	that	our	issued	patents	will	not	provide	us	with	any	competitive	advantages,	and	that	our	patents	and	other
intellectual	property	rights	may	be	challenged	by	others	or	invalidated	through	administrative	process	or	litigation.	In	addition,
issuance	of	a	patent	does	not	guarantee	that	we	have	an	absolute	right	to	practice	the	patented	invention.	Our	policy	is	to	require
our	employees	(and	our	consultants	and	service	providers	that	develop	intellectual	property	included	in	our	products)	to	execute
written	agreements	in	which	they	assign	to	us	their	rights	in	potential	inventions	and	other	intellectual	property	created	within
the	scope	of	their	employment	(or,	with	respect	to	consultants	and	service	providers,	their	engagement	to	develop	such
intellectual	property).	However,	we	may	not	be	able	to	adequately	protect	our	rights	in	every	such	agreement	or	execute	an
agreement	with	every	such	party.	Finally,	in	order	to	benefit	from	patent	and	other	intellectual	property	protection,	we	must
monitor,	detect	and	pursue	infringement	claims	in	certain	circumstances	in	relevant	jurisdictions,	all	of	which	is	costly	and	time-
consuming.	As	a	result,	we	may	not	be	able	to	obtain	adequate	protection	or	to	enforce	our	issued	patents	or	other	intellectual
property	effectively.	In	addition	to	patented	technology,	we	rely	on	our	unpatented	proprietary	technology	and	trade	secrets.
Despite	our	efforts	to	protect	our	proprietary	technologies	and	our	intellectual	property	rights,	unauthorized	parties,	including
our	employees,	consultants,	service	providers	or	customers,	may	attempt	to	copy	aspects	of	our	products	or	obtain	and	use	our
trade	secrets	or	other	confidential	information.	We	generally	enter	into	confidentiality	agreements	with	our	employees,
consultants,	service	providers,	vendors,	channel	partners	and	customers,	and	generally	limit	access	to	and	distribution	of	our
proprietary	information	and	proprietary	technology	through	certain	procedural	safeguards.	These	agreements	may	not	effectively
prevent	unauthorized	use	or	disclosure	of	our	intellectual	property	or	technology	and	may	not	provide	an	adequate	remedy	in	the
event	of	unauthorized	use	or	disclosure	of	our	intellectual	property	or	technology.	We	cannot	provide	assurance	that	the	steps
taken	by	us	will	prevent	misappropriation	of	our	trade	secrets	or	technology	or	infringement	of	our	intellectual	property.	In
addition,	the	laws	of	some	foreign	countries	where	we	operate	do	not	protect	our	proprietary	rights	to	as	great	an	extent	as	the
laws	of	the	United	States,	and	many	foreign	countries	do	not	enforce	these	laws	as	diligently	as	government	agencies	and	private
parties	in	the	United	States.	We	have	registered	the	“	Varonis	”	name	and	logo	and	“	DatAdvantage,	”	“	DataPrivilege,	”	“
DatAlert,	”	and	other	names	in	the	United	States	and,	as	related	to	some	of	these	names,	certain	other	countries.	However,	we
cannot	provide	assurance	that	any	future	trademark	registrations	will	be	issued	for	pending	or	future	applications	or	that	any
registered	trademarks	will	be	enforceable	or	provide	adequate	protection	of	our	proprietary	rights.	Despite	our	efforts	to	protect
our	proprietary	technology	and	trade	secrets,	unauthorized	parties	may	attempt	to	misappropriate,	reverse	engineer	or	otherwise
obtain	and	use	them.	In	addition,	others	may	independently	discover	our	trade	secrets,	in	which	case	we	would	not	be	able	to
assert	trade	secret	rights	or	develop	similar	technologies	and	processes.	Further,	the	contractual	provisions	that	we	enter	into
may	not	prevent	unauthorized	use	or	disclosure	of	our	proprietary	technology	or	intellectual	property	rights	and	may	not	provide
an	adequate	remedy	in	the	event	of	unauthorized	use	or	disclosure	of	our	proprietary	technology	or	intellectual	property	rights.
Moreover,	policing	unauthorized	use	of	our	technologies,	trade	secrets	and	intellectual	property	is	difficult,	expensive	and	time-
consuming,	particularly	in	foreign	countries	where	the	laws	may	not	be	as	protective	of	intellectual	property	rights	as	those	in
the	United	States	and	where	mechanisms	for	enforcement	of	intellectual	property	rights	may	be	weak.	We	may	be	unable	to
determine	the	extent	of	any	unauthorized	use	or	infringement	of	our	solution,	technologies	or	intellectual	property	rights.	If	we
are	unable	to	protect	our	intellectual	property	rights	and	ensure	that	we	are	not	violating	the	intellectual	property	rights	of	others,
we	may	find	ourselves	at	a	competitive	disadvantage	to	others	who	need	not	incur	the	additional	expense,	time	and	effort
required	to	create	the	innovative	products	that	have	enabled	us	to	be	successful	to	date.	Assertions	by	third	parties	of
infringement	or	other	violations	by	us	of	their	intellectual	property	rights,	whether	or	not	correct,	could	result	in	significant	costs
and	harm	our	business	and	operating	results.	The	industries	in	which	we	operate,	such	as	data	security,	cybersecurity,
compliance,	data	retention	and	data	governance	are	characterized	by	the	existence	of	a	large	number	of	relevant	patents	and
frequent	claims	and	related	litigation	regarding	patent	and	other	intellectual	property	rights.	From	time	to	time,	third	parties	have
asserted	and	may	assert	their	patent,	copyright,	trademark	and	other	intellectual	property	rights	against	us,	our	channel	partners
or	our	customers.	Successful	claims	of	infringement	or	misappropriation	by	a	third	-	party	could	prevent	us	from	distributing
certain	products,	performing	certain	services	or	could	require	us	to	pay	substantial	damages	(including,	for	example,	treble
damages	if	we	are	found	to	have	willfully	infringed	patents	and	increased	statutory	damages	if	we	are	found	to	have	willfully
infringed	copyrights),	royalties	or	other	fees.	Such	claims	also	could	require	us	to	cease	making,	licensing	or	using	solutions
that	are	alleged	to	infringe	or	misappropriate	the	intellectual	property	of	others	or	to	expend	additional	development	resources	to
attempt	to	redesign	our	products	or	services	or	otherwise	to	develop	non-	infringing	technology.	Even	if	third	parties	may	offer	a
license	to	their	technology,	the	terms	of	any	offered	license	may	not	be	acceptable,	and	the	failure	to	obtain	a	license	or	the	costs



associated	with	any	license	could	cause	our	business,	results	of	operations	or	financial	condition	to	be	materially	and	adversely
affected.	In	some	cases,	we	indemnify	our	channel	partners	and	customers	against	claims	that	our	products	infringe	the
intellectual	property	of	third	parties.	Defending	against	claims	of	infringement	or	being	deemed	to	be	infringing	the	intellectual
property	rights	of	others	could	impair	our	ability	to	innovate,	develop,	distribute	and	sell	our	current	and	planned	products	and
services.	Risks	Related	to	our	Tax	Regime	Our	tax	rate	may	vary	significantly	depending	on	our	stock	price.	The	tax	effects	of
the	accounting	for	stock-	based	compensation	may	significantly	impact	our	effective	tax	rate	from	period	to	period.	In	periods	in
which	our	stock	price	is	higher	than	the	grant	price	of	the	stock-	based	compensation	vesting	in	that	period,	we	will	recognize
excess	tax	benefits	that	will	decrease	our	effective	tax	rate,	while	in	periods	in	which	our	stock	price	is	lower	than	the	grant
price	of	the	stock-	based	compensation	vesting	in	that	period,	our	effective	tax	rate	may	increase.	The	amount	and	value	of
stock-	based	compensation	issued	relative	to	our	earnings	in	a	particular	period	will	also	affect	the	magnitude	of	the	impact	of
stock-	based	compensation	on	our	effective	tax	rate.	These	tax	effects	are	dependent	on	our	stock	price,	which	we	do	not
control,	and	a	decline	in	our	stock	price	could	significantly	increase	our	effective	tax	rate	and	adversely	affect	our	financial
results.	Multiple	factors	may	adversely	affect	our	ability	to	fully	utilize	our	net	operating	loss	carryforwards.	A	U.	S.
corporation’	s	ability	to	utilize	its	federal	net	operating	loss	(“	NOL	”)	carryforwards	is	limited	under	Section	382	of	the	Internal
Revenue	Code	of	1986,	as	amended	(the	“	Code	”),	if	the	corporation	undergoes	an	ownership	change.	As	of	December	31,
2022	2023	,	we	have	accumulated	a	$	224	103	.	3	8	million	federal	NOL	since	inception.	Future	changes	in	our	stock
ownership,	including	future	offerings,	as	well	as	changes	that	may	be	outside	of	our	control,	could	result	in	a	subsequent
ownership	change	under	Section	382,	that	would	impose	an	annual	limitation	on	NOLs.	In	addition,	the	cash	tax	benefit	from
our	NOLs	is	dependent	upon	our	ability	to	generate	sufficient	taxable	income.	Accordingly,	we	may	be	unable	to	earn	enough
taxable	income	in	order	to	fully	utilize	our	current	NOLs.	Changes	in	our	provision	for	income	taxes	or	adverse	outcomes
resulting	from	examination	of	our	income	tax	returns	could	adversely	affect	our	results.	We	are	subject	to	income	taxation	in	the
United	States,	Israel	and	numerous	other	jurisdictions.	Determining	our	provision	for	income	taxes	requires	significant
management	judgment.	In	addition,	our	provision	for	income	taxes	could	be	adversely	affected	by	many	factors,	including,
among	other	things,	changes	to	our	operating	structure	including	a	review	of	our	intellectual	property	(“	IP	”)	structure,	changes
in	the	amounts	of	earnings	in	jurisdictions	with	different	statutory	tax	rates,	changes	in	the	valuation	of	deferred	tax	assets	and
liabilities	and	changes	in	tax	laws.	Significant	judgment	is	required	to	determine	the	recognition	and	measurement	attributes
prescribed	in	Accounting	Standards	Codification	740-	10-	25	(“	ASC	740-	10-	25	”).	ASC	740-	10-	25	applies	to	all	income	tax
positions,	including	the	potential	recovery	of	previously	paid	taxes,	which	if	settled	unfavorably	could	adversely	impact	our
provision	for	income	taxes.	Our	income	in	certain	countries	is	subject	to	reduced	tax	rates	provided	we	meet	certain	employment
criteria.	Failure	to	meet	these	commitments	could	adversely	impact	our	provision	for	income	taxes.	We	are	also	subject	to	the
regular	examination	of	our	income	tax	returns	by	the	U.	S.	Internal	Revenue	Services	and	other	tax	authorities	in	various
jurisdictions.	Tax	authorities	may	disagree	with	our	intercompany	charges,	cross-	jurisdictional	transfer	pricing,	IP	structure	or
other	matters	and	assess	additional	taxes.	While	we	regularly	assess	the	likelihood	of	adverse	outcomes	resulting	from	these
examinations	to	determine	the	adequacy	of	our	provision	for	income	taxes,	there	can	be	no	assurance	that	the	outcomes	from
these	regular	examinations	will	not	have	a	material	adverse	effect	on	our	results	of	operations	and	cash	flows.	Further,	we	may
be	audited	in	various	jurisdictions,	and	such	jurisdictions	may	assess	additional	taxes	against	us.	Although	we	believe	our	tax
estimates	are	reasonable,	the	final	determination	of	any	tax	audits	or	litigation	could	be	materially	different	from	our	historical
tax	provisions	and	accruals,	which	could	have	a	material	adverse	effect	on	our	results	of	operations	or	cash	flows	in	the	period
or	periods	for	which	a	determination	is	made.	The	adoption	of	the	U.	S.	tax	reform	and	the	enactment	of	additional	legislation
changes	could	materially	impact	our	financial	position	and	results	of	operations.	On	December	22,	2017,	the	Tax	Cuts	and	Jobs
Act	(the"	TCJA")	that	significantly	reforms	the	Code	was	enacted.	The	TCJA,	among	other	things,	includes	changes	to	U.	S.
federal	tax	rates,	imposes	significant	additional	limitations	on	the	deductibility	of	certain	expenses	and	adds	certain	limitations	to
the	use	of	net	operating	loss	carryforwards	arising	after	December	31,	2017.	Due	to	the	expansion	of	our	international	business
activities,	any	changes	in	the	U.	S.	taxation	of	such	activities	may	increase	our	worldwide	effective	tax	rate	and	adversely	affect
our	financial	position	and	results	of	operations.	Further,	foreign	governments	may	enact	tax	laws	in	response	to	the	TCJA	that
could	result	in	further	changes	to	global	taxation	and	materially	affect	our	financial	position	and	results	of	operations.	Effective
in	2022,	the	TCJA	requires	all	U.	S.	companies	to	capitalize,	and	subsequently	amortize	R	&	E	expenses	that	fall	within	the
scope	of	Section	174	over	five	years	for	research	activities	conducted	in	the	United	States	and	over	fifteen	years	for	research
activities	conducted	outside	of	the	United	States,	rather	than	deducting	such	costs	in	the	year	incurred	for	tax	purposes.
Although	Congress	may	defer,	modify,	or	repeal	this	provision,	potentially	with	retroactive	effect,	we	have	no	assurance	that
Congress	will	take	any	action	with	respect	to	this	provision.	As	of	the	fourth	quarter	of	2022	2023	,	we	have	accounted	for	an
estimate	of	the	effects	of	the	R	&	E	capitalization,	based	on	interpretation	of	the	law	as	currently	enacted	,	and	have	estimated
that	our	$	224.	3	million	accumulated	federal	NOL	as	of	December	31,	2022	should	offset	most	of	the	effects	of	the	R	&	E
capitalization	requirement	in	2022	.	To	the	extent	that	this	provision	is	not	deferred,	modified	or	repealed,	and	once	our	available
NOLs	or	tax	credits	are	fully	utilized,	we	would	incur	an	a	significant	increase	in	our	tax	expenses	and	a	decrease	in	our	cash
flows	provided	by	operations.	We	conduct	our	operations	in	several	jurisdictions	worldwide	and	report	our	taxable	income	based
on	our	business	operations	in	those	jurisdictions.	Therefore,	our	intercompany	relationships	are	subject	to	transfer	pricing
regulations	administered	by	taxing	authorities	in	various	jurisdictions.	While	we	believe	that	we	are	currently	in	material
compliance	with	our	obligations	under	applicable	taxing	regimes,	the	relevant	taxing	authorities	may	disagree	with	our
determinations	as	to	the	income	and	expenses	attributable	to	specific	jurisdictions	and	may	seek	to	impose	additional	taxes	on
us,	including	for	past	sales.	If	such	a	disagreement	were	to	occur,	and	our	position	were	not	sustained,	we	could	be	required	to
pay	additional	taxes,	interest	and	penalties,	which	could	result	in	one-	time	tax	charges,	higher	effective	tax	rates,	reduced	cash
flows	and	lower	overall	profitability	of	our	operations.	The	Organization	for	Economic	Cooperation	and	Development	(“	OECD



”)	introduced	the	base	erosion	and	profit	shifting	project	which	sets	out	a	plan	to	address	international	taxation	principles	in	a
globalized,	digitized	business	world	(the	“	BEPS	Plan	”).	During	2018,	as	part	of	the	BEPS	Plan,	more	than	80	countries	chose
to	implement	the	Multilateral	Convention	to	Implement	Tax	Treaty	Related	Measures	to	Prevent	BEPS	(“	MLI	”).	The	MLI
significantly	changes	the	bilateral	tax	treaties	signed	by	any	country	that	chose	to	implement	the	MLI.	In	addition,	during	2019
the	OECD,	the	EU	and	individual	countries	(e.	g.,	France,	Austria	and	Italy)	each	published	an	initiative	to	tax	digital
transactions	executed	by	a	non-	resident	entity	and	a	local	end-	user	or	local	end-	consumer.	Under	each	initiative,	the	local
payer	is	obligated	to	withhold	a	fixed	percentage	from	the	gross	proceeds	paid	to	the	non-	resident	entity	as	a	tax	on	executing	a
digital	transaction	in	that	territory,	provided	the	entity’	s	sales	in	that	territory	exceeds	a	certain	threshold	(“	Digital	Service	Tax
”).	As	a	result	of	participating	countries	adopting	the	international	tax	policies	set	under	the	BEPS	Plan,	MLI	and	Digital
Service	Tax,	changes	have	been	and	continue	to	be	made	to	numerous	international	tax	principles	and	local	tax	regimes.	Due	to
the	expansion	of	our	international	business	activities,	those	modifications	may	increase	our	worldwide	effective	tax	rate,	create
tax	and	compliance	obligations	in	jurisdictions	in	which	we	previously	had	none	and	adversely	affect	our	financial	position.
Risks	Related	to	the	2025	Notes	and	Credit	Facility	We	have	incurred	substantial	indebtedness	that	may	decrease	our	business
flexibility,	access	to	capital,	and	/	or	increase	our	borrowing	costs,	and	we	may	still	incur	substantially	more	debt,	which	may
adversely	affect	our	operations	and	financial	results.	In	May	2020	we	issued	the	2025	Notes.	As	of	December	31,	2022	2023	,
we	had	$	253.	0	million	outstanding	aggregate	principal	amount	of	2025	Notes	.	In	addition,	on	August	21,	2020	we	entered	into
a	credit	and	security	agreement	with	KeyBank	National	Association	and	other	parties	thereto	(the	“	Credit	and	Security
Agreement	”)	for	a	three-	year	secured	revolving	credit	facility	of	$	70.	0	million,	with	a	letter	of	credit	sublimit	of	$	15.	0
million	and	an	accordion	feature	under	which	the	Company	can	increase	the	credit	facility	to	up	to	$	90.	0	million	(the	“	Credit
Facility	”).	Our	Credit	Facility	contains	customary	restrictive,	negative	and	financial	covenants	and	is	secured	by	a	first	priority
security	interest.	If	we	are	unable	to	comply	with	the	restrictive	and	financial	covenants	in	our	Credit	Facility,	there	would	be	a
default	under	the	terms	of	that	Credit	and	Security	Agreement,	and	this	could	result	in	an	acceleration	of	payment	of	funds	that
have	been	borrowed.	As	of	December	31,	2022,	we	had	no	outstanding	obligations	under	our	Credit	Facility	.	Our	indebtedness
may	limit	our	ability	to	borrow	additional	funds	for	working	capital,	capital	expenditures,	acquisitions	or	other	general	business
purposes,	limit	our	ability	to	use	our	cash	flow	or	obtain	additional	financing	for	future	working	capital,	capital	expenditures,
acquisitions	or	other	general	business	purposes,	require	us	to	use	a	substantial	portion	of	our	cash	flow	from	operations	to	make
debt	service	payments,	limit	our	flexibility	to	plan	for,	or	react	to,	changes	in	our	business	and	industry,	place	us	at	a	competitive
disadvantage	compared	to	our	less	leveraged	competitors	and	increase	our	vulnerability	to	the	impact	of	adverse	economic	and
industry	conditions.	Our	debt	obligations	may	adversely	affect	our	ability	to	raise	additional	capital	and	will	be	a	burden	on	our
future	cash	resources,	particularly	if	we	elect	to	settle	these	obligations	in	cash	upon	conversion	or	upon	maturity	or	required
repurchase.	Our	ability	to	meet	our	payment	obligations	under	the	2025	Notes	and	any	outstanding	indebtedness	under	our
Credit	Facility	depends	on	our	future	cash	flow	performance.	This,	to	some	extent,	is	subject	to	general	economic,	financial,
competitive,	legislative	and	regulatory	factors,	as	well	as	other	factors	that	may	be	beyond	our	control.	There	can	be	no
assurance	that	our	business	will	generate	positive	cash	flow	from	operations,	or	that	additional	capital	will	be	available	to	us,	in
an	amount	sufficient	to	enable	us	to	meet	our	debt	payment	obligations	and	to	fund	other	liquidity	needs.	If	we	are	unable	to
generate	sufficient	cash	flow	to	service	our	debt	obligations,	we	may	need	to	refinance	or	restructure	our	debt,	sell	assets,	reduce
or	delay	capital	investments,	or	seek	to	raise	additional	capital.	Our	ability	to	refinance	our	indebtedness	will	depend	on	the
capital	markets	and	our	financial	condition	at	such	time.	We	may	not	be	able	to	engage	in	any	of	these	activities	or	engage	in
these	activities	on	desirable	terms,	which	could	result	in	a	default	on	our	debt	obligations.	As	a	result,	we	may	be	more
vulnerable	to	economic	downturns,	less	able	to	withstand	competitive	pressures	and	less	flexible	in	responding	to	changing
business	and	economic	conditions	.	In	addition,	our	Credit	Facility	limits	our	ability	to	incur	additional	indebtedness	under
certain	circumstances.	If	we	are	unable	to	obtain	capital	on	favorable	terms	or	at	all,	we	may	have	to	reduce	our	operations	or
forego	opportunities,	and	this	may	have	a	material	adverse	effect	on	our	business,	financial	condition	and	results	of	operations	.
We	may	issue	additional	shares	of	our	common	stock	in	connection	with	conversions	of	the	2025	Notes,	and	thereby	dilute	our
existing	stockholders	and	potentially	adversely	affect	the	market	price	of	our	common	stock.	In	the	event	that	the	2025	Notes
are	converted	and	we	elect	to	deliver	shares	of	common	stock,	the	ownership	interests	of	existing	stockholders	will	be	diluted,
and	any	sales	in	the	public	market	of	any	shares	of	our	common	stock	issuable	upon	such	conversion	could	adversely	affect	the
prevailing	market	price	of	our	common	stock.	In	addition,	the	anticipated	conversion	of	the	2025	Notes	could	depress	the	market
price	of	our	common	stock.	The	fundamental	change	provisions	of	the	2025	Notes	may	delay	or	prevent	an	otherwise	beneficial
takeover	attempt	of	us.	If	the	Company	undergoes	a	“	fundamental	change,	”	subject	to	certain	conditions,	holders	may	require
the	Company	to	repurchase	for	cash	all	or	part	of	their	2025	Notes	at	a	fundamental	change	repurchase	price	equal	to	100	%	of
the	principal	amount	of	the	2025	Notes	to	be	repurchased,	plus	accrued	and	unpaid	interest	to,	but	excluding,	the	fundamental
change	repurchase	date.	In	addition,	if	such	fundamental	change	also	constitutes	a	“	make-	whole	fundamental	change,	”	the
conversion	rate	for	the	2025	Notes	may	be	increased	upon	conversion	of	the	2025	Notes	in	connection	with	such	“	make-	whole
fundamental	change.	”	Any	increase	in	the	conversion	rate	will	be	determined	based	on	the	date	on	which	the	“	make-	whole
fundamental	change	”	occurs	or	becomes	effective	and	the	price	paid	(or	deemed	paid)	per	share	of	our	common	stock	in	such
transaction.	Any	such	increase	will	be	dilutive	to	our	existing	stockholders.	Our	obligation	to	repurchase	the	2025	Notes	or
increase	the	conversion	rate	upon	the	occurrence	of	a	make-	whole	fundamental	change	may,	in	certain	circumstances,	delay	or
prevent	a	takeover	of	us	that	might	otherwise	be	beneficial	to	our	stockholders.	The	Capped	Call	Transactions	may	affect	the
value	of	the	2025	Notes	and	our	common	stock.	In	connection	with	the	issuance	of	the	2025	Notes,	we	entered	into	Capped	Call
Transactions	with	certain	financial	institutions.	The	Capped	Call	Transactions	are	expected	generally	to	reduce	or	offset	the
potential	dilution	upon	conversion	of	the	2025	Notes	and	/	or	offset	any	cash	payments	we	are	required	to	make	in	excess	of	the
principal	amount	of	converted	2025	Notes,	as	the	case	may	be,	with	such	reduction	and	/	or	offset	subject	to	the	Cap	Price,



subject	to	certain	adjustments	under	the	terms	of	the	Capped	Call	Transactions.	From	time	to	time,	certain	financial	institutions
(with	which	we	entered	into	the	Capped	Call	Transactions)	or	their	respective	affiliates	may	modify	their	hedge	positions	by
entering	into	or	unwinding	various	derivatives	with	respect	to	our	common	stock	and	/	or	purchasing	or	selling	our	common
stock	or	other	securities	of	ours	in	secondary	market	transactions	prior	to	the	maturity	of	the	2025	Notes.	This	activity	could	also
cause	or	avoid	an	increase	or	a	decrease	in	the	market	price	of	our	common	stock.	The	potential	effect,	if	any,	of	these
transactions	and	activities	on	the	price	of	our	common	stock	or	2025	Notes	will	depend	in	part	on	market	conditions	and	cannot
be	ascertained	at	this	time.	Any	of	these	activities	could	adversely	affect	the	value	of	our	common	stock.	We	are	subject	to
counterparty	risk	with	respect	to	the	Capped	Call	Transactions.	All	or	some	of	the	financial	institutions	(which	are
counterparties	to	the	capped	call	transactions)	might	default	under	the	Capped	Call	Transactions.	Our	exposure	to	the	credit	risk
of	the	counterparties	will	not	be	secured	by	any	collateral.	Past	global	economic	conditions	have	resulted	in	the	actual	or
perceived	failure	or	financial	difficulties	of	many	financial	institutions.	If	an	option	counterparty	becomes	subject	to	insolvency
proceedings,	we	will	become	an	unsecured	creditor	in	those	proceedings	with	a	claim	equal	to	our	exposure	at	the	time	under
the	capped	call	transactions	with	such	option	counterparty.	Our	exposure	will	depend	on	many	factors	but,	generally,	an	increase
in	our	exposure	will	be	correlated	to	an	increase	in	the	market	price	and	in	the	volatility	of	our	common	stock.	In	addition,	upon
a	default	by	an	option	counterparty,	we	may	suffer	adverse	tax	consequences	and	more	dilution	than	we	currently	anticipate
with	respect	to	our	common	stock.	We	can	provide	no	assurance	as	to	the	financial	stability	or	viability	of	the	option
counterparties.	Risks	Related	to	our	International	Operations	We	face	risks	associated	with	operating	in	international	markets
that	may	limit	our	ability	to	develop	and	sell	our	products,	which	could	result	in	a	decrease	of	our	revenues.	We	operate	on	a
global	basis	and	political,	social,	economic	and	security	conditions	in	countries	in	which	we	operate	may	limit	our	ability	to
develop	and	sell	our	products.	Specifically,	we	do	business	and	have	operations	in	Israel,	Brazil	and	Ukraine.	Continued
political	and	social	instability	and	war	in	these	regions,	and	any	other	areas	in	the	world	where	we	have	operations,	may	affect
our	business	and	operations	in	those	and	other	neighboring	regions.	In	March	2022,	in	response	to	the	war	between	Russia	and
Ukraine,	a	number	of	countries,	including	the	United	States,	imposed	sanctions	and	export	controls	on	Russia,	which	in	turn
imposed	counter-	sanctions	in	response.	While	sales	in	Russia	represented	a	very	small	percentage	of	our	overall	business,	and
while	our	operations	in	Russia	and	Ukraine	have	historically	been	a	small	portion	of	our	overall	workforce,	the	conflict	is
complex	and	rapidly	evolving	and	subjects	us	to	additional	regulatory	risk	and	compliance	costs.	As	of	December	31,	2022	2023
,	we	do	not	have	any	employees	or	contractors	in	Russia.	We	have	no	way	to	predict	the	progress	or	outcome	of	the	situation,
including	any	impact	on	the	rest	of	the	world,	as	the	conflict	and	government	reactions	are	rapidly	developing.	Our	principal
research	and	development	facility,	which	also	houses	a	portion	of	our	support	and	general	and	administrative	teams,	is	located	in
Israel.	Since	the	establishment	of	the	State	of	Israel	in	1948,	a	number	of	armed	conflicts	have	taken	place	between	Israel	and	its
neighboring	countries,	as	well	as	incidents	of	terror	activities	and	other	hostilities,	and	a	number	of	state	and	non-	state	actors
have	publicly	committed	to	its	destruction.	In	addition,	Israel	is	currently	in	a	war	and	recently	experienced	social	unrest	in
connection	with	the	judiciary	reform	bill.	Security,	Political	political	,	and	economic	and	security	conditions	in	Israel	could
directly	affect	our	operations.	We	could	be	adversely	affected	by	hostilities	involving	Israel,	including	acts	of	terrorism	or	any
other	hostilities	involving	or	threatening	Israel,	the	interruption	or	curtailment	of	trade	between	Israel	and	its	trading	partners,	a
significant	increase	in	inflation	or	a	significant	downturn	in	the	economic	or	financial	condition	of	Israel.	Any	on-	going	or
future	armed	conflicts,	terrorist	activities,	tension	along	the	Israeli	borders	or	with	other	countries	in	the	region,	including	Iran,
or	political	instability	in	the	region	could	disrupt	international	trading	activities	in	Israel	and	may	materially	and	negatively
affect	our	business	and	could	harm	our	results	of	operations.	Certain	countries,	as	well	as	certain	companies	and	organizations,
continue	to	participate	in	a	boycott	of	Israeli	companies,	companies	with	large	Israeli	operations	and	others	doing	business	with
Israel	and	Israeli	companies.	The	boycott,	restrictive	laws,	policies	or	practices	directed	towards	Israel,	Israeli	businesses	or
Israeli	citizens	could,	individually	or	in	the	aggregate,	have	a	material	adverse	effect	on	our	business	in	the	future.	Some	of	our
employees	in	Israel	are	obligated	to	perform	routine	military	reserve	duty	in	the	Israel	Defense	Forces,	depending	on	their	age
and	position	in	the	armed	forces.	Furthermore,	they	have	been	and	may	in	the	future	be	called	to	active	reserve	duty	at	any	time
under	emergency	circumstances	for	extended	periods	of	time.	Our	Currently,	due	to	the	war	in	Israel	that	began	on	October
7,	2023,	a	portion	of	our	employees	have	been	called	to	active	reserve	duty	and	additional	employees	may	be	called	in	the
future,	if	needed.	It	is	possible	that	our	operations	could	be	disrupted	if	this	continues	by	the	absence,	for	a	significant
period	,	of	time	one	or	more	of	our	-	or	if	the	situation	further	deteriorates	officers	or	key	employees	due	to	military	service	,
including,	among	other	things,	and	-	an	any	significant	disruption	in	our	operations	expansion	of	the	war	to	other	countries,
damage	to	critical	infrastructure	and	general	unrest,	which	could	harm	our	business.	Our	insurance	does	not	cover	losses
that	may	occur	as	a	result	of	an	event	associated	with	the	security	situation	in	the	Middle	East	or	for	any	resulting	disruption	in
our	operations.	Although	the	Israeli	government	has	in	the	past	covered	the	reinstatement	value	of	direct	damages	that	were
caused	by	terrorist	attacks	or	acts	of	war,	we	cannot	be	assured	that	this	government	coverage	will	be	maintained	or,	if
maintained,	will	be	sufficient	to	compensate	us	fully	for	damages	incurred	and	the	government	may	cease	providing	such
coverage	or	the	coverage	might	not	suffice	to	cover	potential	damages.	Any	losses	or	damages	incurred	by	us	could	have	a
material	adverse	effect	on	our	business.	The	tax	benefits	available	to	our	Israeli	subsidiary	terminated	in	2020	and	we	expect	our
Israeli	subsidiary	to	become	subject	to	an	increase	in	taxes.	Our	Israeli	subsidiary	has	benefited	from	a	status	of	a	“	Beneficiary
Enterprise	”	under	the	Israeli	Law	for	the	Encouragement	of	Capital	Investments,	5719-	1959,	or	the	Investment	Law,	since	its
incorporation.	As	of	December	31,	2022	2023	,	the	tax	benefit	that	we	have	been	utilizing	for	our	Israeli	subsidiary	terminated.
A	tax	rate	of	16	%	should	be	paid	by	our	Israeli	subsidiary	per	such	eligible	income	under	the	terms	of	the	Investment	Law,
subject	to	meeting	various	conditions.	To	the	extent	we	do	not	meet	these	conditions,	our	Israeli	operations	will	be	subject	to	a
corporate	tax	at	the	standard	rate	of	23	%.	If	the	Israeli	subsidiary	is	subject	to	a	corporate	tax	at	the	standard	rate,	it	may
adversely	affect	our	tax	expenses	and	effective	tax	rates.	Additionally,	if	our	Israeli	subsidiary	increases	its	activities	outside	of



Israel,	for	example,	through	acquisitions,	these	activities	may	not	be	eligible	for	inclusion	in	Israeli	tax	benefit	programs.	The
tax	benefit	derived	from	the	Investment	Law	is	dependent	upon	the	ability	to	generate	sufficient	taxable	income.	Accordingly,
our	Israeli	subsidiary	may	be	unable	to	earn	enough	taxable	income	in	order	to	fully	utilize	its	tax	benefits.	Risks	Related	to	the
Ownership	of	our	Common	Stock	Substantial	future	sales	of	shares	of	our	common	stock	could	cause	the	market	price	of	our
common	stock	to	decline.	Sales	of	a	substantial	number	of	shares	of	our	common	stock	into	the	public	market,	or	the	perception
that	these	sales	might	occur,	for	whatever	reason,	including	as	a	result	of	the	conversion	of	the	outstanding	2025	Notes	or	future
public	equity	offerings,	could	depress	the	market	price	of	our	common	stock	and	could	impair	our	ability	to	raise	capital	through
the	sale	of	additional	equity	securities.	We	are	unable	to	predict	the	effect	that	such	sales	may	have	on	the	prevailing	market
price	of	our	common	stock.	As	of	December	31,	2022	2023	,	we	had	options,	restricted	stock	units	(“	RSUs	”)	and	performance
stock	units	(“	PSUs	”)	outstanding	that,	if	fully	vested	and	exercised,	would	result	in	the	issuance	of	approximately	9	8	.	1	8
million	shares	of	our	common	stock.	All	of	the	shares	of	our	common	stock	issuable	upon	exercise	of	options	and	vesting	of
RSUs	and	PSUs	have	been	registered	for	public	resale	under	the	Securities	Act.	Accordingly,	these	shares	will	be	able	to	be
freely	sold	in	the	public	market	upon	issuance	as	permitted	by	any	applicable	vesting	requirements.	Our	stock	price	has	been	and
will	likely	continue	to	be	volatile.	The	market	price	for	our	common	stock	has	been,	and	is	likely	to	continue	to	be,	volatile	for
the	foreseeable	future,	and	is	subject	to	wide	fluctuations	in	response	to	various	factors,	some	of	which	are	beyond	our	control.
These	factors,	as	well	as	the	volatility	of	our	common	stock,	could	affect	the	price	at	which	our	convertible	noteholders	could
sell	the	common	stock	received	upon	conversion	of	the	2025	Notes	and	could	also	impact	the	trading	price	of	the	2025	Notes.
The	market	price	of	our	common	stock	may	fluctuate	significantly	in	response	to	a	number	of	factors,	many	of	which	we	cannot
predict	or	control,	including	the	factors	listed	below	and	other	factors	described	in	this	“	Risk	Factors	”	section:	•	actual	or
anticipated	fluctuations	in	our	results	or	those	of	other	companies	in	our	industry;	•	the	financial	projections	we	may	provide	to
the	public,	any	changes	in	these	projections	or	our	failure	to	meet	these	projections;	•	failure	of	securities	analysts	to	maintain
coverage	of	our	company,	changes	in	financial	estimates	by	any	securities	analysts	who	follow	our	company,	or	our	failure	to
meet	these	estimates	or	the	expectations	of	investors;	•	ratings	changes	by	any	securities	analysts	who	follow	our	company;	•
announcements	of	new	products,	services	or	technologies,	commercial	relationships,	acquisitions	or	other	events	by	us	or	other
companies	in	our	industry;	•	new	announcements	that	affect	investor	perception	of	our	industry,	including	reports	related	to	the
discovery	of	significant	cyberattacks;	•	changes	in	operating	performance	and	stock	market	valuations	of	other	technology
companies	generally,	or	those	in	our	industry	in	particular;	•	price	and	volume	fluctuations	in	certain	categories	of	companies	or
the	overall	stock	market,	including	as	a	result	of	trends	in	the	global	economy;	•	the	trading	volume	of	our	common	stock;	•
investor	confusion	with	respect	to	the	Company'	s	results	of	operation	during	the	SaaS	transition;	•	changes	in	accounting
principles;	•	sales	of	large	blocks	of	our	common	stock,	including	sales	by	our	executive	officers,	directors	and	significant
stockholders;	•	additions	or	departures	of	any	of	our	key	personnel;	•	lawsuits	threatened	or	filed	against	us;	•	short	sales,
hedging	and	other	derivative	transactions	involving	our	capital	stock;	•	general	economic	conditions	in	the	United	States	and
abroad,	including	inflationary	pressures	and	higher	interest	rates;	•	changing	legal	or	regulatory	developments	in	the	United
States	and	other	countries;	•	conversion	of	the	2025	Notes;	and	•	other	events	or	factors,	including	those	resulting	from	war,
incidents	of	terrorism,	pandemics,	natural	disasters	or	responses	to	these	events.	In	addition,	the	stock	markets	have	experienced
extreme	price	and	volume	fluctuations	that	have	affected	and	continue	to	affect	the	market	prices	of	equity	securities	of	many
technology	companies.	Stock	prices	of	many	technology	companies	have	fluctuated	in	a	manner	unrelated	or	disproportionate	to
the	operating	performance	of	those	companies.	In	the	past,	stockholders	have	instituted	securities	class	action	litigation
following	periods	of	market	volatility.	If	we	were	to	become	involved	in	securities	litigation,	it	could	subject	us	to	substantial
costs,	divert	resources	and	the	attention	of	management	from	our	business	and	adversely	affect	our	business,	results	of
operations,	financial	condition	and	cash	flows	and	may	cause	a	significant	increase	in	the	premium	paid	for	our	directors	and
officers	insurance.	We	do	not	intend	to	pay	dividends	on	our	common	stock,	so	any	returns	will	be	limited	to	the	value	of	our
stock.	We	have	never	declared	or	paid	cash	dividends	on	our	common	stock.	We	currently	anticipate	that	we	will	retain	any
future	earnings	and	do	not	expect	to	pay	any	dividends	in	the	foreseeable	future.	Any	determination	to	pay	dividends	in	the
future	will	be	at	the	discretion	of	our	board	of	directors	and	will	be	dependent	on	a	number	of	factors,	including	our	financial
condition,	results	of	operations,	capital	requirements,	share	repurchases,	general	business	conditions	and	other	factors	that	our
board	of	directors	may	deem	relevant.	In	addition,	the	Credit	and	Security	Agreement	for	our	Credit	Facility	contains	a
prohibition	on	the	payment	of	cash	dividends.	Until	such	time	that	we	pay	a	dividend,	stockholders,	including	holders	of	our
2025	Notes	who	receive	shares	of	our	common	stock	upon	conversion	of	the	2025	Notes,	must	rely	on	sales	of	their	common
stock	after	price	appreciation,	which	may	never	occur,	as	the	only	way	to	realize	any	future	gains	on	their	investments.
Accordingly,	investors	must	rely	on	sales	of	their	common	stock	after	price	appreciation,	which	may	never	occur,	as	the	only
way	to	realize	any	future	gains	on	their	investments.	Anti-	takeover	provisions	in	our	charter	documents	and	under	Delaware	law
and	provisions	in	the	indenture	for	our	2025	Notes	and	Credit	Facility	could	make	an	acquisition	of	us,	which	may	be	beneficial
to	our	stockholders,	more	difficult	and	may	prevent	attempts	by	our	stockholders	to	replace	or	remove	our	current	management,
thereby	depressing	the	trading	price	of	our	common	stock	and	2025	Notes.	Provisions	in	our	amended	and	restated	certificate	of
incorporation	and	amended	and	restated	bylaws	may	delay,	discourage	or	prevent	an	acquisition	of	us	or	a	change	in	our
management,	including	transactions	in	which	stockholders	might	otherwise	receive	a	premium	for	their	shares,	or	transactions
that	our	stockholders	might	otherwise	deem	to	be	in	their	best	interests.	These	provisions	include:	•	authorizing	“	blank	check	”
preferred	stock,	which	could	be	issued	by	the	board	without	stockholder	approval	and	may	contain	voting,	liquidation,	dividend
and	other	rights	superior	to	our	common	stock,	which	would	increase	the	number	of	outstanding	shares	and	could	thwart	a
takeover	attempt;	•	a	classified	board	of	directors	whose	members	can	only	be	dismissed	for	cause;	•	the	prohibition	on	actions
by	written	consent	of	our	stockholders;	•	the	limitation	on	who	may	call	a	special	meeting	of	stockholders;	•	the	establishment	of
advance	notice	requirements	for	nominations	for	election	to	our	board	of	directors	or	for	proposing	matters	that	can	be	acted



upon	at	stockholder	meetings;	and	•	the	requirement	of	at	least	75	%	of	the	outstanding	capital	stock	to	amend	any	of	the
foregoing	second	through	fifth	provisions.	In	addition,	because	we	are	incorporated	in	Delaware,	we	are	governed	by	the
provisions	of	Section	203	of	the	Delaware	General	Corporation	Law,	which	limits	the	ability	of	stockholders	owning	in	excess
of	15	%	of	our	outstanding	voting	stock	to	merge	or	combine	with	us,	unless	the	merger	or	combination	is	approved	in	a
prescribed	manner.	Although	we	believe	these	provisions	collectively	provide	for	an	opportunity	to	obtain	greater	value	for
stockholders	by	requiring	potential	acquirers	to	negotiate	with	our	board	of	directors,	they	would	apply	even	if	an	offer	rejected
by	our	board	were	considered	beneficial	by	some	stockholders.	In	addition,	these	provisions	may	frustrate	or	prevent	any
attempts	by	our	stockholders	to	replace	or	remove	our	current	management	by	making	it	more	difficult	for	stockholders	to
replace	members	of	our	board	of	directors,	which	is	responsible	for	appointing	the	members	of	our	management.	In	addition,	if	a
“	fundamental	change	”	occurs	prior	to	the	maturity	date	of	the	2025	Notes,	holders	of	the	2025	Notes	will	have	the	right,	at
their	option,	to	require	us	to	repurchase	all	or	a	portion	of	their	Convertible	Notes.	If	a	“	make-	whole	fundamental	change	”	(as
defined	in	the	Indenture)	occurs	prior	the	maturity	date,	we	will	in	some	cases	be	required	to	increase	the	conversion	rate	of	the
2025	Notes	for	a	holder	that	elects	to	convert	its	2025	Notes	in	connection	with	such	“	make-	whole	fundamental	change.	”
These	features	of	the	2025	Notes	may	make	a	potential	acquisition	more	expensive	for	a	potential	acquiror,	which	may	in	turn
make	it	less	likely	for	a	potential	acquiror	to	offer	to	purchase	our	company,	or	reduce	the	amount	of	consideration	offered	for
each	share	of	our	common	stock	in	a	potential	acquisition.	Furthermore,	the	Indenture	prohibits	us	from	engaging	in	certain
mergers	or	acquisitions	unless,	among	other	things,	the	surviving	entity	assumes	our	obligations	under	the	2025	Notes.	Last,
under	our	Credit	Facility	we	cannot	sell	or	transfer	or	otherwise	dispose	of	any	assets	of	the	Company	to	any	person	or	entity
subject	to	certain	exceptions	and	we	cannot	merge,	amalgamate	or	consolidate	with	any	other	entity.	General	Risks	Factors	Real
or	perceived	errors,	failures	or	bugs	in	our	software	could	adversely	affect	our	growth	prospects.	Because	our	software	uses
complex	technology,	undetected	errors,	failures	or	bugs	may	occur.	Our	software	is	often	installed	and	used	in	a	variety	of
computing	environments	with	different	operating	system	management	software,	and	equipment	and	networking	configurations,
which	may	cause	errors	or	failures	of	our	software	or	other	aspects	of	the	computing	environment	into	which	it	is	deployed.	In
addition,	deployment	of	our	software	into	computing	environments	may	expose	undetected	errors,	compatibility	issues,	failures
or	bugs	in	our	software.	Despite	testing	by	us,	errors,	failures	or	bugs	may	not	be	found	in	our	software	until	it	is	released	to	our
customers.	Moreover,	our	customers	could	incorrectly	implement	or	inadvertently	misuse	our	software,	which	could	result	in
customer	dissatisfaction	and	adversely	impact	the	perceived	utility	of	our	products	as	well	as	our	brand.	Any	of	these	real	or
perceived	errors,	compatibility	issues,	failures	or	bugs	in	our	software	could	result	in	negative	publicity,	reputational	harm,	loss
of	or	delay	in	market	acceptance	of	our	software,	loss	of	competitive	position	or	claims	by	customers	for	losses	sustained	by
them.	In	such	an	event,	we	may	be	required,	or	may	choose,	for	customer	relations	or	other	reasons,	to	expend	additional
resources	in	order	to	help	correct	the	problem.	Alleviating	any	of	these	problems	could	require	significant	expenditures	of	our
capital	and	other	resources	and	could	cause	interruptions	or	delays	in	the	use	of	our	solutions,	which	could	cause	us	to	lose
existing	or	potential	customers	and	could	adversely	affect	our	operating	results	and	growth	prospects.	We	may	require	additional
capital	to	support	our	business	growth,	and	this	capital	might	not	be	available	on	acceptable	terms,	or	at	all.	We	continue	to
make	investments	to	support	our	business	growth	and	may	require	additional	funds	to	respond	to	business	challenges,	including
the	need	to	develop	new	features	or	enhance	our	software,	improve	our	operating	infrastructure	or	acquire	complementary
businesses	and	technologies.	Accordingly,	we	may	need	to	engage	in	equity	or	debt	financing	to	secure	additional	funds.	If	we
raise	additional	funds	through	future	issuances	of	equity	or	convertible	debt	securities,	our	existing	stockholders	could	suffer
significant	dilution,	and	any	new	equity	securities	we	issue	could	have	rights,	preferences	and	privileges	superior	to	those	of
holders	of	our	common	stock.	Any	debt	financing	that	we	may	secure	in	the	future	could	involve	restrictive	covenants	relating
to	our	capital	raising	activities	and	other	financial	and	operational	matters,	which	may	make	it	more	difficult	for	us	to	obtain
additional	capital	and	to	pursue	business	opportunities,	including	potential	acquisitions.	We	may	not	be	able	to	obtain	additional
financing	on	terms	favorable	to	us,	if	at	all.	If	we	are	unable	to	obtain	adequate	financing	on	terms	satisfactory	to	us	when	we
require	it,	our	ability	to	continue	to	support	our	business	growth	and	to	respond	to	business	challenges	could	be	significantly
impaired,	and	our	business	may	be	adversely	affected.	Our	business	is	subject	to	the	risks	of	fire,	power	outages,	floods,
earthquakes,	pandemics	and	other	catastrophic	events,	and	to	interruption	by	manmade	problems	such	as	terrorism	and	war	.	A
significant	natural	disaster,	such	as	a	fire,	flood	or	an	earthquake,	an	outbreak	of	a	pandemic	disease	or	a	significant	power
outage	could	have	a	material	adverse	impact	on	our	business,	results	of	operations	and	financial	condition.	In	the	event	our
customers’	IT	systems	or	our	channel	partners’	selling	or	distribution	abilities	are	hindered	by	any	of	these	events,	we	may	miss
financial	targets,	such	as	revenues	and	sales	targets,	for	a	particular	quarter.	Further,	if	a	natural	disaster	occurs	in	a	region	from
which	we	derive	a	significant	portion	of	our	revenue,	customers	in	that	region	may	delay	or	forego	purchases	of	our	products,
which	may	materially	and	adversely	impact	our	results	of	operations	for	a	particular	period.	In	addition,	acts	of	terrorism	or	war
could	cause	disruptions	in	our	business	or	the	business	of	channel	partners,	customers	or	the	economy	as	a	whole.	Given	our
typical	concentration	of	sales	at	each	quarter	end,	any	disruption	in	the	business	of	our	channel	partners	or	customers	that
impacts	sales	at	the	end	of	our	quarter	could	have	a	significant	adverse	impact	on	our	quarterly	results.	All	of	the
aforementioned	risks	may	be	augmented	if	the	disaster	recovery	plans	for	us	and	our	channel	partners	prove	to	be	inadequate.
To	the	extent	that	any	of	the	above	results	in	delays	or	cancellations	of	customer	orders,	or	the	delay	in	the	development,
deployment	or	shipment	of	our	products,	our	business,	financial	condition	and	results	of	operations	would	be	adversely	affected.
Changes	in	financial	accounting	standards	may	adversely	impact	our	reported	results	of	operations.	New	accounting
pronouncements	and	varying	interpretations	of	accounting	pronouncements	have	occurred	and	may	occur	in	the	future.	Changes
to	existing	rules	or	the	questioning	of	current	practices	may	adversely	affect	our	operating	results	or	the	way	we	conduct	our
business.	If	securities	or	industry	analysts	do	not	publish	research	or	reports	about	our	business,	or	publish	negative	reports	about
our	business,	our	stock	price	and	trading	volume	could	decline.	The	trading	market	for	our	common	stock	depends	in	part	on	the



research	and	reports	that	securities	or	industry	analysts	publish	about	us	or	our	business,	our	market	and	our	competitors.	We	do
not	have	any	control	over	these	analysts	or	their	expectations	regarding	our	performance	on	a	quarterly	or	annual	basis.	If	one	or
more	of	the	analysts	who	cover	us	downgrade	our	stock	or	change	their	opinion	of	our	stock,	our	stock	price	would	likely
decline.	If	we	fail	to	meet	one	or	more	of	these	analysts’	published	expectations	regarding	our	performance	on	a	quarterly	basis,
our	stock	price	or	trading	volume	could	decline.	If	one	or	more	of	these	analysts	cease	coverage	of	our	company	or	fail	to
regularly	publish	reports	on	us,	we	could	lose	visibility	in	the	financial	markets,	which	could	cause	our	stock	price	or	trading
volume	to	decline.	We	are	obligated	to	develop	and	maintain	proper	and	effective	internal	control	over	financial	reporting.
These	internal	controls	may	not	be	determined	to	be	effective,	which	may	adversely	affect	investor	confidence	in	our	company
and,	as	a	result,	the	value	of	our	common	stock.	We	are	required,	pursuant	to	Section	404	of	the	Sarbanes	–	Oxley	Act,	to
furnish	a	report	by	management	on,	among	other	things,	the	effectiveness	of	our	internal	control	over	financial	reporting	on	an
annual	basis.	This	assessment	includes	disclosure	of	any	material	weaknesses	identified	by	our	management	in	our	internal
control	over	financial	reporting.	We	are	also	required	to	have	our	independent	registered	public	accounting	firm	issue	an	opinion
on	the	effectiveness	of	our	internal	control	over	financial	reporting	on	an	annual	basis.	During	the	evaluation	and	testing
process,	if	we	identify	one	or	more	material	weaknesses	in	our	internal	control	over	financial	reporting,	we	will	be	unable	to
assert	that	our	internal	control	over	financial	reporting	is	effective.	If	we	are	unable	to	assert	that	our	internal	control	over
financial	reporting	is	effective,	or	if	our	independent	registered	public	accounting	firm	is	unable	to	express	an	opinion	on	the
effectiveness	of	our	internal	control	over	financial	reporting,	we	could	lose	investor	confidence	in	the	accuracy	and
completeness	of	our	financial	reports,	which	could	cause	the	price	of	our	common	stock	to	decline,	and	we	may	be	subject	to
investigation	or	sanctions	by	the	SEC.	Future	sales	and	issuances	of	our	capital	stock	or	rights	to	purchase	capital	stock	could
result	in	additional	dilution	of	the	percentage	ownership	of	our	stockholders	and	could	cause	our	stock	price	to	decline.	Future
sales	and	issuances	of	our	capital	stock	or	rights	to	purchase	our	capital	stock	could	result	in	substantial	dilution	to	our	existing
stockholders.	We	may	sell	common	stock,	convertible	securities	and	other	equity	securities	in	one	or	more	transactions	at	prices
and	in	a	manner	as	we	may	determine	from	time	to	time.	If	we	sell	any	such	securities	in	subsequent	transactions,	investors	may
be	materially	diluted.	New	investors	in	such	subsequent	transactions	could	gain	rights,	preferences	and	privileges	senior	to	those
of	holders	of	our	common	stock.


