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An	investment	in	our	Class	A	common	stock	involves	a	high	degree	of	risk.	You	should	carefully	consider	the	risks	and
uncertainties	described	below,	together	with	all	of	the	other	information	in	this	Annual	Report	on	Form	10-	K,	including	the
section	titled	“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	”	and	our	consolidated
financial	statements	and	related	notes	before	making	a	decision	to	invest	in	our	Class	A	common	stock.	Many	of	the	risks	and
uncertainties	described	below	may	be	exacerbated	by	the	macroeconomic	and	geopolitical	conditions	that	may	impact	the	global
business	and	economic	environment,	including	inflation	and	recessionary	fears,	uncertainty	in	the	global	banking	and
financial	services	sectors,	inflation,	high	interest	rates,	geopolitical	events,	including	the	conflict	conflicts	in	and	around
Ukraine	,	Israel	and	other	areas	of	the	world,	and	tensions	in	the	region	surrounding	the	Taiwan	strait	Strait	and	lingering
impacts	of	the	COVID-	19	pandemic	.	Our	business,	financial	condition,	results	of	operations	or	prospects	could	also	be	harmed
by	risks	and	uncertainties	not	currently	known	to	us	or	that	we	currently	do	not	believe	are	material.	If	any	of	the	following	risks
actually	occur,	our	business,	financial	condition	or	results	of	operations	may	be	harmed	and	you	may	lose	all	or	part	of	your
investment.	Risk	Factor	Summary	Our	business	operations	are	subject	to	numerous	risks,	factors	and	uncertainties,	including
those	outside	of	our	control,	that	could	cause	our	actual	results	to	be	harmed,	including	risks	regarding	the	following:	Risks
Relating	to	the	Pending	Merger	•	Our	failure	to	complete	the	Merger	in	a	timely	manner	or	at	all	could	have	a	material
and	adverse	effect	on	our	business,	financial	condition,	results	of	operations,	and	stock	price.	•	While	the	Merger	is
pending,	we	are	subject	to	contractual	restrictions	and	other	risks	and	uncertainties	that	could	disrupt	our	business	and
adversely	affect	our	business,	results	of	operations,	and	financial	condition.	•	Litigation	may	arise	in	connection	with	the
Merger,	which	could	be	costly,	prevent	the	consummation	of	the	Merger,	divert	management’	s	attention,	and	otherwise
harm	our	business.	•	As	a	result	of	the	Merger,	our	current	and	prospective	employees	could	experience	uncertainty
about	their	future	with	us	or	the	combined	company.	As	a	result,	key	employees	may	depart	because	of	issues	relating	to
such	uncertainty	or	a	desire	not	to	remain	with	Walmart	following	the	completion	of	the	Merger.	Risks	Relating	to	Our
Industry	and	Business	•	Decreases	in	average	selling	prices	of	our	Smart	TVs	and	other	devices	may	reduce	our	total	net
revenue,	gross	profit	and	results	of	operations,	particularly	if	we	are	not	able	to	reduce	our	expenses	commensurately.	•	We
depend	on	sales	of	our	Smart	TVs	for	a	substantial	portion	of	our	total	net	revenue,	and	if	the	volume	of	these	sales	declines	or	is
otherwise	less	than	our	expectations,	we	could	lose	market	share	or	our	Device	net	revenue	may	not	perform	to	the	rate	we
expect	and	our	business,	financial	condition	and	results	of	operations	may	suffer.	•	If	we	fail	to	keep	pace	with	technological
advances	in	our	industry,	or	if	we	pursue	technologies	that	do	not	become	commercially	accepted,	consumers	may	not	buy	our
devices,	TV	OEMs	may	not	adopt	our	technologies,	and	our	revenue	and	profitability	may	decline.	•	We	compete	in	rapidly
evolving	and	highly	competitive	markets,	and	we	expect	intense	competition	to	continue,	which	could	result	in	a	loss	of	our
market	share	and	a	decrease	in	our	revenue	and	profitability	and	may	harm	our	growth	prospects.	•	If	we	are	unable	to	provide	a
competitive	entertainment	offering	through	SmartCast,	our	ability	to	attract	and	retain	consumers	would	be	harmed,	as	they
increasingly	look	for	new	ways	to	access,	discover	and	view	digital	content.	•	Platform	has	experienced	recent	rapid	growth,	and
our	future	success	depends	in	part	on	our	ability	to	continue	to	grow	Platform	.	•	Our	net	revenue	and	results	of	operations	vary
significantly	from	quarter	to	quarter	due	to	a	number	of	factors,	including	changes	in	demand	for	the	devices	we	sell,	including
seasonal	fluctuations	reflecting	traditional	retailer	and	consumer	purchasing	patterns,	which	may	lead	to	volatility	in	our	stock
price.	•	An	economic	downturn,	or	economic	uncertainty	has	and	could	continue	to	have	adverse	effects	on	consumer
discretionary	and	advertising	spending,	which	has	and	could	continue	to	have	adverse	effects	on	demand	for	our	products	and
our	results	of	operations.	•	A	breach	of	the	confidentiality	or	security	of	information	we	hold	or	of	the	security	of	the
computer	systems	used	in	and	for	our	business	could	be	detrimental	to	our	business,	financial	condition	and	results	of
operations.	Risks	Relating	to	Our	Supply	Chain,	Content	Providers	and	Other	Third	Parties	•	A	small	number	of	retailers
account	for	a	substantial	majority	of	our	Device	net	revenue,	and	if	our	relationships	with	any	of	these	retailers	is	are	harmed	or
terminated,	or	the	level	of	business	with	them	is	significantly	reduced,	our	results	of	operations	may	be	harmed.	•	If	we	do	not
effectively	maintain	and	further	develop	our	device	Device	sales	channels,	including	developing	and	supporting	our	retail	sales
channels,	or	if	any	of	our	retailers	experience	financial	difficulties	or	fail	to	promote	our	devices,	our	business	may	be	harmed.	•
We	depend	on	a	limited	number	of	manufacturers	and	suppliers	for	our	devices	and	their	components.	If	we	experience	any
delay	or	disruption,	or	quality	control	problems	with	our	manufacturers	in	their	operations	or	availability	or	price	fluctuations	of
key	components	from	suppliers,	we	may	be	unable	to	keep	up	with	retailer	and	consumer	demand	for	our	devices	and	,	we	could
lose	market	share	and	revenue,	and	our	reputation,	brand	and	business	would	be	harmed.	Risks	Relating	to	Legal	and	Regulatory
Matters	•	We	and	our	third-	party	service	providers	collect,	store,	use,	disclose	and	otherwise	process	information	collected	from
or	about	consumers	of	our	devices.	The	collection	and	use	of	personal	information	subjects	us	to	legislative	and	regulatory
burdens,	and	contractual	obligations,	and	may	expose	us	to	liability.	•	A	breach	of	the	confidentiality	or	security	of	information
we	hold	or	of	the	security	of	the	computer	systems	used	in	and	for	our	business	could	be	detrimental	to	our	business,	financial
condition	and	results	of	operations.	Risks	Relating	to	Financial	and	Accounting	Matters	•	We	have	previously	identified	a
material	weakness	in	our	internal	control	over	financial	reporting	,	which	was	recently	remediated	.	If	we	are	unable	to
remediate	this	material	weakness,	or	if	we	experience	additional	material	weaknesses	in	the	future	or	otherwise	fail	to	maintain
an	effective	system	of	internal	control	over	financial	reporting	in	the	future	,	we	may	not	be	able	to	accurately	or	timely	report
our	financial	results,	in	which	case	our	business	may	be	harmed,	investors	may	lose	confidence	in	the	accuracy	and



completeness	of	our	financial	reports,	and	our	stock	price	could	be	adversely	affected.	Risks	Relating	to	Intellectual	Property	•
Third	parties	may	claim	we	are	infringing,	misappropriating	or	otherwise	violating	their	intellectual	property	rights	and	we
could	be	prevented	from	selling	our	devices,	or	suffer	significant	damages	and	/	or	litigation	expense	expenses	,	even	if	these
claims	have	no	merit.	Risks	Relating	to	Ownership	of	Our	Class	A	Common	Stock	•	The	multi-	class	structure	of	our	common
stock	has	the	effect	of	concentrating	voting	power	with	our	Founder,	Chairman	and	Chief	Executive	Officer,	William	Wang,	and
his	affiliates,	which	will	limit	your	ability	to	influence	or	direct	the	outcome	of	key	corporate	actions	and	transactions,	including
a	change	of	control.	•	We	are	a	“	controlled	company	”	within	the	meaning	of	the	New	York	Stock	Exchange	rules.	As	a	result,
we	qualify	for,	and	rely	on,	exemptions	from	certain	corporate	governance	requirements	that	provide	protection	to	stockholders
of	other	companies.	On	February	19,	2024,	we	entered	into	the	Merger	Agreement	with	Walmart.	Pursuant	to	the	Merger
Agreement,	Walmart	agreed	to	acquire	VIZIO	for	$	11.	50	per	share	of	our	common	stock.	Consummation	of	the
Merger	is	subject	to	the	terms,	and	the	satisfaction	or	waiver	of	certain	conditions	set	forth	in	the	Merger	Agreement,
including,	among	other	things,	obtaining	HSR	Clearance.	There	is	no	assurance	that	each	of	the	conditions	will	be
satisfied	or	that	the	Merger	will	be	completed	on	the	proposed	terms,	within	the	expected	timeframe,	or	at	all.	The
Merger	may	be	delayed,	and	may	ultimately	not	be	completed,	due	to	a	number	of	factors,	including:	•	the	failure	to
obtain	regulatory	approvals	from	the	requisite	governmental	entities;	•	potential	stockholder	litigation	and	other
potential	legal	and	regulatory	proceedings;	and	•	the	failure	to	satisfy	the	other	conditions	to	the	completion	of	the
Merger,	including	the	possibility	that	a	Material	Adverse	Effect	on	VIZIO	would	permit	Walmart	to	not	consummate
the	Merger.	If	the	Merger	is	not	completed,	we	may	suffer	other	consequences	that	could	adversely	affect	our	business
relationships,	business,	financial	condition,	results	of	operations,	and	stock	price,	and	our	stockholders	would	be	exposed
to	additional	risks,	including:	•	to	the	extent	that	the	current	market	price	of	our	Class	A	common	stock	reflects	an
assumption	that	the	Merger	will	be	completed,	the	market	price	of	our	Class	A	common	stock	could	decrease	if	the
Merger	is	not	completed;	•	investor	confidence	in	us	could	decline,	stockholder	litigation	and	other	legal	and	regulatory
proceedings	could	be	brought	against	us,	relationships	with	existing	and	prospective	customers,	service	providers,
investors,	lenders	and	other	business	partners	may	be	adversely	impacted,	we	may	be	unable	to	retain	key	personnel,
and	our	operating	results	may	be	adversely	impacted	due	to	costs	incurred	in	connection	with	the	Merger;	•	any
disruptions	to	our	business	resulting	from	the	announcement	and	pendency	of	the	Merger,	including	adverse	changes	in
our	relationships	with	customers,	suppliers,	partners	and	employees,	may	continue	or	intensify	in	the	event	the	Merger	is
not	consummated	or	is	significantly	delayed;	•	the	risks	related	to	the	diversion	of	attention	of	our	management	or
employees	from	ongoing	operations	during	the	pendency	of	the	Merger,	including	our	ability	to	timely	complete	our
internal	financial	reporting	processes;	and	•	the	requirement	that	we	pay	Walmart	a	termination	fee	under	certain
circumstances	that	give	rise	to	the	termination	of	the	Merger	Agreement.	Even	if	successfully	completed,	there	are
certain	risks	to	our	stockholders	from	the	Merger,	including:	•	the	amount	of	cash	to	be	paid	under	the	Merger
Agreement	is	fixed	and	will	not	be	adjusted	for	changes	in	our	business,	assets,	liabilities,	prospects,	outlook,	financial
condition	or	operating	results	or	in	the	event	of	any	change	in	the	market	price	of,	analyst	estimates	of,	or	projections
relating	to,	our	Class	A	common	stock;	•	receipt	of	the	all-	cash	per	share	merger	consideration	under	the	Merger
Agreement	is	taxable	to	stockholders	that	are	treated	as	U.	S.	holders	for	U.	S.	federal	income	tax	purposes;	and	•	if	the
Merger	is	completed,	our	stockholders	will	forego	the	opportunity	to	realize	the	potential	long-	term	value	of	the
successful	execution	of	our	current	strategy	as	an	independent	company.	Pursuant	to	the	terms	of	the	Merger	Agreement,
we	are	subject	to	certain	restrictions	on	the	conduct	of	our	business.	These	restrictions	subject	us	to	a	variety	of	specified
limitations,	including	limiting	our	ability,	in	certain	cases,	to	enter	into	material	contracts,	acquire	or	dispose	of	assets,
incur	indebtedness,	or	incur	capital	expenditures,	until	the	Merger	becomes	effective	or	the	Merger	Agreement	is
terminated.	These	restrictions	may	inhibit	our	ability	to	take	actions	that	we	may	consider	advantageous,	and	may	limit
our	ability	to	respond	to	future	business	opportunities	and	industry	developments	that	may	arise.	In	addition,	during	the
pendency	of	the	Merger,	we	may	be	exposed	to	other	risks	and	uncertainties	that	could	adversely	affect	our	business,
results	of	operations,	and	financial	condition,	including:	•	uncertainty	regarding	our	future	plans	and	strategy,	including
business	model	changes	and	transformation,	and	changes	to	our	policies	and	procedures,	which	could	lead	current	and
prospective	customers	or	advertisers	to	purchase	products	and	services	from	others	or	delay	purchasing	from	us;	•
difficulties	maintaining	existing	and	/	or	establishing	business	relationships,	including	business	relationships	with
significant	customers,	advertisers	and	partners;	•	disruption	to	our	business	and	operations	resulting	from	the
announcement	and	pendency	of	the	Merger,	including	diversion	of	management’	s	attention	and	resources,	increased
media	and	regulatory	attention	and	general	uncertainty	regarding	the	transaction;	•	our	inability	to	attract	and	retain
key	personnel	and	recruit	prospective	employees,	and	the	possibility	that	our	current	employees	could	be	distracted,	and
their	productivity	decline	as	a	result,	due	to	uncertainty	regarding	the	Merger;	•	our	inability	to	pursue	alternative
business	opportunities	or	make	changes	to	our	business	pending	the	completion	of	the	Merger,	and	other	restrictions	on
our	ability	to	conduct	our	business;	•	our	inability	to	freely	issue	securities,	incur	indebtedness	(subject	to	certain
exceptions),	declare	or	authorize	any	dividend	or	distribution,	or	make	certain	material	capital	expenditures	without
Walmart’	s	approval;	•	restrictions	on	our	ability	to	solicit	other	acquisition	proposals	during	the	pendency	of	the
Merger;	•	negative	impacts	on	our	business	or	the	timing	or	success	of	the	Merger	arising	from	global	and	domestic
economic	and	geopolitical	trends	and	events,	including	recessionary	fears,	uncertainty	in	the	global	banking	and
financial	services	sectors,	rising	inflation,	high	interest	rates,	geopolitical	conflicts	in	and	around	Ukraine,	Israel	and
other	areas	of	the	world,	and	tensions	in	the	region	surrounding	the	Taiwan	Strait;	and	•	other	developments	beyond	our
control	that	may	affect	the	timing	or	success	of	the	Merger.	If	any	of	these	were	to	occur,	regardless	of	whether	the
Merger	is	completed,	there	could	be	an	adverse	effect	on	our	business,	financial	condition	and	results	of	operations,	as



well	as	the	market	price	of	our	Class	A	common	stock.	In	addition,	we	have	incurred,	and	will	continue	to	incur,
significant	costs,	expenses	and	fees	for	professional	services	and	other	transaction	costs	in	connection	with	the	Merger,
for	which	we	will	have	received	little	or	no	benefit	if	the	Merger	is	not	completed.	Many	of	these	fees	and	costs	will	be
payable	by	us	even	if	the	Merger	is	not	completed	and	may	relate	to	activities	that	we	would	not	have	undertaken	other
than	to	complete	the	Merger,	which	could	materially	and	adversely	affect	our	business,	financial	condition,	results	of
operations	and	cash	flows.	Legal	or	regulatory	proceedings	may	arise	in	connection	with	the	Merger,	which	could	be
costly,	prevent	the	consummation	of	the	Merger,	divert	management’	s	attention,	and	otherwise	harm	our	business.
Regardless	of	the	outcome	of	any	future	legal	or	regulatory	proceedings	related	to	the	Merger,	such	proceedings	may	be
time-	consuming	and	expensive	and	may	distract	our	management	from	running	the	day-	to-	day	operations	of	our
business.	These	costs	and	diversion	of	management’	s	attention	and	resources	to	address	the	claims	and	counterclaims	in
any	legal	or	regulatory	proceedings	related	to	the	Merger	may	adversely	affect	our	business,	results	of	operations,
prospects,	and	financial	condition.	If	the	Merger	is	not	consummated	for	any	reason,	litigation	could	be	filed	in
connection	with	the	failure	to	consummate	the	Merger.	Any	legal	or	regulatory	proceedings	related	to	the	Merger	may
result	in	negative	publicity	or	an	unfavorable	impression	of	us,	which	could	adversely	affect	the	price	of	our	common
stock,	impair	our	ability	to	recruit	or	retain	employees,	damage	our	relationships	with	our	customers	and	business
partners,	or	otherwise	harm	our	operations	and	financial	performance.	As	a	result	of	the	Merger,	our	current	and
prospective	employees	could	experience	uncertainty	about	their	future	with	us	or	the	combined	company,	or	decide	that
they	do	not	want	to	continue	their	employment	following	the	completion	of	the	Merger.	As	a	result,	key	employees	may
depart.	Losses	of	officers	or	employees	could	materially	harm	our	business,	results	of	operations,	and	financial	condition.
Such	adverse	effects	could	also	be	exacerbated	by	a	delay	in	the	completion	of	the	Merger	for	any	reason,	including
delays	associated	with	obtaining	requisite	regulatory	approvals.	We	may	also	experience	challenges	in	hiring	new
employees	during	the	pendency	of	the	Merger,	or	if	the	Merger	Agreement	is	terminated,	such	termination	could	harm
our	ability	to	grow	our	business,	execute	on	our	business	plans,	or	enhance	our	operations.	The	selling	prices	of
televisions,	sound	bars	and	other	media	entertainment	devices	typically	decline	over	time	for	a	variety	of	reasons,	including
increased	price	competition,	excess	manufacturing	capacity	and	the	introduction	of	new	devices	and	technology.	If	we	are
unable	to	anticipate	and	counter	declining	selling	prices	during	the	lifecycle	of	our	devices,	our	total	net	revenue,	gross	profit
and	results	of	operations	may	be	harmed.	We	sell	the	vast	majority	of	our	devices	to	various	retailers	that	in	turn	sell	our	devices
to	the	end	consumer.	In	most	situations,	these	retailers	offer	several	brands	of	similar	devices.	The	consumer’	s	decision	on
which	brand	to	purchase	can	be	impacted	by	a	host	of	factors	including	price,	and	retailers	will	not	purchase	our	devices	from	us
if	they	are	unable	to	sell	them	to	consumers	at	a	profit.	In	2022	and	2023	,	we	experienced	pressure	as	certain	of	our	competitors
lowered	prices	on	their	devices	significantly,	which	had	an	adverse	impact	on	our	Device	gross	profit.	As	a	result,	if	we	are
unable	to	offer	devices	to	retailers	at	competitive	prices,	our	business,	financial	condition	and	results	of	operations	may	be
harmed.	Companies	that	sell	media	entertainment	devices,	including	us,	are	vulnerable	to	cyclical	market	conditions	that	can
cause	a	decrease	in	device	prices.	Intense	competition	and	expectations	of	growth	in	demand	across	the	industry	may	cause
media	entertainment	device	companies	or	their	suppliers	to	make	additional	investments	in	manufacturing	capacity	on	similar
schedules,	resulting	in	a	surge	in	production	capacity.	During	these	surges	in	capacity,	retailers	can	exert	strong	downward
pricing	pressure,	resulting	in	sharp	declines	in	prices	and	significant	fluctuations	in	Device	gross	margin.	Furthermore,	we	may
provide	our	retailers	with	price	protection	credits	in	the	form	of	rebates	for	devices	that	decrease	in	price	during	the	device’	s	life
cycle.	While,	in	certain	instances,	we	seek	to	pass	through	the	costs	associated	with	price	protection	rebates	to	our
manufacturers,	we	may	not	be	able	to	do	so	in	full	or	in	part,	which	may	harm	our	Device	gross	margin.	In	order	to	sell	devices
that	have	a	declining	purchase	price	while	maintaining	our	Device	gross	margin,	we	need	to	continually	reduce	device	and
sourcing	costs.	To	manage	sourcing	costs,	we	collaborate	with	our	third-	party	manufacturers	to	attempt	to	engineer	cost-
effective	designs	for	our	devices.	In	addition,	we	rely	on	our	third-	party	manufacturers	to	manage	the	prices	paid	for
components	used	in	our	devices,	especially	key	components	such	as	LCD	panels.	We	must	also	manage	our	logistics	and	other
costs	to	reduce	overall	device	costs.	Our	cost	reduction	efforts	may	not	allow	us	to	keep	pace	with	competitive	pricing	pressures
or	declining	prices.	We	cannot	guarantee	that	we	will	be	able	to	achieve	any	or	sufficient	cost	reductions	to	enable	us	to	reduce
the	price	of	our	devices	to	remain	competitive	without	margin	declines,	which	could	be	significant.	In	addition,	macroeconomic
effects	such	as	inflation,	volatile	fuel	prices,	foreign	currency	fluctuations	,	impacts	of	COVID-	19,	such	as	the	release	of
lockdown	measures	in	China	and	corresponding	rise	in	COVID-	19	cases	in	early	2023,	and	geopolitical	events	in	Asia	have
contributed	to	global	supply	chain	challenges	and	could	result	in	future	inventory	shortages	or	cost	increases.	In	particular,	our
business	would	likely	be	impacted	by	disruptions	to	our	supply	chain	that	could	result	from	escalating	tensions	or	potential
conflicts	in	the	region	surrounding	the	Taiwan	Strait.	If	such	conditions	impact	our	suppliers,	contract	manufacturers,	logistics
providers	and	distributors,	they	could	lead	to	increases	in	cost	of	materials	and	higher	shipping	and	transportation	rates,	which
could	adversely	affect	our	overall	device	costs	and	Device	gross	margin.	We	also	need	to	continually	introduce	new	devices,	in
particular	Smart	TVs,	with	higher	gross	margins	in	order	to	maintain	our	Device	gross	margin.	Although	we	may	be	able	to	take
advantage	of	the	higher	selling	prices	typically	associated	with	new	devices	and	technologies	when	they	are	first	introduced	in
the	market,	such	prices	decline	over	time,	and	in	certain	cases	very	rapidly,	as	a	result	of	market	competition	or	otherwise.	We
may	not	be	successful	in	improving	or	designing	new	devices,	or	delivering	our	new	or	improved	devices	to	market	in	a	timely
manner.	If	we	are	unable	to	effectively	anticipate	and	counter	declining	prices	during	the	lifecycle	of	our	devices,	or	if	the	prices
of	our	devices	decrease	faster	than	the	speed	at	which	we	are	able	to	reduce	our	manufacturing	costs,	our	total	net	revenue,
gross	profit	and	results	of	operations	may	be	harmed.	A	substantial	portion	of	our	total	net	revenue	has	been	derived	from	the
sale	of	Smart	TVs.	Sales	of	Smart	TVs	accounted	for	66	%	and	76	%	of	our	net	revenue	for	the	years	ended	December	31,	2022
and	2021,	respectively.	A	decline	in	the	volume	of	sales,	whether	due	to	macroeconomic	conditions	including	inflation,	changes



in	consumer	demand,	changes	in	technology	or	consumer	preferences,	competition	or	otherwise	would	harm	our	business	and
results	of	operations	more	significantly	than	if	our	devices	were	more	diversified	across	a	greater	variety	of	products	and
services.	Sales	declines	may	also	result	in	the	loss	of	market	share	or	require	us	to	reduce	the	prices	of	our	Smart	TVs,	which
may	harm	our	results	of	operations.	Demand	for	our	Smart	TVs	is	affected	by	numerous	factors,	including	the	general	demand
for	televisions,	price	competition	and	the	introduction	of	new	technological	innovations.	For	example,	demand	is,	in	part,
affected	by	the	rate	of	upgrade	of	new	televisions.	We	derived	a	significant	percentage	of	our	past	total	net	revenue	as	a	result	of
consumers	purchasing	Smart	TVs	to	replace	their	existing	televisions,	upgrading	standard-	definition	televisions	to	high-
definition	and	4K	televisions	,	upgrading	analog	receivers	to	digital	receivers,	and	other	upgrades	to	newer	technologies.	We
cannot	guarantee	that	current	or	future	technological	upgrades,	such	as	Quantum	Dot	or	OLED	televisions	and	televisions	with
greater	color	spectrum	or	operating	system	capabilities	will	result	in	similar	adoption	rates,	or	that	content	providers	will	provide
the	content	necessary	for	such	technological	upgrades	to	fulfill	their	full	potential	for	consumers.	For	example,	there	was	a
significant	amount	of	time	between	when	high-	definition	televisions	were	available	and	high-	definition	content	for	such
televisions	was	prevalent,	and	there	has	been	minimal	content	available	and	provided	for	3D	televisions	.	and,	currently
Currently	,	the	broadcast	technology	ATSC	3.	0	technology	(	also	referred	to	as	“	NextGen	TV	”)	is	being	considered	and
implemented	in	some	by	broadcasters	across	U.	S.	designated	markets	-	market	areas	.	Whether	we	enable	ATSC	3.	0	and
other	future	technologies	on	our	devices	and	the	rate	of	adoption	of	those	technologies	may	have	an	impact	on	whether	or	not
consumers	choose	to	buy	and	continue	to	use	our	Smart	TVs.	Furthermore,	the	rate	of	replacement	with	new	televisions	of	older
televisions	may	be	affected	by	macroeconomic	factors	such	as	continuing	uncertainty	in	the	global	economy,	or	a	change	in	the
prices	of	televisions.	If	consumers	do	not	purchase	new	televisions,	or	purchase	substitute	or	replacement	televisions	at	a	lower
rate	than	during	prior	replacement	cycles,	this	may	harm	our	business,	financial	condition	and	results	of	operations.	While	we
are	evaluating	other	devices	and	services	to	add	to	and	diversify	our	offerings,	we	may	not	be	successful	in	identifying	or
executing	on	such	opportunities,	and	we	expect	sales	of	televisions	to	continue	to	represent	most	of	our	total	net	revenue	for	the
foreseeable	future.	In	addition,	certain	of	our	other	new	device	offerings	in	the	past,	including	sound	bars,	have	been
complementary	to	Smart	TV	purchases,	and	sales	of	such	devices	are	correlated	with	Smart	TV	purchases.	As	a	result,	our	future
growth	and	financial	performance	will	depend	heavily	on	our	ability	to	develop	and	sell	our	Smart	TVs.	The	markets	for	the
media	entertainment	devices	that	we	offer	are	characterized	by	rapidly	changing	technology,	evolving	technical	standards,
changes	in	consumer	preferences,	low	margins,	significant	competition	and	the	frequent	introduction	of	new	devices	,	services
and	software.	The	development	and	commercialization	of	new	technologies,	and	the	introduction	of	new	devices	and	software,
will	often	quickly	make	existing	devices	and	software	obsolete,	unprofitable	or	unmarketable.	We	derive	a	substantial	portion	of
our	total	net	revenue	from	sales	of	new	Smart	TVs,	and	we	expect	a	significant	percentage	of	our	future	growth	to	depend	in	part
on	the	continued	development	and	monetization	of	our	SmartCast	operating	system,	including	opportunities	for	potential
partnerships	with	third	parties	to	adopt	our	operating	system.	Smart	TV	functionality	is	rapidly	changing,	and	many
potential	future	use	cases	for	Smart	TVs	are	untested	and	may	prove	unsuccessful.	Our	failure	to	adequately	anticipate	changes
in	the	industry	and	the	market,	and	to	develop	attractive	new	devices,	software	or	services,	may	reduce	our	future	growth	and
profitability.	Moreover,	the	development	process	can	be	lengthy	and	costly,	and	requires	us	to	collaborate	with	our	third-	party
manufacturers,	software	developers	and	their	suppliers	as	well	as	our	retailers	well	in	advance	of	sales.	We	also	depend	on	the
availability	of	cloud	infrastructure	from	third-	parties	and	outages	or	disruptions	to	these	services	may	adversely	impact	our
ability	to	develop	and	deliver	software	or	services.	Technology	and	standards	may	change	while	we	are	in	the	development
stage,	rendering	our	devices	obsolete	or	uncompetitive	before	their	introduction.	Our	devices,	which	typically	contain	both
hardware	and	software,	may	contain	undetected	bugs,	errors	or	other	defects	or	deficiencies	that	may	not	be	discovered	until
after	their	introduction	and	shipment.	We	have	in	the	past	experienced	bugs,	errors	or	other	defects	or	deficiencies	in	new
devices	and	device	updates	and	delays	in	releasing	new	devices,	deployment	options	and	device	enhancements,	and	may	have
similar	experiences	in	the	future.	In	addition,	we	may	encounter	difficulties	incorporating	technologies	and	software	into	our
devices	in	accordance	with	our	retailers’	and	consumers’	expectations,	which	in	turn	may	negatively	affect	our	retailer	and
consumer	relationships,	and	our	reputation,	brand	and	revenue.	For	example,	at	the	launch	of	Disney	,	the	Disney	application
was	not	available	for	installation	on	our	Smart	TVs,	which	led	to	consumer	dissatisfaction	and	complaints,	and	some	other
applications	that	may	be	desirable	to	consumers	are	not	currently	available	on	our	Smart	TVs.	If	we	fail	to	keep	pace	with	rapid
technological	changes	and	changes	in	consumers’	or	potential	partners’	needs	or	preferences,	or	to	predict	future	consumer	or
partner	preferences,	and	to	offer	new	devices,	software	or	software	updates	to	new	or	existing	devices	in	response	to	such
changes,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	We	compete	in	rapidly	evolving	and	highly
competitive	markets,	and	with	existing	competitors	whose	size	and	resources	may	allow	them	to	compete	more	effectively	than
we	can.	We	expect	intense	competition	to	continue	as	existing	competitors	introduce	new	and	more	competitive	offerings
alongside	their	existing	devices	and	services,	and	as	new	market	entrants	introduce	new	devices	and	services	into	our	markets.
Many	of	our	competitors	have	greater	financial,	distribution,	marketing	and	other	resources,	longer	operating	histories,	better
brand	recognition	among	some	categories	of	consumers	and	greater	economies	of	scale.	In	addition,	some	of	these	competitors
have	long-	term	relationships	with	many	of	our	retailers.	We	compete	primarily	with	established,	well-	known	television
manufacturers	,	and	established	media	entertainment	device	companies,	as	well	as	more	recent	entrants	to	the	branded	television
market.	In	addition,	one	of	our	significant	retailers,	Walmart,	sells	its	own	brand	of	televisions	and	has	chosen	and	may	continue
to	choose	to	promote	their	own	devices	over	ours	or	could	ultimately	cease	selling	or	promoting	our	devices	entirely.	Our
principal	competitors	include:	Samsung,	LG,	TCL,	and	Hisense.	We	face	sound	bar	competition	from	large	consumer
electronics	brands	such	as	Samsung,	Sony,	LG,	Bose,	Sonos	and	Onn.	Any	reduction	in	our	ability	to	place	and	promote	our
devices,	or	increased	competition	for	available	or	desirable	shelf	or	website	placement,	especially	during	peak	retail	periods,
such	as	the	holiday	shopping	season,	would	require	us	to	increase	our	marketing	expenditures	and	to	seek	other	distribution



channels	to	promote	our	devices.	Our	Platform	offerings	compete	both	to	be	the	entertainment	hub	of	consumers’	homes	and	for
advertising	spend.	We	expect	advertising	spend	to	continue	to	shift	from	linear	Linear	TV	to	connected	Connected	TV,	and	as
such	we	expect	new	competition	to	continue	to	intensify	for	viewership	and	for	advertising	spend.	In	this	respect,	we	compete
against	other	television	brands	with	Smart	TV	offerings,	such	as	Samsung	and	LG,	as	well	as	other	connected	devices	or
operating	systems	such	as	Roku,	Amazon	Fire	TV	Stick	and	Apple	TV	and	traditional	cable	operators,	which	may	provide	their
own	streaming	services	and	compete	for	Connected	TV	advertising.	We	compete	for	advertising	spend	with	these	competitors	as
well	as	with	OTT	streaming	services	and	content	providers,	such	as	Hulu,	YouTube	TV	and	Max	Warner	Bros.	Discovery	,	as
such	services	are	able	to	monetize	across	a	variety	of	devices	and	consumers	may	engage	with	their	content	through	devices
other	than	our	Smart	TVs.	Additionally,	Netflix	and	,	Disney	and	Amazon	Prime	Video	have	launched	ad	supported	tiers,
which	has	further	increased	competition.	We	compete	with	these	devices	and	services	in	part	on	the	basis	of	user	experience	and
content	availability,	and	if	our	competitors	are	able	to	develop	features	that	enhance	the	user	experience,	offer	applications	that
are	not	available	on	our	Smart	TVs,	or	secure	rights	or	partnerships	to	content,	including	exclusive	content,	consumers	may
prefer	their	offerings	to	ours	and	our	business	may	be	harmed.	In	addition,	we	compete	to	attract	and	retain	advertisers,	and	our
competitors	may	offer	more	attractive	alternatives	to	advertisers,	such	as	larger	audiences	or	better	ad	formats.	Further,	to	the
extent	consumers	who	purchase	our	Smart	TVs	do	not	engage	with	our	SmartCast	operating	system	and	instead	use	our	Smart
TV	with	one	of	our	competitors’	solutions	or	for	other	purposes,	our	ability	to	generate	Platform	net	revenue	may	be	harmed.
Many	of	our	existing	and	potential	competitors	enjoy	substantial	competitive	advantages,	such	as:	•	access	to	greater	resources	in
connection	with	research	and	development,	including	regarding	development	of	advertising	solutions;	•	the	ability	to	more	easily
undertake	extensive	marketing	campaigns;	•	the	capacity	to	leverage	their	sales	efforts	and	marketing	expenditures	across	a
broader	portfolio	of	devices	and	services;	•	the	ability	to	implement	and	sustain	aggressive	pricing	policies;	•	the	ability	to	obtain
favorable	pricing	or	allocations	of	key	components	from	manufacturers	or	suppliers,	including	LCD	panels	,	which	are	supplied
for	our	devices	to	a	significant	extent	by	affiliates	of	our	competitors	;	•	the	ability	to	exert	significant	influence	on	sales
channels;	•	better	access	to	prime	shelf	space	at	our	retailers’	retail	locations;	•	broader	distribution,	including	by	selling	devices
internationally	,	and	more	established	relationships	with	retailers;	•	access	to	larger	established	retailer	and	consumer	bases;	•
access	to	greater	resources	to	make	acquisitions;	•	the	ability	to	rapidly	develop	and	commercialize	new	technologies	and
services;	•	the	ability	to	bundle	competitive	offerings	with	other	devices	and	services;	•	the	ability	to	cross-	subsidize	low-
margin	operations	from	their	other	higher-	margin	operations;	and	•	the	ability	to	secure	rights	or	partnerships	to	content,
including	exclusive	content,	that	consumers	may	prefer	over	our	content.	We	would	be	at	a	competitive	disadvantage	if	our
competitors	bring	their	next	generation	devices	and	services	to	market	earlier	than	we	do,	if	their	devices	or	services	have	lower
prices,	better	features,	more	content	(or	more	preferable	content)	or	are	more	technologically	advanced	than	ours,	or	if	any	of
our	competitors’	devices	or	services	were	to	become	preferred	by	retailers	or	consumers.	To	the	extent	we	are	unable	to
effectively	compete	against	our	competitors	for	any	of	these	reasons	or	otherwise,	our	business,	financial	condition	and	results	of
operations	may	be	harmed.	Our	Smart	TVs	connect	consumers	with	a	user	interface	capable	of	facilitating	discovery	and
engagement	with	a	wide	variety	of	content	from	traditional	content	providers,	such	as	cable	operators,	and	streaming	content
providers,	including	Amazon	Prime	Video,	Apple	TV	,	discovery	,	Disney	,	HBO	Max,	Hulu,	Netflix,	Paramount	,	Peacock	and
YouTube	TV.	We	face	increased	competition	from	a	growing	number	of	platforms,	devices	and	content	providers	including
Roku,	AppleTV	--	Apple	TV	,	Amazon	and	Google	that	provide	broadband	delivered	digital	content	directly	to	a	consumer’	s
television	or	mobile	phone,	including	through	casting	technology	or	connected	devices	such	as	Amazon’	s	Fire	TV	Stick	or
Google’	s	Chromecast.	Use	of	these	technologies	or	devices	with	our	Smart	TVs,	or	a	consumer’	s	choice	to	watch	content	on
their	phone	instead	of	services	built	in	to	the	television,	limits	our	ability	to	monetize	our	SmartCast	platform.	In	addition,	we
face	competition	from	traditional	cable	providers	and	other	television	brands	with	Smart	TV	offerings,	such	as	Samsung	and
from	other	forms	of	content	and	entertainment,	such	as	social	media	platforms	including	TikTok	and	Instagram	that	consumers
are	more	likely	to	engage	with	on	their	mobile	phones,	decreasing	the	time	they	spend	watching	television.	To	compete
effectively,	we	must	be	able	to	provide	premium,	high-	definition	content	at	comparable	speeds	and	quality.	We	must	also
maintain	arrangements	with	a	competitive	assortment	of	content	providers.	For	example,	at	the	launch	of	Disney	,	the	Disney
application	was	not	available	for	installation	on	our	Smart	TVs,	which	led	to	consumer	dissatisfaction	and	complaints.	In
addition,	it	takes	time	to	bring	new	content	to	our	platform,	as	it	can	take	time	for	third	party	content	providers	to	design	their
applications	in	a	way	that	is	compatible	with	our	platform,	and	delays	or	failures	to	reach	agreement	with	popular	content
providers	will	harm	our	business.	Furthermore,	our	arrangements	with	our	current	content	providers	typically	do	not	involve
long-	term	commitments,	and	we	cannot	guarantee	we	will	be	able	to	continue	our	relationships	with	our	current	content
providers	in	the	future.	If	we	are	unable	to	provide	a	competitive	entertainment	offering	through	SmartCast,	we	may	not
maintain	or	increase	SmartCast	Active	Accounts,	SmartCast	Hours	and	SmartCast	ARPU	as	defined	in	Part	II,	Item	7	“
Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	”,	and	our	business,	financial
condition	and	results	of	operations	may	be	harmed.	Platform	is	at	an	early	stage	and	has	experienced	recent	rapid	growth,	which
may	not	be	indicative	of	future	growth.	Platform	net	revenue	was	$	598.	2	million	and	$	477.	9	million	and	$	308.	7	million	for
the	years	ended	December	31,	2023	and	2022	and	2021	,	respectively.	You	should	not	rely	on	our	growth	in	any	prior	period	as
an	indication	of	our	future	performance,	as	we	may	not	be	able	to	sustain	our	current	growth	rate	in	the	future	,	for	.	For
example	,	although	we	experienced	significant	growth	of	55	%	in	Platform	net	revenue	of	25	%	from	fiscal	year	2021	to	2022	to
2023	,	this	was	not	as	high	as	the	growth	rate	of	Platform	net	revenue	of	110	55	%	from	2020	to	fiscal	year	2021	to	2022	,	and
our	growth	rate	may	decrease	again	in	the	future.	Even	if	our	Platform	net	revenue	continues	to	increase,	we	expect	that	our
Platform	net	revenue	growth	rate	may	continue	to	decline	in	the	future	as	a	result	of	a	variety	of	factors,	including	the	saturation
of	our	markets.	The	success	of	our	Platform	business	will	depend	on	many	factors,	including	our	ability	to	increase	the	number
of	SmartCast	Active	Accounts,	increase	SmartCast	Hours	and	hours	spent	on	WatchFree	,	and	increase	SmartCast	ARPU.	To	do



so,	we	must	enhance	our	SmartCast	operating	system,	develop	innovative	advertising	products,	maintain	relationships	with
advertising	purchasers	and	develop	new	offerings	that	add	additional	features	and	capabilities.	In	addition,	any	failure	to	grow
our	data	licensing	revenue	through	Inscape	may	harm	our	Platform	business	and	results	of	operations.	We	have	made	significant
investments	in	our	Platform	offerings	and	the	technological	capabilities	of	our	Smart	TVs,	and	we	may	not	achieve	positive
returns	on	these	investments.	In	addition,	inflationary	pressure,	recessionary	fears	and	reduced	consumer	confidence	in	our
current	economic	climate	have	caused	and	may	continue	to	cause	advertisers	in	a	variety	of	industries	to	be	cautious	in	their
spending	and	to	either	pause	or	slow	their	campaigns.	Further,	a	reduction	in	the	supply	of	original	entertainment	content,
including	as	a	result	of	macroeconomic	factors	or	labor	disputes	(such	as	the	strikes	called	by	SAG-	AFTRA	and	the
Writers	Guild	of	America	in	2023),	could	reduce	the	demand	for	advertising	and	media	and	entertainment	promotional
spending	campaigns	and	negatively	impact	user	engagement	with	our	platform.	These	factors	may	have	a	negative	impact
on	our	Platform	net	revenue.	The	extent	of	the	ongoing	impact	of	these	macroeconomic	factors	on	the	growth	of	our	Platform
business	and	on	global	economic	activity	more	generally	is	uncertain	and	may	adversely	affect	our	business,	operations	and
financial	results.	We	intend	to	continue	to	expend	substantial	financial	and	other	resources	to	develop	our	SmartCast	operating
system	and	the	features	and	functionalities	of	our	Smart	TVs,	and	we	may	fail	to	allocate	our	resources	in	a	manner	that	results
in	increased	revenue	or	other	growth	in	our	business.	If	we	are	unable	to	maintain	or	increase	our	Platform	net	revenue	at	a	rate
sufficient	to	offset	the	expected	increase	in	our	costs,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.
Additionally,	we	may	encounter	unforeseen	operating	expenses,	difficulties,	complications,	delays	and	other	unknown	factors
that	may	result	in	losses	in	future	periods.	If	Platform	growth	does	not	meet	our	expectations	in	future	periods,	our	business,
financial	condition	and	results	of	operations	may	be	harmed.	We	depend	in	part	on	the	continued	sales	of	our	Smart	TVs	for	the
growth	of	our	Platform	business	,	and	if	we	fail	to	deliver	devices	that	our	retailers	and	consumers	want,	our	business,	financial
condition	and	results	of	operations	may	be	harmed.	The	growth	of	our	Platform	business	depends	in	part	on	the	continued	sales
of	our	Smart	TVs	in	order	to	generate	additional	consumers	who	could	become	SmartCast	Active	Accounts.	Because	our
SmartCast	operating	system	is	only	available	on	our	Smart	TVs,	the	growth	of	Platform	depends	in	part	on	the	number	of	new
Smart	TVs	we	sell	and	our	ability	to	convert	those	purchasers	into	SmartCast	Active	Accounts.	To	the	extent	retailers	and
consumers	do	not	continue	to	purchase	our	Smart	TVs,	we	may	not	be	able	to	grow	our	SmartCast	Active	Accounts,	SmartCast
Hours	or	Platform	net	revenue,	and	these	metrics	may	decline	if	existing	consumers	decide	to	purchase	from	another	brand
when	they	purchase	a	new	television.	If	we	fail	to	deliver	upgraded	and	new	Smart	TVs	that	our	retailers	and	consumers	want,
we	may	not	be	able	to	continue	to	grow	our	Platform	business,	and	our	business,	financial	condition	and	results	of	operations
may	be	harmed.	We	may	not	be	successful	in	our	efforts	to	expand	our	monetization	of	our	SmartCast	operating	system,	which
may	harm	our	business,	financial	condition	and	results	of	operations.	Our	future	growth	depends	in	part	on	our	ability	to	expand
the	capabilities	of	our	SmartCast	operating	system	and	to	monetize	those	capabilities.	SmartCast	currently	generates	revenue
from	ad	inventory	on	our	home	screen,	WatchFree	and	certain	other	services	on	our	operating	system	and,	on	a	transactional
basis,	from	certain	subscription	purchases	and	content	transactions	that	occur	on	our	operating	system,	including	those	made
through	our	recently	launched	payment	and	subscription	management	solution,	VIZIO	Account.	To	continue	to	grow	our
business,	we	intend	to	invest	in	interactive	features	for	our	Smart	TVs	such	as	personal	communications,	including	our	recently
launched	photo-	sharing	feature	VIZIOgram,	commerce	and	fitness	and	wellness.	We	may	be	unable	to	successfully	develop
these	features	and	even	when	we	do,	consumers	may	not	choose	to	engage	with	them.	The	failure	to	develop	new	features	and
functionalities	for	our	SmartCast	operating	system	that	effectively	engage	consumers	may	harm	our	number	of	SmartCast
Active	Accounts,	and	the	failure	to	monetize	such	innovations	may	harm	our	SmartCast	ARPU.	If	we	are	unable	to	generate
revenue	from	new	features	of	our	Smart	TVs,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	We
expect	our	quarterly	financial	results	to	fluctuate,	which	may	lead	to	volatility	in	our	stock	price.	Our	net	revenue	and	results	of
operations	vary	significantly	from	quarter	to	quarter	due	to	a	number	of	factors,	including:	•	changes	in	demand	for	the	devices
we	sell,	including	seasonal	fluctuations	reflecting	traditional	retailer	and	consumer	purchasing	patterns;	•	changes	in	the	mix	of
devices	we	sell;	•	the	impact	of	new	device	introductions,	including	the	impact	of	customary	reset	periods,	or	retailers	and
consumers	choosing	to	forego	purchases	of	current	devices	in	anticipation	of	new	devices;	•	the	introduction	of	new
technologies,	devices	or	service	offerings	by	competitors;	•	our	ability	to	manage	our	device	mix	and	consider	allowances,
including	for	price	protection;	•	our	ability	to	reduce	our	fixed	costs	to	compensate	for	any	reduced	net	revenue	or	decrease	in
average	selling	prices;	•	changes	in	demand	for	advertising	we	sell	or	data	we	license	;	•	our	ability	to	grow	SmartCast	Active
Accounts	and	continue	to	develop	our	Platform	offerings;	•	changes	in	advertising	and	other	marketing	costs;	•	aggressive
pricing,	marketing	campaigns	or	other	initiatives	by	our	competitors;	•	increases	in	the	cost	of	the	devices	we	sell	due	to	the
rising	costs	of	key	components	such	as	LCD	panels	,	chipsets	and	raw	materials,	particularly	in	Vietnam,	China,	Taiwan,
Thailand	and	Mexico;	•	costs	of	expanding	or	enhancing	our	supply	base;	•	changes	and	uncertainty	in	the	legislative,	regulatory
and	industry	environment,	including	changes	in	tax	laws,	for	us,	our	customers,	our	retailers	or	our	manufacturers;	•	the
macroeconomic	effects	of	inflation,	recessionary	fears,	and	geopolitical	events,	including	supply	chain	issues	and	labor
shortages,	rising	high	interest	rates,	foreign	currency	fluctuations	and	lower	consumer	spending;	•	investments	in	new	device	or
service	offerings,	including	the	level	of	investment	in	our	Platform	offerings;	•	changes	in	our	capital	expenditures	as	we	acquire
the	hardware,	equipment,	technologies	and	other	assets	required	to	operate	and	scale	our	business;	and	•	costs	related	to
acquisitions	of	other	businesses	or	technologies.	As	a	result	of	the	variability	of	these	and	other	factors,	our	results	of	operations
in	future	quarters	may	be	below	the	expectations	of	stock	analysts	and	investors,	which	could	cause	our	stock	price	to	fall.	Our
Device	business	is	seasonal,	and	if	our	device	sales	during	the	holiday	season	fall	below	our	forecasts,	our	business,	financial
condition	and	results	of	operations	may	be	harmed.	Our	Device	business	is	subject	to	seasonal	fluctuations	in	demand	due	to
changes	in	buying	patterns	by	our	retailers.	Historically,	we	have	experienced	the	highest	levels	of	our	sales	in	the	fourth	quarter
of	the	year,	coinciding	with	the	holiday	shopping	season	in	the	United	States,	including	the	Black	Friday	and	Cyber	Monday



sales	events,	and,	to	a	more	limited	extent,	the	third	quarter	due	to	pre-	holiday	inventory	build-	up	and	back-	to-	school
promotions.	Moreover,	we	often	introduce	our	newest	generation	of	device	offerings	just	prior	to	this	peak	season,	which	may
further	concentrate	sales	in	the	fourth	quarter.	Additionally,	there	are	other	seasonal	events,	such	as	Superbowl	Sunday	in	the
first	quarter,	as	well	as	retailer	reset	periods	in	the	spring	and	fall	of	each	year,	which	impact	our	sales	volume.	During	device
reset	periods,	our	retailers,	including	Best	Buy,	Costco,	Sam’	s	Club,	Target	and	Walmart,	update	their	device	assortments,
driving	sales	of	new	device	introductions,	while	simultaneously	driving	down	prices	for	pre-	existing	devices,	as	retailers	seek	to
move	older	devices	off	of	their	shelves	to	make	room	for	new	devices.	Depending	on	how	well	we	plan	and	execute	our	sales
strategy	during	seasonal	fluctuations	in	demand,	our	device	sell-	through	and	/	or	margins	may	be	harmed,	particularly	as	we
provide	price	protection	for	devices	in	inventory	at	our	retailers.	Further,	given	the	strong	seasonal	nature	of	our	device	sales,
appropriate	forecasting	is	critical	to	our	operations.	We	anticipate	that	this	seasonal	impact	on	our	results	will	continue,	and	any
shortfall	in	seasonal	sales	would	cause	our	results	of	operations	to	suffer.	Achieving	sales	targets	in	the	fourth	quarter	is
particularly	important,	as	a	failure	to	achieve	sales	targets	during	the	holiday	season	cannot	be	recovered	in	subsequent	periods
of	a	given	year.	In	contrast	to	total	net	revenue,	a	substantial	portion	of	our	expenses	are	personnel-	related	and	include	salaries,
bonuses,	benefits	and	share-	based	compensation,	which	are	not	seasonal	in	nature.	Accordingly,	in	the	event	of	revenue
shortfalls,	we	are	generally	unable	to	mitigate	the	negative	impact	on	margins	in	the	short	term.	Our	success	depends	on	our
ability	to	continue	to	establish,	promote	and	strengthen	the	VIZIO	brand.	Maintaining	awareness	of	the	VIZIO	brand	name	in
existing	markets	and	developing	and	maintaining	the	VIZIO	brand	name	are	critical	to	achieving	and	maintaining	widespread
awareness	of	our	Smart	TV	and	other	device	and	service	offerings.	The	VIZIO	name	and	brand	image	are	integral	to	the	growth
of	our	business.	Maintaining,	protecting,	promoting	and	positioning	our	brand	will	largely	depend	on	the	success	of	our
marketing	efforts	and	our	ability	to	consistently	provide	high	quality	devices	that	continue	to	meet	the	needs	of	our	retailers	and
consumers	at	competitive	prices,	our	ability	to	maintain	our	retailers’	and	consumers’	trust,	and	our	ability	to	successfully
differentiate	our	devices	from	competitive	products.	If	we	fail	to	achieve	these	objectives	or	if	our	public	image	or	reputation
were	to	be	tarnished	by	negative	publicity	or	perception,	our	brand,	business,	financial	condition	and	results	of	operations	may
be	harmed.	We	also	believe	that	brand	recognition	will	continue	to	be	a	key	factor	in	maintaining	and	expanding	our	retailer	base
and	market	position,	strengthening	our	bargaining	power	with	retailers,	manufacturers	and	third-	party	service	providers	and
growing	our	Platform	offerings.	Maintaining	and	enhancing	our	brand	requires	us	to	make	substantial	investments,	and	these
investments	may	not	achieve	the	desired	goals.	Marketing	expenses	for	the	years	ended	December	31,	2022	and	2021,	were	$
41.	1	million	and	$	32.	8	million,	respectively.	If	we	are	unable	to	continue	to	promote,	protect	and	strengthen	the	VIZIO	brand,
or	if	our	brand	fails	to	continue	to	be	viewed	favorably	by	our	retailers	or	by	consumers,	we	may	not	be	successful	in	retaining
existing	retailers	or	consumers,	or	in	attracting	and	acquiring	new	retailers	and	consumers,	which	may	harm	our	business,
financial	condition	and	results	of	operations.	Additionally,	we	compete	for	retailers	and	consumers,	as	well	as	for	favorable
device	selections	and	cooperative	advertising	support	from	our	retailers.	Our	retailers	are	often	the	first	points	of	contact	with
consumers.	Moreover,	these	retailers	provide	a	significant	amount	of	device	advertising,	which	supplements	our	marketing
spend	or	may	decrease	the	amount	that	we	are	otherwise	required	to	spend	on	marketing.	If	these	retailers	reduce	or	cease
advertising	our	devices,	we	may	need	to	increase	our	own	sales	and	marketing	expenses	to	create	and	maintain	the	same	level	of
brand	awareness	among	potential	consumers.	We	must	successfully	manage	frequent	device	introductions	and	transitions.	We
believe	that	we	must	continually	develop	and	introduce	new	devices,	enhance	our	existing	devices	and	effectively	stimulate
retailer	and	consumer	demand	for	new	devices.	Any	failure	to	complete	device	transitions	effectively	could	harm	our	brand,
business,	financial	condition	and	results	of	operations.	The	success	of	new	device	introductions	depends	on	a	number	of	factors
including,	but	not	limited	to,	timely	and	successful	development,	market	and	consumer	acceptance,	the	effective	forecasting	and
management	of	device	demand,	management	of	purchase	commitments	and	inventory	levels,	the	management	of	manufacturing
and	supply	costs,	and	the	risk	that	new	devices	may	have	quality	or	other	defects	in	the	early	stages	of	introduction.	In	addition,
new	device	transitions	may	include	the	porting	of	the	SmartCast	operating	system	to	new	systems	on	chip	offerings	from
our	component	suppliers.	If	we	do	not	successfully	manage	device	transitions,	especially	during	the	holiday	shopping	season,
our	Device	net	revenue	and	business	may	be	harmed	and	we	may	not	be	able	to	grow	our	business.	The	introduction	of	new
devices	or	device	enhancements	may	shorten	the	life	cycle	of	our	existing	devices,	or	replace	sales	of	some	of	our	current
devices,	thereby	offsetting	the	benefit	of	a	successful	device	introduction.	Additionally,	the	prices	of	our	existing	models	tend	to
decline	when	new	models	become	available.	Although	we	attempt	to	pass	such	price	declines	to	our	manufacturers,	we	may
need	to	offer	our	retailers	price	protection	or	other	benefits	in	order	to	complete	the	sell-	through	of	older	models	of	our	devices
to	consumers.	New	device	offerings	may	also	cause	retailers	or	consumers	to	defer	purchasing	our	existing	devices	in
anticipation	of	the	new	devices	and	potentially	lead	to	challenges	in	managing	inventory	of	existing	devices.	If	we	fail	to
effectively	manage	new	device	introductions,	our	Device	net	revenue	and	Device	gross	profit	may	be	harmed.	If	we	fail	to
effectively	manage	our	growth,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	Our	ability	to	manage
our	growth	and	business	operations	effectively	and	to	integrate	new	employees,	technologies	and	acquisitions	into	our	existing
business	will	require	us	to	continue	to	expand	our	operational	and	financial	infrastructure	and	to	continue	to	retain,	attract,	train,
motivate	and	manage	employees	.	As	we	continue	to	grow,	we	must	effectively	integrate,	develop	and	motivate	new
employees,	while	maintaining	the	effectiveness	of	our	business	execution	and	the	beneficial	aspects	of	our	corporate
culture	and	values,	the	challenges	of	which	may	be	exacerbated	due	to	the	pendency	of	the	Merger	.	Continued	growth
could	strain	our	ability	to	develop	and	improve	our	operational,	financial	and	management	controls,	enhance	our	reporting
systems	and	procedures,	recruit,	train	and	retain	highly	skilled	personnel	and	maintain	consumer	satisfaction.	Additionally,	if	we
do	not	effectively	manage	the	growth	of	our	business	and	operations,	the	quality	of	our	offerings	could	suffer,	which	could
negatively	affect	our	reputation,	brand,	business,	financial	condition	and	results	of	operations.	Further,	as	we	have	grown,	our
business	has	become	increasingly	complex.	To	effectively	manage	and	capitalize	on	our	growth,	we	must	continue	to	expand	our



sales	and	marketing	infrastructure,	engineering,	focus	on	innovative	device	development	and	upgrade	our	management
information	systems	and	other	processes.	Our	continued	growth	could	strain	our	existing	resources,	and	we	could	experience
ongoing	operating	difficulties	in	managing	our	business	across	numerous	jurisdictions,	including	difficulties	in	hiring,	training
and	managing	a	diffuse	and	growing	employee	base.	Failure	to	scale	and	preserve	our	company	culture	with	growth	could	harm
our	future	success,	including	our	ability	to	retain	and	recruit	personnel	and	to	effectively	focus	on	and	pursue	our	corporate
objectives.	If	we	do	not	adapt	to	meet	these	evolving	challenges,	or	if	our	management	team	does	not	effectively	scale	with	our
growth,	we	may	experience	erosion	to	our	brand	and	the	quality	of	our	devices	may	suffer.	Our	Smart	TVs	must	operate	with
various	offerings,	technologies	and	systems	from	third	party	content	providers	that	we	do	not	control.	If	our	Smart	TVs	do	not
operate	effectively	with	those	offerings,	technologies	and	systems,	our	business	may	be	harmed.	The	success	of	our	SmartCast
operating	system	depends	in	part	on	its	interoperability	with	the	applications	of	content	providers	in	order	to	provide	the
channels	and	content	that	consumers	want.	We	have	no	control	over	the	development	priorities	of	these	third-	party	content
providers	and	cannot	be	assured	they	will	design	their	applications	for	our	platform.	If	content	providers	do	not	develop	or
maintain	applications	for	our	SmartCast	operating	system,	our	business,	financial	condition	and	results	of	operations	may	be
harmed.	Additionally,	we	must	continually	certify	our	hardware	and	operating	systems	with	applications	from	key	content	and
technology	providers,	including	Netflix,	YouTube,	Amazon,	Google	and	Apple.	These	certification	standards	may	limit	our
ability	to	design	our	products	and	services	in	the	way	we	believe	is	optimal,	and	failure	to	meet	these	certification	standards
would	result	in	loss	of	availability	of	the	relevant	application	on	our	Smart	TVs,	which	could	negatively	impact	our	business.
Our	success	also	depends	on	the	reliability	of	these	offerings.	If	the	applications	on	our	Smart	TVs	experience	performance
issues	or	service	interruptions,	consumers	may	become	dissatisfied	with	our	platform.	In	addition,	we	plan	to	continue	to
develop	our	SmartCast	operating	system	and	innovate	new	features.	These	developments	and	features,	however,	may	require
content	providers	to	update	or	modify	their	applications.	To	continue	to	grow	our	SmartCast	Active	Accounts	and	consumer
engagement,	we	will	need	to	prioritize	development	of	our	Smart	TVs	to	work	with	additional	offerings,	technologies	and
systems.	If	we	are	unable	to	maintain	consistent	operability	of	our	devices	compared	to	other	platforms,	our	business	may	be
harmed.	In	addition,	any	future	changes	to	offerings,	technologies	and	systems	from	content	providers	may	impact	the
accessibility,	speed,	functionality,	and	other	performance	aspects	of	our	Smart	TVs.	We	may	not	successfully	develop	Smart
TVs	that	operate	effectively	with	these	offerings,	technologies	or	systems.	If	it	becomes	more	difficult	for	our	consumers	to
access	and	use	these	offerings,	technologies	or	systems,	consumers	may	seek	to	use	alternative	offerings	and	our	business,
financial	condition	and	results	of	operations	may	be	harmed.	If	the	advertising	and	audience	development	campaigns	and	other
promotional	advertising	on	our	platform	are	not	relevant	or	not	engaging	to	our	consumers,	our	growth	in	SmartCast	Active
Accounts	and	consumer	engagement	may	be	harmed.	We	have	made,	and	are	continuing	to	make,	investments	to	enable
advertisers	and	content	providers	to	deliver	relevant	advertisements,	audience	development	campaigns	and	other	promotional
advertising	to	our	consumers.	Existing	and	prospective	advertisers	and	content	providers	may	not	be	successful	in	serving	ads
and	audience	development	campaigns	and	sponsoring	other	promotional	advertising	that	lead	to	and	maintain	user	engagement.
Those	ads	and	campaigns	may	seem	irrelevant,	repetitive	or	overly	targeted	and	intrusive.	We	are	continuously	seeking	to
balance	the	objectives	of	our	advertisers	and	content	providers	with	our	desire	to	provide	an	optimal	user	experience,	but	we
may	not	be	successful	in	achieving	a	balance	that	continues	to	attract	and	retain	consumers,	advertisers	and	content	providers.
We	have	invested	and	expect	to	continue	to	invest	in	developing	innovative	advertising	technology,	and	those	investments	may
not	lead	to	capable	or	commercially	successful	technology.	If	we	do	not	introduce	relevant	advertisements,	audience
development	campaigns	and	other	promotional	advertising	or	such	advertisements,	audience	development	campaigns	and	other
promotional	advertising	are	overly	intrusive	and	impede	the	use	of	our	streaming	platform,	our	consumers	may	reduce	using,	or
stop	using,	our	platform,	and	advertisers	or	content	providers	may	reduce	or	discontinue	their	relationships	with	us,	any	of	which
may	harm	our	business.	If	we	are	unable	to	maintain	an	adequate	supply	of	quality	video	ad	inventory	or	effectively	sell	our
available	video	ad	inventory,	we	may	not	be	successful	in	further	monetizing	our	Platform	business	and	as	a	result,	our	business,
financial	condition	and	results	of	operations	may	be	harmed.	We	are	dependent	in	part	on	our	ability	to	monetize	video	ad
inventory	on	WatchFree	that	we	obtain	from	the	publishers	of	ad-	supported	channels,	and	through	our	inventory	share	with
certain	AVOD	services.	We	generate	advertising	revenue	by	selling	ad	inventory	on	our	own	services	and	through	certain	third-
party	AVOD	services.	We	may	fail	to	attract	content	providers	for	these	services	that	generate	a	sufficient	quantity	or	quality	of
ad-	supported	content	hours	on	our	streaming	platform	and	continue	to	grow	supply	of	quality	video	ad	inventory.	Our	access	to
video	ad	inventory	on	our	platform,	including	on	WatchFree	varies	greatly.	The	amount,	quality	and	cost	of	video	ad	inventory
available	to	us	can	change	at	any	time	and	we	have	recently	observed	slowed	advertising	spending	in	a	variety	of	industries	due
to	market	conditions.	Additionally,	consolidations	among	content	providers	and	changes	in	their	advertising	strategy	may	result
in	decreased	advertising	spend	and	inventory.	If	we	are	unable	to	grow	and	maintain	a	sufficient	supply	of	quality	video
advertising	inventory	at	reasonable	costs	to	keep	up	with	demand,	we	may	not	be	able	to	increase	our	SmartCast	ARPU	and	our
business	may	be	harmed.	Our	ability	to	deliver	more	relevant	advertisements	to	our	consumers	and	to	increase	SmartCast’	s
value	to	advertisers	depends	in	part	on	the	collection	of	user	engagement	data,	which	may	be	restricted	or	prevented	by	a
number	of	factors,	including	our	ability	to	keep	SmartCast	Active	Accounts	engaged	on	ad-	supported	content	instead	of	harder
to	monetize	content,	contractual	restrictions	on	our	ability	to	use	data	from	certain	streaming	services,	and	consumers’
willingness	to	opt	into	the	collection	of	their	data.	Our	ability	to	grow	SmartCast	ARPU	depends	in	part	on	our	ability	to	shift
SmartCast	Hours	towards	services	that	we	are	better	able	to	monetize.	Further,	we	operate	in	a	highly	competitive	advertising
industry	and	we	compete	for	revenue	from	advertising	with	OTT	platforms	and	services,	as	well	as	traditional	media,	such	as
radio,	broadcast,	cable	and	satellite	TV.	These	competitors	offer	content	and	other	advertising	mediums	that	may	be	more
attractive	to	advertisers	than	our	streaming	platform.	These	competitors	are	often	very	large	and	have	more	advertising
experience	and	financial	resources	than	we	do,	which	may	adversely	affect	our	ability	to	compete	for	advertisers	and	may	result



in	lower	revenue	and	gross	profit	from	advertising.	We	also	seek	to	grow	our	advertising	sales	by	seeking	early	commitments
from	advertisers	related	to	their	expected	advertising	spend	(“	,	known	as	Upfront	commitments	Commitments	”)	,	and	which
in	some	cases	offer	more	competitive	pricing	in	exchange	for	Upfront	commitments	Commitments	.	However,	Upfront
commitments	Commitments	are	indications	of	expected	adverting	advertising	spending	that	are	typically	not	fully	binding,	so
the	amount	of	money	these	advertisers	spend	with	us	may	be	more	or	less	than	what	was	originally	committed.	If	advertisers
spend	significantly	less	than	they	indicated	in	their	Upfront	commitments	Commitments	,	our	ability	to	continue	to	grow	our
advertising	revenue	may	be	negatively	impacted.	If	we	are	unable	to	increase	our	revenue	from	advertising	by,	among	other
things,	maintaining	or	growing	the	market	share	for	our	Smart	TVs,	continuing	to	improve	our	platform’	s	capabilities	to	further
optimize	and	measure	advertisers’	campaigns,	increase	our	advertising	inventory	and	expand	our	advertising	sales	team	and
programmatic	capabilities,	our	business	and	our	growth	prospects	may	be	harmed.	This	competition	may	also	be	intensified	by
negative	conditions	in	the	global	economy,	which	have	caused	advertisers	to	slow	advertising	spending.	We	may	not	be	able	to
compete	effectively	or	adapt	to	any	such	changes	or	trends,	which	would	harm	our	ability	to	grow	our	advertising	revenue	and
harm	our	business,	financial	condition	and	results	of	operations.	An	economic	downturn,	or	economic	uncertainty	,	has	and
could	continue	to	have	adverse	effects	on	consumer	discretionary	and	advertising	spending,	which	has	and	could	continue	to
have	adverse	effects	on	demand	for	our	products	and	our	results	of	operations.	Our	Smart	TVs	and	sound	bars	are	consumer
discretionary	items,	and	our	Platform	business	is	dependent	on	advertising	spending.	As	such,	our	results	of	operations	tend	to
be	sensitive	to	changes	in	macroeconomic	conditions,	consumer	confidence,	employment	levels,	interest	rates,	inflation,	tax
rates,	the	availability	and	cost	of	credit,	debt	levels	and	fuel	and	energy	costs.	Negative	conditions	in	the	global	economy,
including	heightened	inflation,	rising	high	interest	rates	and	resulting	credit	constraints,	foreign	currency	fluctuations,	and
reduced	consumer	confidence,	impacts	from	geopolitical	events	such	as	the	conflict	conflicts	in	and	around	Ukraine	,	Israel
and	lingering	effects	of	the	other	COVID-	19	pandemic	areas	of	the	world	,	among	other	macroeconomic	effects,	have	and
may	continue	to	depress	consumer	spending	on	discretionary	items	as	well	as	advertising	spending,	which	has	and	may	continue
to	have	an	adverse	impact	on	Smart	TV	Shipments,	SmartCast	Active	Accounts,	and	gross	profit.	Such	factors	also	have	and
may	continue	to	cause	advertisers	in	a	variety	of	industries	to	reduce	advertising	spending	and	to	either	pause	or	slow	campaigns
which	in	turn	creates	increased	competition	for	remaining	advertising	inventory,	adversely	affecting	Platform	gross	profit.	A
sustained	or	worsened	economic	downturn	or	continued	economic	uncertainty	may	adversely	affect	demand	for	our	Device	and
Platform	products,	and	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	Changes	in	economic	policy,
trade	uncertainty,	including	changes	in	tariffs,	sanctions,	international	treaties	and	other	trade	restrictions,	the	occurrence	of	a
natural	disaster	or	another	global	public	health	crisis,	armed	conflicts,	or	changes	in	diplomatic	relations	could	further
exacerbate	macroeconomic	conditions,	depress	consumer	and	advertising	spending,	and	adversely	affect	our	results	of
operations.	The	sensitivity	of	our	Device	and	Platform	businesses	to	macroeconomic	events,	economic	cycles,	and	any	related
fluctuation	in	consumer	confidence	may	harm	our	business,	financial	condition	and	results	of	operations	if	the	current	economic
downturn	and	uncertainty	persists.	Changes	in	consumer	viewing	habits	could	harm	our	business.	The	manner	in	which
consumers	access	streaming	content	is	changing	rapidly.	As	the	technological	infrastructure	for	internet	access	continues	to
improve	and	evolve,	consumers	will	be	presented	with	more	opportunities	to	access	video,	music	and	games	on-	demand	with
interactive	capabilities.	Time	spent	on	mobile	devices	is	growing	rapidly,	in	particular	by	young	adults	streaming	content,
including	user-	generated	content	on	social	media	platforms	such	as	TikTok	and	Instagram,	as	well	as	content	from	cable	or
satellite	providers	available	live	or	on-	demand	on	mobile	devices.	In	addition,	personal	computers,	streaming	platforms,	DVD
players,	Blu-	ray	players,	gaming	consoles	and	cable	set-	top	boxes	allow	consumers	to	access	streaming	content.	If	other
streaming	or	technology	providers	are	able	to	respond	and	take	advantage	of	changes	in	consumer	viewing	habits	and
technologies	better	than	us,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	New	entrants	may	enter
the	TV	streaming	market	with	unique	service	offerings	or	approaches	to	providing	content.	In	addition,	our	competitors	may
enter	into	business	combinations	or	alliances	that	strengthen	their	competitive	positions.	If	new	technologies	render	the	TV
streaming	market	obsolete	or	we	are	unable	to	successfully	compete	with	current	and	new	competitors	and	technologies,	our
business	may	be	harmed.	The	use	of	Automatic	Content	Recognition	(“	ACR	”)	technology	to	collect	viewing	behavior	data	is	a
developing	industry	and	we	may	not	compete	in	it	successfully.	The	utilization	of	viewing	behavior	data	collected	using	ACR
technology	through	Smart	TVs	to	inform	digital	advertising	and	content	delivery	is	a	developing	industry,	and	the	technologies
relating	to	and	uses	for	this	type	of	data	that	may	be	prevalent	in	the	future	remain	uncertain.	If	the	market	for	the	use	of	this
data	does	not	continue	to	develop	in	the	way	or	at	the	level	we	expect,	or	if	we	are	unable	to	continue	successfully	develop
developing	and	monetize	monetizing	our	Platform	offerings	or	the	viewing	behavior	data	we	collect,	our	growth	prospects	may
be	harmed.	Many	factors	may	adversely	affect	the	acceptance	and	growth	of	Platform	,	including:	•	changes	in	consumer
preferences	and	attitudes	toward	data	collection,	use,	disclosure	and	other	processing;	•	changes	in	or	the	introduction	of	new
laws,	rules,	regulations	or	industry	standards	or	increased	enforcement	of	international	laws,	rules,	regulations	or	industry
standards	impacting	the	collection,	use,	privacy,	security,	sharing	or	other	processing	of	data	or	otherwise;	•	changes	in	device
functionality	and	settings,	and	other	changes	in	technologies,	including	those	that	make	it	easier	for	consumers	to	prevent	the
placement	monitoring	technology	and	impact	our	ability	to	reach	them	online	or	collect	and	use	exposure	data,	and	decisions	by
consumers	to	opt	out	of	being	monitored	or	to	use	such	technology;	•	developing	and	maintaining	relationships	and	technology
integrations	with	brand	advertisers,	advertising	and	media	agencies,	broadcast,	cable	and	local	television	networks,	digital
publishers	and	streaming	companies,	data	analytics	firms	and	marketing	technology	firms;	•	decisions	by	advertisers,	media
content	providers,	digital	publishers	or	marketing	technology	companies	to,	or	changes	in	their	technology	or	rights	that,	restrict
our	ability	to	collect	data	or	their	refusal	to	implement	mechanisms	we	request	to	ensure	compliance	with	our	legal	obligations
or	technical	requirements;	•	changes	in	the	economic	prospects	of	advertisers,	advertising	and	media	agencies,	broadcast,	cable
and	local	television	networks,	digital	publishers	and	streaming	companies,	data	analytics	firms,	advertising	technology	firms,	or



the	industries	or	verticals	we	expect	to	primarily	serve	with	our	Inscape	data	services;	•	the	failure	to	add,	or	the	loss	of,	brand
advertisers,	advertising	and	media	agencies,	broadcast,	cable	and	local	television	networks,	digital	publishers	and	streaming
companies,	data	analytics	firms	and	advertising	technology	firms	running	advertising	campaigns	using	our	services;	•	the	timing
and	amount	of	sales	and	marketing	expenses	incurred	to	attract	new	brand	advertisers,	advertising	and	media	agencies,
broadcast,	cable	and	local	television	networks,	digital	publishers	and	streaming	companies,	data	analytics	firms	and	advertising
technology	firms	to	our	services;	and	•	changes	in	the	demand	for	viewing	behavior	data.	Further,	we	currently	do	not	collect,
and	might	not	in	the	future	collect,	viewing	behavior	data	regarding	content	streamed	through	SmartCast	or	content	viewed	on
Smart	TVs	located	outside	of	the	United	States.	Additionally,	some	of	our	agreements	with	third	party	content	providers,
including	Netflix	and	Disney	,	restrict	us	from	using	viewing	data	from	consumers	engaging	with	that	third	party’	s	content.
These	potential	limitations	may	impair	our	ability	to	monetize	Platform	.	Moreover,	our	Smart	TV	viewers	must	initially	opt-	in
to	collection	of	viewing	behavior	data	collection	and	can	opt	out	of	such	data	collection	at	any	time.	Consumer	attitudes	toward
data	collection,	use,	disclosure	and	other	processing	of	viewing	behavior	or	other	consumer	information	may	change	over
time,	and	may	result	in	more	of	our	Smart	TV	viewers	opting	out	of	data	collection.	If	we	are	unable	to	adequately	address	these
factors,	we	may	not	be	able	to	successfully	develop	our	Platform	offerings	and	our	anticipated	future	growth	may	be	harmed.
Our	future	growth	depends	in	part	on	the	growth	and	integration	of	the	digital	and	television	advertising	industries.	Many
advertisers	continue	to	devote	a	substantial	portion	of	their	advertising	budgets	to	traditional,	offline	advertising,	such	as	offline
television,	radio	and	print.	The	future	growth	of	our	business	and,	in	particular,	our	Platform	offerings,	will	depend	on	the
continued	integration	of	television	and	digital	advertising,	and	on	advertisers	increasing	their	spend	on	television	and	digital
advertising,	and	we	cannot	be	certain	that	they	will	do	so.	We	have	invested	to	improve	digital	advertising,	such	as	through	our
ACR	and	DAI	technologies,	but	these	technologies	are	relatively	new	and	our	efforts	may	not	achieve	long-	term	commercial
success.	If	advertisers	do	not	perceive	meaningful	benefits	from	the	integration	of	television	and	digital	advertising,	and	in
particular	the	benefit	of	viewing	behavior	data,	including	in	terms	of	cost	effectiveness,	then	the	digital	advertising	market	and
our	Platform	offerings	may	develop	more	slowly	than	we	expect,	which	may	harm	our	business,	financial	condition	and	results
of	operations.	Changing	consumer	preferences	towards	data	collection,	privacy	and	security	could	cause	consumers	not	to	opt-
in	to	or	to	opt-	out	of	our	data	collection	practices,	which	could	harm	our	Platform	business.	Certain	of	our	data	policies	require
consumers	to	opt-	in	to	the	collection,	use,	and	disclosure	of	their	data,	including	viewing	viewer	behavior	data.	Data	collection,
privacy	and	security	have	become	the	subject	of	increasing	public	concern	and	changing	consumer	preferences	towards	data
collection,	privacy	and	security	could	adversely	affect	consumer	willingness	to	opt-	in	to	our	collection	of	their	data	about
viewing	behaviors	or	otherwise	.	For	example,	prior	to	collection	of	information	from	a	VIZIO	internet-	connected	device
about	the	content	viewed	on	that	television	such	a	device	,	we	must	prominently	disclose	to	the	consumer,	separate	and	apart
from	any	privacy	policy,	the	types	of	data	that	will	be	collected,	used	and	shared	with	third	parties,	including	the	identity	or
specific	categories	of	such	third	parties,	and	the	purposes	for	sharing	of	such	information,	and	then	obtain	the	consumer’	s
affirmative	express	consent.	Consumers	may	be	reluctant	or	unwilling	to	opt-	in	to	the	collection	of	viewing	data,	and
consumers	that	have	opted-	in	to	the	collection	of	viewing	data	may	opt-	out	of	the	collection	of	viewing	data	through	the	Smart
TV	user	settings	at	any	time.	In	particular,	the	success	of	our	Inscape	data	services	and	ad	sales	revenue	objectives	depends	in
part	on	our	ability	to	lawfully	obtain	information	about	the	content	viewed	on	a	an	internet-	connected	device	through	the	use
of	ACR	and	other	technologies	from	devices	whose	users	choose	to	opt-	in	to	the	data	collection	and	to	pair	that	information
with	demographic,	usage,	and	other	activities	associated	with	users	and	their	devices.	Furthermore,	some	consumers	may	be
reluctant	or	unwilling	to	opt	into	our	collection	of	their	data	or	connect	to	the	internet	through	our	Smart	TVs	for	a	variety	of
reasons,	including	because	they	have	concerns	regarding	the	risks	associated	with	data	privacy	and	security.	Consumers	may	not
opt-	in	to	(or	may	later	opt-	out	of)	having	their	viewing	history,	and	other	behavioral	data	paired	with	their	email	address	or
telephone	number	via	a	generated	token	.	If	consumers	choose	not	to	opt-	in	to	(or	later	opt-	out	of)	the	collection	and	use	of
their	data	in	support	of	Inscape	data	services	and	ad	sales	on	our	platform	as	a	result	of	these	concerns,	this	could	negatively
impact	the	growth	potential	for	our	Platform	business.	A	breach	of	the	confidentiality	or	security	of	information	we	or	our
third-	party	providers	hold	or	of	the	security	of	the	computer	systems	used	in	and	for	our	business	could	be	detrimental
to	our	business,	financial	condition	and	results	of	operations.	We	rely	on	others	to	operate	complex	computer	systems	,
hardware,	technology,	infrastructure	and	online	sites	and	networks	for	both	internal	and	external	operation	that	are
critical	to	our	business	(collectively,	“	IT	Systems	”).	We	own	and	manage	some	of	these	IT	Systems	but	also	rely	on
third	parties	for	a	range	of	IT	Systems	and	related	products	and	services.	These	third	parties	store	and	otherwise	process
sensitive	corporate,	personal	and	other	information,	including	intellectual	property,	proprietary	business	information,	payment
card	information	and	other	consumer	data	and	confidential	information,	which	they	are	contractually	required	to	maintain	on	a
confidential	basis.	The	information	we	collect	through	our	Inscape	data	services	does	not	include	consumers’	names,	addresses,
phone	numbers,	social	security	numbers,	credit	card	information	or	other	contact	information,	but	it	does	include	device	or	other
persistent	identifiers,	IP	addresses,	viewing	behavior	data	and	other	personal	information.	Additionally,	we	collect	personal
information	including	names,	e-	mail	addresses,	zip	codes	and	payment	card	information	from	consumers	who	use	our	VIZIO
Account	subscription	management	service.	We	also	maintain	a	separate	database	of	personal	information	in	connection	with
consumers	who	register	our	devices	for	warranty	purposes	or	otherwise	contact	us,	such	as	for	consumer	service	assistance.
More	generally,	in	the	ordinary	course	of	our	business,	we	collect,	store,	transmit	and	otherwise	process	large	amounts	of
sensitive	corporate,	personal	and	other	information,	including	intellectual	property,	proprietary	business	information,	payment
card	information	and	other	consumer	data	and	confidential	information.	It	is	critical	that	we	work	to	maintain	the
confidentiality,	integrity	and	availability	of	such	information.	We	face	numerous	and	evolving	cybersecurity	risks	that
threaten	the	confidentiality,	integrity	and	availability	of	our	IT	Systems	and	information	about	consumers	or	their
devices	or	other	sensitive,	personal	or	confidential	information.	Like	all	services	that	connect	with	the	internet,	our	Inscape



data	services,	and	our	website,	as	well	as	our	IT	information	technology	systems	Systems	and	infrastructure	and	those	of	our
third-	party	service	providers,	and	our	databases	and	data	centers	provided	by	third-	party	service	providers	have	in	the	past	and
may	in	the	future	be	subject	to	security	breaches,	intrusions,	incidents,	attacks,	malware	and	ransomware	attacks,	social
engineering	attacks,	phishing	attempts,	attempts	to	overload	our	servers	with	denial-	of-	service,	employee	and	contractor	theft
and	other	malfeasance,	unauthorized	access	by	third	parties	or	internal	actors,	or	other	attacks	and	disruptions,	any	of	which
could	lead	to	interruptions,	delays,	or	shutdowns	of	our	services,	or	the	inadvertent	or	unauthorized	access,	destruction,
modification,	acquisition,	release,	transfer,	loss,	disclosure	or	use	of	information	about	consumers	or	their	devices	or	other
sensitive,	personal	or	confidential	information.	Attacks	of	this	nature	are	increasing	in	frequency,	levels	of	persistence,
sophistication	—	including	the	use	of	artificial	intelligence	—	and	intensity,	and	evolving	in	nature,	which	may	allow	threat
actors	to	circumvent	security	controls,	evade	detection	and	remove	forensic	evidence.	These	attacks	are	conducted	by
sophisticated	and	organized	groups	and	individuals	with	a	wide	range	of	motives	and	expertise,	including	organized	criminal
groups,	“	hacktivists,	”	terrorists,	nation	states	and	others.	Threats	to	and	vulnerabilities	in	our	computer	IT	systems	Systems
and	those	of	our	service	providers	have	resulted	and	may	result	from	malicious	code	embedded	in	open-	source	software,
misconfigurations	or	other	vulnerabilities	in	commercial	software	that	is	integrated	into	our	IT	Systems	(or	our	service
providers’),	human	error,	fraud	or	malice	on	the	part	of	our	employees,	third-	party	service	providers	and	business	partners	or
by	malicious	third	parties,	including	state-	sponsored	organizations	with	significant	financial	and	technological	resources,	or
from	accidental	technological	failure.	Additionally,	geopolitical	events	and	resulting	government	activity	could	also	lead	to
information	security	threats	and	attacks	by	affected	jurisdictions	and	their	sympathizers.	For	example,	despite	our	efforts	to
secure	our	IT	information	technology	systems	Systems	and	the	data	contained	in	those	IT	systems	Systems	,	including	efforts
to	educate	and	train	our	employees,	we	remain	vulnerable	to	phishing	and	other	types	of	attacks	and	breaches.	In	the	past,
employees	have	been	victims	of	spearphishing	and	other	phishing	attacks,	and	we	anticipate	these	attacks	continuing,	which	may
result	in	our	employees	and	contractors	being	victims	of	these	attacks	in	the	future.	The	security	risks	we	face	have	been
heightened	by	a	shift	toward	remote	work	by	our	employees	and	service	providers	due	to	the	challenges	associated	with
managing	remote	computing	assets	and	security	vulnerabilities	that	are	present	in	many	non-	corporate	and	home
networks	.	In	addition,	due	to	political	uncertainty	and	military	actions	associated	with	the	geopolitical	conflicts	Russia’	s
actions	in	and	around	Ukraine	,	Israel	and	other	areas	of	the	world	,	we	and	our	service	providers	are	vulnerable	to
heightened	risks	of	information	security	threats	and	attacks	from	or	affiliated	with	nation-	state	actors,	including	attacks	that
could	materially	disrupt	our	IT	systems	Systems	and	operations,	supply	chain	and	ability	to	produce,	sell	and	distribute	our
devices	and	services.	Products,	solutions	and	services	such	as	ours	are	complex	in	development,	design	and	deployment
and	may	contain	errors,	bugs,	misconfigurations	or	vulnerabilities,	that	are	potentially	incapable	of	being	remediated	or
detected	until	after	their	deployment,	if	at	all.	Any	real	or	perceived	errors,	bugs,	design	failures,	defects,	vulnerabilities,
misconfigurations	in	our	solutions	or	untimely	or	insufficient	remediation	thereof,	could	cause	our	solutions	not	to	meet
their	specifications	or	security	standards.	There	is	no	guarantee	that	our	products	would	be	free	of	flaws	or
vulnerabilities	at	all	times	and	we	may	not	correct	all	known	vulnerabilities	or	errors,	promptly	or	at	all.	We	also	cannot
,	however,	be	certain	that	current	or	future	criminal	capabilities,	discovery	of	existing	or	new	vulnerabilities	in	our	and	our
service	providers’	IT	systems	Systems	and	attempts	to	exploit	those	vulnerabilities,	physical	systems	or	facility	break-	ins	and
data	thefts	or	other	developments	will	not	compromise	or	breach	the	technology	protecting	the	IT	systems	Systems	and
information	possessed	by	us	and	our	service	providers,	or	that	this	has	not	already	occurred.	Given	the	unpredictability	of	the
timing,	nature	and	scope	of	cybersecurity	attacks	and	other	security-	related	incidents,	our	technology	may	fail	to	adequately
secure	our	IT	systems	Systems	and	the	information	we	maintain,	and	we	may	be	unable	to	anticipate	or	prevent	techniques	used
to	obtain	unauthorized	access	or	to	sabotage	IT	systems	Systems	,	react	in	a	timely	manner,	or	implement	adequate	preventative
measures.	In	the	event	that	our	or	our	service	providers’	protection	efforts	are	unsuccessful	and	there	is	unauthorized	access	to,
or	unauthorized	destruction,	modification,	acquisition,	release,	transfer,	loss,	disclosure	or	use	of	information	or	the	breach	of
the	security	of	information,	we	could	suffer	material	adverse	impacts	to	substantial	harm.	A	breach	of	our	or	our	IT	our
service	providers’	network	security	or	systems	Systems	,	business,	or	information	about	consumers	or	their	devices	or	other
sensitive,	personal	or	confidential	information.	Any	adverse	impact	of	the	availability,	integrity	or	confidentiality	of
information	could	have	serious	negative	material	adverse	consequences	for	our	business	,	results	of	operations	and	future
prospects	financial	condition	,	including	costs	to	comply	with	applicable	breach	notification	laws,	disruption	to	our	business,
litigation	legal	claims	or	proceedings	(such	as	class	actions)	,	disputes,	regulatory	investigation	and	oversight,	mandatory
corrective	action,	fines,	penalties,	damages,	indemnity	obligations,	damages	for	contract	breach,	reduced	consumer	demand	for
our	devices	and	harm	to	our	reputation	and	brand.	We	may	face	difficulties	or	delays	in	identifying,	investigating,	mitigating	,
recovering	or	otherwise	responding	to	any	security	breach	or	incident.	Further,	a	portion	of	our	technology	infrastructure	is
operated	by	third	parties	such	as	Amazon	Web	Services,	among	other	providers,	over	which	we	have	no	direct	control,	and	some
of	these	third	parties	in	turn	subcontract	with	other	third-	party	service	providers.	We	are	reliant	in	part	on	their	security
measures	to	protect	our	sensitive	corporate,	personal	and	other	information,	including	intellectual	property,	proprietary	business
information,	payment	card	information,	consumer	data	and	other	confidential	information.	Our	ability	to	monitor	our	service
providers’	security	measures	is	limited,	and,	in	any	event,	third	parties	may	be	able	to	circumvent	those	security	measures,
resulting	in	the	unauthorized	access	to,	misuse,	disclosure,	loss	or	destruction	of	our	and	our	customers’	information,	including
sensitive	and	personal	information.	Third	parties	that	we	work	with	have	in	the	past	experienced	security	incidents	and	phishing
attacks	and	may	have	similar	experiences	in	the	future.	If	those	third	parties	do	not	adequately	protect	our	information,	it	could
result	in	decreased	revenue	and	our	reputation	and	brand	could	suffer	irreparable	harm,	causing	consumers	to	reject	our	devices
in	the	future,	our	data	providers	not	to	share	data	with	us,	or	advertisers	or	other	downstream	users	or	licensees	of	our	viewing
behavior	data	not	to	do	business	with	us.	For	example,	we	use	third-	party	payment	processors	to	collect	payment	information



for	purchases	on	our	website,	through	our	Smart	TVs	and	through	VIZIO	Account.	If	these	third	parties	suffer	a	data	breach
involving	our	consumers’	payment	card	data,	we	may	be	subject	to	substantial	penalties	and	related	enforcement	for	failure	to
adhere	to	the	technical	or	operational	security	requirements	of	the	Payment	Card	Industry	(	“	PCI	”	)	Data	Security	Standard	(	“
DSS	”	)	imposed	by	the	PCI	Council	to	protect	cardholder	data.	Penalties	arising	from	PCI	DSS	enforcement	are	uncertain	as
penalties	may	be	imposed	by	entities	within	the	payment	card	processing	chain	without	regard	to	any	statutory	or	universally
mandated	framework.	Such	enforcement	could	threaten	our	relationship	with	our	banks,	card	brands	we	do	business	with	and
our	third-	party	payment	processors.	Further,	we	could	be	forced	to	expend	significant	financial	and	operational	resources	in
response	to	any	actual	or	perceived	security	breach	or	security	incident,	including	in	repairing	system	damage,	increasing
cybersecurity	protection	costs	by	deploying	additional	personnel	and	modifying	or	enhancing	our	protection	technologies,
investigating	and	remediating	any	information	security	vulnerabilities,	notifying	affected	individuals	and	providing	them	with
identity-	protection	services,	and	litigating	and	resolving	governmental	investigations	and	other	proceedings	and	legal	claims
and	litigation,	all	of	which	could	divert	resources	and	the	attention	of	our	management	and	key	personnel.	We	incur	significant
costs	to	detect	and	prevent	security	breaches	and	other	security-	related	incidents.	Nevertheless,	our	efforts	may	not	be
successful.	There	can	also	be	no	assurance	that	our	cybersecurity	risk	management	program	and	processes,	including
our	policies,	controls	or	procedures,	will	be	fully	implemented,	complied	with	or	effective	in	protecting	our	IT	Systems
and	information	about	consumers	or	their	devices	or	other	sensitive,	personal	or	confidential	information.	The	inability
to	implement	and	maintain	adequate	safeguards	may	harm	our	business,	financial	condition	and	results	of	operations.	For
example,	we	do	not	yet	have	a	formally	documented	,	comprehensive	data	retention	policy	or	and	have	developed	a	business
continuity	/	and	disaster	recovery	plan	that	was	first	tested	in	2023	for	all	2022	in-	scope	Sarbanes-	Oxley	Act	of	2002	(“
SOX	Act	”)	applications	.	If	we	are	not	able	to	detect	and	identify	activity	on	our	IT	systems	Systems	that	might	be	nefarious
in	nature,	determine	the	scope	of	or	contain	the	nefarious	activity,	or	design	processes	or	systems	to	reduce	the	impact	of	similar
activity	at	a	third-	party	provider,	our	business	could	suffer	harm.	Any	adverse	impacts	In	such	cases,	we	could	face	exposure
to	the	availability,	integrity	or	confidentiality	of	our	IT	Systems	or	information	about	consumers	or	their	devices	or	other
sensitive,	personal	or	confidential	information,	can	result	in	legal	claims	or	proceedings	,	particularly	if	the	retailer	or
consumer	suffered	actual	harm.	We	cannot	ensure	that	any	limitations	of	liability	provisions	in	our	agreements	with	consumers
or	retailers,	contracts	with	service	providers	and	other	contracts	for	a	security	lapse	or	breach	or	other	security-	related	matter
would	be	enforceable	or	adequate	or	would	otherwise	protect	us	from	any	liabilities	or	damages	with	respect	to	any	particular
claim.	In	any	event,	an	unauthorized	disclosure	of	information	or	a	breach	of	the	security	of	our	IT	systems	Systems	or	data,
media	reports	about	such	an	incident,	whether	accurate	or	not,	or	our	failure	to	make	adequate	or	timely	disclosures	to	the
public,	regulators,	or	law	enforcement	agencies	following	any	such	event,	whether	due	to	delayed	discovery	or	a	failure	to
follow	existing	protocols,	may	materially	harm	our	reputation,	brand,	business,	financial	condition	and	results	of	operations.
Security	compromises	experienced	by	others	in	our	industry,	our	retailers	or	us	may	lead	to	public	disclosures	and	widespread
negative	publicity.	Any	security	compromise	in	our	industry,	whether	actual	or	perceived,	could	erode	consumer	confidence	in
the	effectiveness	of	our	security	measures,	negatively	impact	our	ability	to	attract	new	consumers,	cause	existing	consumers	to
elect	not	to	use	our	devices	or	subject	us	to	third-	party	lawsuits,	regulatory	fines	or	other	actions	or	liabilities,	which	may
materially	harm	our	business,	financial	condition	and	results	of	operations.	Additionally,	we	cannot	be	certain	that	our
insurance	coverage	will	be	adequate	for	data	security	liabilities	actually	incurred,	will	cover	any	indemnification	claims	against
us	relating	to	any	incident,	that	insurance	will	continue	to	be	available	to	us	on	economically	reasonable	terms,	or	at	all,	or	that
any	insurer	will	not	deny	coverage	as	to	any	future	claim.	The	successful	assertion	of	one	or	more	large	claims	against	us	that
exceed	available	insurance	coverage,	or	the	occurrence	of	changes	in	our	insurance	policies,	including	premium	increases	or	the
imposition	of	large	deductible	or	co-	insurance	requirements,	may	harm	our	reputation,	brand,	business,	financial	condition	and
results	of	operations.	Significant	system	disruptions,	loss	of	data	center	capacity	or	interruption	of	telecommunication	links	may
harm	our	business,	financial	condition	and	results	of	operations.	Our	business	is	heavily	dependent	upon	highly	complex	data
processing	capability.	Protection	of	our	data	centers	and	the	third-	party	data	centers	at	which	we	collect	and	maintain	data
against	damage	or	interruption	from	fire,	flood,	earthquakes,	tornadoes,	other	natural	disasters,	acts	of	war	(including	Russia’	s
actions	related	to	geopolitical	conflicts	in	and	around	Ukraine	,	Israel	and	other	areas	of	the	world	)	or	terrorism,
cybersecurity	attacks,	ransomware,	power	loss,	telecommunications	or	equipment	failure,	infrastructure	changes,	human	or
software	errors,	viruses,	denial	of	service	attacks,	fraud	or	other	disasters	and	events	beyond	our	control	is	critical	to	our
continued	success.	We	also	rely	on	bandwidth	providers,	internet	service	providers	and	mobile	networks	to	deliver	data	to	us
from	Smart	TVs	,	and	the	online	content	available	through	our	Smart	TVs	is	dependent	on	links	to	telecommunication
providers.	Any	damage	to,	failure	of,	or	outages	of	the	systems	of	the	data	centers	that	we	utilize	or	the	systems	of	our	third-
party	providers	could	result	in	interruptions	to	the	availability	or	functionality	of	our	Inscape	data	services	or	our	Smart	TVs.	If
for	any	reason	our	arrangements	with	our	third-	party	providers,	including	providers	of	our	third-	party	data	centers,	are
terminated,	we	could	experience	additional	expense	in	arranging	for	new	technology,	services	and	support.	In	addition,	the
failure	of	the	data	centers	that	we	utilize	or	any	third-	party	providers	to	meet	our	capacity	requirements	could	result	in
interruptions	in	the	availability	or	functionality	of	our	devices	or	impede	our	ability	to	scale	our	operations.	We	believe	we	and
the	third	parties	on	which	we	rely	have	taken	reasonable	precautions	to	protect	necessary	data	centers	and	telecommunication
links	from	events	that	could	interrupt	our	operations.	Such	third	parties,	however,	are	responsible	for	maintaining	their	own
network	security,	disaster	recovery	and	system	management	procedures.	Any	damage	to	the	data	centers	that	we	utilize	or	any
failure	of	our	telecommunications	links	that	causes	loss	of	data	center	capacity	or	otherwise	causes	interruptions	in	our
operations,	however,	may	materially	adversely	affect	our	ability	to	quickly	and	effectively	respond	to	our	retailers’
requirements,	which	could	result	in	loss	of	their	confidence,	adversely	impact	our	ability	to	attract	new	retailers	and	force	us	to
expend	significant	resources	to	repair	the	damage.	Such	events	may	harm	our	business,	financial	condition	and	results	of



operations.	Any	material	disruption	of	our	information	systems	may	harm	our	business,	financial	condition	and	results	of
operations.	We	are	increasingly	dependent	on	information	IT	systems	Systems	to	process	transactions,	respond	to	retailer
inquiries,	provide	technical	support	to	consumers,	manage	our	supply	chain	and	inventory,	ship	goods	on	a	timely	basis	and
maintain	cost-	efficient	operations,	in	particular	for	our	Inscape	data	services.	There	have	been	and	may	continue	to	be
significant	supply	chain	attacks	(such	as	the	attacks	resulting	from	vulnerabilities	in	SolarWinds	Orion,	Accellion	FTA,
Microsoft	Exchange,	and	other	widely-	used	software	and	technology	infrastructure)	and	there	may	be	a	rise	in	the	threat,
frequency	and	/	or	sophistication	of	cyber-	attacks	due	to	current	geopolitical	tensions,	so	we	cannot	guarantee	that	our	or	our
third-	party	providers’	systems	and	networks	have	not	been	breached	or	that	they	do	not	contain	exploitable	defects	or	bugs	that
could	result	in	a	breach	of	or	disruption	to	our	systems	and	networks	or	the	systems	and	networks	of	third	parties	that	support	us
and	our	services.	Any	material	disruption,	outage,	failure	or	slowdown	of	our	systems	or	those	of	our	service	providers,
including	a	disruption	or	slowdown	caused	by	our	failure	to	successfully	upgrade	our	systems,	system	failures,	viruses,
computer	“	hackers,	”	cybersecurity	attacks,	denial	of	service	attacks,	ransomware	or	other	causes,	as	well	as	fire,	flood,
earthquakes,	tornadoes,	power	loss,	telecommunications	or	equipment	failure,	infrastructure	changes,	human	or	software	errors,
fraud	or	other	disasters	and	events	beyond	our	control,	could	cause	delays	in	our	supply	chain	or	cause	information,	including
data	related	to	retailer	orders,	to	be	lost,	corrupted,	altered	or	delayed,	which	could	result	in	delays	in	the	delivery	of
merchandise	to	retailers	or	lost	sales,	especially	if	the	disruption	or	slowdown	occurs	during	the	holiday	season.	In	some
instances,	we	may	not	be	able	to	identify	the	cause	,	investigate,	remediate	or	causes	of	recover	from	these	performance
problems	within	an	acceptable	period	of	time.	Any	of	these	events	could	reduce	demand	for	our	devices	or	impair	our	ability	to
complete	sales	through	our	ecommerce	channels	and	cause	our	revenue	to	decline.	If	our	information	systems	are	inadequate	to
handle	our	growth,	we	could	lose	retailers	or	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	As	we
expand	our	operations,	we	expect	to	utilize	additional	systems	and	service	providers	that	may	also	be	essential	to	managing	our
business,	in	particular	for	our	Inscape	data	services.	Although	the	systems	and	services	that	we	require	are	typically	available
from	a	number	of	providers,	it	is	time	consuming	and	costly	to	qualify	and	implement	these	relationships.	Therefore,	our	ability
to	manage	our	business	would	suffer	if	one	or	more	of	our	providers	suffers	an	interruption	in	their	business,	or	experiences
delays,	disruptions	or	quality	control	problems	in	their	operations,	or	we	have	to	change	or	add	systems	and	services.
Furthermore,	we	may	not	be	able	to	control	the	quality	of	the	systems	and	services	we	receive	from	third-	party	service
providers,	which	could	impair	our	ability	to	implement	appropriate	internal	controls	over	financial	reporting.	If	our	devices
contain	defects	or	errors,	we	could	incur	significant	unexpected	expenses,	experience	device	returns	and	lost	sales,	suffer
damage	to	our	reputation	and	brand,	and	be	subject	to	product	liability	or	other	claims.	Our	devices	are	complex	and	may
contain	defects,	bugs,	or	vulnerabilities,	or	be	subject	to	errors	or	failures,	particularly	when	first	introduced	or	when	new
models	are	released.	Our	devices	have	a	one-,	two-	or	three-	year	limited	warranty	against	manufacturing	defects	and
workmanship.	While	our	warranty	is	limited	to	repairs	and	returns,	warranty	claims	may	result	in	significant	costs	and	litigation,
the	occurrence	of	which	may	harm	our	business,	financial	condition	and	results	of	operations.	If	our	devices	contain	defects	or
errors,	we	could	experience	decreased	sales	and	increased	device	returns,	and	loss	of	our	retailers,	consumers	and	market	share.
If	defects	are	not	discovered	until	after	retailers	or	consumers	purchase	our	devices,	our	retailers	and	consumers	could	lose
confidence	in	the	quality	of	our	devices	and	our	reputation	and	brand	may	be	harmed.	If	significant	bugs	or	vulnerabilities	are
not	discovered	and	patched	in	a	timely	manner,	unauthorized	parties	could	gain	access	to	such	devices.	Any	negative	publicity
related	to	the	perceived	quality	of	our	devices	could	affect	our	brand	image,	decrease	retailer	and	consumer	demand,	and	may
harm	our	business,	financial	condition	and	results	of	operations.	In	addition,	although	substantially	all	of	our	device	warranty
expenses	are	reimbursed	by	our	manufacturers	under	our	standard	device	supply	agreements,	if	our	manufacturers	fail	to	honor
these	obligations,	or	if	the	indemnities	in	our	device	supply	agreements	are	insufficient	or	do	not	cover	our	losses,	we	could
incur	significant	service,	warranty	and	insurance	costs	to	correct	any	defects,	warranty	claims	or	other	problems,	including	costs
related	to	device	recalls.	We	may	undertake	acquisitions	to	expand	our	business,	which	may	pose	risks	to	our	business,	dilute	the
ownership	of	our	stockholders	or	restrict	our	operations.	As	part	of	our	business	and	growth	strategy,	we	have	in	the	past
acquired	and	made	significant	investments	in,	and	may	in	the	future	acquire	or	make	significant	investments	in,	businesses,
assets,	technologies	or	services	that	we	believe	complement	our	business,	although	we	have	no	present	commitments	or
agreements	to	enter	into	any	such	acquisitions	or	investments.	We	have	limited	experience	acquiring	and	integrating	businesses,
and	may	not	be	successful	in	doing	so.	Acquisitions	involve	numerous	risks,	any	of	which	could	harm	our	business	and
negatively	affect	our	business,	financial	condition	and	results	of	operations,	including:	•	intense	competition	for	suitable
acquisition	targets,	which	could	increase	acquisition	costs	and	adversely	affect	our	ability	to	consummate	deals	on	favorable	or
acceptable	terms;	•	failure	or	material	delay	in	closing	a	transaction;	•	transaction-	related	lawsuits	or	claims;	•	difficulties	in
integrating	the	technologies,	operations,	existing	contracts	and	personnel	of	an	acquired	company;	•	difficulties	in	retaining	key
employees	or	business	partners	of	an	acquired	company;	•	diversion	of	financial	and	management	resources	from	existing
operations	or	alternative	acquisition	opportunities;	•	failure	to	realize	the	anticipated	benefits	or	synergies	of	a	transaction;	•
failure	to	identify	the	problems,	liabilities	or	other	shortcomings	or	challenges	of	an	acquired	company	or	technology,	including
issues	related	to	intellectual	property,	regulatory	compliance	practices,	litigation,	revenue	recognition	or	other	accounting
practices,	privacy,	data	protection	and	data	security	practices,	or	employee	or	user	issues;	•	risks	that	regulatory	bodies	may
enact	new	laws	or	promulgate	new	regulations	that	are	adverse	to	an	acquired	company	or	business;	•	risks	that	we	may	be
required	to	comply	with	additional	laws	and	regulations,	or	to	engage	in	substantial	remediation	efforts	to	cause	the	acquired
company	to	comply	with	applicable	laws	or	regulations;	•	costs	and	potential	difficulties	associated	with	the	requirement	to	test
and	assimilate	the	internal	control	processes	of	the	acquired	business;	•	theft	of	our	trade	secrets	or	confidential	information	that
we	share	with	potential	acquisition	candidates;	•	risk	that	an	acquired	company	or	investment	in	new	offerings	cannibalizes	a
portion	of	our	existing	business;	and	•	adverse	market	reaction	to	an	acquisition.	If	we	fail	to	address	the	foregoing	risks	or	other



problems	encountered	in	connection	with	past	or	future	acquisitions	of	businesses,	new	technologies,	services	and	other	assets
and	strategic	investments,	or	if	we	fail	to	successfully	integrate	such	acquisitions	or	investments,	our	business,	financial
condition	and	results	of	operations	may	be	harmed.	Acquisitions	by	us	could	also	result	in	large	write-	offs	or	assumptions	of
debt	and	contingent	liabilities,	any	of	which	could	substantially	harm	our	business,	financial	condition	and	results	of	operations.
In	addition,	to	finance	any	acquisitions,	it	may	be	necessary	for	us	to	raise	additional	funds	through	equity,	equity-	linked	or	debt
financings.	Additional	funds	may	not	be	available	on	terms	that	are	favorable	to	us,	and	in	the	case	of	equity	or	equity-	linked
financings,	could	result	in	dilution	to	our	stockholders.	Furthermore,	funds	obtained	through	debt	financing	could	contain
covenants	that	restrict	how	we	operate	our	business	or	obtain	other	financing	in	the	future.	We	are	subject	to	international
business	risks	and	uncertainties.	Our	supply	chain	and	manufacturing	partners	are	based	in,	or	have	operations	in	countries
outside	of	the	United	States	including	Vietnam,	China,	Taiwan,	Thailand	and	Mexico.	Further,	we	may	expand	our	marketing
operations	internationally,	which	may	lead	to	operations	across	many	additional	countries.	For	example,	we	have	previously
established	sales	channels	through	which	we	sell	sold	our	devices	in	Canada	and	Mexico,	though	we	have	currently	suspended
sales	in	these	countries.	Operating	in	foreign	countries	requires	significant	resources	and	management	’	s	attention,	and	we	have
limited	experience	entering	new	geographic	markets.	We	cannot	guarantee	that	our	international	efforts	will	be	successful.	Some
of	our	manufacturers	of	key	components,	including	LCD	panels,	reside	in	China.	The	Chinese	economy	differs	from	the
economies	of	most	developed	countries	in	many	respects,	including	the	amount	of	government	involvement,	the	level	of
development,	the	growth	rate,	the	control	of	foreign	exchange	and	the	allocation	of	resources.	The	Chinese	government
exercises	significant	control	over	China’	s	economic	growth	through	the	allocation	of	resources,	control	of	the	incurrence	and
payment	of	foreign	currency-	denominated	obligations,	setting	of	monetary	policy	and	provision	of	preferential	treatment	to
particular	industries	or	companies.	Changes	in	any	of	these	policies,	laws	and	regulations	could	adversely	affect	the	overall
economy	in	China	or	our	Chinese	manufacturers,	which	could	harm	our	business	through	higher	device	costs,	reduced
availability	or	both.	Additionally,	new	strains	and	outbreaks	of	the	COVID-	19	pandemic	led	to	government	mandated	shut
downs	in	China	in	2022	and	a	subsequent	end	to	lockdown	measures	and	rise	in	COVID-	19	cases	in	China	in	early	2023,	which
led	to	disruption	of	commercial	activity,	impacted	some	of	our	manufacturers	and	may	continue	to	impact	them	in	the	future.
We	may	also	experience	negative	impacts	on	our	business	resulting	from	local	regulations	imposed	in	international	jurisdictions
where	our	supply	chain	and	manufacturing	partners	operate	or	to	U.	S.	regulations	that	impact	our	ability	to	conduct	our
business	with	our	current	international	partners.	For	example,	tensions	in	the	relationship	between	the	United	States	and	China,
where	some	of	our	products	and	product-	components	are	manufactured,	have	and	could	continue	to	result	in	U.	S.	federal	and
state	regulations	imposing	restrictions	on	the	importation	of	products	and	components	manufactured	in	China,	which	may
impact	the	cost	of	or	our	ability	to	import	our	devices.	Furthermore,	the	global	nature	of	our	business	creates	various	domestic
and	local	regulatory	challenges	and	subjects	us	to	risks	associated	with	our	international	operations.	We	are	subject	to	the	U.	S.
Foreign	Corrupt	Practices	Act	(the	“	FCPA	”)	and	similar	anti-	bribery	and	anti-	corruption	laws	in	other	jurisdictions	in	which
we	conduct	activities,	such	as	China.	These	laws	generally	prohibit	companies,	their	employees,	agents,	representatives,
business	partners	and	third-	party	intermediaries	from	authorizing,	offering,	or	providing,	directly	or	indirectly,	improper
payments	to	government	officials	or	others	in	the	private	sector	for	the	purpose	of	influencing	official	actions,	obtaining	or
retaining	business,	directing	business	to	another	or	securing	an	advantage.	Our	ability	to	maintain	current	relationships	with	our
manufacturers	and	vendors,	to	conduct	operations	with	our	existing	international	partners	and	to	grow	our	business
internationally	is	subject	to	risks	associated	with	international	operations,	such	as:	•	inability	to	localize	our	devices,	including	to
adapt	for	local	practices	and	translate	into	foreign	languages;	•	difficulties	in	staffing	and	managing	foreign	operations;	•
burdens	of	complying	with	a	wide	variety	of	laws	and	regulations,	including	those	relating	to	the	collection,	use	and	other
processing	of	consumer	data;	•	more	stringent	or	differing	regulations	relating	to	privacy,	data	protection	and	data	security,
particularly	in	Canada	and	the	European	Union;	•	unexpected	changes	in	regulatory	requirements;	•	adverse	tax	effects	and
foreign	exchange	controls	making	it	difficult	to	repatriate	earnings	and	cash,	or	reinvest	earnings	from	operations	in	one	country
to	fund	the	capital	needs	of	our	operations	in	other	countries;	•	exposure	to	political	or	economic	instability	and	general
economic	fluctuations	in	specific	countries	or	markets;	•	risks	resulting	from	changes	in	currency	exchange	rates;	•	changes	in
diplomatic	and	trade	relationships,	including	with	respect	to	the	relationship	between	China	and	Taiwan	as	well	as	ongoing	trade
disputes	between	the	United	States	and	China;	•	terrorist	activities,	natural	disasters	and	pandemics,	including	the	regional	or
local	impacts	of	any	such	activity;	•	political,	economic	and	social	instability,	war	(including	ongoing	geopolitical	conflicts
tensions	related	to	Russia’	s	actions	in	and	around	Ukraine	,	Israel	and	other	areas	of	the	world	,	resulting	sanctions	imposed
by	the	United	States	and	other	countries,	and	retaliatory	actions	taken	by	Russia	in	response	to	such	sanctions)	or	armed
conflict;	•	trade	restrictions;	•	differing	employment	practices	and	laws	and	labor	disruptions,	including	strikes	and	other	work
stoppages,	strains	on	the	available	labor	pool,	labor	unrest,	changes	in	labor	costs	and	other	employment	dynamics;	•	the
imposition	of	government	controls;	•	lesser	degrees	of	intellectual	property	protection;	•	tariffs	and	customs	duties,	or	other
barriers	to	some	international	markets,	and	the	classifications	of	our	goods	by	applicable	governmental	bodies;	•	a	legal	system
subject	to	undue	influence	or	corruption;	and	•	a	business	culture	in	which	illegal	sales	practices	may	be	prevalent.	The
occurrence	of	any	of	these	risks	could	negatively	affect	our	operations	or	international	business	expansion	and	consequently	our
business,	financial	condition	and	results	of	operations	may	be	harmed.	Our	Inscape	data	services	currently	focus	on	data
generated	from	television	content	consumption	in	the	United	States.	In	order	to	expand	these	services	internationally,	we	would
be	required	to	expend	significant	time	and	resources	to	be	able	to	ensure	that	we	can	collect	consumer	and	content	data	in	other
countries,	and	that	we	do	so	in	compliance	with	laws	in	such	countries.	We	cannot	guarantee	that	we	would	be	able	to	do	so	in	a
cost-	effective	manner,	if	at	all.	We	intend	to	run	our	operations	in	compliance	with	local	regulations,	such	as	tax,	civil,
environmental	and	other	laws	in	each	country	where	we	may	have	presence	or	operations.	However,	there	are	inherent	legal,
financial	and	operational	risks	involved	in	conducting	international	operations,	and	we	cannot	be	certain	that	these	risks	will	not



prevent	us	from	being	able	to	successfully	develop	and	expand	our	international	operations.	As	we	increase	our	international
sales	and	business,	we	may	engage	with	third-	party	intermediaries	to	market	our	devices	and	to	obtain	necessary	permits,
licenses	and	other	regulatory	approvals.	In	addition,	we	or	our	employees,	agents,	representatives,	business	partners	and	third-
party	intermediaries	may	have	direct	or	indirect	interactions	with	officials	and	employees	of	government	agencies	or	state-
owned	or	affiliated	entities.	We	can	be	held	liable	for	the	corrupt	or	other	illegal	activities	of	our	employees,	agents,
representatives,	business	partners	and	third-	party	intermediaries,	even	if	we	do	not	explicitly	authorize	such	activities.	In
addition,	U.	S.	public	companies	are	required	to	maintain	records	that	accurately	and	fairly	represent	their	transactions	and	have
an	adequate	system	of	internal	accounting	controls.	We	cannot	assure	you	that	our	employees,	agents,	representatives,	business
partners	and	third-	party	intermediaries	will	not	take	actions	in	violation	of	applicable	law,	for	which	we	may	be	ultimately	held
responsible.	Detecting,	investigating	and	resolving	actual	or	alleged	violations	of	anti-	corruption	laws	can	require	a	significant
diversion	of	time,	resources	and	attention	from	senior	management,	as	well	as	significant	defense	costs	and	other	professional
service	fees.	In	addition,	noncompliance	with	anti-	corruption	and	anti-	bribery	laws	can	subject	us	to	whistleblower	complaints,
investigations,	sanctions,	settlements,	prosecution,	enforcement	actions,	fines,	damages,	other	civil	and	/	or	criminal	penalties
and	injunctions	against	us,	our	officers	or	our	employees,	disgorgement	of	profits,	suspension	or	debarment	from	contracting
with	the	U.	S.	government	or	other	persons,	reputational	harm,	adverse	media	coverage	and	other	collateral	consequences.	If	any
subpoenas	or	investigations	are	launched,	or	governmental	or	other	sanctions	are	imposed,	or	if	we	do	not	prevail	in	any
possible	civil	or	criminal	proceeding,	our	reputation,	brand,	business,	financial	condition	and	results	of	operations	may	be
harmed.	We	are	highly	dependent	on	our	Chief	Executive	Officer	and	senior	management	team,	and	we	may	fail	to	attract,
retain,	motivate	or	integrate	highly	skilled	personnel,	which	may	harm	our	business,	financial	condition	and	results	of
operations.	Our	future	success	depends	in	significant	part	on	the	continued	service	of	William	Wang,	our	Founder,	Chairman
and	Chief	Executive	Officer,	and	our	senior	management	team.	Mr.	Wang	is	critical	to	the	strategic	direction	and	overall
management	of	our	company	as	well	as	our	research	and	development	process.	Mr.	Wang	and	each	member	of	our	management
team	is	an	at-	will	employee.	We	do	not	carry	key	person	life	insurance	on	Mr.	Wang	or	any	other	member	of	our	senior
management	team.	If	we	lose	the	services	of	any	member	of	our	senior	management	team,	we	may	not	be	able	to	find	a	suitable
replacement	or	integrate	a	replacement	in	a	timely	manner	or	at	all,	which	would	seriously	harm	our	business,	financial
condition	and	results	of	operations.	In	addition,	our	continuing	growth	will,	to	a	large	extent,	depend	on	the	attention	of	Mr.
Wang	to	our	daily	affairs.	Our	future	success	also	depends,	in	part,	on	our	ability	to	continue	to	attract	and	retain	highly	skilled
personnel.	Competition	for	these	personnel	in	the	Orange	County	area	of	California,	where	our	headquarters	is	located,	and	in
other	locations	where	we	maintain	offices,	is	intense,	and	the	industry	in	which	we	operate	is	generally	characterized	by
significant	competition	for	skilled	personnel	as	well	as	high	employee	attrition.	We	may	not	be	successful	in	attracting,
retaining,	training	or	motivating	qualified	personnel	to	fulfill	our	current	or	future	needs.	Additionally,	the	former	employers	of
our	new	employees	may	attempt	to	assert	that	our	new	employees	or	we	have	breached	their	legal	obligations,	which	may	be
time-	consuming,	distracting	to	management	and	may	divert	our	resources.	Current	and	potential	personnel	also	often	consider
the	value	of	equity	awards	they	receive	in	connection	with	their	employment,	and	to	the	extent	the	perceived	value	of	our	equity
awards	declines,	our	ability	to	attract	and	retain	highly	skilled	personnel	may	be	negatively	impacted.	If	we	fail	to	attract	and
integrate	new	personnel	or	retain	and	motivate	our	current	personnel,	our	business,	financial	condition	and	results	of	operations
may	be	harmed.	The	quality	of	our	consumer	support	is	important	to	our	consumers,	and	if	we	fail	to	provide	adequate	levels	of
consumer	support,	we	could	lose	consumers,	which	would	harm	our	business.	Our	consumers	depend	on	our	consumer	support
organization	to	resolve	any	issues	relating	to	our	devices	and	SmartCast	operating	system.	A	high	level	of	support	is	critical	for
the	successful	marketing	and	sale	of	our	devices.	We	currently	outsource	our	consumer	support	operation	to	three	two	third-
party	consumer	support	providers	.	We	also	use	artificial	intelligence	tools	to	assist	these	providers	in	responding	to	our
consumers	and	to	respond	to	consumers	directly	.	If	we	do	not	effectively	train,	update	and	manage	our	third-	party	consumer
support	providers	to	assist	our	consumers,	and	if	those	support	providers	do	not	succeed	in	helping	them	quickly	resolve	issues
or	provide	effective	ongoing	support	,	including	by	properly	deploying	artificial	intelligence	tools	,	it	could	adversely	affect
our	ability	to	sell	our	devices	to	consumers	and	harm	our	reputation	with	potential	new	consumers.	Our	success	will	depend	in
part	on	our	continued	ability	to	offer	devices	utilizing	a	display	technology	that	has	broad	market	appeal.	Most	of	our	total	net
revenue	is	currently	derived	from	the	sale	of	devices	utilizing	LCD	display	technology,	which	is	currently	the	most	common	flat
panel	display	technology,	and	OLED	display	technology.	We	do	not	design	or	manufacture	either	LCD	or	OLED	display
technology.	Our	ability	to	adopt	or	incorporate	the	latest	LCD	and	OLED	display	technologies	into	our	Smart	TVs	depends	on
continued	advancement	in	the	design	and	manufacture	of	LCD	and	OLED	display	technologies	by	others.	Furthermore,
technologies	other	than	LCD	and	OLED	technologies	are	also	currently	available	or	may	become	available.	These	new	display
technologies,	which	are	at	various	stages	of	development	and	production,	may	gain	wider	market	acceptance	than	LCD	or
OLED	technology	for	use	in	televisions.	We	currently	do	not	offer	Smart	TVs	using	displays	incorporating	these	alternative
display	technologies.	If	consumers	prefer	devices	manufactured	by	our	competitors	utilizing	display	technologies	that	we	have
not	adopted,	this	may	harm	our	business,	financial	condition	and	results	of	operations.	We	have	and	may	continue	to	discontinue
support	for	older	versions	of	our	devices,	resulting	in	consumer	dissatisfaction	that	could	negatively	affect	our	business,
financial	condition	and	results	of	operations.	We	have	historically	maintained,	and	we	believe	our	consumers	may	expect,
extensive	backward	compatibility	for	our	older	products	and	the	software	that	supports	them,	allowing	older	products	to
continue	to	benefit	from	new	software	updates.	We	expect	that	in	the	near	term,	this	backward	compatibility	will	no	longer	be
practical	or	cost-	effective,	and	we	may	decrease	or	discontinue	service	for	our	older	products.	Further,	certain	older	products
may	continue	to	work	but	may	no	longer	receive	software	updates	(other	than	critical	patches)	and	/	or	we	may	still	continue	to
offer	updates	to	the	user	interface	and	applications	available	on	the	platform	without	providing	support	for	updating	all
functions	of	our	older	products.	To	the	extent	we	no	longer	provide	extensive	backward	compatibility	for	our	products,	we	may



damage	our	relationship	with	our	existing	consumers,	as	well	as	our	reputation,	brand	loyalty	and	ability	to	attract	new
consumers.	For	these	reasons,	any	decision	to	decrease	or	discontinue	backward	compatibility	may	decrease	sales,	generate	legal
claims	and	may	harm	our	business,	financial	condition	and	results	of	operations.	Changes	in	how	network	operators	manage
data	that	travel	across	their	networks	could	harm	our	business.	Our	business	relies	upon	the	ability	of	our	consumers	to	access
high-	quality	streaming	content	through	the	internet.	As	a	result,	the	growth	of	our	business	depends	on	our	consumers’	ability
to	obtain	and	maintain	low-	cost,	high-	speed	access	to	the	internet,	which	relies	in	part	on	the	network	operators’	continuing
willingness	to	upgrade	and	maintain	their	equipment	as	needed	to	sustain	a	robust	internet	infrastructure	as	well	as	their
continued	willingness	to	preserve	the	open	and	interconnected	nature	of	the	internet.	We	exercise	no	control	over	network
operators,	which	makes	us	vulnerable	to	any	errors,	interruptions	or	delays	in	their	operations.	Any	material	disruption	or
degradation	in	internet	services	may	harm	our	business.	To	the	extent	that	the	number	of	internet	users	continues	to	increase,
network	congestion	could	adversely	affect	the	reliability	of	our	OTT	over-	the-	top	services.	We	may	also	face	increased	costs
of	doing	business	if	network	operators	engage	in	discriminatory	practices	with	respect	to	streamed	video	content	in	an	effort	to
monetize	access	to	their	networks	by	data	providers.	In	the	past,	internet	service	providers	have	attempted	to	implement	usage-
based	pricing,	bandwidth	caps	and	traffic	“	shaping	”	or	throttling.	To	the	extent	network	operators	were	to	create	tiers	of
internet	access	service	and	either	charge	us	or	our	content	providers	for	access	to	these	tiers	or	prohibit	us	or	our	content
providers	from	having	our	services	available	on	some	or	all	of	these	tiers,	our	quality	of	service	could	decline,	our	operating
expenses	could	increase	and	our	ability	to	attract	and	retain	consumers	could	be	impaired,	each	of	which	may	harm	our	business.
In	addition,	most	network	operators	that	provide	consumers	with	access	to	the	internet	also	provide	these	consumers	with
multichannel	video	programming.	These	network	operators	have	an	incentive	to	use	their	network	infrastructure	in	a	manner
adverse	to	the	continued	growth	and	success	of	other	companies	seeking	to	distribute	similar	video	programming.	To	the	extent
that	network	operators	are	able	to	provide	preferential	treatment	to	their	own	data	and	content,	as	opposed	to	ours,	our	business
may	be	harmed.	Our	financial	and	operating	performance	may	be	adversely	affected	by	epidemics,	adverse	weather	conditions,
climate	change,	natural	disasters	and	other	catastrophes,	public	health	crises	,	including	the	COVID-	19	pandemic,	and	political
instability.	Our	headquarters	is	located	in	the	Orange	County	area	of	California,	an	area	susceptible	to	earthquakes.	A	major
earthquake	or	other	natural	disaster,	fire,	act	of	terrorism	or	other	catastrophic	event,	or	the	effects	of	climate	change	(such	as
sea	level	rise,	drought,	flooding,	wildfires	and	increased	storm	severity),	in	California	or	elsewhere	that	results	in	the	destruction
or	disruption	of	any	of	our	critical	business	operations	or	information	technology	systems	could	severely	affect	our	ability	to
conduct	normal	business	operations	and,	as	a	result,	our	future	results	of	operations	may	be	harmed.	Our	key	manufacturing,
supply,	assembly	and	distribution	partners	have	global	operations,	including	in	Vietnam,	China,	Taiwan,	Mexico	and	Thailand
as	well	as	the	United	States.	Political	instability	or	crises,	civil	unrest,	the	effects	of	climate	change,	adverse	weather	conditions,
natural	disasters	and	other	catastrophes,	epidemics	or	outbreaks	of	disease	in	any	of	those	countries,	public	health	crises,
including	the	COVID-	19	pandemic,	or	political	crises,	such	as	terrorist	attacks,	war	and	other	political	instability,	such	as	the
ongoing	geopolitical	tensions	related	to	conflicts	Russia’	s	actions	in	and	around	Ukraine	,	Israel	and	other	areas	of	the
world	,	resulting	sanctions	imposed	by	the	United	States	and	other	countries,	and	retaliatory	actions	taken	by	Russia	in	response
to	such	sanctions,	may	harm	our	business,	financial	condition	and	results	of	operations.	Any	prolonged	occurrence	of	these	or
other	events	or	conditions	in	any	of	these	locations	may	interrupt	the	business	operations	of	our	manufacturers	as	well	as	the
manufacturers	of	key	components,	including	LCD	panels,	which	may	harm	our	business	and	results	of	operations.	For	instance,
health	or	other	government	regulations	adopted	in	response	to	a	natural	disaster,	epidemic,	including	the	COVID-	19	pandemic,
or	outbreak,	or	a	severe	disruption	or	increase	in	the	pricing	of	basic	food	stuffs,	may	require	closure	of	our	manufacturers’
facilities	and	/	or	our	retailers’	facilities,	leading	to	reduced	production,	delayed	or	cancelled	orders	and	decrease	in	demand	for
our	devices.	These	regulations	also	could	result	in	severe	travel	restrictions	and	closures	that	would	restrict	our	ability	to	ship
our	devices.	We	may	require	additional	capital,	which	may	not	be	available	on	terms	acceptable	to	us,	or	at	all.	Historically,	we
have	funded	our	operations	and	capital	expenditures	primarily	through	equity	issuances	and	cash	generated	from	our	operations.
To	support	our	growing	business,	we	must	have	sufficient	capital	to	continue	to	make	significant	investments	in	our	devices	and
platform.	If	we	raise	additional	funds	through	the	issuance	of	equity,	equity-	linked,	or	debt	securities,	those	securities	may	have
rights,	preferences,	or	privileges	senior	to	those	of	our	Class	A	common	stock,	and	our	existing	stockholders	may	experience
dilution.	Any	debt	financing	secured	by	us	in	the	future	could	involve	restrictive	covenants	relating	to	our	capital-	raising
activities	and	other	financial	and	operational	matters,	which	may	make	it	more	difficult	for	us	to	obtain	additional	capital	and	to
pursue	business	opportunities.	Our	ability	to	obtain	financing	will	depend	on,	among	other	things,	our	business	plans,	operating
performance,	and	the	condition	of	the	capital	markets	at	the	time	we	seek	financing,	including	disruptions	caused	by	geopolitical
or	macro-	economic	macroeconomic	events	,	including	COVID-	19	.	We	cannot	be	certain	that	additional	financing	will	be
available	to	us	on	favorable	terms,	or	at	all.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on	terms	satisfactory	to
us,	when	we	require	it,	our	ability	to	continue	to	support	our	business	growth	and	to	respond	to	business	challenges	could	be
significantly	limited,	and	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	A	small	number	of
retailers	account	for	a	substantial	majority	of	our	Device	net	revenue,	and	if	our	relationships	with	any	of	these	retailers
is	harmed	or	terminated,	or	the	level	of	business	with	them	is	significantly	reduced,	our	results	of	operations	may	be
harmed.	We	depend	on	a	small	number	of	retailers	for	a	substantial	majority	of	our	Device	business	and	believe	that	in	the	future
we	will	continue	to	generate	a	substantial	majority	of	our	Device	net	revenue	from	a	small	number	of	retailers.	Certain	entities
purchasing	from	us	are	affiliates	under	common	control.	While	they	have	historically	submitted	orders	to	us	through	separate
purchasing	departments,	their	affiliation	enhances	the	risk	of	our	retailer	concentration	as,	among	other	things,	their	purchasing
departments	could	become	centralized	in	the	future.	We	do	not	typically	enter	into	binding	long-	term	contracts	with	our
retailers.	We	generally	sell	our	devices	on	the	basis	of	purchase	orders,	and	our	retailers	may	cancel	or	defer	orders	with	little	or
no	notice	and	without	significant	or	any	penalties.	Our	ability	to	maintain	close	and	satisfactory	relationships	with	our	retailers	is



important	to	the	ongoing	success	and	profitability	of	our	business.	If	any	of	our	significant	retailers	reduces,	delays	or	cancels	its
orders,	or	the	financial	condition	of	our	key	retailers	deteriorates,	our	business	may	be	seriously	harmed.	In	addition,	our
retailers	may	become	competitors.	For	example,	one	of	our	significant	retailers,	Walmart,	sells	its	own	brand	of	televisions,	Onn,
and	has	chosen	and	may	continue	to	choose	to	promote	their	own	devices	over	ours	or	could	ultimately	cease	selling	or
promoting	our	devices	entirely.	If	we	were	to	lose	one	of	our	major	retailers,	or	if	a	major	retailer	were	to	significantly	reduce	its
volume	of	business	with	us	or	provide	more	or	better	shelf	space	to	devices	of	our	competitors,	our	Device	net	revenue	and
Device	gross	profit	could	be	materially	reduced,	which	could	have	a	significant	adverse	impact	on	our	business,	financial
condition	and	results	of	operations.	If	we	do	not	effectively	maintain	and	further	develop	our	Device	sales	channels,	including
developing	and	supporting	our	retail	sales	channels,	or	if	any	of	our	retailers	experience	financial	difficulties	or	fails	to	promote
our	devices,	our	business	may	be	harmed.	We	depend	upon	effective	sales	channels	to	reach	the	consumers	who	are	the	ultimate
purchasers	of	our	devices.	We	primarily	sell	our	devices	directly	through	a	mix	of	retail	channels,	including	big	box	retailers,
wholesale	clubs,	online	marketplaces	and,	to	a	much	smaller	extent,	independent	regional	retailers.	We	depend	on	these	retailers
to	provide	adequate	and	attractive	space	for	our	devices	in	their	stores,	which	will	become	more	challenging	to	the	extent
average	television	sizes	increase.	Many	of	our	retailers	limit	the	shelf	space	they	provide	to	any	single	brand,	which	makes
future	market	share	gains	by	us	more	difficult.	We	further	depend	on	our	retailers	to	employ,	educate	and	motivate	their	sales
personnel	to	effectively	sell	our	media	entertainment	devices,	and	in	online	channels,	we	must	ensure	we	and	our	retailers	have
adequate	resources	to	educate	and	attract	consumers	to	our	devices.	If	our	retailers	do	not	adequately	display	our	devices,	choose
to	promote	competitors’	devices	over	ours	(including	through	more	prominent	or	higher-	impact	store	displays	or	through	in-
store	recommendations	to	consumers	from	their	sales	personnel),	or	do	not	effectively	explain	to	consumers	the	advantages	of
our	devices,	our	revenue	could	decrease	and	our	business	may	be	harmed.	Similarly,	our	Device	business	could	be	adversely
affected	if	any	of	our	large	retailers	were	to	experience	financial	difficulties,	or	change	the	focus	of	their	businesses	in	a	way	that
de-	emphasized	the	sale	of	our	devices.	We	continue	to	invest	in	our	sales	channels	with	in-	store	device	displays,	online
campaigns	and	retail-	associate	training,	and	there	can	be	no	assurance	that	this	investment	will	lead	to	increased	sales.	We
depend	on	a	limited	number	of	manufacturers	and	suppliers	for	our	devices	and	their	components.	If	we	experience	any	delay	or
disruption,	or	quality	control	problems	with	our	manufacturers	in	their	operations	or	availability	or	price	fluctuations	of	key
components	from	suppliers,	we	may	be	unable	to	keep	up	with	retailer	and	consumer	demand	for	our	devices,	we	could	lose
market	share	and	revenue	and	our	reputation,	brand	and	business	would	be	harmed.	We	do	not	have	internal	manufacturing	or
testing	facilities	or	capabilities,	and	all	of	our	devices	are	manufactured,	assembled,	tested	and	packaged	by	third-	party
manufacturers,	who	are	original	design	manufacturers	(“	ODMs	”).	Our	manufacturers	are,	in	turn,	responsible	for	procuring	or
manufacturing	the	components	used	in	the	manufacturing	of	our	devices	from	a	limited	number	of	suppliers.	Our	reliance	on	our
manufacturers,	and	indirectly,	on	their	limited	number	of	suppliers,	involves	a	number	of	risks,	including	risks	related	to	the
following:	•	our	manufacturers	and	their	suppliers	may	encounter	financial	or	other	business	difficulties,	change	their	strategic
objectives,	or	perceive	us	to	no	longer	be	an	attractive	retailer;	•	we	have	no	long-	term	contracts	with	our	manufacturers	and	as
a	result,	our	manufacturers	could	cease	to	provide	devices	to	us	with	little	or	no	notice;	•	our	manufacturers,	or	their	suppliers,
may	experience	disruptions	in	their	manufacturing	operations	due	to	equipment	breakdowns,	cybersecurity	attacks	or	security
breaches	or	incidents,	labor	disputes	or	shortages,	component	or	material	shortages,	cost	increases	or	other	similar	problems;	•
production	capacity	constraints;	•	increases	in	manufacturing	costs	and	lead	times;	•	untimely	delivery	and	failures	to	meet
production	deadlines;	•	errors	in	complying	with	device	specifications;	•	device	and	component	quality	and	reliability	issues;	•
vessel	delays	and	port	congestion,	which	disrupt	shipping	operations;	•	failure	of	a	key	manufacturer,	or	a	key	supplier	to	a
manufacturer,	to	remain	in	business	and	adjust	to	market	conditions;	•	failure	of	our	manufacturers	and	their	suppliers	to	obtain
timely	domestic	or	foreign	regulatory	approvals	or	certificates	for	our	devices;	•	increases	in	pricing	as	a	result	of	increases	in
tariffs	and	customs	duties;	•	our	ODMs	could	become	our	competitors	by	selling	directly	to	retailers,	including	our	retailers,	and
discontinuing	manufacturing	or	supplying	us	with	their	devices;	•	our	inability	to	pass	price	declines	in	the	sales	of	our	devices
or	price	protection	rebates	we	provide	to	our	retailers	through	to	our	manufacturers;	•	failure	of	manufacturers	to	honor
indemnities	in	their	agreements	with	us;	•	disagreements	or	disputes	between	us	and	our	manufacturers	relating	to	our	supply
agreements	or	otherwise;	•	delays	in,	or	the	inability	to	execute	on,	a	supplier	roadmap	for	components	and	technologies;	•
geopolitical	uncertainty	and	instability,	such	as	the	ongoing	geopolitical	tensions	related	to	conflicts	Russia’	s	actions	in	and
around	Ukraine	,	Israel	and	other	areas	of	the	world,	or	potential	conflicts	in	the	region	surrounding	the	Taiwan	Strait,	may
lead	to	changes	in	U.	S.	or	foreign	trade	policies	and	general	economic	conditions	that	impact	our	business;	and	•	natural
disasters,	fires,	pandemics,	climate	change,	acts	of	terrorism	or	other	catastrophic	events	which	disrupt	manufacturing	operations
or	shipping	routes.	The	COVID-	19	pandemic	and	responsive	actions	taken	by	government	authorities	and	businesses	have	in
the	past,	and	may	in	the	future,	exacerbate	these	risks.	For	example,	the	easing	of	COVID-	19	lockdown	restrictions	in	China	in
early	2023	resulted	in	a	rise	in	COVID-	19	cases	and	impacted	manufacturing	operations	in	the	country.	We	rely	on	our
manufacturers	to	procure	components	of	our	devices,	particularly	LCD	panels	and	chipsets.	There	are	a	limited	number	of
suppliers	of	LCD	panels	and	chipsets,	and	we	do	not	expect	the	number	of	suppliers	to	meaningfully	increase	.	In	addition,	some
of	our	manufacturers’	suppliers	are	affiliates	of	certain	of	our	competitors,	which	creates	the	risk	that	these	suppliers	may	favor
their	affiliated	companies	over	us	or	our	manufacturers	in	allocating	or	pricing	supplies,	or	may	refuse	to	supply	to	our
manufacturers	at	acceptable	prices,	or	at	all,	components	for	use	in	our	devices.	We	run	the	risk	that	these	or	other	suppliers	may
choose	to	withhold	LCD	panels	from	our	manufacturers,	and	they	may	not	cooperate	with	us	(or	our	manufacturers),	for
competitive	reasons	in	the	future	.	If	component	shortages	or	delays	continue	to	occur,	the	price	of	certain	components	may
increase,	and	we	may	be	exposed	to	quality	issues	or	the	components	may	not	be	available	at	all.	As	a	result,	we	could	lose
time-	sensitive	sales,	incur	additional	freight	costs	or	be	unable	to	pass	on	price	increases	to	our	retailers.	If	we,	or	our
manufacturers,	cannot	adequately	address	supply	issues,	we	might	have	to	re-	design	some	devices,	which	could	result	in	further



costs	and	delays.	In	addition,	if	we	experience	a	significant	increase	in	demand	for	our	devices,	our	manufacturers	might	not
have	the	capacity	to,	or	might	elect	not	to,	meet	our	needs	as	they	allocate	production	capacity	to	their	other	retailers.	Identifying
a	suitable	manufacturer	is	an	involved	process	that	requires	us	to	become	satisfied	with	the	manufacturer’	s	quality	control,
responsiveness	and	service,	financial	stability	and	labor	and	other	ethical	practices,	and	if	we	seek	to	source	materials	from	new
manufacturers	there	can	be	no	assurance	that	we	could	do	so	in	a	manner	that	does	not	disrupt	the	manufacture	and	sale	of	our
devices.	If	we	fail	to	manage	our	relationship	with	our	manufacturers	effectively,	or	if	they	experience	operational	difficulties,
our	ability	to	ship	devices	to	our	retailers	could	be	impaired	and	our	reputation,	brand,	business,	financial	condition	and	results
of	operations	may	be	harmed.	If	we	are	unable	to	accurately	predict	our	future	retailer	demand	and	provide	our	manufacturers
with	an	accurate	forecast	of	our	device	requirements,	we	may	experience	delays	in	the	manufacturing	of	the	devices	we	sell	and
the	costs	of	our	devices	may	increase,	which	may	harm	our	results	of	operations.	To	ensure	adequate	inventory	supply	and	meet
the	demands	of	our	retailers,	we	must	forecast	inventory	needs	and	place	orders	with	our	manufacturers	based	on	our	estimates
of	future	demand	for	particular	devices.	Our	ability	to	accurately	forecast	demand	for	our	devices	could	be	affected	by	a
multitude	of	factors,	including	the	timing	of	device	introductions	by	competitors,	unanticipated	changes	in	general	market
demand,	macroeconomic	conditions	or	consumer	confidence.	We	provide	our	manufacturers	with	a	rolling	forecast	of	demand,
which	they	use	to	determine	material	and	component	requirements.	Lead	times	for	ordering	materials	and	components,
especially	key	components	such	as	LCD	panels,	vary	significantly	and	depend	on	various	factors,	such	as	the	specific
component	manufacturer,	contract	terms	and	demand	and	supply	for	a	component	at	any	given	time.	We	rely	on	our
manufacturers	and	their	suppliers	to	manage	these	lead	times.	If	our	forecasts	are	less	than	our	actual	requirements,	our
manufacturers	and	their	suppliers	may	be	unable	to	manufacture	our	devices	or	their	components	in	sufficient	quantity	or	in	a
timely	manner,	and	we	may	be	unable	to	meet	retailer	demand	for	our	devices,	or	may	be	required	to	incur	higher	costs	to	secure
the	necessary	production	capacity	and	components.	We	experienced	each	of	these	effects	in	2020	and	2021,	due	to	an
unexpected	increase	in	consumer	demand	due	to	the	COVID-	19	pandemic.	We	could	also	overestimate	future	sales	of	our
devices	and	risk	causing	our	manufacturers	to	carry	excess	device	and	component	inventory,	which	could	result	in	our	providing
increased	price	protection	or	other	sales	incentives,	which	may	harm	our	Device	net	revenue	and	Device	gross	profit.	The	cost
of	the	components	used	in	our	devices	also	tends	to	drop	rapidly	as	volumes	increase	and	technologies	mature.	Therefore,	if	our
manufacturers	or	their	suppliers	are	unable	to	promptly	use	the	components	purchased	in	anticipation	of	our	forecasts,	the	cost
of	the	devices	we	sell	may	be	higher	than	our	competitors	due	to	an	over-	supply	of	higher	priced	components.	Furthermore,	a
failure	to	deliver	sufficient	quantities	of	devices	to	meet	the	demands	of	our	retailers	may	cause	us	to	lose	retailers.	At	certain
times	in	the	past,	including	in	2021,	we	have	been	unable	to	supply	the	number	of	Smart	TVs	demanded	by	certain	of	our
retailers.	If	this	were	to	occur	more	frequently,	our	relationship	with	these	retailers	may	be	materially	affected,	and	they	may
decide	to	seek	other	sources	of	supply	or	cease	doing	business	with	us	altogether.	We	rely	upon	third	parties	for	technology	that
is	critical	to	our	devices	and	services,	and	if	we	are	unable	to	continue	to	use	this	technology	and	future	technology,	our	ability
to	sell	competitive	and	technologically	advanced	devices	would	be	limited.	We	do	not	develop	certain	of	the	technologies
incorporated	into	and	necessary	for	the	operation	and	functionality	of	our	devices.	We	rely	on	non-	exclusive	license	rights	from
third	parties	for	these	technologies.	We	also	license	technology	on	a	non-	exclusive	basis	that	is	necessary	to	comply	with
various	data	compression,	broadcast	and	wireless	standards.	Because	the	intellectual	property	we	license	is	available	to	our
competitors	from	third	parties,	barriers	to	entry	for	our	competitors	are	lower	than	if	we	owned	exclusive	rights	to	the
technology	we	license	and	use	or	if	we	had	separately	developed	patented	technology.	In	some	cases,	the	owners	of	the
intellectual	property	that	we	license	routinely	license	the	same	or	similar	intellectual	property	to	our	competitors,	such	as	Dolby,
and	AVC	/	H.	264	patents	licensed	through	MPEG	LA	Via	Licensing	Alliance	.	If	a	competitor	enters	into	an	exclusive
arrangement	with	any	of	our	third-	party	technology	providers,	or	we	are	unable	to	continue	to	license	or	replace	technologies
we	use	following	the	expiration	or	termination	of	a	license,	our	ability	to	develop	and	sell	devices	or	services	containing	that
technology	could	be	severely	limited.	Our	ability	to	continue	licensing	technology	from	a	licensor	after	the	expiration	or
termination	of	a	license	could	also	become	more	limited	in	the	future	for	a	variety	of	reasons,	such	as	the	licensor	being
acquired	by	one	of	our	competitors.	Even	if	such	licenses	are	available,	we	may	be	required	to	pay	the	licensor	substantial
royalties	based	on	sales	of	our	devices.	Our	success	will	also	depend	in	part	on	our	continued	ability	to	access	these	technologies
on	commercially	reasonable	terms.	Upon	expiration	of	these	agreements,	we	are	required	to	re-	negotiate	and	renew	them	in
order	to	continue	to	access	these	technologies.	We	have	in	the	past	been,	and	may	in	the	future	be,	unable	to	reach	a	satisfactory
agreement	before	our	existing	license	agreements	have	expired.	In	some	instances,	we	may	be	required	by	third	parties	to
maintain	licenses	to	certain	third-	party	technologies,	and	failure	to	do	so	may	cause	us	to	lose	business	relationships	or
revenue.	If	we	are	unable	to	enter	into	or	renew	the	necessary	licenses	on	acceptable	terms	or	at	all,	if	any	necessary	licenses
are	subsequently	terminated,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	Defense	of	any	lawsuit
or	failure	to	obtain	any	of	these	licenses	on	favorable	terms	could	prevent	us	from	commercializing	our	devices,	which	may
harm	our	business,	financial	condition	and	results	of	operations.	We	rely	primarily	on	third	parties	for	the	research	and
development	behind	the	technologies	underlying	our	devices.	We	rely	primarily	on	third-	parties	for	the	research	and
development	of	the	technologies	underlying	our	devices.	The	success	of	our	devices	is	dependent	on	the	research	and
development	performed	by	these	third	parties.	If	our	relationships	with	our	third-	party	manufacturers	and	licensors	is	harmed	or
ends,	we	may	need	to	incur	additional	research	and	development	costs	in	order	to	remain	competitive	with	our	devices.	In
addition,	our	research	and	development	providers	may	experience	delays	that	are	out	of	our	control	.	For	example	,	as	a	result	of
the	COVID-	19	pandemic,	our	research	and	development	providers	experienced	delays	due	to	an	and	inability	to	complete	in-
person	research	and	development.	Furthermore,	we	cannot	control	the	amount	or	type	of	research	and	development	done	by	our
third-	party	providers.	If	they	choose	to	invest	less	in	research	and	development,	or	to	invest	in	less	relevant	areas	so	that	they
fail	to	keep	pace	with	the	technological	changes	in	our	industries,	our	devices	could	be	less	competitive,	and	our	business,



financial	condition	and	results	of	operations	may	be	harmed.	Limited	availability	of	raw	materials,	components	and
manufacturing	equipment	for	our	devices,	or	increases	in	the	cost	of	these	items,	may	harm	our	Device	business,	financial
condition	and	results	of	operations.	We	depend	on	our	manufacturers	obtaining	adequate	supplies	of	quality	raw	materials	and
components	on	a	timely	basis,	and	we	have	no	long-	term	agreements	with	our	manufacturers	with	fixed	prices	or	quantities.	As
a	result,	it	is	important	for	them	to	control	raw	material	and	component	costs	and	reduce	the	effects	of	fluctuations	in	price	and
availability.	We	do	not	have	ultimate	control	over	how	or	from	whom	our	manufacturers,	or	their	suppliers,	source	the	raw
materials	or	key	components,	such	as	glass	substrates,	liquid	crystal	material,	driver	integrated	circuits,	polarizers	and	color
filters,	used	in	our	devices	and	key	components.	Our	manufacturers,	or	their	suppliers,	may	establish	a	working	relationship	with
a	single	materials	supplier	if	they	believe	it	is	advantageous	to	do	so	due	to	performance,	quality,	support,	delivery,	capacity,
price	or	other	considerations.	Our	manufacturers	and	their	suppliers	have	experienced	and	may	in	the	future	experience	a
shortage	of,	or	a	delay	in	receiving,	certain	components	as	a	result	of	strong	demand;	capacity	constraints,	including	constraints
due	to,	financial	weakness	of	the	manufacturer	or	their	suppliers;	inability	of	manufacturers	or	their	suppliers	to	borrow	funds	in
the	credit	markets;	disputes	with	other	manufacturers	or	suppliers	(some	of	whom	are	also	competitors)	or	disruptions	in	the
operations	of	component	suppliers;	or	problems	faced	during	the	transition	to	a	new	component	supplier.	These	effects	have
been,	and	may	continue	to	be	exacerbated	by	certain	macroeconomic	conditions,	including	effects	of	the	COVID-	19	pandemic
and	the	conflict	conflicts	in	and	around	Ukraine	,	Israel	and	other	areas	of	the	world	,	inflationary	pressure,	rising	high
interest	rates,	labor	shortages	and	lingering	supply	chain	issues.	Our	results	of	operations	would	be	adversely	affected	if	our
manufacturers,	or	their	suppliers,	were	unable	to	obtain	adequate	supplies	of	high-	quality	raw	materials	or	components	in	a
timely	manner	or	make	alternative	arrangements	for	such	supplies	in	a	timely	manner.	Furthermore,	we	may	be	limited	in	our
ability	to	pass	on	increases	in	the	cost	of	raw	materials	and	components	to	our	retailers.	Our	contracts	with	our	retailers	provide
that	price	and	quantity	terms	are	contained	in	purchase	orders,	which	are	generally	agreed	upon	two	weeks	in	advance	of
delivery.	Except	under	certain	special	circumstances,	the	price	terms	in	the	purchase	orders	are	not	subject	to	change.	If	we
become	subject	to	any	significant	increase	in	the	price	our	manufacturers	charge	us	due	to	increases	in	the	price	of	raw	materials
or	components	that	were	not	anticipated,	we	may	be	unable	to	pass	on	such	cost	increases	to	our	retailers,	particularly	when	we
offer	price	protection,	where	we	offer	rebates	to	our	retailers	so	that	they	can	decrease	the	retail	price	of	devices	during	the
devices’	life	cycles	to	move	such	devices	off	their	shelves.	In	addition,	certain	manufacturing	equipment	used	by	our
manufacturers,	and	their	suppliers,	is	only	available	from	a	limited	number	of	vendors.	From	time	to	time,	increased	demand	for
such	equipment	may	cause	lead	times	to	extend	beyond	those	normally	required.	The	unavailability	of	such	equipment	could
hinder	the	manufacturing	capacity	of	our	manufacturers,	which	could	in	turn	impair	our	ability	to	meet	our	retailer	orders.	This
could	result	in	a	loss	of	revenue,	and	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	We	do	not
control	our	manufacturers	and	actions	that	they	might	take	could	harm	our	reputation,	brand	and	sales.	While	we	require	our
suppliers	to	comply	with	a	code	of	conduct,	we	do	not	control	their	labor,	environmental	or	other	practices.	A	violation	of	labor,
environmental	or	other	laws	by	our	manufacturers	or	their	suppliers,	or	a	failure	of	these	parties	to	comply	with	our	code	of
conduct	or	to	follow	ethical	business	practices,	could	lead	to	negative	publicity	and	harm	our	reputation	and	brand.	In	addition,
we	may	choose	to	seek	alternative	manufacturers	if	these	violations	or	failures	were	to	occur.	Identifying	and	qualifying	new
manufacturers	can	be	time	consuming	and	we	might	not	be	able	to	substitute	suitable	alternatives	in	a	timely	manner	or	at	an
acceptable	cost.	In	the	past,	other	consumer	device	companies	have	faced	significant	criticism	for	the	actions	of	their
manufacturers	and	suppliers,	and	we	could	face	such	criticism	ourselves.	Any	of	these	events	could	adversely	affect	our	brand,
harm	our	reputation,	reduce	demand	for	our	devices	and	harm	our	ability	to	meet	demand	if	we	need	to	identify	alternative
manufacturers.	We	are	dependent	on	logistics	services	provided	by	our	third-	party	logistics	providers,	and	failure	to	properly
manage	these	relationships,	or	the	failure	of	our	logistics	providers	to	perform	as	expected,	may	harm	our	results	of	operations.
We	currently	rely	primarily	on	only	two	one	third-	party	logistics	providers	-	provider	for	our	warehousing	needs	and	one	for
our	transportation	needs	that	are	not	already	handled	by	our	manufacturers.	We	have	no	assurance	that	business	interruptions
will	not	occur	as	a	result	of	the	failure	by	these	providers	to	perform	as	expected	or	that	either	of	these	logistics	providers	will
meet	the	needs	of	our	Device	business.	Further,	if	we	are	unable	to	properly	manage	our	relationships	with	our	logistics
providers,	including	by	accurately	forecasting	our	requirements,	our	net	revenue,	results	of	operations	and	gross	profit	may	be
harmed.	We	cannot	ensure	that	our	logistics	providers	will	continue	to	perform	services	to	our	satisfaction,	in	a	manner
satisfactory	to	our	retailers,	manufacturers	and	their	suppliers,	or	on	commercially	reasonable	terms.	Our	manufacturers	could
become	dissatisfied	with	our	logistics	providers	or	their	cost	levels	and	refuse	to	utilize	either	of	these	logistics	providers.	Our
retailers	could	become	dissatisfied	and	cancel	their	orders,	impose	charges	on	us	or	decline	to	make	future	purchases	from	us	if	a
logistics	provider	fails	to	deliver	devices	on	a	timely	basis	and	in	compliance	with	retailers’	shipping	and	packaging
requirements,	thereby	increasing	our	costs	and	/	or	potentially	causing	our	reputation	and	brand	to	suffer.	If	one	of	our	logistics
providers	is	not	able	to	provide	the	agreed	services	at	the	level	of	quality	we	require	or	becomes	unable	to	handle	our	existing	or
higher	volumes,	we	may	not	be	able	to	replace	such	logistics	provider	on	short	notice,	which	may	harm	our	business.	Our
logistics	providers	may	also	fail	to	perform	as	expected	for	reasons	outside	their	control.	For	example,	the	COVID-	19	pandemic
caused	an	increase	in	logistics	costs	and	delays	in	the	performance	of	our	logistics	providers,	resulting	in	shortages	of	our
products	in	distribution	channels,	loss	of	market	share	and	opportunities.	While	we	replenished	most	of	our	channel	inventory	by
early	2022,	during	the	second	half	of	2022,	macroeconomic	effects	arising	from	the	COVID-	19	pandemic	and	the	conflict
conflicts	in	and	around	Ukraine	(	such	which	as	has	caused	rising	fuel	prices,	inflation	,	and	foreign	currency	fluctuations),
Israel	and	the	other	areas	of	the	world	rise	in	COVID-	19	cases	in	China	in	early	2023	,	geopolitical	events	in	Asia	and
economic	uncertainty	are	cause	for	continued	concern	regarding	global	supply	chain	and	logistics	challenges	and	cost	increases.
If	such	conditions	impact	our	suppliers,	contract	manufacturers,	logistics	providers	and	distributors,	they	could	lead	to	increases
in	cost	of	materials,	higher	shipping	and	transportation	rates,	which	could	lead	to	new	and	persisting	inventory	shortages.	Such



failure	by	our	logistics	providers	to	perform	as	expected	could	harm	our	reputation,	business,	financial	condition	and	results	of
operations.	In	addition,	because	we	currently	rely	primarily	on	only	one	a	limited	number	of	third-	party	logistics	providers	-
provider	for	our	warehousing	needs	and	only	one	third-	party	provider	for	our	transportation	needs,	if	we	encounter
problems	with	any	either	of	these	logistics	providers,	we	may	not	be	able	to	quickly	shift	to	a	new	provider	of	these	services	,	or
shift	the	allocation	of	services	between	our	existing	providers	,	and	our	ability	to	meet	retailer	expectations,	manage	inventory,
complete	sales	and	achieve	objectives	for	operating	efficiencies	may	be	harmed.	Most	of	our	agreements	with	content	providers
are	not	long-	term	and	can	be	terminated	by	the	content	providers	under	certain	circumstances.	Any	disruption	in	the	renewal	of
such	agreements	may	result	in	the	removal	of	certain	content	from	our	streaming	platform	and	may	harm	our	SmartCast	Active
Account	growth	and	engagement.	We	enter	into	agreements	with	all	our	content	providers,	which	have	varying	terms	and
conditions,	including	expiration	dates.	Our	agreements	with	content	providers	generally	have	terms	of	one	to	three	years	and	can
be	terminated	before	the	end	of	the	term	by	the	content	provider	under	certain	circumstances,	such	as	if	we	materially	breach	the
agreement,	or	occasionally	without	cause.	Upon	expiration	of	these	agreements,	we	are	required	to	re-	negotiate	and	renew	them
in	order	to	continue	providing	content	from	these	content	providers	on	our	streaming	platform.	We	have	in	the	past	been	unable
and	in	the	future	may	not	be	able	to	reach	a	satisfactory	agreement	before	our	existing	agreements	have	expired.	If	we	are
unable	to	renew	such	agreements	on	a	timely	basis	on	mutually	agreeable	terms,	we	may	be	required	to	temporarily	or
permanently	remove	certain	content	from	our	streaming	platform.	The	loss	of	any	content	from	our	streaming	platform	for	any
period	of	time	may	harm	our	business.	More	broadly,	if	we	fail	to	maintain	our	relationships	with	the	content	providers	on	terms
favorable	to	us,	or	at	all,	if	these	content	providers	face	problems	in	delivering	their	content	across	our	platform,	or	if	these
content	providers	do	not	prioritize	development	developing	applications	for	our	platforms,	then	we	may	lose	advertisers	or
consumers	and	our	business	may	be	harmed.	A	small	number	of	content	providers	represent	a	disproportionate	amount	of
content	consumed	on	our	Smart	TVs,	and	if	we	fail	to	monetize	these	relationships,	directly	or	indirectly,	our	business,	financial
condition	and	results	of	operations	may	be	harmed.	Historically,	a	small	number	of	content	providers	have	accounted	for	a
significant	portion	of	the	content	streamed	across	our	connected	entertainment	platform,	and	the	terms	and	conditions	of	our
relationships	with	content	providers	vary.	Additionally,	we	have	observed	consolidation	among	content	providers,	which,	if	it
continues	in	the	future,	may	result	in	even	fewer	providers	responsible	for	a	significant	amount	of	content	streamed.	If	we	fail	to
maintain	our	relationships	with	the	content	providers	that	account	for	a	significant	amount	of	the	content	streamed	by	our
consumers	or	if	these	content	providers	face	problems	in	delivering	their	content	across	our	platform,	our	ability	to	attract	and
retain	consumers	would	be	harmed.	Additionally,	some	of	our	agreements	with	third	party	content	providers,	including	Netflix
and	Disney	,	restrict	us	from	using	viewing	data	from	consumers	engaging	with	that	third	party’	s	content.	Accordingly,	our
contractual	arrangements	with	third	party	content	providers	may	limit	our	ability	to	monetize	our	relationships	with	them,	and	as
a	result,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	The	success	of	Platform	depends	in	part	on
developing	and	maintaining	relationships	and	technology	integrations	with	a	variety	of	third	parties.	The	success	of	Platform
depends	in	part	on	developing	and	maintaining	relationships	and	technology	integrations	with	brand	advertisers,	advertising	and
media	agencies,	broadcast,	cable	and	local	television	networks,	digital	publishers	and	streaming	companies,	data	analytics	firms
and	advertising	technology	firms.	The	television	and	digital	advertising	industries	continue	to	evolve	and	we	cannot	ensure	that
we	will	be	able	to	maintain	and	expand	our	existing	relationships	as	well	as	develop	relationships	with	additional	constituents	as
they	emerge.	We	also	depend	in	part	on	marketing	technology	companies	to	collect	and	make	data	useful	to	advertisers.	If	these
marketing	technology	companies	fail	to	properly	and	securely	collect	user	data	from	our	devices,	or	if	we	fail	to	maintain	and
expand	our	relationships	with	these	marketing	technology	companies,	our	business	may	be	harmed.	Additionally,	television
content	providers,	digital	publishers	and	marketing	technology	companies	may	begin	to	develop	products	supplementing	their
current	product	offerings	to	compete	with	our	Platform	offerings.	For	example,	certain	cable	operators	are	vertically	integrated
with	content	providers	and	may	choose	to	invest	in	alternate	platforms.	If	we	cannot	maintain	or	expand	our	relationships	with
these	constituents,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	We	are	subject	to	a	variety	of
federal,	state	and	foreign	laws	and	regulatory	regimes.	Failure	to	comply	with	governmental	laws	and	regulations	could	subject
us	to,	among	other	things,	mandatory	device	recalls,	penalties	and	legal	expenses	that	may	harm	our	business.	Our	business	is
subject	to	regulation	by	various	federal	and	state	governmental	agencies.	Such	regulation	includes	the	radio	frequency	emission
regulatory	activities	and	disabled	accessibility	regulatory	activities	of	the	Federal	Communications	Commission,	the	anti-	trust
regulatory	activities	of	the	Federal	Trade	Commission	and	Department	of	Justice,	the	consumer	protection	laws	of	the	Federal
Trade	Commission,	the	import	/	export	regulatory	activities	of	the	Department	of	Commerce,	the	product	safety	regulatory
activities	of	the	Consumer	Products	Safety	Commission,	the	regulatory	activities	of	the	Occupational	Safety	and	Health
Administration	and	the	International	Trade	Commission,	the	environmental	regulatory	activities	of	the	Environmental
Protection	Agency,	the	labor	regulatory	activities	of	the	Equal	Employment	Opportunity	Commission,	laws	related	to	privacy,
data	protection	and	security,	and	tax	and	other	regulations	by	a	variety	of	regulatory	authorities	in	each	of	the	areas	in	which	we
conduct	business.	We	are	also	subject	to	regulation	in	other	countries	where	we	conduct	business.	In	certain	jurisdictions,	such
regulatory	requirements	may	be	more	stringent	than	in	the	United	States.	In	addition,	we	are	subject	to	a	variety	of	federal	and
state	employment	and	labor	laws	and	regulations,	including	the	Americans	with	Disabilities	Act,	the	Federal	Fair	Labor
Standards	Act,	the	WARN	Act	and	other	regulations	related	to	working	conditions,	wage-	hour	pay,	over-	time	pay,	employee
benefits,	anti-	discrimination,	and	termination	of	employment.	Noncompliance	with	applicable	regulations	or	requirements	could
subject	us	to	investigations,	sanctions,	mandatory	device	recalls,	enforcement	actions,	disgorgement	of	profits,	fines,	damages,
civil	and	criminal	penalties,	or	injunctions.	We	are	subject	to	governmental	export	and	import	controls	and	economic	sanctions
laws	and	regulations	that	could	subject	us	to	liability	and	impair	our	ability	to	compete	in	international	markets	if	we	or	our
partners	violate	these	laws	or	regulations	or	the	laws	or	regulations	are	amended	to	restrict	our	ability	to	do	business
internationally.	The	United	States	and	various	foreign	governments	have	imposed	controls,	license	requirements	and	restrictions



on	the	import	or	export	of	some	hardware,	software,	technologies,	including	and	services.	The	export,	re-	export	and
transfer	of	our	devices	,	software	and	technologies	services.	Our	devices	are	subject	to	U.	S.	export	controls,	including	the
Commerce	Department’	s	Export	Administration	Regulations	,	and	our	devices,	software,	technologies,	and	services	as	well
as	our	business	activities	are	subject	to	various	economic	and	trade	sanctions	regulations	established	by	the	Treasury
Department’	s	Office	of	Foreign	Assets	Controls.	These	laws	and	regulations	have	in	the	past	impacted,	and	we	expect	in	the
future	will	impact,	our	business,	and	any	future	changes	in	laws,	regulations,	policies	or	trade	relations	could	harm	our	business.
Exports	and	other	transfers	of	our	devices,	software,	technologies	and	services	must	be	made	in	compliance	with	these	laws.
Furthermore,	U.	S.	export	control	laws	and	economic	sanctions	prohibit	the	provision	of	devices	,	software,	technologies,	and
services	to	countries	,	governments	and	persons	subject	to	U.	S.	sanctions.	Even	though	we	attempt	to	ensure	that	we,	our
retailers	and	partners	comply	with	the	applicable	export,	sanctions	and	import	laws,	including	preventing	our	devices	,	software,
technologies,	and	services	from	being	provided	to	sanctioned	persons	or	sanctioned	countries,	we	cannot	guarantee	full
compliance	by	all	parties	involved	.	Actions	of	our	retailers	and	partners	are	not	within	our	complete	control	,	and	our	devices
could	be	re-	exported	to	those	sanctioned	persons	or	countries,	or	provided	by	our	retailers	to	third	persons	in	contravention	of
our	requirements	or	instructions	or	the	laws	.	Any	such	potential	violation	could	have	negative	consequences,	including
government	investigations	and	/	or	penalties,	and	our	reputation,	brand	and	revenue	may	be	harmed.	Further,	any	government
enforcement	action	may	harm	our	business,	financial	condition	and	results	of	operations.	If	we	are	subject	to	any	sanctions,
penalties	or	restrictions	by	governmental	agencies,	or	if	we	do	not	prevail	in	any	possible	governmental	civil	or	criminal
litigation	matter	in	the	future,	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	In	addition,	responding
to	any	action	will	likely	result	in	a	significant	diversion	of	management’	s	attention	and	resources	and	an	increase	in	professional
service	fees,	and	our	reputation	and	brand	may	be	harmed	.	We	and	our	third-	party	service	providers	collect,	store,	use,
disclose	and	otherwise	process	information	collected	from	or	about	consumers	of	our	devices.	The	collection	and	use	of
personal	information	subjects	us	to	legislative	and	regulatory	burdens,	and	contractual	obligations.	Compliance	with
these	laws	and	regulations	involves	significant	expenditure	and	resources,	and	any	failure	by	us	or	our	third-	party
providers	to	comply	may	result	in	significant	liability,	negative	publicity,	and	/	or	an	erosion	of	trust,	which	could
materially	adversely	affect	our	business,	results	of	operations,	and	financial	condition	.	We	collect,	store,	use,	disclose	and
otherwise	process	personal	information	(including	data	that	can	be	used	to	identify	or	contact	a	person)	and	other	data	supplied
by	consumers	when,	for	example,	consumers	register	our	devices	for	warranty	purposes,	as	well	as	personal	information	of	our
employees	and	third	parties,	and	share	this	data	with	certain	third	parties.	We	also	disclose	viewing	data	to	third	parties	when
consumers	opt-	in	to	the	collection,	use	and	disclosure	of	viewing	data.	We	also	depend	on	a	number	of	third-	party	vendors
in	relation	to	the	operation	of	our	business,	a	number	of	which	process	personal	information	on	our	behalf.	A	wide
variety	of	local,	state,	national	and	international	laws	and	regulations,	and	industry	standards	and	contractual	obligations,	apply
to	the	collection,	use,	retention,	protection,	security,	sharing,	disclosure,	transfer	and	other	processing	of	personal	information
and	data	collected	from	or	about	individuals,	including	consumers	and	devices,	and	the	regulatory	frameworks	and	industry
standards	for	privacy	and	security	issues	are	evolving	worldwide.	In	many	cases,	these	laws	and	regulations	apply	not	only	to
third-	party	transactions,	but	also	to	transfers	of	information	between	or	among	us,	our	subsidiaries	and	other	parties	with	which
we	have	commercial	relationships.	These	For	example,	the	European	Union	(“	EU	”)	General	Data	Protection	Regulation	(“
GDPR	”)	imposes	stringent	operational	requirements	for	entities	processing	personal	information	and	significant	penalties	for
non-	compliance.	In	particular	,	under	and	the	their	GDPR	application	,	interpretation	fines	of	up	to	20	million	euros	or	up	to
4	%	of	the	annual	global	revenue	of	the	noncompliant	company	,	and	amendment	whichever	is	greater,	could	be	imposed	for
violations	of	certain	of	the	GDPR’	s	requirements.	Such	penalties	are	constantly	evolving	and	developing	in	addition	to	any
civil	litigation	claims	by	data	subjects	.	Numerous	legislative	proposals	also	are	pending	before	have	been	introduced	to	the	U.
S.	Congress	,	and	various	state	legislative	bodies	and	foreign	governments	concerning	content	regulation	and	data	privacy	and
protection	that	could	affect	us	,	if	enacted	.	We	expect	that	there	will	continue	to	be	new	proposed	and	adopted	laws,	regulations
and	industry	standards	concerning	privacy,	data	protection	and	security	in	the	United	States	and	other	jurisdictions	in	which	we
operate.	In	the	United	States,	we	are	subject	to	the	supervisory	and	enforcement	authority	of	the	Federal	Trade	Commission
with	regard	to	the	collection,	use,	sharing,	and	disclosure	of	certain	data	collected	from	or	about	consumers	or	their	devices.	The
Federal	Trade	Commission	enforces	a	variety	of	data	privacy	issues,	such	as	promises	made	in	privacy	policies	or
failures	to	appropriately	protect	information	about	individuals,	or	unfair	or	deceptive	acts	or	practices	in	or	affecting
commerce	in	violation	of	the	Federal	Trade	Commission	Act.	Additionally,	many	states	in	which	we	operate	have	laws	that
protect	the	privacy	and	security	of	personal	information.	Certain	state	laws	may	be	more	stringent,	broader	in	scope,	or	offer
greater	individual	rights,	with	respect	to	personal	information	than	federal,	international	or	other	state	laws,	and	such	laws	may
differ	from	each	other,	which	may	complicate	compliance	efforts.	For	example,	California	has	adopted	the	California	Consumer
Privacy	Act	(“	CCPA	”)	,	which	provides	new	data	privacy	rights	for	California	consumers	and	new	operational	requirements
for	covered	companies.	The	CCPA	provides	that	covered	companies	must	provide	new	disclosures	to	California	consumers
residents	and	afford	such	residents	consumers	new	data	privacy	rights	that	include	the	right	to	request	a	copy	from	a	covered
company	of	the	personal	information	collected	about	them,	the	right	to	request	deletion	of	such	personal	information,	and	the
right	to	request	to	opt-	out	of	certain	sales	of	such	personal	information.	The	CCPA	provides	became	operative	in	January	2020,
and	its	implementing	regulations	took	effect	in	August	2020.	The	California	Attorney	General	can	enforce	the	CCPA,	including
seeking	an	injunction	and	civil	penalties	for	violations.	The	CCPA	provides	a	private	right	of	action	for	certain	data	breaches
that	has	is	expected	to	increase	increased	data	breach	litigation.	Further	The	CCPA	has	required,	and	may	in	the	future
require,	us	to	modify	our	data	practices	and	policies	and	to	incur	substantial	costs	and	expenses	in	an	effort	to	comply.	California
voters	also	passed	a	new	privacy	law	,	the	California	Privacy	Rights	Act	(“	CPRA	”),	in	the	November	went	into	effect	on
January	1,	2020	2023	election	,	and	was	subject	to	enforcement	as	of	July	1,	2023	.	The	CPRA	imposed	significantly



modifies	the	CCPA,	including	by	imposing	additional	obligations	on	covered	companies	and	expanding	consumers	expanded
residents	’	rights	,	including	with	respect	to	certain	sensitive	personal	information,	potentially	resulting	in	further	uncertainty
and	requiring	us	to	incur	additional	costs	and	expenses	in	an	and	placed	limitations	on	effort	to	comply	prior	to	the	2023
effective	date	data	uses,	created	new	audit	requirements	for	significant	risk	processing	activities,	and	provided	residents
opt	outs	for	certain	disclosures	of	personal	information	.	The	CPRA	also	creates	a	new	state	agency	that	will	be	vested	,	the
California	Privacy	Protection	Agency	(“	CPPA	”),	with	authority	to	implement	and	enforce	the	CCPA	and	the	CPRA	.	In
addition	,	all	50	states	have	laws	including	seeking	obligations	to	provide	notification	of	security	breaches	of	computer
databases	that	contain	personal	information	to	affected	individuals,	state	officers	and	-	an	others	injunction	and	civil	penalties
for	violations	.	Aspects	of	the	CCPA,	the	CPRA	as	amended	,	and	other	laws	and	regulations	relating	to	data	protection,
privacy,	and	information	security,	as	well	as	their	enforcement,	remain	unclear,	and	we	have	been,	and	may	in	the	future	be,
required	to	modify	our	practices	in	an	effort	to	comply	with	them.	The	CCPA	and	CPRA	could	mark	marked	the	beginning	of	a
trend	toward	more	stringent	privacy	legislation	in	the	United	States	and	.	The	CCPA	has	prompted	a	number	of	new	proposals
for	federal	and	state	privacy	legislation	to	be	considered	and	enacted,	many	of	which	have	similarities	to	the	CCPA	and
CPRA	.	For	example,	Connecticut	on	March	2,	2021	,	Virginia	,	Colorado	and	Utah	have	enacted	legislation	similar	to	the
Virginia	Consumer	Data	Protection	Act	(“	CDPA	CCPA	”)	that	took	effect	in	2023	;	Florida	on	July	7	,	2021	Montana	,
Colorado	Oregon,	and	Texas	have	enacted	similar	legislation	that	takes	effect	in	2024	the	Colorado	Privacy	Act	(“	CPA	”)	;
Tennessee	on	March	24	,	2022	Iowa	,	Utah	New	Jersey,	and	Delaware	have	enacted	similar	legislation	that	will	take	effect
in	2025	the	Utah	Consumer	Privacy	Act	(“	UCPA	”)	;	and	Indiana	has	on	May	10,	2022,	Connecticut	enacted	similar
legislation	that	will	take	effect	in	2026.	These	the	Act	Concerning	Personal	Data	Privacy	and	Online	Monitoring	(“	CPOMA
”),	all	of	which	are	comprehensive	privacy	statutes	that	share	similarities	with	the	CCPA	,	CPRA,	by	introducing	new	data
privacy	rights	and	obligations	legislation	proposed	in	other	states	.	The	U.	S.	federal	government	also	is	contemplating	federal
privacy	legislation.	New	The	CDPA,	CPA,	UCPA,	and	CPOMA	evolving	state	privacy	laws	have	required	and	will	require
us	to	incur	additional	costs	and	expenses	in	an	effort	to	comply	with	them.	these	These	new	state	privacy	laws	before	they
become	effective	on	January	1,	2023,	July	1,	2023,	December	31,	2023	and	July	1,	2023,	respectively.	The	CDPA,	CPA,	UCPA
and	CPOMA	,	and	any	other	state	or	federal	legislation	that	is	passed	enacted	,	could	increase	our	potential	liability,	add	layers
of	complexity	to	compliance	in	the	U.	S.	market,	increase	our	compliance	costs	and	adversely	affect	our	business	.	In	addition,
in	order	to	comply	with	the	varying	state	laws	around	data	breaches,	we	must	maintain	adequate	security	measures,
which	require	significant	investments	in	resources	and	ongoing	attention.	All	50	states	have	laws	including	obligations	to
provide	notification	of	security	breaches	of	computer	databases	that	contain	certain	types	of	personal	information	to
affected	individuals,	state	officers	and	others	.	While	we	strive	to	publish	and	prominently	display	privacy	policies	that	are
accurate,	comprehensive,	compliant	with	applicable	laws,	orders	and	settlements,	regulations	and	industry	standards,	and	fully
implemented,	we	cannot	assure	you	that	our	privacy	policies	and	other	statements	regarding	our	practices	will	be	sufficient	to
protect	us	from	claims,	proceedings,	liability	or	adverse	publicity	relating	to	the	privacy	and	security	of	information	about
consumers	or	their	devices.	Although	we	endeavor	to	comply	with	our	privacy	policies,	we	may	at	times	fail	to	do	so	or	be
alleged	to	have	failed	to	do	so.	The	publication	of	our	privacy	policies	and	other	documentation	that	provide	promises	and
assurances	about	privacy	and	security	can	subject	us	to	potential	state	and	federal	action	if	they	are	found	to	be	deceptive,	unfair,
or	misrepresentative	of	our	actual	practices,	which	may	harm	our	business,	financial	condition	and	results	of	operations.	Any
failure	or	perceived	failure	by	us	to	comply	with	our	privacy	policies,	our	privacy-	related	obligations	to	consumers	or	other	third
parties,	including	retailers,	advertisers,	service	providers	or	developers,	or	any	other	legal	or	regulatory	obligations,	standards,
orders	or	contractual	or	other	obligations	relating	to	privacy,	data	protection,	data	security,	or	consumer	protection,	or	any
compromise	of	security	that	results	in	unauthorized	access	to,	or	unauthorized	loss,	destruction,	use,	modification,	acquisition,
disclosure,	release	or	transfer	of	personal	information	or	other	consumer	data,	has	in	the	past	resulted,	and	in	the	future	may
result,	in	the	expenditure	of	substantial	costs,	time	and	other	resources,	proceedings	or	actions	against	us,	legal	liability,
governmental	investigations,	enforcement	actions	and	other	proceedings,	and	claims,	fines,	judgments,	awards,	penalties	and
costly	litigation	(including	class	actions).	Such	proceedings	or	actions	and	any	subsequent	adverse	outcomes	could	hurt	our
reputation,	force	us	to	spend	significant	amounts	in	defense	of	and	responses	to	such	actions	and	proceedings,	distract	our
management	and	technical	personnel,	increase	our	costs	of	doing	business,	adversely	affect	the	demand	for	our	devices,	and
ultimately	result	in	the	imposition	of	liability.	Furthermore,	any	public	statements	against	us	by	consumer	advocacy	groups	or
others,	could	cause	our	consumers	to	lose	trust	in	us	and	otherwise	harm	our	reputation,	brand	and	market	position	.	If	any	of
these	events	were	to	occur	,	which	may	harm	our	business,	financial	condition	and	results	of	operations	could	be	materially
adversely	affected	.	We	use	information	collected	from	or	about	consumers	of	our	devices,	and	from	the	devices	themselves,
for	analysis	and	licensing	purposes,	including	to	inform	advertising	or	analyze	viewing	behaviors.	If	laws	or	government
regulations	relating	to	digital	advertising,	the	use	of	location	or	behavioral	data,	or	collection	and	use	of	internet	user	data	and
unique	identifiers	change,	we	may	need	to	alter	our	business,	or	our	business	may	be	harmed.	Our	business	currently	relies	in
part	upon	users	opting-	in	to	allow	their	Smart	TV	to	detect	viewing	data	,	such	as	through	the	deployment	of	ACR
technology	.	We	license	certain	of	this	viewing	data	to	authorized	data	partners,	including	analytics	companies,	media
companies	and	advertisers.	We	may	use	viewing	data	for	a	number	of	purposes,	including	to	provide,	maintain,	monitor	and
analyze	usage,	to	improve	services,	to	personalize	our	services	and	to	deliver	recommendations,	advertisements,	content	and
features	that	match	viewer	interests.	Our	data	partners	may	use	viewing	data	for	summary	analytics	and	reports,	audience
measurement,	and	to	deliver	tailored	advertisements.	Data	about	content	viewed	on	a	device	is	sometimes	enhanced	with
household	demographic	data	and	data	about	digital	actions	(e.	g.,	digital	purchases	and	other	consumer	behavior	taken	by	the
Smart	TV	or	other	devices	associated	with	the	IP	address	we	collect).	This	data	also	enables	authorized	data	partners	to	deliver
interest-	based	advertising	both	on	the	Smart	TV	and	other	devices,	for	example,	devices	sharing	the	same	IP	address.	U.	S.



federal	and	state	governments	,	and	foreign	governments,	have	enacted	or	are	considering	legislation	related	to	digital
advertising,	consumer	privacy,	and	the	collection,	use,	disclosure	and	other	processing	of	data	relating	to	individuals,	including
the	GDPR	and	the	CCPA,	and	we	other	comprehensive	U.	S.	state	privacy	statutes,	and	regulators,	including	the	U.	S.
Federal	Trade	Commission	and	many	state	Attorneys	General,	are	interpreting	consumer	protection	laws	as	imposing
standards	relating	to	these	topics.	We	also	expect	to	see	an	increase	in	legislation	and	regulation	related	to	digital	advertising,
the	use	of	location	or	behavioral	data,	the	collection	and	use	of	internet	user	data	and	unique	device	identifiers,	such	as	IP
address,	and	other	privacy	and	data	protection	legislation	and	regulation.	Such	laws	and	regulations	could	affect	our	costs	of
doing	business,	and	may	adversely	affect	the	demand	for,	or	effectiveness	and	value	of,	our	Inscape	data	services	and	our	other
devices	and	services.	It	is	also	possible	that	existing	laws	and	regulations	may	be	interpreted	in	new	ways	that	would	affect	our
business,	including	with	respect	to	definitions	of	“	personal	data	”	or	similar	concepts,	or	the	classification	of	IP	addresses,
machine,	device	or	other	persistent	identifiers,	location	data,	behavioral	data	and	other	similar	information.	Such	laws	and
regulations	may	be	inconsistent	between	countries	and	jurisdictions	or	conflict	with	other	laws,	regulations	or	other	obligations
to	which	we	are	or	may	become	subject.	Such	new	laws	and	regulations,	or	new	interpretations	of	laws	and	regulations,	may
hamper	our	ability	to	expand	our	offerings	into	the	EU	or	other	jurisdictions	outside	of	the	United	States,	may	prove	inconsistent
with	our	current	or	future	business	practices	or	the	functionality	of	our	Smart	TVs,	Inscape	data	services	or	other	devices	or
services,	and	may	diminish	the	volume	or	quality	of	our	data	by	restricting	our	information	collection	methods	or	decreasing	the
amount	and	utility	of	the	information	that	we	would	be	permitted	to	collect,	share	and	license.	The	costs	of	compliance	with,	and
the	other	burdens	imposed	by,	these	and	other	laws,	regulations,	standards,	practices,	contractual	obligations	or	other	obligations
may	be	costly	and	onerous,	which	in	turn	may	prevent	us	from	offering	or	selling	our	devices	or	existing	or	planned	features,
products,	or	services,	or	may	increase	the	costs	of	doing	so,	and	may	affect	our	ability	to	invest	in	or	jointly	develop	devices	or
services.	Such	new	laws	and	regulations,	or	new	interpretations	of	laws	and	regulations,	also	may	cause	us	to	find	it	necessary	or
appropriate	to	change	our	business	practices.	We	may	be	unable	to	change	our	business	practices	in	a	timely	or	cost-	effective
manner	or	at	all,	and	doing	so	may	harm	our	financial	performance.	Some	of	our	competitors	may	have	more	access	to	lobbyists
or	governmental	officials	and	may	use	such	access	to	effect	statutory	or	regulatory	changes	in	a	manner	to	commercially	harm	us
while	favoring	their	solutions.	In	addition,	a	determination	by	a	court	or	government	agency	that	any	of	our	practices,	or	those	of
our	agents,	do	not	meet	applicable	standards	could	result	in	liability,	or	negative	publicity,	and	may	harm	our	business,	financial
condition	and	results	of	operations.	Our	consumers	may	also	object	to	or	opt-	out	of	the	collection	and	use	of	data	about	the
content	viewed	on	a	VIZIO	device	or	other	personal	information	,	which	may	harm	our	business.	Other	businesses	have	been
criticized	by	privacy	groups	and	governmental	bodies	for	attempts	to	link	personal	identities	and	other	information	to	data
collected	on	the	internet	regarding	users’	browsing	and	other	habits.	We	are	aware	of	several	lawsuits	filed	against	companies	in
the	electronics	or	digital	advertising	industries	alleging	various	violations	of	consumer	protection	and	computer	crime	laws,
asserting	privacy-	related	theories,	and	regulatory	authorities	in	the	United	States	and	other	jurisdictions	have	pursued
investigations	of	and	enforcement	actions	against	companies	relating	to	their	use	and	other	processing	of	data	relating	to
individuals.	Any	such	claims,	proceedings	or	investigations	brought	against	us	could	hurt	our	reputation,	brand	and	market
position,	force	us	to	spend	significant	amounts	to	defend	ourselves	and	otherwise	respond	to	the	action	or	other	proceeding,
distract	our	management	and	technical	personnel,	increase	our	costs	of	doing	business,	lower	demand	for	our	services	and
ultimately	result	in	the	imposition	of	monetary	liability	or	restrict	our	ability	to	conduct	our	Inscape	data	services.	We	have	been
subject	to	regulatory	proceedings	and	orders	related	to	the	collection,	use,	and	sharing	of	information	from	or	about	consumers
and	their	devices,	and	continued	compliance	with	regulators	and	regulatory	orders	will	require	additional	costs	and	expenses.	In
February	2017,	we	stipulated	to	the	entry	of	a	judgment	in	federal	district	court	with,	and	paid	certain	penalties	to,	the	Federal
Trade	Commission,	the	New	Jersey	Attorney	General,	and	Director	of	the	New	Jersey	Division	of	Consumer	Affairs	to	settle
alleged	violations	of	Section	5	of	the	Federal	Trade	Commission	Act	and	New	Jersey	Consumer	Fraud	Act	(the	“	Order	”).	The
Order	requires	us	to	provide	additional	notices	(separate	and	apart	from	our	privacy	policies)	to	consumers	when	our	devices	are
collecting	viewing	data	under	the	Order.	VIZIO	devices	connected	to	the	internet	may	only	collect	viewing	data	from	devices
whose	users	have	expressly	consented	to	this	practice,	after	receiving	notice	of	the	collection,	use	and	sharing	of	viewing	data,
and	we	must	provide	instructions	on	how	consumers	may	revoke	such	consent	for	our	devices.	The	Order	also	required	us	to
delete	certain	viewing	data	we	collected,	prohibits	us	from	misrepresenting	our	practices	with	respect	to	the	privacy,	security	or
confidentiality	of	consumer	information	we	collect,	use	or	maintain	and	requires	us	to	maintain	a	privacy	program	with	biennial
assessments	of	that	program	and	maintain	certain	records	regarding	our	collection	and	use	of	consumer	information.	The
obligations	under	the	Order	remain	in	effect	until	2037.	Violation	of	existing	or	future	regulatory	orders,	settlements	or	consent
decrees	could	subject	us	to	substantial	monetary	fines	and	other	penalties	that	could	negatively	affect	our	business,	financial
condition	and	results	of	operations.	While	we	have	incurred,	and	will	continue	to	incur,	expenses	to	maintain	privacy	and
security	standards	and	protocols	imposed	by	the	Order,	as	well	as	applicable	laws,	regulations,	judgments,	settlements,	industry
standards	and	contractual	obligations,	increased	regulation	of	data	collection,	use	and	security	practices,	including	self-
regulation	and	industry	standards,	changes	in	existing	laws,	enactment	of	new	laws,	increased	enforcement	activity,	and	changes
in	interpretation	of	laws,	could	increase	our	costs	of	compliance	and	operations,	limit	our	ability	to	grow	our	business	or
otherwise	harm	our	business.	Our	actual	or	perceived	failure	to	adequately	protect	information	from	or	about	consumers	of	our
devices	could	harm	our	reputation,	brand	and	business.	California	law	requires	manufacturers	that	sell	or	offer	to	sell	connected
devices	in	California	to	equip	each	device	with	reasonable	security	features	that	are	appropriate	to	the	nature	of	the	device,
appropriate	to	the	information	it	may	collect,	contain	or	transmit,	and	designed	to	protect	the	device	and	information	on	the
device	from	unauthorized	access,	destruction,	use,	modification	or	disclosure.	In	addition,	we	are	subject	to	other	laws	and
regulations	that	obligate	us	to	employ	reasonable	security	measures.	We	also	are	subject	to	certain	contractual	obligations	to
indemnify	and	hold	harmless	third	parties,	including	advertisers,	digital	publishers,	marketing	technology	companies	and	other



users	or	buyers	of	our	data	from	and	against	the	costs	or	consequences	of	our	noncompliance	with	laws,	regulations,	self-
regulatory	requirements	or	other	legal	obligations	relating	to	privacy,	data	protection	or	data	security,	or	inadvertent	or
unauthorized	use	or	disclosure	of	these	third	parties’	data	that	we	process	in	connection	with	providing	our	devices.	We	face
numerous	cybersecurity	risks	that	threaten	the	confidentiality,	integrity	and	availability	of	our	technology	systems	and
information.	We	have	implemented	security	measures	in	an	effort	to	comply	with	applicable	laws,	regulations	and	other
obligations,	but	given	the	evolving	sophistication,	tools	(including	artificial	intelligence),	and	nature	of	security	threats	and
evolving	safeguards	and	the	lack	of	prescriptive	measures	in	many	applicable	laws,	regulations,	and	other	obligations,	we	cannot
be	sure	that	our	chosen	safeguards	will	protect	against	security	threats	to	our	business,	including	the	personal	information	that
we	process,	or	that	a	regulator	or	other	third	party	may	not	consider	our	security	measures	to	be	appropriate,	reasonable	and	/	or
in	accordance	with	applicable	legal	requirements	.	Additionally,	there	can	also	be	no	assurance	that	our	cybersecurity	risk
management	program	and	processes,	including	our	policies,	controls	or	procedures,	will	be	fully	implemented,	complied
with	or	effective	in	protecting	our	technology	systems	and	information	.	Even	security	measures	that	are	appropriate,
reasonable	and	/	or	in	accordance	with	applicable	legal	requirements	may	not	be	able	to	fully	protect	our	information	technology
systems	and	the	data	contained	in	those	systems,	or	our	data	that	is	contained	in	third	parties’	systems.	Moreover,	certain	data
protection	laws	impose	on	us	responsibility	for	our	employees	and	third	parties	that	assist	with	aspects	of	our	data	processing.
Our	employees’	or	third	parties’	intentional,	unintentional	or	inadvertent	actions	may	increase	our	vulnerability	or	expose	us	to
security	threats,	such	as	phishing	or	spearphishing	attacks	or	the	introduction	of	ransomware	or	malware,	and	we	may	remain
responsible	for	access	to,	loss	or	alteration	of,	or	unauthorized	disclosure	or	other	processing	of	our	data	despite	our	security
measures.	Any	actual	or	perceived	failure	to	adequately	protect	information	may	subject	us	to	legal,	regulatory	and	contractual
actions	and	may	cause	material	harm	to	our	reputation,	brand,	business,	financial	condition	and	results	of	operations.	From
time	to	time,	we	have	been	and	may	be	subject	to	legal	proceedings,	regulatory	disputes,	and	governmental	inquiries	that	could
cause	us	to	incur	significant	expenses,	divert	our	management’	s	attention,	and	may	harm	our	business,	financial	condition	and
results	of	operations.	From	time	to	time,	we	have	been	and	may	be	subject	to	claims,	lawsuits,	government	investigations	and
other	proceedings	involving	products	liability,	competition	and	antitrust,	intellectual	property,	privacy,	consumer	protection,
securities,	tax,	labor	and	employment,	environmental,	commercial	disputes	and	other	matters	that	may	harm	our	business,
financial	condition	and	results	of	operations.	As	we	have	grown,	we	have	seen	a	rise	in	the	number	and	significance	of	these
disputes	and	inquiries.	Litigation	and	regulatory	proceedings	may	be	protracted	and	expensive,	and	the	results	are	difficult	to
predict.	Certain	of	these	matters	include	speculative	claims	for	substantial	or	indeterminate	amounts	of	damages	and	include
claims	for	injunctive	relief.	Additionally,	our	litigation	costs	could	be	significant.	Adverse	outcomes	with	respect	to	litigation	or
any	of	these	legal	proceedings	may	result	in	significant	settlement	costs	or	judgments,	penalties	and	fines,	or	require	us	to
modify	our	products	or	services,	make	content	unavailable,	or	require	us	to	stop	offering	certain	features,	all	of	which	may	harm
our	business,	financial	condition	and	results	of	operations.	The	results	of	litigation,	investigations,	claims,	and	regulatory
proceedings	cannot	be	predicted	with	certainty,	and	determining	reserves	for	pending	litigation	and	other	legal	and	regulatory
matters	requires	significant	judgment.	There	can	be	no	assurance	that	our	expectations	will	prove	correct,	and	even	if	these
matters	are	resolved	in	our	favor	or	without	significant	cash	settlements,	these	matters,	and	the	time	and	resources	necessary	to
litigate	or	resolve	them,	may	harm	our	business,	financial	condition	and	results	of	operations.	Regulations	related	to	conflict
minerals	or	other	social	and	environmental	issues	may	cause	us	to	incur	additional	expenses	and	could	limit	the	supply	and
increase	the	costs	of	certain	metals	used	in	the	manufacturing	of	our	devices.	As	a	public	company,	we	are	subject	to	the
requirements	under	the	Dodd-	Frank	Wall	Street	Reform	and	Consumer	Protection	Act	of	2010	(the	“	Dodd-	Frank	Act	”)	that
require	us	to	diligence,	disclose	and	report	whether	or	not	our	devices	contain	conflict	minerals	and	we	are	also	a	member	of	the
Responsible	Business	Alliance	(“	RBA	”).	We	work	to	monitor	our	supply	chain	in	compliance	with	both	the	Dodd-	Frank	Act
and	RBA	Code	of	Conduct,	and	our	compliance	to	these	requirements	could	adversely	affect	the	sourcing,	availability	and
pricing	of	the	materials	used	in	the	manufacture	of	components	used	in	our	devices.	In	addition,	we	incur	additional	costs	to
comply	with	the	disclosure	requirements	and	RBA	Code	of	Conduct,	including	costs	related	to	conducting	diligence	procedures
to	determine	the	sources	of	conflict	minerals	that	may	be	used	or	necessary	to	the	production	of	our	devices	and	the	labor	and
environmental	practices	of	our	suppliers,	and,	if	applicable,	potential	changes	to	devices,	processes	or	sources	of	supply	as	a
consequence	of	such	verification	activities.	We	also	rely	on	information	provided	by	third	parties	to	ensure	compliance	with
these	rules	and	standards,	which	may	not	be	accurate,	and	it	is	possible	that	we	may	face	reputational	harm	if	we	determine	that
certain	of	our	devices	were	sourced	or	manufactured	in	a	way	that	do	not	meet	these	standards.	Compliance	or	the	failure	to
comply	with	current	and	future	environmental,	device	stewardship	and	producer	responsibility	laws	or	regulations	could	result	in
significant	expense	to	us.	As	a	seller	of	consumer	electronic	devices,	we	are	subject	to	a	variety	of	national,	state,	local	and
foreign	environmental,	device	stewardship	and	manufacturer	responsibility	laws	and	regulations,	primarily	relating	to	the
collection,	reuse	and	recycling	of	electronic	waste,	including	the	Smart	TVs	we	sell,	as	well	as	regulations	regarding	the
consumption	of	electricity	and	the	hazardous	material	contents	of	electronic	devices,	device	components	and	device	packaging.
The	cost	of	complying	with	recycling	programs	varies	based	on	differing	laws	across	jurisdictions	and	factors	such	as	market-
share	and	state-	wide	collection	goals,	which	can	be	difficult	for	us	to	accurately	predict.	Most	of	the	states	with	television
recycling	programs	assess	fees	based	upon	weight	of	the	units	recycled,	by	market	share	or	a	combination	of	the	two.	Some
states	also	impose	a	charge	on	us	for	the	cost	of	recycling	televisions	and	other	consumer	electronic	products	manufactured	by
other	companies,	usually	based	upon	our	current	television	market	share.	This	includes	orphaned	televisions,	which	are
predominately	based	on	older,	heavier	CRT	technology.	We	expect	our	expenses	for	compliance	with	recycling	programs	to	be
between	approximately	$	5	million	and	$	10	million	each	year,	and	if	our	sales	or	market	share	increases,	the	future	cost	of
complying	with	the	existing	recycling	programs	could	increase.	Changes	to	laws	regulating	electronics	recycling	programs	could
increase	our	operational	costs	for	funding	these	programs	and	result	in	increased	regulatory	oversight	and	a	larger	administrative



burden.	If	more	states	adopt	similar	recycling	plans,	our	costs	of	compliance	and	associated	administrative	burden	will	grow.
Currently,	we	do	not	pass	these	costs	on	to	our	manufacturers	and	we	may	have	a	limited	ability	to	pass	these	costs	along	to	our
retailers.	If	states	offer	consumer	incentives	for	the	return	of	televisions	to	recycling	facilities,	which	has	occurred	in	the	past,
our	costs	could	increase	unexpectedly.	If	the	costs	of	compliance	with	these	recycling	programs	increase	beyond	our	estimates,
our	margins	would	be	reduced	and	our	business,	financial	condition	and	results	of	operations	would	be	harmed.	We	believe	that
we	are	currently	in	compliance,	and	will	be	able	to	continue	to	comply,	with	such	existing	and	emerging	requirements;	however
we	have	in	the	past	and	may	in	the	future	experience	disputes	with	such	state	or	local	authorities,	and	if	we	are	found	to	not	be	in
compliance	with	any	present	and	future	regulations,	we	could	become	subject	to	additional	fines	and	liabilities	or	prohibitions	on
sales	of	our	Smart	TVs,	or	could	otherwise	jeopardize	our	ability	to	conduct	business	in	the	jurisdiction	in	which	we	are	not
compliant,	which	in	turn	may	harm	our	business,	financial	condition	and	results	of	operations.	Our	devices	are	subject	to	laws	in
some	jurisdictions	which	ban	the	use	of	certain	hazardous	materials	such	as	lead,	mercury	and	cadmium	in	the	manufacture	of
electrical	equipment.	Similar	laws	and	regulations	have	been	passed,	are	pending,	or	may	be	enacted	in	China	and	other	regions,
and	we	are,	or	may	in	the	future	be,	subject	to	these	laws	and	regulations.	Also,	changes	to	regulations	relating	to	certain
chemicals	and	flame	retardants	used	in	our	devices	have	been	enacted	in	some	states	and	additional	regulations	have	been
proposed	or	are	being	considered	by	federal	and	state	regulators.	If	these	measures	are	implemented,	we	could	face	significant
increased	costs	from	suppliers	who	may	be	using	such	chemicals	in	component	parts	and	would	be	required	to	remove	them.
Although	we	generally	seek	contractual	provisions	requiring	our	manufacturers	to	comply	with	device	content	requirements,	we
cannot	guarantee	that	our	manufacturers	will	consistently	comply	with	these	requirements.	In	addition,	if	there	are	changes	to
these	or	other	laws	(or	their	interpretation)	or	if	new	similar	laws	are	passed	in	other	jurisdictions,	we	may	be	required	to	re-
engineer	our	devices	to	use	components	compatible	with	these	regulations.	This	re-	engineering	and	component	substitution
could	result	in	additional	costs	to	us	or	disrupt	our	operations	or	logistics.	Issues	related	to	climate	change	may	result	in
regulatory	requirements	that	would	have	an	adverse	impact	on	the	financial	condition	of	the	our	business.	At	the	federal	and
state	level	levels	,	we	may	face	new	or	changing	requirements	to	reduce	greenhouse	gases	on	our	operations,	including
manufacturing,	transportation	and	distribution,	resulting	in	increased	costs.	Recently	proposed	changes	to	laws	at	the	state	and
local	levels	targeting	reductions	in	greenhouse	gases	would	also	result	in	increased	administrative	costs	to	the	our	business.
From	time	to	time	new	environmental,	device	stewardship	and	producer	responsibility	regulations	related	to	both	products	and
product	packaging	are	enacted,	or	existing	requirements	are	changed,	and	it	is	difficult	to	anticipate	how	such	regulations	and
changes	will	be	implemented	and	enforced.	We	continue	to	evaluate	the	necessary	steps	for	compliance	with	regulations	as	they
are	enacted	and	are	actively	looking	to	alternative	methods	of	compliance	in	the	event	certain	proposed	changes	in	law	may
materially	impact	our	operations.	We	also	expect	that	our	devices	will	be	affected	by	new	environmental	laws	and	regulations
on	an	ongoing	basis,	including	content	of	device	components.	Although	we	cannot	predict	the	future	impact	of	such	laws	or
regulations,	they	will	likely	result	in	additional	costs	and	may	increase	penalties	associated	with	violations	or	require	us	to
change	the	content	of	our	devices	and	packaging	or	how	these	are	manufactured.	As	a	result,	we	may	experience	negative
consequences	from	these	emerging	requirements	including,	but	not	limited	to,	supply	shortages	or	delays,	increased	raw	material
and	component	costs,	accelerated	obsolescence	of	certain	raw	materials	used	in	our	components	and	devices,	and	the	need	to
modify	or	create	new	designs	for	our	existing	and	future	devices,	all	of	which	may	harm	our	business,	financial	condition	and
results	of	operations.	We	are	subject	to	taxation-	related	risks	in	multiple	jurisdictions,	and	the	adoption	and	interpretation	of
new	tax	legislation,	tax	regulations,	tax	rulings,	or	exposure	to	additional	tax	liabilities	could	materially	affect	our	business,
financial	condition	and	results	of	operations.	We	are	a	U.	S.-	based	multinational	company	subject	to	income	and	other	taxes	in
the	United	States	and	other	foreign	jurisdictions	in	which	we	do	business.	As	a	result,	our	provision	for	(benefit	from)	income
taxes	is	derived	from	a	combination	of	applicable	tax	rates	in	the	various	jurisdictions	in	which	we	operate.	Significant	judgment
is	required	in	determining	our	global	provision	for	(benefit	from)	income	taxes,	value	added	and	other	similar	taxes,	deferred	tax
assets	or	liabilities	and	in	evaluating	our	tax	positions	on	a	worldwide	basis.	It	is	possible	that	our	tax	positions	may	be
challenged	by	tax	authorities,	which	may	have	a	significant	impact	on	our	global	provision	for	(benefit	from)	income	taxes.	If
such	a	challenge	were	to	be	resolved	in	a	manner	adverse	to	us,	it	could	have	a	material	adverse	effect	on	our	business,	financial
condition	and	results	of	operations.	Tax	laws	are	regularly	re-	examined	and	evaluated	globally.	New	laws	and	interpretations	of
the	law	are	taken	into	account	for	financial	statement	purposes	in	the	quarter	or	year	that	they	become	applicable.	Tax
authorities	are	increasingly	scrutinizing	the	tax	positions	of	multinational	companies.	If	U.	S.	or	other	foreign	tax	authorities
change	applicable	tax	laws,	or	if	there	is	a	change	in	interpretation	of	existing	law,	our	overall	liability	could	increase,	and	our
business,	financial	condition	and	results	of	operations	may	be	harmed.	In	December	2017,	the	legislation	commonly	referred	to
as	the	Tax	Cuts	and	Jobs	Act	of	2017	(the	“	Tax	Act	”)	was	enacted,	which	contains	significant	changes	to	U.	S.	tax	law,
including	a	reduction	in	the	U.	S.	corporate	tax	rate	,	and	a	transition	to	a	new	partial	territorial	system	of	taxation.	The	primary
impact	of	the	Tax	Act	on	our	provision	for	(benefit	from)	income	taxes	was	a	reduction	of	the	future	tax	benefits	of	our	deferred
tax	assets	as	a	result	of	the	reduction	in	the	corporate	income	tax	rate.	In	addition,	as	of	January	1,	2023	2022	,	the	Tax	Act
requires	research	and	experimental	expenditures	attributable	to	research	conducted	within	the	United	States	to	be	capitalized	and
amortized	ratably	over	a	five-	year	period.	Any	such	expenditures	attributable	to	research	conducted	outside	the	United	States
must	be	capitalized	and	amortized	over	a	15-	year	period.	This	tax	If	the	requirement	to	capitalize	capitalization	such	of
research	and	experimental	expenditures	was	included	in	is	not	modified	by	the	time	our	tax	return	is	filed	for	the	year	ended
December	31,	2022	.	Since	this	deduction	disallowance	is	temporary,	there	is	no	impact	on	our	tax	expense;	however	,	it
increases	may	impact	our	current	and	future	cash	tax	flow	liabilities	and	deferred	tax	assets.	Further,	the	Inflation	Reduction
Act	of	2022	(the	“	IRA	”)	became	effective	beginning	on	January	1,	2023	,	which	imposes	a	15	%	alternative	minimum
income	tax	on	certain	corporations’	global	adjustment	financial	statement	income	and	a	1	%	non-	deductible	excise	tax
on	certain	stock	buybacks	.	We	do	not	currently	expect	that	the	IRA	will	have	a	material	impact	on	our	income	tax	liability.	In



addition,	the	Organisation	for	Economic	Co-	operation	and	Development,	the	European	Union,	as	well	as	a	number	of	other
countries	and	organizations,	have	recently	enacted	new	laws,	and	proposed	or	recommended	changes	to	existing	tax	laws	that
may	increase	our	tax	obligations	in	many	countries	where	we	do	business	or	require	us	to	change	the	manner	in	which	we
operate	our	business.	As	we	expand	the	scale	of	our	business	activities,	any	changes	in	U.	S.	or	foreign	tax	laws	that	apply	to
such	activities	may	increase	our	worldwide	effective	tax	rate	and	harm	our	business,	financial	condition	and	results	of
operations.	Our	management	team	has	limited	experience	managing	a	public	company.	Most	members	of	our	management	team
have	limited	experience	managing	a	publicly-	traded	company,	interacting	with	public	company	investors,	and	complying	with
the	increasingly	complex	laws	pertaining	to	public	companies.	Our	management	team	may	not	successfully	or	efficiently	attend
to	significant	regulatory	oversight	and	reporting	obligations	under	the	federal	securities	laws	and	the	continuous	scrutiny	of
securities	analysts	and	investors.	These	obligations	and	constituents	require	significant	attention	from	our	senior	management
and	could	divert	their	attention	away	from	the	day-	to-	day	management	of	our	business,	which	may	harm	our	business,	financial
condition	and	results	of	operations.	We	are	exposed	to	increased	regulatory	oversight	and	incur	increased	costs	as	a	result	of
being	a	public	company.	As	a	public	company,	we	incur	substantial	legal,	accounting	and	other	expenses	that	we	did	not	incur
as	a	private	company.	For	example,	we	are	subject	to	the	reporting	requirements	of	the	Exchange	Act,	the	applicable
requirements	of	the	Sarbanes-	Oxley	Act	of	2002	(the	“	SOX	Act	”)	,	the	rules	and	regulations	of	the	Securities	and	Exchange
Commission	(the	“	SEC	”),	and	the	listing	requirements	and	rules	of	the	New	York	Stock	Exchange.	As	a	result,	we	incur
significant	legal,	accounting	and	other	expenses	,	,	including	additional	directors’	and	officers’	liability	insurance.	We	have
incurred	costs	in	connection	with	hiring	additional	legal,	accounting,	financial	and	compliance	staff	with	appropriate	public
company	experience	and	technical	accounting	knowledge.	These	rules	and	regulations	have	increased,	and	will	continue	to
increase,	our	legal	and	financial	compliance	costs,	and	have	made,	and	will	continue	to	make,	certain	activities	more	time
consuming	and	costly.	Furthermore,	as	issues	in	complying	with	those	requirements	are	identified,	such	as	the	material	weakness
described	in	this	Annual	Report	on	Form	10-	K,	we	could	incur	additional	costs	rectifying	those	or	new	issues,	and	the	existence
of	these	issues	could	adversely	affect	our	reputation	or	investor	perceptions	of	it	and	could	make	it	more	expensive	to	obtain
director	and	officer	liability	insurance.	Any	of	these	expenses	may	harm	our	business,	financial	condition	and	results	of
operations.	We	have	previously	identified	a	material	weakness	in	our	internal	control	over	financial	reporting	as	of	December	3
31	,	2022.	If	we	are	unable	to	remediate	this	material	weakness,	or	if	we	experience	additional	material	weaknesses	in	the	future
or	otherwise	fail	to	maintain	an	effective	system	of	internal	control	over	financial	reporting	in	the	future	,	we	may	not	be	able	to
accurately	or	timely	report	our	financial	results,	in	which	case	our	business	may	be	harmed,	investors	may	lose	confidence	in	the
accuracy	and	completeness	of	our	financial	reports,	and	our	stock	price	could	be	adversely	affected.	Our	management	is
responsible	for	establishing	and	maintaining	adequate	internal	control	over	financial	reporting	and	for	evaluating	and	reporting
on	the	effectiveness	of	our	system	of	internal	control.	As	a	public	company,	we	are	required	by	Section	404	of	the	SOX	Act	to
evaluate	the	effectiveness	of	our	internal	control	over	financial	reporting.	We	must	also	include	a	report	issued	by	our
independent	registered	public	accounting	firm	based	on	their	audit	of	our	internal	controls	over	financial	reporting.	In
connection	with	our	year-	end	assessment	of	internal	control	over	financial	reporting,	we	determined	that,	as	of	December	31,
2022,	we	did	not	maintain	effective	internal	control	over	financial	reporting	because	of	a	material	weakness	associated	with
controls	related	to	our	price	protection	program	and	quantity	information	used	as	the	basis	for	their	accruals.	For	further
discussion	of	During	2023,	we	completed	the	remediation	measures	related	to	the	material	weakness	identified	and
concluded	our	remedial	efforts,	see	“	Item	9A,	Controls	and	Procedures	”	of	this	Annual	Report	on	Form	10-	K.	We	are
committed	to	undertaking	efforts	to	remediate	the	material	weakness	as	promptly	as	possible,	and	management	is	in	the	process
of	implementing	a	remediation	plan;	however,	there	can	be	no	assurance	as	to	when	the	material	weakness	will	be	remediated	or
that	additional	material	weaknesses	will	not	arise	in	the	future.	Further,	remediation	efforts	place	a	significant	burden	on
management	and	add	increased	pressure	to	our	financial	and	IT	resources	and	processes.	As	a	result,	we	may	not	be	successful
in	making	the	improvements	necessary	to	remediate	the	material	weakness	identified	by	management,	be	able	to	do	so	in	a
timely	manner,	or	our	be	able	to	identify	and	remediate	additional	control	deficiencies,	including	material	weaknesses,	in	the
future.	In	addition,	during	our	most	recent	fiscal	quarter	ended	December	31,	2022,	we	identified	a	material	weakness	in	internal
control	over	financial	reporting	was	effective	as	relating	to	the	review	of	all	journal	entry	types	for	our	general	ledger	system.
We	remediated	this	material	weakness	during	the	quarter	ended	December	31,	2022	2023	by	enhancing	and	formalizing	.
Completion	of	remediation	does	not	provide	assurance	that	our	remediation	or	other	controls	will	continue	to	operate
properly	over	the	review	of	all	journal	entry	types	.	If	we	are	unable	to	further	implement	and	maintain	effective	internal
control	over	financial	reporting	or	disclosure	controls	and	procedures,	our	ability	to	record,	process	and	report	financial
information	timely	and	accurately,	and	to	prepare	financial	statements	within	required	time	periods	could	be	adversely	affected,
which	could	subject	us	to	litigation	or	investigations,	require	management	resources	and	payment	of	legal	and	other	expenses,
negatively	affect	investor	confidence	in	our	financial	statements	and	adversely	impact	our	stock	price.	Further,	weaknesses	in
our	disclosure	controls	and	internal	control	over	financial	reporting	may	be	discovered	in	the	future.	Any	failure	to	develop	or
maintain	effective	controls	or	any	difficulties	encountered	in	their	implementation	or	improvement	could	harm	our	operating
results	or	cause	us	to	fail	to	meet	our	reporting	obligations	and	may	result	in	a	restatement	of	our	financial	statements	for	prior
periods.	If	we	are	unable	to	assert	that	our	internal	control	over	financial	reporting	is	effective,	or	if	our	independent	registered
public	accounting	firm	is	unable	to	express	an	unqualified	opinion	as	to	the	effectiveness	of	our	internal	control	over	financial
reporting,	investors	may	lose	confidence	in	the	accuracy	and	completeness	of	our	financial	reports,	the	market	price	of	our	Class
A	common	stock	could	be	adversely	affected	and	we	could	become	subject	to	litigation	or	investigations	by	New	York	Stock
Exchange,	the	SEC	or	other	regulatory	authorities,	which	could	require	additional	financial	and	management	resources.	We	rely
on	assumptions	and	estimates	to	calculate	certain	of	our	key	metrics,	and	real	or	perceived	inaccuracies	in	such	metrics	may
harm	our	reputation	and	negatively	affect	our	business.	We	calculate	certain	of	our	key	metrics,	including	Smart	TV	Shipments,



SmartCast	Active	Accounts,	SmartCast	ARPU,	SmartCast	Hours	and	Total	VIZIO	Hours	using	internal	company	data	that	has
not	been	independently	verified.	While	these	numbers	are	based	on	what	we	believe	to	be	reasonable	calculations	for	the
applicable	period	of	measurement,	there	are	inherent	challenges	in	measuring	our	key	metrics.	We	regularly	review	and	may
adjust	our	processes	for	calculating	our	internal	metrics	to	improve	their	accuracy.	Our	measures	of	our	key	metrics	may	differ
from	estimates	published	by	third	parties	or	from	similarly-	titled	metrics	of	our	competitors	due	to	differences	in	methodology.
If	advertisers,	content	or	platform	partners	or	investors	do	not	perceive	our	key	metrics	to	be	accurate	representations	of	our
Smart	TV	Shipments,	SmartCast	Active	Accounts,	SmartCast	ARPU,	SmartCast	Hours	and	Total	VIZIO	Hours,	or	if	we
discover	material	inaccuracies	in	our	key	metrics,	our	reputation	may	be	harmed	and	content	partners,	advertisers	and	partners
may	be	less	willing	to	allocate	their	budgets	or	resources	to	our	devices	and	services,	which	could	negatively	affect	our	business,
financial	condition	and	results	of	operations.	Further,	as	our	business	develops,	we	may	revise	or	cease	reporting	certain	metrics
if	we	determine	that	such	metrics	are	no	longer	accurate	or	appropriate	measures	of	our	performance.	If	investors,	analysts,
consumers	or	retailers	do	not	believe	our	reported	measures,	such	as	Smart	TV	Shipments,	SmartCast	Active	Accounts,
SmartCast	ARPU,	SmartCast	Hours	and	Total	VIZIO	Hours,	are	sufficient	or	accurately	reflect	our	business,	we	may	receive
negative	publicity	and	our	operating	results	may	be	adversely	impacted.	We	need	to	maintain	operational	and	financial	systems
that	can	support	our	expected	growth,	increasingly	complex	business	arrangements,	and	rules	governing	revenue	and	expense
recognition	and	any	inability	or	failure	to	do	so	could	adversely	affect	our	financial	reporting,	billing	and	payment	services.	We
have	a	complex	business	that	is	growing	in	size	and	complexity.	To	manage	our	growth	and	our	increasingly	complex	business
operations,	especially	as	we	move	into	new	markets	internationally	or	acquire	new	businesses,	we	will	need	to	maintain	and
may	need	to	upgrade	our	operational	and	financial	systems	and	procedures,	which	requires	management	time	and	may	result	in
significant	additional	expense.	Our	business	arrangements	with	our	content	providers	and	advertisers,	and	the	rules	that	govern
revenue	and	expense	recognition	in	our	data	services	business	are	increasingly	complex.	To	manage	the	expected	growth	of	our
operations	and	increasing	complexity,	we	must	maintain	operational	and	financial	systems,	procedures	and	controls	and
continue	to	increase	systems	automation	to	reduce	reliance	on	manual	operations.	An	inability	to	do	so	will	negatively	affect	our
financial	reporting,	billing	and	payment	services.	Our	current	and	planned	systems,	procedures	and	controls	may	not	be
adequate	to	support	our	complex	arrangements	and	the	rules	governing	revenue	and	expense	recognition	for	our	future
operations	and	expected	growth.	Delays	or	problems	associated	with	any	improvement	or	expansion	of	our	operational	and
financial	systems	and	controls	could	adversely	affect	our	relationships	with	our	consumers	and	partners,	cause	harm	to	our
reputation	and	brand	and	could	also	result	in	errors	in	our	financial	and	other	reporting.	If	our	estimates	or	judgments	relating	to
our	critical	accounting	policies	prove	to	be	incorrect,	our	results	of	operations	may	be	harmed.	The	preparation	of	financial
statements	in	conformity	with	GAAP	generally	accepted	accounting	principles	requires	management	to	make	estimates	and
assumptions	that	affect	the	amounts	reported	in	the	consolidated	financial	statements	and	accompanying	notes.	We	base	our
estimates	on	historical	experience	and	on	various	other	assumptions	that	we	believe	to	be	reasonable	under	the	circumstances,	as
provided	in	“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations.	”	The	results	of	these
estimates	form	the	basis	for	making	judgments	about	the	carrying	values	of	assets,	liabilities	and	equity,	and	the	amount	of
revenue	and	expenses	that	are	not	readily	apparent	from	other	sources.	Our	results	of	operations	may	be	adversely	affected	if	our
assumptions	change	or	if	actual	circumstances	differ	from	those	in	our	assumptions,	which	could	cause	our	results	of	operations
to	fall	below	the	expectations	of	securities	analysts	and	investors,	resulting	in	a	decline	in	our	stock	price.	Significant
assumptions	and	estimates	used	in	preparing	our	consolidated	financial	statements	include	those	related	to	revenue	recognition,
sales	incentives,	accounts	receivable	and	allowance	for	doubtful	accounts,	share-	based	compensation	expense,	excess	and
obsolete	inventory	write-	downs,	warranty	reserves,	long-	lived	assets	and	accounting	for	income	taxes	including	deferred	tax
assets	and	liabilities.	Our	results	of	operations	may	be	adversely	affected	by	changes	in	accounting	principles	applicable	to	us.
Generally	accepted	accounting	principles	(GAAP)	in	the	United	States	are	subject	to	interpretation	by	the	Financial	Accounting
Standards	Board	(	“	FASB	”	),	the	SEC,	and	other	various	bodies	formed	to	promulgate	and	interpret	appropriate	accounting
principles.	Changes	in	accounting	principles	applicable	to	us,	or	varying	interpretations	of	current	accounting	principles,	in
particular,	with	respect	to	revenue	recognition,	could	have	a	significant	effect	on	our	reported	results	of	operations.	Further,	any
difficulties	in	the	implementation	of	changes	in	accounting	principles,	including	the	ability	to	modify	our	accounting	systems,
could	cause	us	to	fail	to	meet	our	financial	reporting	obligations,	which	could	result	in	regulatory	discipline	and	harm	investors’
confidence	in	us	.	Third	parties	may	claim	we	are	infringing,	misappropriating	or	otherwise	violating	their	intellectual
property	rights	and	we	could	be	prevented	from	selling	our	devices,	or	suffer	significant	litigation	expense,	even	if	these
claims	have	no	merit	.	The	media	entertainment	devices	industry,	and	especially	the	television	industry,	is	characterized	by	the
existence	of	a	large	number	of	patents	and	frequent	claims	and	litigation	regarding	patent,	trade	secret	and	other	intellectual
property	rights.	There	is	no	easy	mechanism	through	which	we	can	ascertain	a	list	of	all	patent	applications	that	have	been	filed
in	the	United	States	or	elsewhere	and	whether,	if	any	applications	are	granted,	such	patents	would	harm	our	business.
Furthermore,	the	rapid	technological	changes	that	characterize	our	industry	require	that	we	quickly	implement	new	processes
and	components	with	respect	to	our	devices.	Often	with	respect	to	recently	developed	processes	and	components,	a	degree	of
uncertainty	exists	as	to	who	may	rightfully	claim	ownership	rights	in	such	processes	and	components.	Uncertainty	of	this	type
increases	the	risk	that	claims	alleging	that	such	components	or	processes	infringe,	misappropriate	or	otherwise	violate	third-
party	rights	may	be	brought	against	us.	We	may	also	be	unaware	of	intellectual	property	rights	of	others	that	may	cover	some	of
our	devices.	Leading	companies	in	the	television	industry,	some	of	which	are	our	competitors,	have	extensive	patent	portfolios
with	respect	to	television	technology.	From	time	to	time,	third	parties,	including	these	leading	companies,	have	asserted	and
currently	are	asserting	patent,	copyright,	trademark	and	/	or	other	intellectual	property	related	claims	against	us	and	demand
license	or	royalty	payments	or	payment	for	damages,	seek	injunctive	relief	and	or	pursue	other	remedies	including,	but	not
limited	to,	an	order	barring	the	import	of	our	devices.	We	expect	to	continue	to	receive	such	communications	and	be	subject	to



such	claims,	and	we	review	the	merits	of	each	claim	as	they	are	received.	The	cost	to	us	of	any	patent	litigation	or	other
proceeding,	even	if	resolved	in	our	favor,	could	be	substantial.	Claims	of	intellectual	property	infringement,	misappropriation	or
other	violation	against	us	or	our	manufacturers	have	required	and	might	in	the	future	require	us	to	redesign	our	devices,	rebrand
our	services,	enter	into	costly	settlement	or	license	agreements,	pay	costly	damage	awards,	potentially	including	treble	damages
and	attorneys’	fees,	if	we	are	found	to	have	willfully	infringed	a	party’	s	intellectual	property,	or	require	us	to	face	a	temporary
or	permanent	injunction	prohibiting	us	from	marketing	or	selling	our	devices	or	services.	As	a	result	of	patent	infringement
claims,	or	to	avoid	potential	claims,	we	have	in	the	past	and	may	in	the	future	choose	or	be	required	to	seek	licenses	from	third
parties.	These	licenses	may	not	be	available	on	acceptable	terms,	or	at	all.	Even	if	we	are	able	to	obtain	a	license,	the	license
would	likely	obligate	us	to	pay	license	fees	or	royalties	or	both,	which	may	be	substantial,	and	the	rights	granted	to	us	might	be
nonexclusive,	which	could	result	in	our	competitors	gaining	access	to	the	same	intellectual	property	rights.	Litigation	against	us,
even	if	without	merit,	can	be	time	consuming,	could	divert	management	’	s	attention	and	resources,	require	us	or	our
manufacturers	to	incur	significant	legal	expense,	prevent	us	from	using	or	selling	the	challenged	technology,	damage	our
reputation	and	brand,	require	us	or	our	manufacturers	to	design	around	the	challenged	technology	and	cause	the	price	of	our
stock	to	decline.	In	addition,	these	third-	party	claimants,	some	of	which	are	potential	competitors,	may	initiate	litigation	against
the	manufacturers	of	our	devices	or	key	components,	including	LCD	and	OLED	panels,	or	our	retailers,	alleging	infringement,
misappropriation	or	other	violation	of	their	proprietary	rights	with	respect	to	existing	or	future	devices.	Also,	third	parties	may
make	infringement	claims	against	us	that	relate	to	technology	developed	and	owned	by	one	of	our	manufacturers	for	which	our
manufacturers	may	or	may	not	indemnify	us.	Even	if	we	are	indemnified	against	such	costs,	the	indemnifying	party	may	be
unable	to	uphold	its	contractual	obligations	and	determining	the	scope	of	these	obligations	could	require	additional	litigation.
Moreover,	our	agreements	with	our	retailers	generally	contain	intellectual	property	indemnification	obligations,	and	we	may	be
responsible	for	indemnifying	our	retailers	against	certain	intellectual	property	claims	or	liability	they	may	face	relating	to	our
devices	or	offerings.	Additionally,	our	retailers	may	not	purchase	our	offerings	if	they	are	concerned	that	they	may	infringe,
misappropriate	or	otherwise	violate	third-	party	intellectual	property	rights.	The	complexity	of	the	technology	involved	and
inherent	uncertainty	and	cost	of	intellectual	property	litigation	increases	our	risks.	In	the	event	of	a	meritorious	or	successful
claim	of	infringement,	and	our	failure	or	inability	to	license	or	independently	develop	or	acquire	access	to	alternative	technology
on	a	timely	basis	and	on	commercially	reasonable	terms,	or	substitute	similar	intellectual	property	from	another	source,	we	may
be	required	to:	•	discontinue	making,	using,	selling	or	importing	substantially	all	or	some	of	our	devices	as	currently	engineered;
•	offer	less	competitive	devices	with	reduced	or	limited	functionality;	•	pay	substantial	monetary	damages	for	the	prior	use	of
third-	party	intellectual	property;	•	change	how	our	devices	are	manufactured	or	the	design	of	our	devices;	•	shift	significant
liabilities	to	our	manufacturers	who	may	not	be	financially	able	to	absorb	them;	•	enter	into	licensing	arrangements	with	third
parties	on	economically	unfavorable	or	impractical	terms	and	conditions;	and	/	or	•	pay	higher	prices	for	the	devices	we	sell.	As
a	result	of	the	occurrence	of	any	of	the	foregoing,	we	may	be	unable	to	offer	competitive	devices,	suffer	a	material	decrease	or
interruption	in	sales	and	our	business,	financial	condition	and	results	of	operations	may	be	harmed.	If	we	become	subject	to
liability	for	content	that	we	distribute	through	our	devices,	our	business,	financial	condition	and	results	of	operations	may	be
harmed.	As	a	distributor	of	content,	we	face	potential	liability	for	negligence,	copyright,	patent	or	trademark	infringement,
public	performance	royalties	or	other	claims	based	on	the	nature	and	content	of	materials	that	we	distribute.	The	Digital
Millennium	Copyright	Act	(“	DMCA	”)	is	intended,	in	part,	to	limit	the	liability	of	eligible	service	providers	for	caching,
hosting,	or	linking	to,	user	content	that	include	materials	that	infringe	copyrights	or	other	rights	of	others.	We	rely	on	the
protections	provided	by	the	DMCA	in	conducting	our	business,	and	may	be	adversely	impacted	by	future	legislation	and	future
judicial	decisions	altering	these	safe	harbors	or	if	international	jurisdictions	refuse	to	apply	similar	protections.	If	we	become
liable	for	these	types	of	claims	as	a	result	of	the	content	that	is	streamed	through	our	technology,	then	our	business	may	suffer.
Litigation	to	defend	these	claims	could	be	costly	and	the	expenses	and	damages	arising	from	any	liability	could	harm	our
business,	financial	condition	and	results	of	operations.	We	cannot	assure	that	we	are	insured	or	indemnified	to	cover	claims	of
these	types	or	liability	that	may	be	imposed	on	us.	Some	of	our	consumer	devices	contain	“	open	source	”	software,	and	any
failure	to	comply	with	the	terms	of	one	or	more	of	these	open	source	licenses	could	negatively	affect	our	business.	Some	of	our
devices	contain,	or	may	be	distributed	with,	software	licensed	by	its	authors	or	other	third	parties	under	so-	called	“	open	source
”	licenses,	including,	for	example,	the	GNU	General	Public	License,	GNU	Lesser	General	Public	License,	the	Mozilla	Public
License,	the	BSD	License	and	the	Apache	License.	Some	of	those	licenses	may	require,	as	a	condition	of	the	license,	that:	•	we
release	the	source	code	including	modifications	or	derivative	works	we	create	based	upon,	incorporating,	or	using	the	open
source	software,	•	we	provide	notices	with	our	devices,	and	/	or	•	we	license	the	modifications	or	derivative	works	we	create
based	upon,	incorporating	or	using	the	open	source	software	under	the	terms	of	a	particular	open	source	license	or	other	license
granting	third	parties	certain	rights	of	further	use,	including	that	the	licensee	publicly	release	all	or	part	of	the	source	code	to
such	software	and	/	or	make	available	any	derivative	works	of	the	open	source	code	on	unfavorable	terms	or	at	no	cost.	From
time	to	time,	companies	that	incorporate	open	source	software	into	their	devices	have	faced	claims	challenging	the	ownership	of
open	source	software	and	/	or	compliance	with	open	source	license	terms.	Additionally,	the	terms	of	certain	open	source	licenses
to	which	we	are	subject	have	not	been	interpreted	by	U.	S.	or	foreign	courts,	and	there	is	a	risk	that	open	source	software
licenses	could	be	construed	in	a	manner	that	imposes	unanticipated	conditions	or	restrictions	on	our	ability	to	provide	the	open
source	software	subject	to	those	licenses.	Accordingly,	we	could	have	and	may	in	the	future	be	subject	to	suits	and	liability	for
copyright	infringement	claims	and	breach	of	contract	by	parties	claiming	ownership	of,	or	demanding	release	of,	what	we
believe	to	be	open	source	software	or	noncompliance	with	open	source	licensing	terms.	While	we	monitor	our	use	of	open
source	software	and	try	to	ensure	that	none	is	used	in	a	manner	that	would	require	us	to	disclose	the	source	code	or	that	would
otherwise	breach	the	terms	of	an	open	source	agreement,	such	use	could	nevertheless	occur,	or	could	be	claimed	to	have
occurred,	and	we	may	be	required	to	release	our	proprietary	source	code,	pay	damages	for	breach	of	contract,	purchase	a	costly



license,	re-	engineer	our	applications,	discontinue	sales	in	the	event	re-	engineering	cannot	be	accomplished	on	a	timely	basis	or
take	other	remedial	action	that	may	divert	resources	away	from	our	development	efforts,	any	of	which	may	harm	our	business,
financial	condition	and	results	of	operations.	This	reengineering	process	could	require	us	to	expend	significant	additional
research	and	development	resources,	and	we	may	not	be	able	to	complete	the	re-	engineering	process	successfully.	In	addition	to
risks	related	to	license	requirements,	use	of	certain	open	source	software	can	lead	to	greater	risks	than	use	of	third-	party
commercial	software,	as	open	source	licensors	generally	do	not	provide	warranties	or	controls	on	the	origin	of	software.	If
When	an	author	or	other	third-	party	that	distributes	such	open	source	software	were	to	allege	alleges	that	we	had	not	complied
with	the	conditions	of	one	or	more	of	those	open	source	licenses,	we	could	are	and	may	in	the	future	be	required	to	incur	legal
expenses	in	defending	against	such	allegations,	and	if	our	defenses	were	are	not	successful	we	could	be	enjoined	from
distribution	of	the	devices	that	contained	the	open	source	software	and	be	required	to	either	make	the	source	code	for	the	open
source	software	available,	to	grant	third	parties	certain	rights	of	further	use	of	our	software,	or	to	remove	the	open	source
software	from	our	devices,	which	could	disrupt	our	distribution	and	sale	of	some	of	our	devices,	or	help	third	parties,	including
our	competitors,	develop	products	and	services	that	are	similar	to	or	better	than	ours,	any	of	which	may	harm	our	business,
financial	condition	and	results	of	operations.	We	rely	upon	trade	secrets	and	other	intellectual	property	rights,	including
unpatented	proprietary	know-	how	and	expertise	to	maintain	our	competitive	position	in	the	television	industry.	Our	intellectual
proprietary	rights	may	be	difficult	to	establish,	maintain,	enforce	and	protect,	which	could	enable	others	to	copy	or	use	aspects
of	our	devices	without	compensating	us,	thereby	eroding	our	competitive	advantages	and	harming	our	business.	We	rely	on	a
combination	of	copyright,	trademark,	patent	and	trade	secret	laws,	nondisclosure	agreements	with	employees,	contractors	and
manufacturers	and	other	contractual	provisions	to	establish,	maintain,	protect	and	enforce	our	intellectual	property	and	other
proprietary	rights.	Our	success	depends,	in	part,	on	our	ability	to	protect	our	intellectual	property	and	proprietary	rights	under	the
intellectual	property	laws	of	the	United	States	and	other	countries.	The	laws	of	some	foreign	countries	may	not	be	as	protective
of	intellectual	property	rights	as	those	of	the	United	States,	and	mechanisms	for	enforcement	of	our	intellectual	property	and
proprietary	rights	in	such	countries	may	be	inadequate.	Despite	our	efforts	to	protect	our	intellectual	property,	unauthorized
parties	may	attempt	to	copy	aspects	of	our	device	design,	to	obtain	and	use	technology	and	other	intellectual	property	that	we
regard	as	proprietary,	or	to	adopt	names,	trademarks	and	logos	similar	to	the	VIZIO	name,	trademark	and	logo,	especially	in
international	markets	where	intellectual	property	rights	may	be	less	protected.	Furthermore,	our	competitors	may	independently
develop	similar	technology	or	duplicate	our	intellectual	property.	Policing	the	unauthorized	use	of	our	intellectual	property	and
proprietary	rights	is	difficult	and	expensive.	Pursuing	infringers	of	our	intellectual	property	and	proprietary	rights	could	result	in
significant	costs	and	diversion	of	resources,	and	any	failure	to	pursue	infringers	could	result	in	our	competitors	utilizing	our
technology	and	offering	similar	devices,	potentially	resulting	in	loss	of	a	competitive	advantage	and	decreased	sales.
Furthermore,	because	of	the	substantial	amount	of	discovery	required	in	connection	with	intellectual	property	litigation,	there	is
a	risk	that	some	of	our	confidential	and	proprietary	information	could	be	compromised	by	disclosure	during	this	type	of
litigation.	If	we	fail	to	protect	and	enforce	our	intellectual	property	rights	adequately,	our	competitors	might	gain	access	to	our
technology,	we	may	not	receive	any	return	on	the	resources	expended	to	create	or	acquire	the	intellectual	property	or	generate
any	competitive	advantage	based	on	it,	and	our	brand,	business,	financial	condition	and	results	of	operations	may	be	harmed.
Additionally,	various	factors	outside	our	control	pose	a	threat	to	our	intellectual	property	rights,	as	well	as	to	our	devices.	For
example,	we	may	fail	to	obtain	effective	intellectual	property	protection,	or	the	efforts	we	have	taken	to	protect	our	intellectual
property	rights	may	not	be	sufficient	or	effective,	and	any	of	our	intellectual	property	rights	may	be	challenged,	which	could
result	in	them	being	narrowed	in	scope	or	declared	invalid	or	unenforceable.	Despite	our	efforts	to	protect	our	intellectual
property	proprietary	rights,	there	can	be	no	assurance	our	intellectual	property	rights	will	be	sufficient	to	protect	against	others
offering	products	or	services	that	are	substantially	similar	to	ours.	For	example,	it	is	possible	that	third	parties,	including	our
competitors,	may	obtain	patents	relating	to	technologies	that	overlap	or	compete	with	our	technology.	If	third	parties	obtain
patent	protection	with	respect	to	such	technologies,	they	may	assert,	and	have	in	the	past	asserted,	that	our	technology	infringes
their	patents	and	seek	to	charge	us	a	licensing	fee	or	otherwise	preclude	the	use	of	our	technology.	We	rely	heavily	on	trade
secrets,	unpatented	proprietary	know-	how,	expertise	and	information,	as	well	as	continuing	technological	innovation	in	our
business	and	confidentiality	to	protect	our	intellectual	property.	We	seek	to	protect	our	proprietary	information	by	entering	into
confidentiality	and	/	or	license	agreements	with	our	employees,	consultants,	service	providers	and	advertisers.	We	also	enter	into
confidentiality	and	invention	assignment	agreements	with	our	employees	and	consultants.	We	also	seek	to	preserve	the	integrity
and	confidentiality	of	our	trade	secrets	and	proprietary	information	by	the	use	of	measures	designed	to	maintain	physical
security	of	our	premises	and	physical	and	electronic	security	of	our	information	technology	systems,	but	it	is	possible	that	the
security	measures	of	the	premises	or	information	technology	systems	used	in	our	business	and	operations,	some	of	which	are
supported	by	third	parties,	could	be	breached.	However,	policing	unauthorized	use	of	our	trade	secrets,	technology	and
proprietary	information	is	difficult	and	we	cannot	assure	you	that	any	steps	taken	by	us	will	prevent	misappropriation	of	our
trade	secrets,	technology	and	proprietary	information.	We	cannot	be	certain	that	we	have	entered	into	confidentiality,	invention
assignment	and	/	or	license	agreements	with	all	relevant	parties,	and	we	cannot	be	certain	that	our	trade	secrets,	technology	and
other	proprietary	information	will	not	be	disclosed	or	that	competitors	will	not	otherwise	gain	access	to	our	trade	secrets	or
independently	develop	substantially	equivalent	information	and	techniques.	There	can	be	no	assurance	that	we	will	be	able	to
effectively	maintain	the	secrecy	and	confidentiality	of	this	intellectual	property.	Such	agreements	may	be	insufficient	or
breached	and	we	also	cannot	be	certain	that	we	will	have	adequate	remedies	for	any	breach.	Individuals	not	subject	to	invention
assignment	agreements	may	make	adverse	ownership	claims	to	our	current	and	future	intellectual	property.	Additionally,	to	the
extent	that	our	employees,	consultants	or	other	third	parties	with	whom	we	do	business	use	intellectual	property	owned	by	others
in	their	work	for	us,	disputes	may	arise	as	to	the	rights	in	related	or	resulting	know-	how	and	inventions.	We	may	have
employees	leave	us	and	work	for	competitors.	Attempts	may	be	made	to	copy	or	reverse-	engineer	aspects	of	our	devices	or	to



obtain	and	use	information	that	we	regard	as	proprietary.	The	disclosure	of	our	trade	secrets	or	other	know-	how	as	a	result	of
such	a	breach	may	harm	our	business.	If	any	of	our	trade	secrets,	technology	or	other	proprietary	information	were	to	be
lawfully	obtained	or	independently	developed	by	a	competitor,	we	would	have	no	right	to	prevent	such	competitor	from	using
that	technology	or	information	to	compete	with	us,	which	could	harm	our	competitive	position.	To	a	lesser	extent,	we	rely	on
patent	laws	to	protect	our	proprietary	methods	and	technologies.	While	we	have	issued	patents	and	pending	patent	applications
in	the	United	States	and	other	jurisdictions,	the	claims	eventually	allowed	on	any	of	our	patents	may	not	be	sufficiently	broad	to
protect	our	technology	or	offerings	and	services.	Any	issued	patents	may	be	challenged	or	invalidated	in	litigation	and	/	or	in
other	adversarial	proceedings	such	as	opposition,	inter	partes	review,	post-	grant	review,	reissue,	reexamination	or	other	post-
issuance	proceedings,	or	may	be	circumvented,	and	any	rights	granted	under	these	patents	may	not	actually	provide	adequate
defensive	protection	or	competitive	advantages	to	us.	Additionally,	the	process	of	obtaining	patent	protection	is	expensive	and
time-	consuming,	and	we	may	not	be	able	to	prosecute	all	necessary	or	desirable	patent	applications	at	a	reasonable	cost	or	in	a
timely	manner.	Additional	uncertainty	may	result	from	changes	to	intellectual	property	legislation	enacted	in	the	United	States,
including	the	Leahy-	Smith	America	Invents	Act,	and	other	national	governments	and	from	interpretations	of	the	intellectual
property	laws	of	the	United	States	and	other	countries	by	applicable	courts	and	agencies.	Accordingly,	despite	our	efforts,	we
may	be	unable	to	obtain	adequate	patent	protection,	or	to	prevent	third	parties	from	infringing	upon	or	misappropriating	our
intellectual	property.	Any	additional	investment	in	protecting	our	intellectual	property	through	additional	trademark,	patent	or
other	intellectual	property	filings	could	be	expensive	or	time-	consuming.	We	may	not	be	able	to	obtain	protection	for	our
technology	and	even	if	we	are	successful	in	obtaining	effective	patent,	trademark,	trade	secret	and	copyright	protection,	it	is
expensive	to	maintain	these	rights,	both	in	terms	of	application	and	maintenance	costs,	and	the	time	and	cost	required	to	defend
our	rights	could	be	substantial.	Moreover,	our	failure	to	develop	and	properly	manage	new	intellectual	property	could	hurt	our
market	position	and	business	opportunities.	If	we	fail	to	comply	with	our	obligations	under	license	or	technology	agreements
with	third	parties,	we	may	be	required	to	pay	damages	and	we	could	lose	license	rights	that	are	critical	to	our	business.	We
license	certain	intellectual	property,	including	patents	and	technology,	from	third	parties,	that	is	important	to	our	business,	and	in
the	future	we	may	enter	into	additional	agreements	that	provide	us	with	licenses	to	valuable	intellectual	property	or	technology.
If	we	fail	to	comply	with	any	of	the	obligations	under	our	license	agreements,	we	may	be	required	to	pay	damages	and	the
licensor	may	have	the	right	to	terminate	the	license.	Termination	by	the	licensor	would	cause	us	to	lose	valuable	rights,	and
could	prevent	us	from	selling	our	devices	or	inhibit	our	ability	to	commercialize	future	devices.	Our	business	would	suffer	if	any
current	or	future	licenses	terminate,	if	the	licensors	fail	to	abide	by	the	terms	of	the	license,	if	the	licensors	fail	to	enforce
licensed	patents	against	infringing	third	parties,	if	the	licensed	intellectual	property	rights	are	found	to	be	invalid	or
unenforceable,	or	if	we	are	unable	to	enter	into	necessary	licenses	on	acceptable	terms.	In	addition,	our	rights	to	certain
technologies	are	licensed	to	us	on	a	non-	exclusive	basis.	The	owners	of	these	non-	exclusively	licensed	technologies	are
therefore	free	to	license	them	to	third	parties,	including	our	competitors,	on	terms	that	may	be	superior	to	those	offered	to	us,
which	could	place	us	at	a	competitive	disadvantage.	Moreover,	our	licensors	may	own	or	control	intellectual	property	that	has
not	been	licensed	to	us	and,	as	a	result,	we	may	be	subject	to	claims,	regardless	of	their	merit,	that	we	are	infringing	or	otherwise
violating	the	licensor’	s	rights.	In	addition,	the	agreements	under	which	we	license	intellectual	property	or	technology	from	third
parties	are	generally	complex,	and	certain	provisions	in	such	agreements	may	be	susceptible	to	multiple	interpretations.	The
resolution	of	any	contract	interpretation	disagreement	that	may	arise	could	narrow	what	we	believe	to	be	the	scope	of	our	rights
to	the	relevant	intellectual	property	or	technology,	or	increase	what	we	believe	to	be	our	financial	or	other	obligations	under	the
relevant	agreement.	Any	of	the	foregoing	may	harm	our	competitive	position,	business,	financial	condition	and	results	of
operations.	The	multi	class	structure	of	our	common	stock	has	the	effect	of	concentrating	voting	power	with	our	Founder,
Chairman	and	Chief	Executive	Officer,	William	Wang,	and	his	affiliates,	which	will	limit	your	ability	to	influence	or	direct	the
outcome	of	key	corporate	actions	and	transactions,	including	a	change	in	control.	Our	Class	B	common	stock	has	10	votes	per
share,	and	our	Class	A	common	stock	has	one	vote	per	share.	William	Wang,	our	Founder,	Chairman	and	Chief	Executive
Officer	and	his	affiliates	hold	all	of	the	issued	and	outstanding	shares	of	our	Class	B	common	stock.	In	addition,	Mr.	Wang	has
entered	into	voting	agreements	whereby	he	maintains	voting	control	over	the	shares	of	Class	B	common	stock	held	by	his
affiliates.	The	shares	beneficially	owned	by	Mr.	Wang	(including	shares	over	which	he	has	voting	control)	represent	a	majority
of	the	voting	power	of	all	our	shares.	As	a	result,	for	the	foreseeable	future,	Mr.	Wang	will	be	able	to	control	matters	requiring
approval	by	our	stockholders,	including	the	election	of	directors,	amendments	of	our	organizational	documents,	and	any	merger,
consolidation,	sale	of	all	or	substantially	all	of	our	assets,	or	other	major	transaction	requiring	stockholder	approval	,	including
the	Merger	.	Mr.	Wang	may	have	interests	that	differ	from	yours	and	may	vote	in	a	way	with	which	you	disagree	and	which
may	be	adverse	to	your	interest.	The	concentration	of	control	will	limit	or	preclude	your	ability	to	influence	corporate	matters	for
the	foreseeable	future	and	could	have	the	effect	of	delaying,	preventing	or	deterring	a	change	in	control	of	our	company,	could
deprive	you	and	other	holders	of	Class	A	common	stock	of	an	opportunity	to	receive	a	premium	for	your	Class	A	common	stock
as	part	of	a	sale	of	our	company,	and	could	negatively	affect	the	market	price	of	our	Class	A	common	stock.	In	addition,	this
may	prevent	or	discourage	unsolicited	acquisition	proposals	or	offers	for	our	capital	stock	that	you	may	feel	are	in	your	best
interest	as	one	of	our	stockholders.	Future	transfers	by	Mr.	Wang	and	his	affiliates	of	the	Class	B	common	stock	they	hold	will
generally	result	in	those	shares	converting	into	shares	of	Class	A	common	stock,	subject	to	limited	exceptions,	such	as	certain
transfers	effected	for	estate	planning	or	charitable	purposes.	In	addition,	each	share	of	Class	B	common	stock	will	convert
automatically	into	one	share	of	Class	A	common	stock	upon	the	date	fixed	by	the	Board	of	Directors	that	is	no	less	than	61	days
and	more	than	180	days	following	(i)	the	first	date	on	which	the	number	of	shares	of	Class	B	common	stock	held	by	Mr.	Wang
and	his	affiliates	is	less	than	25	%	of	the	Class	B	common	stock	held	by	Mr.	Wang	and	his	affiliates	as	of	immediately	prior	to
the	completion	of	our	IPO	(the	“	25	%	Ownership	Threshold	”);	(ii)	the	date	on	which	Mr.	Wang	is	terminated	for	cause	(as
defined	in	our	amended	and	restated	certificate	of	incorporation);	or	(iii)	the	date	upon	which	(A)	Mr.	Wang	is	no	longer



providing	services	to	us	as	chief	executive	officer	and	(B)	Mr.	Wang	is	no	longer	a	member	of	our	Board	of	Directors,	either	as	a
result	of	Mr.	Wang’	s	voluntary	resignation	or	as	a	result	of	a	request	or	agreement	by	Mr.	Wang	not	to	be	re-	nominated	as	a
member	of	our	Board	of	Directors	at	a	meeting	of	our	stockholders.	Additionally,	shares	of	Class	B	common	stock	will	convert
automatically	at	the	close	of	business	on	the	date	that	is	12	months	after	the	death	or	permanent	and	total	disability	of	Mr.
Wang,	during	which	12-	month	period	the	shares	of	our	Class	B	common	stock	shall	be	voted	as	directed	by	a	person	designated
by	Mr.	Wang	and	approved	by	our	Board	of	Directors	(or	if	there	is	no	such	person,	then	our	secretary	then	in	office).	The
trading	price	of	our	Class	A	common	stock	has	been	volatile,	and	you	could	lose	all	or	part	of	your	investment.	The	trading	price
of	our	Class	A	common	stock	has	been	volatile	and	could	fluctuate	significantly	in	response	to	a	number	of	factors,	most	of
which	we	cannot	predict	or	control	and	which	could	cause	you	to	lose	all	or	part	of	your	investment	in	our	Class	A	common
stock.	Factors	that	could	cause	fluctuations	in	the	trading	price	of	our	Class	A	common	stock	include	the	following:	•	the
Merger,	the	pendency	of	the	Merger,	perceptions	regarding	the	Merger,	or	the	failure	to	complete	the	Merger;	•
announcements	or	introductions	of	new	devices	or	technologies,	commercial	relationships,	acquisitions,	strategic	partnerships,
joint	ventures,	capital	commitments	or	other	events	by	us	or	our	competitors;	•	failure	of	any	of	our	new	devices	or	services	to
achieve	commercial	success;	•	developments	by	us	or	our	competitors	with	respect	to	patents	or	other	intellectual	property	rights;
•	variations	and	actual	or	anticipated	fluctuations	in	our	total	net	revenue	and	other	results	of	operations,	or	the	results	of
operations	of	our	competitors;	•	fluctuations	in	the	operating	performance,	stock	market	prices	or	trading	volumes	of	securities
of	similar	companies;	•	failure	by	us	to	reach	an	agreement	or	renew	an	agreement	with	an	important	content	provider;	•	changes
in	operating	performance	and	stock	market	valuations	of	competitors;	•	general	market	conditions	and	overall	fluctuations	in	U.
S.	equity	markets;	•	general	economic	conditions	in	domestic	or	international	markets	caused	by	geopolitical	uncertainty	and
instability,	such	as	the	ongoing	geopolitical	tensions	related	to	conflicts	Russia’	s	actions	in	and	around	Ukraine	,	Israel	and
other	areas	of	the	world	,	resulting	sanctions	imposed	by	the	United	States	and	other	countries,	and	retaliatory	actions	taken	by
Russia	in	response	to	such	sanctions;	•	changes	in	accounting	principles;	•	sales	of	our	Class	A	common	stock,	including	sales
by	our	executive	officers,	directors	and	significant	stockholders,	short	selling	of	our	Class	A	common	stock,	or	the	anticipation
of	sales;	•	actual	or	perceived	cybersecurity	attacks	or	security	breaches	or	incidents;	•	additions	or	departures	of	any	of	our	key
personnel;	•	lawsuits	threatened	or	filed	by	us	or	against	us,	and	announcements	related	to	any	such	litigation;	•	changing	legal	or
regulatory	developments	in	the	United	States	and	other	countries,	including	with	respect	to	data	privacy,	data	protection	and
security;	•	the	financial	projections	we	may	provide	to	the	public,	any	changes	in	these	projections	or	our	failure	to	meet	these
projections;	•	changes	in	recommendations	by	securities	analysts,	failure	to	obtain	or	maintain	analyst	coverage	of	our	Class	A
common	stock	or	our	failure	to	achieve	analyst	earnings	estimates;	•	discussion	of	us	or	our	stock	price	by	the	financial	press
and	in	online	investor	communities;	•	changes	in	financial	estimates	by	any	securities	analysts	who	follow	our	company,	or	our
failure	to	meet	these	estimates	or	the	expectations	of	investors;	and	•	other	events	or	factors,	including	those	resulting	from	war,
incidents	of	terrorism	or	responses	to	these	events.	In	addition,	the	stock	market	has	experienced	substantial	price	and	volume
volatility	that	is	often	seemingly	unrelated	to	the	operating	performance	of	particular	companies.	These	broad	market
fluctuations	may	cause	the	trading	price	of	our	Class	A	common	stock	to	decline.	Furthermore,	the	trading	price	of	our	Class	A
common	stock	may	be	adversely	affected	by	third-	parties	trying	to	drive	down	the	price.	Short	sellers	and	others,	some	of
whom	post	anonymously	on	social	media,	may	be	positioned	to	profit	if	the	trading	price	of	our	Class	A	common	stock	declines
and	their	activities	can	negatively	affect	the	trading	price	of	our	Class	A	common	stock.	In	the	past,	securities	class	action
litigation	has	often	been	brought	against	a	company	after	a	period	of	volatility	in	the	market	price	of	its	common	stock.	We	may
become	involved	in	this	type	of	litigation	in	the	future.	Any	securities	litigation	claims	brought	against	us	could	result	in
substantial	expenses	and	the	diversion	of	our	management’	s	attention	from	our	business.	We	cannot	predict	the	impact	our
multi-	class	structure	may	have	on	our	stock	price.	We	cannot	predict	whether	our	multi-	class	structure	will	result	in	a	lower	or
more	volatile	market	price	of	our	Class	A	common	stock	or	in	adverse	publicity	or	other	adverse	consequences.	For	example,
certain	index	providers	have	announced	restrictions	on	including	companies	with	multiple-	class	share	structures	in	certain	of
their	indexes.	In	July	2017,	FTSE	Russell	and	S	&	P	Dow	Jones	announced	that	they	would	cease	to	allow	most	newly	public
companies	utilizing	dual	or	multi-	class	capital	structures	to	be	included	in	their	indices.	Affected	indices	include	the	Russell
2000	and	the	S	&	P	500,	S	&	P	MidCap	400	and	S	&	P	SmallCap	600,	which	together	make	up	the	S	&	P	Composite	1500.
Beginning	in	2017,	MSCI,	a	leading	stock	index	provider,	opened	public	consultations	on	their	treatment	of	no-	vote	and	multi-
class	structures	and	temporarily	barred	new	multi-	class	listings	from	certain	of	its	indices;	however,	in	October	2018,	MSCI
announced	its	decision	to	include	equity	securities	“	with	unequal	voting	structures	”	in	its	indices	and	to	launch	a	new	index	that
specifically	includes	voting	rights	in	its	eligibility	criteria.	Under	the	announced	policies,	our	multi-	class	capital	structure	makes
us	ineligible	for	inclusion	in	certain	indices,	and	as	a	result,	mutual	funds,	exchange-	traded	funds	and	other	investment	vehicles
that	attempt	to	passively	track	those	indices	are	not	expected	to	invest	in	our	stock.	These	policies	are	still	fairly	new	and	it	is	as
of	yet	unclear	what	effect,	if	any,	they	will	have	on	the	valuations	of	publicly	traded	companies	excluded	from	the	indices,	but	it
is	possible	that	they	may	depress	these	valuations	compared	to	those	of	other	similar	companies	that	are	included.	Because	of
our	multi-	class	structure,	we	will	likely	be	excluded	from	certain	of	these	indexes	and	we	cannot	assure	you	that	other	stock
indexes	will	not	take	similar	actions.	Given	the	sustained	flow	of	investment	funds	into	passive	strategies	that	seek	to	track
certain	indexes,	exclusion	from	stock	indexes	would	likely	preclude	investment	by	many	of	these	funds	and	could	make	our
Class	A	common	stock	less	attractive	to	other	investors.	As	a	result,	the	market	price	of	our	Class	A	common	stock	could	be
adversely	affected.	As	a	result	of	our	multi-	class	common	stock	structure,	William	Wang,	our	Founder,	Chairman	and	Chief
Executive	Officer	controls,	a	majority	of	the	voting	power	of	our	outstanding	capital	stock.	As	a	result,	we	are	a	“	controlled
company	”	within	the	meaning	of	the	corporate	governance	standards	of	the	New	York	Stock	Exchange.	Under	these	rules,	a
company	of	which	more	than	50	%	of	the	voting	power	is	held	by	an	individual,	group	or	another	company	is	a	“	controlled
company	”	and	may	elect	not	to	comply	with	certain	corporate	governance	requirements,	including:	•	the	requirement	that	a



majority	of	our	Board	of	Directors	consist	of	“	independent	directors	”	as	defined	under	the	New	York	Stock	Exchange	rules;	•
the	requirement	that	we	have	a	compensation	committee	that	is	composed	entirely	of	independent	directors	with	a	written
charter	addressing	the	committee’	s	purpose	and	responsibilities;	•	the	requirement	that	we	have	a	nominating	and	corporate
governance	committee	that	is	composed	entirely	of	independent	directors	with	a	written	charter	addressing	the	committee’	s
purpose	and	responsibilities;	and	•	the	requirement	for	an	annual	performance	evaluation	of	the	compensation	and	nominating
and	corporate	governance	committees.	We	currently	utilize,	and	intend	to	continue	to	utilize,	certain	of	these	exemptions.
Accordingly,	you	will	not	have	the	same	protections	afforded	to	stockholders	of	companies	that	are	subject	to	all	of	the
corporate	governance	requirements	of	the	New	York	Stock	Exchange.	In	addition,	the	New	York	Stock	Exchange	has	developed
listing	standards	regarding	compensation	committee	independence	requirements	and	the	role	and	disclosure	of	compensation
consultants	and	other	advisers	to	the	compensation	committee	that,	among	other	things,	requires:	•	compensation	committees	be
composed	of	independent	directors,	as	determined	pursuant	to	new	independence	requirements;	•	compensation	committees	be
explicitly	charged	with	hiring	and	overseeing	compensation	consultants,	legal	counsel	and	other	committee	advisors;	and	•
compensation	committees	be	required	to	consider,	when	engaging	compensation	consultants,	legal	counsel	or	other	advisors,
certain	independence	factors,	including	factors	that	examine	the	relationship	between	the	consultant	or	advisor’	s	employer	and
us.	As	a	controlled	company,	we	are	not	subject	to	these	compensation	committee	independence	requirements.	Some	provisions
of	our	amended	and	restated	certificate	of	incorporation	and	Delaware	law	inhibit	potential	acquisition	bids	and	other	actions
that	you	may	consider	favorable.	Our	corporate	documents	and	Delaware	law	contain	provisions	that	may	enable	our	Board	of
Directors	to	resist	a	change	in	control	of	our	company	even	if	a	change	in	control	were	to	be	considered	favorable	by	our
stockholders.	These	provisions	include,	among	other	things,	the	authorization	of	undesignated	preferred	stock,	the	terms	of
which	may	be	established	and	shares	of	which	may	be	issued	without	stockholder	approval.	These	provisions,	our	multi-	class
common	stock	structure	and	Mr.	Wang’	s	overall	voting	power,	could	discourage,	delay	or	prevent	a	transaction	involving	a
change	in	control	of	our	company.	These	provisions	could	also	discourage	proxy	contests	and	make	it	more	difficult	for	other
stockholders	to	take	certain	corporate	actions	such	as	the	election	of	directors	of	their	choosing.	For	example,	following	the	first
date	on	which	the	outstanding	shares	of	our	Class	B	common	stock	represent	less	than	a	majority	of	the	total	combined	voting
power	of	our	Class	A	common	stock	and	our	Class	B	common	stock	(the	“	Voting	Threshold	Date	”),	our	stockholders	will	only
be	able	to	take	action	at	a	duly	called	annual	or	special	meeting	of	our	stockholders	and	may	not	be	able	to	effect	action	by
written	consent.	In	addition,	we	are	subject	to	Section	203	of	the	Delaware	General	Corporation	Law.	In	general,	Section	203
prohibits	a	Delaware	corporation	from	engaging	in	any	broad	range	of	business	combinations	with	any	stockholder	who	owns,
or	at	any	time	in	the	last	three	years	owned,	15	%	or	more	of	our	outstanding	voting	stock	for	a	period	of	three	years	following
the	date	on	which	the	stockholder	became	an	interested	stockholder.	This	provision	could	have	the	effect	of	delaying	or
preventing	a	change	of	control,	whether	or	not	it	is	desired	by	or	beneficial	to	our	stockholders.	We	do	not	expect	to	pay	any
dividends	on	our	Class	A	common	stock	for	the	foreseeable	future.	We	do	not	anticipate	that	we	will	pay	any	dividends	to
holders	of	our	Class	A	common	stock	in	the	foreseeable	future.	Accordingly,	investors	must	rely	on	sales	of	their	Class	A
common	stock	as	the	only	way	to	realize	any	gains	on	their	investment.	Investors	seeking	or	expecting	cash	dividends	should
not	purchase	our	Class	A	common	stock.	Further,	in	the	event	we	do	pay	any	cash	dividends	to	holders	of	our	Class	A	common
stock,	certain	holders	of	options	under	our	2017	Incentive	Award	Plan	also	hold	dividend	equivalent	rights,	which	entitle	them	to
cash	payments	based	on	the	number	of	unexercised	shares	subject	to	such	options.	Our	amended	and	restated	bylaws	designate	a
state	or	federal	court	located	within	the	State	of	Delaware	and	the	federal	district	courts	of	the	United	States	as	the	exclusive
forum	for	substantially	all	disputes	between	us	and	our	stockholders,	which	could	limit	our	stockholders’	ability	to	choose	the
judicial	forum	for	disputes	with	us	or	our	directors,	officers,	or	employees.	Our	amended	and	restated	bylaws	provide	that,
unless	we	consent	in	writing	to	the	selection	of	an	alternative	forum,	to	the	fullest	extent	permitted	by	law,	the	sole	and
exclusive	forum	for	(i)	any	derivative	action	or	proceeding	brought	on	our	behalf,	(ii)	any	action	asserting	a	claim	of	breach	of	a
fiduciary	duty	owed	by	any	of	our	directors,	officers	or	other	employees	to	us	or	our	stockholders,	(iii)	any	action	arising
pursuant	to	any	provision	of	the	Delaware	General	Corporation	Law,	our	amended	and	restated	certificate	of	incorporation,	or
our	amended	and	restated	bylaws,	or	(iv)	any	other	action	asserting	a	claim	that	is	governed	by	the	internal	affairs	doctrine	shall
be	the	Court	of	Chancery	of	the	State	of	Delaware	(or,	if	the	Court	of	Chancery	does	not	have	jurisdiction,	the	federal	district
court	for	the	District	of	Delaware),	in	all	cases	subject	to	the	court	having	jurisdiction	over	indispensable	parties	named	as
defendants,	and	provided	that	this	exclusive	forum	provision	will	not	apply	to	suits	brought	to	enforce	any	liability	or	duty
created	by	the	Securities	Exchange	Act	of	1934,	as	amended	(the	“	Exchange	Act	”).	Section	22	of	the	Securities	Act	of	1933,	as
amended	(the	“	Securities	Act	”	),	creates	concurrent	jurisdiction	for	federal	and	state	courts	over	all	such	Securities	Act	actions.
Accordingly,	both	state	and	federal	courts	have	jurisdiction	to	entertain	such	claims.	To	prevent	having	to	litigate	claims	in
multiple	jurisdictions	and	the	threat	of	inconsistent	or	contrary	rulings	by	different	courts,	among	other	considerations,	our
amended	and	restated	bylaws	also	provide	that	the	federal	district	courts	of	the	United	States	of	America	will	be	the	exclusive
forum	for	resolving	any	complaint	asserting	a	cause	of	action	arising	under	the	Securities	Act.	Any	person	or	entity	purchasing
or	otherwise	acquiring	or	holding	or	owning	(or	continuing	to	hold	or	own)	any	interest	in	any	of	our	securities	shall	be	deemed
to	have	notice	of	and	consented	to	the	foregoing	bylaw	provisions.	Although	we	believe	these	exclusive	forum	provisions
benefit	us	by	providing	increased	consistency	in	the	application	of	Delaware	law	and	federal	securities	laws	in	the	types	of
lawsuits	to	which	each	applies,	the	exclusive	forum	provisions	may	limit	a	stockholder’	s	ability	to	bring	a	claim	in	a	judicial
forum	of	its	choosing	for	disputes	with	us	or	any	of	our	directors,	officers,	stockholders	or	other	employees,	which	may
discourage	lawsuits	with	respect	to	such	claims	against	us	and	our	current	and	former	directors,	officers,	stockholders,	or	other
employees.	Our	stockholders	will	not	be	deemed	to	have	waived	our	compliance	with	the	federal	securities	laws	and	the	rules
and	regulations	thereunder	as	a	result	of	our	exclusive	forum	provisions.	Further,	in	the	event	a	court	finds	either	exclusive
forum	provision	contained	in	our	amended	and	restated	bylaws	to	be	unenforceable	or	inapplicable	in	an	action,	we	may	incur



additional	costs	associated	with	resolving	such	action	in	other	jurisdictions,	which	could	harm	our	results	of	operations.


