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We	operate	in	a	rapidly	changing	environment	that	involves	a	number	of	risks,	some	of	which	are	beyond	our	control.	Our
business,	financial	condition	and	results	of	operations	could	be	materially	adversely	affected	by	a	number	of	factors.	In	addition
to	the	factors	discussed	elsewhere	in	this	report,	the	following	risks	and	uncertainties	could	materially	harm	our	business,
financial	condition,	or	results	of	operations,	including	causing	our	actual	results	to	differ	materially	from	those	projected	in	any
forward-	looking	statements.	Additional	risks	and	uncertainties	not	presently	known	to	us,	or	that	we	currently	deem	immaterial,
may	materially	adversely	affect	us	in	future	periods.	If	any	of	the	following	risks	or	uncertainties	actually	occurs,	our	business,
financial	condition	and	operating	results	would	likely	be	adversely	affected.	Risks	Related	to	Potential	Acquisitions	We	may
acquire	other	businesses,	products	or	technologies;	if	we	do,	we	may	be	unable	to	integrate	them	with	our	business	effectively	or
at	all,	which	may	adversely	affect	our	business,	financial	condition	and	operating	results.	If	we	find	appropriate	opportunities
and	have	adequate	funding,	we	may	acquire	other	businesses,	product	lines	or	technologies.	However,	if	we	acquire	a	business,
product	line	or	technology,	the	process	of	integration	may	produce	unforeseen	operating	difficulties	and	expenditures	and	may
absorb	significant	attention	of	our	management	that	would	otherwise	be	available	for	the	ongoing	development	of	our	business.
Further,	the	acquisition	of	a	business	may	result	in	the	assumption	of	unknown	liabilities	or	create	risks	with	respect	to	our
existing	relationships	with	suppliers	and	customers.	If	we	make	acquisitions,	we	may	issue	shares	of	stock	that	dilute	other
stockholders,	expend	cash,	incur	debt,	assume	contingent	liabilities	or	create	additional	expenses	related	to	amortizing	intangible
assets,	any	of	which	may	adversely	affect	our	business,	financial	condition	or	operating	results.	If	we	are	unable	to	raise
additional	capital	when	needed,	we	may	not	be	able	to	consummate	the	acquisition	of	other	businesses.	We	may	require
additional	capital	to	fund	operations,	capital	expenditures	and	the	acquisition	of	other	businesses.	We	may	finance	future	cash
needs	through	public	or	private	equity	offerings,	debt	financings,	or	corporate	collaborations.	Additional	funds	may	not	be
available	when	we	need	them	on	terms	that	are	acceptable	to	us,	or	at	all.	If	adequate	funds	are	not	available,	we	may	be
required	to	delay,	reduce	the	scope	of	or	eliminate	one	or	more	of	our	acquisition	opportunities.	To	the	extent	that	we	raise
additional	funds	by	issuing	equity	securities,	our	stockholders	may	experience	dilution,	and	debt	financing,	if	available,	may
involve	restrictive	covenants.	We	may	seek	to	access	the	public	or	private	capital	markets	whenever	conditions	are	favorable,
even	if	we	do	not	have	an	immediate	need	for	additional	capital	at	that	time.	Recent,	past	and	future	acquisitions	and
investments	could	disrupt	our	business	and	harm	our	financial	condition	and	operating	results.	Our	success	will	depend,	in	part,
on	our	ability	to	expand	our	platform	and	grow	our	business	in	response	to	changing	technologies,	customer	demands	and
competitive	pressures.	In	some	circumstances,	we	may	decide	to	do	so	through	the	acquisition	of	complementary	businesses	and
technologies	rather	than	through	internal	development,	including,	for	example,	our	acquisitions	of	Tellenger	and	Gray	Matters.
The	identification	of	suitable	acquisition	candidates	can	be	difficult,	time-	consuming,	and	costly,	and	we	may	not	be	able	to
successfully	complete	acquisitions	that	we	target	in	the	future.	The	risks	we	face	in	connection	with	acquisitions,	including	the
above-	mentioned	acquisitions,	include:	●	diversion	of	management	time	and	focus	from	operating	our	business	to	addressing
acquisition	integration	challenges;	●	our	ability	to	successfully	achieve	billings	and	revenue	targets	of	acquired	businesses;	●
coordination	of	research	and	development	and	sales	and	marketing	functions;	●	integration	of	solution	and	service	offerings;	●
retention	of	key	employees	from	the	acquired	company;	●	changes	in	relationships	with	strategic	partners	as	a	result	of	product
acquisitions	or	strategic	positioning	resulting	from	the	acquisition;	●	cultural	challenges	associated	with	integrating	employees
from	the	acquired	company	into	our	organization;	●	integration	of	the	acquired	company’	s	accounting,	management
information,	human	resources	and	other	administrative	systems,	as	well	as	the	acquired	operations,	technology	and	rights	to	our
offerings,	and	any	unanticipated	expenses	related	to	such	integration;	●	the	need	to	implement	or	improve	controls,	procedures,
and	policies	at	a	business	that	prior	to	the	acquisition	may	have	lacked	sufficiently	effective	controls,	procedures	and	policies;	●
financial	reporting,	revenue	recognition	or	other	financial	or	control	deficiencies	of	the	acquired	company	that	we	do	not
adequately	address	and	that	cause	our	reported	results	to	be	incorrect;	●	liability	for	activities	of	the	acquired	company	before
the	acquisition,	including	intellectual	property	infringement	claims,	violations	of	laws,	commercial	disputes,	tax	liabilities	and
other	known	and	unknown	liabilities;	●	completing	the	transaction	and	achieving	or	utilizing	the	anticipated	benefits	of	the
acquisition	within	the	expected	timeframe,	or	at	all;	●	unanticipated	write-	offs	or	charges;	and	●	litigation	or	other	claims	in
connection	with	the	acquired	company,	including	claims	from	terminated	employees,	customers,	former	stockholders	or	other
third	parties	which	may	differ	from	or	be	more	significant	than	the	risks	our	business	faces.	Our	failure	to	address	these	risks	or
other	problems	encountered	in	connection	with	our	past	or	future	acquisitions	and	investments	could	cause	us	to	fail	to	realize
the	anticipated	benefits	of	these	acquisitions	or	investments,	cause	us	to	incur	unanticipated	liabilities,	and	harm	our	business
generally.	Future	acquisitions	could	also	result	in	dilutive	issuances	of	equity	securities	,	as	happened	with	our	Gray	Matters
acquisition	.	There	is	also	a	risk	that	future	acquisitions	will	result	in	the	incurrence	of	debt,	contingent	liabilities,	amortization
expenses,	incremental	operating	expenses	or	the	write-	off	of	goodwill,	any	of	which	could	harm	our	financial	condition	or
operating	results.	Risks	Related	to	the	Conflict	in	Ukraine	The	Russian	invasion	of	Ukraine	may	expand	into	a	broader
international	conflict	that	could	adversely	affect	multiple	channels	of	commerce	and	markets.	The	Russian	invasion	of	Ukraine
and	resulting	market	volatility,	could	adversely	affect	our	business,	financial	condition,	or	results	of	operations.	In	response	to
the	conflict	between	Russia	and	Ukraine,	the	U.	S.	and	other	countries	have	imposed	sanctions	or	other	restrictive	actions
against	Russia.	Any	of	the	above	factors,	including	sanctions,	export	controls,	tariffs,	trade	wars	and	other	governmental
actions,	could	have	a	material	adverse	effect	on	our	business,	financial	condition,	cash	flows	and	results	of	operations	and	could



cause	the	market	value	of	our	common	shares	to	decline.	Risks	Related	to	our	Business	The	following	risk	factors	relate	to	our
consulting	and	software	development	services,	which	we	provide	through	our	wholly-	owned	subsidiary,	Tellenger.	We	have
had	operating	losses	in	four	three	of	each	of	the	last	four	five	years	and	may	not	achieve	or	maintain	profitability	in	the	future.
We	have	incurred	operating	losses	in	each	of	four	of	the	last	five	years,	including	net	losses	of	$	2,	034,	435,	$	17,	753,	838,	$	1,
131,	449,	and	$	717,	246	and	$	51,	034	during	the	years	ended	December	31,	2023,	2022,	2021,	and	2019	and	2018	,
respectively.	Any	failure	to	increase	our	revenue	and	manage	our	cost	structure	as	we	grow	our	business	could	prevent	us	from
achieving	or,	if	achieved,	maintaining	profitability.	Even	if	we	do	achieve	profitability,	we	may	not	be	able	to	sustain	or	increase
profitability	on	a	quarterly	or	annual	basis.	If	we	are	unable	to	become	and	remain	profitable,	the	value	of	our	company	could
decrease	and	our	ability	to	raise	capital,	maintain	our	research	and	development	efforts,	and	expand	our	business	could	be
negatively	impacted.	`	We	are	subject	to	the	seasonality	of	U.	S.	government	spending.	We	derive	a	substantial	portion	of	our
revenues	from	U.	S.	government	contracting,	and	as	a	result,	we	are	subject	to	the	annual	seasonality	of	the	U.	S.	government
purchasing.	Because	the	U.	S.	government	fiscal	year	ends	on	September	30,	it	is	not	uncommon	for	U.	S.	government	agencies
to	award	extra	tasks	in	the	weeks	immediately	prior	to	the	end	of	its	fiscal	year	in	order	to	avoid	the	loss	of	unexpended	fiscal
year	funds.	As	a	result	of	this	seasonality,	we	have	historically	experienced	higher	revenues	in	the	third	and	fourth	fiscal
quarters,	ending	September	30	and	December	31,	respectively,	with	the	pace	of	orders	typically	substantially	reduced	during	the
first	and	second	fiscal	quarters	ending	March	31	and	June	30,	respectively	.	Our	pricing	structures	for	our	solutions	and	services
may	change	from	time	to	time.	We	expect	that	we	may	change	our	pricing	model	from	time	to	time,	including	as	a	result	of
competition,	global	economic	conditions,	and	general	reductions	in	our	customers’	spending	levels,	pricing	studies,	or	changes
in	how	our	solutions	are	broadly	consumed.	Similarly,	as	we	introduce	new	products	and	services,	or	as	a	result	of	the	evolution
of	our	existing	solutions	and	services,	we	may	have	difficulty	determining	the	appropriate	price	structure	for	our	products	and
services.	In	addition,	as	new	and	existing	competitors	introduce	new	products	or	services	that	compete	with	ours,	or	revise	their
pricing	structures,	we	may	be	unable	to	attract	new	customers	at	the	same	price	or	based	on	the	same	pricing	model	as	we	have
used	historically.	Moreover,	as	we	continue	to	target	selling	our	solutions	and	services	to	larger	organizations,	these	larger
organizations	may	demand	substantial	price	concessions.	In	addition,	we	may	need	to	change	pricing	policies	to	accommodate
government	pricing	guidelines	for	our	contracts	with	federal,	state,	local,	and	foreign	governments	and	government	agencies.	If
we	are	unable	to	modify	or	develop	pricing	models	and	strategies	that	are	attractive	to	existing	and	prospective	customers,	while
enabling	us	to	significantly	grow	our	sales	and	revenue	relative	to	our	associated	costs	and	expenses	in	a	reasonable	period	of
time,	our	business,	financial	condition,	and	results	of	operations	may	be	adversely	impacted	.	We	depend	on	computing
infrastructure	operated	by	Amazon	Web	Services	(“	AWS	”),	Microsoft,	and	other	third	parties	to	support	some	of	our	solutions
and	customers,	and	any	errors,	disruption,	performance	problems,	or	failure	in	their	or	our	operational	infrastructure	could
adversely	affect	our	business,	financial	condition,	and	results	of	operations.	We	rely	on	the	technology,	infrastructure,	and
software	applications	of	certain	third	parties,	such	as	AWS	and	Microsoft	Azure,	in	order	to	host	or	operate	some	of	certain	key
platform	features	or	functions	of	our	business.	Additionally,	we	rely	on	computer	hardware	and	cloud	capabilities	purchased	in
order	to	deliver	our	solutions	and	services.	We	do	not	have	control	over	the	operations	of	the	facilities	of	the	third	parties	that	we
use.	If	any	of	these	third-	party	services	experience	errors,	disruptions,	security	issues,	or	other	performance	deficiencies,	if	they
are	updated	such	that	our	solutions	become	incompatible,	if	these	services,	software,	or	hardware	fail	or	become	unavailable	due
to	extended	outages,	interruptions,	defects,	or	otherwise,	or	if	they	are	no	longer	available	on	commercially	reasonable	terms	or
prices	(or	at	all),	these	issues	could	result	in	errors	or	defects	in	our	solutions,	cause	our	solutions	to	fail,	our	revenue	and
margins	could	decline,	or	our	reputation	and	brand	to	be	damaged,	we	could	be	exposed	to	legal	or	contractual	liability,	our
expenses	could	increase,	our	ability	to	manage	our	operations	could	be	interrupted,	and	our	processes	for	managing	our	sales
and	servicing	our	customers	could	be	impaired	until	equivalent	services	or	technology,	if	available,	are	identified,	procured,	and
implemented,	all	of	which	may	take	significant	time	and	resources,	increase	our	costs,	and	could	adversely	affect	our	business.
Many	of	these	third-	party	providers	attempt	to	impose	limitations	on	their	liability	for	such	errors,	disruptions,	defects,
performance	deficiencies,	or	failures,	and	if	enforceable,	we	may	have	additional	liability	to	our	customers	or	third-	party
providers.	We	have	experienced,	and	may	in	the	future	experience,	disruptions,	failures,	data	loss,	outages,	and	other
performance	problems	with	our	infrastructure	and	cloud-	based	offerings	due	to	a	variety	of	factors,	including	infrastructure
changes,	introductions	of	new	functionality,	human	or	software	errors,	employee	misconduct,	capacity	constraints,	denial	of
service	attacks,	phishing	attacks,	computer	viruses,	malicious	or	destructive	code,	or	other	security-	related	incidents,	and	our
disaster	recovery	planning	may	not	be	sufficient	for	all	situations.	If	we	experience	disruptions,	failures,	data	loss,	outages,	or
other	performance	problems,	our	business,	financial	condition,	and	results	of	operations	could	be	adversely	affected.	Our
systems	and	the	third-	party	systems	upon	which	we	and	our	customers	rely	are	also	vulnerable	to	damage	or	interruption	from
catastrophic	occurrences	such	as	earthquakes,	floods,	fires,	power	loss,	telecommunication	failures,	cybersecurity	threats,
terrorist	attacks,	natural	disasters,	public	health	crises	such	as	the	COVID-	19	pandemic,	geopolitical	events	such	as	the	conflict
in	Ukraine,	and	similar	events,	or	acts	of	misconduct.	Despite	any	precautions	we	may	take,	the	occurrence	of	a	catastrophic
disaster	or	other	unanticipated	problems	at	our	or	our	third-	party	vendors’	hosting	facilities,	or	within	our	systems	or	the
systems	of	third	parties	upon	which	we	rely,	could	result	in	interruptions,	performance	problems,	or	failure	of	our	infrastructure,
technology,	or	solutions,	which	may	adversely	impact	our	business.	In	addition,	our	ability	to	conduct	normal	business
operations	could	be	severely	affected.	In	the	event	of	significant	physical	damage	to	one	of	these	facilities,	it	may	take	a
significant	period	of	time	to	achieve	full	resumption	of	our	services,	and	our	disaster	recovery	planning	may	not	account	for	all
eventualities.	In	addition,	any	negative	publicity	arising	from	these	disruptions	could	harm	our	reputation	and	brand	and
adversely	affect	our	business.	Furthermore,	our	solutions	are	in	many	cases	important	or	essential	to	our	customers’	operations,
including	in	some	cases,	their	cybersecurity	or	oversight	and	compliance	programs,	and	subject	to	service	level	agreements	(“
SLAs	”).	Any	interruption	in	our	service,	whether	as	a	result	of	an	internal	or	third-	party	issue,	could	damage	our	brand	and



reputation,	cause	our	customers	to	terminate	or	not	renew	their	contracts	with	us	or	decrease	use	of	our	solutions	and	services,
require	us	to	indemnify	our	customers	against	certain	losses,	result	in	our	issuing	credit	or	paying	penalties	or	fines,	subject	us	to
other	losses	or	liabilities,	cause	our	solutions	to	be	perceived	as	unreliable	or	unsecure,	and	prevent	us	from	gaining	new	or
additional	business	from	current	or	future	customers,	any	of	which	could	harm	our	business,	financial	condition,	and	results	of
operations.	Moreover,	to	the	extent	that	we	do	not	effectively	address	capacity	constraints,	upgrade	our	systems	as	needed,	and
continually	develop	our	technology	and	network	architecture	to	accommodate	actual	and	anticipated	changes	in	technology,	our
business,	financial	condition,	and	results	of	operations	could	be	adversely	affected.	The	provisioning	of	additional	cloud	hosting
capacity	requires	lead	time.	AWS,	Microsoft	Azure,	and	other	third	parties	have	no	obligation	to	renew	their	agreements	with	us
on	commercially	reasonable	terms,	or	at	all.	If	AWS,	Microsoft	Azure,	or	other	third	parties	increase	pricing	terms,	terminate	or
seek	to	terminate	our	contractual	relationship,	establish	more	favorable	relationships	with	our	competitors,	or	change	or	interpret
their	terms	of	service	or	policies	in	a	manner	that	is	unfavorable	with	respect	to	us,	we	may	be	required	to	transfer	to	other	cloud
providers	or	invest	in	a	private	cloud.	If	we	are	required	to	transfer	to	other	cloud	providers	or	invest	in	a	private	cloud,	we	could
incur	significant	costs	and	experience	possible	service	interruption	in	connection	with	doing	so,	or	risk	loss	of	customer
contracts	if	they	are	unwilling	to	accept	such	a	change.	A	failure	to	maintain	our	relationships	with	our	third-	party	providers	(or
obtain	adequate	replacements),	and	to	receive	services	from	such	providers	that	do	not	contain	any	material	errors	or	defects,
could	adversely	affect	our	ability	to	deliver	effective	products	and	solutions	to	our	customers	and	adversely	affect	our	business
and	results	of	operations.	We	are	dependent	on	a	few	key	customer	contracts	for	a	significant	portion	of	our	future	revenue,	and
a	significant	reduction	in	services	to	one	or	more	of	these	contracts	would	reduce	our	future	revenue	and	harm	our	anticipated
operating	results.	The	services	we	provide	to	the	Small	Business	Administration	in	connection	with	its	7A	and	504	loan
programs	are	expected	to	comprise	a	significant	portion	of	our	future	revenue.	Our	business	will	likely	be	harmed	if	the	services
we	provide	do	not	generate	as	much	revenue	as	we	forecast,	and	the	termination	or	delay	of	the	related	contracts	could	have	a
material	adverse	effect	on	our	revenue	and	profitability.	Adverse	events	affecting	the	programs	subject	to	these	contracts	could
also	negatively	affect	our	ability	to	process	transactions	under	those	contracts,	which	could	adversely	affect	our	revenue	and
results	of	operations.	Changes	in	the	funding	priorities	of	the	U.	S.	federal	government,	and	changes	in	the	way	the	U.	S.	federal
government	contracts	with	businesses,	may	materially	and	adversely	affect	our	revenue	and	earnings.	Since	the	U.	S.	federal
government	is	our	largest	customer,	both	directly	and	with	us	as	a	subcontractor,	changes	in	the	funding	priorities	of	the	U.	S.
federal	government	may	materially	and	adversely	affect	us	if	funding	is	cut	or	shifted	away	from	the	information	technology
services	that	we	are	equipped	to	provide.	Additionally,	changes	in	the	way	the	government	awards	contracts	may	create	a
disadvantage	for	us	to	compete	in	certain	markets.	Temporary	or	extended	budget-	related	shutdowns	of	parts	of	the	U.	S.	federal
government	may	materially	and	adversely	affect	our	revenue	and	earnings.	Since	the	U.	S.	federal	government	is	our	largest
customer,	both	directly	and	with	us	as	a	subcontractor,	budget	impasses	that	lead	to	temporary	or	extended	shutdowns	of
agencies	of	the	U.	S.	federal	government	with	which	we	contract	or	for	which	we	provide	services	may	adversely	affect	cash
flow	and	earnings	as	we	carry	key	personnel	during	periods	in	which	they	are	unable	to	perform	work	which	can	be	invoiced	to
the	customers.	U.	S.	federal	government	contracts	are	generally	subject	to	terms	more	favorable	to	the	customer	than
commercial	contracts.	U.	S.	federal	government	contracts	generally	contain	provisions	and	are	subject	to	laws	and	regulations
that	give	the	federal	government	rights	and	remedies	not	typically	found	in	commercial	contracts,	including	provisions
permitting	the	federal	government	to:	●	terminate	our	existing	contracts;	●	reduce	potential	future	income	from	our	existing
contracts;	●	modify	some	of	the	terms	and	conditions	in	our	existing	contracts;	●	suspend	or	permanently	prohibit	us	from	doing
business	with	the	federal	government	or	with	any	specific	government	agency;	●	impose	fines	and	penalties;	●	subject	the	award
of	some	contracts	to	protest	or	challenge	by	competitors,	which	may	require	the	contracting	federal	agency	or	department	to
suspend	our	performance	pending	the	outcome	of	the	protest	or	challenge	and	which	may	also	require	the	government	to	solicit
new	proposals	for	the	contract	or	result	in	the	termination,	reduction	or	modification	of	the	awarded	contract;	●	suspend	work
under	existing	multiple	year	contracts	and	related	task	orders	if	the	necessary	funds	are	not	appropriated	by	Congress;	●	decline
to	exercise	an	option	to	extend	an	existing	multiple	year	contract;	and	●	claim	rights	in	technologies	and	systems	invented,
developed,	or	produced	by	us.	The	U.	S.	federal	government	may	terminate	a	contract	either	“	for	convenience	”	(for	instance,
due	to	a	change	in	its	perceived	needs	or	its	desire	to	consolidate	work	under	another	contract)	or	if	a	default	occurs	by	failing	to
perform	under	the	contract.	If	the	federal	government	terminates	a	contract	for	convenience,	we	generally	would	be	entitled	to
recover	only	our	incurred	or	committed	costs,	settlement	expenses	and	profit	on	the	work	completed	prior	to	termination.	If	the
federal	government	terminates	a	contract	based	upon	a	default,	we	generally	would	be	denied	any	recovery	for	undelivered
work,	and	instead	may	be	liable	for	excess	costs	incurred	by	the	federal	government	in	procuring	undelivered	items	from	an
alternative	source	and	other	damages	as	authorized	by	law.	The	failure	to	generate	a	sufficient	level	of	professional	fees	will
cause	us	to	sustain	losses.	Although	software	sales	have	constituted	a	significant	part	of	our	overall	revenue	until	recently	,	the
gross	profit	we	derive	from	such	sales	is	very	modest,	generally	less	than	three	percent.	Consequently,	we	are	reliant	on
professional	fee	revenue	to	maintain	and	operate	our	business.	The	number	of	our	professional	services	engagements	is	limited
and	we	have	relied	upon	several	key	engagements	to	provide	us	with	the	level	of	revenue	we	require	to	breakeven	or	gain	a
modest	degree	of	profitability.	Any	loss	of	a	key	contract	will	have	a	detrimental	effect	on	the	Company.	The	opportunities
among	our	existing	customers	for	forms	modernization	is	nearing	maturity.	Over	the	last	several	years,	we	have	modernized
nearly	all	of	the	forms	for	which	modernization	was	needed	to	meet	compliance	standards	within	agencies	that	have	been	our
key	electronic	forms	customers.	While	we	continue	to	assist	these	customers	with	incremental	changes	on	their	internal	and
external	forms,	we	must	position	ourselves	to	find	forms	business	within	some	new	agencies.	While	we	do	not	anticipate	a
material	effect	on	our	overall	results	of	operations,	we	may	experience	a	material	decline	in	revenue.	We	are	subject	to	intense
competition	from	other	companies	engaged	in	software	development,	cloud	services,	and	other	computer-	related	services.	The
market	for	our	products	and	services	is	competitive,	rapidly	evolving,	and	can	be	affected	by	new	product	introductions	and



other	market	activities	of	industry	participants.	Some	of	these	companies	have	longer	operating	histories,	greater	financial,
marketing	and	other	resources,	greater	name	recognition	in	other	markets	and	a	larger	base	of	customers	than	the	Company.	In
addition,	some	companies	have	well-	established	relationships	with	our	current	and	prospective	customers.	As	a	result,	these
competitors	may	be	able	to	devote	greater	resources	to	the	development,	promotion	and	sale	of	their	products	and	services	than
we	can.	Should	we	not	be	able	to	maintain	our	competitive	advantages	in	light	of	these	factors,	it	could	have	a	material	negative
impact	on	the	results	of	our	operations.	Additionally,	federal	government	customers	are	increasingly	utilizing	systems	to	accept
software	bids	that	make	it	easier	for	a	larger	number	of	sellers	to	participate	in	the	bid	process,	which	puts	downward	pressure
on	prices.	At	the	same	time,	we	obtain	software	licenses	and	related	software	maintenance	contracts	for	resale	from	third-	party
suppliers.	Increases	in	costs	from	these	suppliers	may	affect	our	ability	to	bid	winning	prices	to	potential	customers,	which	could
have	a	material	effect	on	software	sales	revenue.	Also,	any	delay	in	our	suppliers’	fulfillment	of	our	orders	could	impair	our
ability	to	deliver	products	and	maintenance	to	customers	and,	accordingly,	could	have	a	material	adverse	effect	on	business,
results	of	operations,	financial	condition,	and	reputation.	If	we	are	unable	to	accurately	estimate	the	cost	of	services	and	the
timeline	for	completion	of	contracts,	the	profitability	of	our	contracts	may	be	materially	and	adversely	affected.	Our	commercial
and	federal	government	contracts	are	typically	awarded	on	a	competitive	basis.	Our	bids	are	based	upon,	among	other	items,	the
cost	of	providing	the	services.	To	generate	an	acceptable	return	on	our	investment	in	these	contracts	we	must	be	able	to
accurately	estimate	our	costs	to	provide	the	services	required	by	the	contract	and	be	able	to	complete	the	contracts	in	a	timely
manner.	If	we	fail	to	accurately	estimate	our	costs	or	the	time	required	to	complete	a	contract	the	profitability	of	our	contracts
may	be	materially	and	adversely	affected.	Contracts	on	which	we	utilize	subcontractors	or	suppliers	may	be	adversely	affected	if
our	subcontractors	or	suppliers	fail	to	perform	required	obligations	under	the	contract.	We	frequently	utilize	subcontract	labor	on
contracts	where	we	lack	specific	functional	expertise	or	where	the	subcontractor	has	brought	the	opportunity	to	us.	If	our
subcontractors	or	suppliers	fail	to	perform	as	specified,	it	may	adversely	affect	our	contracts	and	subject	us	to	loss	of	the
contracts,	unintended	expenses,	and	/	or	the	inability	to	secure	future	contracts	due	to	our	nonperformance.	Our	federal
government	contracts	typically	have	terms	of	one	or	more	base	years	and	one	or	more	option	years.	Federal	governmental
agencies	generally	have	the	right	not	to	exercise	options	to	extend	a	contract.	A	decision	to	terminate	or	not	to	exercise	options	to
extend	our	existing	contracts	could	have	a	material	adverse	effect	on	our	business,	prospects,	financial	condition	and	results	of
operations.	Risks	Related	to	Intellectual	Property	and	Technology	Licensing	Our	proprietary	rights	may	be	difficult	to	enforce
or	protect,	which	could	enable	others	to	copy	or	use	aspects	of	our	products	or	subscriptions	services	without	compensating	us.
Despite	our	efforts	to	protect	our	proprietary	rights,	unauthorized	parties	may	attempt	to	copy	aspects	of	our	products	or
subscriptions	or	obtain	and	use	information	that	we	regard	as	proprietary.	We	generally	enter	into	confidentiality	or	license
agreements	with	our	employees,	consultants,	vendors,	and	end-	customers,	and	generally	limit	access	to	and	distribution	of	our
proprietary	information.	However,	we	cannot	be	certain	that	we	have	entered	into	such	agreements	with	all	parties	who	may
have	or	have	had	access	to	our	confidential	information	or	that	the	agreements	we	have	entered	into	will	not	be	breached.	We
cannot	guarantee	that	any	of	the	measures	we	have	taken	will	prevent	misappropriation	of	our	technology.	Because	we	may	be
an	attractive	target	for	computer	hackers,	we	may	have	a	greater	risk	of	unauthorized	access	to,	and	misappropriation	of,	our
proprietary	information.	In	addition,	the	laws	of	some	foreign	countries	do	not	protect	our	proprietary	rights	to	as	great	an	extent
as	the	laws	of	the	United	States,	and	many	foreign	countries	do	not	enforce	these	laws	as	diligently	as	government	agencies	and
private	parties	in	the	United	States.	From	time	to	time,	we	may	need	to	take	legal	action	to	protect	our	intellectual	property
rights,	to	protect	our	trade	secrets,	if	any,	to	determine	the	validity	and	scope	of	the	proprietary	rights	of	others	or	to	defend
against	claims	of	infringement	or	invalidity.	Such	litigation	could	result	in	substantial	costs	and	diversion	of	resources	and	could
negatively	affect	our	business,	operating	results,	and	financial	condition.	Attempts	to	enforce	our	rights	against	third	parties
could	also	provoke	these	third	parties	to	assert	their	own	intellectual	property	or	other	rights	against	us	or	result	in	a	holding	that
invalidates	or	narrows	the	scope	of	our	rights,	in	whole	or	in	part.	If	we	are	unable	to	protect	our	proprietary	rights,	we	may	find
ourselves	at	a	competitive	disadvantage	to	others	who	need	not	incur	the	additional	expense,	time,	and	effort	required	to	create
the	innovative	products	that	have	enabled	us	to	be	successful	to	date.	Any	of	these	events	would	have	a	material	adverse	effect
on	our	business,	financial	condition,	and	operating	results.	Our	use	of	open-	source	software	in	our	products	and	subscriptions
could	negatively	affect	our	ability	to	sell	our	products	and	subscriptions	and	subject	us	to	possible	litigation.	Our	products	and
subscriptions	contain	software	modules	licensed	to	us	by	third-	party	authors	under	open-	source	licenses.	Some	open-	source
licenses	contain	requirements	that	we	make	available	applicable	source	code	for	modifications	or	derivative	works	we	create
based	upon	the	type	of	open-	source	software	we	use.	If	we	combine	our	proprietary	software	with	open-	source	software	in	a
certain	manner,	we	could,	under	certain	open-	source	licenses,	be	required	to	release	the	source	code	of	our	proprietary	software
to	the	public.	This	would	allow	our	competitors	to	create	similar	products	or	subscriptions	with	lower	development	effort	and
time	and	ultimately	could	result	in	a	loss	of	product	sales	for	us.	Although	we	monitor	our	use	of	open-	source	software	to	avoid
subjecting	our	products	and	subscriptions	to	conditions	we	do	not	intend,	the	terms	of	many	open-	source	licenses	have	not	been
interpreted	by	United	States	courts,	and	there	is	a	risk	that	these	licenses	could	be	construed	in	a	way	that	could	impose
unanticipated	conditions	or	restrictions	on	our	ability	to	commercialize	our	products	and	subscriptions.	From	time	to	time,	there
have	been	claims	against	companies	that	distribute	or	use	open-	source	software	in	their	products	and	subscriptions,	asserting
that	open-	source	software	infringes	the	claimants’	intellectual	property	rights.	We	could	be	subject	to	suits	by	parties	claiming
infringement	of	intellectual	property	rights	in	what	we	believe	to	be	licensed	open-	source	software.	If	we	are	held	to	have
breached	the	terms	of	an	open	source	software	license,	we	could	be	required	to	seek	licenses	from	third	parties	to	continue
offering	our	products	and	subscriptions	on	terms	that	are	not	economically	feasible,	to	reengineer	our	products	and
subscriptions,	to	discontinue	the	sale	of	our	products	and	subscriptions	if	reengineering	could	not	be	accomplished	on	a	timely
basis,	or	to	make	generally	available,	in	source	code	form,	our	proprietary	code,	any	of	which	could	adversely	affect	our
business,	operating	results,	and	financial	condition.	In	addition	to	risks	related	to	license	requirements,	usage	of	open-	source



software	can	lead	to	greater	risks	than	use	of	third-	party	commercial	software,	as	open-	source	licensors	generally	do	not
provide	warranties	or	assurance	of	title	or	controls	on	origin	of	the	software.	In	addition,	many	of	the	risks	associated	with	usage
of	open-	source	software,	such	as	the	lack	of	warranties	or	assurances	of	title,	cannot	be	eliminated,	and	could,	if	not	properly
addressed,	negatively	affect	our	business.	We	have	established	processes	to	help	alleviate	these	risks,	including	a	review	process
for	screening	requests	from	our	development	organizations	for	the	use	of	open-	source	software,	but	we	cannot	be	sure	that	our
processes	for	controlling	our	use	of	open-	source	software	in	our	products	and	subscriptions	will	be	effective.	We	intend	to
license	technology	from	third	parties,	and	our	inability	to	maintain	those	licenses	could	harm	our	business.	We	may	incorporate
technology	that	we	intend	to	license	from	third	parties,	including	software,	into	our	products	and	subscriptions.	We	cannot	be
certain	that	our	licensors	are	not	infringing	the	intellectual	property	rights	of	third	parties	or	that	our	licensors	have	sufficient
rights	to	the	licensed	intellectual	property	in	all	jurisdictions	in	which	we	may	sell	our	products	and	subscriptions.	In	addition,
some	licenses	may	be	non-	exclusive,	and	therefore	our	competitors	may	have	access	to	the	same	technology	licensed	to	us.
Some	of	our	agreements	with	our	licensors	may	be	terminated	for	convenience	by	them.	We	may	also	be	subject	to	additional
fees	or	be	required	to	obtain	new	licenses	if	any	of	our	licensors	allege	that	we	have	not	properly	paid	for	such	licenses	or	that
we	have	improperly	used	the	technologies	under	such	licenses,	and	such	licenses	may	not	be	available	on	terms	acceptable	to	us
or	at	all.	If	we	are	unable	to	continue	to	license	any	of	this	technology	because	of	intellectual	property	infringement	claims
brought	by	third	parties	against	our	licensors	or	against	us,	or	claims	against	us	by	our	licensors,	or	if	we	are	unable	to	continue
our	license	agreements	or	enter	into	new	licenses	on	commercially	reasonable	terms,	our	ability	to	develop	and	sell	products	and
subscriptions	containing	such	technology	would	be	severely	limited,	and	our	business	could	be	harmed.	Additionally,	if	we	are
unable	to	license	necessary	technology	from	third	parties,	we	may	be	forced	to	acquire	or	develop	alternative	technology,	which
we	may	be	unable	to	do	in	a	commercially	feasible	manner	or	at	all,	and	we	may	be	required	to	use	alternative	technology	of
lower	quality	or	performance	standards.	This	would	limit	and	delay	our	ability	to	offer	new	or	competitive	products	and
subscriptions	and	increase	our	costs	of	production.	As	a	result,	our	margins,	market	share,	and	operating	results	could	be
significantly	harmed.	Risks	Related	to	Cybersecurity	Incidents,	Privacy	and	Data	Protection	We	are	dependent	on	information
technology,	and	disruptions,	failures	or	security	breaches	of	our	information	technology	infrastructure	could	have	a	material
adverse	effect	on	our	operations.	In	addition,	increased	information	technology	security	threats	and	more	sophisticated	computer
crime	pose	a	risk	to	our	systems,	networks,	products,	and	services.	We	rely	on	information	technology	networks	and	systems,
including	the	Internet	,	blockchain	and	cloud	services,	many	of	which	are	managed	by	third	parties,	to	securely	process,	transmit
and	store	electronic	information	of	financial,	marketing,	legal	and	regulatory	nature	to	manage	our	business	processes	and
activities.	Although	we	have	implemented	enhanced	controls	around	our	information	technology	systems,	these	systems	may	be
susceptible	to	damage,	disruptions,	or	shutdowns	due	to	failures	during	the	process	of	upgrading	or	replacing	software,
databases,	power	outages,	hardware	failures,	telecommunication	failures,	user	errors,	natural	disasters,	terrorist	attacks	or	other
catastrophic	events.	If	any	of	our	significant	information	technology	systems	suffer	severe	damage,	disruption	or	shutdown,	and
our	disaster	recovery	and	business	continuity	plans	do	not	effectively	resolve	the	issues	in	a	timely	manner,	our	product	and
services	sales,	financial	condition	and	results	of	operations	may	be	materially	and	adversely	affected,	and	we	could	experience
delays	in	reporting	our	financial	results,	or	our	operations	may	be	disrupted,	exposing	us	to	performance	failures	with
customers.	In	addition,	cybersecurity	threats,	such	as	computer	viruses,	attacks	by	computer	hackers	or	other	cybersecurity
threats	pose	a	risk	to	the	security	of	our	systems	and	networks	and	the	confidentiality,	availability,	and	integrity	of	our	data.
There	can	be	no	assurance	that	our	security	controls	and	safeguard	measures	taken	to	improve	our	cybersecurity	protection	will
be	sufficient	to	mitigate	all	potential	risks	to	our	systems,	networks	and	data.	Potential	consequences	of	a	cybersecurity	attack
include	disruption	to	systems,	corruption	of	data,	unauthorized	release	of	confidential	or	otherwise	protected	information,
reputational	damage,	and	litigation	with	third	parties,	any	of	which	could	have	a	material	adverse	effect	on	our	business,
financial	condition,	and	results	of	operations.	The	amount	of	insurance	coverage	we	maintain	may	be	inadequate	to	cover	claims
losses	or	liabilities	related	to	a	cybersecurity	attack.	Internal	system	or	service	failures,	or	failures	in	the	systems	or	services	of
third	parties	on	which	we	rely,	could	disrupt	our	business,	and	impair	our	ability	to	effectively	provide	our	services	and	products
to	our	customers,	which	could	damage	our	reputation	and	adversely	affect	our	revenues	and	profitability.	Any	system	or	service
disruptions,	including	those	caused	by	ongoing	projects	to	improve	our	information	technology	systems	and	the	delivery	of
services,	including	whether	through	our	shared	services	organization	or	outsourced	services,	if	not	anticipated	and	appropriately
mitigated,	could	materially	and	adversely	affect	our	business	including,	among	other	things,	an	adverse	effect	on	our	ability	to
perform	on	contracts,	bill	our	customers	for	work	performed	on	our	contracts,	collect	the	amounts	that	have	been	billed	and
produce	accurate	financial	statements	in	a	timely	manner.	We,	and	the	service	providers,	suppliers	and	subcontractors	on	which
we	rely,	are	also	subject	to	systems	failures,	including	network,	software	or	hardware	failures,	whether	caused	by	us,	third-	party
service	providers,	cybersecurity	threats,	malicious	insiders,	natural	disasters,	power	shortages,	terrorist	attacks,	pandemics	or
other	events,	which	could	cause	loss	of	data	and	interruptions	or	delays	in	our	business,	cause	us	to	incur	remediation	costs,
subject	us	to	claims	and	damage	our	reputation.	In	addition,	the	failure	or	disruption	of	our	communications,	or	those	of	our
service	providers,	suppliers,	or	subcontractors,	could	cause	us	to	interrupt	or	suspend	our	operations	or	otherwise	adversely
affect	our	business.	Our	property	and	business	interruption	insurance	may	be	inadequate	to	compensate	us	for	all	losses	that	may
occur	as	a	result	of	any	system	or	operational	failure	or	disruption.	Risks	Related	to	Tax,	Accounting,	Compliance	and
Regulation	If	our	estimates	or	judgments	relating	to	our	critical	accounting	policies	are	based	on	assumptions	that	change	or
prove	to	be	incorrect,	our	operating	results	could	fall	below	our	publicly	announced	guidance	or	the	expectations	of	securities
analysts	and	investors,	resulting	in	a	decline	in	the	market	price	of	our	common	stock.	The	preparation	of	financial	statements	in
conformity	with	U.	S.	generally	accepted	accounting	principles	(“	GAAP	”)	requires	management	to	make	estimates	and
assumptions	that	affect	the	amounts	reported	in	our	consolidated	financial	statements	and	accompanying	notes.	We	base	our
estimates	on	historical	experience	and	on	various	other	assumptions	that	we	believe	to	be	reasonable	under	the	circumstances,



the	results	of	which	form	the	basis	for	making	judgments	about	the	carrying	values	of	assets,	liabilities,	equity,	revenue,	and
expenses	that	are	not	readily	apparent	from	other	sources.	For	more	information,	refer	to	the	section	entitled	“	Critical
Accounting	Estimates	”	in	“	Management’	s	Discussion	and	Analysis	of	Financial	Condition	and	Results	of	Operations	”	in	Part
II,	Item	7	of	this	Annual	Report	on	Form	10-	K.	In	general,	if	our	estimates,	judgments,	or	assumptions	relating	to	our	critical
accounting	policies	change	or	if	actual	circumstances	differ	from	our	estimates,	judgments	or	assumptions,	including	uncertainty
in	the	current	economic	environment	due	to	COVID-	19,	our	operating	results	may	be	adversely	affected	and	could	fall	below
our	publicly	announced	guidance	or	the	expectations	of	securities	analysts	and	investors,	resulting	in	a	decline	in	the	market
price	of	our	common	stock.	We	must	maintain	effective	internal	controls	over	financial	reporting,	and	if	we	are	unable	to	do	so,
the	accuracy	and	timeliness	of	our	financial	reporting	may	be	adversely	affected,	which	could	have	a	material	adverse	effect	on
our	business	and	stock	price.	We	must	maintain	effective	internal	control	over	financial	reporting	in	order	to	accurately	and
timely	report	our	results	of	operations	and	financial	condition.	In	addition,	as	a	public	company,	the	Sarbanes-	Oxley	Act
requires,	among	other	things,	that	we	assess	the	effectiveness	of	our	disclosure	controls	and	procedures	quarterly	and	the
effectiveness	of	our	internal	control	over	financial	reporting	at	the	end	of	each	fiscal	year.	The	rules	governing	the	standards	that
must	be	met	for	our	management	to	assess	our	internal	control	over	financial	reporting	pursuant	to	Section	404	of	the	Sarbanes-
Oxley	Act	are	complex	and	require	significant	documentation,	testing	and	possible	remediation.	These	stringent	standards
require	that	our	audit	committee	be	advised	and	regularly	updated	on	management’	s	review	of	internal	control	over	financial
reporting.	Our	management	may	not	be	able	to	effectively	and	timely	implement	controls	and	procedures	which	respond	to	the
increased	regulatory	compliance	and	reporting	requirements	that	are	applicable	to	us	as	a	public	company.	If	we	fail	to	staff	our
accounting,	finance	and	information	technology	functions	adequately	or	maintain	internal	control	over	financial	reporting
adequate	to	meet	the	demands	that	are	placed	upon	us	as	a	public	company,	including	the	requirements	of	the	Sarbanes-	Oxley
Act,	or	to	otherwise	prevent	material	weaknesses	in	internal	control	over	financial	reporting,	or	identify	any	additional	material
weaknesses,	our	business	and	reputation	may	be	harmed,	and	our	stock	price	may	decline.	Furthermore,	investor	perceptions	of
us	may	be	adversely	affected,	which	could	cause	a	decline	in	the	market	price	of	our	common	stock.	Changes	in	accounting
principles	or	their	application	to	us	could	result	in	unfavorable	accounting	charges	or	effects,	which	could	adversely	affect	our
results	of	operations	and	growth	prospects.	We	prepare	consolidated	financial	statements	in	accordance	with	GAAP.	In
particular,	we	make	certain	estimates	and	assumptions	related	to	the	adoption	and	interpretation	of	these	principles	including	the
recognition	of	our	revenue	and	the	accounting	of	our	stock-	based	compensation	expense	with	respect	to	our	consolidated
financial	statements.	If	these	assumptions	turn	out	to	be	incorrect,	our	revenue	or	our	stock-	based	compensation	expense	could
materially	differ	from	our	expectations,	which	could	have	a	material	adverse	effect	on	our	financial	results.	A	change	in	any	of
these	principles	or	guidance,	or	in	their	interpretations	or	application	to	us,	may	have	a	significant	effect	on	our	reported	results,
as	well	as	our	processes	and	related	controls,	and	may	retroactively	affect	previously	reported	results	or	our	forecasts,	which
may	negatively	impact	our	financial	statements.	For	example,	recent	new	standards	issued	by	the	Financial	Accounting
Standards	Board	(“	FASB	”)	could	materially	impact	our	consolidated	financial	statements.	The	adoption	of	these	new	standards
may	potentially	require	enhancements	or	changes	in	our	processes	or	systems	and	may	require	significant	time	and	cost	on
behalf	of	our	financial	management.	This	may	in	turn	adversely	affect	our	results	of	operations	and	growth	prospects.	Failure	to
comply	with	governmental	laws	and	regulations	could	harm	our	business.	Our	business	is	subject	to	regulation	by	various
federal,	state,	local,	and	foreign	governmental	agencies,	including	agencies	responsible	for	monitoring	and	enforcing
employment	and	labor	laws,	workplace	safety,	product	safety,	environmental	laws,	consumer	protection	laws,	privacy	and	data-
protection	laws,	anti-	bribery	laws	(including	the	U.	S.	Foreign	Corrupt	Practices	Act	and	the	U.	K.	Anti-	Bribery	Act),	import	/
export	controls,	federal	securities	laws,	and	tax	laws	and	regulations.	Noncompliance	with	applicable	regulations	or
requirements	could	subject	us	to	investigations,	sanctions,	mandatory	product	recalls,	enforcement	actions,	disgorgement	of
profits,	fines,	damages,	civil	and	criminal	penalties,	or	injunctions.	If	any	governmental	sanctions	are	imposed,	or	if	we	do	not
prevail	in	any	possible	civil	or	criminal	litigation	resulting	from	any	alleged	noncompliance,	our	business,	operating	results,	and
financial	condition	could	be	materially	adversely	affected.	In	addition,	responding	to	any	action	will	likely	result	in	a	significant
diversion	of	management’	s	attention	and	resources	and	an	increase	in	professional	fees.	Enforcement	actions,	litigation,	and
sanctions	could	harm	our	business,	operating	results,	and	financial	condition.	Risks	Related	to	Our	Common	Stock	Our	actual
operating	results	may	differ	significantly	from	our	guidance.	From	time	to	time,	we	have	released,	and	may	continue	to	release,
guidance	in	our	quarterly	earnings	releases,	quarterly	earnings	conference	calls,	or	otherwise,	regarding	our	future	performance
that	represents	our	management’	s	estimates	as	of	the	date	of	release.	This	guidance,	which	includes	forward-	looking
statements,	has	been	and	will	be	based	on	projections	prepared	by	our	management.	These	projections	are	not	prepared	with	a
view	toward	compliance	with	published	guidelines	of	the	American	Institute	of	Certified	Public	Accountants,	and	neither	our
registered	public	accountants	nor	any	other	independent	expert	or	outside	party	compiles	or	examines	the	projections.
Accordingly,	no	such	person	expresses	any	opinion	or	any	other	form	of	assurance	with	respect	to	the	projections.	Projections
are	based	upon	a	number	of	assumptions	and	estimates	that,	while	presented	with	numerical	specificity,	are	inherently	subject	to
significant	business,	economic,	and	competitive	uncertainties,	and	contingencies,	many	of	which	are	beyond	our	control,	such	as
COVID-	19,	and	are	based	upon	specific	assumptions	with	respect	to	future	business	decisions,	some	of	which	will	change.	The
rapidly	evolving	market	in	which	we	operate	may	make	it	difficult	to	evaluate	our	current	business	and	our	future	prospects,
including	our	ability	to	plan	for	and	model	future	growth.	We	intend	to	state	possible	outcomes	as	high	and	low	ranges	which	are
intended	to	provide	a	sensitivity	analysis	as	variables	are	changed.	However,	actual	results	will	vary	from	our	guidance	and	the
variations	may	be	material.	The	principal	reason	that	we	release	guidance	is	to	provide	a	basis	for	our	management	to	discuss
our	business	outlook	as	of	the	date	of	release	with	analysts	and	investors.	We	do	not	accept	any	responsibility	for	any
projections	or	reports	published	by	any	such	persons.	Investors	are	urged	not	to	rely	upon	our	guidance	in	making	an	investment
decision	regarding	our	common	stock.	Any	failure	to	successfully	implement	our	operating	strategy	or	the	occurrence	of	any	of



the	events	or	circumstances	set	forth	in	this	“	Risk	Factors	”	section	in	this	Annual	Report	on	Form	10-	K	could	result	in	our
actual	operating	results	being	different	from	our	guidance,	and	the	differences	may	be	adverse	and	material.	The	issuance	of
additional	stock	in	connection	with	financings,	acquisitions,	investments,	our	stock	incentive	plans,	or	exercise	of	the	related
warrants,	or	otherwise	will	dilute	all	other	stockholders.	Our	certificate	of	incorporation	authorizes	us	to	issue	up	to	100	million
shares	of	common	stock	and	up	to	10.	0	million	shares	of	preferred	stock	with	such	rights	and	preferences	as	may	be	determined
by	our	board	of	directors.	Subject	to	compliance	with	applicable	rules	and	regulations,	we	may	issue	shares	of	common	stock	or
securities	convertible	into	shares	of	our	common	stock	from	time	to	time	in	connection	with	a	financing,	acquisition,	investment,
our	stock	incentive	plans,	the	settlement	of	our	warrants,	or	otherwise.	Any	such	issuance	could	result	in	substantial	dilution	to
our	existing	stockholders	and	cause	the	market	price	of	our	common	stock	to	decline.	We	do	not	intend	to	pay	dividends	for	the
foreseeable	future.	We	have	never	declared	or	paid	any	dividends	on	our	common	stock.	We	intend	to	retain	any	earnings	to
finance	the	operation	and	expansion	of	our	business,	and	we	do	not	anticipate	paying	any	cash	dividends	in	the	future.	As	a
result,	you	may	only	receive	a	return	on	your	investment	in	our	common	stock	if	the	market	price	of	our	common	stock
increases.	Our	charter	documents	and	Delaware	law	could	discourage	takeover	attempts	and	lead	to	management	entrenchment,
which	could	also	reduce	the	market	price	of	our	common	stock.	Provisions	in	our	amended	and	restated	certificate	of
incorporation	and	amended	and	restated	bylaws	may	have	the	effect	of	delaying	or	preventing	a	change	in	control	of	our
company	or	changes	in	our	management.	Our	amended	and	restated	certificate	of	incorporation	and	amended	and	restated
bylaws	include	provisions	that:	●	establish	that	our	board	of	directors	is	divided	into	three	classes,	Class	I,	Class	II	and	Class	III,
with	three-	year	staggered	terms;	●	authorize	our	board	of	directors	to	issue	shares	of	preferred	stock	and	to	determine	the	price
and	other	terms	of	those	shares,	including	preferences	and	voting	rights,	without	stockholder	approval;	●	provide	our	board	of
directors	with	the	exclusive	right	to	elect	a	director	to	fill	a	vacancy	created	by	the	expansion	of	our	board	of	directors	or	the
resignation,	death	or	removal	of	a	director;	●	specify	that	special	meetings	of	our	stockholders	may	be	called	only	by	the
chairman	of	our	board	of	directors,	our	president,	our	secretary,	or	a	majority	vote	of	our	board	of	directors;	●	authorize	our
board	of	directors	to	amend	our	bylaws	by	majority	vote;	and	●	establish	advance	notice	procedures	with	which	our	stockholders
must	comply	to	nominate	candidates	to	our	board	of	directors	or	to	propose	matters	to	be	acted	upon	at	a	stockholders’	meeting.
These	provisions	may	frustrate	or	prevent	any	attempts	by	our	stockholders	to	replace	or	remove	our	current	management	by
making	it	more	difficult	for	our	stockholders	to	replace	members	of	our	board	of	directors,	which	is	responsible	for	appointing
the	members	of	management.	In	addition,	as	a	Delaware	corporation,	we	are	subject	to	Section	203	of	the	Delaware	General
Corporation	Law.	These	provisions	may	prohibit	large	stockholders,	in	particular	those	owning	15	%	or	more	of	our	outstanding
voting	stock,	from	merging	or	combining	with	us	for	a	certain	period	of	time.	The	exercise	of	outstanding	options	and	warrants
to	purchase	our	common	stock	could	substantially	dilute	shareholders’	investments.	Under	the	terms	of	outstanding	options	and
warrants	to	acquire	our	common	stock	issued	to	employees	and	others,	the	holders	thereof	are	given	an	opportunity	to	profit
from	a	rise	in	the	market	price	of	our	common	stock	that,	upon	the	exercise	of	such	options	and	warrants,	could	result	in	dilution
in	the	interests	of	our	other	shareholders.	The	extent	to	which	we	can	reach	and	encourage	the	participation	of	enough	of	our
investors	to	secure	minimum	thresholds	for	shareholder	approval	for	matters	subject	to	shareholder	approval	is	uncertain.	Given
the	limited	amount	trading	our	shares	have	experienced	over	the	last	several	years,	we	have	relied	on	relationships	with	investors
owning	material	amounts	of	shares	to	reach	minimum	thresholds	needed	for	shareholder	approval	of	matters	that	were	subject	to
a	shareholder	vote.	The	voting	control	over	some	of	those	shares	has	changed,	and	there	is	some	question	as	to	whether	we	can
garner	enough	votes	to	decide	shareholder	matters	by	simple	proxy	solicitation.	We	may	need	to	engage	a	third-	party	proxy
solicitor	if	we	obtain	too	little	response	to	a	proxy	solicitation.	Risks	Related	to	Financing	In	the	future,	we	may	seek	to	enter
into	credit	facilities	to	help	fund	our	working	capital	needs.	These	credit	facilities	may	expose	us	to	additional	risks	associated
with	leverage	and	may	inhibit	our	operating	flexibility.	We	may	seek	to	enter	into	credit	facilities	with	third-	party	lenders	to
help	fund	our	business.	Such	credit	facilities	will	likely	require	us	to	pay	a	commitment	fee	on	the	undrawn	amount	and	will
likely	contain	a	number	of	affirmative	and	restrictive	covenants.	If	we	violate	any	such	covenants,	our	lenders	could	accelerate
the	maturity	of	any	debt	outstanding,	and	we	may	be	prohibited	from	making	any	distributions	to	our	stockholders.	Such	debt
may	be	secured	by	our	assets,	including	the	stock	we	may	own	in	subsidiaries	and	the	rights	we	have	under	intercompany	loan
agreements	that	we	may	enter	into	in	the	future	with	our	businesses.	Our	ability	to	meet	our	debt	service	obligations	may	be
affected	by	events	beyond	our	control	and	will	depend	primarily	upon	cash	produced	by	our	business.	Any	failure	to	comply
with	the	terms	of	our	indebtedness	may	have	a	material	adverse	effect	on	our	financial	condition.	In	addition,	we	expect	that
such	credit	facilities	will	bear	interest	at	floating	rates	which	will	generally	change	as	interest	rates	change.	We	will	bear	the	risk
that	the	rates	that	we	are	charged	by	our	lenders	will	increase	faster	than	we	can	grow	the	cash	flow	from	our	businesses,	which
could	reduce	profitability,	materially	adversely	affect	our	ability	to	service	our	debt	and	cause	us	to	breach	covenants	contained
in	our	third-	party	credit	facilities.	Our	failure	to	raise	additional	capital	or	generate	the	significant	capital	necessary	to	expand
our	operations	and	invest	in	new	service	offerings	products	and	subscriptions	could	reduce	our	ability	to	compete	and	could
harm	our	business.	We	intend	to	continue	to	make	investments	to	support	our	business	growth	and	may	require	additional	funds
to	respond	to	business	challenges,	including	the	need	to	develop	new	features,	improve	our	operating	infrastructure,	or	acquire
complementary	businesses	and	technologies.	Accordingly,	we	may	need	to	engage	in	equity	or	debt	financings	to	secure
additional	funds.	If	we	raise	additional	equity	or	equity-	linked	financing,	our	stockholders	may	experience	significant	dilution
of	their	ownership	interests	and	the	market	price	of	our	common	stock	could	decline.	If	we	engage	in	future	debt	financings,	the
holders	of	such	additional	debt	would	also	have	priority	over	the	holders	of	our	common	stock.	Current	and	future	indebtedness
may	also	contain	terms	that,	among	other	things,	restrict	our	ability	to	incur	additional	indebtedness.	We	may	also	be	required	to
take	other	actions	that	would	otherwise	be	in	the	interests	of	the	debt	holders	and	would	require	us	to	maintain	specified
liquidity	or	other	ratios,	any	of	which	could	harm	our	business,	operating	results,	and	financial	condition.	We	may	not	be	able	to
obtain	additional	financing	on	terms	favorable	to	us,	if	at	all.	If	we	are	unable	to	obtain	adequate	financing	or	financing	on	terms



satisfactory	to	us	when	we	require	it,	our	ability	to	continue	to	support	our	business	growth	and	to	respond	to	business	challenges
could	be	significantly	impaired,	and	our	business	may	be	adversely	affected.	General	Risk	Factors	The	requirements	of	being	a
public	company	may	strain	our	resources,	divert	management’	s	attention,	and	affect	our	ability	to	attract	and	retain	qualified
board	members.	As	a	public	company,	we	are	subject	to	the	reporting	requirements	of	the	Exchange	Act,	the	Sarbanes-	Oxley
Act,	the	Dodd-	Frank	Act,	the	listing	requirements	of	the	Nasdaq	Stock	Market,	and	other	applicable	securities	rules	and
regulations.	Compliance	with	these	rules	and	regulations	have	increased	our	legal	and	financial	compliance	costs,	made	some
activities	more	difficult,	time-	consuming,	or	costly,	and	increased	demand	on	our	systems	and	resources.	Among	other	things,
the	Exchange	Act	requires	that	we	file	annual,	quarterly,	and	current	reports	with	respect	to	our	business	and	operating	results.
In	addition,	the	Sarbanes-	Oxley	Act	requires,	among	other	things,	that	we	maintain	effective	disclosure	controls	and	procedures
and	internal	control	over	financial	reporting.	In	order	to	meet	the	requirements	of	this	standard,	significant	resources	and
management	oversight	may	be	required.	As	a	result,	management’	s	attention	may	be	diverted	from	other	business	concerns,
which	could	harm	our	business	and	operating	results.	Although	we	have	already	hired	additional	employees	to	comply	with
these	requirements,	we	may	need	to	hire	even	more	employees	in	the	future,	which	will	increase	our	costs	and	expenses.	In
addition,	changing	laws,	regulations,	and	standards	related	to	corporate	governance	and	public	disclosure	are	creating
uncertainty	for	public	companies,	increasing	legal	and	financial	compliance	costs,	and	making	some	activities	more	time-
consuming.	These	laws,	regulations,	and	standards	are	subject	to	varying	interpretations,	in	many	cases	due	to	their	lack	of
specificity,	and,	as	a	result,	their	application	in	practice	may	evolve	over	time	as	new	guidance	is	provided	by	regulatory	and
governing	bodies.	This	could	result	in	continuing	uncertainty	regarding	compliance	matters	and	higher	costs	necessitated	by
ongoing	revisions	to	disclosure	and	governance	practices.	We	intend	to	invest	resources	to	comply	with	evolving	laws,
regulations,	and	standards,	and	this	investment	may	result	in	increased	general	and	administrative	expense	and	a	diversion	of
management’	s	time	and	attention	from	revenue-	generating	activities	to	compliance	activities.	If	our	efforts	to	comply	with	new
laws,	regulations,	and	standards	differ	from	the	activities	intended	by	regulatory	or	governing	bodies,	regulatory	authorities	may
initiate	legal	proceedings	against	us	and	our	business	may	be	harmed.	We	rely	on	our	management	team	and	other	key
employees	and	will	need	additional	personnel	to	grow	our	business,	and	the	loss	of	one	or	more	key	employees	or	our	inability	to
hire,	integrate,	train	and	retain	qualified	personnel,	including	members	for	our	board	of	directors,	could	harm	our	business.	Our
future	success	is	substantially	dependent	on	our	ability	to	hire,	integrate,	train,	retain	and	motivate	the	members	of	our
management	team	and	other	key	employees	throughout	our	organization,	including	key	employees	obtained	through	our
acquisitions.	Competition	for	highly	skilled	personnel	is	intense	where	we	have	a	substantial	presence	and	need	for	highly
skilled	personnel.	We	may	not	be	successful	in	hiring	or	retaining	qualified	personnel	to	fulfill	our	current	or	future	needs,	and
potential	changes	in	U.	S.	immigration	and	work	authorization	laws	and	regulations,	including	those	that	restrain	the	flow	of
technical	and	professional	talent,	may	make	it	difficult	to	renew	or	obtain	visas	for	highly	skilled	personnel	that	we	have	hired
or	are	actively	recruiting.	We	remain	highly	dependent	on	the	services	of	Jamie	Benoit,	our	Chief	Executive	Officer,	who	is
critical	to	our	thought	leadership,	market	presence,	reputation,	future	vision,	and	strategic	direction.	We	are	also	substantially
dependent	on	the	continued	service	of	our	existing	engineering	personnel	because	of	the	complexity	of	our	solutions.
Engineering	personnel	and	other	employees	in	the	technology	industry,	including	the	cybersecurity	industry,	are	increasingly
able	to	work	remotely,	which	in	turn	increases	employee	mobility	and	our	risk	of	unwanted	employee	attrition.	Our	competitors
and	other	companies	in	the	technology	industry	may	be	successful	in	recruiting	and	hiring	members	of	our	management	team	or
other	key	employees,	including	key	employees	obtained	through	our	acquisitions,	and	it	may	be	difficult	for	us	to	find	suitable
replacements	on	a	timely	basis,	on	competitive	terms,	or	at	all.	Also,	to	the	extent	we	hire	employees	from	mature	public
companies	with	significant	financial	resources,	we	may	be	subject	to	allegations	that	such	employees	have	been	improperly
solicited,	or	that	they	have	divulged	proprietary	or	other	confidential	information	or	that	their	former	employers	own	such
employees’	inventions	or	other	work	product.	We	have	made	a	number	of	organizational	changes	over	the	past	year	and,	from
time	to	time,	key	personnel	may	leave	our	company.	Leadership	transitions	and	management	changes	can	be	inherently	difficult
to	manage,	may	cause	uncertainty	or	a	disruption	to	our	business,	and	may	increase	the	likelihood	of	turnover	in	other	key
officers	and	employees.	Our	success	depends	in	part	on	having	a	successful	leadership	team.	If	we	cannot	effectively	manage
these	and	other	leadership	transitions	and	management	changes,	it	could	make	it	more	difficult	to	successfully	operate	our
business	and	pursue	our	business	goals.	In	addition,	we	believe	that	it	is	important	to	establish	and	maintain	a	corporate	culture
that	facilitates	the	maintenance	and	transfer	of	institutional	knowledge	within	our	organization	and	also	fosters	innovation,
teamwork,	a	passion	for	customers	and	a	focus	on	execution.	Any	of	our	organizational	changes	may	result	in	a	loss	of
institutional	knowledge	and	cause	disruptions	to	our	business.	Furthermore,	if	we	are	not	successful	in	identifying	and	recruiting
new	key	employees	and	integrating	them	into	our	organization	and	creating	effective	working	relationships	among	them	and	our
other	key	employees,	such	failure	could	delay	or	hinder	our	development	and	the	achievement	of	our	strategic	objectives,	which
could	adversely	affect	our	business,	financial	condition	and	results	of	operations.	Our	employees	,	other	than	our	chief	executive
officer	and	chief	financial	officer,	work	for	us	on	an	“	at-	will	”	basis,	which	means	they	may	terminate	their	employment	with
us	at	any	time.	We	do	not	maintain	key	person	life	insurance	policies	on	any	of	our	key	employees.	If	Mr.	Benoit	or	one	or	more
of	our	other	key	employees	resigns	or	otherwise	ceases	to	provide	us	with	their	service,	our	business	could	be	harmed.	Our
continued	success	is	dependent	upon	our	ability	to	hire,	retain	and	utilize	qualified	personnel.	The	success	of	our	business	and
our	ability	to	operate	profitably	is	dependent	upon	our	ability	to	hire,	retain	and	utilize	qualified	personnel,	including	personnel
with	expertise	in	very	old	computing	languages,	for	which	there	is	a	limited	supply,	and	personnel	with	expertise	in	cutting-
edge	immature	technologies.	We	also	must	be	able	to	hire	and	retain	corporate	management	professionals	who	have	the	required
experience	and	expertise	at	a	reasonable	cost.	The	market	for	these	and	other	personnel	is	competitive.	From	time	to	time,	it	may
be	difficult	to	attract	and	retain	qualified	individuals	with	the	expertise,	and	in	the	timeframe,	demanded	by	our	clients,	or	to
replace	such	personnel	when	needed	in	a	timely	manner.	In	certain	geographic	areas,	for	example,	we	may	not	be	able	to	satisfy



the	demand	for	our	services	because	of	our	inability	to	successfully	hire	and	retain	a	sufficient	number	of	qualified	personnel.
Furthermore,	some	of	our	personnel	may	be	required	to	obtain	or	hold	government-	granted	clearances	to	obtain	government
projects.	Loss	of	the	services	of,	or	failure	to	recruit,	qualified	technical	and	management	personnel	could	limit	our	ability	to
successfully	complete	existing	projects	and	compete	for	new	projects.	Our	results	of	operations	may	vary	significantly	from
period	to	period,	which	could	cause	the	trading	price	of	our	common	stock	to	decline	or	fluctuate	materially.	Our	results	of
operations	have	varied	significantly	from	period	to	period,	and	we	expect	that	our	results	of	operations,	including,	but	not
limited	to	our	GAAP	and	non-	GAAP	measures,	will	continue	to	vary	as	a	result	of	a	number	of	factors,	many	of	which	are
outside	of	our	control	and	may	be	difficult	to	predict,	including:	●	our	ability	to	attract	new	and	retain	existing	customers	or	sell
additional	solutions	services	to	our	existing	customers;	●	changes	in	our	mix	of	solutions,	subscriptions	and	services	sold,
including	changes	in	the	average	contract	length	for	subscriptions	and	support;	●	budgeting	cycles,	seasonal	buying	patterns	and
purchasing	practices	of	customers;	●	changes	in	customer,	distributor	or	reseller	requirements	or	market	needs;	●	the
timing	of	new	contracts	for	our	solutions	services	and	length	of	our	sales	cycles;	●	changes	in	customer,	distributor	or	reseller
requirements	or	market	needs;	●	changes	in	the	growth	rate	of	the	digital	logistics	or	IT	security	market;	●	any	change	in	the
competitive	landscape	of	the	digital	logistics	or	IT	security	market,	including	consolidation	among	our	customers	or	competitors
and	strategic	partnerships	entered	into	by	and	between	our	competitors;	●	our	ability	to	successfully	and	continuously	expand
our	business	;	●	decisions	by	organizations	to	purchase	digital	logistics	or	IT	security	solutions	from	larger,	more	established
security	vendors	or	from	their	primary	IT	equipment	vendors	or	IT	service	providers	;	●	changes	in	our	pricing	policies	or	those
of	our	competitors;	●	the	timing	and	costs	related	to	the	development	or	acquisition	of	technologies	or	businesses	or	strategic
partnerships;	●	the	lack	of	synergy	or	the	inability	to	realize	expected	synergies,	resulting	from	acquisitions	or	strategic
partnerships;	●	our	inability	to	execute,	complete	or	integrate	efficiently	any	acquisition	that	we	may	undertake;	●	increased
expenses,	unforeseen	liabilities,	or	write-	downs	and	any	impact	on	our	operating	results	from	any	acquisitions	we	consummate;
●	insolvency	or	credit	difficulties	confronting	our	customers,	affecting	their	ability	to	purchase	or	pay	for	our	products	and
services;	●	the	cost	and	potential	outcomes	of	future	litigation;	●	the	departure	of	key	employees;	●	seasonality	or	cyclical
fluctuations	in	our	business;	●	cyber	attacks,	security	breaches,	or	other	technical	difficulties;	●	political,	economic	and
social	instability,	including	with	respect	to	the	conflict	conflicts	in	Ukraine	and	the	Middle	East	;	●	public	health	crises,	such
as	the	COVID-	19	pandemic,	and	related	measures	to	protect	the	public	health;	●	future	accounting	pronouncements	or	changes
in	our	accounting	policies	or	practices;	●	the	amount	and	timing	of	operating	costs	and	capital	expenditures	related	to	the
maintenance	and	expansion	of	our	business,	operations	and	infrastructure;	and	●	the	amount	and	timing	of	costs	related	to	any
cost	reduction	initiatives	and	the	impact	of	such	initiatives.	Any	of	the	above	factors,	individually	or	in	aggregate,	may	result	in
significant	fluctuations	in	our	financial	and	other	operating	results	from	period	to	period.	As	a	result	of	this	variability,	our
historical	results	of	operations	should	not	be	relied	upon	as	an	indication	of	future	performance.	Moreover,	this	variability	and
unpredictability	could	result	in	our	failure	to	meet	our	operating	plan	or	the	expectations	of	investors	or	analysts	for	any	period.
If	we	fail	to	meet	such	expectations	for	these	or	other	reasons,	the	market	price	of	our	common	stock	could	fall	substantially,
and	we	could	face	costly	lawsuits,	including	securities	class	action	suits.	If	we	fail	to	effectively	manage	our	growth,	if	such
growth	occurs,	our	business,	financial	condition	and	results	of	operations	would	be	harmed.	There	is	no	assurance	that	we	will
be	able	to	successfully	implement	or	scale	improvements	to	our	systems,	processes,	and	controls	or	that	such	systems,	processes
and	controls	will	be	effective	in	preventing	or	detecting	errors,	omissions	or	fraud.	As	part	of	our	efforts	to	improve	our	internal
systems,	processes,	and	controls,	we	might	license	technology	from	third	parties.	The	support	services	available	for	such	third-
party	technology	might	be	outside	of	our	control	and	may	be	negatively	affected	by	consolidation	in	the	software	industry.	In
addition,	if	we	do	not	receive	adequate	support	for	the	software	underlying	our	systems,	processes	and	controls,	our	ability	to
provide	solutions	and	services	to	our	customers	in	a	timely	manner	may	be	impaired,	which	may	cause	us	to	lose	customers,
limit	us	to	smaller	deployments	of	our	platform	or	increase	our	technical	support	costs.	Many	of	our	expenses	are	relatively
fixed,	at	least	in	the	short	term.	If	our	projections	or	assumptions	on	which	we	base	our	projections	are	incorrect,	we	may	not	be
able	to	adjust	our	expenses	rapidly	enough	to	avoid	an	adverse	impact	on	our	profitability	or	cash	flows.	In	order	to	achieve
organic	growth,	we	must	continue	to	improve	our	operational,	financial	and	management	systems	and	controls	by,	among	other
things:	●	effectively	hiring,	training,	and	integrating	new	employees,	particularly	members	of	our	sales,	services	and
management	teams;	●	further	improving	our	key	business	applications,	processes,	and	IT	infrastructure,	including	our	data
centers	and	enterprise	resource	planning	system,	to	support	our	business	needs;	●	continuing	to	refine	our	ability	to	forecast	our
bookings,	billings,	revenues,	expenses,	and	cash	flows;	●	enhancing	our	information	and	communication	systems	to	ensure	that
our	employees	and	offices	are	well	coordinated	and	can	effectively	communicate	with	each	other	and	our	customers;	●
improving	our	internal	control	over	financial	reporting	and	disclosure	controls	and	procedures	to	ensure	timely	and	accurate
reporting	of	our	operational	and	financial	results;	and	●	appropriately	documenting	and	testing	our	IT	systems	and	business
processes.	These	and	other	improvements	in	our	systems	and	controls	will	require	significant	capital	expenditures	and	the
allocation	of	valuable	management	and	employee	resources.	If	we	fail	to	implement	these	improvements	effectively,	our	ability
to	manage	our	expected	growth,	ensure	uninterrupted	operation	of	key	business	systems	and	comply	with	the	rules	and
regulations	applicable	to	public	reporting	companies	would	be	impaired,	and	our	business,	financial	condition	and	results	of
operations	would	be	harmed.	If	we	are	not	able	to	maintain	and	enhance	our	brand	and	our	reputation	as	a	provider	of	high-
quality	security	solutions	and	services,	our	business	and	results	of	operations	may	be	adversely	affected.	We	believe	that
maintaining	and	enhancing	our	brand	and	our	reputation	as	a	provider	of	high-	quality	security	solutions	and	services	is	critical
to	our	relationship	with	our	existing	customers,	and	future	channel	partners	and	technology	alliance	partners	and	our	ability	to
attract	new	customers	and	partners.	The	successful	promotion	of	our	brand	will	depend	on	a	number	of	factors,	including	our
marketing	efforts,	and	ultimately	our	ability	to	continue	to	develop	additional	high-	quality	security	solutions	and	our	ability	to
continue	to	provide	services	valued	by	customers.	Although	we	believe	it	is	important	for	our	growth,	our	brand	promotion



activities	may	not	be	successful	or	yield	increased	revenue.	Any	litigation	against	us	could	be	costly	and	time-	consuming	to
defend.	From	time	to	time,	we	are	and	may	become	subject	to	legal	proceedings	and	claims,	such	as	claims	brought	by	our
customers	in	connection	with	commercial	disputes,	employment	claims	made	by	our	current	or	former	employees,	intellectual
property	claims,	or	securities	class	actions	or	other	claims	related	to	our	business	or	any	volatility	in	the	trading	price	of	our
common	stock.	Litigation	might	result	in	substantial	costs	and	may	divert	management’	s	attention	and	resources,	which	might
seriously	harm	our	business,	financial	condition,	and	results	of	operations.	Insurance	might	not	cover	such	claims,	might	not
provide	sufficient	payments	to	cover	all	the	costs	to	resolve	one	or	more	such	claims,	and	might	not	continue	to	be	available	on
terms	acceptable	to	us	(including	premium	increases	or	the	imposition	of	large	deductible	or	co-	insurance	requirements).	A
claim	brought	against	us	that	is	uninsured	or	underinsured	could	result	in	unanticipated	costs,	potentially	harming	our	business,
financial	position,	and	results	of	operations.	In	addition,	we	cannot	be	sure	that	our	existing	insurance	coverage	and	coverage
for	errors	and	omissions	will	continue	to	be	available	on	acceptable	terms	or	that	our	insurers	will	not	deny	coverage	as	to	any
future	claim.	Our	business	is	subject	to	the	risks	of	natural	disasters,	such	as	fire,	power	outages,	floods,	health	risks	and	other
catastrophic	events,	and	to	interruption	by	man-	made	problems	such	as	terrorism.	Natural	disasters,	such	as	fire	or	floods,	a
significant	power	outage,	telecommunications	failure,	terrorism,	an	armed	conflict,	cyberattacks,	epidemics	and	pandemics	such
as	COVID-	19,	or	other	geo-	political	unrest	could	affect	our	supply	chain,	manufacturers,	logistics	providers,	or	end-	customers
or	the	economy	as	a	whole	and	such	disruption	could	impact	our	shipments	and	sales.	These	risks	may	be	further	increased	if
the	disaster	recovery	plans	for	us	and	our	suppliers	prove	to	be	inadequate.	To	the	extent	that	any	of	the	above	should	result	in
delays	or	cancellations	of	customer	orders,	the	loss	of	customers,	or	the	delay	in	the	manufacture,	deployment,	or	shipment	of
our	products,	our	business,	financial	condition,	and	operating	results	would	be	adversely	affected.	Failure	to	keep	pace	with	a
changing	technological	environment	could	negatively	impact	our	business.	The	IT	industry	in	general,	and	the	market	for	our
application	software	offerings	and	services,	is	characterized	by	rapidly	changing	technology,	frequent	new	technology
introductions,	and	significant	competition.	In	order	to	keep	pace	with	this	rapidly	changing	market	environment,	we	must
continually	develop	and	incorporate	into	our	services	new	technological	advances	and	features	desired	by	the	marketplace	at
acceptable	prices.	If	we	are	unsuccessful	in	identifying,	developing	and	marketing	our	services	and	technology	or	adapting	our
business	to	rapid	technological	change,	it	will	have	a	material	negative	impact	on	our	results	of	operations.	26


